FCC Form 481 - Carrier Annual Reporting

Data Collection Form

FCC Form 481

OMB Control No, 3060-0986/0MB Control No. 3060-0819

July 2013

<010>

Study Area Code

310735

<015>

Study Area Name

WESTPHALIA TEL COQ

<020>

Program Year

2017

<030>

Contact Name: Person USAC should contact
with questions about this data

Tin. Wieber

<035>

Contact Telephone Number:
Number of the person identified in data line <030>

9895875008 ext.

<039>

Contact Email Address:
Email ot the person identitied in data line <030>

twieber@4wbi.net

Form Type

54.313 and 54.422
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Page 5

(400) Number of Complaints per 1,000 customers FCC Form 481

Data Collection Form

OMB Control No. 3060-0986/0MB Control No. 3060-0819
July 2013

<010>  Study Area Code i

<015>  Study Area Name e e, 1

<020> Program Year o

<030>  Contact Name - Person USAC should contact regarding this data o
Contact Telephone Number - Number of person identified in data line

<035> AT
<030> .

<039> Contact Email Address - Email Address of person identified in data line Lunng@ehi  new
<030>
Select from the drop-down list to indicate how you would like to report

<400>  Voice complaints (zero or greater) for voice telephony service in the prior  offered only fixed voice
calendar year for each service area in which you are designated an ETC for
any facilities you own, operate, lease, or otherwise utilize.

<410>  Complaints per 1000 customers for fixed voice 0.0

<420>  Complaints per 1000 customers for mobile voice
Select from the drop-down list to indicate how you would like to report

<430> end-user customer complaints (zero or greater) for broadband servicein  Offered only fixed broadband
the prior calendar year for each service area in which you are designated
an ETC for any facilities you own, operate, lease, or otherwise utilize.

<440>  complaints per 1000 customers for fixed broadband 0.0

<450>  Complaints per 1000 customers for mobile broadband

Page 5



Page 6

{500) Compliance With Service Quality Standards and Consumer Protection Rules FCC Form 481
Data Collection Form OMB Control No. 3060-0386/0M8 Control No. 3060-0819
July 2013

<010>  Study Area Code
<015>  Study Area Name
«020>  Program Year

«<030> _ Contact Name - Person USAC should contact regarding this data Tina er

<D35> Contact Telephone Number - Number of person identified in data line <030>  *° % © " <~
<039>  Contact Emall Address - Email Address of person identified in data line <030> L+ &'« 4.1 et
<500> Certify compliance with applicable service quality standards and consumer protection rules  yae

31C¢735mi510.p=f

<510> Descriptive document for Service Quality & Consumer Rules Ct i

Page 6



(600) Functionality in Emergency Situations
Data Collection Form

FCC Form 481
OMB Control No. 3060-0986/0MB Contral No. 3060-0819
July 2013

<010>  Study Area Code Freman
<015>  Study Area Name ' Li ikL O
<020>  Program Year -y

<030> Contact Name - Person USAC should contact regarding this data 14 Leiex
<35> Contact Telephone Number - Number of person identified in data line <030> 75 *
<039> Contact Email Address - Email Address of person identified in data line <030> iebe awr Lrat
<600> Certify compliance regarding ability to function in emergency situations Yes

<610> Descriptive document for Functionality in Emergency Situations

3107 Fmifl0.pAf
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(3005) Rate Of Return Carrler Additional Documentation
Data Collection Form

FCC Form 481

OMB Control No. 3060-0986/0OMB Control No. 3060-0819

July 2013

<010> Study Area Code 310735

<0152 Study Area Name WESTPHALIA TEL CO
<020> Program Year 2017

<030> Contact Name - Person USAC should contact regarding this data Tina Wieber

<035> Contact Telephone Number - Number of person identified in data line <030> 9895875008 ext.

twieberf4wbi.net

<039> Contact Email Address - Email Address of persen identified in data line <030>

Complete the items below to note compliance with five year service quality plan (pursuant to 47 CFR § 54.202(a)) and, for privately held carriers, ensuring
compliance with the financial reporting requirements set forth in 47 CFR § 54.313(f}(2). | further certify that the information reported on this form and in

the documents attached below is accurate.

Progress Report on 5 Year Plan
(3009) Carrier certifies to 54.313(f)(1)(iii}

as

(3010A)  Milestone Certification {47 CFR § 54.313(f){1}{i)}

{30108) Please Provide Attachment
Information

= attuch Cert:fication

Name of Attached Document Listing Required

(3012A) Community Anchor Institutions {47 CFR & No - No llew {smmurity Anchors

54.313(f(1) (i)}
(3012B) Please Provide Attachment
Information
(3013) Is your company a Privately Held ROR Carrier {47 CFR {Yes/No)
§ 54.313(f)(2)}
(3014) If yes, does your company file the RUS annual report {Yes/No)

Please check these boxes to confirm that the
attached PDF, on line 3017, contains the required
information pursuant to § 54.313(){2) compliance
requires:

{3015) Electronic copy of their annual RUS reports
(Operating Report for Telecommunications
Borrowers)

(3016) Document(s) with Balance Sheet, Income Statement
and Statement of Cash Flows

Name of Attached Document Listing Required

® O
o ®

]
L]

(3017) If the response is yes on line 3014, attach your Name of Attached Document Listing Required

company's RUS annual report and all required Information
documentation

(3018) If the respense is no on line 3014, is your company (Yes/No)
audited?

If the response is yes on line 3018, please check the
boxes below to confirm your submission on line
3026 pursuant to § 54.313(f}){2), contains:

{3019) Either a copy of their audited financial statement; or
(2) a financial report in a format comparable to RUS
Operating Report for Telecommunications Borrowers

(3020) Document(s) for Balance Sheet, Income Statement
and Statement of Cash Flows

(3021) Management letter and/or audit opinion issued by
the independent certified public accountant that
performed the company’s financial audit.

If the response is no on line 3018, please check the
boxes below to confirm your submission on line
3026 pursuant to § 54.313(f)(2), contains:

(3022) Copy of their financial statement which has been
subject to review by an independent certified public
accountant; or 2} a financial report in a format
comparable to RUS Operating Report for
Telecommunications Borrowers

[3023] Underlying information subjected to a review by an
independent certified public accountant

(3024) Underlying information subjected to an officer
certification.

(3025) Document{s} for Balance Sheet, Income Statement
and Statement of Cash Flows

O ®

(3026) Attach the worksheet listing required information Name of Attached Document Listing Required

Information

220735mi3E1 DL ar

31073 aid0irF €
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{4005) Rural Broadband Experiment Additional Documentation FCC Form 481

Data Collection Form OMB Control No. 3060-0986/0MB Control No. 3060-0819

July 2013

<010> Study Area Code 310738

<015> Study Area Name WiOTRIALTA TEL =

<020> Program Year 231"

<030> Contact Name - Person USAC should contact regarding this data Tion WiabAY

<035> Contact Telephone Number - Number of person identified in data line <030> A

<038> Contact Email Address - Email Address of person identified in data line <030> . .c.taeei..

4005 Rural Broadband Experiment

Authorized Rural Broadband Experiment (RBE) recipients must address the certification for public interest obligations, provide a list of newly served
community anchor institutions, and provide a list of locations where broadband has been deployed.

Public Interest Obligations ~ FCC 14-98 {paragraphs 26-29, 78)
Please address Line 4001 regarding compliance with the Commission’s public interest obligations. All RBE participants must provide a response to Line 4001.

4001. Recipient certifies that it is offering broadband to the identified locations meeting the requisite public
interest obligations consistent with the category for which they were selected, including broadband speed,
latency, usage capacity, and rates that are reasonably comparable to rates for comparable offerings in urban
areas?

Community Anchor Institutions — FCC 14-98 (paragraph 79)

4003a. RBE participants must provide the number, names, and addresses of community anchor institutions to
which they newly deployed broadband service in the preceding calendar year. On this line, please respond
(yes — attach new community anchors, no — no new anchers) to indicate whether this list will be provided.

If yes to 4003A, please provide a response for 4003B,

4003b. Provide the number, names and addresses  Name of Attached Document Listing Required Information
of community anchor institutions to which the

recipient newly began providing access to

broadband service in the preceding calendar year.

Breadband Deployment Locations — FCC 14-98 (paragraph 80)

4004a. Attach a list of geccoded locations to

which broadband has been deployed as of the

June 1st immediately preceding the July 1st filing ~ Name of Attached Document Listing Required Information
deadline for the FCC Form 481.

4004b. Attach evidence demonstrating that the

recipient is meeting the relevant public service

obligations for the identified locations. Materials

must at least detail the pricing, offered broadband  Name of Attached Document Listing Required Information
speed and data usage allowances available in the

relevant geographic area.
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Certification - Reporting Carrier FCC Form 481
Data Collection Form OMB Control No. 3060-0986/0MB Control No. 3060-0819
July 2013
<010> Study Area Code 310735
<015> Study Area Name WESTPHALIA TEL CO
<020> Program Year 2017

<030> Contact Name - Person USAC should contact regarding this data Tina Wieber

<035> Contact Telephone Number - Number of person identified in data line <030>  98%7375008 ext.

<039> Contact Email Address - Email Address of person identified in data line <030> twieberdd.bi.net

TO BE COMPLETED BY THE REPORTING CARRIER, IF THE REPORTING CARRIER IS FILING ANNUAL REPORTING ON ITS OWN BEHALF:

Certification of Officer as to the Accuracy of the Data Reported for the Annual Reporting for CAF or LI Recipients

| certify that | am an officer of the reporting carrier; my responsibilities include ensuring the accuracy of the annual reporting requirements for universal service support
recipients; and, to the best of my knowledge, the information reparted on this form and in any attachments is accurate.

Name of Reporting Carrier: WESTPHALIA TEL CO

Signature of Authorized Officer: CERTEETEDONLINE Date 07/01/201s

Printed name of Authorized Officer; JOhn Summersett

Title or position of Authorized Officer: CFO

Telephone number of Authorized Officer: 9835875000 ext.

Study Area Code of Reporting Carrier: Si0acs Filing Due Date for this form: 07/01/2016

Persons willfully making false statements on this form can be punished by fine or forfeiture under the Communications Act of 1934, 47 U.5.C. §§ 502, 503(b), or fine or imprisonment
under Title 18 of the United States Code, 18 U.5.C. § 1001.
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Certification - Agent / Carrier FCC Form 481
Data Collection Form OMB Control No. 3080-0986/0MB Control No. 3060-0819
July 2013

<010>  Study Area Code 310735

<015> Study Area Name WESTPHALIA TEL C3

<020>  Program Year 2017

<030> Contact Name - Person USAC should contact regarding this data Tina Wieber
9895875008 ext.

<035>  Contact Telephone Number - Number of persen identified in data line <030>

<039> Contact Email Address - Email Address of person identified in data line <030> twieber@4«bi.net

TO BE COMPLETED BY THE REPORTING CARRIER, IF AN AGENT IS FILING ANNUAL REPORTS ON THE CARRIER'S BEHALF:

Certification of Officer to Authorize an Agent to File Annual Reports for CAF or LI Recipients on Behalf of Reporting Carrier

| certify that (Name of Agent) is authorized to submit the information reported on behalf of the reperting carrier. [
also certify that | am an officer of the reporling carrier; my responsibilities include ensuring the accuracy of the annual data repotting requirements provided to the authorized
agent; and, to the best of my knowledge, the reports and data provided to the authorized agent is accurate.

Name of Authorized Agent:

Name of Reporting Carrier:

Signature of Authorized Officer: Date:

Printed name of Authorized Officer:

Title or position of Authorized Officer:

Telephone number of Autherized Officer:
Study Area Code of Reporting Cartler: Filing Due Date for this form:

Persons willfully making false statements on this form can be punished by fine or forfeiture under the Communications Act of 1934, 47 U.S.C. §§ 502, 503(b}, or fine or imprisonment
under Title 18 of the United States Code, 18 U.5.C. § 1001.

TO BE COMPLETED BY THE AUTHORIZED AGENT:

Certification of Agent Authorized to File Annual Reports for CAF or LI Recipients on Behalf of Reporting Carrier

I, as agent for the reporting carrier, certify that | am authorized to submit the annual reports for universal service support recipients on behalf of the reporting carrier; | have provided
the data reported herein based on data provided by the reporting carrier; and, to the best of my knowledge, the information reported herein is accurate.

Name of Reporting Carrier:

Name of Authorized Agent Firm:

Signature of Authorized Agent or Employee of Agent: Date:

Name of Authorized Agent Employee:

Title or position of Authorized Agent or Employee of Agent

Telephone number of Authorized Agent or Employee of Agent:
Study Area Code of Reporting Carrier: Filing Due Date for this form:

Persons willfully making false statements on this form can be punished by fine or forfeiture under the Communications Act of 1934, 47 U.5.C. §§ 502, 503{b), or fine or imprisonment under Title
18 of the United States Code, 18 U S.C. § 1001.
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June 29, 2017
VIA ECFS

Marlene H. Dortch, Secretary

Federal Communications Commission
445 12th Street, SW

Washington, DC 20554

Attention: Wireline Competition Bureau

Re:  Petition for Limited Waiver of Section 54.313(j)
Westphalia Telephone Company.: 310735
ETC Annual Reports and Certifications; WC Docket Nos. 14-58 et al.

Dear Ms. Dortch:

Pursuant to Section 1.3 of the rules of the Federal Communications Commission
(“FCC” or “Commission”), ! Westphalia Telephone Company (the “Company”), SAC 310735,
hereby requests a limited waiver of 47 C.F.R. Section 54.313(j). 2As demonstrated in the
following information, good cause exists for waiver. Specifically pursuant to 47 C.F.R
Section 54.313(f)(2)(iii), All other privately held rate-of-return carriers must provide
either: A copy of their financial statement which has been subject to review by an
independent certified public accountant; or a financial report in a format comparable to
RUS Operating Report for Telecommunications Borrowers, with the underlying
information subjected to a review by an independent certified public accountant and
accompanied by an officer certification that: The carrier was not audited in the ordinary
course of business for the preceding fiscal year; and that the reported data are accurate.

At this time, an audit of the Company’s 2015 financial statement has not been reviewed by
an independent certified public accountant. The review will be completed but not prior to
that which is outlined in 47 C.F.R. Section 54.313(j). The Company estimates that
completion of such financial statement will occur within 60 days of this waiver request.
The Company will file financial statements with its original Form 481 filing and will revise
such filing with USAC, the FCC, and the State Commission upon completion of the audit. In
addition, once completed, all lines of Form 481 that are reliant on the financial statements
will be revised if changes are made between the unaudited and audited financial
statements.

Once the reviewed financial statements have been filed, the Company will be in full
compliance with 47 C.F.R. Section 54.313(f)(2)(ii). Thus grant of this limited waiver is
warranted. The “good cause” waiver standard has been satisfied, and grant of this waiver
would be in the public interest.

147C.FR.§13
247 C.F.R. § 54.313(j)



Please address any correspondence regarding this transmittal to the attention of John
Summersett at the following address, e-mail, and telephone number:

(989) 587-5000
john.summersett@glcestate.com
109 E. Main Street

PO BOX 368

Westphalia, MI 48894

Sincerely,

John Summersett
Westphalia Telephone Company



Westphalia Telephone Company
Line 112 Update

Progress Report - Five-Year Service Quality Plan - 47 C.F.R. § 54.313 {a}(1)

Westphalia Telephone Co {310735) submits its progress report on its five-year service quality plan pursuant to C.F.R, §54.313 (a)(1) that includes maps
providing information regarding COMPANY's progress towards meeting its deployed targets, the amount of universal service received and is broken out
separately by the amount spent on capital and operating expenses.

This progress report details how Westphalia Telephone Co continues to meet its broadband obligations within its service area, completes service requests
within a reascnable amount of time and provides reliable state of the art telecommunications services within its study area that includes approximately
900 rural customers in one exchange. The projects listed within the progress report are designed to continue to provide improved service quality,
improved service coverage, and improve service capacity within the wirecenter boundaries of Westphalia Telephone Co. In addition, this progress report
provides sufficient data that details capital and operational expenditures, the amount of USF received allocated between capital and operational
expenditures. All USF funds received and detailed within this progress report were used in accordance with federal rules and regulations towards
improving service quality, service coverage, and service capacity.

Voice Network Upgrades : 2015

Estimated Estimated
Area Served/Wire Estimated Completion Population
Project Description center Start Date Date Served
Upgrade peds and cabinets Westphalia (310735) Jan-15 Dec-19 150
Maintain network to preserve quality of service Westphalia (310735) Jan-15 Dec-19 1,100
Broadband Upgrades : 2015
Estimated Estimated
Area Served/Wire Estimated Completion Population
Project Description center Start Date Date Served
Upgrade peds and cabinets Westphalia (310735) Jan-15 Dec-19 150
Maintain network to preserve quality of service Westphalia (310735) Jan-15 Dec-19 1,100

CONFIDENTIAL FINANCIAL INFORMATION SUBJECT TO PROTECTIVE ORDER IN WC DOCKET NOS. 10-90, 07-135, 05-337, 03-109, 14-58 CC DOCKET NOS. 01-92, 96-45, GN DOCKET NO
08-51, WT DOCKET NO. 10-208, BEFORE THE FEDERAL COMMUNICATIONS COMMISSION.



Westphalia Telephone Company
Line 112 Update

[ Frnr; .Wéstphalla Télephon-e C.;u"s Initial 5 Year Plan (filed in June of 2014}, tﬁe company projects that capital expenditurés, by Part 32 accounts for
FY2015 through FY2019, related to the above identified projects will be:

FY 2015 FY 2016 FY 2017 FY 2018 FY 2019

2110 Land & General Support
2210 Central Office Switching
2230 Central Office Transmission
2410 Cable & Wire Facilities
Total Capital Expenditures

From Westphalia Telephone Co's Initial 5 Year Plan (filed in June of 2014), the company projects that operating expenditures, by Part 32 accounts for
FY2015 through FY2019, related to the above identified projects will be:

FY 2015 FY 2016 FY 2017 FY2018 FY 2019

Plant Specific
Plant Nonspecific
Depreciation
Customer Operations
Corporate Operations
Total Operating Expenses

USF Received and Breakout of Use

DR 2015 2016 2017 2018 2019
(1/15 - 6/15) (7/15 - 6/16) (7/16-8/17)  (7/17-6/18)  (7/18-6/19)

HCL

IcLs

fsna

Jicc

Total USF YTD

USF BreakOut

CapEx USF
OpeEx USF

CONFIDENTIAL FINANCIAL INFORMATION SUBJECT TO PROTECTIVE ORDER IN WC DOCKET NOS. 10-90, 07-135, 05-337, 03-109, 14-58 CC DOCKET NOS. 01-92, 96-45, GN DOCKET NO
09-51, WT DOCKET NO. 10-208, BEFORE THE FEDERAL COMMUNICATIONS COMMISSION.



Westphalia Telephone Co (310735}

2015 2016 2017 2018 2019
CapEx (1/15-6/15)  (7/15 - 6/16) (7/16 - 6/17) (7/17 - 6/18) (7/18 - 6/19)
2110 Land & General Support . . 40 S0 $0
2210 Central Office Switching . . $0 40 40
2230 Central Office Transmission . . 40 50 50
2410 Cable & Wire Facilities ) R 50 S0 $0
Total Capital Expenditures - - 40 $0 50
OpEx
plant Specific () [Bov=rag $0 $0 $0
Plant Nonspecific S0 S0 $0
Depreciation S0 S0 o]
Customer Operations $0 S0 S0
Corporate Operations $0 S0 ]
Total Operating Expenses Y ) $0 $0 $0
USF YTD (7/15 - 6/16)
HCL TBD TBD TBD
ICLS TBD TBD TBD
SNA TBD TBD TBD
ICC TBD TBD TBD
Total USF YTD ] =I5 TBD TBD TBD
USF BreakOut

CapEx USF
OpeEx USF

NOTE:

CONFIDENTIAL FINANCIAL INFORMATION SUBJECT TO PROTECTIVE ORDER IN WC DOCKET NOS. 10-90, 07-135, 05-337, 03-109, 14-58 CC DOCKET NOS. 01-92, 96-45, GN
DOCKET NO. 09-51, WT DOCKET NO. 10-208, BEFORE THE FEDERAL COMMUNICATIONS COMMISSION.



Westphalia Telephone Company
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Westphalia Telephone Company is a
subsidiary of Great Lakes Comnet, Inc. and
as such is covered by the CPNI Manual and

the Red Flag Manual of Great Lakes

Comnet, Inc.
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APPENDIX 3: SAMPLE OPT-QUT NOTICE

I. DEFINITIONS

*Affiliate:* A person that (directly or indirectly) owns or controls, is owned or controlled by, or Is under common ownership or control with, another
person. The term “own” means to own an equity interest {or the equivalent thereof) of more than 10 percent.

Carrier: See Telecommunications Carrier,

CMRS: Commercial Mobile Radio Service.

Communications-Related Services: Telecommunications services, information services typically previded by telecommunications carriers, and
services related to the provision or maintenance of customer premises equiprment.

Company: Great Lakes Comnet, Inc. or Comlink LLC
Customer: A person or entity to which a telecemmunications carrier is currently providing service.

Customer Proprietary Network Information (CPNI): Information that relates to the guantity, technical configuration, type, destination,
location, and amount of use of a telecommunications service subscribed to by any customer of a telecommunications carrier, and that is made
available to the carrier by the customer solely by virtue of the carrier-customer relationship; and Information contained in the bills pertaining to
telephone exchange service or telephone toll service received by a customer of a carrier. CPNI does not include subscriber list information.

Customer Premises Equipment: Equipment employed on the premises of a person {other than a carrier) to originate, route, or terminate
telecommunications.

FCC: Federal Communications Commission.

Information Service: The offering of a capability for generating, acquiring, storing, transforming, processing, retrieving, utilizing, or making
available information via telecommunications, and includes electronic publishing, but dees not include any use of any such capability for the
management, control, or operation of a telecommunications system or the management of a telecommunications service.

Information Services Typically Provided by Telecommunications Carriers: Information services that telecommunications carriers typically
provide, such as Internet access or voice mail services. The term does not include retail consumer services provided using Internet websites (such as
travel reservation services or mortgage lending services), whether or not such services might otherwise be considered to be information services.

Local Exchange Carrier: Any person engaged in the provision of telephone exch ange service or exchange access. Such term does not include a
person insofar as such person is engaged in the provision of a commercial mobile service (except to the extent that the FCC determines that such

service should be included in the definition of the term).

Opt-In Approval: A method for obtaining customer consent to use, disclose, or permit access to the customer’s CPNIL This approval method
requires that the carrier obtain the customer’s affirmative, express corisent allowing the requested CPNI usage, disclosure, or access after the
customer is provided appropriate notification of the carrier's request.

Opt-Qut Approval: A method for obtaining customer consent to use, disclose, or permit access to the customer’s CPNI. Under this approval
method, a customer is deemed to have consented to the use, disclesure, or access to the customer’s CPNI if the customer has failed to object
thereto within the prescribed waiting pericd, after the customer is provided appropriate notlification of the carrier’s request for consent.

Subscriber List Information: Any information (1) identifying the listed names of a carrier’s subscribers and the subscribers’ telephone numbers,
addresses, or primary advertising classifications (as such classifications are assigned at the time of the establishment of such service), or any
combination of such listed names, numbers, addresses, or classifications; and (2) that the carrier or an affiliate has published, caused to be
published, or accepted for publication in any directory format.

Telecommunications Carrier: Any provider of telecommunications services, except that such term does not include aggregators of
telecommunications services (as defined in 47 USC 2286),

Telecommunications Service: The offering of telecommunications for a fee directly to the public, or to such classez of ucers as to be effectively
available directly to the public, regardless of the facilities used.

Il. STATEMENT OF CORPORATE POLICY
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The policy of Great Lakes Comnet, Inc. and its wholly owned subsidiary company, Comlink LLC, is to comply with the letter and spirit of all laws of
the United States, including those pertaining to CPNI contained in § 222 of the Telecommunications Act of 1996, as amended, 47 USC 222, and the
FCC's regulations, 47 CFR 64.2001-.2009. The Company’s policy is to rely on the involvement of high-level management to ensure that no use of
CPNI is made until a full review of applicable law has occurred.

The FCC's regulations, 47 CFR 64.2009, require the Company to implement a cystem to clearly establish the status of a customer’s CPNI approval
prior to the use of CPNI, and to train its personnel as to when they are, and are not, authorized to use CPNI, and to have an express disciplinary

process in place. This Manual constitutes the Company’s policies and procedures related to CPNI.
All employees are required to follow the policies and procedures specified in this Manual.
» Any questions regarding compliance with applicable law and this Mznual should be referred to your immediate supervisor.

¢ Any violation of, or departure from, the policies and procedures in this Manual shall be reported immediately to the CEQ, COO, or
the CFO.

Ill. USE OF CPNI IN GENERAL

Except as otherwise described in this Manual, when the Company receives or obtzins CPNI by virtue of its provision of a telecommunications service,
it can only use, disclose, or permit access to individually identifiable CPNI in its provision of:

1. The telecommunications service from which the information is derived; or

2. Services necessary to, or used in, the provision of the telecommunications service, including the publishing of directories,

IV. GUIDELINES FOR USE OF CPNI

A. The Company may not use, disclose, or permit access to CPNI to market service offerings to a customer that are within a category of service to
which the customer does not already subscribe from the Company, unless the Company has customer approval to do so (except that no customer
approval is necessary in the situations described in 1V.D.).

B. The Company cannot use, disclose or permit access to CPNI to identify or track customers that call competing service providers. Thus, the
Company may not use local service CPNI to track all customers that call its local service comnetitors.

C. The Company may use, disclose, or permit access to CPNI for the purpose of providing or marketing service offerings among the categories of
service (i.e., local, interexchange, and CMRS) to which the customer already subscribes from the Cempany, without customer approval.

1. If the Company provides different categories of service, and a customer subscribes to more than one category of service offered by
the Company, the Company may share CPNI among its affiliated entities that provide a service offering to the customer, without

customer approval.

2. If the Company provides different categories of service, but a customer does not subscribe to more than one offering by the carrier,
the carrier is not permitted to share CPIVI with its affiliates, except with the customer’s approval as discussed in V., below.D. The
Company may use, disclose, or permit access to CPNI, without customer approval, as described below:

1. To provide inside wiring installation, maintenance, and repair services.
2. CMRS providers may use, disclose, or permit access to CPNI for the purpose of conducting research on the health effects of CMRS.

3. To market services formerly known as adjunct-to-basic services, such as, but not limited to, speed dialing, computer-provided directory assistance,
call monitering, call tracing, call blocking, call return, repeat dialing, call tracking, call waiting, <aller 1.D., call forwarding, and Centrex features,

4. For the provision of customer premises equipment and call answering, voice mail or messaging, voice storage and retrieval services, fax store and
forward, and protecol conversion,

5. To protect the rights or property of the carrier, or to protect users of those services and other carriers from fraudulent, abusive, or unlavful use of,
or subscription to, such services.

6. Initiate, render, bill and collect for telecommunications services;

7. Provide call location information concerning the user of a commercial mobile service in emergency situations; and

V. OBTAINING CUSTOMER APPROVAL FOR USE OF CPNI

A. Soliciting Customer Approval

The Company may obtain approval through written, oral or electronic methods.

1. 1. If the Company relies on oral approval, it bears the burden of demonstrating that such approval has becn given in compliance with the

FCC'’s regulations.
2. 2. A customer's approval or disapproval to use, disclose, or permit access to CPNI must remain in effect until the customer revekes or limits

such approval or disapproval.
3. 3. The Company must maintain records of approval, whether oral, written or electron ic, for at least one year.

B. Use of Opt-Out and Opt-In Approval Processes

1. The Company may utilize the opt-out or opt-in method to abtain approval to use itz customer's individually identifiable CPNI for the purpose of
marketing communications-related services to that customer.

2. The Company may also utilize the opt-out or opt-in method to obtain approval to disclose its customer's individually identifiable CPNI, for the
purpose of marketing communications-related services to that customer, to its agents, to its affiliates that provide communications-related services,
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and to its joint venture partners and independent contractors.

3. If the Company discloses or provides access to CPNI to a joint venture partner or independent contractor, in addition to obtainirg customer
approval, it must enter into confidentiality agreements with such contractors or partners. The confidentiality agreement must:

i. Require that the independent contractor or joint venture partner use the CPNI only for the purpose of marketing or providing the cemmunications-
related services for which the Company has provided the CPNI;

ii. Disallow the independent contractor or joint venture partner from using, allowing access to, or disclosing the CPNI to any other party, unless
required to make such disclosure under force of law; and

iii. Require that the independent contractor or joint venture partner have appropriate protections in place to ensure the nngoing confidentiality of
consumers’ CPNI,

VI. NOTICES REQUIRED FOR USE OF CPNI

A. Mandatory Notices Regarding Solicitation

1. Prior to soliciting any customer approval to use, disclose, or permit access to customers’ CPNI, the Company must notify the customer of the
customer’s right to restrict use of, disclosure of, and access to, the customer’s CPNI,

2. The Company must maintain records of the notification, whether oral, written or electronic, for at least one year.

3. Content of Notice: Customer notification must provide sufficient information to enable the customer to make an informed decision whether to
permit a carrier to use, disclose, or permit access to, the customer's CPNI. The notification must:

i. State that the customer has a right, and the Company has a duty, under federal law, to protect the confiden tiality of CPNI.

il. Specify the types of information that constitute CPNI and the specific entities that will receive the CPNI, describe the purposes for
which CPNI will be used, and inform the customer of the right to disapprove those uses, and deny or withdraw access to CPNI at any

time.

fil. Advice the customer of the precise steps the customer must take in order to grant or den y access to CPNI, and must clearly state
that a denial of approval will not affect the provision of any services to which the customer subscribes. However, the Company may
provide a brief statement, in clear and neutral language, describing consequences directly resulting from the lack of access to CPNI.Jv.

Be comprehensible and not misleading

v. State that any approval or denial of approval for the use of CPNI outside of the service to which the customer already subscribes from that carrier
is valid until the customer affirmatively revokes or limits such approval or denial.

4. If written notification is provided, the notice must be clearly legible, use sufficiently large type, and be placed in an area so as to be readily
apparent to a customer.

5. If any portion of a notification is translated into another language, then all portions of the notification must be translated into that language.

6. The Company may state in the notification that the customer’s approvai to use CPNI may enhance the carrier’s ability to offer products and
services tailored to the customer’s needs. The Company also may state in the notification that it may be compelled to disclose CPNI to any person

upon affirmative written request by the customer.

7. A carrier may not include in the notification any statement attempting to encourage a customer to freeze third-party access to CPNI.

8. The Company’s solicitation for approval must be proximate to the notification of a customer's CPNI rights.

B. Opt-Out Notice Requirements

The Company must provide notificaticn to obtain cpt-out approval through electronic or written methods, but not by oral communication (except for
one-time use of CPNI, as discussed in VLE., below). The contents of any such notification must comply with the requirements of VI.A.3., above.

1. The Company must wait a 30-day minimum period of time after giving customers notice and an opportunity to opt-out before assuming customer
approval to use, disclose, or permit access to CPNI, The Company may, in its discretion, provide for a longer period. The Company must notify
customers as to the applicable waiting period for a response before approval is assumed.

i. In the case of an electronic form of notification, the waiting period begins to run from the date on which the notification was sent.

ii. In the case of notification by mail, the waiting peried begins te run on the third day following the date that the nctification was mailed.
2. If the Company uses the opt-out mechanism it must provide netices to its customers every two years.

3. Use of E-mail: If the Company uses e-mail to provide opt-out notices, it must comply with the following additinnal requirements:

i. The Company must have express, verifiable, prior approval from consumers to send notices via e-mall regarding their service in general, or CPNI in
particular;

ii. Customers must be able to reply directly to e-mails containing CPNI notices in nrder to opt-out.

iii. Opt-out e-mail notices that are returned to the Company as undeliverable must be sent to the customer in another form before the Company
may consider the custemer to have received notice; and

iv. The subject line of the e-mail must clearly and accurately identify the subject matter of the e-mail.

v. The Company must make available to every customer a method te opt-out that is of no additional cost to the customaor and that is available 24
hours a day, seven days a week. The Company may satisfy this requirement through a combinaticn of methods, so long as ali customers have the
ability to opt-out at no cost and are able to effectuate that choice whenever they chocse.
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D. Opt-In Notice Requirements

The Company may provide notification to obtain opt-in approval through oral, written, or electronic methods. The contents of any such notification
must comply with the requirements described in § VI.A.3., above.

E. Notice Requirements Specific to One-Time Use of CPNI

1. The Company may use oral notice to obtain limited, one-time use of CPNI for inbound and outbound customer telephone contacts for the duration
of the call, regardless of whether carriers use opt-out or opt-in approval based on the nature of the contact,

2, The contents of any such notification must comply with the requirements of VI.A.3., except that the Company may omit any of the follewing if
not relevant to the limited use for which the carrier seeks CPNI:

i. The Company need not advise customers that if they have opted-out previousty, no action is needed to maintain the opt-out election.

ii. The Company need not advise customers that it may share CPNI with its affiliate(s) or third parties and need not name those entities, if the
limited CPNI usage will not result in use by, or disclosure to, an affiliate or third party.

iii. Carriers need not disclose the means by which a customer can deny or withdraw future access to CPNI, so long as carriers explain to customers
that the scope of the approval the carrier seeks is limited to one-time use.

iv. Carriers may omit disclosure of the precise steps a custormner must take in order to grant or deny access to CPNI, as long as the carrier clearly
communicates that the customer can deny access to his CPNI for the call.

F. Except for use and disclosure of CPNI that is permitted without customer approval as discussed above, and except for the purpose of m arketing
communications-related services to a customer, the Company may only use, disciose, or permit access to a custemer's indi +idually identifiable CPNI

subject to opt-in approval.
Vil. COMPANY SAFEGUARDS AND RECORDKEEPING REQUIREMENTS

A. Management Safeguards

1. Training of Company personnel will include review of this Manual by all new employees and all existing employees who have not previously done
So.

2. The Company will provide additional training on an as-needed basis.

3. Company personnel will make no decisions regarding CPNI without first consulting nne of the following individuals:

The CEO, COOQ, or CFO

The Company's personnel must obtain supervisory approval from a person listed above regarding any proposed use of CPNI.

4. In deciding whether the contemplated use of the CPNI is proper, the individual(s) listed in the previous paragraph will consult this manual,
applicable FCC regulations or Compliance Guide, and, if necessary, legal counsel.

5. The person(s) listed in VILA.3. above will personally oversee the use of approval methods and notice requirements for compliance with all legal
requirements.

6. The person(s) listed in VILA.3, above will also ensure that the Company enters into confidentiality agreements, as necessary, with any joint
venture partners or independent contractors to whom it discloses or provides access to CPNI.

7. Any improper use of CPNI will result in disciplinary action in accordance with established Company disciplinary policies. Any improper use shall be
treated as a serous offense, and may result in suspension or termination of em ployment in appropriate cases. Any company personnel making
improper use of CPNI will underge additional training to ensure future compliance.

8. The Company will provide written notice within five business days to the FCC of any instance where the opt-out mechanisms do not work
properly, to such a degree that consumers’ inability to opt-out is more than an anomaly.

i. The notice will be in the form of a letter, and will include the Company’s name, a description of the opt-out mechanism(s) used, the problem(s)
experienced, the remedy proposed and when it will be/was implemented, whether the relevant state commission(s} has been notified and whether it
has taken any action, a copy of the notice provided to customers, and contact information.

ii. The Company must submit the notice even if the Company offers other methods by which consumers may opt-out.

9. On an annual basis, a corporate officer of the Company will sign a compliance certificate (Appendix 1) stating that the officer has personal
knowledge that the company has established operating procedures that are a2dequate to ensure compliance with the FCC's rules,

10. The Company will review these procedures on a continuing basis to ensure compliance with all FCC regulations, and will revise these procedures
as needed to reflect any subsequent revisions to the applicable Rules and Regulations addressing CPNI.

B. Recordkeeping

1. The Company will maintain records of its own sales and marketing campaigns that use CPNI in files clearly identified as such, These records
include a description of each campaign, the specific CPNI that was used in the cam paign, and the products and services that were offered as a part of
the campaign. The Company will maintain these records in its offices for a minimum of one year.

2. The Company will maintain records of its affiliates’ sales and marketing campaigns that use CPNI in files clearly identified as such. These records
will include a description of each campaign, the specific CPNI that was used in the campaign, and the products and services that were offered as a
part of the campaign. The Company will maintain these records in its offices for a minimum of one year.

3. The Company will maintain records of all instances where it disclose or provides CPNI to third parties, or where third parties are allowed access to
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CPNI, in files clearly identif_‘]ed as such. These records will include a description of each campaign, the specific CPNI that was used in the campaign,
and the products and services that were offered as a part of the campaign. The Company maintains these records in its offices for 2 minimum of one

year.

4. The Company’s policy is to maintain records of customer approval for use of CPNI, as well as notices required by the FCC's requlations, for a
minimum of one year. The Company maintains records of customer approval and disapproval for use of CPNI in a readily-available location that is

consulted on an as-needed basis.

5. The Company will maintain separate files in which it will retain any court orders respecting CPNI.

C. Authentication and Procedural Safeguards

1. Online Access to CPNI. The Company must authenticate Customer without the use of Readily Available Biographical Information or Account
Information, prior to allowing the Customer online access to CPNI related to a Telecommunications Service account. Once authenticated, the
Customer may only obtain online access to CPNI related to a Telecommunications Service account through a password, as described in Section
10.C.3., that is only prompted by the Company asking for Readily Available Biographical Information, or Account Information.

The Company may choose to block access to a Customer’s account after repeated unsuccessful attempts to log into that account.

2. In-Office Access to CPNI. The Company may disclose CPNI (including Call Detail Infrormation) to a Customer viho, in the Company’s office, first
presents a Valid Photo ID matching the Customer’s Account Information.

APPENDIX 1: CERTIFICATE OF COMPLIANCE WITH PROTECTION OF CUSTOMER PROPRIETARY
NETWORK INFORMATION RULES

signs this Certificate of Compliance in accordance with § 222 of the Telecommunications Act of 1996, as amended, 47 USC
222, and 47 CFR 64.2009, on behalfof _____ Telephone Company (Company). This Certificate of Compliance addresses the requirement of 47 CFR
64.2009 that the Company provide both a Certificate of Compliance and a “statement accompanying the rertificate” to explain how its operating
procedures ensure compliance with 47 CFR 64.2001-.2009,

On behalf of the Company, I certify as follows:

1.1 am the of the Company. My business address is

2. T have personal knowledge of the facts stated in this Certificate of Compliance. I am responsible for overseeing compliance with the Federal
Communications Commission’s (FCC) rules relating to customer proprietary network information /CPNI).

3. The Company has established a system by which the status of a customer's approval for use of CPNI, as defined in 47 USC 222(h)(1), can be
clearly established prior to the use of CPNI. The Cempany relies on the involvement of its high-level management to ensure that no use of CPNI is

made until a full review of applicable law has occurred.

4. The Company trains its personnel regarding when they are authorized tc use CPNI, as well as when they are not authorized to use CPNI.
However, Company personnel make no decisions regarding CPNI without first consu lting with management. The Company has an express
disciplinary process in place for personnel who make unauthorized use of CPNI.

5. The Company's policy is to maintain records of its own sales and marketing campaigns that use CPNI. The Company likewise maintains records of
its affiliates’ sales and marketing campaigns that use CPNIL. The Company also maintains records of all instances where CPNI was disclosed or
provided to third parties, or where third parties were allowed access to CPNI, These records include a description of each campaign, the specific CPNI
that was used in the campaign, and the products and services that were offered as a part of the cam paign. The Company maintains these records in
its offices for a minimum of one year,

6. The Company has a supervisory review process regarding compliance with the FCC’s rules relating to protection of CPNI for outbound marketing
situations. The purpose of this supervisory review process is to ensure compliance with all rules prior to using CPNI for a purpose for which customer
approval is required. Company personnel, prior to making any use of CPNI, must first consult with management regarding the lawfulness of using
the CPNI in the manner contemplated. In deciding whether the contemplated use of the CPNI is proper, management consults one or more of the
following: the Company's own compliance manual, the applicable FCC regulations, the FCC's Compliance Guide, and, if necessary, legal counsel. The
Company’s sales personnel must obtain supervisory approval regarding any proposed use of CPNI.

8. Further, management oversees the use of opt-in, opt-out, or any other approval requirements, or notice requirements (such as nctification to the
customer of the right to restrict use of, disclosure of, and access to CPNI), contained in the FCC’s regulations. Management also reviews all notices

required by the FCC regulations for compliance therewith.

9. The Company enters into confidentiality agreements, as necessary, with any joint venture partners or independent contractors to whom it
discloses or provides access to CPNI.

1(_). The Company’s policy is to maintain records of customer approval for use of CPNI, as well as notices required by the FCC's regulations, for a
minimum of one year. The Company maintains records of customer approval and disapproval for use of CPNI in a readily-available location that is

consulted on an as-needed basis.

Date:
APPENDIX 2: EMPLOYEE VERIFICATION

Employee Name:

Date:

I have reviewed the Company’s Custemer Proprietary Network Information
Compliance Manual and Operating Procedures and agree to comply with the procedures set forth therein.
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Employee Signature

APPENDIX 3: SAMPLE OPT-OUT NOTICE

Company (Company) utilizes Customer Proprietary Network Information (CPNI) when providing telecommunications products
and services to its customers. CPNI is defined as information relating to the quality, technical configuration, destination and amount of use of
telecommunications services, including information that may appear on a customer's bill. Information published in the telephone directory is not

CPNI,

Under Federal law, telephone companies have a duty to protect this information. As a customer, you have the right at any time to restrict the use of
CPNI for marketing purposes. This is considered an "Opt-Out" approach. Your approval to use CPNI may enhance the Company’s ability to offer
products and services tailored to your needs.

The Company proposes to use your CPNI to [Specify: (1) the information that will be used, (2) the specific entities that will receive the CPNI, (3) the
purposes for which CPNI will be used].

If you wish to opt-out, you should take the following steps: [list]

Your decision to opt-out will not affect the provision of any services to which you subscribe. The Company does not and will not sell or offer such
information to any third party, except as permitted under Federal Communications Commission regulations. Once you opt-out, you will remain on
this list until your request otherwise.

If the Company does not receive an opt-out from you prior to the expiration of the 30-day period following the Company’s sending of this notice to
you, it will assume that you approve of its proposed use of your CPNI.
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SECTION 1

DEFINITIONS

Account: A continuing relationship established by a person with a Creditor (like
the Company) to obtain a product or service for personal, family, household or business
purposes, and includes the provision of services on a deferred payment basis.

Annual Report: See Section 9.

Board of Directors: The Company’s board of directors, or if the Company does
not have a board of directors, a designated employee at the level of senior management.

Covered Account: An Account that the Company offers or maintains primarily for
personal, family, or household purposes, that involves or is designed to permit multiple
payments or transactions. The term also includes any other Account for which there is a
reasonably foreseeable risk to Customers or to the Company of Identity Theft, including
financial, operational, compliance, reputation, or litigation risks (See Section 4).

Consumer Report: A written, oral, or other communication of any information by
a consumer reporting agency bearing on a consumer’s credit worthiness, credit standing,
credit capacity, character, general reputation, personal characteristics, or mode of living
which is used or expected to be used or collected in whole or in part for the purpose of
serving as a factor in establishing the consumer’s eligibility for credit or insurance to be
used primarily for personal, family, or household purposes, employment purposes, or any
other purpose authorized under 47 USC 1681 et seq.

Credit: The right granted by a Creditor, like the Company, to defer payment of
debt or to incur debts and defer its payment or to purchase property or services on a
deferred payment basis.

Creditor: A person, like the Company, who regularly extends, renews, or
continues Credit, or who regularly arranges for the extension, renewal, or continuation of
Credit, or any assignee of an original Creditor who participates in the decision to extend,
renew, or continue Credit.

Customer: A person that has a Covered Account with a Creditor or a financial
institution.

Identity Theft: A fraud committed or attempted using the Identifying Information
of another person without authority.



Identifying Information: A name or number that may be used, alone or in
conjunction with any other information, to identify a specific person. The following are
examples of ldentifying Information:

» Name, Birth Date, Social Security Number, Drivers License or Identification,
Alien Registration, Passport Number, Employer or Tax Identification Number:

> Unique Biometric Data, such as a Fingerprint, Voiceprint, Retina or Iris Image,
or other Physical Representation;

> Unique Electronic Identification, Address, Routing Code.

Notice of Address Discrepancy: A notice from a consumer reporting agency
informing the Company of a substantial difference between the address that the
consumer provided and the address in the agency’s file for the consumer.

Red Flag: See Section 3.

Readily Available Biographical Information: Information drawn from the
Customer’s life history and includes such things as the Customer's social security

number (or the last four digits), mother’'s maiden name, home address, or date of birth.

Service Provider: A provider of a service directly to a financial institution or
Creditor.



SECTION 2

STATEMENT OF CORPORATE POLICY

The policy of Great Lakes Comnet, Inc. and its subsidiary company Comlink, LLC
is to comply with the letter and spirit of all laws of the United States, including those
pertaining to Identity Theft contained in the Fair Credit Reporting Act, as amended, 15
USC 1681 et seq., and the Federal Trade Commission’s (FTC’s) regulations, 16 CFR
Part 681. The Company’s policy is to protect against the risk of Identity Theft.

The FTC's regulations require the Company to establish a written Identity Theft
Prevention Program, and to train its personnel accordingly. This Manual, in conjunction
with the Company’s Customer Proprietary Network Information (CPNI) Manual,
constitutes the Company’s written Identity Theft Prevention Program.

All personnel are required to follow the policies and procedures specified in this
Manual.

€ Any questions regarding compliance with applicable law and this Manual
should be referred to Carol Thelen, Director of Compliance at 517-679-
7513,

¢ The following individuals are responsible for oversight of the Company’s
Identity Theft Prevention Program:
Carol Thelen, Compliance Director
Paul Bowman, CEO
Ryan Thelen, Controller
John Summersett, COO

¥ The Company’s Board of Directors Approved this first revised Manual on
October 15, 2009 and replaces the original manual issued in October
2008.



SECTION 3
WHAT IS A RED FLAG?
A Red Flag is a pattern, practice or specific activity that indicates the possible existence
of Identity Theft.
Examples of Red Flags:

» Alerts, notifications, or warnings from consumer reporting agencies, law
enforcement, Customers, or victims of Identity Theft.

> Presentation of suspicious documents.
» Unusual use or suspicious activity related to a Covered Account.
> Presentation of suspicious personal identification information.

The purpose of this Manual is to set forth the Company’s policies and procedures
regarding Red Flags and the prevention and mitigation of Identity Theft.



SECTION 4

IDENTIFICATION OF COVERED ACCOUNTS

The Red Flag rules require the Company to periodically determine whether it
offers or maintains Covered Accounts.

The Company will treat all Accounts involving the provision of service on a
deferred-payment basis to the public (including residential and business services), as
Covered Accounts.

The Company will, on an ongoing basis, determine whether any Accounts that it
has not previously treated as Covered Accounts, should be treated as Covered
Accounts, taking into consideration:

» The methods of opening Accounts:

> The methods of access to Accounts: and

> Previous experiences with Identity Theft.



SECTION 5

OVERVIEW OF IDENTITY THEFT PREVENTION PROGRAM

The Company endeavors to detect, prevent and mitigate Identity Theft (1) in connection
with the opening of a Covered Account, and (2) with respect to existing Covered
Accounts.

The Company will—

1. Identify relevant Red Flags for the Covered Accounts that the Company
offers or maintains (see Section 6);

2. Detect Red Flags (see Section 6);

3. Take appropriate action to prevent and mitigate any detected Red Flags (see
Section 7); and

4. Periodically update this Manual to reflect changes in risks to Customers and
to the safety and soundness of the Company from Identity Theft (see Section

8).



SECTION 6
IDENTIFYING RED FLAGS

OPENING OF NEW ACCOUNTS

The Company has determined that a reasonably foreseeable risk of Identity Theft
exists when prospective Customers seek to open new Accounts. The Company will
therefore use reasonable measures to identify a person or entity that seeks to open a
Covered Account.

This Section 6 therefore identifies Red Flags applicable to the opening of new
Covered Accounts, and establishes the Company’s method of detecting such Red Flags.

The Company will not open a Covered Account or provide any service until it is
able to satisfactorily identify the prospective Customer in accordance with this Section 6.
If the Company detects a Red Flag during the process of opening a Covered Account, it
will place the opening of the Covered Account on hold until it can satisfactorily resolve

the Red Flag.

A. Opening of Covered Accounts for Personal, Family or Household Purposes.

1. Required Information: When a prospective Customer seeks to open a
Covered Account for residential service (i.e., for personal, family or
household purposes), the Company will ask for the following from the
prospective Customer:
> name;
> address;
> birth date;

> an unexpired government-issued identification bearing a photograph,
such as a driver’s license or passport.

The Company will also encourage (but not require) Customers to establish
passwords as a means of protecting against potential future Identity Theft.

The Company will encourage Customers who establish passwords not to
use Readily Identifiable Biographical Information.



A.

SECTION 6
IDENTIFYING RED FLAGS (CONT’D)

OPENING OF NEW ACCOUNTS (CONT’D)

Opening of Accounts for Personal, Family or Household Purposes (Cont'd).

2.

ldentification Confirmation.

a.

The Company will make a photocopy of the prospective Customer’s
identification, and will inspect the identification for any signs of
falsification, such as:

»

>

v

misspellings;
a photo that does not resemble the prospective Customer:

inconsistencies in color, texture or images (such as erasures or
smudges);

raised edges around a photograph indicating the placement of a
second photograph over an original photograph;

card wear inconsistent with date of issuance (such as an
identification that appears new but bears an issuance date of
many years);

Address Discrepancies.

If

a prospective Customer provides an address to the Company that

does not match the prospective Customer's identification, the

C

ompany will verify the validity of the prospective Customers

address. The following are examples of methods that the Company
may utilize:

>

v

If the prospective Customer recently moved to the area, the
Company will request proof of the recent move.

The Company may choose to order a Consumer Report with
respect to the prospective Consumer as a tool to confirm identity.
Before ordering a Consumer Report, the Company will obtain the



prospective Customer’s written approval (see Appendix 3). The
Company may quiz the prospective Customer regarding non-
public information contained therein. The Company may also
choose to employ the services of a third-party Identity Theft
detection agent.

. The Company will create a record of the means used to verify a
Customer’s identity. The Company will retain such record until 5

years after the Account is closed. Upon disposal, the Company will
completely destroy the record.

Opening of Business Accounts.

For a prospective business Customer, the Company will require documents to
verify the existence of the business. Such documents may include:

> Articles of Incorporation or Articles of Limited Liability Company and evidence
of filing of same with the Michigan Department of Labor and Economic Growth.

> Partnership agreement.
» Trust instrument.
A sole proprietorship may use an “assumed name” document filed with the

Department of Labor and Economic Growth, or the personal information of the
sole proprietor.



C.

SECTION 6
IDENTIFYING RED FLAGS (CONT’D)

OPENING OF NEW ACCOUNTS (CONT’D)

Examples of Red Flags in the Opening of New Accounts.

1.

Suspicious Documents and Personal Identifying Information.

a.

Information on the identification is inconsistent with information
provided by the person opening a new Covered Account.

Information on the identification is inconsistent with readily accessible
information, such as a signature on a check.

Documentation that appears to have been altered or forged, or gives
the appearance of having been destroyed and reassembled.

An address not matching any address in a Consumer Report;

Documents provided for identification appear to have been altered or
forged (discussed above).

Unusual Use of, or Suspicious Activity Related to, the Covered Account.

a.

A Covered Account is used in a manner inconsistent with established
patterns of activity.

Usage of a Covered Account that has been inactive for a reasonably
lengthy period of time.

A Customer advises that the Customer is not receiving monthly bills
from the Company.

A Customer advises of unauthorized charges or transactions in
connection with a Covered Account.

The Company receives notice from a Customer, a victim of Identity Theft,
law enforcement, or any other person that it may have opened an Account
for a person engaged in Identity Theft.

10



If the Company uses a Consumer Report—

a.

b.

The report contains a fraud or active duty alert.

A consumer reporting agency provides a notice of credit freeze in
response to a request for a Consumer Report.

A consumer reporting agency provides a Notice of Address
Discrepancy.

A Consumer Report indicates a pattern of activity inconsistent with
the history and usual pattern of activity of a prospective Customer.

A recent and significant increase in the volume of inquiries.
An unusual number of recently established Credit relationships.

A material change in the use of Credit, especially with respect to
recently established Credit relationships.

The social security number is associated with a deceased person.

If a Consumer Report specifies a telephone number to be used for identity
verification purposes, the Company will contact the consumer using the
specified telephone number.

11



SECTION 6
IDENTIFYING RED FLAGS (CONT’D)

PROTECTION OF EXISTING ACCOUNTS

The Company has policies and procedures in place to safeguard customer
proprietary network information (CPNI). The Company will continue to utilize its CPNI
policies procedures as a safeguard against unauthorized access to Customer CPNI,
including pre-texting. Pre-texting is the practice of obtaining call record detail and other
CPNI under false pretenses. The Company also monitors suspicious transactions, and
verifies change of address requests in accordance with its CPNI Compliance Manual.

The Company updates its Manual to account for changes in law, and it contains all
essential information and forms to ensure the Company’s compliance with CPNI

regulations.

The Company will continue to follow its CPNI Compliance Manual as a means of
preventing Identity Theft. The Company will also continue to improve its Identity Theft
Prevention Program based on its experience with past incidents of Identity Theft, and
new methods of committing Identity Theft of which it becomes aware.

The Company treats the following as Red Flags—

> Alerts, notifications, or other warnings from consumer reporting agencies or
Service Providers;

> Suspicious address changes;

» The unusual use of, or other suspicious activity related to, a covered
Account; and

> Notice from Customers, victims of Identity Theft, law enforcement
authorities, or other persons regarding possible Identity Theft in connection
with a Covered Account.

12



SECTION 7
PREVENTING AND MITIGATING IDENTITY THEFT
The Company will respond appropriately when it detects a Red Flag. In
determining how to respond, the Company will consider aggravating factors that may

heighten the risk of Identity Theft.

Appropriate responses include one or more of the following depending on the
circumstances:

» Monitoring a Covered Account;
» Contacting the Customer;

» Changing passwords or security codes that permit access to a Covered Account;

Y

Reopening a Covered Account with a new account number:

Declining to open a Covered Account for a prospective Customer;

A2 4

Closing an existing Covered Account

Y

Not collecting on a Covered Account; or

> Notifying law enforcement (see Section 10 of CPNI Compliance Manual).

13



SECTION 8

UPDATING THE IDENTITY THEFT PREVENTION PROGRAM

The Company will update this Program periodically to reflect changes in risks to
Customers or to the safety and soundness of the Company from Identity Theft.

In updating this Program, the Company will consider the following:

» The Company’s experiences with |dentity Theft.

» Changes in methods with which Identity Theft is committed.

» Changes in methods to detect, prevent, and mitigate Identity Theft.
>

Changes in the types of Accounts that the Company offers or maintains.

A7

Changes in the Company’s business arrangements, such as mergers,
acquisitions, alliances, joint ventures, and Service Provider arrangements.

14



SECTION 9

ANNUAL REPORT

The Company will designate a person to be responsible for preparing an Annual
Report to the Board of Directors, appropriate committee of the Board, or a designated
senior-level manager.

The Annual Report will address at least the following:

>

The effectiveness of the Company’s policies and procedures in addressing the
risk of Identity Theft in connection with the opening of Covered Accounts.

The effectiveness of the Company’s policies and procedures in addressing the
risk of Identity Theft with respect to existing Covered Accounts.

Arrangements with Service Providers.
Significant incidents involving Identity Theft and management’s response.

Recommendations for material changes to the Company’s Identity Theft
Prevention Program.

The Annual Report will be in a format similar to that contained in Appendix 1.

15



SECTION 10
SERVICE PROVIDERS
To the extent that the Company engages a Service Provider to perform an activity
in connection with one or more Covered Accounts, the Company will ensure that the
Service Provider has its own Identity Theft Prevention Program to detect and address

Red Flags.

The Company is ultimately responsible for complying with Red Flag rules even if it
outsources Account-related activity to a Service Provider.

16



SECTION 11

USE OF CONSUMER REPORTS

To the extent that the Company uses Consumer Reports in the opening of a new
Covered Account, it will comply with this Section 11.

If the Company receives a Notice of Address Discrepancy from a consumer
reporting agency, the Company must form a reasonable belief that the Consumer Report
relates to the prospective Customer about whom it has requested the report.

The Company will do one or more of the following to determine whether it has a
reasonable belief that the Consumer Report relates to the prospective Customer about
whom it has requested the report:

» Compare the information in the Consumer Report with information the Company
uses to verify the prospective Customer’s identity.

» Compare the information in the Consumer Report provided by the consumer
reporting agency with information the Company obtains from third-party sources.

» Verify with the prospective Customer.
If the Company has reasonably confirmed that an address relates to the
prospective Customer about whom it has requested the report, it must furnish the

address for the prospective Customer to the consumer reporting agency from whom it
received the Notice of Address Discrepancy.

17



SECTION 12

DISCIPLINARY ACTION

Any failure to follow this Manual will result in appropriate disciplinary action in
accordance with established Company disciplinary policies. Such failures shall be
treated as a serious offense, and may result in suspension or termination of employment

in appropriate cases. The Company will also require additional training to ensure future
compliance.

18



APPENDIX 1

ANNUAL REPORT FORM

To be completed by the Board of Directors,
appropriate committee of the Board of Directors,
or a desighated senior-level manager.



ANNUAL REPORT FOR

This Annual Report constitutes Company’s (Company)
obligation under the Federal Trade Commission’s (FTC) regulations and
guidelines, 16 CFR Part 681, to produce an Annual Report to address the
Company’s compliance with the FTC’s Red Flag regulations.

1. Effectiveness of Policies and Procedures
a. Opening of Covered Accounts
The Company provides the following report regarding the effectiveness of the
Company’s policies and procedures in addressing the risk of Identity Theft in
connection with the opening of Covered Accounts:
b. Existing Covered Accounts
The Company provides the following report regarding the effectiveness of the
Company’s policies and procedures in addressing the risk of Identity Theft in
connection with existing Covered Accounts:

2. Arrangements with Service Providers
The Company [does/does not] outsource some services to third party Service
Providers related to Covered Accounts. [If the Company “does,” list them and
state:] The Company has taken the following measures to ensure that its

Service Provider(s) have Identity Theft Prevention Program(s) to detect and
address Red Flags:

3. Significant Incidents Involving Identity Theft

The Company reports the following significant incidents involving Identity Theft
and management’s response:

4. Recommendations for Material Changes to the Program
The Company should consider the following changes to its Identity Theft

Prevention Program.

Title

Name

Date:




APPENDIX 2

EMPLOYEE VERIFICATION OF
RED FLAG
COMPLIANCE MANUAL REVIEW



Red Flag
Employee Acknowledgment

Employee Name:

| have reviewed the Company’s Red Flag and Address Discrepancies Compliance
Manual and Operating Procedures and agree to comply with the procedures set

forth therein.

Employee Signature

Date



APPENDIX 3

SAMPLE FORM FOR
CREDIT REPORT AUTHORIZATION



CREDIT REPORT AUTHORIZATION AND RELEASE

Authorization is hereby granted to (Company) to
obtain a standard factual data credit report through a consumer credit reporting

agency chosen by Company.

Social Security Number Date of Birth

Last Name First Name M.1.
Street

City State Zip Code

Phone Number

Signature Date



(610) Functionality in Emergency Situations

Carrier is able to remain functional in an emergency situation through the use of back-up power to
ensure functionality without an external power source. Carrier has backup battery reserve in its central
office, which enables it to provide service for a minimum of eight (8) hours. Carrier's service is
consistent with the prior obligations to provide service in emergency situations as set forth in
§54.202(a)(2} and Rule 46 of the Michigan Public Service Commission’s Service Quality Rules (2000 AC, R
484.546), and its network is engineered to provide maximum capacity in order to handle excess traffic in
the event of traffic spikes resulting from emergency situations. Carrier has redundancy in its network
for use for use in re-routing traffic when facilities are damaged.



(1010) Descriptive document for Voice Services Rate Comparability

We certify that Westphalia Telephone’s rate of $22.82 is not greater than two standard deviations
above the national average urban rate for voice service (547.48).



Westphalia Telephone Company (310735)
Line 3010 — Milestone Certification

General Broadband Requirements

Westphalia Telephone Company (WTC) currently offers broadband service available at rates “reasonably
comparable” to offerings of comparable broadband service in urban areas (Par. 91). For example, WTC
currently offers 5 mbps downstream with a 1 mbps upstream for $34.95 per month. In the nearest
urban area, Lansing Michigan, AT&T offers 6 mbps downstream with no advertised mbps upstream
service for $34.95 per month.

Broadband Technical Reguirements

WTC has tested their broadband service and determined that the following technical performance
characteristics have been measured:

e  Minimum actual speeds of 5 mbps downstream and 1 mbps upstream have been achieved at all
reasonably feasible customer locations. Actual speed was measured from the end-user interface
to the nearest internet access point.

e The time it takes for a packet of data to travel from one point in network to another has been
tested to be less than 100 milliseconds. Actual latency was measured from the end-user
interface to the nearest internet access point. This latency is suitable for real-time applications,
including Voice over Internet Protocol.

e WTC currently has a data usage limit of 250 gigabytes per broadband customer per month;
however, this usage limit has never been enforced. WTC does not have the equipment to
monitor and impose data usage limits and it does not have any plans to buy any such equipment
in the foreseeable future.

Broadband Build-Out Obligations

Upon receipt of a “reasonable request” for service, WTC will deploy services to the requesting customer
within a “reasonable time”. WTC's goal is to deploy services to a requesting customer in less than a
week when it is reasonable. WTC currently deploys “scalable broadband” to their community. Facilities
are not always built to meet a single customer request; rather, construction is on a scale which assumes
service will be provided ultimately to a broader area surrounding that customer’s location.

WTC will continue to assess requests for service for reasonableness and deploy the network in a scalable
manner.



[85+05+91+S€) ALIND3I ANV SALLINAYI Y101 '65 {EZ+LT+0T) 51355V TV.LOL| ‘bz
{£S NIyl TS) Ainb3 jeloy| '8S (zz 558] TZ N4yl 8T) ue|d 19N| €2
suiBiepy so s8ujuse] pauielay| /5 uanenaidag pajenwnady ssa| zz
sypas3 jended afeuoneq| ‘95 lImpeog g Jueld ‘douoN “fpy ued| "1z
|exdes 1ayig| ‘55 uon3niIsuo) Japun ueld| ‘oz
$3jed1jiua) "ded pue diysiaquiapy| pg 35N 2INIn4 Joy pjaH Auadoud| 6T
32015 Anseal)| gg 20IMIBS-UI-JUeld ‘WwodaR)| 8T
leyded-ui-pled [euolippy| 'Zs§ AN3INAIND3 ANV ‘ALYIJOYd ‘LNVTd
Paq1isgns g Bulpuelsing ypois 'de3] ‘I§
ALIND3 (ST MIya T1) s18ssy JuainduoN ero)| LT
Amﬂ nayy ....w.u s)paJid paliajag pue sal er Jeyig oL 08 590UaJ3)1Q |EUOnIpSUNf| "gT
S2IUBIBYIJ [RUOIIIPSUNT J3YI0| "6 sadley) pauajeq| ‘ST
s)ipal) paliajaq JAYylo| st 51955y JUBLINJUON JaYI1D| ‘vl
salljigen c.tmh.mc_ul_ JByio| L SIUIWIS3AU ﬁwum_Zm»cOZ €T
$110342 ‘430 8 "9V11 H3H10 jusidojanaq [EINIUON g
{st Nyl 9g) 3qaq wia-Buo [ejol] oy juswdojaraq [einy ‘2
1930 wial-8uol sayio| sy spuawisaAdl s8gio| ‘Z1
sajuedwo) pajelyyy wolid ‘Apy| bp Juswdajanaq |eJniuoN ‘g
asea] |eyide) sapun suonedigo| g Juawdojaaaq jeiny ‘e
193 padinboesy| ‘zy sajuedwod paeluyyy ulusunsaau|| TT
193q 1/7 uo (unodsiq) wniwaid| Ty S13SSY LNFHHNONON
ueo ‘dojaAaq [einy-1qaqg papund| ot
JaY10-1920 papung| ‘6€ (6 Ny} T) S13ssy Juand |eloL| 01
S210N g44-3920 papuny| ‘g¢ S1255Y 1UaLIN) JAYI0| 6
S310N 814-193Q papung| /€ sjuawAedald| ‘g
S310N SNY-3qaq papung| ‘gg paie|ndaluoN-jeumey| £
1830 INHIL-ONOT paie|nday-eua1e| 9
(b€ niul 5Z) sapigen uauny eyl “gg 3|GeAIaIaY SpUBPIAI] PUE 3531a3U)| 5
saniiqen uaun) ;ayip| e 3|QeAI23Y SAION 2
panioy saxe] sayip| £ 8|geAladaYy SJUN0IIY JALD 'q
panay saxej awodu)| ‘ZE B|qeA3JaY SIUNOIDY ‘Wodala) ‘e
sasea] |eyded-ew uaunl| ‘Ie sajeniyyv-uon| b
"A3Q INY-199Q 1/7 18w ueun)| ‘0f B|(qeA|823Y SBION "I
1920 1/7 1ew waund| ‘g 3|QeAIaI3Y SIUNOIIY J3UI0 'q
susodaq sawosn]| ‘ge B]GEAIZIaY SIUN0JY ‘Wod3|a] "B
sjuawAeg pue s3ul||ig adueApy| /7 sAeNY| g
ajqeded sa10N| ‘97 punj uonN3NNSUC) SNY-Ysed| 'z
a|qeAed sjunoddy| ‘57 sluajeainb3 pue ysen
S3ILITIAVIT INIHEND S13SSV INJHUND
Qaonad 40 HVIA HOMd ALIND3 ,SYIATOHNIOLS ANY S3ILTI8YN aoad 40 HV3A HOIYd S13ssV
aN3 IONVIVE | 3DNVIVE AaN3 3ONVIVE IINVIVE
133HS IINVIVE 'V L¥Vd
_ ajeq _ _ aimeudis _

—

‘fayag pup abpajmeuy Jno Jo 353q ay] o) WaIsAs ayl Jo SNIDIS 3yl 103lfal pUD W2,

15As 343 Jo SpJ0I3J J3Y10 PUD SJUNOIID 3y} Y3IM 3JUDPIOIID U} 2iD O3] Sy} Uf S3LIIUA 3y) 30Y] Afinaz Agasay ap

NOILYDIAILHID

Auedwos pajep)|osuod pamaiaal Jo AJeipisqns se paji{ |

Auedwiod paiepi|osuod pamainal se paji4 L

Auedwoa 3|3uis pawpne se pajiy _| } Auedwod aj3uls pama|nsl Se sald Af
| 2 Wiomb@agem] <6e0> <0E0> 9ul] BIEp U} payuap] uosiad 40 SS3JPPY |lBwW] - SSaIppYy |IEw] auoydaja] 19eI0)| <6E0>
1585686 <Q£0> BUl| B1P U} P3YNUSP! USIad 4O J3QINN - Jaguiny auoydala] 13eIU0)| <GE0>
| e1ep S|y} ulpiedal 12E1U02 PINOYS JYSN UDSIa4 - BWeN 12ewe)| <pEg>
Jea) weidosd| <0z0>
awen ealy Apmis| <510>
2po) ealy Apmig| <0T0>
€102 Ainf €40 T aded
9860-090€ "ON [013u0]) N0 o4 uoiIs)|o) BIEQ - 188YS Auejeg
T8F Wiod 304 SI314ED UINIBY 40 aiey pj3H-Aj1eAlld 104 odsy Sunesadp (espog)




[rp/{TT+0T+92+TE)] ¥DSQ 8%

lofAgz+1llalL iy

[2/{9z+0z+vT)] oty jeniday Sunesado "oy
[¢/(TT-0T-0Z+p1)] oney ysed sy

syuawdhed 23jAJSS 1920 [ENULY b

(z¢-Tp+0p) Jeaj-jo-pu3 |ende) s8evoned ey
paJiay siipas) [eyde) @8euoned  ‘zp

|elide) aBeuosjed 01 sajsuel] TP

Jeaj-jo-Buluuidag ende) afeuoned gy

[(8E+/ E+9E+GE)-(PE+EE+TE]] POUd4-jo-pua suiSIep Jo sBujuie] pauiessy ‘6
|ende) a8euoiieq 0) SJaysuel|  'gE

8)8(J-0)-183A S11G3Q JBYIO  “LE

(pauayald) pase|daq Spuspialg 9OF

(uowwo)) paiepaq spuapiAlg  SE

3)eQ-03-1E3 ), SIP2JD) ShOAU|@ISI  “bE
Jeaj\-jo-Juiuuidag suiBiey Jo sBujule3 paulelay g
3ALUCOU| UO paseq saxe) [e10f  '7f
(9Z-DE+6Z+8T+£T+1Z) SUIFJew JO AWOdU| 13N [B10L  'TE
awodu| 32N parendaluoN  Of

$33UBIBYIA [BUONIPSLNT 62

sWa)| AJBUIpIOBIIXT 8T

awoouj JaN SunesadoucN L7

(52-ve+ee+ez) seBueyd paxid [e10) ‘9
uoIINIISUO) BulINQ Pasn spuUnd Joj 3Juemo|ly &7
asuadx3 ysasmu U0 FT

sased] [ende) - asuadxy 1sasau| €7

199Q Papuny uo 1s2133U| 22

(0z-91+5T) suidiely Jo awoau) Sunesadp ay T2
(61+81+£T) saxe] dueladQ ;10 02

saxel 19yl 61

Saxe] swoduj [eispad 81

saxe| |edo7 pue aiels /T

sasuadx3 pue auoou) Bunesadp ;ayio 91T

(T ss3] £) suiBsepy J0 swoou| Bunesadn ‘ST

(€T nuy3 g) sasuadxy Sunesadp |er0)  HT

asuadx3 suoneladp aiesodio) ET

asuadx3 suonesadp Jawolisn]y

asuadx3 uoneziowy

asuadx3z uocnepasdag

Jowy 73 uoiedasdag Buipn|ax3) asuadx] suonesadQ Jynadsuop 1ueld
Jsuadx3 suoneiadQ dy1aads Juelg

(9 558 5§ nuy3 T) senuaaay Funesado 18N
sanuaAay 8)q1328||02un

o=l
=1 kA

SBNUIASY SNOBUE|[IS||N

SaNUaAY UCNI3||0) PUE Buljjig JalJed
SBNUIATY 5321AIAS YJOMIBN 3dueisiq Buo)
$3NUBAJY SAJIAIAS SSAITY YIOMIBN
SaNUaAaY SadIAIBs YIOMaN |EI0T

B Gl R R B

UVIASIHL HV3A HOINd WaLl
SNIDHVIN HO SONIYV3 QINIVLIE ANV SIWOINI 30 SININILVLS 8 Lavd

FEDT] Be@._mn_m_z; <GEQ>

Uap| uossad o ssaUppY |IBLWS - SSaJpPY |1EWT auoydaja) 1983u0) <gEQ>

800585686 <5E0> <DEQ> 3UI| BIEP U PAYHUAPI U0sIad Jo JaGINN - JAGUNN 3uoydalal I9BIU0D <GED>
Tageip BUIL <QEQ> e3ep siy3 uipieBal 1983U03 PINOYS SN UOSIAd - SLeN J9RIUCD <OEQ>

atoz <0Z0> Jea) weiBoid <pzo>
03731 VITYHALSIm <ST0> awep easy Apms <sT0>

SELOTE <010> apo) easy ApMIS <gT0>
€102 Anp £ 0 7 afey

9860-030€ "ON [03U0D §ND wio4 UOIB||0) B3EQ - 128YS IUEjRY

18 Wiod 304 SI3LLEY UINIDY JO 31eY PIRH-A2IeAL 10} Lioday Sunesado (qS00€)




yseg Suipuz  "og
YseD ui (aseasnaq)/asealou 18N  "6T
S3RIARIY Supisaaul Aq (pasn)/papiaoid Ysed 19N ‘82
[ (uiejdx3) 5o 1z
520UJ3J1Q [BUONDIPSIING ) 51955y JUBLINDUGN Jayl0  '9¢
SIUBLUISAAU| UL3]-8U0T JaYI0  'SE
{1uawdinb3 g Jue|d ‘Apadoud) seunyipuadxy [eude) 1sN ve
SIILIALLIY DNILSIANI INOYHA SMOT4 HSYD
531}y Supueuly Aq (pasn)/papinold ysed ey €T
I_ {ureidx3) Lm_._uD_ %4
PaInay supaJ) |eude) adeuoned ssal  'IZ
SPU3PIAIQ] JO JUBWARY SS9  'OC
lendes 1ay30 73 sa1eaynIa) [ende) pue diysiaquiapy ‘jeded ul-pled %o01s [eaded ul (asealdaq)/eseasnu) ‘61
SUpaI) paniaseQ 7§ S|Iqel] JAYI0 Ul (asealdeq)/esealdul 'R
(sanunie Juaun) Suipniau)) 19aq wJs) Suc Ul (asealdaq)/aseanul BN LT
sjisodaq Jawolsm) ui (aseasdaq)/feseasdu| ‘g1
ajgeded s9joN Ul (eseasdaq)fesealou] ST
8]qeAl3Iay SIION Ul (3seasdu))/aseanaqg bl
SILLIALLDY DNIDNVNI4 INOYd SMOTd HSVD
suonesadp Aq (pasn)/papiroid ysedy1aN  E1
M[lger Juawnd Jaylp ui (aseasdaq)/esealsu] ‘gl
sjualded g s8ulj|ig 2ourApY u| (asealdaq)/asealsu] ‘TT
a|qeArd s1unoddy uj (aseandaq)/asealsu] QT
$1as5Y JUBLIND JALIQ Ul (3sealoul)faseasdag ‘6
sadieyd pausajag pue sjuswhedaiq u) {aseanu|}/aseanag g
Asojuanul pue sjelaley ul {asealouj}/aseanaq L
9|qeAI2I3Y SIUNOIJY Ul (asealou))/asesdag ‘9
salyljiqen pue sjassy duiiesadg ul sadueyn
Rt | (ueidx3) loo] s
uoyeziuowy :ppy  p
uonepatdaq ippy €
52131A1R3Y BuneladQ Aq papiaosd YseD JaN 03 awoau] 18N U039y 01 suawnsnipy
awosuj_N 7
S3ILIAILOV DNILYHIdO WOY4 SMOT4 HSYD
{pung uoaniisuod sny snyd syusjeanb3 pue ysen) ysed Sutuuidag T
SMOTd HSVD 40 SINIWILVLS "D LHvd
PUIGMEOIo09IMY <6£0> <QEQ> aul| elep u) payiuap) uosiad Jo ssaIppPY [IBWT - Ssauppy [lewg auoydaja) .oy <6E0>
‘BODSL85686 <5£0> <OEQ> SUl| £3BP Ul Payyuap] uosiad Jo Jaquiny - JAquiny suoydaja) 19B1UDY <GEQ>
Jageipn BUIL <QE0> e1ep s|yy Buipiedal 1983U0D PINOYS DYSM UOSID - SLUEN J0BIUD) <0E0>
910z <0Z0> 123 weiSold <Qzo>
00 1AL YNYHALSIM <ST0> SweN ealy Apnis <gT0>
SELOTE <010> apo) easy Apnis <QTO>
£T0Z AInf € Jo g a8ed
9860-090€ 'CN |93u0] GINO w04 uonIaj|o) eleq - 193Yg aduejeg
T8 Wio4 204 sialuie) uinjay jo ajey plaH-Aj9lenLd Joj Loday Supesadp (500g)




