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Proposal Stifles DSRC Innovation

¢ Communication technologies (e.g. Wi-Fi) typically undergo
extensive evolution

e DSRC is in “early days” and can be expected to experience a
similar evolution

e DSRC offers great potential for entrepreneurs and innovators

» For DSRC, 5.850-5.925 GHz is not “yet another” band. It is the
only band where DSRC innovation can occur.

¢ The re-channelization proposal imposes significant constraints
on how DSRC uses the band. This will tend to stifle the
innovation that could unleash DSRC's full potential

e The Tiger Team should avoid approaches like the
re-channelization proposal that stifle innovation
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Review

e Proposal is inconsistent with ITS plans to use the entire
band for safety-critical communication

e Proposal will delay DSRC deployment, with attendant costs
e Proposal calls for degraded DSRC performance

» Proposal is inconsistent with FCC NPRM

¢ Proposal offers no in-band protection

¢ Proposal is Wi-Fi specific

e Proposal is US-specific

¢ Proposal stifles DSRC innovation
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Conclusion

For the reasons cited here, the authors of this submission:

 consider the proposal in 11-13-1276/r1 and 11-14-
0819/r0 (“the proposal”) inconsistent with the DSRC
mission for which the FCC allocated the 5.9 GHz band

e conclude that the proposal is not viable as a U-NII
sharing technology that will protect DSRC services

e encourage the Tiger Team to focus resources on
developing a proposal that has the potential to protect
DSRC services and garner broad-based stakeholder
support
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Appendix VIII. EPA, Sources of Greenhouse Gas Emissions.




Greenhouse Gas Emissions: Transportation Sector Emissions |
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Total Emissions in 2014 = 6,870 Million Metric Tons of CO2 equivalent
* | and Use, Land-Use Change, and Forestry in the United States is a net sink and offsets approximately 11% of these greenhouse gas

emissions.
Al emission estimates from the Inventory of U.S. Greenhouse Gas Emissions and Sinks: 1990-2014

Related Links

The Transportation sector includes the movement of people and goods by cars, trucks, trains, ships, airplanes, and
other vehicles. The majority of greenhouse gas emissions from transportation are CO2 emissions resulting from the
combustion of petroleum-based products, like gasoline, in internal combustion engines. The largest sources of
transportation-related greenhouse gas emissions include passenger cars and light-duty trucks, including sport utility
vehicles, pickup trucks, and minivans. These sources account for over haif of the emissions from the sector. The
remainder of greenhouse gas emissions comes from other modes of transportation, including freight trucks,
commercial aircraft, ships, boats, and trains as well as pipelines and lubricants.

Relatively small amounts of methane (CH4) and nitrous oxide (N20) are emitted during fuel combustion. In addition,
a small amount of hydrofluorocarbon (HFC) emissions are included in the Transportation sector. These emissions
result from the use of mobile air conditioners and refrigerated transport.

Emissions and Trends

In 2014, greenhouse gas emissions from transportation accounted for about 26% of total U.S. greenhouse gas
emissions, making it the second largest contributor of U.S. greenhouse gas emissions after the Electricity sector.
Greenhouse gas emissions from transportation have increased by about 17% since 1990. This historical increase is
largely due to increased demand for travel and the limited gains in fuel efficiency across the U.S. vehicle fleet. The
number of vehicle miles traveled by passenger cars and light-duty trucks increased 37% from 1990 to 2014. The




increase in travel miles is attributed to several factors, including population growth, economic growth, urban sprawl,
and low fuel prices during the beginning of this period. Between 1990 and 2004, average fuel economy among new
vehicles sold annually declined, as sales of light-duty trucks increased. However, new vehicle fuel economy began
to improve in 2005, largely due to a lower light-duty truck market share and higher fuel economy standards.

Learn more about Greenhouse Gas Emissions from Transportation. To learn about projected greenhouse gas
emissions to 2020, visit the U.S. Climate Action Report 2014 (PDF) (310 pp., 23.1 MB).
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Note: Emissions involved in the consumption of electricity for transportation activities are included above, but not shown separately (as
was done for other sectors). These indirect emissions are negligible, accounting for less than 1% of the total emissions shown in the
graph.

Note: All emission estimates from the [nventory of U.S. Greenhouse Gas Emissions and Sinks: 1990-2014.

Reducing Emissions from Transportation

There are a variety of opportunities to reduce greenhouse gas emissions associated with transportation. The table
shown below categorizes these opportunities and provides examples. For a more comprehensive list, see Chapter 5
of the Contribution of Working Group Ill to the Fourth Assessment Report of the Intergovernmental Panel on Climate

Change.

EPA's vehicle greenhouse gas rules will save consumers $1.7 trillion at the pump by 2025, and eliminate six billion
metric tons of GHG pollution.

Examples of Reduction Opportunities in the Transportation Sector

Type How Emissions are Reduced Examples

» Using public buses that are
fueled by compressed natural

gas rather than gasoline or
Using fuels that emit less CO2 than fuels currently being diesel

used. Alternative sources can include biofuels; hydrogen; | | Using electric or hybrid




Fuel Switching

Improving Fuel
Efficiency with
Advanced
Design,
Materials, and
Technologies

Improving
Operating
Practices

Reducing Travel
Demand

electricity from renewable sources, such as wind and
solar; or fossil fuels that are less CO2-intensive than the
fuels that they replace.

Learn more about Alternative and Renewable Fuels.

Using advanced technologies, design, and materials to
develop more fuel-efficient vehicles.

Learn about EPA's vehicle greenhouse gas rules.

Adopting practices that minimize fuel use.

Improving driving practices and vehicle maintenance.
Learn about how the freight transportation industry can
reduce emissions through EPA's SmartVWay Program.

Employing urban planning to reduce the number of miles
that people drive each day.
Learn about EPA's Smart Growth Program.

Reducing the need for driving through travel efficiency
measures such as commuter, biking, and pedestrian
programs.

See a list of links to state, local, regional travel-efficiency

programs.

automobiles, provided that the
energy is generated from
lower-carbon or non-fossil
fuels.

Using renewable fuels such as
low-carbon biofuels.

Developing advanced vehicle
technologies such as hybrid
vehicles and electric vehicles,
that can store energy from
braking and use it for power
later.

Reducing the weight of
materials used to build vehicles.
Reducing the aerodynamic
resistance of vehicles through
better shape design.

Reducing the average taxi time
for aircraft.

Driving sensibly (avoiding rapid
acceleration and braking,
observing the speed limit).
Reducing engine-idling.
improved voyage planning for
ships, such as through
improved weather routing, to
increase fuel efficiency.

Building public transportation,
sidewalks, and bike paths to
increase lower-emission
transportation choices.

Zoning for mixed use areas, so
that residences, schools,
stores, and businesses are
close together, reducing the
need for driving.
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RITA - Intelligent Transportation Systems - Transit Connected
Vehicle Research Program
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Research Overview

Connected vehicles have the potential to transform the way Americans travel through the creation of a safe,
interoperable wireless communications network that links cars, buses, trucks, trains, transportation infrastructure,
and personal mobile devices.

The technology will change the transportation system paradigm by giving people the tools to avoid crashes, and
make travel faster, easier, more accessible, and environmentally friendlier. The vision for transit connected vehicle
research is to collaborate and leverage the evolving connected vehicle communications capability to achieve
desirable transit safety, mobility, and environmental outcomes.

Why Connected Vehicle Technologies are Needed

Connected vehicle technologies aim to tackle some of the biggest challenges in the surface transportation industry
—in the areas of safety, mobility, and environment.

« Safety: According to the Federal Transit Administration, there were more than 4,000 transit crashes reported in
2009, resulting in over 200 fatalities and more than 2,500 injuries. While transit is already one of the safest
modes for travel, connected vehicle technologies will further empower transit drivers with the tools they need to
anticipate potential crashes and significantly reduce the number of lives lost each year.

« Mobility: According to the Texas Transportation Institute, U.S. highway users waste 4.8 billion hours in 2010
stuck in traffic—nearly one full work week (or vacation week) for every traveler. Connected vehicle mobility
applications will enable system operators and travelers to make informed decisions that reduce travel delay.

« Environment: According to the American Public Transportation Association, each year transit systems
collectively reduce carbon dioxide emissions by 16.2 million metric tons by reducing private vehicle miles.
Connected vehicle environmental applications will give all travelers the real-time information they need to make
“green” transportation choices.

How Connected Vehicles Work

A system of connected vehicles is still in development, and plenty of research still needs to be done. Safety-
related systems for connected vehicle technology will likely be based on dedicated short-range communications
(DSRC), a technology similar to WiFi. DSRC is fast, secure, reliable, and is not vulnerable to interference.

Nonsafety applications may be based on different types of wireless technology. Cars, trucks, buses, and other
vehicles will be able to “talk” to each other with in-vehicle or after market devices that continuously share important
safety and mobility information. Connected vehicles can also use wireless communications to “talk” to the
transportation infrastructure, such as traffic signals, toll equipment, and work and school zone warning systems.
The vehicle information communicated does not identify the driver or vehicle, and technical controls have been put

http://www.its.dot.gov/factsheets/transit_connectedvehicle htm 1/3
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in place to help prevent vehicle tracking and tampering with the system.
Connected Vehicle Research Promotes Transit Safety

Due to its unique characteristics and behaviors, such as vehicle size and frequent stops/starts, transit often faces
safety challenges and priorities that are different from those for light and commercial vehicles. In coilaboration with
transit industry stakeholders, the U.S. Department of Transportation (USDOT) has identified several priority transit
connected vehicle safety applications. Among these safety applications, two have been selected for near-term
development and testing:

« Pedestrian Warning Application for Transit Vehicles: A bus driver receives an alert of the presence ofa
pedestrian near or in a crosswalk as the driver makes a turn at a signalized intersection. Signal phasing and
timing information, including pedestrian detection data, is transmitted to the bus from roadside equipment.

« Vehicle Turning Right in Front of a Transit Vehicle: A bus driver receives an alert of a vehicle making a right
turn in front of the bus as the bus driver pulls away from a bus stop. DSRC messages are transmitted to the bus
and used to predict collisions between buses and other vehicles in this scenario.

Transit Connected Vehicle Research Enhances Mobility Choices

The overarching goal of the Transit Connected Vehicle for Mobility program is to improve public transportation by
increasing transit productivity, efficiency, and accessibility; mitigating congestion in an integrated transportation
environment; and providing travelers with better transportation information and transit services. Transit-oriented
connected vehicle mobility applications support dynamic system operations and management, enable a
convenient and quality travel experience, and provide an information-rich environment to meet the needs of
travelers and system operators across all modes.

The following three mobility applications have been selected as high-priority applications and are collectively
identified as the Integrated Dynamic Transit Operations (IDTO) “bundle™

« Connection Protection (T-CONNECT): Enables public transportation providers and travelers to communicate
to improve the probability of successful transit transfers.

« Dynamic Transit Operations (T-DISP): Advances the concept of demand-responsive transportation services
utilizing the global positioning system (GPS) and mapping capabilities of personal mobile devices to enable a
traveler to input a desired destination and time of departure tagged with their current location when requesting
transit service.

« Dynamic Ridesharing (D-RIDE): Makes use of in-vehicle and hand-held devices to allow dynamic ride-
matching, thereby reducing congestion, pollution, and travel costs to the individual with a low initial investment.

A description of all the high-priority Connected Vehicle for Mobility applications and the process through which they
were selected and grouped can be found at: www.its.dot.gov/ press/2011/mobility app.htm.

Transit is a Key Element in Connected Vehicle Research to Improve the Environment

Mitigating greenhouse gas (GHG) contribution is everyone’s responsibility. The transportation sector contributes
roughly 28 percent of the country’s GHG emissions, according to the Environmental Protection Agency’s Inventory

http://www.its.dot.gov/factsheets/transit_connectedvehicle.him 2/3
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of U.S. Greenhouse Gas Emissions and Sinks. Connected vehicle technologies will generate real-time data that
drivers and transportation system managers can use to make green transportation choices.

Transit vehicles operate primarily on urban streets in heavily congested areas and thus offer a unique opportunity
to study and assess the positive environmental impacts that could result from improved operations. By the very
nature of their purpose Transit vehicles represent a unique vehicular operational profile, resulting in higher idle
times and frequent mild acceleration/ deceleration into and out of traffic that impact the environment differently
than other types of vehicles. Thus, transit vehicles and operators have different needs in relation to the
development of environmental mitigation strategies from those for light duty and heavy duty vehicles. In the

context of this research, transit vehicles are considered as both a source of pollutants as well as sources of data to
measure and mitigate environmental impacts.

The U.S. Government’s Role

The USDOT’s Research and Innovative Technology Administration’s Intelligent Transportation Systems (ITS) Joint
Program Office fosters the development and future deployment of connected vehicle technologies. But connected
vehicle research involves all agencies within the USDOT including the National Highway Traffic Safety
Administration, Federal Highway Administration, Federal Motor Carrier Safety Administration, Federal Transit
Administration, and Federal Railroad Administration. The USDOT and its public and private partners are working to
address the technical, safety, and policy challenges and are helping to create the standards and the wireless
architecture that will be the backbone of the system. Connected vehicle research will leverage the potentially
transformative capabilities of wireless technology to make surface transportation safer, smarter, and greener. If
successful, connected vehicles will ultimately enhance the mobility and quality of life of all Americans, while
helping to reduce the environmental impact of surface transportation.

Contacts

For more information about this initiative, please contact:

Robert Sheehan

ITS Team Leader

Intelligent Transportation Systems Joint Program Office
(202) 366-6817

Robert.Sheehan@dot.gov
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L. Executive Summary

The National Highway Traffic Safety Administration helps to reduce deaths, injuries, and
economic losses resulting from motor vehicle crashes by setting and enforcing safety
performance standards for motor vehicles and motor vehicle equipment. Vehicle manufacturers
respond to NHTSA’s standards by building safer vehicles. Combined with State and local
government efforts, market effects, and driver behavior improvements, NHTSA’s standards have
contributed to a significant reduction in annual highway fatalities and injuries, from 52,627
fatalities in 1970, to 32,479 fatalities in 2011.>

The purpose of this research report is to assess the readiness for application of vehicle-to-
vehicle (V2V) communications, a system designed to transmit basic safety information between
vehicles to facilitate warnings to drivers concerning impending crashes. The United States
Department of Transportation and NHTSA have been conducting research on this technology for
more than a decade.

Safety technology has developed rapidly since NHTSA began regulating the auto
industry — vehicles protect occupants much better in the event of a crash due to advanced
structural techniques propagated by more stringent crashworthiness standards, and some crash
avoidance technologies are now standard equipment. Between existing crashworthiness and
required standard crash avoidance technologies, motor vehicles are safer now than they have
ever been.

However, a significant number of annual crashes remains that could potentially be
addressed through expanded use of more advanced crash avoidance technologies. The agency
estimates there are approximately five million annual vehicle crashes, with attendant property
damage, injuries, and fatalities. While it may seem obvious, if technology can help drivers avoid
crashes, the damage due to crashes simply never occurs.

The agency’s push thus far for adoption of crash avoidance technologies, like electronic
stability control, has helped vehicles react to crash-imminent situations, but has not yet been able
to help the driver react ahead of time. To fill that gap, some of the most advanced crash

! National Center for Health Statistics, HEW and State Accident Summaries (Adjusted to 30-Day Traffic Deaths by
NHTSA).

? National Highway Traffic Safety Administration, Fatality Analysis Report System (FARS) final 2011 data. For
more information, see: www.nhtsa.gov/FARS (last accessed Feb. 12, 2014).
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avoidance technologies present on vehicles today include a host of on-board sensors, cameras,
and radar applications. These technologies may warn drivers of impending danger so that the
driver can take corrective action, or may even be able to intervene on the driver’s behalf.

While these “vehicle-resident” crash avoidance technologies can be highly beneficial,
V2V communications represent an additional step in helping to warn drivers about impending
danger. V2V communications use on-board dedicated short-range radio communication devices
to transmit messages about a vehicle’s speed, heading, brake status, and other information to
other vehicles and receive the same information from the messages, with range and “line-of-
sight” capabilities that exceed current and near-term “vehicle-resident” systems -- in some cases,
nearly twice the range. This longer detection distance and ability to “see” around corners or
“through” other vehicles helps V2V-equipped vehicles perceive some threats sooner than
sensors, cameras, or radar can, and warn their drivers accordingly. V2V technology can also be
fused with those vehicle-resident technologies to provide even greater benefits than either
approach alone. V2V can augment vehicle-resident systems by acting as a complete system,
extending the ability of the overall safety system to address other crash scenarios not covered by
V2V communications, such as lane and road departure. A fused system could also augment
system accuracy, potentially leading to improved wamning timing and reducing the number of
false warnings. For a discussion of NHTSA’s views as to how the various levels of vehicle
automation will play an important role in reducing crashes and how on-board systems may
someday work cooperatively with V2V technology, see NHTSA’s Preliminary Statement of
Policy on Vehicle Automation (May 2013).°

For several years, NHTSA has been working under a self-imposed goal of making an
agency decision regarding light-duty V2V communication systems in 2013. NHTSA
substantially completed the work necessary to reaching that decision by the end of 2013, and
announced that decision in early 2014. “Agency decision,” in this case, means the agency’s
choice of the best course of action with regard to exercise of its regulatory and research authority
in the V2V context. Among the factors considered in making that decision were NHTSA’s
preliminary estimates of V2V technology’s ability to reduce fatalities and injuries from motor
vehicle crashes; the practicality of the technology from the perspectives of maturity, cost,
reliability, and performance; and the existence of ways to test and measure V2V technology
performance objectively.

The objective of this report is to analyze the research conducted thus far, the
technological solutions available for addressing the safety problems identified by the agency, the
policy implications of choosing those technological solutions, legal authority and legal issues

3 NHTSA’s Preliminary Statement of Policy on Vehicle Automation (May 2013). See
www.nhtsa.gov/staticfiles/rulemaking/pdf/ Automated Vehicles Policy.pdf (last accessed Jan. 22, 2014).
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such as liability and privacy. Using this report and other available information, decision-makers
will determine how to proceed with additional activities involving V2V, V2I, and V2P
technologies.

In summary, based on the research and analysis conducted by NHTSA and its partners so

far, it appears that:

V2V devices installed in light vehicles as part of the Connected Vehicle Safety Pilot
Model Deployment were able to transmit and receive messages from one another, with a
security management system providing trusted and secure communications among the
vehicles during the Model Deployment. This was accomplished with relatively few
problems given the magnitude of this first-of-its-kind demonstration project. The V2V
devices tested in the Model Deployment were originally developed based on existing
communication protocols found in voluntary consensus standards from SAE and IEEE.
NHTSA and others participating in the Model Deployment (e.g., its research partners and
devices suppliers) found that the standards did not contain enough detail and left too
much room for interpretation. They therefore developed additional protocols that enabled
interoperability between devices participating in the study. The valuable interoperability
information learned during the execution of Model Deployment is planned to be included
in future versions of voluntary consensus standards that would support a larger,
widespread technology roll-out.

As tested in the Model Deployment, safety applications enabled by V2V, examples of
which include IMA, FCW, and LTA, have proven effective in mitigating or preventing
potential crashes, but the agency recognizes that additional refinement to the prototype
safety applications used in the Model Deployment would be needed before minimum
performance standards could be finalized and issued. Based on the agency’s
understanding of how these prototype safety applications operate, preliminary
effectiveness estimates indicate substantial ability to mitigate crashes, injuries or fatalities
in these crash scenarios. Also, some safety applications could be better tailored to the
safety problem that they are intended to solve (e.g., LTA applications currently trigger
only when the driver activates the turn signal, but many drivers do not always activate
their turn signals in dedicated turn lanes). Finally, more research would help the agency
develop objective performance tests that would ensure consistent operation that is helpful
to drivers.

The agency has the legal authority to mandate V2V (DSRC) devices in new light
vehicles, and could also require them to be installed in commercial vehicles already in
use on the road. The agency also has the authority to mandate safety applications that are
V2V-based, and to work with an outside entity to develop the security and
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communications infrastructures required to support deployment of V2V technologies in
motor vehicles.

e Based on preliminary information, NHTSA currently estimates that the V2V equipment
and supporting communications functions (including a security management system)
would cost approximately $341 to $350 per vehicle in 2020. It is possible that the cost
could decrease to approximately $209 to $227 by 2058, as manufacturers gain experience
producing this equipment (the learning curve). These costs would also include an
additional $9 to $18 per year in fuel costs due to added vehicle weight from the V2V
system. Estimated costs for the security management system range from $1 to $6 per
vehicle, and they will increase over time due to the need to support an increasing number
of vehicles with the V2V technologies. The communications costs range from $3 to $13
per vehicle. Cost estimates are not expected to change significantly by the inclusion of
V2V-based safety applications, since the applications themselves are software and their
costs are negligible.

o Based on preliminary estimates, the total projected preliminary annual costs of the V2V
system fluctuate year after year but generally show a declining trend. The estimated total
annual costs range from $0.3 to $2.1 billion in 2020 with the specific costs being
dependent upon the technology implementation scenarios and discount rates. The costs
peak to $1.1 to $6.4 billion between 2022 and 2024, and then they gradually decrease to
$1.1 to $4.6 billion.

¢ In terms of safety impacts, the agency estimates annually that just two of many possible
V2V safety applications, IMA and LTA, would on an annual basis potentially prevent
25,000 to 592,000 crashes, save 49 to 1,083 lives, avoid 11,000 to 270,000 MAIS 1-5
mnjuries, and reduce 31,000 to 728,000 property-damage-only crashes by the time V2V
technology had spread through the entire fleet. We chose those two applications for
analysis at this stage because they are good illustrations of benefits that V2V can provide
above and beyond the safety benefits of vehicle-resident cameras and sensors. Of course,
the number of lives potentially saved would likely increase significantly with the
implementation of additional V2V and V21I safety applications that would be enabled if
vehicles were equipped with DSRC capability.

Even with the success of the Safety Pilot Model Deployment in proving that V2V
technology can work in a real-world environment on actual roads with regular drivers, additional
items need to be in place beyond having the authority to implement a V2V system, in order for a
potential V2V system to be successful. These items include:
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Wireless spectrum: V2V communications transmit and receive messages at the 5.8-5.9
GHz frequency. The FCC is currently considering whether to allow “Unlicensed National
Information Infrastructure” devices (that provide short-range, high-speed, unlicensed
wireless connections for, among other applications, Wi-Fi-enabled radio local area
networks, cordless telephones, and fixed outdoor broadband transceivers used by wireless
Internet service providers) to operate in the same area of the wireless spectrum as V2V.
Given that Wi-Fi use is growing exponentially, “opening” the 5.8-5.9 GHz part of the
spectrum could result in many more devices transmitting and receiving information on
the same or similar frequencies, which could potentially interfere with V2V
communications in ways harmful to its safety intent. More research needs to be done on
whether these Wi-Fi enabled devices can share the spectrum successfully with V2V, and
if so, how.

V2V device certification issues: V2V devices are different from other technologies
regulated by NHTSA under the Federal Motor Vehicle Safety Standards, insofar as part
of ensuring their successful operation (and thus, the safety benefits associated with them)
requires ensuring that they are able to communicate with all other V2V devices
participating in the system. This means that auto manufacturers (and V2V device
manufacturers), attempting to comply with a potential V2V mandate, could have a
significant testing obligation to guarantee interoperability among their own devices and
devices produced by other manufacturers. It is an open question whether individual
companies could meet such an obligation themselves, or whether independent testing
facilities might need to be developed to perform this function. Based on the current
security design, it also is likely that the entity or entities providing the security
management system would require that device manufacturers comply with
interoperability certification requirements to ensure the reliability of message content.

Test procedures, performance requirements, and driver-vehicle interface issues: While
existing test procedures, performance requirements, and driver-vehicle interfaces appear
to be working well enough for purposes of the Model Deployment (as compared to a true
production, real-world environment), additional research and development would be
necessary to produce FMVSS-level test procedures for V2V inter-device communication
and potential safety applications.

NHTSA is currently engaged in research to examine the minimum performance measures
for DSRC communication and system security. This research will include functional and
performance requirements for the DSRC device and is intended to include how to address
end-of-life issues on the DSRC components and security system.

To eventually go forward with rulemaking involving safety applications, V2V and safety
application standards need to be objective and practicable, meaning that technical
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uncertainties are limited, that tests are repeatable, and so forth. Additionally, the agency
has yet to determine whether standardization of DVIs would improve the effectiveness of
safety applications, and whether some kind of standardization could have significant
effects on costs and benefits.

Standing up security and communications systems to support V2V: In order to function
safely, a V2V system needs security and communications infrastructure to enable and
ensure the trustworthiness of communication between vehicles. The source of each
message needs to be trusted and message content needs to be protected from outside
interference. In order to create the required environment of trust, a V2V system must
include security infrastructure to credential each message, as well as a communications
network to get security credentials and related information from vehicles to the entities
providing system security (and vice versa). NHTSA currently anticipates that private
entities will create, fund, and manage the security and communications components of a
V2V system. While NHTSA has identified several potential types of entities, including
some specific entities, which might be interested in participating in a V2V security
system, private entities have not committed to doing so to date.

Liability concerns from industry: Auto manufacturers repeatedly have expressed to the
agency their concern that V2V technologies will increase their liability as compared with
other safety technologies. In their view, a V2V system exposes them to more legal risk
than on-board safety systems because V2V warning technologies rely on information
received from other vehicles via communication systems that they themselves do not
control. However, the decision options currently under consideration by NHTSA involve
safety warning technologies -- not control technologies. NHTSA’s legal analysis
indicates that, from a products liability standpoint, V2V safety warning technologies,
analytically, are quite similar to on-board safety warnings systems found in today's motor
vehicles. For this reason, NHTSA does not view V2V warning technologies as creating
new or unbounded liability exposure for the industry.

Privacy: At the outset, readers should understand some very important points about the
V2V system as currently contemplated by NHTSA. The system will not collect or store
any data identifying individuals or individual vehicles, nor will it enable the government
to do so. There is no data in the safety messages exchanged by vehicles or collected by
the V2V system that could be used by law enforcement or private entities to personally-
identify a speeding or erratic driver. The system—operated by private entities—will not
enable tracking through space and time of vehicles linked to specific owners or drivers.
Third parties attempting to use the system to track a vehicle would find it extremely
difficult to do so, particularly in light of far simpler and cheaper means available for that
purpose. The system will not collect financial information, personal communications, or
other information linked to individuals. The system will enroll V2V enabled vehicles
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automatically, without collecting any information that identifies specific vehicles or
owners. The system will not provide a “pipe” into the vehicle for extracting data. The
system will enable NHTSA and motor vehicle manufacturers to find lots or production
runs of potentially defective V2V equipment without use of VIN numbers or other
information that could identify specific drivers or vehicles. Our research to date suggests
that drivers may be concerned about the possibility that the government or a private entity
could use V2V communications to track their daily activities and whereabouts. However,
as designed, NHTSA is confident that the V2V system both achieves the agency’s safety
goals and protects consumer privacy appmpriately.4

Consumer acceptance: If consumers do not accept a required safety technology, the
technology will not create the safety benefits that the agency expects. One potential issue
with consumer acceptance is maintenance. If the security system is designed to require
consumers to take action to obtain new security certificates — depending on the
mechanism needed to obtain the certificates -- consumers may find the required action
too onerous. For example, rather than return to a dealership periodically for a download
of new certificates, consumers may choose instead to live with non-functioning V2V
capabilities. The agency is exploring ways to make such downloads automatic, but more
research is needed to understand this issue fully.

The above issues indicate that through the research conducted to date, the agency has a

better understanding of the potential of V2V technology, but various aspects of the technology
still need further investigation to support transition from a prototype-level to a deployment-level
system. Further research to move toward deployment has been identified (and detailed in this
report) and will be conducted to address the following:

The impact of spectrum sharing with U-NII devices;

Development of performance requirements for DSRC devices;

Development of performance requirements for safety applications;

The potential establishment of device certification and compliance procedures;

The ability to mitigate V2V communication congestion:

Incorporation of GPS positioning advancements to improve V2V relative positioning;
Remedies to address false positive warnings from V2V safety applications;
Driver-vehicle interface performance to enhance crash avoidance warning effectiveness;
An appraisal of consumer acceptance of the technology;

* NHTSA acknowledges that privacy and system security are current and relevant areas of discussion and that some
may have concerns about the vulnerability of this system to malicious attack. We understand those concerns and
intend to explore the risks and safeguards fully in our in-depth analysis of system security. Recently, for example,
we have been in contact with DARPA about possible protections against software vulnerabilities.
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o Evaluation of V2V system privacy risks; and
o An assessment of the security system to ensure a trusted and a safe V2V system.

The GAO report “Intelligent Transportation Systems, Vehicle-to-Vehicle Technologies
Expected to Offer Safety Benefits, but a Variety of Deployment Challenges Exist™ confirms the
appropriateness of the research identified. This research will facilitate a comprehensive
representation of a deployment-ready V2V system. NHTSA, with the Intelligent Transportation
System Joint Program Office, has positioned the resources needed to accomplish this research to
support the possible deployment of V2V given any agency action.

> Intelligent Transportation Systems: Vehicle-to-Vehicle Technologies Expected to Offer Safety Benefits, but a
Variety of Deployment Challenges Exist (Nov. 2013, GAO-14-13). See www.ga0.gov/assets/660/658709.pdf (last
accessed Feb. 12, 2014).




II. Introduction

A. Purpose of this report

For several years, NHTSA has indicated its intention to make an agency decision
regarding light-duty V2V communication systems in 201 3. NHTSA substantially completed the
work necessary to reaching that decision by the end of 2013, and announced that decision in
early 2014. “Agency decision,” in this case, referred to the agency’s choice of the best course of
action with regard to exercise of its regulatory and research authority in the V2V context. Among
the factors considered in making that decision were V2V technology’s ability to reduce fatalities
and injuries from motor vehicle crashes; the practicality of the technology from the perspectives
of maturity, cost, reliability, and performance; and the existence of ways to test and measure
V2V technology performance objectively.

The objective of this report is to assess the readiness for application of V2V
communications technology, by discussing the research conducted thus far, of the technological
solutions available for addressing the safety problems identified by the agency, the policy
implications of choosing those technological solutions, the agency’s legal authority and related
legal issues such as liability and privacy, and potential implementation options available to the
agency for creating a national V2V system. Using this report and other available research,
agency decision-makers determined how to proceed with additional activities involving vehicle-
to-vehicle, vehicle-to-infrastructure, and vehicle-to-pedestrian technologies.

In September 2012, NHTSA’s Senior Associate Administrator for Vehicle Safety formed
the V2V Decision Team to examine these and other related issues and summarize the current
state of knowledge on V2V. The team consisted of members from the NHTSA’s offices of
Vehicle Safety Research, Rulemaking, Enforcement, the NHTSA National Center for Statistical
Analysis, and Chief Counsel and from the Federal Highway Administration, the Department of
Transportation’s Office of the Assistant Secretary for Research and Technology (OST-R), the
DOT’s John A. Volpe National Transportation Systems Center and the Intelligent Transportation
System Joint Program Office (ITS-JPO).’

In particular, ITS-JPO, OST-R, and FHWA played a vital supporting role in the analysis
by representing the broader interests of DOT’s Intelligent Transportation Systems wide-ranging
programs and assessing the potential impacts that an agency decision on V2V technology could

6 E.g., NHTSA Vehicle Safety Rulemaking and Research Priority Plan 2009-2011 (July 2009, Docket No. NHTSA-
2009-0108-0001) and NHTSA Vehicle Safety and Fuel Economy Rulemaking and Research Priority Plan 2011-
2013 (March 2011, Docket No. NHTSA-2009-0108-0032). See www.nhtsa.gov/Laws-Regs (last accessed Jan. 23,
2014).

7 For more information on ITS-JPO, see www.its.dot.gov.




have. Additionally, ITS-JPO has been a supporting partner throughout the Connected Vehicle®
Safety Pilot program,’ working collaboratively with NHTSA’s Vehicle Safety Research office to
develop and execute the valuable information obtained by the program and used, in part, to
inform the agency decision on V2V technology.

The Volpe Center played a vital role, as it does with many DOT programs, by providing
critical expertise in the many specialized areas of both ITS and V2V. For example, Volpe Center
experts developed and validated the Simulation Tool used for determining the preliminary V2V
system benefits for this analysis. Additionally, the Volpe Center is contracted to operate as the
Independent Evaluator of the data collected during the Safety Pilot Model Deployment.

This report was presented by the team to the SAA and constitutes analysis of the relevant
issues and suggestions on various options before the agency. After full discussion of the report
and the issues with the political leadership in NHTSA and DOT, the agency reached its decision
on the future course of agency action.

The report breaks down the decision by describing and examining elements of the
technology and the deployment of the technology using the results of available research. The
sections of this report cover:

e how the technology addresses the safety need,;

e an investigation of the legal and policy issues associated with the secure operation of the
technology and the implications of these issues for privacy;

o adescription of the technology, the different types of devices, the elements of the
devices, and the security needed for trusted communications; and

¢ how much the technology may be expected to cost, in terms of both consumer and
operational costs and potential effectiveness and benefits of the technology (based on
preliminary data).

¥ DOT has long used the term “connected vehicle” to refer to the vehicle-to-vehicle communication technology that
supports crash avoidance applications. However, more recently the term has also been associated with vehicle
telematics that connects vehicles to various information and “infotainment” applications through other forms of
communication. There will be references in this report to “connected vehicle” and in the context of this report these
references are intended to mean V2X technology.

? The Connected Vehicle Safety Pilot Program is a scientific research initiative that features a real-world
implementation of connected vehicle safety technologies, applications, and systems using everyday drivers. The
effort will test performance, evaluate human factors and usability, observe policies and processes, and collect
empirical data to present a more accurate, detailed understanding of the potential safety benefits of these
technologies. The Safety Pilot program includes two critical test efforts—the Safety Pilot Driver Clinics and the
Safety Pilot Model Deployment. For more information, see www.its.dot.gov/safety pilot/#sthash. LL2V6yT(.dpuf
(last accessed Jan.23, 2014).




B. History of V2V communication research program
1. History of ITS

Before Intelligent Transportation Systems (ITS), the United States developed, planned,
and built the interstate highway system. The interstate highway system has provided a high level
of mobility for citizens as well as the efficient movement of goods. From the 1950s through the
1980s, the vision of highway transportation was focused on building roads. Yet issues began to
emerge as the interstate system was being built: about traffic congestion, especially in our urban
centers; about highway-related fatalities and injuries due to crashes; and about the impacts on
energy consumption and air quality.

As early as 1986, a group of transportation professionals from academia, Federal
agencies, State transportation agencies, and the private sector started to discuss the future of
transportation in relation to the post-interstate era.'® New transportation legislation needed to be
developed, meaning that a new transportation paradigm needed to be invented that would use the
current infrastructure, but also address the issues of safety, congestion, and environment.

The discussions culminated in a workshop held in Dallas, Texas, in 1990. During the
workshop, participants invented the Intelligent Vehicle Highway Systems (IVHS) concept,
which was later renamed to ITS."! The overall precept was that new transportation efficiencies
could be found if current infrastructure could be married with advanced technology. New
developments in computing, sensors, information systems, and advanced mathematical methods
could be used to increase the operational capacity of the system, and achieve better overall
transportation network operations.

The ITS concept became an integral part of the 1991 Intermodal Surface Transportation
Efficiency Act (ISTEA). The Act allocated $660 million of funds for ITS research, development,
and operational tests over six years. In addition, just before the Act was adopted, the Intelligent
Vehicle Highway Society of America advisory organization was established; later renamed
Intelligent Transportation Society of America. This advisory organization developed the first
strategic plan for ITS in 1992. The plan called for the integrated operation of the system using
technology to bring together information about modes and current conditions, and discussed how
institutions can be organized to operate the total transportation network. 12

10 perspectives on Intelligent Transportation Systems (Sussman, 2005). See Docket No. NHTSA-2014-0022
" Sustainable Build Environment, Vol. II, Intelligent Transportation Systems (Williams). See
www.eolss.net/Sample-Chapters/C15/E1-32-08-05.pdf (last accessed Jan. 23, 2014).

'2 The 1992 Strategic Plan by IVHS. See http://ntl.bts.gov/lib/jpodocs/repts_pr/1823 pdf (last accessed Jul. 12,
2013).




ITS covers many areas that have been adjusted and renamed over the years, but the basic
tenets of safety, mobility, and environment have remained. The components of ITS have been
characterized by various management systems (areas). The management systems cover
information, traffic (signal systems and tolling), designated Advanced Traffic Management
Systems, and Advanced Vehicle Control Systems. Over the years, the integration of
transportation and technology has continued. Currently, Congress authorizes approximately $100
million a year for the continued research and development of ITS. B

There are a number of ITS program-developed applications deployed throughout the
nation. These include both automated toll collection along with advanced traffic signal control
systems and centers that monitor a region’s transportation network to address network issues in
real time.

Many involved with ITS research and development view the development of the
capability to provide connectivity to the transportation system as the next frontier, in order to
further improve safety, mobility, and the environment. Using DSRC in the mobile environment
may support that connectivity for an array of transportation applications. 1

Envisioning that vehicles communicating with other vehicles around them could identify
potential crash situations and alert the drivers so that these situations could be avoided, DOT and
the Crash Avoidance Metrics Partnership (CAMP) initiated the first V2V research in December
2006. DSRC, as a Wi-Fi-based technology, provides 360 degrees of coverage, whereas vehicle-
based sensors can be more limited in terms of direction and distance at which they are able to
detect a potential conflict. V2V systems predominantly apply to crashes with multiple vehicles,
and these systems have the potential to address a large number of crashes.

2. History of V2V research program and its role in ITS

V2V communications research initially began under the Vehicle Infrastructure
Integration Initiative in 2003, but its origins date back to the Automated Highway System (AHS)
research of the 1990s.

The actual initiation of advanced technology research was mandated by the ISTEA. ' The
Act called for the development of an automated intelligent vehicle highway prototype that would
use technology to make highway driving efficient, safe, and predictable. The effort was

13 Moving Ahead for Progress in the 21st Century Act (MAP-21) at sec. 51001(a)(4) (Pub.L.112-141; July 6, 2012).
See www.gpo.gov/fdsys/pkg/PLAW-112publ141/pdf/PLAW-112publ141.pdf (last accessed Jan. 23, 2014)

' ITS Strategic Research Plan 2010-2014, Progress Update 2012 (FHWA-JPO-12-019). See
www.its.dot.gov/strategicplan/pdf/1TS%20Strategic%20Plan%20Update%202012.pdf (last accessed Jan. 24, 2014).
5 For more information, see the Automated Highway System, Public Roads (Summer 1994, Vol. 58, No. 1, Nita
Congress) at www.fthwa.dot.gov/publications/publicroads/94summer/p94sul.cfm (last accessed Jan. 24, 2014).




designated the “Automated Highway System Program.” The goal of the effort was to have a fully
automated roadway or test track in operation by 1997.

The AHS Program started in 1992 as part of DOT’s ITS initiative that fell within the
Advanced Vehicle Control Systems Area. Research activities looked into 16 different precursor
areas to support the design of a prototype automated highway. The basic concept was that
sensors in the roadway would communicate with sensors on the vehicle, to enable “hands-off”
and “feet-off” but not “mind-oft” driving. For the first time, the roadway and the vehicle would
actually be connected.

The AHS concept required dedicated lanes that would contain magnetic nails that the
vehicle sensors would recognize and use to guide the vehicle down the intelligent lane. The
benefits of AHS would theoretically be derived from decreasing the amount of driver error;
increasing the capacity of the highway; facilitating reduced fuel consumption and tailpipe
emissions; and providing more efficient commercial and transit operations.

The research culminated in a 1997 demonstration conducted on I-15 in San Diego,
California, with more than 20 AHS-equipped vehicles demonstrating hands- and feet-off driving.
However, the idea that AHS needed dedicated lanes for the equipped vehicles posed a problem
of where to put those lanes and how to finance them. AHS provided a glimpse of one possible
future, but priorities changed in 1998 and the emphasis in relation to highway automation was
refocused on developing technology that could address near-term safety. 16

After AHS, DOT introduced the Intelligent Vehicle Initiative (IVI) in 1997, which was
authorized in the 1998 Transportation Equity Act for 21st Century (TEA-21). The objectives of
IVI were to: (1) prevent driver distraction, and (2) facilitate accelerated deployment of crash
avoidance systems.'” Intelligent vehicle technology included development of vehicle-based and
infrastructure-cooperative assistance products that would help drivers operate more safely and
effectively. The premise of the IVI program was “to develop and deploy intelligent vehicle
systems that completely consider the driver’s capabilities and limitations, rather than focus on
developing highway infrastructure technology.”'®

In relation to the prevention of driver distraction, studies were conducted that examined
the relationship between distraction and crashes; ways to measure distraction and driver

' Traffic Technology International, Whatever Happened to Automated Highway Systems (AHS)? (August-
September 2001). See http://faculty. washington.edw/jbs/itrans/bishopahs.htm (last accessed Jan. 24, 2014).

17 Saving Lives Through Advanced Vehicle Safety Technology, Intelligent Vehicle Initiative, Final Report,
(September 2005, FHWA-JPO-05-057). See http://ntl.bts.gov/lib/jpodocs/repts_pr/14153_files/ivi.pdf (last accessed
Jan. 24, 2014).

'8 An Overview of Automated Highway Systems (AHS) and the Social and Institutional Challenges they Face
(Cheon). See www.uctc.net/papers/624.pdf (last accessed Jan. 24, 2014).




workload; and ways to assess the impact of in-vehicle information on distraction and safety. 19
The results of the driver distraction research suggested that the chaotic nature of crashes
precluded the possibility of developing and validating a quantitative model to predict crashes as a
function of workload measures.

IVI also developed prototype crash avoidance systems using vehicle-based and
infrastructure cooperative technology. The initiative sought to identify the safety problem;
develop the performance requirements and specifications for prototypes that would address the
safety problem; and, using promising technologies, to prototype and test those avoidance
systems. Prototypes that were developed and tested addressed rear-end, road departure, vehicle
stability (heavy truck), and intersection crashes. The results of the tests and field operational tests
of the prototype systems provided a foundation, e.g., requirements such as the range needed for
radar sensors and camera object-detection performance, for further research and private
development of crash avoidance safety technologies.

As the IVI research was concluding, new developments in telecommunications prompted
a new direction in relation to the interaction of vehicles and infrastructure. The Vehicle
Infrastructure Integration (VII) Initiative brought together the results of the IVI, the need for
improved traffic operations, and the new developments in telecommunication technology. The
focus of the VII initiative was to prove the concept that communications technology could be
used to send information among vehicles and between vehicles and the infrastructure.”®

At the 10th Intelligent Transportation Systems World Congress in Madrid, Spain, in
November 2003, DOT announced the initiation of the VII initiative. This was made possible by
the FCC allocating 75 MHz of spectrum at 5.9 GHz (where DSRC operates) for research
purposes for improving transportation safety and use for other non-safety applications to improve
transportation mobility. 2

Using the spectrum and the foundation of crash avoidance research from past efforts, the
vision for the VII initiative was to establish a small-scale implementation to test and evaluate the
VII concept of operations. The basic VII concept of operations was that vehicle-to-vehicle and
vehicle-to- infrastructure communication could support safety and mobility applications. To
prove the concept, research and development needed to be conducted to establish the
characteristics of the VII system (e.g., requirements and design specifications for vehicle and

19 See supra note 17.
? Final Report: Vehicle Infrastructure Integration Proof of Concept Executive Summary—Vehicle (May 19, 2009).
2Slee http://ntl.bts.gov/1ib/31000/31100/31135/14477.htm (last accessed Jan. 24, 2014).

See
http://apps.fee.gov/ects/document/view:jsessionid=zJy8QddC2zQpvYt2fTQdJTp1gLL3rTmmVZvxb13HPtzwtfMp
hskN!-856245186!973241960?id=6009850553 (last accessed Jan. 24, 2014).




infrastructure communications devices, network communication, and security and privacy
protocols). In December 2006, the DOT entered into a cooperative agreement with five
automotive original equipment manufacturers to investigate whether DSRC, in combination with
GPS relative positioning, could improve performance of autonomous onboard crash warning
systems or enable new communication-based safety applications.

The concept was broken down by two distinct components of the system: the roadside
network and the on-board vehicle equipment (OBE). The roadside network supported the
communication of information between the system through the road-side equipment (RSE) to the
OBE and from the OBE back to the system. The VII research tested the communication on both
sides of the RSE. The network connected the RSEs via the system. To prove the concept,
prototypes of the roadside network (including RSEs) and the OBEs needed to be developed.
Besides equipment, message protocols needed to be established that allowed time-constrained
communications between OBEs and RSEs. The mobile communications would not have time to
have devices establish a communication link between them in the way that current computers do
with a wireless network, but messages still needed to be sent and received.

Laboratory and track tests were completed and the system was refined for an on-road
proof of concept test. Data was collected to support analysis and the evaluation of the various
components, including communications, the RSE, the network, and the OBEs. Key findings
indicated that the VII concept was technically feasible; however, there were areas where the
concept could be improved. Key areas that required more research included: (1) antenna
placement for both OBEs and RSEs; (2) GPS positioning; (3) security for over the air
communications; and (4) security systems operations.23

The VII Proof of Concept began with the vision that new telecommunication capabilities
could be applied to transportation. It established DSRC as a means to connect vehicles and
infrastructure via wireless communications. This foundation provided the information necessary
to develop and plan the V2V Safety Application Research Plan and Safety Pilot. In addition, the
success of the Proof of Concept provided the catalyst to create the Connected Vehicles Initiative.

22 Crash Avoidance Metrics Partnership (CAMP), Vehicle Safety Communications—Applications (VSC-A), Final
Report at xi (September 2011, Report No. DOT HS 811 492A). See
www.nhtsa.gov/Research/Crash+Avoidance/Office+of+Crash+Avoidance+Research+Technical+Publications (last
accessed Jan. 24, 2014).
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3. The Connected Vehicle Safety Pilot Program
a) Introduction

The Connected Vehicle Safety Pilot Program is part of a major scientific research
program run jointly by the DOT and its research and development partners in private industry.
The program supports the development of safety applications based on V2V and V21
communications systems, using DSRC technology. The Safety Pilot Model Deployment was
designed to inform the effectiveness estimates of these safety applications at reducing crashes
and to show how real-world drivers respond to these safety applications in their vehicles. The
test includes many vehicles with vehicle awareness devices, others with integrated safety
systems, and others that use aftermarket safety devices to communicate with surrounding
vehicles. All of these technologies are DSRC-based. The pilot includes multiple vehicle types—
cars, trucks, and transit vehicles. The Safety Pilot has concluded for purposes of gathering
information on light-duty vehicles, but it has been extended for additional data collection through
late 2014.

Figure II-1 Visual Representation of V2V Communication

Note: Vehicles “talk” to each other exchanging information such as vehicle size, position, speed, heading, lateral/longitudinal
acceleration, yaw rate, throttle position, brake status, steering angle, wiper status, tum signal status, enabling safety and mobility
applications.




While the ITS-JPO within the OST-R is leading this research initiative, several agencies
within DOT are supporting the Safety Pilot, including NHTSA, FHWA, Federal Motor Carrier
Safety Administration, and Federal Transit Administration.

b) Research vision

The vision of the Safety Pilot Model Deployment was to test V2V safety applications in
real-world driving scenarios to support estimation of their effectiveness at reducing crashes, and
to ensure that the devices are safe and do not unnecessarily distract motorists or cause
unintended consequences. The Model Deployment is evaluating everyday drivers’ reactions,
both in a controlled environment through driver clinics, and on actual roadways with other
vehicles through the real-world model deployment.

¢) Research plan
The two fundamental components of the Safety Pilot are:

Safety Pilot Driver Clinics: Driver clinics were conducted at six sites across the United
States to assess user acceptance of the V2V technology. At each driver clinic,
approximately 100 drivers tested in-vehicle wireless technology in a controlled
environment, such as a race track. The goal was to determine how motorists responded to
and benefitted from in-vehicle alerts and warnings. The driver clinics were conducted
from August 2011 through January 2012.

Safety Pilot Model Deployment: The Model Deployment is being conducted in the Ann
Arbor, Michigan, and ran from August 2012 to February 2014. Sponsored by DOT and
conducted by the University of Michigan Transportation Research Institute, the
experiment was designed to support estimation of the effectiveness of V2V technology at
reducing crashes. Approximately 2,800 vehicles — a mix of cars, trucks, and transit
vehicles operating on public streets within a highly concentrated area — are equipped with
integrated in-vehicle safety systems, aftermarket safety devices, or vehicle awareness
devices, all using DSRC to emit wireless signals of vehicle position and heading
information. Vehicles equipped with integrated in-vehicle or aftermarket safety devices
have the additional design functionality of being able to warn drivers of an impending
crash situation involving another equipped vehicle.

The Safety Pilot Model Deployment, with 27 roadside units covering 75 miles of
roadway, is also designed to test V2I applications, including:

e Signal priority for transit and emergency vehicles,

e Roadway maintenance,

e Density of pedestrian traffic, and

e Traffic signal timing.




Data from the model deployment is being archived and made available to researchers for
evaluation and testing of applications beyond the testing period. The model deployment
is the first test of this magnitude of V2V technology in a real-world, multimodal
operating environment. UMTRI is leading a diverse team of industry, public agencies,
and academia in supporting this effort.

d) Research goals
The goals of the Safety Pilot were to:

e Support the NHTSA agency decision by obtaining empirical data on user
acceptance and system effectiveness;

e Demonstrate real-world connected vehicle applications in a data-rich
environment;

e Establish a real-world operating environment for additional safety, mobility, and
environmental applications development;

e Archive data for additional research purposes; and

e Identify prototype system characteristics that can be improved or that need to be
corrected.

e) Research results
The planned outcomes of this research are:

e A determination of whether the system as designed, or somewhat modified, is
viable

e Documentation of information helpful in estimating the potential benefits of
connected vehicle technologies and evaluation of driver acceptance of vehicle-
based safety systems

e Identification of any research needs and the steps to address them

e Analysis of Model Deployment data to support making the agency decision on
how to proceed.

4. Studies related to V2V light-vehicle research

As this report focuses on the basis and potential of applying V2V technology to light
vehicles, it important to note the agency is also heavily involved in V2V research related to
heavy vehicles, pedestrians, and motorcycles.

a) Heavy vehicles

The agency intends to make a decision concerning the disposition of V2V technology
concerning heavy vehicles in 2014. The heavy vehicle research is in parallel with the light
vehicle research. The interoperability, security, and safety application research associated with
light vehicles directly supports the heavy vehicle research. Interoperable devices (both integrated
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and retrofit) were installed on heavy trucks and run during the Safety Pilot Model Deployment.
Heavy vehicle driver clinics were conducted to obtain feedback from professional drivers about
V2V crash avoidance systems for heavy vehicles. Data collected during the Safety Pilot Model
Deployment will be used to support an evaluation of the V2V technology, but meanwhile, the
agency continues to conduct research to better understand the operational contrasts for these
vehicles in terms of V2V technology and safety applications.

b) Pedestrians

Past investigation concerning preventing crashes with pedestrians has focused on vehicle-
based sensors. The Pedestrian Crash Avoidance and Mitigation project studied the effectiveness
of vehicle-based systems to detect a pedestrian in a possible crash situation with a vehicle and
warn the driver. With V2V technology, pedestrians can carry devices (such as mobile phones)
that can send out a safety signal using DSRC and communicate with DSRC devices that would
be used in vehicles. We envision that both the driver and the pedestrian could both be warned if a
possible conflict arises. However, there are many issues to be resolved concerning V2P safety
applications. The agency is developing a research plan that will investigate issues relating to V2P
communication, safety applications, and human factors, among other things. The initial research
will identify the pre-crash scenarios involving pedestrians that can be addressed by V2P
technology. That analysis will also provide information concerning the dynamics of each pre-
crash scenario that will facilitate the prototyping of V2P safety applications.

¢) Motorcycles

Motorcycle fatalities represent approximately 11 percent of all highway fatalities each
year, and 80 percent of reported motorcycle crashes result in injury or death.** A small group of
motorcycles were outfitted with Vehicle Awareness Devices and participated in the Safety Pilot
Model Deployment. Using VADs on motorcycles enables the motorcycles to be “seen” by other
V2V-equipped vehicles, enabling alerts to the driver if a motorcycle and the equipped vehicle are
in a possible crash situation. Subsequent analysis of the Safety Pilot Model Deployment data will
provide information that will assist in the development of a V2V motorcycle research program.
V2V motorcycle research will likely entail investigating how to adapt safety applications to be
used by motorcycles and addressing how to warn a motorcyclist of a possible crash situation,
among other things.

5. Vehicle-to-infrastructure (V2I)

The same wireless technology that supports V2V safety applications (5.9 GHz DSRC)
will also enable a broader set of safety and mobility applications when combined with

 Motorcycle Safety (Report No. DOT HS 807 709, revised December 2007). See
www.nhtsa.gov/people/inju_ry/pedbimot/motorcycle/motosafety.html (last accessed Jan. 9, 2014).
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compatible roadway infrastructure; therefore V2V serves as the gateway for the broader
intelligent transportation system program. The Connected Vehicle Core System Architecture®
describes the overall anticipated system, including V2V and V2I capabilities. DSRC-based V2I
communications are also being developed that involve the wireless exchange of critical safety
and operational data between vehicles (including brought-in devices) and highway infrastructure,
intended primarily to avoid motor vehicle crashes while enabling a wide range of mobility and
environmental benefits. The program is funding V2V and V2I communications research within
the Dynamic Mobility Applications (real-time traffic information to enhance mobility), Road
Weather, Applications for the Environment: Real-Time Information Synthesis (AERIS), and V2I
Safety programs.26 V2I applications under development include applications for commercial
freight operators and transit agencies. V2I applications complement the V2V safety applications
by addressing crash scenarios that the V2V program cannot address or that could be addressed
more efficiently with low levels of penetration of DSRC-equipped light vehicles. The following
is a list of V2I potential safety applications:

e Red Light Violation Warning,

e Curve Speed Warning,

e Stop Sign Gap Assist,

e Reduced Speed Zone Warning,

e Spot Weather Information Warning,

e Stop Sign Violation Warning,

¢ Railroad Crossing Violation Warning, and
e Oversize Vehicle Warning.

Additional mode-specific applications are being developed in partnership with FHWA,
FTA, FMCSA, and the Federal Railroad Administration.

The V21 safety research program also focuses on creating national interoperability to
support infrastructure and vehicle deployments and facilitating cost-effective infrastructure
deployment. DOT and State and local agencies are implementing test beds in Michigan,
California, Arizona, Florida, New York, Virginia, and Minnesota to analyze V2I and V2V
communications systems. The ITS-JPO created a group27 for these entities to coordinate lessons
learned, in particular related to the implementation of DSRC-based infrastructure.

25 gee www.its.dot.cov/research/systems _engineering htm (last accessed Jan. 9, 2014).

%6 For detailed information on these programs, see www.its.dot.gov.

27 For information about the affiliation of Connected Vehicle Test Beds, see www.its.dot. gov/testbed.htm (last
accessed Jan. 24, 2014).
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The ITS-JPO also awarded a contract with the American Association of State Highway
and Transportation Officials to conduct a “National Connected Vehicle Field Infrastructure
Footprint Analysis.” This analysis was conducted to engage State and local departments of
transportation in the development of concepts and scenarios for deployment of V2I systems that
will be owned and operated by State and local DOTs. A final report, due later this year, will
estimate costs for deployment and operations and maintenance of V2I. In addition to developing
a concept for early deployments and a growing National Footprint for V21 systems, the analysis
will serve as input to guidance that FHWA is preparing to release in late 2015. The FHWA
Public Agency Guidance, currently under development, will initially focus on Federal-aid
eligibility, use of right-of-way and infrastructure, innovative financing, procurement processes,
and interoperability issues. This initial guidance is intended to address the needs of early
demonstration site deployments, and to assist in planning for future investments and deployment
of V21 systems. It is envisioned that deployment guidance will evolve as specific applications
enter service.

The Basic Safety Message is the primary message set proposed to send data between
vehicles and between vehicles and the infrastructure. While the BSM is mainly developed for
safety applications, the data in the message may also be used by other connected vehicle
applications, such as mobility, weather, and AERIS programs. Additional messages from
vehicles or from the infrastructure may also be developed in the future. Some of the applications
can also deliver significant safety benefits once implemented. Currently, DOT is developing the
applications and planning for field testing, evaluation, and modeling analysis of the benefits.

Also, mobility, weather, and environment applications will benefit from vehicles storing
certain limited types of data and, possibly, transmitting and receiving information over multiple
communication media, such as DSRC and cellular. The NHTSA decision and market forces may
have a role in encouraging vehicle manufacturers to provide storage and cellular capabilities that
could facilitate mobility, weather, and environment applications. The following example
describes why these capabilities are needed. DOT anticipates that few DSRC RSE units will be
installed initially. In order to enable these applications, vehicles would need either to store data
gathered along a trip and download it when reaching an RSE unit, or to transmit the information
at regular intervals using cellular communications. Data may be used by the public sector to
predict travel times along routes, as well as to identify incident locations or areas that may need
salt treatments, in order to inform drivers about changes in traffic and road conditions. It will be
important for vehicles to be able to receive V2I messages (e.g., Signal Phase and Timing,
traveler information messages).

Enabling these capabilities could likely require additional elements in the BSM and could
also cause more data to be broadcast to and processed by devices, potentially leading to
communication congestion. It is critical that safety messaging not be compromised due to
broadcasting more data for V2I. Fortunately, it is likely that mobility, AERIS and weather
applications will not need data transmitted 10 times per second. It is expected that the DOT’s

13




ITS-JPO will conduct additional channel congestion analysis to understand the implication of
communicating V2I data in addition to V2V data. The ITS-JPO will fund more V2I and V2V
modeling and field testing, to be completed within 24 months after a NHTSA decision. The ITS-
JPO plans to perform the modeling and field tests and go through a peer review process with
NHTSA to validate credibility of the methodology and results.
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III. Safety Need

NHTSA was established by the Highway Safety Act of 1970, as the successor to the
National Highway Safety Bureau, to carry out safety programs under the National Traffic and
Motor Vehicle Safety Act of 1966 and the Highway Safety Act of 1966.7* Among other things,
NHTSA helps to reduce deaths, injuries and economic losses resulting from motor vehicle
crashes by setting and enforcing safety performance standards for motor vehicles and motor
vehicle equipment, and through grants to State and local governments to enable them to conduct
effective local highway safety programs. Vehicle manufacturers respond to NHTSA’s standards
by building safer vehicles, and safety technology has developed rapidly since the 1970s — not
only are air bags and ESC standard equipment now, but vehicles protect occupants better in the
event of a crash due to advanced structural techniques propagated by more stringent
crashworthiness standards. Combined with State and local government efforts, market effects,
and driver behavior improvements, NHTSA’s standards have contributed to a significant
reduction in highway fatalities and injuries - from 52,627 fatalities in 197 O,29 to 32,479 fatalities
in 2011.3° Between existing crashworthiness and crash avoidance technologies, motor vehicles
are safer than they have ever been.

Nevertheless, crashes continue to occur, with attendant property damage, injuries, and
fatalities. Although continued improvements in vehicle crashworthiness will still help reduce
fatalities and injuries, NHTSA believes the greatest gains in highway safety in coming years will
result from broad-scale application of crash avoidance technologies.3 ! Fortunately, the pace of
technological development is picking up rapidly as advances in computers and electronics enable
new crash avoidance technologies that may not only mitigate the remaining occurring crashes
but avoid them entirely. By warning drivers of impending crash situations, V2V technology may
be able to reduce the number and severity of motor vehicle crashes, thereby minimizing the costs
to society that would have resulted from these crashes.

2 NJHTSA also carries out consumer programs established by the Motor Vehicle Information and Cost Savings Act
of 1972.

29 National Center for Health Statistics, HEW and State Accident Summaries (Adjusted to 30-Day Traffic Deaths by
NHTSA).

30 National Highway Traffic Safety Administration, Fatality Analysis Report System (FARS) final 2011 data. For
more information, see www.nhtsa.gov/FARS (last accessed Feb. 12, 2014).

31 For more information, see the agency policy statement on automated vehicles at

www.nhtsa.gov/staticfiles/rulemaking/pdf/Automated_Vehicles Policy.pdf (last accessed Jan. 24, 2014).
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A. Crashes potentially addressed by V2V technology

Calculating the target potential crashes that V2V-based safety applications could address
helps provide a starting point for estimating the magnitude of the problem in terms of the number
and severity of crashes and injuries, the number of fatalities, and the societal cost of vehicle
crashes. Dividing up the potential target crashes by pre-crash scenario also helps us understand
how different V2V-based safety applications can address different kinds of safety problems.

DOT conducted a preliminary analysis in 2009 of the annual number of crashes that
could be addressed by V2V technology.*? The identified applicable crashes are based on the
DOT->*developed pre-crash scenario typology as shown in Table II-1, which is in turn primarily
based on pre-crash variables recorded in the GES and Crashworthiness Data System.

Table I1I-1 37 Pre-Crash Scenario Typology

Crash Scenario Crash Scenario

1 | Vehicle Failure 21 | Vehicle(s) Not Making a Maneuver — Opposite
Direction

2 | Control Loss with Prior Vehicle Action 22 | Following Vehicle Making a Maneuver

3 | Control Loss without Prior Vehicle Action 23 | Lead Vehicle Accelerating

4 | Running Red Light 24 | Lead Vehicle Moving at Lower Constant Speed

5 | Running Stop Sign 25 | Lead Vehicle Decelerating

6 | Road Edge Departure with Prior Vehicle Maneuver | 26 Lead Vehicle Stopped

7 | Road Edge Departure without Prior Vehicle 27 | Left Turn Across Path from Opposite Directions at

Maneuver Signalized Junctions

8 | Road Edge Departure While Backing Up 28 | Vehicle Tumning Right at Signalized Junctions

9 | Animal Crash with Prior Vehicle Maneuver 29 | Left Turn Across Path from Opposite Directions at
Non-Signalized Junctions

10 | Animal Crash without Prior Vehicle Maneuver 30 | Straight Crossing Paths at Non-Signalized
Junctions

11 | Pedestrian Crash with Prior Vehicle Maneuver 31 | Vehicle(s) Turning at Non-Signalized Junctions

12 | Pedestrian Crash without Prior Vehicle Maneuver 32 | Evasive Action with Prior Vehicle Maneuver

13 | Pedalcyclist Crash with Prior Vehicle Maneuver 33 | Evasive Action without Prior Vehicle Maneuver

14 | Pedalcyclist Crash without Prior Vehicle Maneuver | 34 Non-Collision Incident

15 | Backing Up into Another Vehicle 35 | Object Crash with Prior Vehicle Maneuver

16 | Vehicle(s) Tumning — Same Direction 36 | Object Crash without Prior Vehicle Maneuver

32 Frequency of Target Crashes for Intellidrive Safety Systems (Najm, Koopman, Smith, and Brewer, October 2010,
Report No. DOT HS 811 381). See

www.nhtsa.gov/Research/Crash+Avoidance/ci Office+of+Crash+Avoidance+Research+Technical+Publications.pri
nt (last accessed Jan. 30, 2014).

33 Analysis of Light Vehicle Crashes and Pre-Crash Scenarios Based on the 2000 General Estimates System (Najm,
Sen, Smith, and Campbell, Nov. 2002, Report No. DOT HS 809 573). See
www.nhtsa.gov/Research/Crash+Avoidance/ci.Ofﬁce+of+Crash+Avoidance+Research+Technica1+Publications.pri
nt (last accessed Jan. 9, 2014).
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17 | Vehicle(s) Parking — Same Direction 37 | Other

18 | Vehicle(s) Changing Lanes — Same Direction

19 | Vehicle(s) Drifting — Same Direction

20 | Vehicle(s) Making a Maneuver — Opposite
Direction

Vehicle Action refers to a vehicle decelerating, accelerating, starting, passing, parking, turning, backing up,
changing lanes, merging, or successful corrective action to a previous critical event.

Vehicle Maneuver denotes passing, parking, turning, changing lanes, merging, or successful corrective action to a
previous critical event.

Of these 37 pre-crash scenarios, DOT determined that 15 represented either single
vehicle crashes or crashes that would need to be addressed by V2I. That left 22 pre-crash
scenarios remaining that could potentially be addressed by V2V technology. The 22 remaining
crash scenarios, if the crashes they represent could be prevented, could address 81 percent of
unimpaired light vehicle crashes, Figure IlI-1.

Figure I1I-1 Target Unimpaired Light Vehicle Crashes Potentially Addressed by V2V

Target Unimpaired Light Vehicle Crashes
Potentially Addressed by V2V

m Target LV Unimpared Crashes m Remaining LV Crashes
Using 2004-2008 crash data, the approximate average number of fatalities, injuries, and

property damage per year caused by these 22 target light-vehicle pre-crash scenarios are 27,000;
1,800,000; and 7,300,000, respectively, as illustrated in Figure III-2 below.
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