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Neustar’s Primary Concern
Harmonization:  The NPRM suggests that the Commission is considering “harmonizing” the privacy rules that govern traditional telecom services with the new rules that it is proposing for broadband ISPs.  Important consumer protection services that have been available and relied upon by consumers for many years may be, perhaps inadvertently, swept up by this far-reaching rulemaking.  An FCC mandated consumer opt-in for these services where the service provider works with a third party will materially diminish the utility of these services for consumers and for businesses.  

Key Services Potentially Affected
1) Directory Listings and Directory Assistance 
· Many service providers turn to third parties that act as agents to gather directory listings and assistance information and to distribute that information to other service providers.
2) Caller ID, Certified Caller ID, and Spoofing 
· Many terminating providers work with third party databases to obtain the Calling Party Name, which is not part of the SS7 data received from the originating provider.  This enables the terminating provider to send both the caller’s name and number as Caller ID to the receiving customer.
· Service providers and third parties with directory listing information are working collaboratively to develop a protocol to verify the Caller ID information (number and name) before sending the call to the consumer.  This verification step requires communication service providers and third parties to share and combine data (e.g., names and numbers).  
3) TCPA Compliance
· Companies or entities that acquire customer consent to make autodialed and/or recorded calls may face stiff fines for TCPA violations when calling a customer’s former number that has been reassigned.
· Third parties, with more up-to-date data, help these entities avoid this situation by validating that the customer’s name and other information still links to the telephone number that the entity is planning to call.  
4) Fraud and Identity Theft Protection 
· Online retailers and financial institutions use third party providers to ensure that information such as name, address and telephone number match up with the stated identity of the buyer.  
5) Do Not Call Compliance
· As the current administrator of the Number Portability Administration Center (NPAC), Neustar provides daily updates of intermodal porting to telemarketing companies so they can remove wireless telephone numbers from their calling lists.  These telephone numbers are populated in the NPAC by telecommunications service providers.

Recommendations
1) The Commission must fully understand the implications of harmonizing traditional telephony rules with the proposed broadband rules.
2) At a minimum, it is critical to maintain the opt-out standard now applicable to non-sensitive information (e.g., name, address, telephone number) used for services such as directory listings and Caller ID. 
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