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Dear Ms. Dortch:

AT&T Inc. (“AT&T”) provides the attached response (the “Response”) to the letter dated
October 7, 2014 from William T. Lake, Chief of the Media Bureau of the Federal
Communications Commission (the “FCC” or the “Commission”), and the Information Request
for AT&T attached thereto (collectively, the “Request”).1

With respect to certain Requests, AT&T identified responsive documents using keyword
searches of AT&T documents submitted to the Commission in the AT&T-DIRECTV
proceeding, MB Docket 14-90. Where the Request seeks charts, spreadsheets, or similar graphic
or tabular information, responsive information is provided in exhibits to the Response. An Index
of Exhibits is appended to the attached Response as Exhibit A. A description of the
deduplication methodology is appended as Exhibit B.

The Request calls for AT&T to submit certain information and documents that are
sensitive from a commercial, competitive, or financial perspective, and that AT&T would not

1 Applications of Comcast Corp., Time Warner Cable Inc., Charter Communications, Inc., Time
Warner Entertainment-Advance/Newhouse Partnership, and SpinCo for Consent to Assign or
Transfer Control of Licenses and Authorizations (MB Docket No. 14-57), Letter from William T.
Lake, Chief, Media Bureau, to Robert W. Quinn, Jr. (Oct. 7, 2014).
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reveal in the ordinary course of business to the public or its competitors. AT&T is submitting
information and documents on a Confidential and Highly Confidential basis pursuant to the
Modified Joint Protective Order for this proceeding that was issued on October 7, 2014. The
inadvertent inclusion of any material that is subject to an assertion of the attorney-client, attorney
work-product, or other applicable privilege is not intended as a waiver of such privilege.

Pursuant to discussions with the Commission staff, AT&T is submitting responses to the
data requests in the Information Request (Request No. 1) in the same manner and subject to the
same modifications as in AT&T’s responses to corresponding requests in the AT&T/DIRECTV
Information Request.2 AT&T is also submitting its Response consistent with the following
modifications:

1. Notwithstanding the definition of “Internet Access Service,” AT&T need not provide
information or data relating to services delivered over a mobile wireless broadband
network or satellite broadband network in its Response to the Information Request.

2. Notwithstanding the definition of “MVPD Service,” AT&T need not provide information
or data relating to such services delivered over a mobile wireless network, including but
not limited to the Mobile TV service offered through AT&T’s Mobility organization, in
its Response to the Information Request.

3. To the extent a Request seeks information for a particular geographic area or areas,
AT&T may limit its Responses to areas within AT&T’s 22-state ILEC wireline footprint.

4. AT&T may exclude from its Response data on business subscribers and business rate
plans or packages.

5. With respect to any Request that calls for data to be provided separately by service plan
or package, AT&T may instead respond with data at the service level for legacy
telephony service (i.e., for legacy telephony as a whole).

6. AT&T may rely on service-level subscriber billing information rather than line item
subscriber billing information in preparing its Responses as they relate to DSL and legacy
telephony services.

2 See Letter from Maureen R. Jeffreys, Counsel for AT&T Inc., to Marlene H. Dortch, Secretary,
Federal Communications Commission, MB Docket No. 14-57 (filed October 15, 2014).
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Pursuant to the Modified Joint Protective Order3 AT&T is filing an unredacted Highly
Confidential copy of the Response with your office and a redacted public version in ECFS.
Additional copies of the unredacted Response are being delivered to the Media Bureau, while
DVD-ROMs containing the unredacted document production are being delivered to the
Commission’s document review vendor for use by the Staff.

Please contact me at (202) 942-6608 or Maureen.Jeffreys@aporter.com if you have any
questions regarding the information submitted today. Thank you for your assistance.

Respectfully submitted,

Maureen R. Jeffreys
Counsel for AT&T Inc.

Enclosures
cc (via e-mail): Best Copy and Printing, Inc.

Vanessa Lemmé
Marcia Glauberman
William Dever
Jim Bird

3 Applications of Comcast Corp., Time Warner Cable Inc., Charter Communications, Inc., Time
Warner Entertainment-Advance/Newhouse Partnership, and SpinCo for Consent to Assign or
Transfer Control of Licenses and Authorizations, Modified Joint Protective Order, DA 14-1464 (MB
rel. Oct. 7, 2014) (“Modified Joint Protective Order”).



RESPONSE OF AT&T INC. TO
INFORMATION REQUEST DATED OCTOBER 7, 2014

October 31, 2014

AT&T’s responses to the Request are as follows.

1. REQUEST:

For the period beginning January 1, 2013 through June 30, 2014, provide:

RESPONSE:

Subject to the modifications set forth in the letter accompanying this Response, AT&T is

providing the data as specified in the Attachments to the extent such data are available. Pursuant to

discussions with the Commission staff, AT&T is submitting the response to this data request in the

same manner and subject to the same modifications as in AT&T’s responses to corresponding

requests in the AT&T/DIRECTV Information Request. Some of the requested data are not

maintained in the requested form in the ordinary course of AT&T’s business and may be incomplete

or contain inaccuracies. Exceptions to AT&T’s ability to report data in the manner requested are

indicated below.

a. plan level subscriber data by zip code for the period beginning June 1, 2013
through June 30, 2014, as requested in the Billing Plan Data Table (attached);

RESPONSE:

For its response to Request No. 1.a, AT&T has provided in Exhibits 1.a.1 and 1.a.24 the

information requested in the instructions and template for the “Billing Plan Data Table” as

requested, subject to certain limitations as follows: AT&T defines plans for standalone products

4 Exhibit 1.a.3 contains notes and definitions of terms used in Exhibits 1.a.1 and 1.a.2. Exhibit 1.a.4
contains descriptions of each MVPD package listed. Exhibit 1.a.5 contains descriptions of each
Internet Access tier listed. Exhibit 1.a.6 contains descriptions of each VoIP package listed.
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only. Bundles are accounted for as a promotional discount for customers who purchase a service

plan of their choice for two or more different services. Notwithstanding this, AT&T has provided

information in Exhibits 1.a.1 and 1.a.2 for all unique combinations of standalone products. Pursuant

to discussions with Commission Staff, AT&T has not provided plan or package names for legacy

telephony services, but does indicate whether a combination of plans or packages includes legacy

telephony service. Further, pursuant to discussions with Commission Staff, AT&T may respond

with data at the service level for legacy telephony service. As such, AT&T has not provided

information for legacy telephony for the variable “unlimited_voice.”

[BEGIN AT&T CONFIDENTIAL INFORMATION]

[END AT&T

CONFIDENTIAL INFORMATION] Exhibit 1.a.1 reports the variables requested in the “Billing

Plan Data Table” including [BEGIN AT&T CONFIDENTIAL INFORMATION] [END

AT&T CONFIDENTIAL INFORMATION] for all U-verse plans and packages, and

combinations of U-verse plans and packages. Exhibit 1.a.2 reports the variables requested in the

“Billing Plan Data Table” except for the data related to [BEGIN AT&T CONFIDENTIAL

INFORMATION] [END

5 [BEGIN AT&T CONFIDENTIAL INFORMATION]

Footnote continued on next page
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AT&T CONFIDENTIAL INFORMATION] Exhibit 1.a.2 includes both U-verse and legacy plans

and packages, as well as combinations of U-verse and legacy plans and packages. AT&T provides

the requested data on a monthly basis from July 2013 to July 2014. Disconnects data in Exhibits

1.a.1 and 1.a.2 are provided on a monthly basis from September 2013 to July 2014.

b. the residential locations for which the Company’s Internet Access Service is
available and provide the number of residential subscribers by census block,
technology and bandwidth as requested by the Internet Access Table (attached);

RESPONSE:

For its response to Request No. 1.b, in Exhibits 1.b.1, 1.b.2, and 1.b.3,6 AT&T is providing

data on customer locations where the Company offers service (ELUs) and subscribers for each

census block within AT&T’s 22-state wireline footprint, by technology type, and by Internet Access

Service speed tier available within that census block. ELU data and subscriber data are not available

for the requested months in AT&T’s currently available automated systems before December 2011,

and are provided starting in December 2011. Data are provided for July 2013 in lieu of June 2013

because DSL data is not available in AT&T’s currently available automated systems for June 2013.

In Exhibit 1.b.1, AT&T provides speed tier information by census block for the current

period only. September 2014 ELUs by speed tier and maximum speeds are provided alongside June

2014 subscriber counts for the response for June 2014. For earlier periods, Exhibit 1.b.1 reports

ELU and subscriber data by technology type. AT&T does not advertise upload speeds for Internet

Footnote continued from previous page

[END AT&T CONFIDENTIAL INFORMATION]
6 Exhibit 1.b.4 contains notes and definitions of terms used in Exhibits 1.b.1, 1.b.2, and 1.b.3.
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service plans. AT&T provides Internet services on a best efforts basis, and states its speeds are

based on what a customer is capable of attaining, not what a customer is guaranteed to obtain.

Exhibit 1.b.1 reports ELUs for Internet Access Service for the current period for xDSL

(technology code 2), IPDSL (technology code 3), and FTTN with and without MVPD Service and

FTTP combined (technology codes 4, 5 or 6). For historical periods, ELUs are reported for xDSL

(technology code 2), and for IPDSL, FTTN with and without MVPD service, and FTTP combined

(technology codes 3, 4, 5, or 6). Data limitations prevent reporting separately by technology code

for some subscribers and locations; in such cases subscribers and locations are classified as

“unknown.” AT&T is unable to further distinguish among these technologies in its combined ELU

and subscriber data. Exhibit 1.b.1 reports total ELUs, including both residential and other customer

locations, [BEGIN AT&T CONFIDENTIAL INFORMATION]

[END AT&T CONFIDENTIAL

INFORMATION]

In Exhibit 1.b.2, AT&T provides subscriber data by technology type and census block and

gives the download and upload speed taken by each subscriber. Exhibit 1.b.2 reports subscribers for

Internet Access Service for xDSL (technology code 2), IPDSL (technology code 3), and FTTN with

and without MVPD Service and FTTP combined (technology codes 4, 5, or 6). AT&T is unable to

further distinguish among these technologies in its subscriber data.

In Exhibit 1.b.3, AT&T provides ELU data by technology type and census block. Exhibit

1.b.3 reports ELUs for Internet Access Service for xDSL (technology code 2), IPDSL and FTTN

without MVPD service combined (technology code 3 or 4), and FTTN with MVPD Service and

FTTP combined (technology codes 5 or 6). AT&T is unable to further distinguish among these

technologies in its ELU data. Data limitations prevent reporting separately by technology code for

REDACTED - FOR PUBLIC INSPECTION
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some locations; in such cases locations are classified as “unknown.” Exhibit 1.b.3 reports total

ELUs, including both residential and other customer locations, [BEGIN AT&T CONFIDENTIAL

INFORMATION]

[END AT&T CONFIDENTIAL INFORMATION]

c. separately, for each person from whom the Company purchases Transit
Service or provides Peering, provide the data requested in the Purchases of
Transit Service Table, Sales of Paid Peering Table, and Settlement-Free
Peering Traffic Table (attached).

RESPONSE:

AT&T exchanges traffic with 23 peers in the United States on a settlement-free basis. AT&T

has completed the “Free Peer Traffic” table template in the Microsoft Excel file entitled “Exhibit

1.c.” Column A provides the relevant month and year. Columns B and C provide name of the peer

and the name that the peer uses when doing business with AT&T. Columns D and E identify the

total capacity of AT&T’s links with each peer in megabits per second (“Mbps”), from January 2013

to June 2014.7 Because all links are bi-directional, the capacity in Columns D and E are the same.

[BEGIN AT&T HIGHLY CONFIDENTIAL INFORMATION]

[END

AT&T HIGHLY CONFIDENTIAL INFORMATION] Columns F and G provide the 95th

percentile utilization in Mbps inbound and outbound to AT&T’s network for each month from

January 2013 to June 2014.8 Columns H and I provide the amount of money paid (1) by AT&T to

7 In some cases, the Exhibit shows capacity for a few months and then no capacity for subsequent
months. This typically occurs because peers sometimes set up links at an interconnection site and
find that they do not use or need it, and then cancel the capacity.
8 [BEGIN AT&T HIGHLY CONFIDENTIAL INFORMATION]

Footnote continued on next page
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peers and (2) by peers to AT&T for penalties or fees. [BEGIN AT&T HIGHLY

CONFIDENTIAL INFORMATION]

[END AT&T HIGHLY CONFIDENTIAL INFORMATION]

Columns J and K identify the start and end date for each contract. [BEGIN AT&T HIGHLY

CONFIDENTIAL INFORMATION]

Footnote continued from previous page

[END AT&T HIGHLY CONFIDENTIAL
INFORMATION]

REDACTED - FOR PUBLIC INSPECTION
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[END AT&T

HIGHLY CONFIDENTIAL INFORMATION]

2. REQUEST:

Explain or provide documents discussing:

a. the Company’s ability, as a provider of Internet Access Service over DSL
technologies, to compete with other Internet Access Service providers that
offer that service at the same or faster speeds;

RESPONSE:

Documents responsive to this Request may be found at Exhibits 2.a.1-2.a.146 and are

included in AT&T’s document production.

b. whether and to what extent increases in the speed of the Company’s DSL-
based Internet Access Service have allowed or would allow the Company to
compete more effectively for Internet Access Service subscribers;

RESPONSE:

Documents responsive to this Request may be found at Exhibits 2.b.1-2.b.140 and are

included in AT&T’s document production.

c. whether and to what extent the Company’s ability to compete for Internet
Access Service subscribers has been or would be increased if it were able to
offer Internet Access Service using FTTP;

RESPONSE:

Documents responsive to this Request may be found at Exhibits 2.c.1-2.c.120 and are

included in AT&T’s document production.

d. the Company’s plans for capital investments that would increase the speed of
the DSL-based Internet Access Service it offers, and the Company’s reasons
to make those investments;

REDACTED - FOR PUBLIC INSPECTION
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RESPONSE:

Documents responsive to this request may be found at Exhibits 2.d.1-2.d.64 and are included

in AT&T’s document production.

e. the plans of the Company to replace Internet Access Service that it currently
provides over DSL with Internet Access Service over fiber to the premises
(FTTP) and the Company’s rationales in favor of or against such
replacements;

RESPONSE:

Documents responsive to this request may be found at Exhibits 2.e.1-2.e.189 and are

included in AT&T’s document production.

f. what download and upload speeds the Company believes are required to
support internet usage for video consumption by the average individual and
by the average household, both at present and in the future; and

RESPONSE:

There is no defined industry standard for video consumption by the average individual or

average household. Download and upload speeds required to support Internet usage for video

consumption for an individual or household will vary depending on a number of factors, including

the video and audio quality required and the usage by customers of the broadband technologies

available to those customers and their households, which in turn will depend on the network

technologies utilized by Internet Service Providers (“ISPs”) and programmers to deliver video over

Internet connections. Documents responsive to this Request, in that they refer to download or

upload speeds in connection with video streaming, may be found at Exhibits 2.f.1-2.f.81 and are

included in AT&T’s document production.

REDACTED - FOR PUBLIC INSPECTION
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g. churn, subscriber acquisition and retention costs, including the Company’s
subscriber costs incurred in switching to another provider of Internet Access
Service; and

Documents responsive to this Request may be found at Exhibits 2.g.1-2.g.64 and are

included in AT&T’s document production.

h. the reasons subscribers disconnect Internet Access Service or switch
providers thereof, including but not limited to, pricing, quality of service and
disputes between the Company and Edge Providers, CDNs or transit service
providers.

Documents responsive to this Request may be found at Exhibits 2.g.1-2.g.64, as

referenced above, and are included in AT&T’s document production.

3. REQUEST:

Explain or provide documents sufficient to show the Company’s policies or
procedures with respect to decisions to establish or augment interconnection
capacity with any CDNs, Internet backbone services, edge providers, Internet
Access Service providers, and all other persons with whom the Company may
engage in Internet Traffic Exchange.

RESPONSE:

AT&T offers three services that allow third parties to directly interconnect with AT&T’s

network: (1) peering; (2) Managed Internet Service (“MIS”); and (3) the Content

Interconnection Platform (“CIP”).

Peering. Large ISPs can often interconnect with AT&T through peering. Peering is a

private commercial arrangement under which two “peer” ISPs connect and exchange traffic.

Each peer provides the other with access only to its own customers – not to the entire Internet.

Although peering arrangements are “settlement-free,” in the sense that the two parties

typically do not exchange monetary payment, peering is not “free.” These arrangements are

barter transactions under which each peer network agrees to exchange roughly equal amounts of

REDACTED - FOR PUBLIC INSPECTION
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traffic, and comply with certain other terms (relating, for example, to traffic volumes and the

number and locations of points at which they will exchange traffic). When the ratio of traffic

exchanged between the parties is roughly equal (and other criteria are met), these relationships

benefit both parties by enabling them to avoid the cost of billing each other for transporting and

terminating roughly equivalent traffic.

AT&T’s peering policy is publicly available at http://www.corp.att.com/peering/.

AT&T’s peering policy is typical of those in the industry (and more generous than some).

AT&T’s policy allows a peer to transmit up to two times more traffic to AT&T than it receives

from AT&T. It thus allows peering even where there is a substantial traffic imbalance in favor

of AT&T’s peer. For existing peers, even if the imbalance modestly exceeds 2:1, AT&T’s

peering policy provides that it will work with the peer to find other ways to make the settlement-

free peering arrangement equitable and sustainable, such as implementing routing arrangements

that reduce AT&T’s costs of carrying the additional traffic. But where the imbalance of traffic

substantially exceeds 2:1, an Internet access service or other type of paid arrangement (e.g., MIS

or CIP, discussed below) is more appropriate.

[BEGIN AT&T HIGHLY CONFIDENTIAL INFORMATION]

REDACTED - FOR PUBLIC INSPECTION
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9 See “AT&T Global IP Network Settlement-Free Peering Policy,” available at
http://www.corp.att.com/peering/ (“AT&T Peering Policy”) (“Peer must maintain a balanced traffic
ratio between its network and AT&T. In particular, a new peer must have: a. No more than a 2.00:1
ratio of traffic into AT&T: out of AT&T, on average each month. b. A reasonably low peak-to-
average ratio”).

REDACTED - FOR PUBLIC INSPECTION
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[END AT&T HIGHLY CONFIDENTIAL INFORMATION] Most

participants in the Internet backbone marketplace use “hot potato” routing. Under this approach,

each peer hands traffic to the other at the first possible interconnection point. The result is that

the receiving peer may have to carry the traffic long distances (sometimes across the country) to

deliver the traffic to the end user. By contrast, a peer using “best exit” routing delivers traffic at

the interconnection point closest to the end user, thus reducing the distance the traffic must be

carried on the receiving peer’s network.

[BEGIN AT&T HIGHLY CONFIDENTIAL INFORMATION]

[END AT&T HIGHLY CONFIDENTIAL

INFORMATION]

10 [BEGIN AT&T HIGHLY CONFIDENTIAL INFORMATION]

[END AT&T HIGHLY CONFIDENTIAL INFORMATION]
11 See AT&T Peering Policy (“Existing peers whose in: out ratio rises above 2.00:1 will be expected
to work with AT&T to implement best-exit routing or to take other suitable actions to balance
transport costs”).

REDACTED - FOR PUBLIC INSPECTION
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If the peer’s traffic imbalance rises to a level significantly above 2:1, AT&T considers

the peer to be out of compliance with AT&T’s peering policies, even if the peer is using best-exit

routing. [BEGIN AT&T HIGHLY CONFIDENTIAL INFORMATION]

[END AT&T

HIGHLY CONFIDENTIAL INFORMATION]

MIS and CIP. AT&T’s MIS service allows customers to choose the capacity of their

connections and to deliver as much traffic to AT&T’s network as those connections will permit.

AT&T’s MIS service is used by large content providers [BEGIN AT&T HIGHLY

CONFIDENTIAL INFORMATION] [END

AT&T HIGHLY CONFIDENTIAL INFORMATION] content delivery networks [BEGIN

AT&T HIGHLY CONFIDENTIAL INFORMATION] [END AT&T

HIGHLY CONFIDENTIAL INFORMATION], enterprises, and large and small businesses.

AT&T’s MIS service can be “on-net” services or transit services. An on-net service provides

access only to AT&T’s customers. Transit services are Internet Access Services in which AT&T

will deliver traffic to virtually any point on the Internet (directly or through its peering

arrangements with other ISPs).

AT&T’s recently developed CIP service allows customers to collocate servers in

AT&T’s network at locations closer to the AT&T end users who will be accessing the content on

those servers. CIP customers purchase the space, power, cooling, transport, and other

capabilities needed to operate their servers in AT&T’s network. [BEGIN AT&T HIGHLY

CONFIDENTIAL INFORMATION]

REDACTED - FOR PUBLIC INSPECTION
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[END AT&T HIGHLY CONFIDENTIAL

INFORMATION]

REDACTED - FOR PUBLIC INSPECTION
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4. REQUEST:

Provide the most recent regularly prepared network planning documents including
but not limited to budgets and financial projections regarding the expansion,
development, deployment, and improvement of the Company’s Internet Access
Service.

RESPONSE:

Documents responsive to this request may be found at Exhibits 4.1-4.8 and are included in

AT&T’s document production.

5. REQUEST:

Provide examples of or documents sufficient to demonstrate examples of
negotiations between the Company and another person that did not result in an
agreement for the Company to acquire any rights (linear or non-linear) to distribute
broadcast or non-broadcast, video programming from that other person and, if
possible, explain the Company’s view as to whether such negotiations failed because
of: (i) any economic or non-economic Most-Favored-Nation clause in a contract with
another person; (ii) grants to distribute programming exclusively to another person;
or (iii) any other limits by another person on the distribution of the programming
being negotiated.

RESPONSE:

Exhibit 5 contains information responsive to this Request. To respond to this Request,

AT&T is providing information related to negotiations since January 1, 2012 between AT&T and

video programmers in which the terms had been reduced to a long-form agreement but has yet to

result in an agreement for AT&T to purchase the video programming.12 To address concerns related

to Video Programmer Confidential Information, the Exhibit omits the names of the video

programmers.

12 [BEGIN AT&T HIGHLY CONFIDENTIAL INFORMATION]

[END AT&T HIGHLY CONFIDENTIAL INFORMATION]

REDACTED - FOR PUBLIC INSPECTION
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Tab 1 identifies the type of video programming pertinent to the negotiation and the date of

the proposal. Tabs 2 through 4 identify provisions from these negotiations responsive to subparts (i)

through (iii) of Request No. 5, to the extent such issues were raised in the long-form agreements

under negotiation. Some agreements contain multiple relevant provisions that could be affected by

negotiations between the programmer and another person responsive to subparts (i) through (iii).

Therefore, Tabs 2 through 4 will contain lists longer or shorter than the list of long-form agreements

identified in Tab 1. Each of these tabs includes the contract section and the provisions that were

being negotiated based on redlines in the draft long-form agreements and which party proposed

those redlines. Tab 2 identifies any proposed relevant price-related MFN and non-discrimination

provisions to respond to subpart (i). Tab 3 identifies any proposed carriage rights or launch

obligations. Tab 4 identifies any proposed authentication provisions. These tabs provide

information responsive to subparts (ii) and (iii).

AT&T is frequently in negotiations regarding the acquisition of video programming.

[BEGIN AT&T HIGHLY CONFIDENTIAL INFORMATION]

13 [BEGIN AT&T HIGHLY CONFIDENTIAL INFORMATION]

Footnote continued on next page

REDACTED - FOR PUBLIC INSPECTION
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[END AT&T HIGHLY CONFIDENTIAL INFORMATION] [BEGIN AT&T VIDEO

PROGRAMMING CONFIDENTIAL INFORMATION] [END

AT&T VIDEO PROGRAMMING CONFIDENTIAL INFORMATION]

6. REQUEST:

Explain the Company’s use of data caps or usage allowances, including future plans
for such data caps or usage allowances, and how such plans are or would be affected
by the decisions of competing cable providers and competing DSL providers to
impose data caps or usage allowances.

RESPONSE:

Pursuant to the modifications to the Requests described above, this Response is limited to

wireline consumer broadband data usage allowances. Subject to that modification, AT&T responds

that in May 2011 AT&T first implemented a usage-based pricing allowance on Digital Subscriber

Line (“DSL”) services or High Speed Internet Service. The first bills reflecting this policy were sent

on or about October 2011, and the data allowance for DSL subscribers under this policy is 150

Footnote continued from previous page

[END AT&T HIGHLY CONFIDENTIAL INFORMATION]

REDACTED - FOR PUBLIC INSPECTION
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Gigabytes (“GB”) per month for subscribers to DSL service. Under this policy the overage fee is $10

per each 50 GB of data usage in excess of the data plan.14

Note that as part of this policy a DSL customer typically receives up to seven email

notifications prior to billing. The first time a subscriber’s usage exceeds the data plan he or she

receives a notice and is not billed. In subsequent months, AT&T sends additional notices any time

usage exceeds 65% and 90% of the data plan, and the second time usage exceeds 150 GB the

subscriber will again be notified but not billed. In subsequent billing periods, in addition to notices

regarding 65% and 90% usage, AT&T will provide an additional 50 GB of data for $10, and the

subscriber is charged $10 for every incremental 50 GB of usage beyond the plan.

AT&T currently offers its U-verse high speed Internet access (“HSIA”) subscribers a data

allowance of 250 GB/month for the lowest price data plan option; that allowance increases with the

speed of the service the customer buys.15 Although AT&T currently describes the allowance under

the various HSIA plans on its website and incorporates the allowance as part of its standard terms

and conditions, [BEGIN AT&T HIGHLY CONFIDENTIAL INFORMATION]

[END AT&T HIGHLY

CONFIDENTIAL INFORMATION]

14 See http://www.att.com/esupport/article.jsp?sid=KB409045&cv=803#fbid=CNQoG0t0Jvy
(Broadband usage FAQs).
15 See http://www.att.com/esupport/article.jsp?sid=KB409045&cv=803#fbid=CNQoG0t0Jvy
(Broadband usage FAQs).

REDACTED - FOR PUBLIC INSPECTION
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[BEGIN AT&T CONFIDENTIAL INFORMATION]

[END AT&T CONFIDENTIAL

INFORMATION]

REDACTED - FOR PUBLIC INSPECTION



EXHIBIT A: INDEX OF EXHIBITS
Description Number

1

Index of Exhibits.............................................................................................................................A

Description of Deduplication Methodology ...................................................................................B

Billing Plan Data Table - U-verse Plans and Packages. ................................................................1.a.1

Billing Plan Data Table - U-verse and Legacy Products Plans and Packages ................................1.a.2

Notes and Definitions for Exhibits 1.a.1 and 1.a.2 .......................................................................1.a.3

Video Programming Channels and Packages Information. ...........................................................1.a.4

Internet Access Service Packages Information.............................................................................1.a.5

VoIP Plans and Packages Information .........................................................................................1.a.6

Internet Access Table, ELU and Subscriber Data by Technology Type and Census Block ...........1.b.1

Internet Access Table, Subscriber Data by Technology Type and Census Block. .........................1.b.2

Internet Access Table, ELU Data by Technology Type and Census Block ...................................1.b.3

Notes and Definitions for Exhibits 1.b.1, 1.b.2, and 1.b.3 ............................................................1.b.4

Free Peer Traffic Table .................................................................................................................1.c

Documents Discussing AT&T’s Ability to Compete with Internet Access Service
Providers Offering the Same or Faster Speeds .............................................................2.a.1-2.a.146

Documents Discussing AT&T’s Ability to Compete for Internet Access Service
Subscribers with Increased DSL-Based Internet Access Service Speeds.................... 2.b.1-2.b.140

Documents Discussing AT&T’s Ability to Compete for Internet Access Service
Subscribers with FTTP .................................................................................................2.c.1-2.c.120

Document Discussing Plans for Capital Investments That Would Increase
the Speed of the DSL-Based Internet Access Service Offered, and the Reasons to
Make Those Investments ............................................................................................... 2.d.1-2.d.64

Documents Discussing Plans to Replace Internet Access Service Currently
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2

Usage for Video Consumption.........................................................................................2.f.1-2.f.81

Churn Reports ................................................................................................................ 2.g.1-2.g.64

Network Planning Documents for Internet Access Service................................................... 4.1-4.8

Information Related to Negotiations Between AT&T and Video Programmers.............................5
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EXHIBIT B: DESCRIPTION OF DEDUPLICATION METHODOLOGY

In preparing the documents collected from custodians for production, AT&T has asked its
vendor (“Vendor”) to deduplicate them both “vertically” within each custodian’s files and
“horizontally” across custodians. In performing the deduplication, Vendor has compared the
encryption signatures, also known as the hash values, of responsive files. If the hash values for two
different items are identical, the content of the two files is deemed to be identical. “Key generation”
refers to the process of creating an encryption signature for a file so that files can be easily
compared. File hashing and metadata hashing are the two primary methods used to generate keys.
Vendor used the MD5 algorithm to determine duplicates.

Electronic Documents: The key value is generated using the entire file as the input, so Vendor used
both file hashing and metadata hashing on these files.

Email: Vendor used only metadata hashing on email files. Specifically, Vendor generated the key
value for a file by inputting the values of certain metadata after having extracted the metadata fields
when importing the file into its database. By using post-processed metadata, Vendor will be able to
replicate the key using the metadata that is stored with the file in Vendor’s database whenever
Vendor needs to perform further deduplication. Vendor used this method for both email messages
contained in mail stores and loose email messages.1

The fields shown in the following table are used to generate the deduplication key for both
stored and loose email messages:

Email fields used by deduplication keys
BCC
Body
CC
From
IntMsgID
Email_Subject
To
Attach – These are first-level attachments in the email.

1 Microsoft Outlook stores emails in two different file formats with two different file extensions, .pst
and .msg. The file extension .pst is used to identify all emails and their folder structure (including
attachments) stored by a particular user. The file extension .msg is used to store individual messages
or “loose email” outside of an email mailbox. Other types of loose email files include .eml files and
other RFC822-format emails.
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