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Ti1lc of signatory. l'residen1 

1, f.rank Rizzuto, certify lhal l am an oOicer of Lh~ company nam(!(] above, a:1d acting as 
nn agent of the company, that I have personal knowledge that the company has established 
operating procedures that are adequate to ensure compliance with the Commission's CPNI rules. 
Sc,, 47 C-F R. § "4.200 1 ct seq 

Auachcd to tJ1 is certification is an accompany ing statement explain ing how the 
company' s procedures ensure that the company is in compliance with the requirements set fo11h 
in section 64.2001 et seq. oC Lhe Commission' s rules 

Companies must report on any iniorm~ Lion Lhat tJiey have with respect to tbe p1·ocesses 
pretexters are using to attempt to acces..c; CPNT, anil what m:eps companies are taking to protect 
CPNI. Our Company has not taken any actions (proct:edings im;tituted or petitions tiled by a 
company at either state commissions. the court system. or at the Commission) against data 
brokers in the past year. No pretexters have attempted for access our CPNI. 

The company has not received any comp I aims in the past year concerning the unauthorized 
release of CPNL 

Frank Rizzuto 



Statement RegMding CPNJ Ruic Compliance 

The opernting procedures of Filer ensure that the company complies with Pmt 64, section 
2001 et.seq. of the FCC rules governing the use of \.PNl 

Fi ler has adopted a CPNl procedure manual which is requiied readiug for all tm1ployees 
which have access to CPNl The CPNT procedure manual provides that CPNT information is not 
to be released to any person except in accordance with the steps outlined in the CPNL procedure 
manual. The CPNl manual further provides that violation ofCPNI polices will re$uh in 
disciplinary action. wl1ich could include employment tenl1inaLion. Our company has c.lesignated a 
CPNl compliance officerwho periodically reviews CPNI compliance rules with permns who 
bavc access Lo Cl'NL The CPNl procedure manual is approximately twenty-six (26) pages long 
nnd would be provided to the Com111 issi0n upon request Filer would prefer to keep the CPNI 
procec.Jure manual as c.onlic.Jent ial as a safoguarc.l against review by pretexters, 

filer has established a system by which the status nf a customer's approval for the use ofCPNI 
can be clearly establ ished prior to the use ofCl'NL for telephone or onliue CPNI access these 
procedures include the use ofpnsswords/PI Ns established after the idemity or the caller has been 
verified; the use of mail c.Jeliv~red to the customer's address t>f record; and/or a call by our 
c<.1111pany to the number of record and subsequent identity vcri li i:ation via account spixilic 
information contained on the last company bill (such a.~ amount due, a111oun1 of la~ payment , or 
other non-publ ic account information) For re1ail loe<ition Cl'NI access we.: re<luire a val ic.J photo 
ID (a government issued personal ic.Jentilication such a.< a dri ve.r's license or passpor1 , or 
comparable ID) which matches the na1111;; on tbe account. The Company relies on the 
involvement of its supervisory/management to ensure thnt use of CPNl complies with applicable 
rule~ 1111c.J l11w. 

Filer's procedure is that a customer is notifie-0 immediately when a password. customer response 
to a back-up authentication means for los1/forgotlen passwords. online accouut, or addre$S of 
record is crea.ted or changed 

Filer's proccdorc requires that customers opt-in before CPNl is used by third parlie$ LO market 
services. Hov.·ever, at this time, our c.ompany does nor utilize CPNl in marketing canpaigns. 

Filer's procedure is that within seven (7) days of discovery of an unau thorized release of CPNl 
we send an electronic notic.e to the t.Jnited States Secret Service (USSS) and the Federal Bureau 
of Investigation (FBT) Unless either of these agencies requests that we postpone notify ing the 
subscriber, the subsvriber will be notified about the unauthorized release ofCPNI within seven 
(7) days after law enforcement not ification. lo exceptional cases, we will notify the law 
enforcement agencies of our desire to notify more promptly the subscriber about an unauthorized 
CPNI disclosure. Filer maintains a log of unauthorized use ofCPNl. Up<;m occurrence of.a CPNI 
breach the log will include the date of discovery. notification t.o law enforcement, description of 
the;: breach, circumstances of the breach and a super.rjsor's signature and date. This log is 
maintained for a minimum of two years 


