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Name orcom;ia11y(s) covered by this cc11ifica1io11: American Answering Service, l11c. 

Foru1 499 Filer ID. 

Na.rm: of signatory: frank Ri:a:ulu 

Til l0 of signatory. President 

I, Frank ~izzuto, certify that l am an officer of the company named above, and acting as 
an agent ofLhc company, 1ha1 l have personal lrnowlcdgc that the company has csrnlllishcd 
operating procedures thil1 are adequate to ensure compliance with the Commission's CPNI rules, 
Sec 4'7 C.f'.R. § 64.200 l <'/ seq 

Attached IO this ccrLwcatiot1 is an accompanying stateme111 explailling how the 
compa.ny's procedures ensure that the company is in compliance with the requirements set fort.h 
in section 64.2001 et s11q. oft.he Conunissioo's ru les. 

Companies must repon on any information tha1 they have with respect to the processes 
prctcxtcrs arc using to attempt to access CPNr. and what steps companies arc taking to protect 
CPNJ. Our Company has not taken any actions (proceedings instirute<l or petitions filed by a 
company at either state commissions. the court sy:;tem. or at the Commission) again»t data 
brokers in the past year. No pre.ie:..'ters have attempted for access our CPNT 

The company has not received any complaints i11 the past year concerning the unauthOri7.ed 
release ofCPN1. 

/I/ p ·"{),., A/J. L 
Signed 17¥/l-Q .l.3..~cJJ'!Y"v 

Frank Rizzuto 



Statement Regarding CPNT Rule Compliance 

The operating procedures of Fi ler ensure thOt 1 he company complies with Part 64, section 
2001 et.seq. of the FCC rules governing the use of CPNl 

filer has adopted a C:J'NJ procedure manual which 1s required read ing for all employees 
which have access to CPNT. The CPNl procedure manual provides that CPN1 information is not 
to be released to· any person except in accordance with the steps outlined in the CPNI procedure 
manual. The CPNT mamrnJ further provides that violation ofCPNl polices will resu lt in 
disc.ipl ina1 y ac1io11. which could include employme111 terrn ina1ion Our ~.ompany has designated a 
CPNI compliance officer who periodically reviews CPNT compliance rules with permns who 
have access 10 CPN!. ·nie Cl'Nl proec.durcmauual is approximately 1wemy-s1x (26) pages long 
and would be provided lo the Commission ~ 1 pon request Filer would prefer to keep :he CPN I 
pruce<lure manual us confidential as a !;aft:guar<l against review by pretexters. 

Fi ler has estnhl ished a system by which the status of a customer's npproval for the use ofCPNI 
can be clearly established prior to the use ofCPNI. For telephone ur online CPNJ access these 
procedures include the use of passwords/Pl Ns cslabl ishcd after 1hc ident ity of 1 he caller has been 
vcrilie<l: the use of rnai l del ivered to Lhc l'UStumer's address uf r~~rd , and/or a ca.II by our 
eom1>any 10 the nu111ber or record and subsequent idc:111 i1 y veri fication via account spccilie 
information con1ained on the last company bi ll (such a; amount due. amount of last payment, or 
other non-p11blie accouru inlbrmmion) ror retai l location CPNI access we require a valid photo 
ID (a government issued per~onal identification such as a driver's license or p<L~sport, or 
comparnbk ID) which matches the name on lht: account. The Company rd ics 011 thc 
involvement of its supervisory/management to ensure that use ofCPNT complies wi1h applicahle 
rule> ttnd hsw. 

Filer's proc.edure is that a customer is notified immediacely when a password, custor:ier response 
to a back-up authenticat ion means for lost/forgotten passwords, on.line account, or address of 
record i~ erea1ed or changed. 

Filer's procedure requires that cusiomcrs opt-in before Cf>Nl is used by third panics to market 
services. However, at this time, our company does not utilize CPNI in marketing campaigns. 

Filer's procedure is that. within ~even (1) days ofd i ~eovery of an unanthOri7.ed release ofCPNl 
we send an electronic notice to Lhe. U11ited States Secret Service (USSS) and 1he Federal Bureau 
ofTnvest.igation (FRT). Un.l ess either of these agencies requesis that we poS!pone notifying the 
subscriber, th~ subscriber will be. notified about the unauthorized release of CP'Nl within seven 
(7) days after law enforcement notifi cation Tn exceptional case.s, we will notify the law 
enforcement agencies of our desire to notify more promptly the subscriber about an unauthorized 
CPNI disclosure. Filer maintains a log ofunaulhorized use ofCPNl. Upon occunence ofa CPNl 
hreach the log will include the date of discovery. notification to law enforcement, description of 
the breach, ci~cumstances .oftbe breac.b and a supervisor's signature and date. This log is 
maintained for n minimum 0ftwo years. 


