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Goals of Network Neutrality Rules

The proposal for network neutrality rules is guided by the following principles:

First, the FCC should adopt strong network neutrality rules that preserve the factors that have allowed the Internet to foster application innovation and economic growth, improve democratic discourse, facilitate political organization and action, and provide a more decentralized environment for social, cultural and political interaction in which anybody can participate. These factors that have allowed this are user choice, application-agnosticism, innovation without permission, and low costs of application innovation.

Second, the FCC should adopt rules that provide certainty to innovators, investors, and ISPs alike. ISPs need to know how they can manage their networks. Innovators and their investors need to know that they won’t be discriminated against and that ISPs cannot create new barriers to innovation by charging access fees.

Third, start-ups are small and don’t have many resources, let alone a legal team. So the FCC should adopt rules that can be enforced through simple, straightforward legal processes, not rules that tilt the playing field in favor of large, established companies that can pay armies of lawyers and expert witnesses and afford long, costly proceedings at the FCC.

Fourth, the FCC should adopt rules that give ISPs flexibility to realize their legitimate goals such as network management, price discrimination, or product differentiation, albeit through means that do not distort competition, harm application innovation, or violate user choice.

Fifth, the FCC should adopt that do not overly constrain the evolution of the Internet infrastructure and keep the costs of regulation low.

Terminology

Throughout this document, the term “applications” is used as shorthand for Internet applications, content, services, uses; the term “user” is used as shorthand for subscriber to Internet access
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3 For a justification and fuller discussion of these principles, see Barbara van Schewick, *Network Neutrality and Quality of Service: What a Nondiscrimination Rule Should Look Like,* 67 STAN. L. REV. 1, 16-26 (2015).

4 These principles are set out in more detail in van Schewick, *Network Neutrality and Quality of Service,* at 19-23.
service, and “provider of Internet access service” is used interchangeably with Internet service provider and network provider.

**No blocking**

*The FCC should prohibit providers of Internet access (ISPs) from blocking Internet applications, content, services or uses (“applications”), subject to reasonable network management.*

Without a rule banning blocking, ISPs have the ability and incentive to block certain applications or to discriminate against them – to increase profits, to block unwanted content, or to manage their networks. As the European experience shows, blocking is not a theoretical concern. European Law allows blocking and discrimination, as long as it is disclosed, and blocking and discrimination have been widespread. In the absence of rules banning blocking and discrimination, Skype fought for years (with limited success) to get mobile carriers in Europe to lift the technical and contractual bans on using Internet telephony on mobile networks. On mobile Internet service plans, text messaging applications like WhatsApp were often banned or only available to those willing to buy an expensive “text messaging option” (where you pay an extra fee to your ISP to get the right to use a third-party text messaging application).

Seeking to stifle speech it perceived as harmful to its business interests, a German ISP blocked access to websites that were criticizing its business practices and offering advice to users affected by these practices. In the UK, network-level filters designed to filter out content that is harmful to children regularly block access to non-adult content, including the websites of churches, small businesses, GigaOm (an American news website dedicated to the analysis of emerging technologies), and La Quadrature du Net (the European equivalent of Free Press).

ISPs in the UK routinely manage congestion by singling out specific applications or classes of applications. These practices not only prevent users from using the Internet as they want during peak times (when everyone is watching the new Game of Thrones episode) and make it impossible for affected applications to reach their users, but also interfere with applications like online gaming that are inadvertently caught up in discriminatory network management practices not targeted at them.

By contrast, there have been fewer incidents of blocking and discrimination in the United States. That’s because the United States have always had a de facto network neutrality regime in the United States that prevented or at least deterred blocking and discrimination. Originally, the Internet’s architecture protected applications against blocking and discrimination. And while the FCC only adopted formal network neutrality rules in December 2010, it has strongly supported Open Internet principles since 2004, has expressed its expectation that Internet service providers would live by these principles, and has consistently acted to enforce these principles in various ways over the past decade. But even in the United States, ISPs have blocked competing applications (e.g. Madison River, AT&T Wireless/Skype for the iPhone, Google Wallet), hijacked search queries to earn referral fees, injected their own advertising into unaffiliated websites to earn advertising fees, interfered with peer-to-peer file-sharing applications to
manage congestion on their networks, and prohibited the use of certain applications unless users paid extra fees (e.g., Verizon/tethering applications, Apple/Facetime).

Blocking interferes with user choice, distorts competition among applications or classes of applications, and reduces application innovation. Blocking prevents users from using the applications and accessing the content of their choice. Affected applications are unable to reach their users, reducing the provider’s ability to benefit from the application. The threat of blocking reduces innovators’ incentives to innovate and reduces their ability to get funding.

Thus, without a rule against blocking, we will get less application innovation. And since applications, services and content are what makes the Internet useful to us, an Internet without meaningful network neutrality rules will be less useful to us in the future.

No application-specific discrimination

The FCC should adopt a bright-line rule nondiscrimination rule that applies to any forms of differential treatment that falls short of blocking. Substantively, the rule should ban discrimination based on sender, receiver, application or class of application (“application-specific discrimination”), subject to reasonable network management. This non-discrimination rule would allow ISPs to engage in application-agnostic discrimination.\(^5\)

Any meaningful network neutrality regime includes a nondiscrimination rule that constrains ISPs’ ability to engage in forms of differential treatment that fall short of blocking. Such behavior is often an attractive alternative to blocking, since it allows an ISP to make certain applications more or less attractive in a less drastic way—obtaining the same effect as outright blocking but at lower costs to the ISP. Thus, differential treatment provides another mechanism for an ISP to distort competition and user choice. Without a nondiscrimination rule, ISPs—and not the market—can pick winners and losers online.

The FCC’s nondiscrimination rule should apply to all forms of differential treatment, not just to technical discrimination, i.e. the differential handling of packets in the network. If a rule only bans technical discrimination, ISPs can still distort competition and interfere with user choice using non-technical means. For example, an ISP could exempt its own application from subscribers’ monthly bandwidth caps, but still count competing applications against the cap, a common practice in Europe. Like technical discrimination, these exemptions from bandwidth caps, also called zero-rating, artificially make some applications more attractive than others. And just like technical discrimination, zero-rating allows ISPs to tilt the market in favor of specific applications and to “pick winners and losers” on the Internet.\(^6\)

Similarly, a rule that doesn’t apply to economic discrimination would also allow ISPs to vary charges for Internet access depending on the applications used by a subscriber. For
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example, in Europe, many mobile ISPs ban the use of Internet telephony applications such as Skype; people who want to use these applications on their mobile devices can buy an “Internet telephony option” that allows them to use Internet telephony for an extra fee. This allows ISPs to effectively tax certain applications and make them less attractive to users, or to extract more of the value that users derive from the use of those applications.

Substantively, the FCC should adopt a bright-line rule that clearly specifies in advance which behavior should be allowed, while accurately separating beneficial from harmful differential treatment. In over ten years of debate, network neutrality proponents have struggled to come up with a rule that clearly specifies in advance which forms of differential treatment should be allowed. As a result, they had to fall back on all-or-nothing approaches or standards-based approaches, both of which create considerable social costs. The rule I propose — ban application-specific discrimination, allow application-agnostic discrimination — solves this problem. It accurately distinguishes between socially beneficial and socially harmful conduct (avoiding the problems of the all-or-nothing approaches), but does so ex ante (avoiding the social costs of the standards-based approaches).

Discrimination is application-specific if it is based on a particular application or class of applications, or, in other words, if it is based on criteria that depend on an application’s characteristics (“application-specific criteria”). Application-specific criteria include “application”—the specific instance of an application a user is using, e.g., Vonage vs. Skype—, application type (e.g., e-mail vs. Internet telephony), the application-layer protocol or transport-layer protocol the application is using (e.g., Session Initiation Protocol (SIP) vs. Skype’s proprietary protocol, or TCP vs. User Datagram Protocol (UDP)), or the application’s technical requirements (e.g., latency-sensitive vs. non-latency-sensitive applications). Since the term “applications” stands for applications, content, services, and uses, the ban on application-specific discrimination applies equally to discrimination based on criteria that depend on characteristics of content or of a service or use. Thus, discrimination against certain content based on, for example, publisher, author, content type, subject matter, or viewpoint would also all be prohibited by this rule.

Under this rule, a network provider would not be allowed to treat Vonage differently from Skype, or Comcast’s online video streaming differently from Hulu. That would be discrimination based on application. Nor would it be allowed to treat online video differently from e-mail, treat applications that use the BitTorrent protocol differently from applications that do not use this protocol, or treat applications that are sensitive to delay differently from those that are not. That would be discrimination based on class of application. But it would be allowed to treat data packets differently based on criteria that have nothing to do with the application or class of application — e.g., based on how much someone has paid or how much they have used. For example, an ISP could give one person a larger share of the available bandwidth if that person has paid for a higher tier of Internet service (e.g., if that person has paid for the “Up to 6 Mbps” Internet service packet instead of the “Up to 3 Mbps”), charge users based on how much bandwidth they use, or give a discount to students or seniors.
Substantively, the rule balances the public interest in network neutrality with the legitimate interests of network providers. By making it impossible to single out specific applications or classes of applications, the rule prevents network providers from interfering with user choice or distorting competition among applications or classes of applications, while giving them broad flexibility to differentiate and price their Internet service offerings and manage their network in application-agnostic ways. Network providers can, for example, manage their networks in application-agnostic ways, price-discriminate based on application-agnostic criteria, or differentiate their services by offering Quality of Service in line with the rule. The rule allows network providers to offer some forms of user-controlled Quality of Service and provides certainty to market participants. Technically, it reinforces key architectural principles on which the Internet was based without locking in the original architecture of the Internet itself.

The rule needs to ban discrimination against applications and classes of applications. Otherwise, ISPs could still distort competition and interfere with user choice by discriminating against classes of applications. For example, ISPs might limit the use of online streaming services during times of congestion, while continuing to allow the use of other bandwidth-intensive types of applications. Or they could slow down all Internet telephony applications that let users make calls over their Internet connection, like Skype or Vonage, to make them less competitive with their own traditional telephony offering. The power to choose winners and losers online should belong to the market, not to ISPs.

This proposal isn’t new. In the FCC’s Open Internet proceeding, it was supported by networking experts, investors, entrepreneurs, and non-profit organizations. The FCC’s Open Internet Order adopted this rule at least in part. According to the text of the order, the FCC would have evaluated discriminatory conduct based on whether it is “use-agnostic” or “application-agnostic” (i.e. whether it “does not discriminate among specific uses of the network
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or classes of uses”). ¹⁰ According to the Order, use-agnostic discrimination is likely to be reasonable, which suggests, in turn, that differential treatment that discriminates among specific uses of the network or classes of uses is likely to be unreasonable.¹¹

As the attached appendix shows, the bright-line nondiscrimination rule proposed here – i.e. a nondiscrimination rule that applies to technical and economic forms of differential treatment and prohibits discrimination against applications and classes of applications – was supported by many commenters in this proceeding.¹²

**Exception for reasonable network management**

*The rules for blocking and discrimination should be subject to an exception for reasonable network management. That exception should require network management to be appropriate, tailored, and as application-agnostic as possible.*¹³

In the context of network neutrality rules, the term “network management” refers to technical measures whose purpose is “to maintain, protect, and ensure the efficient operation of a network.”¹⁴ Network management includes, for example, managing congestion or protecting the security of a network.¹⁵ The exception allows the use of narrowly tailored application-specific measures only if a problem cannot be solved in an application-agnostic manner.

Requiring network management to be only appropriate and tailored is not enough. The exception also must require network management to be as application-agnostic as possible. Otherwise, ISPs could justify network management practices targeting specific applications or classes of applications as a tailored, and therefore permissible, approach to managing congestion, as long as the discrimination is limited to times of congestion.

This would be a real problem. As experience from the United States, Canada, and the United Kingdom has shown, ISPs have routinely blocked or discriminated against specific applications or types of applications to manage congestion when they were not required to manage their networks in an application-agnostic manner.

In Canada, the 2009 investigation of the CRTC into Internet service providers’ network management practices showed that, at the time, many Canadian ISPs were singling out peer-to-peer file-sharing applications for special treatment, throttling the bandwidth available to them or

¹⁰ Federal Communications Commission (2010), pp. 17,945-17,946, para. 73 (emphasis added).
¹¹ Federal Communications Commission (2010), para 73.
¹² See Appendix titled “The Record Demonstrates Significant Support for Strong Rules,” at 6-10 (nondiscrimination rule should apply to all forms of differential treatment), 11-12 (nondiscrimination rule should ban discrimination against applications and classes of applications).
¹³ For a more detailed description and analysis of the exception for reasonable network management proposed here, see van Schewick, Network Neutrality and Quality of Service, at 137-140.
¹⁴ Center for Media Justice, et al. (2010), at 37.
interfering with these applications in other ways. In the United States, Comcast, RCN, and, most likely, Cox for a while managed traffic on their networks by selectively interfering with BitTorrent and other peer-to-peer file-sharing applications but not with other applications. In 2009, BT throttled streaming video of users subscribing to its “Up to 8 Mbps Option 1” broadband plan to 896 kilobits per second between 5:00 PM and midnight to manage congestion, limiting users’ ability to watch video when most users would like to do so, while allowing the use of other applications that might be equally bandwidth intensive. A recent study showed widespread discriminatory network management in the United Kingdom. And according to Neelie Kroes, who at the time was Vice President of the European Commission responsible for the Digital Agenda, data published by BEREC in June 2012 show that around twenty percent of fixed Internet service providers (spread across virtually all EU member states) impose
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19 Cooper (2013)18; Cooper, Thesis, supra note 18, at ch. 6, at 131-70.
restrictions on peer-to-peer file-sharing applications during peak times. These restrictions can affect up to ninety-five percent of users in a country.20

Such discriminatory network management practices significantly constrain users’ ability to use the Internet as they like during peak times and make it more difficult for affected applications to reach their users. As online video company Zediva explained to the FCC in 2010,

*Discriminatory network management of this type would put the affected applications at a severe disadvantage. Companies that offer these applications and services will be less able to reach their users during times of congestion, which in turn may affect their success in the market (who wants to use an application or service that is less usable during peak time, when most people actually want to use the Internet?) and their ability to get funding—thus squashing innovation before it has had a chance to prove itself in the marketplace.*21

Discriminatory network management also creates considerable collateral damage. In the UK, application-specific traffic management not only negatively affected targeted applications, but also interfered with applications like online gaming that the Internet service providers did not intend to target. This created considerable performance problems for affected applications. In response, application developers and network operators often had to expend significant resources to address these problems, and had to do so on an ongoing basis.22 In addition, network management practices that single out specific applications or classes of applications for special treatment often motivate application developers to masquerade their applications to evade performance-reducing practices targeting their applications or to take advantage of performance-enhancing treatment provided to other applications, resulting in a cat-and-mouse game between network providers on the one hand and application developers and users on the other hand. Application-agnostic network management practices remove this incentive, freeing resources for network providers, application developers, and users.

Thus, application-specific network management practices are just as harmful as other forms of blocking and application-specific discrimination. For the user or provider of the affected application, it doesn’t matter whether an ISP engages in blocking or discrimination to increase its profits or manage its network. In both cases, users can’t use the application of their choice, and application providers have problems reaching their users.

By contrast, requiring network management to be tailored, appropriate, and as application-agnostic as possible gives network providers the tools they need to manage their networks and maintain a quality experience for all Internet users, while protecting the Internet as
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a level playing field and supporting user choice even during times of congestion. At the same
time, the exception provides a safety valve that allows network providers to react in more
application-specific ways if a problem cannot be solved in an application-agnostic way.

Since network providers can allocate bandwidth among users using application-agnostic
criteria, they can prevent aggressive users from overwhelming the network and ensure fairness
among users during times of congestion. For example, under the proposed exception, a network
provider could give one person a larger share of the available bandwidth than another, for
example, because this person pays more for Internet access or has used the Internet less over a
certain period of time. That would be application-agnostic discrimination. But it could not
throttle the bandwidth available to a specific online video application such as Hulu in particular
or to online video in general. That would be application-specific discrimination.

Thus, under the proposed reasonable network management exception, the amount of
bandwidth available to users during times of congestion may be limited. But how users use the
bandwidth available to them, and whether they would like to give some of their applications
priority over others, would be choices left to the users.

To the extent that applications benefit from relative prioritization or other forms of
differentiated treatment during times of congestion (i.e., during times when a link’s average
utilization is high), network providers could allow users to choose which applications to
prioritize or otherwise treat differently during these times. As long as the option to be prioritized
or be treated differently is offered equally to all applications or classes of applications (i.e., not
tied or restricted to specific applications or classes of applications) and the choice of which
applications to prioritize or treat differently is left to the user, this form of network management
would be consistent with the nondiscrimination rule and reasonable network management
exception proposed above. Network management solutions that allow the network provider to
allocate bandwidth among users in an application-agnostic manner, while letting users choose
the relative priority of applications within the bandwidth allocated to them, are available today.

This approach has been successfully applied in the US and Canada for many years. The
FCC has required network management to be as application-agnostic as possible since 2008,
when it adopted its order against Comcast, and included this requirement in the Open Internet
Order’s exception for reasonable network management. The FCC’s Canadian counterpart, the
Canadian Radio-Television and Telecommunications Commission, did the same in 2009. In
line with these regulatory requirements, large and small ISPs in the US and Canada have
successfully managed congestion on fixed networks in an application-agnostic manner for many
years. Many wireless ISPs in the United States manage congestion that way, too.

25 Canadian Radio-Television and Telecommunications Commission (2009), para 43 (asking, among other
questions, whether a discriminatory network management practice results “in discrimination or preference as little as
reasonably possible”).
26 For the US, see, e.g., Comcast (2015); Bastian, et al. (2010); Meisner (2008); Frontier (2015); Lightstream
(2015); Bretton Woods Telephone Company (2011); Plateau (2013). Canada: Since the CRTC’s decision, most of
The proposed exception for reasonable network management finds broad support in the record.\textsuperscript{28}

\textbf{No access fees}

The FCC should adopt a bright-line ban on all forms of access fees. This rule would prohibit ISPs from charging application providers for access to users or for any form of preferential treatment (e.g., priority, a guaranteed amount of bandwidth, or zero-rating) that gives application providers that pay the fee an advantage over those who don’t. This rule should not be subject to reasonable network management.

Access fees come in two variants: In the first variant, an ISP charges application or content providers for the right to access the network provider’s Internet service customers. Applications whose providers do not pay the access fee cannot be used on the network provider’s access network.\textsuperscript{29} In the second variant, a network provider charges application providers for prioritized or otherwise enhanced access to the network provider’s Internet service customers. For example, if an application provider has paid such an access fee, the application’s data packets may receive a better type of service (e.g., priority or a guaranteed amount of bandwidth) on the network provider’s access network or may not count against a user’s monthly bandwidth cap (“zero-rating”).

Allowing access fees would fundamentally change how the Internet has operated for the past decades. In the United States, application providers have never paid access fees.\textsuperscript{30} Access fees would significantly increase the costs of offering applications, content and services, which would fundamentally change the environment for innovation and free speech on the Internet and harm all sectors of the economy.

\textit{Allowing access fees would harm start-up innovation and American technology leadership}

Access fees reduce the profits of application providers who can pay these fees, reducing their incentives to innovate. Worse, ISPs have a so-called “terminating monopoly” over access to their subscribers: If an application provider wants to reach me, they have to go through my ISP, and this gives my ISP a monopoly over access to me. As a result, ISPs will be able to charge monopoly prices to application providers, which will reduce application providers’ incentives to innovate even further. This problem persists even if there is competition in the market for Internet access services.

\begin{footnotesize}
the larger Canadian Internet service providers have changed their practices in response to the regulations regarding network management that the CRTC adopted following its investigation. In January 2012, Rogers remained the only larger Canadian provider that was still engaging in discriminatory network management that had not announced an intention to phase out that policy. Geist (2007); Schmidt (2012).
\textsuperscript{27} Mosaic Telecom (2011); HardyNet (2015); Telispire (2014); Carolina West Wireless (2011); Wireless Hometown (2011); Anderson (2008).
\textsuperscript{28} See Appendix titled “The Record Demonstrates Significant Support for Strong Rules,” at 21-23.
\textsuperscript{29} A ban on fees for access to users is supported by many commenters. See Appendix titled “The Record Demonstrates Significant Support for Strong Rules,” at 13-16.
\textsuperscript{30} This statement applies to companies that do not interconnect with a last-mile ISP directly.
\end{footnotesize}
On the Internet as we know it, the costs of developing an application have been incredibly low. Because the biggest investment is often the design and programming of the application itself, innovators can develop an application in their free time or as a side project; they don’t necessarily need outside funding to realize their idea for an application. And even where applications require the application developer to operate servers, which is more costly, recent developments have drastically reduced the minimum level of investment needed to do so, making it feasible to develop server-based applications with smaller investments from family, friends, or angel investors. This has allowed everyone from students working in a dorm room to entrepreneurs without outside funding to realize their bright ideas for an application, creating the Internet version of the American dream. In turn, the Internet has become a gigantic petri dish for hundreds of thousands of innovators in the United States.

Allowing access fees would change that. For a number of reasons, start-ups often won’t be able to pay these fees. But if established companies can pay so that their content loads faster or does not count against users’ monthly bandwidth caps, those who can’t pay won’t have a chance to compete. Thus, allowing access fees increases the level of investment needed to start an application, making it more difficult for innovators without significant outside funding to realize their idea for a new app.

The impact of this change would be severe: Reducing the ability of low-cost innovators to innovate will significantly reduce the amount, diversity and quality of Internet applications, content and services.

Throughout the history of the Internet, innovators with little or no outside funding have produced some of the most important applications – including Google, Facebook, Yahoo, or EBay. Many of these innovators tried to get venture capital, but failed. This applies, for example, to Google, EBay, Flickr or Blogger.

As the record shows, the low costs of innovation continue to fuel start-up innovation today. For example, Foursquare grew to 100,000 users on $25,000, and Tumblr reached millions of users before they hired their tenth employee. Reddit, a Top 50 website with over 110 million monthly unique visitors -- more traffic than CNN.com or NYTimes.com -- was started by “two
recent college graduates with no connections and $12,000 in funding.” In the current proceedings, many start-ups explained how they were founded and how they would not exist in a world in which access fees had been allowed. Their stories are collected in the appendix entitled “Internet Startups Need a Non-Discriminatory Internet.”

Economic research suggests that innovators with little or no outside funding will continue to be important sources of innovation – if we let them. By contrast, without the many low-cost innovators, our Internet innovation ecosystem will be significantly less vibrant and will produce fewer, less diverse, and lower-quality applications.

According to investors, access fees will fundamentally change the environment for investing in Internet applications, content, and services, making it more difficult for entrepreneurs to get outside funding. The current investment model for Internet applications is simple: Because the costs of innovation are so low, entrepreneurs don’t need outside funding before they can make their apps available to users. Only after an application has proven that it can attract users will venture capitalists invest the millions of dollars needed to turn the product into a viable business. This approach significantly reduces the likelihood that an investment will fail.

In a world with access fees, this investment model breaks down. Suddenly, start-ups with new apps need significant up-front capital just to be able to compete with established companies that can pay to play. As a result, investors can’t rely on the market to identify those startups that are likely to succeed before they invest larger sums. This dramatically increases the risk that the investment will fail, reducing investors’ willingness to invest. This is not a hypothetical concern: in the music industry, new companies must pay huge up-front licensing fees to rights holders before they can get their service in front of users. And because few entrepreneurs and investors are willing to invest millions of dollars in start-ups that are likely to fail, we have seen fewer start-ups providing innovative services in music than in other product categories.

The harm from access fees is not restricted to applications that are particularly sensitive to delay, nor can it be prevented by regulating the quality of Internet service to make sure that the slow lane is not too slow, as originally proposed by the FCC.

If the slow lane is good enough, some have argued, those who can't pay can still get to their users and have a chance to compete. But it's not the quality of the slow lane that is the problem; it's that there IS a faster lane that provides a better experience. According to research, increasing load times by as little as 100 milliseconds reduces the amount of time people spend on a site, how much they buy, and whether they come back.

38 van Schewick (2010b), pp. 204-213, 310-314, 318-328, 334-345 (discussing the importance of different types of low-cost innovators, including many examples).
Thus, if the FCC allows access fees, those who can’t pay to be in the faster lane will have fewer users or readers, fewer sales, and less advertising revenue. This problem affects every application, website and service, not just delay-sensitive applications like online video. Improving the quality of the slower lane does not remove that problem. Users and applications are still stuck with the quality differential between paying and nonpaying applications.

In sum, allowing access fees will increase the costs of innovation for companies that can pay access fees, reducing their incentives to innovate. It will make it more difficult, if not impossible, for innovators without significant outside funding to innovate and compete, killing the Internet version of the American dream. It will make it more difficult for start-ups to get venture capital. And the resulting reduction in the size and diversity of the innovator pool will ultimately reduce the amount, diversity, and quality of application innovation, ultimately threatening American leadership in the technology space.

**Allowing access fees would harm all sectors of the economy**

The impact of access fees is not restricted to the technology industry. Allowing access fees would harm all sectors of the economy. As the Ad Hoc Telecommunications User Committee has pointed out, “every retailer with an online catalogue, every manufacturer with online product specifications, every insurance company with online claims processing, every bank offering online account management, every company with a web site – every business in America interacting with its customers online is dependent upon an open Internet.”

In May 2015, more than 150 companies from all sectors of the economy filed a letter with the FCC calling proposals to allow access fees “a grave threat to the Internet.”

Today, companies that rely on the Internet to interact with their customers only pay for their own access to the Internet. They do not pay additional fees to their customers’ ISPs. Allowing access fees would change that. Large corporations that pay to be in the fast lane will have higher costs. They, too, will be subject to the ISP’s terminating monopoly and will have to pay excessive prices. Ultimately, these costs will be passed through to customers – whether in the form of higher prices or additional exposure to advertising.

Small businesses would be affected as well. As the record shows, many small businesses around the country rely on the Internet to reach their customers. As small business owners explained in thousands of filings, small businesses would not be able to pay fees for preferential treatment and would not be able to compete with companies that can pay. A selection of submissions by small business owners from all states is included in the appendix “Small Business Across the U.S. Oppose Discriminatory Fees.” They explain why small businesses would not be able to pay these fees, and how allowing access fees would harm them.
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Allowing access fees harms free expression, cultural diversity and democratic discourse
Finally, access fees may impose serious collateral damage on values like free speech, cultural diversity and democratic discourse by making it more difficult for individuals or non-profits to be heard or to find an audience for their creative works. Today, the Internet is space where all Americans, no matter the color of their skin or size of their wallets, have an equal opportunity to express themselves, organize politically, and connect with one another. Individuals and non-profits can put their content online at low cost, and when it travels across the network, that content receives the same service from the network as commercial content. By contrast, access fees would create two classes of speakers – those who can pay to receive better treatment (e.g., large, established companies or wealthy individuals) and those who cannot afford to do so – often individuals and groups with unpopular or new viewpoints, like activists and artists. But if the videos produced by public interest groups to educate the public or the online classes offered by universities count against users' bandwidth caps or stutter because these entities were unable to pay for better treatment, while commercial content does not count against users' bandwidth caps or loads smoothly even during times of congestion, non-commercial content will become relatively less attractive, making it more difficult to find an audience.

For these reasons, numerous non-commercial entities have filed comments in the record opposing access fees and explaining how they would be hurt. The appendix titled “A Diverse Range of Communities Support Net Neutrality” collects the relevant passages from filings from a diverse range of communities, including from faith communities, communities of color, rural communities, disability communities, artists and educators.

Allowing access fees creates incentives to degrade the quality of unpaid service.
If ISPs are allowed to charge application providers for preferential treatment, they have an incentive to reduce the quality of the “normal” service to make it more attractive to pay for preferential treatment. Allowing payment for technical forms of preferential treatment, ISPs have an incentive to lower the quality of the baseline service or not to upgrade in additional capacity over time. Allowing payment for economic forms of preferential treatment such as zero-rating creates an incentive to reduce bandwidth caps or to increase the price users have to pay for unrestricted bandwidth. The resulting reduction in the quality of the normal service hurts users and all application providers that cannot afford to pay for better treatment.

The ban on access fees should apply to all forms of preferential treatment.
Some commenters would restrict a ban on fees for preferential treatment to payments for technical forms of preferential treatment.42

However, fees in exchange for zero-rating pose the same threat to innovation and free speech as fees in exchange for technical forms of preferential treatment.43 As the record shows, start-ups, small businesses and low-cost speakers will often be unable to pay to be in the fast

42 For a more detailed discussion of this question, see van Schewick, Network Neutrality and Zero-rating. Attachment to Barbara van Schewick Ex Parte Letter, GN Dkt. No. 14-28, February 19, 2015, at 1-5.
43 van Schewick (2014c); van Schewick & Weiland (2015), p. 87.
lane; they won’t be able to pay for zero-rating, either. But if some companies can pay so that their content loads faster or does not count against users’ bandwidth cap, then those who can’t pay won’t have a chance to compete and be heard.

In addition, ISPs would have an incentive to lower monthly bandwidth caps or increase the per-byte price for unrestricted Internet use in order to make it more attractive for application providers to pay for zero-rating, harming users and providers of applications that do not pay for exclusion from the cap. This effect can already be observed in Europe.

Not banning zero-rating against a fee would be a significant step back from the FCC’s 2010 Open Internet rules. The text of the order effectively prohibited ISPs from striking deals with application providers “to directly or indirectly favor some traffic over other traffic.” As Verizon explained in a recent ex parte letter, the Open Internet rules prohibited it from entering into commercial arrangements that would allow application providers to pay for zero-rating; Verizon appealed the rules because it was interested in exploring such arrangements.

As the appendix shows, this approach has strong support in the record.

A bright-line ban on access fees is justified.

Network neutrality rules should impose a bright-line ban on all forms of access fees. As 36 scholars explained in a recent letter to the FCC and the FTC, “Even low fees for preferential treatment can chill speech and raise barriers to entry for start-ups, stifling the vibrant experimentation by low-cost innovators that drives innovation on the Internet. Thus, the harms from these fees are not limited to excessive fees or to discriminatory or exclusive offerings.”

To the extent that there is a need for certain forms of preferential treatment, the regulatory framework described here is flexible enough to accommodate this need. First, as I explain below, network neutrality rules should allow certain forms of user-controlled Quality of Service that is paid for only by the user, subject to the conditions outlined below. Second, the emergency exception allows prioritization for emergency services. Finally, the reasonable network management exception would allow certain forms of preferential treatment if a network management problem cannot be solved in an application-agnostic way. (The exception would not, however allow ISPs to charge application providers for these services. This would be prohibited by the rules’ ban on access fees.) Thus, socially beneficial forms of preferential treatment can still be realized under the proposed set of rules.
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45 Rewheel (2014a); Rewheel (2014b); Digital Fuel Monitor (2015).  
46 FCC Open Internet Order, p. 43, para 76.  
47 Verizon (2015) (“As we explained to the court in our briefs, the Commission’s earlier rules foreclosed voluntary business arrangements, such as ‘innovative arrangements (such as advertiser-supported services) that would help recover the costs of building and maintaining broadband networks.’ These types of ‘sponsored data’ arrangements – where online content or service providers voluntarily pick up the tab for usage associated with their traffic, rather than the end user doing so – also hold promise for saving consumers money and enabling interested providers to differentiate themselves and better compete.”), ibid. at 2)  
In addition, bright-line rules have many advantages that have been described by numerous commenters in the record. They provide certainty to the market, keep the costs of regulation low and make it feasible for users, start-ups and non-profits to bring successful complaints. By limiting FCC discretion in specific cases, they also limit opportunities for FCC overreach. The appendix titled “Entities Calling for Bright Line Rules” collects quotes from filings making the case for bright-line rules.

No restrictions on the attachment of non-harmful devices
*The rules should allow users to attach the devices of their choice to their Internet access service, as long as the devices do not harm the network.*

User-controlled Quality of Service paid by the user
*The rules should allow the ISP to offer different classes of service as part of their Internet access service if they meet the following conditions: (1) the different classes of service are available equally to all applications and classes of applications; (2) user is able to choose whether, when, and for which applications to use which class of service; and (3) the network provider is allowed to charge only its own Internet service customers for the use of the different classes of service.*

The network neutrality debate is often framed as a debate for or against Quality of Service. However, the reality is much more nuanced. Some proposals take an all-or-nothing approach to discrimination. They ban or allow all forms of discrimination and, consequently, Quality of Service. Most proposals take a more nuanced position. They allow some, but not all forms of Quality of Service, with different proposals drawing the line between acceptable and unacceptable forms of Quality of Service in different ways.

What is Quality of Service? Different applications have different requirements with respect to reliability, bandwidth or delay. While the original Internet provides a single best-effort service for all packets (that is, the network does its best to deliver data packets, but does not provide any guarantees with respect to delay, bandwidth or losses), a network that provides
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50 van Schewick (2014d).
51 For an in-depth analysis of the relationship between network neutrality and Quality of Service, see van Schewick, Network Neutrality and Quality of Service.
52 For example, Internet telephony is very sensitive to delay above a certain level, but does not care about occasional packet loss. Users usually do not notice a one-way, mouth-to-ear delay of less than 150ms. A delay of more than 400 ms makes voice calls frustrating or unintelligible. (International Telecommunication Union (2003); Kurose & Ross (2010), p. 601.) Depending on the encoding and loss-concealment mechanisms used, Internet telephony applications can tolerate between 1% and 20% of packet loss. (Kurose & Ross (2010), p. 617.) By contrast, e-mail is very sensitive to packet loss, but does not care about some delay. (See, e.g., Kurose & Ross (2010), pp. 92-94 and p. 95, Figure 2.4.) E-Mail applications rely on a transport layer protocol called the Transmission Control Protocol (TCP) to get reliable data delivery. On the needs of applications more generally, see, e.g., Kurose & Ross (2010), pp. 92-95; Peterson & Davie (2012), pp. 530-37.
53 Thus, the network operates like the default service offered by the postal service, which does not guarantee when a letter will arrive or whether it will arrive at all. Contrary to the postal service, which lets users choose services other than the default service like two-day shipping, the original Internet provides only best-effort service. Peterson & Davie (2012), pp.206-07.
Quality of Service offers different types of service to different data packets. For example, a particular service may guarantee a minimum bandwidth or maximum delay, or it may give some data packets priority over others without giving absolute guarantees. While many applications function well with best-effort service, some applications may benefit from types of service that are more closely tailored to their needs. Whether network providers are able to offer Quality of Service may therefore have implications for the types of applications that the Internet can support.

Proponents of a ban on all forms of Quality of Service are concerned that network providers may use the provision of Quality of Service as a tool to distort competition among applications or classes of applications. For example, they are concerned that a network provider may offer Quality of Service exclusively to its own application, but not to other, competing applications, or may sell Quality of Service exclusively to one of several competing applications. They also point out that network providers who offer Quality of Service and are allowed to charge for it have an incentive to reduce the quality of the baseline service below acceptable levels to motivate users to pay for better service. Moreover, selling Quality of Service allows network providers to profit from bandwidth scarcity, which reduces their incentives to increase the capacity of their networks. While these arguments all have merit, these problems can be solved without totally banning Quality of Service. Ultimately, it is sufficient to constrain how Quality of Service can be offered and charged for.

Supporters of banning Quality of Service also question the need for Quality of Service. If there is no need for Quality of Service, banning it creates limited social costs. So far,
proponents of a ban point out, the lack of Quality of Service has not prevented real-time applications from becoming successful on the public Internet. For example, although Internet telephony is sensitive to delay and high variations in delay (“jitter”) and may benefit from a network service that provides low delay and low jitter, Internet telephony applications such as Skype or Vonage work in the current Internet. Video telephony applications like Skype or Google Video Chat function over today’s broadband connections. Pointing to this experience, proponents of a ban argue that capacity increases, combined with end-host based measures, are sufficient to meet the needs of applications that require low delay or low jitter.

However, the value of Quality of Service is not restricted to networks with high average utilization which are often congested. While Quality of Service is only useful if there is congestion (i.e. if queues build up in routers), increasing capacity does not necessarily prevent congestion and therefore, Quality of Service may be useful in networks with more capacity as well. In networks that have low average utilization, but are not over-provisioned, Quality of Service may give users the option to improve the performance of existing applications by using classes of service that provide more reliable or potentially better performance than best-effort service if congestion occurs. For example, while Skype’s quality will often be good enough, some users (or users who are not using Skype in the current Internet because Skype’s performance is not good enough for them) may value (and be willing to pay for) the option of using a different class of service that would allow them to get reliably good or even excellent call quality for selected Skype calls. Quality of Service may also enable new applications that we have not thought of yet that cannot function in a best-effort Internet or that would benefit from classes of service other than best-effort. And it may allow users whose bandwidth is limited to use that limited amount of bandwidth more efficiently. While the relative value of Quality of Service is likely to decline as a network’s capacity approaches the capacity required for over-provisioning, Quality of Service may provide benefits even in over-provisioned networks by allowing users to protect selected applications against the residual risk of congestion. Thus, banning Quality of Service has social costs, and these costs exist over a wide range of network capacities.

Thus, at least some forms of Quality of Service may provide social benefits over a wide range of network capacity. And while there are legitimate concerns about the consequences of allowing Quality of Service on competition among applications or investment in the network, these concerns can be mitigated without totally banning Quality of Service. Different forms of Quality of Service have different social benefits and social costs, so a more nuanced treatment is needed.

64 Peterson & Davie (2012), p. 531.
65 For example, Skype video requires a high-speed broad connection of at least 512kbps down / 128kbps up. For best quality, Skype recommends “a high-speed broadband connection of 4Mbps down / 512kbps up”. Skype (2012).
66 See, e.g., Open Internet Coalition (2010), pp. 43-46; Frischmann (2012), pp. 353-355
67 For a detailed discussion of the potential social benefits of allowing certain kinds of Quality of Service, see van Schewick, Network Neutrality and Quality of Service, at 39-53.
68 Over-provisioning requires considerably more capacity than ensuring low average utilization, so a lot of networks may belong to this category.
Ultimately, network neutrality rules are the result of a trade-off. They impose some constraints on the evolution of the network in order to allow the Internet to continue to foster application innovation, preserve user choice or foster democratic discourse. Policy makers need to decide whether restrictions on the evolution of the network (here: banning Quality of Service) are necessary to protect the values that network neutrality rules are designed to protect. If the restrictions are not necessary to protect these values, they should not be imposed. By contrast, whether introducing Quality of Service makes sense from a technical or business perspective is a question that should be left to network engineers and network providers. If regulators adopt non-discrimination rules that allow certain forms of Quality of Service, they do not pick winners and losers in this debate. Such non-discrimination rules do not require network providers to introduce Quality of Service; they only allow them to do so within the constraints imposed by the rules. If network providers decide that over-provisioning offers a better cost-benefit trade-off than offering Quality of Service in line with the rules, they are free to go down that route.

There are different types of Quality of Service, and I evaluate them in detail elsewhere. Ultimately, there is only one type of Quality of Service that does not threaten the values that network neutrality is designed to protect. This is the kind of Quality of Service that network neutrality rules should allow.

As described above, the non-discrimination rule I propose would prohibit all application-specific discrimination and would allow all application-agnostic discrimination. This rule allows network providers to offer certain (though not all) forms of Quality of Service.

In particular, it allows network providers to offer different classes of service if they meet the following conditions:

(1) the different classes of service are available equally to all applications and classes of applications;

(2) the user is able to choose whether, when and for which application to use which class of service;

(3) the network provider is allowed to charge only its own Internet service customers for the use of the different classes of service.

For example, a network provider could offer a low-delay service, a best-efforts service, a less-than-best-efforts service, and a guaranteed-bandwidth service. The decision of whether and when to use which service would be left to the user. For example, one user could use the low-delay service for Internet telephony, another may use it for online gaming, and a third user may
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69 Of course, the constraints imposed by a non-discrimination rule that allows all or some forms of Quality of Service will influence network providers’ private costs and benefits of over-provisioning and Quality of Service. For example, other things being equal, introducing Quality of Service may be more attractive under a regime that allows network providers to charge whomever they like for the provision of different classes of service, and less attractive under a regime that prohibits network providers from charging for Quality of Service.

70 van Schewick, *Network Neutrality and Quality of Service*.

71 I explain the rationale for this criterion in van Schewick (2010c); van Schewick (2014b), Section “3. Allowing access fees is bad policy”; van Schewick (2014a), Section “Tough Lessons From Mobile and Music.”
use it for e-mail, if that is what that user wants. This type of user-controlled Quality of Service is technically feasible.  

While the first two conditions directly flow from the proposed non-discrimination rule, the third condition is based on additional considerations and would need to be encoded separately.

A network provider who is allowed to charge for Quality of Service has an incentive to degrade the quality of the baseline, best-effort service to motivate users to pay for an enhanced type of service. The existence of this incentive is well-documented in the economic literature on price discrimination and one of the main motivations behind proposals to ban Quality of Service. To mitigate this problem, the rules should require the regulatory agency in charge of enforcing the network neutrality rules to monitor the quality of the baseline service and set minimum quality standards, if the quality of the baseline service drops below appropriate levels.

This type of user-controlled Quality of Service offers the same potential social benefits as other, discriminatory or provider-controlled forms of Quality of Service without the social costs and should therefore be allowed.

In particular, it does not raise any of the problems associated with “like treatment” outlined below. Contrary to like treatment, it preserves the application-agnosticism of the network, the principle of user choice, and the principle of innovation without permission:

First, this type of Quality of Service preserve the application-agnosticism of the network: The provision of Quality of Service is not dependent on which applications users are using, but on the Quality-of-Service-related choices that users make; thus, the network providers does not need to know anything about which applications are using its network in order for this scheme to work. The network provider only makes different classes of service available, but does not have any role in deciding which application gets which Quality of Service; this choice is for users to make. As a result, network providers cannot use the provision of Quality of Service as a

72 The technical feasibility of this type of Quality of Service and other questions regarding the impact of the proposed rule on Quality of Service are discussed in van Schewick, Network Neutrality and Quality of Service, at 143-152.
73 Deviating from the first condition by making a specific type of service available only to some applications or classes of applications (e.g., only to the provider’s own online video application, or only to online gaming, but not Internet telephony) would make distinctions among applications and classes of applications based on application-specific criteria (here: application or application type) and would thus violate the requirement that differential treatment must be application-agnostic. The second condition ensures that the differential treatment associated with the actual provision of the different types of services in the network happens based on an application-agnostic criterion (here: the type of service chosen by the user for that particular packet).
74 The incentive to degrade the quality of the baseline service arises only if network providers are allowed to charge for Quality of Service. If they are not allowed to charge for it, they do not benefit from users’ increased use of better-than-best-effort services and, therefore, do not have an incentive to degrade the quality of the baseline, best-effort service to motivate users to use more enhanced services. Thus, instead of adopting the solution proposed in the text, regulators could mitigate this problem by prohibiting network providers from charging for the provision of Quality of Service. Such a ban creates its own social costs, though.
75 The European Union has adopted a similar rule following its review of the regulatory framework for telecommunications services. See Article 22(3) of the Universal Service Directive; European Commission (2007), pp. 92, 95-97, 101.
mechanism to distort competition among applications or classes of applications. Second, since users choose when and for which applications to use which type of service (in line with the principle of user choice), they can get exactly the Quality of Service that meets their preferences, even if these preferences differ across users or (for a single user) over time. Third, in line with the principle of innovation without permission, an innovator does not need support from the network provider in order for his application to get the Quality of Service it needs. The only actors who need to be convinced that the application needs Quality of Service are the innovator, who needs to communicate this to the user, and the user, who wants to use the application. This greatly increases the chance that an application can get the type of service it needs.

By contrast, network neutrality rules should not allow network providers to offer different types of service to different provider-defined classes of applications, even if the network provider treats like traffic alike. In other words, the rules should not allow network providers to provide different types of service to different provider-defined classes of applications that are not alike, as long as they do not discriminate among classes of applications that are alike or among applications within a class of like applications. This requirement is often called “like treatment.” Under this approach, a network provider would be allowed to offer low-delay service to Internet telephony, but not to e-mail, as long as it does not treat Vonage differently from Skype, or Gmail differently from Hotmail. In the US, the AT&T BellSouth Merger conditions and various draft bills in Congress allowed this form of Quality of Service.

Those who would allow forms of Quality of Service that provide like treatment assume that discriminating among classes of applications that are not alike is socially harmless and should therefore be allowed. As the article shows, this assumption is not correct. In many cases, discrimination among classes of applications hurts some classes of applications, even if the classes are not alike. For example, some Internet applications such as Internet telephony applications, Internet messaging applications or Internet video offerings compete with network-provider services that are sold separately from Internet access and do not run over the Internet-access portion of the network provider’s access network. In these cases, discriminating against all applications in that class allows the network provider to favor its own offering without discriminating among applications within the class. Moreover, applications in a class can be harmed by differential treatment even if they do not compete directly with applications in other classes that are treated more favorably.

In addition, like treatment negatively affects several of the factors that have fostered application innovation in the past. First, like treatment removes the application-agnosticism of the network. Allowing network providers to treat classes of applications differently requires the network provider to identify the different applications on its network in order to decide which class they belong to and determine the appropriate type of service. Thus, like treatment requires network providers to treat data packets differently based on information about the applications on the network. Since the concept of “like applications” is not well defined, network providers
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76 On this form of Quality of Service, see Section “Allow Discrimination Among Classes of Applications That Are Not Alike” in van Schewick, Network Neutrality and Quality of Service.

77 Internet telephony is sensitive to delay, but e-mail is not, so the two classes of applications are not alike.
have broad discretion to decide which applications are alike, which allows them to deliberately or inadvertently distort competition among applications or classes of applications. Second, like treatment violates the principle of user choice. Under like treatment, network providers, not users, choose which application should get which Quality of Service. Since users’ preferences for Quality of Service are not necessarily the same across users and may even vary for the same user over time, letting network providers determine which applications get which Quality of Service will result in levels of Quality of Service that do not meet users’ needs. Third, like treatment harms application innovation by requiring innovators to convince network providers that their application belongs to a certain class. Requiring network providers to take action before an application can get the Quality of Service it needs violates the principle of innovation without permission and reduces the chance that new applications actually get the type of service they need. Finally, disputes over which classes of applications are alike, or whether a certain application belongs to a certain class, are likely to be frequent and difficult to resolve, creating high costs of regulation.

Thus, forms of Quality of Service that respect the principle of like treatment do not adequately protect the values that network neutrality is designed to protect and should not be allowed under a network neutrality regime.

**Equal protections for mobile and fixed networks**

*The network neutrality rules should apply equally to mobile and fixed networks.*

It should not matter over which network technology users access the Internet. The threats for application innovation, free speech and user choice are the same. Wireless networks have been historically controlled by network providers, so the bias towards network provider control may be even stronger in wireless networks. Thus, the rationale for protection is the same.

At the same time, wireless technology is evolving rapidly. In the absence of strong protections, technology may evolve in a way that will make it more difficult to protect the values that network neutrality rules are designed to protect in the future. Since mobility or location-awareness are specific to mobile services, the space of potential applications is larger and even less explored than in the wireline space. Thus, the potential for application innovation (and the dampening effect of a lack of protections against discriminatory behavior on investment) is particularly large.

Any technical differences between wireless and wireline networks – to the extent they exist – can be accounted for when applying the reasonable network management exception. For example, there may be some technical characteristics of specific wireless technologies or special problems associated with mobility that make it impossible to solve certain network management problems in an application-agnostic way. In these cases, the reasonable network management exception described above would allow network providers to solve these problems in more application-specific ways. Thus, these problems, to the extent they exist, can be accounted for when applying the reasonable network management exception. But they will be problems
associated with specific wireless technologies (for example, industry participants usually agree that LTE does not pose any issues that are fundamentally different from the issues faced by the provider of a DSL network). They do not justify applying fundamentally different levels of protection to wireline and wireless networks in general.

While the market for wireless Internet services is more competitive than the market for wireline services, this does not remove the need for meaningful network neutrality rules.78

Some participants in the debate assume that competition in the market for Internet services removes the need for substantive network neutrality rules. This approach is based on the idea that if a network provider discriminates against an application that users would like to use, users can switch to another network provider that does not discriminate against the affected application. The threat of switching, proponents of this approach assume, will discipline providers.

These arguments fail to recognize that the market for Internet services is characterized by a number of factors—incomplete customer information, product differentiation in the market for Internet access and for wireline and wireless bundles, and switching costs—that limit the effectiveness of competition and reduce consumers’ willingness to switch. These factors leave the network provider with a substantial degree of market power over its customers, enabling it to restrict some applications and content on its network without losing too many Internet service customers. Thus, competition in the market for Internet access services does not remove the need for rules against blocking and discrimination. The problems with access fees are independent of the amount of competition in that market as well.

The experience in Europe and Canada and in the market for mobile Internet services in the United States supports this view.79

The markets for wireline Internet service in Europe and Canada are considerably more competitive than the market for wireline, fixed Internet services in the United States. The European legal framework does not prohibit restrictions on end users’ use of applications or services, but it requires Internet access service providers to disclose them. Still, as the results of an investigation by the Body of European Regulators for Electronic Communications (BEREC) showed, many Internet service customers in the European Union are subject to restrictions on their fixed or mobile Internet services. A recent study showed widespread discriminatory network management in the United Kingdom. In Canada, the 2009 investigation of the CRTC into Internet service providers’ network management practices showed that, at the time, many Canadian providers were singling out peer-to-peer file-sharing applications for special treatment, throttling the bandwidth available to them or interfering with these applications in other ways.

Under the FCC’s Open Internet Order, providers of mobile Internet services in the United States were subject to limited restrictions on their ability to block applications and were free to
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78 For a fuller analysis and references to the literature, see van Schewick, *Network Neutrality and Quality of Service*, at 83-96.
79 For a fuller analysis and references to the literature, see van Schewick, *Network Neutrality and Quality of Service*, at 96-98.
discriminate, but were required to disclose, among other things, blocking of or discrimination against applications. Since the adoption of the Open Internet Order, wireless carriers have engaged in various forms of discriminatory conduct, even though the market for mobile Internet services in the United States is considerably more competitive than the market for wireline Internet services. Examples are Verizon Wireless’s conduct towards tethering applications; Verizon Wireless’s, AT&T’s, and T-Mobile’s actions towards Google Wallet; and AT&T’s actions towards FaceTime.

These examples suggest that—at least in the market for wireline Internet service in Europe and Canada and in the market for mobile Internet services in the United States—competition does not prevent Internet service providers from interfering with applications, content, or services on their networks, even if, as in the United States and the European Union, network providers are required to disclose any discriminatory conduct that occurs.

Equal protections for mobile and fixed service are supported by a wide range of commenters.

**Interconnection**

Network neutrality rules should prohibit providers of last-mile Internet access services from charging interconnecting networks, application providers and content delivery networks fees for access to their subscribers and clarify that last-mile ISPs can’t use practices related to interconnection to evade the FCC’s network neutrality rules.

Any network neutrality rules need to cover interconnection. Unless network neutrality rules prohibit last-mile ISPs from charging interconnecting networks, application providers and content delivery networks fees for access to their subscribers, the rules will not address the very

While Netflix has received adequate performance since it agreed to pay a fee for access to several large last-mile ISPs including Comcast, connections by Level 3, Cogent and other interconnecting providers that refuse to pay are still congested, harming every user and edge provider whose traffic enters these networks via these providers.\footnote{See, e.g., Measurement Lab (2014); Anderson (2015) (presenting data showing that congestion is not limited to Cogent or specific services and is ongoing as of Q4 2014); Comment of Packet Host, Inc., Protecting and Promoting the Open Internet, GN Docket No. 14-28, Oct. 2, 2014, p. 2, available at \url{http://apps.fcc.gov/ecfs/document/view?id=60000870476}; Collin Anderson, “Internet Observatory Updates and Improvements,” M-Lab Blog, Feb. 12, 2015, available at \url{http://www.measurementlab.net/blog/internet_observatory_update}; M-Lab Observatory, “Download Speed for AT&T, Comcast on GTT in Chicago – Hourly Median for Jan 2015,” Accessed Feb. 19, 2015, available at \url{http://www.measurementlab.net/observatory/?tab=explore&metric=download_throughput&metro=Chicago&combs =ord04_att,ord04_comcast&time=01022015-02022015&timeView=hourly&}.}

Prohibiting last-mile ISPs from charging interconnecting networks, application providers and content delivery networks fees for access to their subscribers is good policy and is strongly supported by Commission precedent.

First, banning these fees prevents last-mile ISPs from exploiting their terminating monopoly by charging interconnecting entities excessive prices for access to the ISPs’ subscribers or enhanced access to these subscribers.\footnote{As the FCC recognized in its 2010 Open Internet rules, last-mile ISPs have a terminating monopoly over access to their users. This terminating monopoly allows them to charge monopoly prices to application providers for access to their users or enhanced access to users, regardless of the amount of competition in the market for broadband Internet access services. Federal Communications Commission (2010), para 21, 24-26, 32. See also Notice of Ex Parte for COMPTEL, CCIA, New America Foundation, Free Press, Internet Freedom Business Alliance and Ad Hoc Telecommunications Users Committee, Protecting and Promoting the Open Internet, GN}
application providers like Netflix that directly interconnect with last-mile ISPs, but also are likely to increase the costs for large and small companies that rely on the services of content delivery networks or transit providers like Level 3 and Cogent to reach subscribers around the country.  

By contrast, reviewing access fees case-by-case to ensure they are just and reasonable would effectively require the FCC to engage in rate regulation – a complex, messy, and costly process.

Second, banning access fees at the point of interconnection is in line with principles of cost causation, since the ISPs’ subscribers are the ones who request the traffic delivered by the interconnecting entity.

Third, as long as last-mile ISPs are allowed to charge fees for access to their subscribers in the context of interconnection, they have an incentive to let unpaid routes into the network congest in order to motivate interconnecting providers to pay for good-quality interconnection. Thus, allowing these fees imposes considerable collateral damage on users and application providers (including small startups, small businesses or nonprofit sites) whose traffic enters last-mile networks via unpaid routes. Only a ban removes that incentive.
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89 Vimeo LLC (2014) (“Because video hosting and sharing is a high-bandwidth business, Vimeo views terminating access fees as a significant threat to its current and future growth. The ability of consumers to access our content at the highest possible speed—and thus highest possible video resolution—is essential to our business. Like other similarly situated content providers, Vimeo purchases third-party CDN services to deliver videos to customers. […] Vimeo strenuously disagrees with Comcast that interconnection costs “are irrelevant to small OVDs because they would have no need for direct interconnection.” When a CDN pays an interconnection fee to a large ISP, that fee is passed to the CDN’s customers through increased CDN charges. This makes interconnection fees directly relevant to our business and our bottom line. Moreover, as we grow, developing and deploying our own CDN will be a natural step—at which point the interconnection fee will be directly, rather than indirectly, assessed on our services.”, ibid., p. 2); Comments of Ad Hoc Telecommunications User Committee, Protecting and Promoting the Open Internet, GN Docket No. 14-28, July 18, 2014, p. 13, available at http://apps.fcc.gov/ecfs/document/view?id=7521195149.


91 See, e.g., Level 3 Communications LLC (2014), pp. 2-3; Notice of Ex Parte for Netflix, Protecting and Promoting the Open Internet, GN Docket No. 14-28, Nov. 5, 2014, p. 5, available at...
Fourth, banning these fees creates lower costs of regulation and provides more certainty to the market than reviewing such fees case by case under an unjust and unreasonable standard.

A ban on access fees would be narrowly tailored to address these harms. The ban would prohibit last-mile ISPs from charging interconnecting providers fees for the transmission of data between the point of interconnection and an ISP’s subscribers. But it would not prevent the interconnecting parties from sharing the costs of “physical” interconnection (i.e. the non-recurring costs of purchasing ports and cross-connect cable to establish the interconnection), nor would it affect ISPs’ ability to buy or sell transit services (which provide access to the entire Internet, not just to a last-mile ISP’s own subscribers) or to offer and charge for CDN services.

Commission precedents in the areas of interconnection and network neutrality strongly support a ban. In the telephony context, the FCC has long regulated local exchange carriers to prevent them from exploiting their terminating monopoly by charging excessive prices to interconnecting providers. In the Intercarrier Compensation Reform Order, the FCC finally prohibited access charges for access to users based on policy arguments directly applicable here.
In addition, the arguments in the FCC’s Open Internet Order that supported a ban on fees for access to end users equally justify a ban on access fees in the context of interconnection.  

A ban on access fees in the context of interconnection receives broad support in the record.

In addition, the FCC should clarify that interconnection with the last mile cannot be used as means to circumvent the Commission’s bright line rules against blocking, throttling, and paid prioritization.

As the past few years have shown, ISPs can block, discriminate, or impose access fees either while data is traveling across the ISP’s last-mile access network or when it enters that network at the point of interconnection. Although the interference happens at a different point in the network, the impact of blocking, discrimination, or access fees on users and application providers is the same, as is the harm to innovation and free speech. Users don’t care whether the eagerly awaited new season of *House of Cards* buffers because their video encounters congestion when entering the last-mile network at the point of interconnection or after it has entered that network. Application providers don’t care whether the fee they have to pay to get acceptable quality and remain competitive is for interconnection or for transport across the end users’ access network. Under these circumstances, prohibiting practices only on the access network, but not necessarily at the point of interconnection with last-mile networks will ultimately be ineffective and irrelevant—allowing ISPs to evade the ban by engaging in the banned practices at point of interconnection.
Specialized services

ISPs have long been pushing for a broad exception to any network neutrality regime that allows them to offer additional services over a user’s Internet connection and claim that these additional services are not part of their broadband Internet access service and not subject to network neutrality rules. Although the FCC asked for additional comment on specialized services in 2010, it is not clear what kind of specialized services ISPs have in mind or whether these services could be offered over a properly regulated broadband Internet access service.

A vague “specialized services” provision could be the sort of loophole that you could drive a truck through, enabling ISPs to circumvent network neutrality rules. For example, as Harold Feld, Senior Vice President of Public Knowledge, has pointed out, a vague specialized service exception might allow “Comcast or AT&T or any other provider [to] offer its over-the-top online streaming service as a ‘specialized service’ and give itself prioritized service. Companies could essentially sell prioritized service to specific applications or content simply by calling these fast lanes ‘specialized services.’” One could argue that this kind of service is “designed to evade the purposes of” the bill’s network neutrality rules and would therefore be prohibited by the bill, but it is not clear how this language would be applied. After all, from the perspective of ISPs, being able to offer services that are not subject to network neutrality rules is the whole point of the specialized services exception.

Therefore, clarifying that ISPs can’t use specialized services to evade network neutrality rules is essential. In addition, the FCC should clarify that offering preferential treatment to application providers for a fee as a “specialized service” would be considered a circumvention, if similar functionality could be offered as part of the normal Internet access in a way that is compatible with network neutrality rules. For example, given that the proposed rules allow ISPs to user-controlled and user-paid Quality of service, offering preferential treatment to application providers for a fee should be considered an evasion of the rules and be prohibited. Only if a service cannot be realized in this way at all, should it be possible to offer the underlying functionality as a specialized service.

Additionally, exempting specialized services might give ISPs an incentive to limit (or fail to upgrade) the amount of capacity available for normal, regulated broadband Internet access service in order to have more capacity for unregulated specialized services. In the Open Internet

---


101 For example, allowing ISPs to offer certain forms of user-controlled Quality of Service under the conditions described in Subpart 4 might remove one of the main justifications for specialized services.


Order, the FCC shared this concern, expressed stringent expectations for how it expected ISPs to address them, and committed itself to monitoring the issue, all steps in the right direction.\textsuperscript{104}

Finally, network neutrality proponents have argued that ISPs might offer specialized services in a way that distorts competition—for example, by offering them exclusively to themselves or their partners, or by charging different prices for the same service. The Open Internet Order acknowledged these concerns, and the FCC committed to monitoring the issue, leaving its resolution to subsequent rulemakings.\textsuperscript{105}
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