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comment: A proposed alternative to the disablement of NSI phones: 

If an NSI handset is used to make a fraudulent call, it's IMEI number (or other 
unique handset identifier) is added to a blacklist and text message (or other 
notification ) is sent from the carrier indicating the handset is no longer 911 • 
operable. As part of activation(s), carriers would remove NSI phones from the blodk 
lists. 

This would allow NSI phones that are used in non-malicious situations (domestic 
abuse, other emergency forms of communication, etc) to remain active while removing 
the malicious actors from the system after one fraudulent call. The blacklist 
period could even be made non-permanent for an extra measure of caution. 

Please consider this idea. I believe it to be a great balance between continued 
allowance of NSI access to the 911 system serving the need for public safety and 
allowing carriers and local 911 centers to block malicious actors. 

Thanks! 
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