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Comment: Public servants of the Federal Communications Commission,

It is with great concern that | write you today regarding the latest proposal to restrict free use and
research by private citizens of alternative wireless and computing systems.

The ability for private citizens alongside, but not in conjunction with, federally approved researchers to
conduct their own research and use of any and all methods of electronic communication is paramount
to the future progress of technological advancement of this very necessary field of technology.

On the subject of liberty it is not at all acceptable that, given we live in a free society, our use of
technology should be dependent upon federal approval of certain manufacturer's technology nor should



our separate but intersecting third party devices be limited by some arbitrarily concocted regulations. It
is not within the federal government's powers or mandate to codify specific software and hardware
solely on the basis that it lies outside standard mainstream consumer products. Further, information
security is paramount in today's world and often alternative operating systems offer a higher degree of
internal systems security not found in most popular and conventional forms of consumer products. The
FCC could find itself in quite a precarious position should a large number of citizens find their data in the
hands of unscrupulous individuals which could have been averted were they able to use alternative
technology systems but were denied due to the FCC's own regulatory measures.

Americans must also be able to secure their own data when the companies we rely on abstain from
patching their own security flaws. That the FCC would be considering a proposal which could leave
private citizens at the mercy of individuals operating outside the boundaries of the law is worrisome to
say the least and in the past it has often been the case that privacy gaps and security flaws in wireless
hardware which transmits sensitive data has been fixed as a result of the efforts of private individuals.
This and many similar actions would be banned under the NPRM.

The FCC may also run afoul of the First Amendment to the Constitution by limiting those citizens who
seek to use alternative methods and hardware to transmit wireless data as a matter of political
principals and the desire to express political dissent through legitimate consumption practices. The
NPRM would stifle this very legitimate speech, protected under the First Amendment, and may find
itself on the wrong side of Constitutional Law and Supreme Court precedent.

| hope my words have not been met by deaf ears and the Federal Communications Commission takes
seriously the implications of this very dangerous precedent being set should this regulatory measure
come into effect. | am confident in the FCC's ability to make the right choice by setting aside this
regulatory measure and hanging it up in the "extremely bad" category of regulatory ideas.
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