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Comment: | feel that the proposal to prevent users from installing their own software/firmware on
personal computers and wireless routers will do tremendous damage to American cyber security. We
should be encouraging the spread of computer/communication education and not prohibiting it!

Manufacturers of wireless routers have been reluctant to update firmware and the embedded
systems have many known vulnerabilities. Those who run DD-WRT and OpenWRT have the latest
patched code in their devices. The same can be said for many of the Linux distributions. The global
collaboration and development results in frequent releases and security updates. Open-source software
has a much better record of security updates than proprietary products. Americans need to fix security
holes when manufacturers won't.

Much of the advances of the current wireless implementations are the results of research and
experimentation, which this proposal will prohibit.



The American people need to have free and open platforms to continue to develop the creative and
innovative applications for the Internet.
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