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Comment: Dear Commission,

I'd like to strongly disagree with the intention to restrict ability for modification of WiFi devices. The
ability as it is now let thousands if not millions to discover radio wave propagation, antenna building,
set-up of small but smart home networks, encourages creativity and tinkering. The open source
improvement gave practical experience and education and brought university lab in everybody's home.

Wireless networking research depends on the ability of researchers to investigate and modify their
devices.

Not only Americans, but people all over the world need the ability to fix security holes in their devices
when the manufacturer chooses to not do so. FCC is a major regulator and is likely to impact product in
the whole world.



Users have in the past fixed serious bugs in their WiFi drivers, which would be banned under the
NPRM.

Not fixing security holes either feeds cyber threats or increases electronic waste.

Billions of dollars of commerce, such as secure WiFi vendors, retail hotspot vendors, depends on the
ability of users and companies to install the software of their choosing.

There is no evidence that open-source firmware has caused any more wireless interference than
closed-source firmware.
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