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Comment:  I personally enjoy a lot of free community developed software. In most cases it is vastly superior to anything
 being sold. These new rules have the ability to stifle the creative forces making said software. Please remove language 
from this proposal which would seek to lock down or digitally sign software on personal devices and routers. These 
rules would negatively effect the freedom of a lot of hobbyists, tinkerers, and enthusiasts to explore their own property.

I personally enjoy a lot of free community developed software. In most cases it is vastly superior to anything being sold.
 These new rules have the ability to stifle the creative forces making said software. Please remove language from this 
proposal which would seek to lock down or digitally sign software on personal devices and routers. These rules would 
negatively effect the freedom of a lot of hobbyists, tinkerers, and enthusiasts to explore their own property.
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Comment:  I want my WIFI to be free and need to stop these limitations from being made. This has not been an issue for
 years so leave it.

Wireless networking research depends on the ability of researchers to investigate and modify their devices.
Americans need the ability to fix security holes in their devices when the manufacturer chooses to not do so.
Users have in the past fixed serious bugs in their wifi drivers, which would be banned under the NPRM.
Billions of dollars of commerce, such as secure wifi vendors, retail hotspot vendors, depends on the ability of users and 
companies to install the software of their choosing.

https://www.reddit.com/r/technology/comments/3jsiex/the_fcc_wants_to_prevent_you_from_installing/

I want my WIFI to be free and need to stop these limitations from being made. This has not been an issue for years so 
leave it.

Wireless networking research depends on the ability of researchers to investigate and modify their devices.
Americans need the ability to fix security holes in their devices when the manufacturer chooses to not do so.
Users have in the past fixed serious bugs in their wifi drivers, which would be banned under the NPRM.
Billions of dollars of commerce, such as secure wifi vendors, retail hotspot vendors, depends on the ability of users and 
companies to install the software of their choosing.

https://www.reddit.com/r/technology/comments/3jsiex/the_fcc_wants_to_prevent_you_from_installing/
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Comment:  Hi,
I respectfully ask that the FCC not enforce rules that would restrict 3rd Party firmware on Wifi devices. I would ask that
 they work with the 3rd Party makers to become "in code" with the FCC rules, but to not fully take them out of being 
able to modify Wifi devices. 

-Wireless networking research depends on the ability of researchers to investigate and modify their devices.
-Americans need the ability to fix security holes in their devices when the manufacturer chooses to not do so.
-Users have in the past fixed serious bugs in their wifi drivers, which would be banned under the NPRM.
-Billions of dollars of commerce, such as secure wifi vendors, retail hotspot vendors, depends on the ability of users and
 companies to install the software of their choosing.

Hi,
I respectfully ask that the FCC not enforce rules that would restrict 3rd Party firmware on Wifi devices. I would ask that
 they work with the 3rd Party makers to become "in code" with the FCC rules, but to not fully take them out of being 
able to modify Wifi devices. 

-Wireless networking research depends on the ability of researchers to investigate and modify their devices.
-Americans need the ability to fix security holes in their devices when the manufacturer chooses to not do so.
-Users have in the past fixed serious bugs in their wifi drivers, which would be banned under the NPRM.
-Billions of dollars of commerce, such as secure wifi vendors, retail hotspot vendors, depends on the ability of users and
 companies to install the software of their choosing.
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Comment:  Any rule or regulation which prohibits consumers from modifying a device is against the public interest. 

Let us stipulate after the past few decades of demonstrated security problems in devices of all classes that use software 
(or firmware, which is merely compiled software for flash loading) that no manufacturer is capable of releasing a 
product that is actually secure. 

Restricting the ability of a consumer from loading new software (or firmware) on the device leads to a situation where 
the useful life of a new device is measured in days or minutes from purchase as the device no longer functions as 
intended to provide reasonable security of consumer information or network. Even if we stipulate that the manufacturers
 can provide a secure product for original sale, manufacturers do not, have not, and have no incentive to support each 
product and keep it secure until the end of it's functional life. 

It is therefore imperative that each and every consumer be able to update and keep secure each and every device that 
they have purchased - on their own terms, for as long as they see fit. 

Failure to keep these devices secure (something the manufacturers have no ability or even desire to do for the length of 
the device's functional life) leads to security breaches which can compromise the consumer financial information, credit 
card information, personal information and in some cases medical information. Increasing the rate and ease at which 
personal security breaches occur will (already is) having a huge detrimental effect upon the economy. 

I urge you instead of forbidding the consumer modification of these devices, to instead mandate that every such device 
have full source code made public so that these devices can be kept updated and secured by interested and technically 
adept consumers in a mutual support community. 

Any rule or regulation which prohibits consumers from modifying a device is against the public interest. 

Let us stipulate after the past few decades of demonstrated security problems in devices of all classes that use software 
(or firmware, which is merely compiled software for flash loading) that no manufacturer is capable of releasing a 
product that is actually secure. 

Restricting the ability of a consumer from loading new software (or firmware) on the device leads to a situation where 
the useful life of a new device is measured in days or minutes from purchase as the device no longer functions as 
intended to provide reasonable security of consumer information or network. Even if we stipulate that the manufacturers
 can provide a secure product for original sale, manufacturers do not, have not, and have no incentive to support each 



product and keep it secure until the end of it's functional life. 

It is therefore imperative that each and every consumer be able to update and keep secure each and every device that 
they have purchased - on their own terms, for as long as they see fit. 

Failure to keep these devices secure (something the manufacturers have no ability or even desire to do for the length of 
the device's functional life) leads to security breaches which can compromise the consumer financial information, credit 
card information, personal information and in some cases medical information. Increasing the rate and ease at which 
personal security breaches occur will (already is) having a huge detrimental effect upon the economy. 

I urge you instead of forbidding the consumer modification of these devices, to instead mandate that every such device 
have full source code made public so that these devices can be kept updated and secured by interested and technically 
adept consumers in a mutual support community. 



Please Do Not Reply To This Email. 

Public Comments on Equipment Authorization and Electronic Labeling for Wireless Devices:========

Title: Equipment Authorization and Electronic Labeling for Wireless Devices
FR Document Number: 2015-18402
RIN: 
Publish Date: 8/6/2015 12:00:00 AM

Submitter Info:
First Name:  Diljot
Last Name:  Garcha
Mailing Address:  11 Wankling Court
City:  Winnipeg
Country:  Canada
State or Province:  Manitoba
ZIP/Postal Code:  R3P2P8
Email Address:  diljot@garcha.com
Organization Name:  
Comment:  I kindly ask the FCC to not implement rules that take away the ability of users to install the software of their
 choosing on their computing devices. Additional points of emphasis include:

Wireless networking research depends on the ability of researchers to investigate and modify their devices.

Citizens of the world need the ability to fix security holes in their devices when the manufacturer chooses to not do so.
Users have in the past fixed serious bugs in their Wi-Fi drivers, which would be banned under the NPRM.

Billions of dollars of commerce, such as secure Wi-Fi vendors, retail hotspot vendors, depend on the ability of users and
 companies to install the software of their choosing.

Why would you infringe upon the ability of amateur radio operators to create high powered mesh networks to assist 
emergency personnel in a disaster? I am a radio amateur myself, and this would destroy our ability to assist others 
during times of distress and setting up a local mesh network for communication. (My callsign: VE4DSG).

Why would you ban installation of custom firmware on your Android phone? The main feature if Android phones is the 
deep customization. Banning this ability would cause sales of Android devices to plummet.

Why would you discourage the development of alternative free and open source Wi-Fi firmware, like OpenWrt? 
Seriously why? Open source software is great, it allows many people to contribute to the project, and it allows bug fixes 
and new features to be added before other closed source software.

When a user builds a computer they are able to choose what software they can run on the machine. So why would you 
hinder this ability? Regardless of who built the computer or component.

Once again I kindly ask the FCC to not implement rules that take away the ability of users to install the software of their
 choosing on their computing devices. This would seriously damage the computing industry, I feel like the FCC needs to
 reconsider, and in the future the FCC needs to pay more attention to the phrase: If it aint broke, dont fix it. Thank you 
for reading.

I kindly ask the FCC to not implement rules that take away the ability of users to install the software of their choosing 
on their computing devices. Additional points of emphasis include:



Wireless networking research depends on the ability of researchers to investigate and modify their devices.

Citizens of the world need the ability to fix security holes in their devices when the manufacturer chooses to not do so.
Users have in the past fixed serious bugs in their Wi-Fi drivers, which would be banned under the NPRM.

Billions of dollars of commerce, such as secure Wi-Fi vendors, retail hotspot vendors, depend on the ability of users and
 companies to install the software of their choosing.

Why would you infringe upon the ability of amateur radio operators to create high powered mesh networks to assist 
emergency personnel in a disaster? I am a radio amateur myself, and this would destroy our ability to assist others 
during times of distress and setting up a local mesh network for communication. (My callsign: VE4DSG).

Why would you ban installation of custom firmware on your Android phone? The main feature if Android phones is the 
deep customization. Banning this ability would cause sales of Android devices to plummet.

Why would you discourage the development of alternative free and open source Wi-Fi firmware, like OpenWrt? 
Seriously why? Open source software is great, it allows many people to contribute to the project, and it allows bug fixes 
and new features to be added before other closed source software.

When a user builds a computer they are able to choose what software they can run on the machine. So why would you 
hinder this ability? Regardless of who built the computer or component.

Once again I kindly ask the FCC to not implement rules that take away the ability of users to install the software of their
 choosing on their computing devices. This would seriously damage the computing industry, I feel like the FCC needs to
 reconsider, and in the future the FCC needs to pay more attention to the phrase: If it aint broke, dont fix it. Thank you 
for reading.
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Comment:  The free software movement and philosophy have been vital to the growth of the international technology 
sector, and therefore the world economy and culture since the establishment of the Free Software Foundation thirty 
years ago. Without these ideas, there would be a fraction of the infrastructure and foundation for developers to make 
new things, none of which would be as easily publicly available. Freedom of software means freedom of ideas and 
therefore, transparency of information.

It also means better software, and all the things listed above directly benefit from that. This is extremely important for a 
multitude of reasons, security being on my short list. When independent groups can stress and audit software's security 
implementation without being given explicit permission, and even better, being given permission at-large, we are 
rendered safer than could ever be attainable otherwise. This is the case for all respected encryption ciphers and security 
suites in general. Americans require the ability and the right to fix security vulnerabilities in their devices, when it isn't 
done for them, or even when it is.

Furthermore, billions (trillions?) of dollars depend on the ability and right of users and companies to install the software 
of their choosing, this compounds into better software. 

As is in general, as is with networking device firmware, it is not fundamentally different than  general purpose software,
 and is even more vital with our gateways to the Internet. This is a solution in search of a problem, that creates a gaping 
flaw in the process.

The free software movement and philosophy have been vital to the growth of the international technology sector, and 
therefore the world economy and culture since the establishment of the Free Software Foundation thirty years ago. 
Without these ideas, there would be a fraction of the infrastructure and foundation for developers to make new things, 
none of which would be as easily publicly available. Freedom of software means freedom of ideas and therefore, 
transparency of information.

It also means better software, and all the things listed above directly benefit from that. This is extremely important for a 
multitude of reasons, security being on my short list. When independent groups can stress and audit software's security 
implementation without being given explicit permission, and even better, being given permission at-large, we are 
rendered safer than could ever be attainable otherwise. This is the case for all respected encryption ciphers and security 
suites in general. Americans require the ability and the right to fix security vulnerabilities in their devices, when it isn't 
done for them, or even when it is.

Furthermore, billions (trillions?) of dollars depend on the ability and right of users and companies to install the software 



of their choosing, this compounds into better software. 

As is in general, as is with networking device firmware, it is not fundamentally different than  general purpose software,
 and is even more vital with our gateways to the Internet. This is a solution in search of a problem, that creates a gaping 
flaw in the process.



Please Do Not Reply To This Email. 

Public Comments on Equipment Authorization and Electronic Labeling for Wireless Devices:========

Title: Equipment Authorization and Electronic Labeling for Wireless Devices
FR Document Number: 2015-18402
RIN: 
Publish Date: 8/6/2015 12:00:00 AM

Submitter Info:
First Name:  Eric
Last Name:  Brainerd
Mailing Address:  5451 Litchfield Drive
City:  Flint 
Country:  United States
State or Province:  MI
ZIP/Postal Code:  48532
Email Address:  
Organization Name:  
Comment:  With all due respect to the FCC mandate to patrol the frequency spectrum, I'm against the current proposal, 
because it appears to be too far reaching and locks users into hardware/software configurations that they cannot remove 
or improve upon. 

The ability to use hardware with new and/or novel software is one the hallmarks of current innovation - with respect to 
both PCs and cell phones.

Restricting users and developers from accessing the platform(s) because of the presence of a radio device may 
inadvertently stop the creation of the next great Operating System (like Linux which is currently the backbone of the 
internet) or damage the ability of users to fix security holes or other bugs in their devices. 

Billions of dollars are pouring into cellphone technology as we become ever more connected worldwide, and the ability 
of developers and companies to continue innovation on these devices are key components in our Information Economy. 

I urge the FCC to not take up any restrictions or rules that will harm the end users ability to modify their devices 
(cellphones, WiFi routers and PCs) and leave only manufacturing companies with the ability to manipulate them. 

  

With all due respect to the FCC mandate to patrol the frequency spectrum, I'm against the current proposal, because it 
appears to be too far reaching and locks users into hardware/software configurations that they cannot remove or improve
 upon. 

The ability to use hardware with new and/or novel software is one the hallmarks of current innovation - with respect to 
both PCs and cell phones.

Restricting users and developers from accessing the platform(s) because of the presence of a radio device may 
inadvertently stop the creation of the next great Operating System (like Linux which is currently the backbone of the 
internet) or damage the ability of users to fix security holes or other bugs in their devices. 

Billions of dollars are pouring into cellphone technology as we become ever more connected worldwide, and the ability 
of developers and companies to continue innovation on these devices are key components in our Information Economy. 

I urge the FCC to not take up any restrictions or rules that will harm the end users ability to modify their devices 



(cellphones, WiFi routers and PCs) and leave only manufacturing companies with the ability to manipulate them. 
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Comment:  Call to FCC to not implement rules that take away the ability of users to install the software of their 
choosing on their computing devices. Additional points of emphasis:

-Wireless networking research depends on the ability of researchers to investigate and modify their devices. 

-Americans need the ability to fix security holes in their devices when the manufacturer chooses to not do so.
Users have in the past fixed serious bugs in their wifi drivers, which would be banned under the NPRM.

-Billions of dollars of commerce, such as secure wifi vendors, retail hotspot vendors, depends on the ability of users and
 companies to install the software of their choosing.

Call to FCC to not implement rules that take away the ability of users to install the software of their choosing on their 
computing devices. Additional points of emphasis:

-Wireless networking research depends on the ability of researchers to investigate and modify their devices. 

-Americans need the ability to fix security holes in their devices when the manufacturer chooses to not do so.
Users have in the past fixed serious bugs in their wifi drivers, which would be banned under the NPRM.

-Billions of dollars of commerce, such as secure wifi vendors, retail hotspot vendors, depends on the ability of users and
 companies to install the software of their choosing.
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Comment:  I would like to respectfully request that the FCC not implement rules that take away the ability of users to 
install the software of their choosing on their computing devices.

Some points to consider via savewifi.org:

Wireless networking research depends on the ability of researchers to investigate and modify their devices.

Americans need the ability to fix security holes in their devices when the manufacturer chooses to not do so.

Users have in the past fixed serious bugs in their wifi drivers, which would be banned under the NPRM.

Billions of dollars of commerce, such as secure wifi vendors, retail hotspot vendors, depends on the ability of users and 
companies to install the software of their choosing.

Some personal points of mine: 

I sincerely believe that I should legally be allowed to modify my devices in whatever ways I choose so long as they 
function in a legal manner (like not transmitting on frequencies reserved by the fcc for other purposes.)

To illustrate if I hypothetically bought a table should a governing party be allowed to determine what colors I could 
LEGALLY be allowed to paint the table or whether or not I am legally allowed to paint the table in the first place? 
Should the government be allowed to tell me whether I am allowed to attach wheels to my table or modify it in other 
non harmful ways? What if my table is too tall and thus does not suit my needs? What if my table is unsafe and my 
modifications make it safer?

I do not support the FCC implement rules that take away my rights to install the software of my choosing on my 
computing devices.

I would like to respectfully request that the FCC not implement rules that take away the ability of users to install the 
software of their choosing on their computing devices.

Some points to consider via savewifi.org:



Wireless networking research depends on the ability of researchers to investigate and modify their devices.

Americans need the ability to fix security holes in their devices when the manufacturer chooses to not do so.

Users have in the past fixed serious bugs in their wifi drivers, which would be banned under the NPRM.

Billions of dollars of commerce, such as secure wifi vendors, retail hotspot vendors, depends on the ability of users and 
companies to install the software of their choosing.

Some personal points of mine: 

I sincerely believe that I should legally be allowed to modify my devices in whatever ways I choose so long as they 
function in a legal manner (like not transmitting on frequencies reserved by the fcc for other purposes.)

To illustrate if I hypothetically bought a table should a governing party be allowed to determine what colors I could 
LEGALLY be allowed to paint the table or whether or not I am legally allowed to paint the table in the first place? 
Should the government be allowed to tell me whether I am allowed to attach wheels to my table or modify it in other 
non harmful ways? What if my table is too tall and thus does not suit my needs? What if my table is unsafe and my 
modifications make it safer?

I do not support the FCC implement rules that take away my rights to install the software of my choosing on my 
computing devices.
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Comment:  Public servants of the Federal Communications Commission,

It is with great concern that I write you today regarding the latest proposal to restrict free use and research by private 
citizens of alternative wireless and computing systems.

The ability for private citizens alongside, but not in conjunction with, federally approved researchers to conduct their 
own research and use of any and all methods of electronic communication is paramount to the future progress of 
technological advancement of this very necessary field of technology.

On the subject of liberty it is not at all acceptable that, given we live in a free society, our use of technology should be 
dependent upon federal approval of certain manufacturer's technology nor should our separate but intersecting third 
party devices be limited by some arbitrarily concocted regulations. It is not within the federal government's powers or 
mandate to codify specific software and hardware solely on the basis that it lies outside standard mainstream consumer 
products. Further, information security is paramount in today's world and often alternative operating systems offer a 
higher degree of internal systems security not found in most popular and conventional forms of consumer products. The 
FCC could find itself in quite a precarious position should a large number of citizens find their data in the hands of 
unscrupulous individuals which could have been averted were they able to use alternative technology systems but were 
denied due to the FCC's own regulatory measures.

Americans must also be able to secure their own data when the companies we rely on abstain from patching their own 
security flaws. That the FCC would be considering a proposal which could leave private citizens at the mercy of 
individuals operating outside the boundaries of the law is worrisome to say the least and in the past it has often been the 
case that privacy gaps and security flaws in wireless hardware which transmits sensitive data has been fixed as a result 
of the efforts of private individuals. This and many similar actions would be banned under the NPRM.

The FCC may also run afoul of the First Amendment to the Constitution by limiting those citizens who seek to use 
alternative methods and hardware to transmit wireless data as a matter of political principals and the desire to express 
political dissent through legitimate consumption practices. The NPRM would stifle this very legitimate speech, 
protected under the First Amendment, and may find itself on the wrong side of Constitutional Law and Supreme Court 
precedent.

I hope my words have not been met by deaf ears and the Federal Communications Commission takes seriously the 
implications of this very dangerous precedent being set should this regulatory measure come into effect. I am confident 
in the FCC's ability to make the right choice by setting aside this regulatory measure and hanging it up in the "extremely



 bad" category of regulatory ideas.

Public servants of the Federal Communications Commission,

It is with great concern that I write you today regarding the latest proposal to restrict free use and research by private 
citizens of alternative wireless and computing systems.

The ability for private citizens alongside, but not in conjunction with, federally approved researchers to conduct their 
own research and use of any and all methods of electronic communication is paramount to the future progress of 
technological advancement of this very necessary field of technology.

On the subject of liberty it is not at all acceptable that, given we live in a free society, our use of technology should be 
dependent upon federal approval of certain manufacturer's technology nor should our separate but intersecting third 
party devices be limited by some arbitrarily concocted regulations. It is not within the federal government's powers or 
mandate to codify specific software and hardware solely on the basis that it lies outside standard mainstream consumer 
products. Further, information security is paramount in today's world and often alternative operating systems offer a 
higher degree of internal systems security not found in most popular and conventional forms of consumer products. The 
FCC could find itself in quite a precarious position should a large number of citizens find their data in the hands of 
unscrupulous individuals which could have been averted were they able to use alternative technology systems but were 
denied due to the FCC's own regulatory measures.

Americans must also be able to secure their own data when the companies we rely on abstain from patching their own 
security flaws. That the FCC would be considering a proposal which could leave private citizens at the mercy of 
individuals operating outside the boundaries of the law is worrisome to say the least and in the past it has often been the 
case that privacy gaps and security flaws in wireless hardware which transmits sensitive data has been fixed as a result 
of the efforts of private individuals. This and many similar actions would be banned under the NPRM.

The FCC may also run afoul of the First Amendment to the Constitution by limiting those citizens who seek to use 
alternative methods and hardware to transmit wireless data as a matter of political principals and the desire to express 
political dissent through legitimate consumption practices. The NPRM would stifle this very legitimate speech, 
protected under the First Amendment, and may find itself on the wrong side of Constitutional Law and Supreme Court 
precedent.

I hope my words have not been met by deaf ears and the Federal Communications Commission takes seriously the 
implications of this very dangerous precedent being set should this regulatory measure come into effect. I am confident 
in the FCC's ability to make the right choice by setting aside this regulatory measure and hanging it up in the "extremely
 bad" category of regulatory ideas.
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Comment:  I am hereby respectfully asking the FCC to not implement rules that take away the ability of users to install 
the software of their choosing on their computing devices.

The following are some of the reasoning behind this:
* Wireless networking research depends on the ability of researchers to investigate and modify their devices.

* Consumers need the ability to fix security holes in their devices when the manufacturer chooses to not do so.

* Users have in the past fixed serious bugs in their wifi drivers, which would be banned under the NPRM.

* Billions of dollars of commerce, such as secure wifi vendors, retail hotspot vendors, depends on the ability of users 
and companies to install the software of their choosing.

* Mesh networking which helps first responders in emergencies, also helps provide anonymity, creates a 
backup/alternative communications network, will become more difficult than it needs to be with these new rules.

* Users should be able to manipulate and control all aspects of their devices.

* The ability to run fully open source software on your devices will be severely hampered and possibly impossible with 
these new rules.  

* These new rules will make it extremely difficult if not illegal, to make an open source baseband for cellphones to 
prevent rogue towers like Stingrays. It will also harm any attempts to build open source cell towers and systems. 

I am hereby respectfully asking the FCC to not implement rules that take away the ability of users to install the software
 of their choosing on their computing devices.

The following are some of the reasoning behind this:
* Wireless networking research depends on the ability of researchers to investigate and modify their devices.

* Consumers need the ability to fix security holes in their devices when the manufacturer chooses to not do so.

* Users have in the past fixed serious bugs in their wifi drivers, which would be banned under the NPRM.



* Billions of dollars of commerce, such as secure wifi vendors, retail hotspot vendors, depends on the ability of users 
and companies to install the software of their choosing.

* Mesh networking which helps first responders in emergencies, also helps provide anonymity, creates a 
backup/alternative communications network, will become more difficult than it needs to be with these new rules.

* Users should be able to manipulate and control all aspects of their devices.

* The ability to run fully open source software on your devices will be severely hampered and possibly impossible with 
these new rules.  

* These new rules will make it extremely difficult if not illegal, to make an open source baseband for cellphones to 
prevent rogue towers like Stingrays. It will also harm any attempts to build open source cell towers and systems. 
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Comment:  Hi.
I believe that taking the right to install the software of our choosing on our devices will be more detrimental than 
beneficial. Why? Well, not only does this give us the ability to keep supporting and using older devices that 
manufacturers decide to stop supporting keeping them out of landfills and recycling centers, but it gives more control 
and security over them.  This brings new life to older devices and even helps manufacturers patch bugs, security holes, 
and bring new features to these devices, specifically wireless routers.  Manufacturers could potentially lose billions of 
dollars due to the fact that some of them live off of open source hardware and their devices are specifically to be used 
with this custom software. Many consumers, such as myself, often opt into buying this hardware because of how open it
 is and how quickly security holes and bugs get patched. Please hear us.  Thank you

Hi.
I believe that taking the right to install the software of our choosing on our devices will be more detrimental than 
beneficial. Why? Well, not only does this give us the ability to keep supporting and using older devices that 
manufacturers decide to stop supporting keeping them out of landfills and recycling centers, but it gives more control 
and security over them.  This brings new life to older devices and even helps manufacturers patch bugs, security holes, 
and bring new features to these devices, specifically wireless routers.  Manufacturers could potentially lose billions of 
dollars due to the fact that some of them live off of open source hardware and their devices are specifically to be used 
with this custom software. Many consumers, such as myself, often opt into buying this hardware because of how open it
 is and how quickly security holes and bugs get patched. Please hear us.  Thank you



Please Do Not Reply To This Email. 

Public Comments on Equipment Authorization and Electronic Labeling for Wireless Devices:========

Title: Equipment Authorization and Electronic Labeling for Wireless Devices
FR Document Number: 2015-18402
RIN: 
Publish Date: 8/6/2015 12:00:00 AM

Submitter Info:
First Name:  Neal C.
Last Name:  Bowie III
Mailing Address:  16548 Gala Avenue
City:  Fontana
Country:  United States
State or Province:  CA
ZIP/Postal Code:  92337
Email Address:  
Organization Name:  
Comment:  Public servants of the Federal Communications Commission,
It is with great concern that I write you today regarding the latest proposal to restrict free use and research by private 
citizens of alternative wireless and computing systems.
The ability for private citizens alongside, but not in conjunction with, federally approved researchers to conduct their 
own research and use of any and all methods of electronic communication is paramount to the future progress of 
technological advancement of this very necessary field of technology.
On the subject of liberty it is not at all acceptable that, given we live in a free society, our use of technology should be 
dependent upon federal approval of certain manufacturer's technology nor should our separate but intersecting third 
party devices be limited by some arbitrarily concocted regulations. It is not within the federal government's powers or 
mandate to codify specific software and hardware solely on the basis that it lies outside standard mainstream consumer 
products. Further, information security is paramount in today's world and often alternative operating systems offer a 
higher degree of internal systems security not found in most popular and conventional forms of consumer products. The 
FCC could find itself in quite a precarious position should a large number of citizens find their data in the hands of 
unscrupulous individuals which could have been averted were they able to use alternative technology systems but were 
denied due to the FCC's own regulatory measures.
Americans must also be able to secure their own data when the companies we rely on abstain from patching their own 
security flaws. That the FCC would be considering a proposal which could leave private citizens at the mercy of 
individuals operating outside the boundaries of the law is worrisome to say the least and in the past it has often been the 
case that privacy gaps and security flaws in wireless hardware which transmits sensitive data has been fixed as a result 
of the efforts of private individuals. This and many similar actions would be banned under the NPRM.
The FCC may also run afoul of the First Amendment to the Constitution by limiting those citizens who seek to use 
alternative methods and hardware to transmit wireless data as a matter of political principals and the desire to express 
political dissent through legitimate consumption practices. The NPRM would stifle this very legitimate speech, 
protected under the First Amendment, and may find itself on the wrong side of Constitutional Law and Supreme Court 
precedent.
I hope my words have not been met by deaf ears and the Federal Communications Commission takes seriously the 
implications of this very dangerous precedent being set should this regulatory measure come into effect. I am confident 
in the FCC's ability to make the right choice by setting aside this regulatory measure and hanging it up in the "extremely
 bad" category of regulatory ideas

Public servants of the Federal Communications Commission,
It is with great concern that I write you today regarding the latest proposal to restrict free use and research by private 
citizens of alternative wireless and computing systems.
The ability for private citizens alongside, but not in conjunction with, federally approved researchers to conduct their 



own research and use of any and all methods of electronic communication is paramount to the future progress of 
technological advancement of this very necessary field of technology.
On the subject of liberty it is not at all acceptable that, given we live in a free society, our use of technology should be 
dependent upon federal approval of certain manufacturer's technology nor should our separate but intersecting third 
party devices be limited by some arbitrarily concocted regulations. It is not within the federal government's powers or 
mandate to codify specific software and hardware solely on the basis that it lies outside standard mainstream consumer 
products. Further, information security is paramount in today's world and often alternative operating systems offer a 
higher degree of internal systems security not found in most popular and conventional forms of consumer products. The 
FCC could find itself in quite a precarious position should a large number of citizens find their data in the hands of 
unscrupulous individuals which could have been averted were they able to use alternative technology systems but were 
denied due to the FCC's own regulatory measures.
Americans must also be able to secure their own data when the companies we rely on abstain from patching their own 
security flaws. That the FCC would be considering a proposal which could leave private citizens at the mercy of 
individuals operating outside the boundaries of the law is worrisome to say the least and in the past it has often been the 
case that privacy gaps and security flaws in wireless hardware which transmits sensitive data has been fixed as a result 
of the efforts of private individuals. This and many similar actions would be banned under the NPRM.
The FCC may also run afoul of the First Amendment to the Constitution by limiting those citizens who seek to use 
alternative methods and hardware to transmit wireless data as a matter of political principals and the desire to express 
political dissent through legitimate consumption practices. The NPRM would stifle this very legitimate speech, 
protected under the First Amendment, and may find itself on the wrong side of Constitutional Law and Supreme Court 
precedent.
I hope my words have not been met by deaf ears and the Federal Communications Commission takes seriously the 
implications of this very dangerous precedent being set should this regulatory measure come into effect. I am confident 
in the FCC's ability to make the right choice by setting aside this regulatory measure and hanging it up in the "extremely
 bad" category of regulatory ideas



Please Do Not Reply To This Email. 

Public Comments on Equipment Authorization and Electronic Labeling for Wireless Devices:========

Title: Equipment Authorization and Electronic Labeling for Wireless Devices
FR Document Number: 2015-18402
RIN: 
Publish Date: 8/6/2015 12:00:00 AM

Submitter Info:
First Name:  Christopher
Last Name:  Young
Mailing Address:  117 Caston Ave
City:  McComb
Country:  United States
State or Province:  MS
ZIP/Postal Code:  39648
Email Address:  
Organization Name:  
Comment:  Start your comment by respectfully asking the FCC to not implement rules that take away the ability of 
users to install the software of their choosing on their computing devices. Additional points of emphasis you should 
consider adding:
Wireless networking research depends on the ability of researchers to investigate and modify their devices.
Americans need the ability to fix security holes in their devices when the manufacturer chooses to not do so.
Users have in the past fixed serious bugs in their wifi drivers, which would be banned under the NPRM.
Billions of dollars of commerce, such as secure wifi vendors, retail hotspot vendors, depends on the ability of users and 
companies to install the software of their choosing.

Start your comment by respectfully asking the FCC to not implement rules that take away the ability of users to install 
the software of their choosing on their computing devices. Additional points of emphasis you should consider adding:
Wireless networking research depends on the ability of researchers to investigate and modify their devices.
Americans need the ability to fix security holes in their devices when the manufacturer chooses to not do so.
Users have in the past fixed serious bugs in their wifi drivers, which would be banned under the NPRM.
Billions of dollars of commerce, such as secure wifi vendors, retail hotspot vendors, depends on the ability of users and 
companies to install the software of their choosing.
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Comment:  Please consider refraining from going through with these restrictions to be put on wireless devices. As a 
programmer it is important to be able to install whatever custom firmware I would like on my devices for learning and 
even for just personal preference. If the manufacturer decides not to fix security leaks, I need to be able to use custom 
software to fix these patches instead of relying on a non-compliant manufacturer.
I am not an american citizen, but I live in Canada right across the border so any restrictions set in place in the USA 
directly affects my electronic usage.
Please do not go through with this.

Please consider refraining from going through with these restrictions to be put on wireless devices. As a programmer it 
is important to be able to install whatever custom firmware I would like on my devices for learning and even for just 
personal preference. If the manufacturer decides not to fix security leaks, I need to be able to use custom software to fix 
these patches instead of relying on a non-compliant manufacturer.
I am not an american citizen, but I live in Canada right across the border so any restrictions set in place in the USA 
directly affects my electronic usage.
Please do not go through with this.



Please Do Not Reply To This Email. 

Public Comments on Equipment Authorization and Electronic Labeling for Wireless Devices:========

Title: Equipment Authorization and Electronic Labeling for Wireless Devices
FR Document Number: 2015-18402
RIN: 
Publish Date: 8/6/2015 12:00:00 AM

Submitter Info:
First Name:  Dan
Last Name:  Pock
Mailing Address:  4733 Omar
City:  Lansing
Country:  United States
State or Province:  MI
ZIP/Postal Code:  48917
Email Address:  
Organization Name:  
Comment:  Public servants of the Federal Communications Commission,

It is with great concern that I write you today regarding the latest proposal to restrict free use and research by private 
citizens of alternative wireless and computing systems.

The ability for private citizens alongside, but not in conjunction with, federally approved researchers to conduct their 
own research and use of any and all methods of electronic communication is paramount to the future progress of 
technological advancement of this very necessary field of technology.

On the subject of liberty it is not at all acceptable that, given we live in a free society, our use of technology should be 
dependent upon federal approval of certain manufacturer's technology nor should our separate but intersecting third 
party devices be limited by some arbitrarily concocted regulations. It is not within the federal government's powers or 
mandate to codify specific software and hardware solely on the basis that it lies outside standard mainstream consumer 
products. Further, information security is paramount in today's world and often alternative operating systems offer a 
higher degree of internal systems security not found in most popular and conventional forms of consumer products. The 
FCC could find itself in quite a precarious position should a large number of citizens find their data in the hands of 
unscrupulous individuals which could have been averted were they able to use alternative technology systems but were 
denied due to the FCC's own regulatory measures.

Americans must also be able to secure their own data when the companies we rely on abstain from patching their own 
security flaws. That the FCC would be considering a proposal which could leave private citizens at the mercy of 
individuals operating outside the boundaries of the law is worrisome to say the least and in the past it has often been the 
case that privacy gaps and security flaws in wireless hardware which transmits sensitive data has been fixed as a result 
of the efforts of private individuals. This and many similar actions would be banned under the NPRM.

The FCC may also run afoul of the First Amendment to the Constitution by limiting those citizens who seek to use 
alternative methods and hardware to transmit wireless data as a matter of political principals and the desire to express 
political dissent through legitimate consumption practices. The NPRM would stifle this very legitimate speech, 
protected under the First Amendment, and may find itself on the wrong side of Constitutional Law and Supreme Court 
precedent.

I hope my words have not been met by deaf ears and the Federal Communications Commission takes seriously the 
implications of this very dangerous precedent being set should this regulatory measure come into effect. I am confident 
in the FCC's ability to make the right choice by setting aside this regulatory measure and hanging it up in the "extremely



 bad" category of regulatory ideas.

Public servants of the Federal Communications Commission,

It is with great concern that I write you today regarding the latest proposal to restrict free use and research by private 
citizens of alternative wireless and computing systems.

The ability for private citizens alongside, but not in conjunction with, federally approved researchers to conduct their 
own research and use of any and all methods of electronic communication is paramount to the future progress of 
technological advancement of this very necessary field of technology.

On the subject of liberty it is not at all acceptable that, given we live in a free society, our use of technology should be 
dependent upon federal approval of certain manufacturer's technology nor should our separate but intersecting third 
party devices be limited by some arbitrarily concocted regulations. It is not within the federal government's powers or 
mandate to codify specific software and hardware solely on the basis that it lies outside standard mainstream consumer 
products. Further, information security is paramount in today's world and often alternative operating systems offer a 
higher degree of internal systems security not found in most popular and conventional forms of consumer products. The 
FCC could find itself in quite a precarious position should a large number of citizens find their data in the hands of 
unscrupulous individuals which could have been averted were they able to use alternative technology systems but were 
denied due to the FCC's own regulatory measures.

Americans must also be able to secure their own data when the companies we rely on abstain from patching their own 
security flaws. That the FCC would be considering a proposal which could leave private citizens at the mercy of 
individuals operating outside the boundaries of the law is worrisome to say the least and in the past it has often been the 
case that privacy gaps and security flaws in wireless hardware which transmits sensitive data has been fixed as a result 
of the efforts of private individuals. This and many similar actions would be banned under the NPRM.

The FCC may also run afoul of the First Amendment to the Constitution by limiting those citizens who seek to use 
alternative methods and hardware to transmit wireless data as a matter of political principals and the desire to express 
political dissent through legitimate consumption practices. The NPRM would stifle this very legitimate speech, 
protected under the First Amendment, and may find itself on the wrong side of Constitutional Law and Supreme Court 
precedent.

I hope my words have not been met by deaf ears and the Federal Communications Commission takes seriously the 
implications of this very dangerous precedent being set should this regulatory measure come into effect. I am confident 
in the FCC's ability to make the right choice by setting aside this regulatory measure and hanging it up in the "extremely
 bad" category of regulatory ideas.
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Comment:  This is an incredibly bad idea. Lets not stifle technology. Just say no to this.

This is an incredibly bad idea. Lets not stifle technology. Just say no to this.
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Comment:  I think it is absolutely preposterious, and a violation of my rights, that I should not be allowed to load 
whatever software I choose on hardware that I purchased with my own money. I think this extends to mobile phones, 
laptops, desktop computers, as well as any other electronic device I buy, including network routers. To propose a 
restriction on a consumer's right to do what they want to the software on the thing that they purchase is absurd. Such a 
restriction, as proposed, will punish unfairly the minority to whom this is important, while benefiting nobody. This 
benefits only companies and corporations, and restrictions the rights of ordinary citizens.

I think it is absolutely preposterious, and a violation of my rights, that I should not be allowed to load whatever software
 I choose on hardware that I purchased with my own money. I think this extends to mobile phones, laptops, desktop 
computers, as well as any other electronic device I buy, including network routers. To propose a restriction on a 
consumer's right to do what they want to the software on the thing that they purchase is absurd. Such a restriction, as 
proposed, will punish unfairly the minority to whom this is important, while benefiting nobody. This benefits only 
companies and corporations, and restrictions the rights of ordinary citizens.
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Comment:  Dear FCC, 

I'm sorry, but this is not the route to take. This change will affect many people in several ways. 
It will restrict installation of alternative operating systems on your PC, like GNU/Linux, OpenBSD, FreeBSD, etc.

Prevent research into advanced wireless technologies, like mesh networking and bufferbloat fixes

Ban installation of custom firmware on your Android phone

Discourage the development of alternative free and open source WiFi firmware, like OpenWrt

Infringe upon the ability of amateur radio operators to create high powered mesh networks to assist emergency 
personnel in a disaster.

Prevent resellers from installing firmware on routers, such as for retail WiFi hotspots or VPNs, without agreeing to any 
condition a manufacturer so chooses.

I wish for you not to continue with this.

Dear FCC, 

I'm sorry, but this is not the route to take. This change will affect many people in several ways. 
It will restrict installation of alternative operating systems on your PC, like GNU/Linux, OpenBSD, FreeBSD, etc.

Prevent research into advanced wireless technologies, like mesh networking and bufferbloat fixes

Ban installation of custom firmware on your Android phone

Discourage the development of alternative free and open source WiFi firmware, like OpenWrt

Infringe upon the ability of amateur radio operators to create high powered mesh networks to assist emergency 
personnel in a disaster.

Prevent resellers from installing firmware on routers, such as for retail WiFi hotspots or VPNs, without agreeing to any 



condition a manufacturer so chooses.

I wish for you not to continue with this.
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Comment:  I would like to respectfully ask that the FCC not write any legislation or implement any rules which would 
prevent or interfere with an any users ability to modify software or install software of their choosing on their computing 
devices. An incredible number of areas of research in academic computer science will be greatly damaged by the 
instantiation of such rules as it will prevent researchers from gaining access to/constructing tools and computing 
environments needed to complete their research. This includes vital areas such as independent driver development, OS 
research and tweaking, and networking research.

Under the NPRM, the operating systems run on both of my computers, as well as the firmware updates used on my 
(Android) phone would fall outside the rules. In the interest of continued freedom of research in computing please 
reconsider this plan.

I would like to respectfully ask that the FCC not write any legislation or implement any rules which would prevent or 
interfere with an any users ability to modify software or install software of their choosing on their computing devices. 
An incredible number of areas of research in academic computer science will be greatly damaged by the instantiation of 
such rules as it will prevent researchers from gaining access to/constructing tools and computing environments needed 
to complete their research. This includes vital areas such as independent driver development, OS research and tweaking,
 and networking research.

Under the NPRM, the operating systems run on both of my computers, as well as the firmware updates used on my 
(Android) phone would fall outside the rules. In the interest of continued freedom of research in computing please 
reconsider this plan.
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Comment:  Please do not impose rules that will limit the choice software available for installation on computing 
devices.

I believe that this puts us at serious risk since all security patching would need to be performed by a manufacturer. As 
we all know firms can go out of business or stop supporting a product. By allowing users to install firmware of their 
choice they can stay secure.

Please do not impose rules that will limit the choice software available for installation on computing devices.

I believe that this puts us at serious risk since all security patching would need to be performed by a manufacturer. As 
we all know firms can go out of business or stop supporting a product. By allowing users to install firmware of their 
choice they can stay secure.
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Comment:  This proposed law would overshadow such firmwares as DD-WRT and generally restrict everyone's 
freedom. Please, think of the hams.

This proposed law would overshadow such firmwares as DD-WRT and generally restrict everyone's freedom. Please, 
think of the hams.
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Comment:  I strongly disagree with the content and consequences of this regulation and urge the FCC not to adopt it in 
its current form.

In my capacity as a systems administrator, I have used custom open-source firmware for WiFi routers, something this 
regulation would disallow, to create a secure and safe public wireless network for a group of public libraries. This 
system allowed library patrons in rural areas to get free access to the Internet at their public library using just their 
library card. Without the use of custom firmware, this system would not have been possible to develop due to the 
prohibitively high cost of similar commercial systems. 

If this regulation had been in place, the development of this system and the service to the community it provided would 
simply not have been possible. For reasons such as this, I feel that such a regulation is not in best interest of both our 
local, and the larger, community.

I strongly disagree with the content and consequences of this regulation and urge the FCC not to adopt it in its current 
form.

In my capacity as a systems administrator, I have used custom open-source firmware for WiFi routers, something this 
regulation would disallow, to create a secure and safe public wireless network for a group of public libraries. This 
system allowed library patrons in rural areas to get free access to the Internet at their public library using just their 
library card. Without the use of custom firmware, this system would not have been possible to develop due to the 
prohibitively high cost of similar commercial systems. 

If this regulation had been in place, the development of this system and the service to the community it provided would 
simply not have been possible. For reasons such as this, I feel that such a regulation is not in best interest of both our 
local, and the larger, community.
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Comment:  I ask the FCC to refrain from implementing such measures on restricting the modification of U-NII devices. 
It will hamper security, commerce, and innovation.

* manufacturers are known for their terrible record in providing security fixes, most of the devices involved are *never*
 updated during their lifetime, instead preferring to just ignore current devices and iterate on a new product. This has 
come to its ultimate consequences recently, when a software bug affecting a *billion* of smartphones has been 
discovered and wont be fixed for almost all of the affected devices. 3rd-party firmwares are the only safeguard against 
this kind of situations: manufactures are not and cannot be forced to provide security fixes.

* Without the ability to modify the software running on these devices, nothing more than the very limited, more 
lucrative use cases addressed by the manufacturer would be implemented. This leaves behind advanced and/or custom 
scenarios which businesses could integrate on their services/products with very small costs by replacing the software.

* Research and innovation in wireless communications, ranging from entirely new designs, models and protocols to 
software implementations, would basically come to an halt, severely harmed by the unavailability of low-cost, readily-
available solutions upon which to experiment. Community Mesh Networks are entirely reliant on the ability to 
customize low-cost networking equipment.

* These rules are overreaching and not even helping in ensuring compliance. Virtually none of the FCC rule breaches is 
due to 3rd-party software modification. It is however *still* possible to trivially enable non-compliant modes on 
unmodified devices on major wireless equipment manufactures.

Thanks for listening.

I ask the FCC to refrain from implementing such measures on restricting the modification of U-NII devices. It will 
hamper security, commerce, and innovation.

* manufacturers are known for their terrible record in providing security fixes, most of the devices involved are *never*
 updated during their lifetime, instead preferring to just ignore current devices and iterate on a new product. This has 
come to its ultimate consequences recently, when a software bug affecting a *billion* of smartphones has been 
discovered and wont be fixed for almost all of the affected devices. 3rd-party firmwares are the only safeguard against 
this kind of situations: manufactures are not and cannot be forced to provide security fixes.

* Without the ability to modify the software running on these devices, nothing more than the very limited, more 



lucrative use cases addressed by the manufacturer would be implemented. This leaves behind advanced and/or custom 
scenarios which businesses could integrate on their services/products with very small costs by replacing the software.

* Research and innovation in wireless communications, ranging from entirely new designs, models and protocols to 
software implementations, would basically come to an halt, severely harmed by the unavailability of low-cost, readily-
available solutions upon which to experiment. Community Mesh Networks are entirely reliant on the ability to 
customize low-cost networking equipment.

* These rules are overreaching and not even helping in ensuring compliance. Virtually none of the FCC rule breaches is 
due to 3rd-party software modification. It is however *still* possible to trivially enable non-compliant modes on 
unmodified devices on major wireless equipment manufactures.

Thanks for listening.
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Comment:  To whom it may concern,

This proposal would take away massive freedoms for general consumers to use and customize their own electronic 
devices by restricting software options to those officially sanctioned by the FCC and manufacturers. This is an 
unnecessary breach of freedoms, as the laws and systems in place have functioned well since the beginning of wifi 
networking.

I personally have found great use in software such as Linux for self-teaching computer technology and troubleshooting 
all kinds of computer problems and would hate to see such a wide swath of software rendered inert by poorly-thought-
out legislation.

Sincerely,
Michael Beiro

To whom it may concern,

This proposal would take away massive freedoms for general consumers to use and customize their own electronic 
devices by restricting software options to those officially sanctioned by the FCC and manufacturers. This is an 
unnecessary breach of freedoms, as the laws and systems in place have functioned well since the beginning of wifi 
networking.

I personally have found great use in software such as Linux for self-teaching computer technology and troubleshooting 
all kinds of computer problems and would hate to see such a wide swath of software rendered inert by poorly-thought-
out legislation.

Sincerely,
Michael Beiro
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Comment:  I just want to ask how this proposed rule change will effect end users creating new software for commercial 
RF devices. 

How does this effect end users creating new device drivers for for open source operating system? Or end users wanting 
to create new firmware for a commercial Wifi Router? Would such things now be subject to getting FCC approval 
before they could distribute their software? 

I just want to ask how this proposed rule change will effect end users creating new software for commercial RF devices.
 

How does this effect end users creating new device drivers for for open source operating system? Or end users wanting 
to create new firmware for a commercial Wifi Router? Would such things now be subject to getting FCC approval 
before they could distribute their software? 
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Comment:  I am against this proposed rule. This is serves no other purpose than to prohibit the end user of a product 
from using it in his/her own manner. It poses no credible safety threat.

I am against this proposed rule. This is serves no other purpose than to prohibit the end user of a product from using it in
 his/her own manner. It poses no credible safety threat.
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Comment:  Public servants of the Federal Communications Commission,

It is with great concern that I write you today regarding the latest proposal to restrict free use and research by private 
citizens of alternative wireless and computing systems.

The ability for private citizens alongside, but not in conjunction with, federally approved researchers to conduct their 
own research and use of any and all methods of electronic communication is paramount to the future progress of 
technological advancement of this very necessary field of technology.

On the subject of liberty it is not at all acceptable that, given we live in a free society, our use of technology should be 
dependent upon federal approval of certain manufacturer's technology nor should our separate but intersecting third 
party devices be limited by some arbitrarily concocted regulations. It is not within the federal government's powers or 
mandate to codify specific software and hardware solely on the basis that it lies outside standard mainstream consumer 
products. Further, information security is paramount in today's world and often alternative operating systems offer a 
higher degree of internal systems security not found in most popular and conventional forms of consumer products. The 
FCC could find itself in quite a precarious position should a large number of citizens find their data in the hands of 
unscrupulous individuals which could have been averted were they able to use alternative technology systems but were 
denied due to the FCC's own regulatory measures.

Americans must also be able to secure their own data when the companies we rely on abstain from patching their own 
security flaws. That the FCC would be considering a proposal which could leave private citizens at the mercy of 
individuals operating outside the boundaries of the law is worrisome to say the least and in the past it has often been the 
case that privacy gaps and security flaws in wireless hardware which transmits sensitive data has been fixed as a result 
of the efforts of private individuals. This and many similar actions would be banned under the NPRM.

The FCC may also run afoul of the First Amendment to the Constitution by limiting those citizens who seek to use 
alternative methods and hardware to transmit wireless data as a matter of political principals and the desire to express 
political dissent through legitimate consumption practices. The NPRM would stifle this very legitimate speech, 
protected under the First Amendment, and may find itself on the wrong side of Constitutional Law and Supreme Court 
precedent.

I hope my words have not been met by deaf ears and the Federal Communications Commission takes seriously the 
implications of this very dangerous precedent being set should this regulatory measure come into effect. I am confident 
in the FCC's ability to make the right choice by setting aside this regulatory measure and hanging it up in the "extremely



 bad" category of regulatory ideas.

Public servants of the Federal Communications Commission,

It is with great concern that I write you today regarding the latest proposal to restrict free use and research by private 
citizens of alternative wireless and computing systems.

The ability for private citizens alongside, but not in conjunction with, federally approved researchers to conduct their 
own research and use of any and all methods of electronic communication is paramount to the future progress of 
technological advancement of this very necessary field of technology.

On the subject of liberty it is not at all acceptable that, given we live in a free society, our use of technology should be 
dependent upon federal approval of certain manufacturer's technology nor should our separate but intersecting third 
party devices be limited by some arbitrarily concocted regulations. It is not within the federal government's powers or 
mandate to codify specific software and hardware solely on the basis that it lies outside standard mainstream consumer 
products. Further, information security is paramount in today's world and often alternative operating systems offer a 
higher degree of internal systems security not found in most popular and conventional forms of consumer products. The 
FCC could find itself in quite a precarious position should a large number of citizens find their data in the hands of 
unscrupulous individuals which could have been averted were they able to use alternative technology systems but were 
denied due to the FCC's own regulatory measures.

Americans must also be able to secure their own data when the companies we rely on abstain from patching their own 
security flaws. That the FCC would be considering a proposal which could leave private citizens at the mercy of 
individuals operating outside the boundaries of the law is worrisome to say the least and in the past it has often been the 
case that privacy gaps and security flaws in wireless hardware which transmits sensitive data has been fixed as a result 
of the efforts of private individuals. This and many similar actions would be banned under the NPRM.

The FCC may also run afoul of the First Amendment to the Constitution by limiting those citizens who seek to use 
alternative methods and hardware to transmit wireless data as a matter of political principals and the desire to express 
political dissent through legitimate consumption practices. The NPRM would stifle this very legitimate speech, 
protected under the First Amendment, and may find itself on the wrong side of Constitutional Law and Supreme Court 
precedent.

I hope my words have not been met by deaf ears and the Federal Communications Commission takes seriously the 
implications of this very dangerous precedent being set should this regulatory measure come into effect. I am confident 
in the FCC's ability to make the right choice by setting aside this regulatory measure and hanging it up in the "extremely
 bad" category of regulatory ideas.
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Comment:  I find the requirement for manufacturers to "secure" the labels to be troubling. While the proposal describes 
security against a "third party", casting such a net will clearly catch the end user as well. I understand the labels are 
optional, but the incentive to manufacturers here is awful.

The bad incentive is asking for security (of any kind) against the end user. Keep in mind that manufacturers (especially 
in very small devices) ARE UNLIKELY TO SCOPE THEIR SECURITY TO ONLY PROTECT THE LABEL. 
Because it is cost effective, many manufacturers will choose to store this label in firmware, and then "lock down" the 
entire firmware and/or bootloader. This is extremely unfortunate, in my opinion.

Customer access to firmware and bootloaders is already hanging by but a thread in many devices, especially phones but 
also laptops. Some manufacturers seem to be doing everything possible to convince customers to accept a more 
submissive role where they accept a restricted device as is. When the customer does not have administrative authority 
over their own device, they are subject to things like forced telemetry and whatever fee extraction model they feel like 
pushing. That has nothing to do with labels, but the label security requirement will shift costs to encourage this even 
more. Ideally, manufacturers don't even develop technology intended to keep the end user out of any critical state for the
 device. Mobile phones are already heading down the path of the restricted end-user (unfortunately), but some hardware 
has no notion of "locking out the end user" (and this is a good thing!). In my opinion, the end user is the root authority 
and has unrestricted administrative privileges over their own device.

Please take a softer, alternative approach. Please require that component resellers know that removing/changing the 
label before resale is unacceptable. I would encourage separation of the label from other data which might be 
updated/refreshed/wiped. But forcing manufacturers to "secure" it is not the answer. The cure would be worse than the 
symptom, by far.

I find the requirement for manufacturers to "secure" the labels to be troubling. While the proposal describes security 
against a "third party", casting such a net will clearly catch the end user as well. I understand the labels are optional, but 
the incentive to manufacturers here is awful.

The bad incentive is asking for security (of any kind) against the end user. Keep in mind that manufacturers (especially 
in very small devices) ARE UNLIKELY TO SCOPE THEIR SECURITY TO ONLY PROTECT THE LABEL. 
Because it is cost effective, many manufacturers will choose to store this label in firmware, and then "lock down" the 
entire firmware and/or bootloader. This is extremely unfortunate, in my opinion.

Customer access to firmware and bootloaders is already hanging by but a thread in many devices, especially phones but 



also laptops. Some manufacturers seem to be doing everything possible to convince customers to accept a more 
submissive role where they accept a restricted device as is. When the customer does not have administrative authority 
over their own device, they are subject to things like forced telemetry and whatever fee extraction model they feel like 
pushing. That has nothing to do with labels, but the label security requirement will shift costs to encourage this even 
more. Ideally, manufacturers don't even develop technology intended to keep the end user out of any critical state for the
 device. Mobile phones are already heading down the path of the restricted end-user (unfortunately), but some hardware 
has no notion of "locking out the end user" (and this is a good thing!). In my opinion, the end user is the root authority 
and has unrestricted administrative privileges over their own device.

Please take a softer, alternative approach. Please require that component resellers know that removing/changing the 
label before resale is unacceptable. I would encourage separation of the label from other data which might be 
updated/refreshed/wiped. But forcing manufacturers to "secure" it is not the answer. The cure would be worse than the 
symptom, by far.
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Comment:  As a constant computer user, I must request that you not implement rules that take away the ability of users 
to install the software of their choosing on their computing devices. My reasons are as follows:

Wireless networking research depends on the ability of researchers to investigate and modify their devices.

Americans need the ability to fix security holes in their devices when the manufacturer chooses to not do so.

Users have in the past fixed serious bugs in their wifi drivers, which would be banned under the NPRM.

Billions of dollars of commerce, such as secure wifi vendors, retail hotspot vendors, depends on the ability of users and 
companies to install the software of their choosing.

Mesh networking which helps first responders in emergencies, also helps provide anonymity, creates a 
backup/alternative communications network, will become more difficult than it needs to be with these new rules.

Users should be able to manipulate and control all aspects of their devices.

The ability to run fully open source software on your devices will be severely hampered and possibly impossible with 
these new rules.

These new rules will make it extremely difficult if not illegal, to make an open source baseband for cellphones to 
prevent rogue towers like Stingrays. It will also harm any attempts to build open source cell towers and systems.

As a constant computer user, I must request that you not implement rules that take away the ability of users to install the
 software of their choosing on their computing devices. My reasons are as follows:

Wireless networking research depends on the ability of researchers to investigate and modify their devices.

Americans need the ability to fix security holes in their devices when the manufacturer chooses to not do so.

Users have in the past fixed serious bugs in their wifi drivers, which would be banned under the NPRM.

Billions of dollars of commerce, such as secure wifi vendors, retail hotspot vendors, depends on the ability of users and 
companies to install the software of their choosing.



Mesh networking which helps first responders in emergencies, also helps provide anonymity, creates a 
backup/alternative communications network, will become more difficult than it needs to be with these new rules.

Users should be able to manipulate and control all aspects of their devices.

The ability to run fully open source software on your devices will be severely hampered and possibly impossible with 
these new rules.

These new rules will make it extremely difficult if not illegal, to make an open source baseband for cellphones to 
prevent rogue towers like Stingrays. It will also harm any attempts to build open source cell towers and systems.



Please Do Not Reply To This Email. 

Public Comments on Equipment Authorization and Electronic Labeling for Wireless Devices:========

Title: Equipment Authorization and Electronic Labeling for Wireless Devices
FR Document Number: 2015-18402
RIN: 
Publish Date: 8/6/2015 12:00:00 AM

Submitter Info:
First Name:  Brian
Last Name:  Davis
Mailing Address:  UNCSA# 1278 1533 Broken Rock Dr.
City:  Winston-Salem
Country:  United States
State or Province:  NC
ZIP/Postal Code:  27127
Email Address:  
Organization Name:  
Comment:  Please do to not implement rules which take away the ability of users to install the software of their 
choosing on their computing devices.

Such a rule would be detrimental because:

Wireless networking research depends on the ability of researchers to investigate and modify their devices.

Americans need the ability to fix security holes in their devices when the manufacturer chooses to not do so.

Users have in the past fixed serious bugs in their wifi drivers, which would be banned under the NPRM.

Billions of dollars of commerce, such as secure wifi vendors, retail hotspot vendors, depends on the ability of users and 
companies to install the software of their choosing.

Thank you for your time.

Please do to not implement rules which take away the ability of users to install the software of their choosing on their 
computing devices.

Such a rule would be detrimental because:

Wireless networking research depends on the ability of researchers to investigate and modify their devices.

Americans need the ability to fix security holes in their devices when the manufacturer chooses to not do so.

Users have in the past fixed serious bugs in their wifi drivers, which would be banned under the NPRM.

Billions of dollars of commerce, such as secure wifi vendors, retail hotspot vendors, depends on the ability of users and 
companies to install the software of their choosing.

Thank you for your time.



Please Do Not Reply To This Email. 

Public Comments on Equipment Authorization and Electronic Labeling for Wireless Devices:========

Title: Equipment Authorization and Electronic Labeling for Wireless Devices
FR Document Number: 2015-18402
RIN: 
Publish Date: 8/6/2015 12:00:00 AM

Submitter Info:
First Name:  Dylan
Last Name:  Weber
Mailing Address:  296 Linden Park Place
City:  Highland Park
Country:  United States
State or Province:  IL
ZIP/Postal Code:  60035
Email Address:  weber1075@gmail.com
Organization Name:  
Comment:  The authorization of RF device firmware would prevent third-party firmware from being installed on typical
 networking devices that commonly use SoCs (system on a chip). This would be a big step backwards for the large 
community who try to extract the usefulness of the hardware that powers their networks. Taking away the public right 
for people to control the hardware they buy would be detrimental to network admins and typical computer users 
everywhere by setting the precedent for available management of any given hardware.

The authorization of RF device firmware would prevent third-party firmware from being installed on typical networking
 devices that commonly use SoCs (system on a chip). This would be a big step backwards for the large community who 
try to extract the usefulness of the hardware that powers their networks. Taking away the public right for people to 
control the hardware they buy would be detrimental to network admins and typical computer users everywhere by 
setting the precedent for available management of any given hardware.
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Comment:  I'd ask the FCC  to not implement rules that take away the ability of users to install the software of their 
choosing on their computing devices. Wireless networking research depends on the ability of researchers to investigate 
and modify their devices. Americans need the ability to fix security holes in their devices when the manufacturer 
chooses to not do so. Users have in the past fixed serious bugs in their wifi drivers, which would be banned under the 
NPRM. Billions of dollars of commerce, such as secure wifi vendors, retail hotspot vendors, depends on the ability of 
users and companies to install the software of their choosing.

You may of gotten many messages that seem identical to this one but personal freedom is at risk when considering 
implementing rules that in the end remove not only the choice to use certain software, but it would severely damage 
competition in the software market and history shows that when competition is removed everybody suffers.

I'd ask the FCC  to not implement rules that take away the ability of users to install the software of their choosing on 
their computing devices. Wireless networking research depends on the ability of researchers to investigate and modify 
their devices. Americans need the ability to fix security holes in their devices when the manufacturer chooses to not do 
so. Users have in the past fixed serious bugs in their wifi drivers, which would be banned under the NPRM. Billions of 
dollars of commerce, such as secure wifi vendors, retail hotspot vendors, depends on the ability of users and companies 
to install the software of their choosing.

You may of gotten many messages that seem identical to this one but personal freedom is at risk when considering 
implementing rules that in the end remove not only the choice to use certain software, but it would severely damage 
competition in the software market and history shows that when competition is removed everybody suffers.
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Comment:  I want to tell you that being able to to install opensource software onto devices that you own is essential to 
freedom.  These new regulations will inhibit innovation, limit freedom, and make a increase the profit margin of a few 
major manufacturers.  Should we kill an innovative economy without receiving a benefit?     OpenWRT and Linux have 
both played key roles in my own learning process leading me deeper and deeper into my understanding of how a 
computer works.  Please protect this freedom.  Anything else would be self sabotaging our development. 

I want to tell you that being able to to install opensource software onto devices that you own is essential to freedom.  
These new regulations will inhibit innovation, limit freedom, and make a increase the profit margin of a few major 
manufacturers.  Should we kill an innovative economy without receiving a benefit?     OpenWRT and Linux have both 
played key roles in my own learning process leading me deeper and deeper into my understanding of how a computer 
works.  Please protect this freedom.  Anything else would be self sabotaging our development. 
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Comment:  I strongly believe that no action should be taken, nor ruling passed by the FCC or any other organization to 
limit the freedom of people using or creating custom firmware for their routers. There seems to be far too much room 
for interpretation in these rules, potentially providing the FCC with excessive and unjustifiable power to unreasonably 
limit the freedom of consumers and users of technology. I therefore cannot support these rules, and I would recommend 
that they not be enacted in their current form.

I strongly believe that no action should be taken, nor ruling passed by the FCC or any other organization to limit the 
freedom of people using or creating custom firmware for their routers. There seems to be far too much room for 
interpretation in these rules, potentially providing the FCC with excessive and unjustifiable power to unreasonably limit 
the freedom of consumers and users of technology. I therefore cannot support these rules, and I would recommend that 
they not be enacted in their current form.


