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Comment: Hello,

As an user of Wi-Fi technologies, | formally ask you not to implement rules that take away the ability of usersto install
the software of their choosing on their computing devices. Some of the reasons for this are:

- Wireless networking research depends on the ability of researchers to investigate and modify their devices.

- Americans need the ability to fix security holesin their devices when the manufacturer chooses to not do so.

- Users have in the past fixed serious bugs in their wifi drivers, which would be banned under the NPRM.

- Billions of dollars of commerce, such as secure wifi vendors, retail hotspot vendors, depends on the ability of users
and companies to install the software of their choosing.

| appreciate that you take into account this comment.
Hello,

As an user of Wi-Fi technologies, | formally ask you not to implement rules that take away the ability of usersto install
the software of their choosing on their computing devices. Some of the reasons for this are:

- Wireless networking research depends on the ability of researchers to investigate and modify their devices.

- Americans need the ability to fix security holes in their devices when the manufacturer chooses to not do so.

- Users have in the past fixed serious bugs in their wifi drivers, which would be banned under the NPRM.

- Billions of dollars of commerce, such as secure wifi vendors, retail hotspot vendors, depends on the ability of users
and companiesto install the software of their choosing.

| appreciate that you take into account this comment.
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Comment: Please, do not implement rules that take away the ability of usersto install the software of their choosing on
their computing devices.

Wireless networking research depends on the ability of researchers to investigate and modify their devices.

Americans need the ability to fix security holesin their devices when the manufacturer chooses to not do so.
Users have in the past fixed serious bugs in their wifi drivers, which would be banned under the NPRM.

Billions of dollars of commerce, such as secure wifi vendors, retail hotspot vendors, depends on the ability of users and
companies to install the software of their choosing.

To pass thiswould be of ill-mind,

Please, do not implement rules that take away the ability of usersto install the software of their choosing on their
computing devices.

Wireless networking research depends on the ability of researchers to investigate and modify their devices.

Americans need the ability to fix security holesin their devices when the manufacturer chooses to not do so.
Users have in the past fixed serious bugs in their wifi drivers, which would be banned under the NPRM.

Billions of dollars of commerce, such as secure wifi vendors, retail hotspot vendors, depends on the ability of users and
companies to install the software of their choosing.

To pass thiswould be of ill-mind,
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Comment: Thisproposal isabad idea. To achieve maximum security in consumer hardware, all users must be able to
upgrade their software at will. Many users continue to use the same router for years. Thisrule will make it impossible
for a user to upgrade to a more secure version of the software without vendor permission. While it is understandabl e that
the FEC wants to keep clear the airwaves, prohibiting users from using FSF software on their routers is not the way to
do this.

This proposal is abad idea. To achieve maximum security in consumer hardware, all users must be able to upgrade their
software at will. Many users continue to use the same router for years. Thisrule will make it impossible for a user to
upgrade to amore secure version of the software without vendor permission. While it is understandabl e that the FEC

wants to keep clear the airwaves, prohibiting users from using FSF software on their routersis not the way to do this.
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Comment: | am opposed to mandating that wifi devices be only update-able by officially signed updates. Device
manufacturers have along history of providing slow updates, having unpatched security flaws, or flat out having terrible
configurations. My home wifi router has absolutely terrible performance on the official firmware. Without the ability to
install custom firmware my router would be worthless.

Additionally the vagueness of the proposal could be interpreted as being unable to modify a PC such asinstall a Linux
operating system. | would also potentially be unable to customize my cell phone, which would be terrifying as my
manufacturer does not update their phone in atimely manner. Between the phone manufacturer taking months to
provide updates to Android OS and my cell phone provider having to "customize" it with all their terrible apps that take
up alot of my limited memory, and that process taking month if it ever comes out since the cell provider isin the
business of selling phones I've had more than one phone that eventually gets manufacturer updates that the cell phone
provider won't pass on to it's customers. Without being able to root my phone and install a custom rom, | would be at
the mercy of someone deciding whether or not it's profitable to provide updates.

Thank you for reading my comment.

| am opposed to mandating that wifi devices be only update-able by officially signed updates. Device manufacturers
have along history of providing slow updates, having unpatched security flaws, or flat out having terrible
configurations. My home wifi router has absolutely terrible performance on the official firmware. Without the ability to
install custom firmware my router would be worthless.

Additionally the vagueness of the proposal could be interpreted as being unable to modify a PC such asinstall a Linux
operating system. | would also potentially be unable to customize my cell phone, which would be terrifying as my
manufacturer does not update their phone in atimely manner. Between the phone manufacturer taking months to
provide updates to Android OS and my cell phone provider having to "customize" it with all their terrible apps that take
up alot of my limited memory, and that process taking month if it ever comes out since the cell provider isin the
business of selling phones I've had more than one phone that eventually gets manufacturer updates that the cell phone
provider won't pass on to it's customers. Without being able to root my phone and install a custom rom, | would be at
the mercy of someone deciding whether or not it's profitable to provide updates.

Thank you for reading my comment.
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Comment: | believe we need to keep devices open to the people that purchase them. If you take alook a car or truck,
for example, anyone with the knowledge can make repairs or any sort of modification to it. Shouldn't the same be
applicable to electronic devices? If | purchase a cell phone, then it ismineto do what | please with it. That includes
modifying the firmware or radios. If | were to do something unintended with the device's design by way of modification,
say, broadcast a powerful signal or jam other wireless devices, then isit not my ability to do so? Obviously this would
beillegal and immoral, but the choices are mine to make regardless of legal ramifications as opposed to prevented from
doing so by the manufacturer. Let's ook at aless extreme example. | purchase a wireless router designed for home use.
Isit not well within my right to install a custom firmware such as"DD-WRT" to make better use of the hardware |
purchased? | cannot see avalid reason to disallow it. There are no rules preventing me from adding performance parts to
astandard car, and then re-writing or modifying the engine's computer to compensate, so why the rules on electronic
devices? These sorts of real-world examples do not pass the "common sense” test.

Thank you for your time.

| believe we need to keep devices open to the people that purchase them. If you take alook acar or truck, for example,
anyone with the knowledge can make repairs or any sort of modification to it. Shouldn't the same be applicable to
electronic devices? If | purchase a cell phone, then it is mineto do what | please with it. That includes modifying the
firmware or radios. If | were to do something unintended with the device's design by way of modification, say,
broadcast a powerful signal or jam other wireless devices, then isit not my ability to do so? Obviously this would be
illegal and immoral, but the choices are mine to make regardless of legal ramifications as opposed to prevented from
doing so by the manufacturer. Let's ook at a less extreme example. | purchase awireless router designed for home use.
Isit not well within my right to install a custom firmware such as"DD-WRT" to make better use of the hardware |
purchased? | cannot see avalid reason to disalow it. There are no rules preventing me from adding performance parts to
astandard car, and then re-writing or modifying the engine's computer to compensate, so why the rules on electronic
devices? These sorts of real-world examples do not pass the "common sense” test.

Thank you for your time.
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Comment: | urgeyou, DO NOT PASS thisrule. Please consider the revenge of unintended consequences. Theintent is
no doubt noble, but the result would be nightmarish.

"Locking down" the firmware of any electronic device containing a modular transceiver would cripple wifi as we know
it, along with other wireless services. If passed, this proposed rule would make it impossible to install open source
firmware on routers, reflash Android phones, and even to install Linux or any other open source operating System on
many if not most general purpose computing devices.

Please understand that this proposed rule would have SEVERE and unintended consequences for our economy and for
our freedom as American citizens and consumers, and DO NOT ENACT THISRULE.

| urge you, DO NOT PASS this rule. Please consider the revenge of unintended consequences. The intent is no doubt
noble, but the result would be nightmarish.

"Locking down" the firmware of any electronic device containing a modular transceiver would cripple wifi as we know
it, along with other wireless services. If passed, this proposed rule would make it impossible to install open source
firmware on routers, reflash Android phones, and even to install Linux or any other open source operating system on
many if not most general purpose computing devices.

Please understand that this proposed rule would have SEV ERE and unintended consequences for our economy and for
our freedom as American citizens and consumers, and DO NOT ENACT THIS RULE.
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Comment: As someone who has always looked at the USA as a beacon of freedom, thisis of great concern to me that
you are trying to implement alaw that significantly impacts freedom of choice, stagnates innovation, and severely
depresses citizens and instills afeeling of fear, uncertainty, and doubt in their minds.

Steps and laws like this, when passed one after another, eventually lead to a system as close and authoritarian asthose in
the Middle East or North Korea.

Health wise, WiFi routers, even when customized using 3rd party firmware are tremendously safer than microwave
ovens. So | find the negative impact on health an unreasonable argument.

Besides, many manufacturers are not updating their firmware fast enough and after afew years they totally abandon
their old devices. Having third party open source options that we can rely on is extremely important for us end users.
If anything, we need alaw that enforces manufacturersto build open systems that their firmware can easily be replaced
by third party commercial or open source alternatives.

Please do not implement laws that decreases freedom of people.

As someone who has always |looked at the USA as a beacon of freedom, thisis of great concern to me that you are
trying to implement alaw that significantly impacts freedom of choice, stagnates innovation, and severely depresses
citizensand instills afeeling of fear, uncertainty, and doubt in their minds.

Steps and laws like this, when passed one after another, eventually lead to a system as close and authoritarian as those in
the Middle East or North Korea.

Health wise, WiFi routers, even when customized using 3rd party firmware are tremendously safer than microwave
ovens. So | find the negative impact on health an unreasonable argument.

Besides, many manufacturers are not updating their firmware fast enough and after afew years they totally abandon
their old devices. Having third party open source options that we can rely on is extremely important for us end users.

If anything, we need alaw that enforces manufacturersto build open systems that their firmware can easily be replaced
by third party commercial or open source alternatives.

Please do not implement laws that decreases freedom of people.
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Comment: The mainissue | have with this proposal isthat | use Linux as my main desktop. | know | amin the
minority, but it serves my purposes well. The routers | use have all be easy to use with my system. | feel that locking
down these devices would cause more problems for the end users than any problems that the lock down is supposed to
solve.

Also, as a hobby, | enjoy taking older equipment and seeing if | can get it to work. This usually meansinstalling Linux.
Last year | picked up arouter at agarage sale for abuck, installed a Linux, and have anew router. As a hobbyist, | feel
that this would take away my ability to try to keep older equipment out of the landfill for aslong as possible.

The main issue | have with this proposal isthat | use Linux as my main desktop. | know | am in the minority, but it
serves my purposes well. The routers | use have al be easy to use with my system. | feel that locking down these
devices would cause more problems for the end users than any problems that the lock down is supposed to solve.

Also, as a hobby, | enjoy taking older equipment and seeing if | can get it to work. This usually means installing Linux.
Last year | picked up arouter at agarage sale for abuck, installed a Linux, and have a new router. As a hobbyist, | feel
that this would take away my ability to try to keep older equipment out of the landfill for aslong as possible.
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Comment: | do not agree that our devices should be on lock down from installing and firmware or is we see fit. With
encryption and the peoples security in there persons and effects. | believe thisto not be in the light of the Constitution.
We need the people to be able to defend themselves from any and all threts to there security.

| do not agree that our devices should be on lock down from installing and firmware or is we see fit. With encryption
and the peoples security in there persons and effects. | believe thisto not be in the light of the Constitution. We need the
people to be able to defend themselves from any and all threts to there security.
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Comment: Dear Sir/Madam,

| am submitting this comment to express my dissent of this proposal. It is my opinion that users shouldn't be stopped
from the ability to change/modify/replace the operating system on their purchased devices. MY reasoning for thisis
because it will impact not just hobbyist users who require more from their devices but professionalsin many fields.

Wireless network researches depend on the ability to modify their devices to run custom code. Mesh networking is an
important system of networking used by first responders in emergency situations. Thiswill become more difficult to
implement if these rules are passed.

The security of networks will be compromised by these rules. It is frequent enough of an issue that end users must
install a custom patch to close an unpatched vulnerability in an out of service life operating system thiswill leave users
and businesses open to exploits and damages.

Custom patches to wireless drives will also be restricted meaning performance will be worse and bug patches that
companies believe are unimportant will remain unfixed.

our ability to run fully open source software will be compromised. Thisimpacts not just casua linux users but
researches of al types. These new rules will make it extremely difficult if not illegal, to make an open source baseband

for cellphones to prevent rogue towers like Stingrays. It will also harm any attempts to build open source cell towers and
systems.

Possibly most important to the USA and the world is the billions of dollars of commerce such as secure WIFI vendors,
and retail hotspot vendors rely on the ability of usersto install software of their choosing.

And the most egregious folly of these rules are stopping people from truly owning their devices. If | am unable to install
what | want on a device then | do not truly own it.

Thank Y ou for reading.
Dear Sir/Madam,

| am submitting this comment to express my dissent of this proposal. It is my opinion that users shouldn't be stopped
from the ability to change/modify/replace the operating system on their purchased devices. MY reasoning for thisis



because it will impact not just hobbyist users who require more from their devices but professionals in many fields.

Wireless network researches depend on the ability to modify their devices to run custom code. Mesh networking is an
important system of networking used by first respondersin emergency situations. Thiswill become more difficult to
implement if these rules are passed.

The security of networks will be compromised by these rules. It is frequent enough of an issue that end users must
install a custom patch to close an unpatched vulnerability in an out of service life operating system thiswill leave users
and businesses open to exploits and damages.

Custom patches to wireless drives will also be restricted meaning performance will be worse and bug patches that
companies believe are unimportant will remain unfixed.

our ability to run fully open source software will be compromised. This impacts not just casua linux users but
researches of al types. These new rules will make it extremely difficult if not illegal, to make an open source baseband
for cellphones to prevent rogue towers like Stingrays. It will also harm any attempts to build open source cell towers and
systems.

Possibly most important to the USA and the world is the billions of dollars of commerce such as secure WIFI vendors,
and retail hotspot vendors rely on the ability of usersto install software of their choosing.

And the most egregious folly of these rules are stopping people from truly owning their devices. If | am unable to install
what | want on adevice then | do not truly own it.

Thank Y ou for reading.
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Comment: Dear Sir/Madam,

As a person who has always looked at USA as a beacon of freedom, thisis of great concern to me that you are trying to
implement such a draconian law that significantly impacts freedom of choice, stagnates innovation, and severely
depresses citizens and instills afeeling of fear, uncertainty, and doubt in their minds.

Steps and laws like this, when passed one after another, eventually lead to a system as close and authoritarian as those in
the Middle East or North Korea.

Health wise, WiFi routers, even when customized using 3rd party firmware are tremendously safer than microwave
ovens. So | find the negative impact on health an unreasonable argument.

Besides, many manufacturers are not updating their firmware fast enough and after afew years they totally abandon
their old devices. Having third party open source options that we can rely on is extremely important for us end users.

If anything, we need alaw that enforces manufacturersto build open systems that their firmware can easily be replaced
by third party commercial or open source alternatives.

Please do not implement laws that decreases freedom of people.

Sincerely yours, A netizen

Dear Sir/Madam,

As a person who has always looked at USA as a beacon of freedom, thisis of great concern to me that you are trying to
implement such a draconian law that significantly impacts freedom of choice, stagnates innovation, and severely
depresses citizens and instills afeeling of fear, uncertainty, and doubt in their minds.

Steps and laws like this, when passed one after another, eventually lead to a system as close and authoritarian asthose in
the Middle East or North Korea.

Health wise, WiFi routers, even when customized using 3rd party firmware are tremendously safer than microwave
ovens. So | find the negative impact on health an unreasonable argument.

Besides, many manufacturers are not updating their firmware fast enough and after afew years they totally abandon
their old devices. Having third party open source options that we can rely on is extremely important for us end users.

If anything, we need alaw that enforces manufacturersto build open systems that their firmware can easily be replaced
by third party commercial or open source alternatives.

Please do not implement laws that decreases freedom of people.

Sincerely yours, A netizen
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Comment: Companies get it wrong, and they get it wrong often. Whether intentionally or not they leave security holes
in essential internet equipment and devices. When we limit the uses of devices and and it's associated software
(firmware) then we limit innovation and new forms of commerce. Essentialy it is exactly the same as saying to the
public, "Please let us limit the amount of encryption you are using so we can hack you easier". Neither of these methods
are prudent or necessary. Companies and the Federal Government are getting LAZY when it comes to problems they are
having with these devices, security holes, and encryption. Please do not pass this!

Companies get it wrong, and they get it wrong often. Whether intentionally or not they leave security holes in essential
internet equipment and devices. When we limit the uses of devices and and it's associated software (firmware) then we
limit innovation and new forms of commerce. Essentialy it is exactly the same as saying to the public, "Please let us
limit the amount of encryption you are using so we can hack you easier”. Neither of these methods are prudent or
necessary. Companies and the Federal Government are getting LAZY when it comes to problems they are having with
these devices, security holes, and encryption. Please do not pass this!
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Comment: Dear FCC,

It has come to my attention that you are considering a proposal that will require manufacturers to lock down computing
devices. Although you may be considering thisto be beneficia in the long run, the concerning portion isthat it is feared
that it would inhibit or terminate the ability of individual peoples to choose what operating system that isinstalled on
computers and other devices. Thiswould not only lead to the growing number of people who tinker with operating
systems, are learning how to build operating systems, or even those who just don't prefer Windows or Mac to feel
abandoned, ultimately leading to the stagnation of the development of better, safer technologies in areas such as wireless
technology. Therefore, in conclusion, when this proposition is being considered, don't inhibit the freedom for us, the
people, to choose how our computing devices operate.

Dear FCC,

It has come to my attention that you are considering a proposal that will require manufacturers to lock down computing
devices. Although you may be considering this to be beneficial in the long run, the concerning portion isthat it isfeared
that it would inhibit or terminate the ability of individual peoplesto choose what operating system that isinstalled on
computers and other devices. Thiswould not only lead to the growing number of people who tinker with operating
systems, are learning how to build operating systems, or even those who just don't prefer Windows or Mac to feel
abandoned, ultimately leading to the stagnation of the development of better, safer technologies in areas such as wireless
technology. Therefore, in conclusion, when this proposition is being considered, don't inhibit the freedom for us, the
people, to choose how our computing devices operate.
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Comment: Wireless networking research depends on the ability of researchers to investigate and modify their devices.
Americans need the ability to fix security holesin their devices when the manufacturer chooses to not do so.

Users have in the past fixed serious bugs in their wifi drivers, which would be banned under the NPRM.

Billions of dollars of commerce, such as secure wifi vendors, retail hotspot vendors, depends on the ability of users and
companies to install the software of their choosing.

Wireless networking research depends on the ability of researchers to investigate and modify their devices.

Americans need the ability to fix security holesin their devices when the manufacturer chooses to not do so.

Users have in the past fixed serious bugsin their wifi drivers, which would be banned under the NPRM.

Billions of dollars of commerce, such as secure wifi vendors, retail hotspot vendors, depends on the ability of users and
companies to install the software of their choosing.
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Comment: Public servants of the Federal Communications Commission,

It iswith great concern that | write you today regarding the latest proposal to restrict free use and research by private
citizens of alternative wireless and computing systems.

The ability for private citizens alongside, but not in conjunction with, federally approved researchers to conduct their
own research and use of any and all methods of electronic communication is paramount to the future progress of
technological advancement of this very necessary field of technology.

On the subject of liberty it isnot at all acceptable that, given we live in afree society, our use of technology should be
dependent upon federal approval of certain manufacturer's technology nor should our separate but intersecting third
party devices be limited by some arbitrarily concocted regulations. It is not within the federal government's powers or
mandate to codify specific software and hardware solely on the basis that it lies outside standard mainstream consumer
products. Further, information security is paramount in today's world and often alternative operating systems offer a
higher degree of internal systems security not found in most popular and conventional forms of consumer products. The
FCC could find itself in quite a precarious position should alarge number of citizens find their data in the hands of
unscrupulous individuals which could have been averted were they able to use alternative technology systems but were
denied due to the FCC's own regulatory measures.

Americans must also be able to secure their own data when the companies we rely on abstain from patching their own
security flaws. That the FCC would be considering a proposal which could leave private citizens at the mercy of
individuals operating outside the boundaries of the law isworrisome to say the least and in the past it has often been the
case that privacy gaps and security flaws in wireless hardware which transmits sensitive data has been fixed as a result
of the efforts of private individuals. This and many similar actions would be banned under the NPRM.

The FCC may aso run afoul of the First Amendment to the Constitution by limiting those citizens who seek to use
alternative methods and hardware to transmit wireless data as a matter of political principals and the desire to express
political dissent through legitimate consumption practices. The NPRM would stifle this very legitimate speech,
protected under the First Amendment, and may find itself on the wrong side of Constitutional Law and Supreme Court
precedent.

I hope my words have not been met by deaf ears and the Federal Communications Commission takes seriously the
implications of this very dangerous precedent being set should this regulatory measure come into effect. | am confident
in the FCC's ability to make the right choice by setting aside this regulatory measure and hanging it up in the "extremely



bad" category of regulatory ideas.

Thank you for your time,
Samuel Webster
Public servants of the Federal Communications Commission,

It iswith great concern that | write you today regarding the latest proposal to restrict free use and research by private
citizens of alternative wireless and computing systems.

The ability for private citizens alongside, but not in conjunction with, federally approved researchers to conduct their
own research and use of any and all methods of electronic communication is paramount to the future progress of
technological advancement of this very necessary field of technology.

On the subject of liberty it isnot at all acceptable that, given we live in afree society, our use of technology should be
dependent upon federal approval of certain manufacturer's technology nor should our separate but intersecting third
party devices be limited by some arbitrarily concocted regulations. It is not within the federal government's powers or
mandate to codify specific software and hardware solely on the basis that it lies outside standard mainstream consumer
products. Further, information security is paramount in today's world and often alternative operating systems offer a
higher degree of internal systems security not found in most popular and conventional forms of consumer products. The
FCC could find itself in quite a precarious position should alarge number of citizens find their data in the hands of
unscrupulous individuals which could have been averted were they able to use alternative technology systems but were
denied due to the FCC's own regulatory measures.

Americans must also be able to secure their own data when the companies we rely on abstain from patching their own
security flaws. That the FCC would be considering a proposal which could leave private citizens at the mercy of
individuals operating outside the boundaries of the law isworrisome to say the least and in the past it has often been the
case that privacy gaps and security flaws in wireless hardware which transmits sensitive data has been fixed as a result
of the efforts of private individuals. This and many similar actions would be banned under the NPRM.

The FCC may aso run afoul of the First Amendment to the Constitution by limiting those citizens who seek to use
alternative methods and hardware to transmit wireless data as a matter of political principals and the desire to express
political dissent through legitimate consumption practices. The NPRM would stifle this very legitimate speech,
protected under the First Amendment, and may find itself on the wrong side of Constitutional Law and Supreme Court
precedent.

I hope my words have not been met by deaf ears and the Federal Communications Commission takes seriously the
implications of this very dangerous precedent being set should this regulatory measure come into effect. | am confident
in the FCC's ability to make the right choice by setting aside this regulatory measure and hanging it up in the "extremely
bad" category of regulatory idess.

Thank you for your time,

Samuel Webster
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Comment: Please do not implement rules that take away the ability of usersto install software of our choosing on our
computing devices. Restricting our freedom in this manner not only impedes the ability of researchers looking at new
technologies, it makes us vulnerable to cyber attacks and other security vulnerabilities which can go un-patched by
manufacturers. These vulnerabilities and bugs can be patched or circumvented if consumers are not barred from this
practice.

My career of more than 20 years working with technology - specifically in research computing - has given me expertise
and perspective on the power of open technology. It has revolutionized computing and America has been at the
forefront of this. Laws and regulations can not stop the advancement of technology - they can only slow it. If America
does not continue to innovate and lead, other countries will.

Americawas founded on individual liberty and a"can-do" attitude. Please do not sacrifice what makes this country
great by handing even more power to corporations at the expense of of our liberty.

Sincerely,

Shane Brauner

Please do not implement rules that take away the ability of usersto install software of our choosing on our computing
devices. Restricting our freedom in this manner not only impedes the ability of researchers looking at new technologies,
it makes us vulnerable to cyber attacks and other security vulnerabilities which can go un-patched by manufacturers.
These vulnerabilities and bugs can be patched or circumvented if consumers are not barred from this practice.

My career of more than 20 years working with technology - specifically in research computing - has given me expertise
and perspective on the power of open technology. It has revolutionized computing and America has been at the
forefront of this. Laws and regulations can not stop the advancement of technology - they can only slow it. If America
does not continue to innovate and lead, other countries will.

Americawas founded on individual liberty and a"can-do" attitude. Please do not sacrifice what makes this country
great by handing even more power to corporations at the expense of of our liberty.

Sincerely,



Shane Brauner
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Comment: Thisisapretty terrible idea with pretty terrible consequences. If | own the device, | should have the right to
install whatever | wish on it. Also, limiting what can be installed has the potential to limit the evolution of technology
outside of mainstream industry. | urge you to consider the validity of these proposed rules and please do not use them.

Thisisapretty terrible ideawith pretty terrible consequences. If | own the device, | should have the right to install
whatever | wish on it. Also, limiting what can be installed has the potential to limit the evolution of technology outside
of mainstream industry. | urge you to consider the validity of these proposed rules and please do not use them.
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Comment: Words cannot even begin to describe how outraged | am to think that my own government would even
consider outlawing custom firmware to be used on MY own perso nal computers. | feel like what very little personal
liberties and rights | have as a citizen my government wants to take away. Truly vile.

Words cannot even begin to describe how outraged | am to think that my own government would even consider
outlawing custom firmware to be used on MY own perso nal computers. | feel like what very little personal liberties and
rights | have as a citizen my government wants to take away. Truly vile.



Please Do Not Reply To This Email.

Title: Equipment Authorization and Electronic Labeling for Wireless Devices
FR Document Number: 2015-18402

RIN:

Publish Date: 8/6/2015 12:00:00 AM

Submitter Info:

First Name: Zak

Last Name: Mak

Mailing Address: 1161 e walnut ave

City: Carson

Country: United States

State or Province: CA

ZIP/Postal Code: 90746

Email Address:

Organization Name:

Comment: Please don't enact this, | use specialized firmware to make my router usable. | can use my cheap routernlike
areally expensive one without having to clean out my bank account.

Please don't enact this, | use specialized firmware to make my router usable. | can use my cheap routernlike areally
expensive one without having to clean out my bank account.
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Comment: As asoftware engineer and regular consumer of al kinds of computer hardware, | am very concerned by
these proposed rules. It is not only common place, but in fact necessary to the regular functioning of many devicesto
regularly wipe/ re-install an new operating system. Additionally, as practically no manufacturer produces a computer
that already runs operating systems like Solaris or OpenBSD, it would seemingly become impossible to ever legally
install these otherwise completely safe and legal Operating Systems.

As a software engineer and regular consumer of all kinds of computer hardware, | am very concerned by these proposed
rules. It is not only common place, but in fact necessary to the regular functioning of many devices to regularly wipe/
re-install an new operating system. Additionally, as practically no manufacturer produces a computer that already runs
operating systems like Solaris or OpenBSD, it would seemingly become impossible to ever legally install these
otherwise completely safe and legal Operating Systems.
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Comment: Banning the ability to install software onto our own devices(which we paid for) is absurd. Y ou won't stop
people from actually doing it nor do you have any way of enforcing this. As an aspiring network technician you are
trying to criminalize an effective method of learning for me and millions of other technicians.

Banning the ability to install software onto our own devices(which we paid for) is absurd. Y ou won't stop people from
actually doing it nor do you have any way of enforcing this. As an aspiring network technician you are trying to
criminalize an effective method of learning for me and millions of other technicians.
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Comment: Please do not take away my ability to install software of my choosing on devices | own.

Please do not take away my ability to install software of my choosing on devices| own.
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Comment: | respectfully disagree with this proposal asit will prevent many researchers who use custom Wi-Fi
firmware and open-source operating systems to conduct research. It will also threaten many startups that rely on Linux
and similar software for their computing infrastructure. Without the ability to install Linux on routers and computers, it
will be expensive to redevelop many essential tools for preloaded software such as Windows and Mac OS X. Much of
the innovation accomplished by independent researchers and entrepreneurs depends on the ability to modify or replace
operating systems and this proposed rule will put an end to such innovation.

In addition, it should be noted that many device manufactures do not update their firmware often, leaving it open to
exploitsthat in many cases aretrivial for a knowledgeable user to fix. Thisis particularly important in the case of
Android phones, since manufacturer support for Android phonesis very poor. A large number of Android users have
modified Android to patch security holes on their own, and some have even sold their patched versions of Android to
companies who demand enhanced device security. This proposed rule would make patching security holes impossible
and potentially expose people relying on custom versions of Android and other operating systems.

| respectfully disagree with this proposal asit will prevent many researchers who use custom Wi-Fi firmware and open-
source operating systems to conduct research. It will also threaten many startups that rely on Linux and similar software
for their computing infrastructure. Without the ability to install Linux on routers and computers, it will be expensive to
redevelop many essential tools for preloaded software such as Windows and Mac OS X. Much of theinnovation
accomplished by independent researchers and entrepreneurs depends on the ability to modify or replace operating
systems and this proposed rule will put an end to such innovation.

In addition, it should be noted that many device manufactures do not update their firmware often, leaving it open to
exploits that in many cases aretrivial for a knowledgeable user to fix. Thisis particularly important in the case of
Android phones, since manufacturer support for Android phonesis very poor. A large number of Android users have
modified Android to patch security holes on their own, and some have even sold their patched versions of Android to
companies who demand enhanced device security. This proposed rule would make patching security holesimpossible
and potentially expose people relying on custom versions of Android and other operating systems.
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Comment: Asauniversity student, these new regulations are terrible. Limiting wireless devices in the "unregulated" or
license free bands will have nothing but bad outcomes. At school, engineering research on wireless devices will be

forced to a halt, since there it isno longer legal to modify those devices. As research slows down, companies will pull
their money out of U.S. put money into research facilities in countries WITHOUT these restrictions. With these
measures, you will kill not only the freedom of choice, the ability to maintain units after their support cycle ends, the
ability to change operating systems on computers, but also the university research departments that rely on making
modifications to these devices.

Asauniversity student, these new regulations are terrible. Limiting wireless devicesin the "unregulated" or license free
bands will have nothing but bad outcomes. At school, engineering research on wireless devices will be forced to a halt,
sincethereitisno longer legal to modify those devices. Asresearch slows down, companies will pull their money out
of U.S. put money into research facilitiesin countries WITHOUT these restrictions. With these measures, you will kill
not only the freedom of choice, the ability to maintain units after their support cycle ends, the ability to change
operating systems on computers, but also the university research departments that rely on making modifications to these
devices.
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Comment: | believe it would be best for owners of their equipment to be able to freely modify the software onit.
Preventing those from legally modifying it would not make the USA safer, and would only be added restrictions without
reason. A significant number of bugs, and even security vulnerabilities, have been found and fixed by people modifying
their router software to improve it, and doing so should not beillegal.

| believe it would be best for owners of their equipment to be able to freely modify the software on it. Preventing those
from legally modifying it would not make the USA safer, and would only be added restrictions without reason. A
significant number of bugs, and even security vulnerabilities, have been found and fixed by people modifying their
router software to improve it, and doing so should not be illegal.
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Comment: To Whom it May Concern:

| am writing to ask that the FCC not implement rules that take away the right and the ability of usersto install the
software of their choosing on their computing devices. The problems created by the proposed new rules will be vastly
greater in magnitude and seriousness than the problems they mitigate. There are many reasons why the new rules are
problematic. | will briefly list several of them below:

1)Americans need the ability to fix security holesin their devices when the manufacturer chooses to not do so.
Americans should have the right to fix security holes in devices they own in the event that the manufacturer can't or
won't, or in the event that the fix provided by the manufacturer is inadequate.

2)Thereisalong history of users providing their own patches to serious bugs in wifi drivers (bugs for which no fix was
ever provided by the manufacturer). These user-generated patches would be illegal under the new rules.

3) Wireless networking research depends on the ability of researchers to investigate and modify their devices.

4)Billions of dollars of commerce, such as secure wifi vendors, retail hotspot vendors, depends on the ability of users
and companies to install the software of their choosing.

5)Mesh networking which helps first responders in emergencies, also helps provide anonymity, creates a
backup/alternative communications network, will become more difficult than it needs to be with these new rules.

6)The ability to run fully open source software on your devices will be severely hampered and possibly impossible with
these new rules.

7)These new rules will make it extremely difficult if not illegal, to make an open source baseband for cellphones to
prevent rogue towers like Stingrays (including those operated not by authorized law enforcement, but by illegal third
parties). It will also harm any attempts to build open source cell towers and systems.

8) While the new rules are meant to mitigate potential interference by wireless devices in restricted frequency bands,
which can cause safety issues, the rules are poorly drafted such that they are so broad they limit a wide range of
activities that have no impact on safety, and needlessly limit the freedom of usersto control the electronic devices they
own.



In conclusion, the newly proposed rules are much too broad, stepping far beyond what is necessary to prevent unsafe
use of restricted frequencies. Not only this, the new rules CAUSE other serious safety problems by limiting emergency
first responders access to mesh networking and by limiting end-users ability to patch security flawsin their own
equipment.

The new rules are too broad, anti-commerce, anti-freedom, anti-privacy, and create more safety problems than they
solve. | encourage the FCC to draft narrower rules that only limit the radio frequencies of these devices, without
restricting users ability to modify other parts of the firmware or software.

Best regards,
Amy

To Whom it May Concern:

| am writing to ask that the FCC not implement rules that take away the right and the ability of usersto install the
software of their choosing on their computing devices. The problems created by the proposed new rules will be vastly
greater in magnitude and seriousness than the problems they mitigate. There are many reasons why the new rules are
problematic. | will briefly list several of them below:

1)Americans need the ability to fix security holesin their devices when the manufacturer chooses to not do so.
Americans should have the right to fix security holesin devices they own in the event that the manufacturer can't or
won't, or in the event that the fix provided by the manufacturer is inadequate.

2)Thereisalong history of users providing their own patches to serious bugs in wifi drivers (bugs for which no fix was
ever provided by the manufacturer). These user-generated patches would beillegal under the new rules.

3) Wireless networking research depends on the ability of researchers to investigate and modify their devices.

4)Billions of dollars of commerce, such as secure wifi vendors, retail hotspot vendors, depends on the ability of users
and companiesto install the software of their choosing.

5)Mesh networking which helps first responders in emergencies, also helps provide anonymity, creates a
backup/alternative communications network, will become more difficult than it needs to be with these new rules.

6) The ability to run fully open source software on your devices will be severely hampered and possibly impossible with
these new rules.

7)These new rules will make it extremely difficult if not illegal, to make an open source baseband for cellphones to
prevent rogue towers like Stingrays (including those operated not by authorized law enforcement, but by illegal third
parties). It will also harm any attempts to build open source cell towers and systems.

8) While the new rules are meant to mitigate potential interference by wireless devices in restricted frequency bands,
which can cause safety issues, the rules are poorly drafted such that they are so broad they limit a wide range of
activities that have no impact on safety, and needlessly limit the freedom of usersto control the electronic devices they
own.

In conclusion, the newly proposed rules are much too broad, stepping far beyond what is necessary to prevent unsafe
use of restricted frequencies. Not only this, the new rules CAUSE other serious safety problems by limiting emergency
first responders’ access to mesh networking and by limiting end-users ability to patch security flawsin their own
equipment.

The new rules are too broad, anti-commerce, anti-freedom, anti-privacy, and create more safety problems than they
solve. | encourage the FCC to draft narrower rules that only limit the radio frequencies of these devices, without
restricting users ability to modify other parts of the firmware or software.



Best regards,
Amy
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Comment: Please don't do this. America deservesto be great.

Please don't do this. America deserves to be great.
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Comment: Please do not implement said rules as:

Wireless networking research depends on the ability of researchers to investigate and modify their devices.

Americans need the ability to fix security holesin their devices when the manufacturer chooses to not do so.

Users have in the past fixed serious bugsin their wifi drivers, which would be banned under the NPRM.

Billions of dollars of commerce, such as secure wifi vendors, retail hotspot vendors, depends on the ability of users and
companies to install the software of their choosing.

Please do not implement said rules as:

Wireless networking research depends on the ability of researchers to investigate and modify their devices.

Americans need the ability to fix security holesin their devices when the manufacturer chooses to not do so.

Users have in the past fixed serious bugsin their wifi drivers, which would be banned under the NPRM.

Billions of dollars of commerce, such as secure wifi vendors, retail hotspot vendors, depends on the ability of users and
companies to install the software of their choosing.
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Comment: Please do not implement rules that take away the ability of usersto install the software of their choosing on
their computing devices for these reason:

-Wireless networking research depends on the ability of researchersto investigate and modify their devices.
-Americans need the ability to fix security holesin their devices when the manufacturer chooses to not do so.
-Users have in the past fixed serious bugsin their wifi drivers, which would be banned under the NPRM.

-Billions of dollars of commerce, such as secure wifi vendors, retail hotspot vendors, depends on the ability of users and
companies to install the software of their choosing.

Please do not implement rules that take away the ability of usersto install the software of their choosing on their
computing devices for these reason:

-Wireless networking research depends on the ability of researchersto investigate and modify their devices.
-Americans need the ability to fix security holesin their devices when the manufacturer chooses to not do so.
-Users have in the past fixed serious bugsin their wifi drivers, which would be banned under the NPRM.

-Billions of dollars of commerce, such as secure wifi vendors, retail hotspot vendors, depends on the ability of users and
companies to install the software of their choosing.
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Comment: Good day, | have come to submit aformal complaint about this policy. | believe that it will stifle wireless
network research, make everyone unable to repair security holes in their devices, resulting in aless secure workplace
and, more importantly, government, and the fact that this will destroy a entire workplace for no gain for the consumer-
One could argue that this feature is inherently anti-consumer. | support capitalism, but | believe that this not only getsin
the way of capitalism's ability to grow, but, in many ways, goes against the idea that property is, in fact, ours. It states
that we cannot touch that which we have built, and yet by stating that we cannot modify our devices, you are stating
something similar to the idea that one cannot repair one's own vehicle- Which, if you look into americas history, ssimply
isn't the case. We replace the engines of our vehicles all the time, so why can we not replace the engines on our
computers?

As| request- Please do not let this pass. It's not a good thing.

Good day, | have come to submit aformal complaint about this policy. | believe that it will stifle wireless network
research, make everyone unable to repair security holesin their devices, resulting in aless secure workplace and, more
importantly, government, and the fact that this will destroy a entire workplace for no gain for the consumer- One could
argue that this feature is inherently anti-consumer. | support capitalism, but | believe that this not only getsin the way of
capitalism's ability to grow, but, in many ways, goes against the idea that property is, in fact, ours. It states that we
cannot touch that which we have built, and yet by stating that we cannot modify our devices, you are stating something
similar to the idea that one cannot repair one's own vehicle- Which, if you look into americas history, simply isn't the
case. We replace the engines of our vehicles all the time, so why can we not replace the engines on our computers?

As| request- Please do not let this pass. It's not a good thing.
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Comment: Good day,

| wish to state that the language utilized in your latest push to regulate wireless communications is vague and may be
used to abuse loopholes to further tighten down the freedom of personal computer users. As somebody who frequently
utilizes the GNU/Linux operating system, and frequently builds my own machines from parts purchased online; | worry
that the latest regulations proposed may make it an unstated requirement to lock the end-user out of modifying their own
personal computer.

The language should be revised and improved to ensure that it can't be used to shut down things which are not the focus
of the regulations.

Thank you.

Good day,

| wish to state that the language utilized in your latest push to regulate wireless communications is vague and may be
used to abuse loopholes to further tighten down the freedom of personal computer users. As somebody who frequently
utilizes the GNU/Linux operating system, and frequently builds my own machines from parts purchased online; | worry
that the latest regulations proposed may make it an unstated requirement to lock the end-user out of modifying their own
personal computer.

The language should be revised and improved to ensure that it can't be used to shut down things which are not the focus
of the regulations.

Thank you.



Please Do Not Reply To This Email.

Title: Equipment Authorization and Electronic Labeling for Wireless Devices
FR Document Number: 2015-18402

RIN:

Publish Date: 8/6/2015 12:00:00 AM

Submitter Info:

First Name: Parker

Last Name: Emerson

Mailing Address: 1766 SW Marlow

City: Portland

Country: United States

State or Province: OR

ZIP/Postal Code: 97225

Email Address. parker.emerson@gmail.com

Organization Name:

Comment: | am restarting my career as a computer scientist, getting my MSCS. | was alawyer, but wanted to move
into IP litigation. | *love* finding out how things work. My education has been fueled by my ability to use alot of OS
programs. Being able to look into my router helped me pass my Internetworking Class, and fostered an interest in
network security. Locking down routers will make my job harder after | graduate. Restricting access to open sourceis
myopic and shortsighted. Please don't do it.

| am restarting my career as a computer scientist, getting my MSCS. | was alawyer, but wanted to move into IP
litigation. | *love* finding out how things work. My education has been fueled by my ability to use alot of OS
programs. Being able to look into my router helped me pass my Internetworking Class, and fostered an interest in
network security. Locking down routers will make my job harder after | graduate. Restricting access to open sourceis
myopic and shortsighted. Please don't do it.
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Comment: Thisisridiculous.

Thisisridiculous.
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Comment: Hey do not do this because its my device, my choice.

| am allowed to run anything | want on my Device aslong asi am not interfering with the good being of others.
Hey do not do this because its my device, my choice.

| am allowed to run anything | want on my Device aslong asi am not interfering with the good being of others.



Please Do Not Reply To This Email.

Title: Equipment Authorization and Electronic Labeling for Wireless Devices
FR Document Number: 2015-18402

RIN:

Publish Date: 8/6/2015 12:00:00 AM

Submitter Info:

First Name: Grant

Last Name: Martin

Mailing Address: 2845 Mill Wood Lane

City: Blacksburg

Country: United States

State or Province: VA

ZIP/Postal Code: 24060

Email Address:

Organization Name:

Comment: If | buy acomputer, | should be able to do whatever | want with it. Preventing me from installing OSes like
Linux on my computer means every computer runs on either OSX or Windows. There are 2 reasons you might want us

to be stuck on operating systems made by big companies: Y ou think it might prevent hackers from hacking. Here'sa
rule of thumb, if someone wantsto break a system, and has physical access to the system, they absolutely can. Y our
everyday Joe isn't smart enough to do this, but then again your average Joe can't and won't hack into stuff. The other
possible reason for your wanting to lock us into OSX or Windows isto spy on us. If apublic official isreading this right
now, you and | both know that the NSA shouldn't be spying on us, but they don't like to follow the rules. So putting this
rulein place will spy on everyone with a computer, and make it illegal to circumvent the spying. We've also established
that if someone is smart enough, and willing to break the law, they totally can circumvent this, meaning this negatively
affects every average citizen, but does very little to stop hackers and terrorists. Thank you for taking the time to read my
comment.

If | buy acomputer, | should be able to do whatever | want with it. Preventing me from installing OSes like Linux on
my computer means every computer runs on either OSX or Windows. There are 2 reasons you might want us to be
stuck on operating systems made by big companies: Y ou think it might prevent hackers from hacking. Here's arule of
thumb, if someone wantsto break a system, and has physical access to the system, they absolutely can. Y our everyday
Joe isn't smart enough to do this, but then again your average Joe can't and won't hack into stuff. The other possible
reason for your wanting to lock usinto OSX or Windows isto spy on us. If apublic official is reading this right now,
you and | both know that the NSA shouldn't be spying on us, but they don't like to follow the rules. So putting thisrule
in place will spy on everyone with a computer, and make it illegal to circumvent the spying. We've also established that
if someone is smart enough, and willing to break the law, they totally can circumvent this, meaning this negatively
affects every average citizen, but does very little to stop hackers and terrorists. Thank you for taking the time to read my
comment.
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Comment: Thisrulewill do nothing but limit creativity and prevent security holes that would have been found by the
end user to not be released to the software company freely.

A great example of in the past decade would be theiPhone. When jailbreaking began, Apple tried their best to prevent
it and make it illegal. What the average iPhone owner didn't understand or know though, was that many of the updates
Apple implemented were created by Devs and made popular by fellow "Jailbreakers'. Your new rule will just kill
invention.

Rather than worry about avery small fraction of people trying to create something better, try going after the larger
organizations.

This rule will do nothing but limit creativity and prevent security holes that would have been found by the end user to
not be released to the software company freely.

A great example of in the past decade would be theiPhone. When jailbreaking began, Apple tried their best to prevent
it and makeitillegal. What the average iPhone owner didn't understand or know though, was that many of the updates
Apple implemented were created by Devs and made popular by fellow "Jailbreakers®. Your new rule will just kill
invention.

Rather than worry about avery small fraction of people trying to create something better, try going after the larger
organizations.
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Comment: When | was ateenager | enjoyed taking apart and modifying the software and hardware on cheap routers
and finding out how they worked. Asan adult | have a good job working with and improving much of the same
software and technology. At my interview | could answer "yes' when my interviewer asked if | had experience with a
particular piece of software because although it had never even been discussed in 5 years of college | had used it in the
context of modifying router firmware. Without this experience it isunlikely | would havethejob | do. | urge the FCC
to not impose any regulations which will limit people's ability to modify software or hardware on their own devices.
Doing so will seriously limit the next generation's ability to learn the skills needed to compete in highly technical fields.

When | was ateenager | enjoyed taking apart and modifying the software and hardware on cheap routers and finding out
how they worked. Asan adult | have agood job working with and improving much of the same software and

technology. At my interview | could answer "yes' when my interviewer asked if | had experience with a particular
piece of software because although it had never even been discussed in 5 years of college | had used it in the context of
modifying router firmware. Without this experienceit is unlikely | would have thejob | do. | urge the FCC to not
impose any regulations which will limit people's ability to modify software or hardware on their own devices. Doing so
will seriously limit the next generation’s ability to learn the skills needed to compete in highly technical fields.



Please Do Not Reply To This Email.

Title: Equipment Authorization and Electronic Labeling for Wireless Devices
FR Document Number: 2015-18402

RIN:

Publish Date: 8/6/2015 12:00:00 AM

Submitter Info:

First Name: Justin

Last Name: Minton

Mailing Address: 102 North Cuates

City: LosFresnos

Country: United States

State or Province: TX

ZIP/Postal Code: 78566

Email Address. Toxela@gmail.com

Organization Name:

Comment: | heard that there were plans to ban modification of devices with radios and thought the idea was ludicrous.
I'm saddened to see that my class mate was telling the truth.

| respectfully ask that such an action be avoided. Stifling research with thisis not the way to regulate this sector. If
necessary enforce guidelines, but do not prevent consumers and researchers from using devices as they wish after
having purchased them.

http://www.medgadget.com/2014/06/mits-wifi-system-detects-peopl es-breathing-heart-rate-even-through-wal l s.html

Thisisan article from last year that discusses work by MIT to use WiFi radio waves to monitor breathing, heart rate,
and other vitals. Thisisthe kind of thing that would be prevented from by locking down devices.

| also have personal reasons to wish you not to do this as | write this from my phone on which | am running custom
firmware and am operating system of my own design.

Please reconsider this, don't stifle this sector with overly restrictive rulings.

| heard that there were plans to ban modification of devices with radios and thought the idea was ludicrous. I'm
saddened to see that my class mate was telling the truth.

I respectfully ask that such an action be avoided. Stifling research with thisis not the way to regulate this sector. If
necessary enforce guidelines, but do not prevent consumers and researchers from using devices as they wish after
having purchased them.

http://www.medgadget.com/2014/06/mits-wifi-system-detects-peopl es-breathing-heart-rate-even-through-wall s.html

Thisisan article from last year that discusses work by MIT to use WiFi radio waves to monitor breathing, heart rate,
and other vitals. Thisisthe kind of thing that would be prevented from by locking down devices.

| aso have personal reasons to wish you not to do this as | write this from my phone on which I am running custom
firmware and am operating system of my own design.

Please reconsider this, don't stifle this sector with overly restrictive rulings.
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Comment: Never-mind that not all citizens have a strong affinity for writing, a copy and pasted template still means
something and should absolutely not be disregarded. 1t is perfectly acceptable to let someone who can express
themselves better speak for you.

Henceforth:

Public servants of the Federal Communications Commission,

It iswith great concern that | write you today regarding the latest proposal to restrict free use and research by private
citizens of alternative wireless and computing systems.

The ability for private citizens alongside, but not in conjunction with, federally approved researchers to conduct their
own research and use of any and all methods of electronic communication is paramount to the future progress of
technological advancement of this very necessary field of technology.

On the subject of liberty it isnot at all acceptable that, given we live in afree society, our use of technology should be
dependent upon federal approval of certain manufacturer's technology nor should our separate but intersecting third
party devices be limited by some arbitrarily concocted regulations. It is not within the federal government's powers or
mandate to codify specific software and hardware solely on the basis that it lies outside standard mainstream consumer
products. Further, information security is paramount in today's world and often alternative operating systems offer a
higher degree of internal systems security not found in most popular and conventional forms of consumer products. The
FCC could find itself in quite a precarious position should alarge number of citizens find their data in the hands of
unscrupulous individuals which could have been averted were they able to use alternative technology systems but were
denied due to the FCC's own regulatory measures.

Americans must also be able to secure their own data when the companies we rely on abstain from patching their own
security flaws. That the FCC would be considering a proposal which could leave private citizens at the mercy of
individuals operating outside the boundaries of the law isworrisome to say the least and in the past it has often been the
case that privacy gaps and security flaws in wireless hardware which transmits sensitive data has been fixed as a result
of the efforts of private individuals. This and many similar actions would be banned under the NPRM.

The FCC may aso run afoul of the First Amendment to the Constitution by limiting those citizens who seek to use
alternative methods and hardware to transmit wireless data as a matter of political principals and the desire to express
political dissent through legitimate consumption practices. The NPRM would stifle this very legitimate speech,
protected under the First Amendment, and may find itself on the wrong side of Constitutional Law and Supreme Court



precedent.

I hope my words have not been met by deaf ears and the Federal Communications Commission takes seriously the
implications of this very dangerous precedent being set should this regulatory measure come into effect. | am confident
in the FCC's ability to make the right choice by setting aside this regulatory measure and hanging it up in the "extremely
bad" category of regulatory idess.

Never-mind that not all citizens have a strong affinity for writing, a copy and pasted template still means something and
should absolutely not be disregarded. It is perfectly acceptable to let someone who can express themselves better speak
for you.

Henceforth:

Public servants of the Federal Communications Commission,

It iswith great concern that | write you today regarding the latest proposal to restrict free use and research by private
citizens of alternative wireless and computing systems.

The ability for private citizens alongside, but not in conjunction with, federally approved researchers to conduct their
own research and use of any and all methods of electronic communication is paramount to the future progress of
technological advancement of this very necessary field of technology.

On the subject of liberty it isnot at all acceptable that, given we live in afree society, our use of technology should be
dependent upon federal approval of certain manufacturer's technology nor should our separate but intersecting third
party devices be limited by some arbitrarily concocted regulations. It is not within the federal government's powers or
mandate to codify specific software and hardware solely on the basis that it lies outside standard mainstream consumer
products. Further, information security is paramount in today's world and often alternative operating systems offer a
higher degree of internal systems security not found in most popular and conventional forms of consumer products. The
FCC could find itself in quite a precarious position should alarge number of citizens find their data in the hands of
unscrupulous individuals which could have been averted were they able to use alternative technology systems but were
denied due to the FCC's own regulatory measures.

Americans must also be able to secure their own data when the companies we rely on abstain from patching their own
security flaws. That the FCC would be considering a proposal which could leave private citizens at the mercy of
individuals operating outside the boundaries of the law isworrisome to say the least and in the past it has often been the
case that privacy gaps and security flaws in wireless hardware which transmits sensitive data has been fixed as a result
of the efforts of private individuals. This and many similar actions would be banned under the NPRM.

The FCC may aso run afoul of the First Amendment to the Constitution by limiting those citizens who seek to use
alternative methods and hardware to transmit wireless data as a matter of political principals and the desire to express
political dissent through legitimate consumption practices. The NPRM would stifle this very legitimate speech,
protected under the First Amendment, and may find itself on the wrong side of Constitutional Law and Supreme Court
precedent.

| hope my words have not been met by deaf ears and the Federal Communications Commission takes seriously the
implications of this very dangerous precedent being set should this regulatory measure come into effect. | am confident
in the FCC's ability to make the right choice by setting aside this regulatory measure and hanging it up in the "extremely
bad" category of regulatory ideas.
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Comment: Please do not implement rules that take away the ability of usersto install the software of their choosing on
their computing devices. There are many reasons that | do not feel thisis a positive change. In particular:

- Wireless networking research depends on the ability of researchers to investigate and modify their devices.

- Americans need the ability to fix security holesin their devices when the manufacturer chooses to not do so.

- Users have in the past fixed serious bugs in their wifi drivers, which would be banned under the NPRM.

- Billions of dollars of commerce, such as secure wifi vendors, retail hotspot vendors, depends on the ability of users
and companiesto install the software of their choosing.

Please do not implement rules that take away the ability of usersto install the software of their choosing on their
computing devices. There are many reasonsthat | do not feel thisis a positive change. In particular:

- Wireless networking research depends on the ability of researchersto investigate and modify their devices.

- Americans need the ability to fix security holesin their devices when the manufacturer chooses to not do so.

- Users have in the past fixed serious bugs in their wifi drivers, which would be banned under the NPRM.

- Billions of dollars of commerce, such as secure wifi vendors, retail hotspot vendors, depends on the ability of users
and companiesto install the software of their choosing.
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Comment: Inwhat may perhaps be an oversight, these types of rules would prohibit the installation of alternate
operating systems such as Linux, FreeBSD, and older versions of Windows on hardware which would otherwise support
it. It would also prohibit the use of custom ROMs on Android devices, etc. By heavily regulating the operating system
choices for users of WiFi-enabled devices, which is essentially every PC apart from perhaps the most basic desktops,
you limit both developers and end-users alike. This cannot happen.

In what may perhaps be an oversight, these types of rules would prohibit the installation of alternate operating systems
such as Linux, FreeBSD, and older versions of Windows on hardware which would otherwise support it. It would also
prohibit the use of custom ROMs on Android devices, etc. By heavily regulating the operating system choices for users
of WiFi-enabled devices, which is essentially every PC apart from perhaps the most basic desktops, you limit both
developers and end-users alike. This cannot happen.
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Comment: Please do not alow this bill to be introduced. The following are some xamples of reasons that this bill would
cause more harm than good.

Wireless networking research depends on the ability of researchers to investigate and modify their devices.
Americans need the ability to fix security holesin their devices when the manufacturer chooses to not do so.
Users have in the past fixed serious bugs in their wifi drivers, which would be banned under the NPRM.

Billions of dollars of commerce, such as secure wifi vendors, retail hotspot vendors, depends on the ability of users and
companies to install the software of their choosing.

Please stop taking corporate handouts and |etting them convince you that what they are doing isin everyone's best
interest.

Please do not allow this bill to be introduced. The following are some xamples of reasons that this bill would cause
more harm than good.

Wireless networking research depends on the ability of researchers to investigate and modify their devices.
Americans need the ability to fix security holes in their devices when the manufacturer chooses to not do so.
Users have in the past fixed serious bugs in their wifi drivers, which would be banned under the NPRM.

Billions of dollars of commerce, such as secure wifi vendors, retail hotspot vendors, depends on the ability of users and
companies to install the software of their choosing.

Please stop taking corporate handouts and |etting them convince you that what they are doing isin everyone's best
interest.
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Comment: Thisis attempting to solve a problem that does not exist and, in doing so, severely limited the freedom of the
consumer. We bought these devices, we have the right to modify them.

Thisis attempting to solve a problem that does not exist and, in doing so, severely limited the freedom of the consumer.
We bought these devices, we have the right to modify them.



