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Welcome, Joel Zamlong with Telcordia Technologies Inc

Home > Current Projects > 431766 - LNPA RFP > Project Package > Survey-2015-LNPA-RFP-1

Survey-2015-LNPA-RFP-1
Survey Deadline: 4/22/2013 11:59:59 PM

A survey is a simple way for a project sponsor to gather information about your company to determine the possibility of doing business. These surveys typically include general questions about the company,
specifications of goods and services to be provided, expertise, and other questions specific to the sponsor. You have been invited to respond to this survey.

Please note: Your response has been submitted to the sponsor. It is final and may not be edited.

1. GENERAL PROJECT INFORMATION

Logout

1.1

1.2

1.3
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STATEMENT:

Introduction and Purpose

Pursuant to the Telecommunications Act of 1996, the Federal Communications Commission (FCC) has adopted a succession of orders implementing Local
Number Portability (LNP), which allows consumers to change service providers for telecommunications services at the same location without changing
their telephone numbers. Currently, LNP is enabled in the seven United States former Regional Bell Operating Company (RBOC) service areas or regions,
including their related Territories (each a "Region™ and collectively, the "Regions") through seven databases, one in each Region, collectively referred to
as the Number Portability Administration Center/Service Management System (NPAC/SMS). Each Regional database is operated and administered by a
Local Number Portability Administrator (LNPA), neutral and independent from Telecommunications Carriers. A separate Master Agreement governs the
operation and administration of the NPAC/SMS by the LNPA in each of the seven Regions and specifies the terms and conditions for providing NPAC/SMS
services (referred to as the "Services").

All Master Agreements in all Regions are managed by the North American Portability Management LLC (NAPM LLC), and all Master Agreements in all
Regions expire on June 30, 2015. The FCC has delegated authority to its advisory committee, the North American Numbering Council (NANC), working in
consultation with the NAPM LLC, to implement a vendor selection process, for the next-generation NPAC/SMS in all Regions, to commence at

the expiration of the current Master Agreements. This vendor selection process includes issuance of a Request For Information (RFI) and a subsequent
Request For Proposal (RFP) and will culminate in the selection of the LNPA in each of the seven Regions. The purpose of the NANC is to advise the
Commission and to make recommendations, reached through consensus, that foster efficient and impartial number administration. The NANC, a diverse
body with consumer, state government, and industry representatives, has established an LNPA Selection Working Group (SWG) to oversee the selection
process of the LNPA. See Order, WC Docket No. 09-109 and CC Docket No. 95-116, DA 11-883, (adopted May 16, 2011) for process information and the
respective roles of the FCC, NANC, and NAPM LLC. During this process, options for replacement and/or enhancement of the current NPAC/SMS in all
Regions may be considered.

The purpose of the RFP is to provide each prospective RFP vendor (referred to as a Respondent or a Bidder) with an opportunity to demonstrate how its
proposal satisfies the requirements of the RFP and will benefit Telecommunications Carriers and other qualified parties who will be Users of the
NPAC/SMS and who rely upon the NPAC/SMS for the rating, routing, and billing of calls, law enforcement and other parties who may be granted certain
limited and special access to NPAC/SMS data for other permissible purposes, and ultimately consumers. Each Respondent is instructed to answer

all questions in as concise and complete a manner as possible, and in many instances, the Respondent is provided with an opportunity to elaborate on its
answers.

The RFP process is comprised of three surveys, which should be completed in this order: (1) Vendor Qualification, (2) Technical Requirements Document,
and (3) the RFP. The Technical Requirements Document (TRD) identifies both the technical requirements describing the requisite technical capability of
any proposal and some of the required obligations of an LNPA to administer the NPAC/SMS(s). Although great care has been taken to ensure the
accuracy of the TRD and other reference documents, it is the Respondent's responsibility to ensure that any response to a specific NPAC/SMS technical
requirement contained herein is based on the latest NPAC/SMS Functional Requirements Specification (FRS) and other reference documents as currently
published and made available to the industry. FRS Rel 3.4.1(a) was used in creating the TRD FRS sections. Each technical document (FRS, IIS, GDMO,
ASN 1.0) has its own glossary, abbreviations, figures and tables.

The NAPM LLC has authorized one of its Advisory Committees, the Future of NPAC Subcommittee (hereafter referred to as the FONPAC), to project
manage the RFP process, including the solicitation and evaluation of responses to this RFP survey. The lasta® SmartSource SRM® Tool will be used to
gather, evaluate, and weigh all responses to this RFP as part of the LNPA selection process. The LNPA selection process is expected to conclude on or
about March 2013.

STATEMENT:

Vendor RFP Response Instructions

1. All responses to this RFP survey must be submitted through the lasta® SmartSource SRM® Tool. The lasta® SmartSource SRM® Tool is an "on
demand" technology that contains product platforms (such as Product Management and Decision Optimization) for sourcing teams.

2. All questions about this RFP survey must be posted in the on-line "Forum” in the lasta® SmartSource SRM® Tool. Questions will be answered by the FONPAC as quickly as possible.
Please note that all questions and answers can be viewed by any party with access to this RFP survey in the lasta® SmartSource SRM® Tool.

3. Respondents must satisfy the Vendor Qualification Criteria in the Vendor Qualification survey in order for a Respondent's submission to this RFP to be considered.

4. All responses and submissions in connection with this RFP survey must be complete, truthful, and accurate. Material misrepresentations or omissions may result in disqualification or
reductions in scoring.

5. A response to the RFP survey must be received on or before the RFP Response Cut-Off date as described in Section 1.5 of this RFP survey via the lasta® SmartSource SRM® Tool.

STATEMENT:

Treatment of Information and Confidentiality

All responses to the RFP survey become the property of the NAPM LLC upon submission, and the NAPM LLC and the FONPAC expressly reserve the right to
reject any and all responses to this RFP survey subject to FCC approval. The NAPM LLC and the FONPAC may engage an independent consultant to assist
in the evaluation of responses to this RFP survey, the Vendor Qualification Criteria survey, and the TRD survey and to make recommendations to

the NAPM LLC and the FONPAC. The NAPM LLC and the FONPAC reserve the right to request additional information or clarification.

The information submitted by each Respondent will be treated as confidential and may be shared ONLY in accordance with the terms of the confidentiality
agreements with members of the NANC's SWG, the FONPAC, and the NAPM LLC and ONLY upon prior confirmation that each member of such groups has
executed the confidentiality agreement. The confidentiality agreements may be found on the NAPM website:
http://www.napmllc.org/pages/NPACRFP/NPACRFP_refdocs.aspx . Respondent's information will also be shared with FCC staff in connection with
evaluation of a Respondent's RFP response.

All supporting documents related to a Respondent's submission to this RFP survey must reference "Request for Proposal No. 2015-LNPA-RFP-1." RFP
survey responses must be submitted in accordance with the instructions in Section 1.2 VENDOR RFP RESPONSE INSTRUCTIONS. Any RFP survey

response submitted after the RFP Cut-off Date as described i:ileﬁ%%tiro Ialo%%fdlj'.is RFP survey will not be considered. A Respondent is solely responsible for
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ensuring that its response is submitted and received by the FONPAC in accordance with the instructions. All submissions in connection with this RFP,
including this RFP survey must be complete, truthful, and accurate. Material misrepresentations or omissions may result in disqualification or reduction in
scoring.

In exchange for consideration of a Respondent's submission to this RFP survey, Respondent agrees by such submission to indemnify and hold harmless
the NAPM LLC, the FONPAC, its employees, officers, agents, contractors, consultants, Members, and counsel from and against any and all liabilities,
demands, damages, expenses and losses arising from such submission and Response and any subsequent award or decision not to award a contract
pursuant to the RFP or the vendor selection process. The Respondent shall be solely responsible for any claims, costs, or damages it incurs in connection
with all submissions and responses to this RFP survey.

STATEMENT:

Local Number Portability (LNP)

LNP is the ability of users of telecommunications services, to retain, at the same location, existing telephone numbers without impairment of quality,
reliability, or convenience when switching from one Telecommunications Carrier to another. (See 47 USC § 153(37)).

Currently, the LNPA provides a total solution for maintaining, administering, and operating the NPAC/SMS in each of seven United States Regions for the
continued operation of LNP. The NPAC/SMS is the system that manages the porting and pooling of telephone numbers (TNs).

The NPAC/SMS in each Region serves as a central coordination point for LNP activity in that Region. The LNPA provides management, administration, and
oversight for, as well as integration of, Data Center operations, hardware and software development, and all maintenance-related functions. The LNPA is
responsible for achieving performance standards established and amended from time to time by the industry, for providing user and technical support
services (e.g. Help Desk), for providing off-line testing with service providers' systems and training for industry participants on an ongoing day-to-day
basis.

The NPAC/SMS is a hardware and software platform that comprises the database in each Region required to effect the porting/pooling of telephone
numbers and proper call routing of telephone numbers and associated advanced calling features in all Regions. In general, the NPAC/SMS receives
information from both the old and new service providers (concurrence, routing information, including the new Location Routing Number (LRN)), validates
the information received, and broadcasts the new routing information when an "activate" message is received, indicating that the end user customer has
been physically connected to the new service provider's network. The NPAC/SMS also contains a record of all ported/pooled telephone numbers and a
history file of transactions relating to the porting/pooling of a telephone number. The NPAC/SMS provides the ability to retransmit LNP information to
service providers under certain conditions. The NPAC/SMS is not involved in real time call processing, because this function resides solely in the
respective networks of the underlying service providers.

The NPAC/SMS interfaces with service providers via their Service Order Activation (SOA) systems and Local Service Management Systems (LSMS). The
NPAC/SMS Interoperable Interface Specification (11S) defines the interface between the NPAC/SMS and the SOA/LSMS systems for a regional
architecture. The NPAC/SMS Functional Requirements Specification (FRS) defines functional and operational requirements for the NPAC/SMS. The
Abstract Syntax Notation 1 (ASN.1) describes the data structures for representing, encoding, transmitting, and decoding data. The Guidelines for the
Definition of Managed Objects (GDMO) serves as the guideline for defining network objects under the Telecommunications Management Network. The
above-referenced current technical documents are posted at the following URL: www.napmlic.org/pages/NPACRFP/NPACRFP_REFDOCS.aspx_

STATEMENT:

RFP Vendor Selection Process Time Line

Below is the proposed time line for the vendor selection pursuant to the RFP. The FONPAC reserves the right to modify or adjust the following dates or to otherwise change or amend
the time line, with the consent of the FCC:

RFP:
08/13/2012 - Public Notice published by FCC

02/05/2013 - Vendors may request login credentials to access the lasta® SmartSource SRM® Tool from the FONPAC
02/05/2013 - RFP survey, Vendor Qualification survey, and the TRD survey made available in the lasta® SmartSource SRM® Tool

04/05/2013 - RFP Response Cut-off Date, the date all responses and submissions to the RFP survey, Vendor Qualification survey, and the TRD survey are
due

0870572013 - LNPA Vendor Selection Recommendation by the FONPAC to the SWG

09/20/2013 - Estimated date for FCC approval of Vendor selection for all Regions

STATEMENT:

lasta® SmartSource SRM® Tool Training

A Respondent can access on-line training within the lasta® SmartSource SRM® Tool with Respondent's login credentials. The information in the
“Training" section on this project website is easily accessed to learn more about using this tool. A Respondent can find the "Training" link on the left side
of the project website.

Abbreviations and Terminology:

Refer to "Glossary of Terms and Abbreviations" document in the lasta® SmartSource SRM® Tool.

QUESTION:

Respondent Acknowledgement

1. Respondent agrees that the submission of responses to the RFP process constitutes acceptance of all referenced and required terms and conditions
set forth in this RFP survey and in the Vendor Qualification survey and the TRD survey.

2. Responses to this RFP survey submitted by the Respondent through IASTA® SmartSource SRM® Tool are legally valid quotes.
Does the Respondent acknowledge that,

1) its submission of a proposal pursuant to this RFP process through IASTA® SmartSource SRM® Tool constitutes its acceptance of
all terms and conditions set forth in this RFP survey, including the Vendor Qualification survey and TRD survey, and

2) all responses by Respondent to this RFP survey through IASTA® SmartSource SRM® Tool constitute legally binding quotes and
offers, subject to acceptance and to the Best and Final Offer provision of Section 13.6 of this RFP survey.

Telcordia00002
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Acknowledged

2. VENDOR QUALIFICATION CRITERIA

STATEMENT:

2.1 In order for a Respondent's responses to the RFP to be considered, the Respondent must complete the "2015-LNPA-VENDOR QUALIFICATION" survey
in IASTA® SmartSource SRM® Tool.

QUESTION:

Upon completion of the Vendor Qualification Survey, return to this question and certify that the Respondent has answered all of the questions in that
2 2% survey by responding "YES" or "NO" to the following question:

Has the Respondent answered every question in the 2015-LNPA-VENDOR QUALIFICATION survey?

Yes

3. TECHNICAL REQUIREMENTS DOCUMENT

QUESTION:

The Technical Requirements Document (TRD) is a separate survey called, “2015-LNPA-Technical Requirements Document."

In order for a Respondent's responses to the RFP to be considered, the Respondent must go to the 2015-LNPA-Technical Requirements Document
survey and completely answer each question in that survey.

3.1*
Upon completion of the 2015-LNPA-Technical Requirements Document survey, return to this page and certify that the Respondent has answered
all questions in that survey, by responding "Yes" or "No" to the following question:
Has the Respondent answered every question in the TRD survey and attached a summary as required in the TRD Detailed Response
Section?

Yes
STATEMENT:
32 Technical Reference Documents are located on the NAPM LLC web site at www.napmlic.ora/pages/NPACRFP/NPACRFP_REFDOCS.aspx

When a Respondent prepares its quote and submits responses, the Respondent must review all specifications and drawings associated with a particular
item, as the Respondent is responsible for quoting to all material, performance, quality, and engineering requirements for each individual item.

4. VENDOR PERFORMANCE AUDITS

QUESTION:

Gateway Evaluation Process (GEP)

The Gateway Evaluation Process (GEP) measures the LNPA's satisfaction of several key performance requirements (referred to as the GEP Elements)
through quarterly audits reported and compiled on an annual basis (the GEP Audit) in each Region. The GEP Audit measures the LNPA's satisfaction of
the GEP Elements during specific 12 consecutive calendar month periods (each period referred to as an "Evaluation Period" or "EP"). The GEP Audit for
each respective EP for each Region shall be performed pursuant to an Audit Plan by an auditor selected and compensated in accordance with the
requirements of the Master Agreement for each Region (the "GEP Auditor").

The GEP and the GEP Audit, including the results thereof, for any EP will be used for purposes of determining whether a price reduction shall apply for
an applicable reduction period, that is, for a specified period after the EP. The GEP is independent of, and in addition to, any other requirements in the
Master Agreement for the LNPA's satisfaction of Service Level Requirements (SLRs) and any other monitoring or assessment of the LNPA's performance
in providing Services under the Master Agreements, and is independent from, and in addition to, any other assessment of damages, performance
credits, or other remedies for non-performance or breach under the Master Agreements.

The GEP Elements shall include, but need not be limited to, the following measurements: Service Availability Satisfaction (including general Service
Availability, Partial Service Availability, and Interface Availability); Billing Satisfaction (including both timeliness of delivery and accuracy); Scheduled
Service Unavailability Satisfaction; Benchmarking Satisfaction; Report Satisfaction (including both timeliness of delivery and accuracy), Root Cause
Analysis Satisfaction, and Problem Escalation Satisfaction.

For purposes of this RFP survey, the GEP shall include the following requirements:

REQ 1: The GEP Audits shall be performed quarterly and reported annually for consecutive and successive EPs during the term of the Master
Agreements by a third party GEP Auditor at the LNPA's expense.

REQ 2: The selection of the third party auditor shall be agreed upon by LNPA and NAPM LLC.
REQ 3: The third party auditor shall be a neutral third party that is not affiliated with either the LNPA or NAPM LLC.

REQ 4: LNPA shall work jointly with the NAPM LLC for input and approval into defining the qualifications, scope of service and automatic termination
criteria of third party GEP auditor.

REQ 5: Upon selection of GEP auditor, LNPA shall work with NAPM LLC and the GEP auditor to define the criteria, metrics and methods and techniques
for obtaining data, and the required contents of the GEP audit report to measure LNPA’s satisfaction of each GEP element.

REQ 6: The LNPA shall work with NAPM LLC and the chosen third party GEP auditor to create an audit plan that includes, but is not limited to, collection
of data, consideration of data, evaluation of results, initial validation process and the preparation of the GEP audit reports.

REQ 7: The chosen third party GEP auditor will prepare and issue a GEP audit report to LNPA and NAPM LLC within 30 days following each EP.

REQ 8: A price reduction shall apply, or the Master Agreements may be terminated, if any of the above requirements are not completed within the
timeframe specified in the Master Agreements.

REQ 9: The pricing reduction amounts and computation, terms, impacts and any additional credits or penalties shall be determined in the Master
Agreements.

REQ 10: The first EP shall commence on the first day of ‘All egi(gﬂséivg \%ith the first quarterly audit results for the first EP completed and reported
Telcordia0000
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within 30 days after the end of the first period.

REQ 11: Each annual GEP Audit Report for each EP shall include, at a minimum, the following: (1) a determination for each GEP Element whether
one or more 'Failures' of that GEP Element has occurred; and (2) adequate substantiation in support of the preceding determinations.

Definition of Failures for GEP Elements
The Respondent shall agree to each GEP Element set forth below with its associated 'Failure' definition.

Service Availability Failure — Service Availability is defined in the SLR section of the RFP survey as SLR 1. A ‘Failure’ shall be considered to occur
when the monthly measurement of Service Availability during the EP fails to satisfy SLR 1 for any single month in the EP. It is possible to have more
than one Failure within an EP for this GEP Element.

o Partial Service Unavailability - Partial Service Unavailability is defined in the SLR section of the RFP survey as SLR 3. A 'Failure’ shall be considered
4.1 to occur during an EP when an NPAC/SMS hardware component fails and affects one or more, but not all, users for more than 10 minutes in any single
month in the EP. It is possible to have more than one Failure within an associated EP.

Interface Availability Failure — Interface Availability is defined in the SLR section of the RFP survey as SLR 7. A ‘Failure’ shall be considered to occur
when the monthly measurement of SLR 7 falls below 99.99% in any calendar month of the EP for any Users’ mechanized interfaces for any single
month in the EP. It is possible to have more than one failure within an associated EP.

Report Satisfaction — Identification of Reports to be included in this GEP Element and their associated delivery dates, shall be identified within the
Master Agreements. There are two parts to the Report Satisfaction GEP Element — On-Time Delivery and Accuracy.

« On-time Delivery - A ‘Failure’ shall be considered to occur when the agreed upon reports from the Master Agreements during the EP are not
delivered on or before the specified agreed upon date for any single month in the EP. It is possible to have more than one Failure within an EP.

e Accuracy — A ‘Failure’ shall be considered to occur when corrections have to be made to report data in agreed upon reports from the Master
Agreements for any single calendar month in the EP. It is possible to have more than one Failure within an EP.

Scheduled Service Unavailability — Scheduled Service Unavailability is defined in the SLR section of the RFP survey as SLR 2. A ‘Failure’ shall be
considered to occur when the Scheduled Service Unavailability for any month during the EP exceeds the time period for SLR 2 stated in the Master
Agreements for any single calendar month in the EP. It is possible to have more than one failure within an associated EP.

Benchmarking Satisfaction — This GEP Element for Benchmarking Satisfaction is separate and distinct from the requirements for a Benchmarking
Process (as defined in Section 4.6) under the other provisions of the Master Agreements. The GEP Element of Benchmarking Satisfaction is solely with
respect to determining whether a 'Failure’ occurred during an EP for a specific EP Benchmarking Plan (defined below). There will be at least four
phases of Benchmarking for purposes of this GEP Element, and a 'Failure’ of the Benchmarking Satisfaction GEP Element shall be considered to occur if
the LNPA does not complete any of the phases through issuance of required deliverables within the required timeframes for each such phase as agreed
upon by the LNPA and NAPM LLC during the EP, subject to the right of the NAPM LLC to make the relevant determination.

« Phase 1 Benchmarking Plan Development Phase has a deliverable of an issuance of final EP Benchmarking Plan.

« Phase 2 Benchmarking Data Collection and Report Phase has a deliverable of an issuance of the EP Benchmarking Report.

« Phase 3 Benchmarking Evaluation Phase has a deliverable of issuance of an Action Plan and an associated timeline for implementation.
« Phase 4 Benchmark Implementation Phase has a deliverable of completion of the Action Plan.

Root Cause Analysis and Reporting Satisfaction — This GEP Element measures satisfaction during an EP of the LNPA's obligation to prepare and
to deliver Root Cause Analysis Reports in accordance with the requirements of the Master Agreements. A 'Failure’ shall be considered to occur for any
single outage (which shall be defined in the Master Agreements) that occurs within the EP, if any one or more of the specified and defined Root Cause
Analysis Reports for that specific outage is not delivered within the agreed upon timeframe. For purposes of the foregoing, only one ‘Failure' shall be
given effect and considered to have occurred with respect to any single outage no matter how many Root Cause Analysis Reports with respect to that
outage were not delivered within the specific time periods specified for their delivery; however, it is possible to have more than one Failure within an
EP with respect to different outages.

Problem Escalation Satisfaction — This GEP Element measures satisfaction during an EP of the LNPA's obligation for all outages that occur during an
EP to escalate management and supervisory responsibility to resolve the outage through the appropriate management hierarchy and within the time
periods established for such escalation until resolution of the outage in accordance with the requirements of the Master Agreements. A ‘Failure' shall
be considered to occur if for any single outage that occurred during an EP, management and supervisory responsibility for resolving the outage is not
escalated through the appropriate management hierarchy or within the required time periods as set forth in the Master Agreements.

Billing Timeliness of Delivery Satisfaction — A 'Failure' shall be considered to occur if any Monthly Invoice (to be defined in the Master Agreements)
for any User is not delivered during an EP on or before the Due Date (to be defined in the Master Agreements) either (a) any two consecutive months in
the EP, or (b) any three or more months (even if not consecutive) during the EP. There can only be one 'Failure' of this GEP Element during an EP.

Billing Accuracy Satisfaction - A 'Failure’ shall be considered to occur when based upon a measurement technique determined jointly by the LNPA,
third party GEP Auditor, and the NAPM LLC to measure accuracy, on a monthly basis, fewer than 99.9% of Monthly Invoices are accurate. There can
only be one 'Failure’ of this GEP Element during an EP. If the LNPA, the GEP Auditor, and the NAPM LLC cannot agree on any of the preceding on or
before a date specified in the Master Agreements, the NAPM LLC shall make the relevant determination.

Does the Respondent agree to the GEP audit definitions, terms, and requirements as outlined above?

Agree

QUESTION:
Neutrality Review

Overview:

Any LNPA, in connection with its role as operating and maintaining an NPAC/SMS and providing Services, shall engage a third party (Neutrality Auditor)
to conduct a review of the LNPA's Neutrality in every Region in which it is acting as the LNPA every six months at the sole expense of the LNPA (the
Neutrality Audit) and deliver a legal opinion substantiating the LNPA's Neutrality during that six month period (Neutrality Report). For purposes of the
foregoing sentence, the "legal opinion” required to be delivered by the LNPA and constituting the Neutrality Report shall mean (1) a written
communication, (2) that is delivered to the NAPM LLC and the FCC expressly for the purpose of evaluating the Neutrality of the LNPA for use in
connection with evaluation of the continued compliance of the LNPA with the Master Agreements, (3) that is prepared by a person licensed and in good
standing to practice law in any state of the United States and who represents the LNPA, and (4) that constitutes a third party legal opinion governed by
and subject to the RESTATEMENT (THIRD) OF THE LAW GOVERNING LAWYERS and the Opinion Accord of the American Bar Association Section of
Business Law (1991).

Telcordia00004
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Requirements of Neutrality Review:

Satisfaction of Criteria for Neutral Third Party:

For purposes of the Neutrality Review, Neutrality shall mean that at all times during the relevant six month period the LNPA as the Primary Vendor and
all of its Sub-Contractors are Neutral Third Parties. A Neutral Third Party shall be defined in the Master Agreements, but shall at a minimum mean the
following:

(A) In accordance with law and FCC regulations (FCC 96-286 paras. 89, 92, 93, 98; and in FCC 97-289 paras. 25, 29, 30, 127 and 47 CFR, Section
52.12(a)), a non-governmental entity that is impartial and is not aligned with any particular telecommunications industry segment and that can assure
that access to the NPAC/SMS for all qualified Users is at all times evenhanded, impartial and nondiscriminatory;

(B) The entity must satisfy ALL of the following criteria:
(1) The entity
a. is not a Telecommunications Service Provider,

b. is not owned by, or does not own, any Telecommunications Service Provider; provided that ownership interests (measured by equity
interest in stock, partnership interests, whether general or limited, joint venture participation, or member interests in a limited liability
company) or voting power (on any one or more matters) of ten percent (10%) or less (of the total outstanding ownership interests or
voting power) shall not be considered ownership for this purpose;

c. and is not an affiliate, by common ownership or otherwise, of a Telecommunications Service Provider. For purposes of this definition,

an affiliate is an entity that controls, is controlled by, or is under common direct or indirect control with another entity, and an entity shall
be deemed to control another if such entity possesses either directly or indirectly (i) ownership interests (measured by equity interest in

stock, partnership interests, whether general or limited, joint venture participation, or member interests in a limited liability company) of
greater than ten percent (10%) (of the total outstanding ownership interests), (ii) voting power (on any one or more matters) of greater
than ten percent (10%) (of the total outstanding voting power), or (iii) the power to direct or to cause the direction of management and

policies of such entity, whether through ownership of or rights to vote, by contract, agreement, or otherwise.

(C) The entity or any Affiliate has not issued a majority of its debt to, nor derive a majority of its revenues (not including the NPAC/SMS) from, any
Telecommunications Service Provider. For this purpose, "majority” means greater than 50%, and "debt" means stocks, bonds, securities, notes, loans
or any other instrument of indebtedness.

(D) Notwithstanding the aforementioned neutrality criteria, the entity is not subject to undue influence by parties with a vested interest in the outcome
of numbering administration and activities, and the entity is not involved in a contractual or other arrangement that would impair its ability to administer
the NPAC/SMS fairly and impartially as an LNPA or to implement the schedule set forth in the IASTA® SmartSource SRM® Tool, called the FONPAC
Timeline.

For purposes of the above criteria, a Telecommunications Service Provider is an entity that either (i) possesses the requisite authority to engage in the
provision to the public of facilities-based wireline local exchange or CMRS telecommunications services in any State or Territory of the United States, or
(i) is one of the following three classes of interconnected Voice over Internet Protocol ("VolIP") providers: (I) Class 1, a standalone interconnected VolP
provider that obtains numbering resources directly from the North American Numbering Plan Administrator (NANPA) and the Pooling Administrator (PA)
and connects directly to the PSTN (i.e., not through a PSTN Telecommunications Service Provider partner); or (1) Class 2, an interconnected VolP
provider that partners with a facilities-based Public Switched Telephone Network (PSTN) Telecommunications Service Provider to obtain numbering
resources and connectivity to the PSTN via the Telecommunications Service Provider partner; or (lll) Class 3, A non-facilities-based reseller of
interconnected VolP services that utilizes the numbering resources and facilities of another interconnected VolP provider (analogous to the “traditional”
PSTN reseller).

The Respondent must specifically address and demonstrate that as a Primary Vendor it is a Neutral Third Party and must disclose the identity and
corporate affiliations of all Sub-Contractor(s) that it engages in providing the Services required by the Master Agreements (including software and
hardware Sub-Contractors).

Answers to Specific Questions:

The Neutrality Review also shall address each of the questions provided below; including a summary of findings, detailed statement of findings, and a
description of investigative methods for each question.

1. Does the LNPA, in its operation of the NPAC, provide services under non-discriminatory terms, rates, and conditions?

2. Does the LNPA qualify as an NPAC User as defined by the criteria used to grant User status to any entity?

3. Do any services provided by the LNPA in the operations of non-NPAC businesses utilize User Data not available to any other User?

4. In the LNPA's operations of non-NPAC businesses, is the LNPA's use of the NPAC/SMS data consistent with the intended uses of rating, routing, billing, and network maintenance?
5. Are the services provided by the non-NPAC businesses possible only because LNPA operates the NPAC?

6. Could any non-LNPA entity provide services which utilize NPAC/SMS Data, identical to those services offered by the non-NPAC LNPA business?

7. Does the LNPA in the operations of non-NPAC businesses disclose any NPAC/SMS Data to any entity that would otherwise not be eligible to receive it?

8. Does the LNPA maintain Neutrality in public forums, not favoring the positions of an industry segment or segments, or an industry member or members, over others, as
demonstrated in the records of public forums and ex-parte meetings?

Does the Respondent acknowledge that if selected to be the LNPA it will abide by the requirements for conducting and delivering a
Neutrality Review every six months during the term of the Master Agreement to which it is a party, the terms, and requirements as
outlined above and as to be included in each Master Agreement?

Acknowledged

QUESTION:
Business Continuity Plan Requirements

REQ 1: The LNPA shall have a Business Continuity Plan that will be executed in case of severe service disruptions due to a catastrophic event (fire, act
of nature, war, etc.), as more fully to be described in the Master Agreements. A service disruption could result from, but not limited to; a loss of key
personnel, loss of facilities, and loss of critical IT systems.

REQ 2: The LNPA, at its sole expense, shall conduct periodic unannounced Business Continuity Plan Exercises that are non-service impacting to assure
that employees understand and follow the Business Continuity Plan and to assess the adequacy of the Business Continuity Plan.

REQ 3: The LNPA shall, at its sole expense, prepare and deliver to the NAPM LLC a written report regarding the conduct and results of each Business
Continuity Plan Exercise, including a specification of corrective actions and anticipated timelines for implementation, if any.

Please attach a copy of an existing Business Continuity Plan in use by Respondent.

Does Respondent fully agree to conduct and implement a Business Continuity Plan, including Business Continuity Plan Exercises as
outlined above?

Optional Attachments:

REP_Section 4.3 ExampleBCPTT. pdf (1.5 MB)
RFP_Section 4.3 Business Continuity Plan Requirements. pdf (117.9 KB .
¢ ) Telcordia00005
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REP_Section 4.3_ExampleBCPSG. pdf (659.5 KB)

4.4*

Agree

4.5%*

Agree

4.6*

https://napmllc.smartsourceportal.com/SourceWeb.dll/ExecuteAction.html ?ActionN ame=webserver g uestionnair eattendee&ActionD ata=inter naleventid%3D 7891...

QUESTION:

LNPA NPAC/SMS Data Center Operations Audit

The LNPA must agree to conduct and report on an annual audit of the NPAC/SMS Data Center operations. The LNPA must agree to provide and to operate at least two redundant
NPAC/SMS Data Centers, separated geographically within the continental United States.

REQ 1: A Data Center Operations Audit shall be conducted annually, at the LNPA’s sole expense, of all of its NPAC/SMS Data Center operations by its internal auditors.

REQ 2: A written report of each Annual Data Center Operations Audit shall be prepared by the LNPA and provided to the NAPM LLC and the FCC within an agreed upon timeframe,
including a specification of corrective actions and anticipated timelines for implementation, if any.

REQ 3: The Annual Data Center Operations Audit Report shall address the accuracy of the LNPA's invoices for Services, NPAC/SMS and facilities security, back-up sufficiency,
disaster recovery procedures, and overall compliance with industry standards for similar data center operations, as more fully delineated in the Master Agreements.

REQ 4: Upon receipt of a report on the Annual Data Center Operations Audit Report, the NAPM LLC may, at its own expense and utilizing its own auditor, conduct an audit of the
NPAC/SMS Data Center operations of the same or differing scope as the LNPA's annual audit upon notification to the LNPA.

REQ 5: The LNPA shall provide to the NAPM LLC and its selected auditor, access during normal business hours to the LNPA's staff, books, records, supporting documentation and
NPAC/SMS Data Centers to perform the audit.

REQ 6: The LNPA shall provide the NAPM LLC use of the NPAC/SMS system and software used to performthe LNPA services to performand/or assist in the audit.

REQ 7: The LNPA shall provide the NAPM LLC access to its service locations or other facilities as may be necessary for the NAPM LLC or its third party designees to performthe
audits.

REQ 8: For an agreed upon timeframe, LNPA shall provide NAPM LLC and/or its third party designees on LNPA's premises office space, office furnishings (including lockable
cabinets), telephone and facsimile service, utilities and office related equipment and duplicating services as NAPM LLC and/or its third party designees may require to performan
audit.

REQ 9: The LNPA shall keep books, records, and supporting documentation sufficient to document the operation of the NPAC and all invoices paid or payable by the Users for
Services for the current fiscal year and at least four preceding fiscal years during which the LNPA acted under the Master Agreements.

REQ 10: If any audit requested by the NAPM LLC or a regulatory authority identifies any non-compliance with any law, regulation, audit requirement or generally accepted
accounting principle relating to the NPAC/SMS, the LNPA shall take actions to comply at its own expense.

Does the Respondent fully agree to support the process, terms, and requirements of the Annual Data Center Operations Audit as outlined above?

QUESTION:
User Charges Audit

REQ 1: The NAPM LLC shall, at its initial expense, have the right to request an audit of fees and other charges to Users no more frequently than once
in any 12 month period of time to determine if fees and charges are accurate and in compliance with the Master Agreements (User Charges Audit). If,
as a result of the User Charges Audit, the NAPM LLC determines that the LNPA in any Region has overcharged Users, the NAPM LLC shall notify LNPA of
the amount of such overcharge and if the LNPA agrees with the results of the User Charges Audit or if the NAPM LLC prevails in any dispute regarding
such audit as provided in the Master Agreements, the LNPA shall promptly refund to affected Users the amount of the overcharge, plus interest, at the
rate of one and one quarter percent (1 1/4%) per month or the highest rate allowed by law in the State of Delaware, whichever is highest, from the
date payment was received. In the event any such audit reveals an overcharge to Users during any audited period exceeding five percent (5%) or
more of a particular fee category as set forth in the Master Agreements, the LNPA shall reimburse the NAPM LLC for the cost of such audit. If the LNPA
and the NAPM LLC disagree with the results of User Charges Audit, the dispute shall be resolved in accordance with the provisions of the Master
Agreements.

Does the Respondent fully agree to support the process, terms, and requirements of the User Charges Audit as outlined above?

QUESTION:
Benchmarking Process

Benchmarking is defined as a measurement of the quality of an organization's policies, products, programs, strategies, and procedures, and their comparison with standard
measurements or similar measurements of comparable industry or commercial peers.

The Benchmarking Process for the LNPA provides an analytic tool for determining how other comparable organizations achieve and maintain high performance levels, for determining,
re-evaluating, and calibrating the performance standards and metrics for the LNPA by comparison to other comparable organizations, and for identifying improvements in
performance. Benchmarking the performance metrics, processes, and technologies of the LNPA provides opportunities for continuous process and operations improvement and to
become "best in class.” The Benchmarking Process is separate and distinct from the more limited GEP Element of Benchmarking Satisfaction. The Benchmarking Process is a
comprehensive plan providing for the regular, periodic, and systematic benchmarking of the LNPA's overall performance under the Master Agreements in each Region during the
entire term of the Master Agreements.

REQ 1: The LNPA shall work with the NAPM LLC jointly to formulate for each Region , within 60 days of 'All Regions Live' the initial Benchmarking Process Plan, providing the details of
the measurement and comparison of certain specified elements (the Benchmarks) and the process for data collection and evaluation with respect to those Benchmarks.

REQ 2: The Benchmarking Process Plan shall be implemented and the Benchmarking Process shall be conducted by the LNPA or, at NAPM LLC's option, by a third party not affiliated
with the LNPA and selected by the NAPM LLC.

REQ 3: All fees and expenses incurred to conduct and/or support the Benchmarking Process shall be paid by the LNPA.

REQ 4: The Benchmarking Process Plan shall provide for the measurement and comparison of the Benchmarks and data collection and evaluation with respect to those Benchmarks
at least annually or at a frequency mutually agreed upon by the LNPA and NAPM LLC.

REQ 5: Within 30 days after completion of the Benchmark Process, a written report (the Benchmarking Report) shall be provided to the NAPM LLC to include results, supporting
schedules, and substantiating documentation.

Benchmarking Phases

The Benchmarking process , which can be a lengthy and time consuming process, has been separated into four phases. Each phase identifies and documents the objective, any
items mutually agreed upon, deliverables, timeframes and a document identifying actions completed to date. These phases help ensure the process is moving forward in a timely
manner. The four phases of benchmarking are identified below.

1. Benchmarking Plan Development Phase
The first phase includes development of a plan including those items identified by the NAPM LLC that will be evaluated.
2. Benchmarking Data Collection and Report Phase

The second phase of benchmarking begins immediately upon approval of the EP Benchmarking Plan and involves the collection and analysis of data. This phase ends with the
delivery of EP Benchmarking Report.

3. Benchmarking Evaluation Phase
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The third phase of benchmarking begins within 30 days of the end of phase two, benchmarking data collection and report phase. Phase three begins with an Evaluation
Report which includes the following:

a. An evaluation of the EP Benchmarking Report

b. Recommendations of corrective actions, if necessary

c. Animplementation plan

4. Benchmarking Implementation Phase
The last phase of benchmarking begins with the approval of the implementation plan and timeline and ends with the successful and on time implementation of the plan.

Requirements below indicate how the benchmarking process will be implemented for the LNPA.
REQ 6: The LNPA shall commence the EP Benchmarking Plan Development Phase on or before 14 days following request by the NAPM LLC to initiate EP Benchmarking.
REQ 7: The LNPA shall meet with NAPM LLC on a recurring basis as mutually agreed upon to provide updates on the creation of the EP Benchmarking Plan.
REQ 8: The NAPM LLC shall have final approval of the EP Benchmarking Plan before proceeding to the next phase.
REQ 9: The LNPA shall provide an EP Benchmarking Report on or before the date and with requirements identified and agreed upon in the EP Benchmarking Plan.

REQ 10: Within 30 days of completion of the EP Benchmarking Report the LNPA shall prepare and deliver to the NAPM LLC an Evaluation Report setting forth recommendations for
corrective actions as needed with a plan for implementation.

REQ 11: The LNPA shall meet with the NAPM LLC on a mutually agreed upon timeframe for jointly discussing the Evaluation Report, corrective actions identified and the plan for
implementation.

REQ 12: The LNPA and the NAPM LLC shall mutually agree upon the implementation plan and the time period for implementation.
REQ 13: The LNPA shall deliver the corrective action plan on time and as outlined in the implementation plan.

Does Respondent fully agree to conduct and to implement the benchmarking process, terms, and requirements as outlined above, including the
Benchmarking Process Plan, the Periodic Benchmarking, and the Benchmarking Report?

Agree

5. NEW USER EVALUATION (NUE) AND THE NUE PROCESS

QUESTION:

Determination of Who May Access the NPAC/SMS

Overview

The LNPA shall be responsible for administering access to the NPAC/SMS by determining if an Applicant qualifies as a User pursuant to the
qualifications and requirements of the Master Agreements and if a User, once granted access, continues to qualify for access to the NPAC/SMS;
however, in certain cases an independent third party evaluator (the New User Evaluator or the NUE) shall be responsible for making determinations of
whether certain Applicants qualify as Users and whether an existing User continues to qualify as a User (collectively the NUE Process). The
determination of whether any Applicant qualifies for Services as a User, whether made by the LNPA or the NUE, shall be based upon a good-faith,
reasonable interpretation of the information provided by such Applicant pursuant to the New User Application and the definition of "User" in the Master
Agreements.

Categorization of Applicants by the LNPA

The first step in determining whether access to the NPAC/SMS is permissible is to categorize Applicants. Based solely upon the New User Application,
the LNPA shall categorize each Applicant as either (A) a Service Provider, (B) a provider of telecommunications-related services (PTRS), or (C) "other,"
which shall refer to any Applicant that is not identified in the New User Application as either a Service Provider or a PTRS. An Applicant may not be
categorized as more than one of (A), (B), or (C) above in any single New User Application, but may submit separate New User Applications in order to
qualify under more than one category.

Responsibility for Determination Based Upon Categorization of the Applicant
If an Applicant is categorized as a Service Provider, the LNPA shall process the New User Application pursuant to the Master Agreements and the New User Application Methods &
Procedures (M&P), and the LNPA shall determine if the Applicant qualifies as a User. If the Applicant is classified as “other," then the LNPA shall contact the Applicant to determine
whether "other" is the correct categorization of the Applicant, and if the LNPA cannot determine that the Applicant's category is either a Service Provider or a PTRS, then the LNPA
5_ l* shall refer the New User Application (and all supporting documentation and substantiation) to the NAPM LLC for further consideration.
For every Applicant categorized as a PTRS, including the LNPA and every Affiliate of the LNPA, and for every existing User for which the LNPA has received a Misuse Allegation, the
LNPA shall refer the matter to the NUE for a determination of whether the PTRS Applicant qualifies as a User and whether an existing User continues to qualify as a User in
accordance with the NUE Process. The LNPA and an Affiliate of the LNPA may qualify as a User as a PTRS only upon completion of a New User Application and only with respect to
each separate single service or product offered (i) that in any way makes use of User Data, (ii) that is not considered a Service under these Master Agreements, and (iii) for which
the PTRS is not compensated under the Master Agreements (a User Service). Whether the LNPA or an Affiliate of the LNPA qualifies as a User shall be determined by the NUE for
every User Service, every User Service Material Modification, and every Acquired User Service of the LNPA. In determining whether the LNPA or an Affiliate of the LNPA qualifies as
a User, the NUE and the NUE Process shall impose additional requirements on the LNPA and an Affiliate of the LNPA not imposed upon other PTRS Applicants.
In general, a PTRS may be granted access to the NPAC/SMS Data for the exclusive purpose of routing, rating, or billing of calls, or for performing network maintenance in connection
with the provision of telecommunications-related services. The NUE conducts a Permitted User Review to determine whether an Applicant satisfies this requirement and whether an
existing User who has been subject to a Misuse Allegation continues to satisfy this requirement. With respect to determining whether the LNPA or an Affiliate of the LNPA qualifies
to be granted access to the NPAC/SMS Data the NUE conducts the following reviews in addition to the Permitted Use Review: a Data Provisioning Review, a Pricing Review, and a
Payment Review (individually referred to as an NUE Review and all collectively referred to as NUE Reviews).

Depending on how a matter is referred to it and which NUE Review is, or which combination of the NUE Reviews are, accomplished, the NUE shall then render one of the following
three separate written reports: a New User Findings Report, an Administrator User Service Findings Report, or a Misuse Allegation Findings Report (each individually referred to as
a Findings Report and all collectively referred to as Findings Reports). A Findings Report may be affirmative, negative or indeterminate, or the NUE may fail to issue its Findings
Report within the required time. Subject to specific appeal and dispute resolution procedures set forth in the Master Agreements, the determination of the NUE shall be conclusive.

Does the Respondent agree to implement and follow the NUE Process and to adhere to the requirements and procedures summarized
above for determining whether an Applicant or an existing User, including the LNPA and its Affiliates, qualify to be granted access to
the NPAC/SMS, and, in particular, does the Respondent agree to the imposition of additional NUE Reviews not imposed upon other
PTRS Applicants or Users, as summarized above, with respect to every User Service, every User Service Material Modification, and
every Acquired User Service of the LNPA and an Affiliate of the LNPA?

Agree

6. NUMBER PORTABILITY ADMINISTRATION CENTER

STATEMENT:
Overview of the Role and Responsibility of the LNPA to the NPAC and NPAC/SMS

The Number Portability Administration Center (NPAC) is the overall system and infrastructure that supports LNP and telephone number pooling in the
United States. Managed and administered by the LNPA, the NPAC consists of the NPAC/SMS hardware, software, and data platform, the data center
infrastructure, including operations and support personnel, and the Help Desk infrastructure and personnel.

6.1 The NPAC/SMS is a hardware and software platform that contains the database of information required to effect the porting and pooling of TNs. The
NPAC/SMS is not involved in actual call routing, but rather receives, stores, and broadcasts data on ported and pooled telephone numbers, and provides
informational reports based on the information contained in the database. This information is necessary to allow each user's network to properly route
calls.
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The LNPA shall manage and administer the NPAC and the NPAC/SMS database, as well as the infrastructure required to do so. The LNPA shall be
responsible for the maintenance and performance of the NPAC and the NPAC/SMS.

QUESTION:
User Support and User Training

The LNPA shall be responsible for user support as required and specified in the Master Agreements and associated M&Ps. Specifically, the LNPA shall
(a) provide appropriate training for users; (b) provide technical support for users; and (c) perform both initial and ongoing acceptance testing for any
and all functionalities.

REQ 1: The LNPA shall be responsible for initial and ongoing training and user support.

REQ 2: The LNPA shall train Users, upon request, including, but not limited to:
(a) uploading ported/pooled TN data and user data,

(b) receiving and understanding broadcasts,

(c) receiving and understanding error/success messages,

(d) requesting, receiving, and understanding mass changes,

(e) requesting, receiving, and understanding reports (including billing), and

(f) understanding security and encryption measures.

REQ 3: The LNPA shall provide technical support for users who experience problems including, but not limited to:
(a) uploading ported/pooled TN data and user data;

(b) receiving and understanding broadcasts;

(c) receiving and understanding error/success messages;

(d) requesting, receiving, and understanding mass changes;

(e) requesting, receiving, and understanding reports (including billing); and

(f) understanding security and encryption measures.

REQ 4: The LNPA shall provide the necessary technical support to correct any data transmission problems encountered in the interfaces between the
NPAC/SMS and a user.

Does the Respondent agree to fully comply with the above requirements in time to meet the published implementation date? If not,
please explain.

QUESTION:
Acceptance Testing
REQ 1: The LNPA shall perform acceptance testing of the initial software and hardware configurations in the NPAC/SMS and its interfaces.

REQ 2: The LNPA shall perform acceptance testing of all modifications or upgrades to software and hardware configurations in the NPAC/SMS and its
interfaces. This software and hardware testing shall be scheduled so as not to inhibit the ongoing functionality of the NPAC/SMS and its interfaces.

REQ 3: The LNPA shall resolve all problems encountered during testing.
REQ 4: The LNPA shall document all testing procedures and test results and shall make those results available to users.
REQ 5: The LNPA shall certify all NPAC/SMS software and hardware configurations before release for operation.

Does the Respondent agree to fully comply with the above requirements in time to meet the published implementation date? If not,
please explain.

QUESTION:
NPAC/SMS Data Center Redundancy Requirements

REQ 1: For each Region, there shall be at least two completely redundant NPAC/SMS Data Centers, consisting of at least one primary Data Center and
at least one backup Data Center, separated geographically within the continental United States and each Data Center housing separate and distinct
NPAC/SMS databases for each of the seven Regions.

REQ 2: Careful consideration must be given to the locations of the redundant NPAC/SMS Data Centers, so as not to locate them in areas prone to
natural disasters, e.qg., hurricanes, tornados, earthquakes, etc. Respondent must identify and justify the location of each NPAC/SMS Data Center to
ensure appropriate redundancies and avoidance of natural disaster areas.

REQ 3: NPAC/SMS Data will be replicated synchronously such that the NPAC/SMS databases in each of the redundant Data Centers shall be updated
simultaneously, in real time, as transactions are processed.

REQ 4: Direct transmission facility connections from a service provider to each NPAC/SMS Data Center location must be provided.
REQ 5: Diverse and redundant transmission paths connecting the two geographically separated NPAC/SMS Data Centers must be provided.

REQ 6: The ability to completely failover all circuits connecting service providers to the NPAC/SMS, all applications, and NPAC/SMS databases from the
primary NPAC/SMS Data Center to a backup NPAC/SMS Data Center, and then to revert from the backup NPAC/SMS Data Center to the Primary
NPAC/SMS Data Center must be supported.

REQ 7: The ability for all service providers to successfully failover to the backup NPAC/SMS site and back must be tested annually (Annual Failover
Exercise). The LNPA must work with all service providers to resolve any issues discovered during each Annual Failover Exercise and must identify and
implement corrective action.

Does the Respondent agree to fully comply with the above requirements in time to meet the published implementation date, including
specifically providing at least two completely redundant NPAC/SMS Data Centers for each Region, maintaining separate and distinct
databases for each Region, supporting failover, and conducting Annual Failover Exercises? If not, please explain.

QUESTION:
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Help Desk Minimum Requirements
REQ 1: The LNPA shall provide and staff a user Help Desk accessible via a toll-free number to answer and resolve User questions and issues.

REQ 2: At a minimum, the Help Desk will be staffed with live operators Monday-Friday, from 7am to 7pm Central, excluding holidays designated in the
Master Agreements (Help Desk Business Hours).

REQ 3: Outside of normal staffed Help Desk business hours, at a minimum, 99.0% of all requests for callbacks to users must be made within 15
6.5* minutes.

REQ 4: For service affecting trouble tickets, a minimum of 100% of all commitments to get back to the user after the initial contact will be met.

REQ 5: A minimum of 90% of the calls during normal staffed business hours must be answered by live operators within 10 seconds. The interval
measurement begins when the caller chooses the option to speak with a live agent and ends when a live agent answers the call.

REQ 6: The Help Desk will maintain an abandoned call rate of less than 1.0%. The interval measurement will begin when the caller chooses the
option to speak with a live agent; the interval ends when the caller abandons the call, but only after at least ten seconds has elapsed with no answer.

Does the Respondent agree to fully comply with the above requirements with respect to the Help Desk in time to meet the published
implementation date? If not, please explain.

Agree
QUESTION:
Test Bed Requirements
REQ 1: The LNPA will provide a permanent test bed, at no additional cost, to enable Service Providers and their vendors to perform testing of the
current production NPAC/SMS software release.
In addition, in order for Service Providers and their vendors to test new NPAC/SMS software releases, the LNPA will make available during the entire
period of pre-production testing an additional separate test bed, at no additional cost. After rollout of each new NPAC/SMS software release into
6_ 6* production, the new NPAC/SMS software release will be loaded into the permanent "current release" test bed, at no additional cost.
The test beds must replicate the production current release and new release NPAC/SMS software environments, respectively.
REQ 2: The data contained in the test beds shall be determined by industry testing participants and provided by the LNPA as determined and needed
for Service Provider and vendor testing.
Does the Respondent agree to fully comply with the above requirements in time to meet the published implementation date? If not,
please explain.
Agree
QUESTION:
Data Center Security
REQ 1: The LNPA shall maintain and enforce, at all times, adequate NPAC/SMS data center safety and physical security procedures, subject to
inspection, audit, and approval by and on behalf of the NAPM LLC.

6. 7* REQ 2: NPAC/SMS servers, Data Centers, and NPAC/SMS User Data must be maintained and stored in the continental United States. No data relating
to the Service will be stored, maintained, or warehoused, in a physical or electronic form, at, in, or through, a site, on services, or otherwise, located
outside of the continental United States.

Does the Respondent agree to fully comply with the above requirements in time to meet the published implementation date? If not,
please explain.
Agree
QUESTION:
Additional LNPA Support Requirements
REQ 1: The LNPA must provide and administer a web domain that has similar features and functionality as the current NPAC.com website.
REQ 2: The LNPA must protect and preserve all Local Number Portability Administration Working Group (LNPA WG) information that is stored on the
current NPAC.com website and must make all such LNPA WG information available and accessible on its web domain.
* . ) ) ' .

6.8 REQ 3: The LNPA must support the LNPA WG and other relevant industry groups at meetings and conference calls, including, but not limited to,
providing a Change Management process and administrator.

REQ 4: The technology, hardware, and software of the NPAC ecosystem must be updated on an ongoing basis as necessary to meet or exceed all
Service Level Requirements (SLRs) and performance and reliability requirements without additional cost to the industry.
Does the Respondent agree to fully comply with the above requirements in time to meet the published implementation date? If not,
please explain.

Agree

QUESTION:
Interactive Voice Response (IVR) Requirements

The LNPA must provide and support an Interactive Voice Response (IVR) system capable of allowing authorized users to query and obtain, on a single
call to the NPAC/SMS IVR system, Local Service Provider (LSP) information (LSP name and contact number (if available)) for up to a maximum of 20
telephone numbers (ported, pooled, non-ported, non-pooled) in a single contact. The NPAC/SMS IVR system must also meet or exceed the following:

REQ 1: Reliability - 99.9% Availability must be provided by redundant NPAC/SMS IVR systems.
REQ 2: 7x24 Availability - The NPAC/SMS IVR system must be available to users on a 7 day per week, 24 hour per day basis.

REQ 3: Security Access (PIN per service provider) - PIN access must be required to gain access to the NPAC/SMS IVR System. LNPA personnel must
be capable of administering PINs individually or in blocks.

REQ 4: System Hold Time - Using management information reports and real-time system monitoring, LNPA personnel must be capable of monitoring
and measuring NPAC/SMS IVR system hold and request processing times.

REQ 5: Multiple requests on a single access - The NPAC/SMS IVR system must be capable of allowing authorized users to request LSP information for
up to a maximum of 20 (tunable parameter) ported, pooled, non-ported, or non-pooled TNs on a single call.
Telcordia00009
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REQ 6: Traffic measurement capability - The NPAC/SMS IVR system must contain a standard suite of system utilization reports for measuring and
analyzing IVR system traffic.

REQ 7: Disaster recovery and backup - Disaster recovery and backup must be provided through the use of redundant IVR systems. In addition,
authorized users must have the capability of calling the LNPA-provided Help Desk to reach LNPA personnel capable of providing corresponding LSP
information for a single or set of telephone numbers.

REQ 8: Alternative to IVR system -In addition to the NPAC/SMS IVR system, authorized Users must have the capability of calling the LNPA Help Desk
during Help Desk Business Hours to reach LNPA personnel capable of providing corresponding LSP information for a single or set of telephone numbers.

REQ 9: Toll-free number access - The NPAC/SMS IVR system must be accessible to authorized users via an LNPA-provided toll-free telephone
number.

REQ 10: Per access billing process - Each call made to the NPAC/SMS IVR system must be tracked from start to finish. For every call, the NPAC/SMS
IVR system must capture: the PIN making the call, the menu options selected, the telephone numbers inquired about, the results of the inquiry(ies), and
the length of the call. Using this data, the system for rendering any IVR billing must be capable of billing on a usage or access basis.

Does the Respondent agree to fully comply with the above requirements with respect to the NPAC/SMS IVR system in time to meet
the published implementation date? If not, please explain.

QUESTION:
Outage Escalation and Root Cause Analysis Reports
Outage Defined:

The LNPA has responsibility for both reporting the occurrence of NPAC/SMS Outages and resolving Outages as quickly as possible to reduce the
impacts to end user consumers. The term Outage will be defined in the Master Agreements for each Region, but generally means any occurrence in
the operation of the NPAC/SMS that adversely affects the ability of the NPAC/SMS to port telephone numbers successfully. "Resolved" and
"resolution" with respect to any Outage shall mean that the Outage has ended and that service availability for all Users has been restored.

Outage Problem Escalation:

If an Outage is not resolved within the specified time period in the Master Agreements, then the LNPA agrees that primary management and direct
responsibility for resolution shall be escalated to successively higher levels of supervisory personnel within the LNPA as outlined in requirements
below. This escalation process and hierarchy is referred to as Problem Escalation.

REQ 1: The LNPA shall escalate an Outage or a Partial Outage issue to the Manager level within 30 minutes following detection of Outage or Partial
Outage, respectively, if not resolved.

REQ 2: The LNPA shall escalate an Outage or a Partial Outage issue to the Director level within 45 minutes following detection of Outage or Partial
Outage, respectively, if not resolved.

REQ 3: The LNPA shall escalate an Outage or a Partial Outage issue to the Vice President level within 60 minutes following detection of Outage or
Partial Outage, respectively, if not resolved.

REQ 4: Escalation in accordance with the above-summarized schedule and hierarchy will be documented and substantiated by delivery of electronic
mail communications showing both a date and time stamp, with a hard-copy of such electronic mail communications printed and stored by the LNPA
during the entire term of the Master Agreements, for later retrieval and review.

If the internal management structure of the Respondent or the nomenclature used to describe the Respondent's management structure is different
than the structure and nomenclature used herein, then escalation shall occur in accordance with these requirements to those levels of supervisory
personnel within the Respondent that have duties and responsibilities substantially equivalent to or greater than those identified in these
requirements.

Root Cause Analysis Reports:

Upon the detection of Outages, Root Cause Analysis (RCA) reports are required by the LNPA when a system issue, or outage, occurs impacting more
than one user. RCA reports shall be delivered within the timeframes as specified in the requirements below.

REQ 1: The LNPA shall prepare and circulate a Preliminary RCA report within 24 hours following detection of an Outage, which shall include the
LNPA's best determination as of that point in time of the root cause of the Outage, along with a summarization of the reason or basis for that
determination.

REQ 2: The LNPA shall prepare and circulate a Definitive RCA report within five business days following detection of an Outage, which shall include
the LNPA's best determination as of that point in time of the root cause of the Outage, a brief description of techniques and practices used to
determine that root cause, a summary of the reason or basis for the determination, and a summary of difference in determinations between the
Preliminary RCA Report and the Definitive RCA Report.

REQ 3: The LNPA shall prepare and circulate a Corrective Action Plan within 10 business days after the date the Preliminary RCA report should have
been issued (even if not issued), which summarizes the corrective action to be taken and a schedule for implementation to avoid a reoccurrence of
an Outage.

Does the Respondent fully agree to conduct and implement the Outage Problem Escalation and Root Cause Analysis processes as
outlined above? If not, please explain.

7. REQUIRED ENHANCEMENTS AND FUTURE CONSIDERATIONS

7.1

https://napmllc.smartsourceportal.com/SourceWeb.dll/ExecuteAction.html ?ActionN ame=webserver g uestionnaireattendee&ActionD ata=inter naleventid%3D 789...

STATEMENT:

Required Enhancements and Future Considerations

The following enhancements to the NPAC/SMS described in this section are required for implementation and availability at the time of turn-up of the next-
generation NPAC/SMS platform in June 2015.

All costs for development and implementation of these required enhancements must be included in the Respondent's quoted price in response to this RFP
survey.

QUESTION:

Alt tive Interf: )
ernative Intertace Telcordia00010
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REQ 1: The Respondent's quoted price in response to this RFP must include all costs to develop and implement a new alternative NPAC/SMS
interface to migrate from the current CMIP interface.

REQ 2: The LNPA WG is currently developing technical requirements for an alternative interface as part of NANC Change Order 372. Alternative
interfaces under consideration at this time include XML and JSON, but others could be considered at a later time. Once developed and
implemented, the new interface must be available and supported in addition to the current CMIP interface until such time that the industry sunsets
support of the CMIP interface.

Does the Respondent's quoted price include all costs to develop and implement a new alternative NPAC/SMS interface and to
migrate to that interface from the current CMIP interface?

QUESTION:

Support of IPv6

REQ 1: The Respondent's quoted price in response to this RFP survey must include all costs to develop and implement NPAC/SMS support of IPv6
addressing.

The LNPA WG is currently developing technical requirements for NPAC/SMS support of IPv6 addressing as part of NANC Change Order 447.
REQ 2: The NPAC/SMS must support dual IPv4 and IPv6 stacks.

Does the Respondent's quoted price include all costs to develop and implement NPAC/SMS support of dual IPv4 and IPv6 address
stacks?

QUESTION:
Elimination of NPAC/SMS support of Non-EDR

REQ 1: The Respondent's quoted price in response to this RFP survey must include all costs to develop and implement the elimination of
NPAC/SMS support of non-Efficient Data Representation (non-EDR) SOA and LSMS systems.

The LNPA WG is currently developing technical requirements for the elimination of NPAC/SMS support of non-EDR as part of NANC Change Order
448.

Does the Respondent's quoted price include all costs to develop and implement the elimination of NPAC/SMS support of non-EDR
SOA and LSMS systems?

STATEMENT:

7.2

7.2.1%*

Yes

7.2.2*

7.2.3*

Future Considerations

The following items described in this section are included as possible future considerations. Should they become required enhancements at some point in
the future, all costs to develop and implement the NPAC/SMS enhancements must be included as part of the annual fixed price per the requirements in
Section 13 of this RFP survey.

QUESTION:

Automation of processes between the NPAC/SMS and the Pooling Administration System (PAS)

The following processes currently require manual provisioning between the NPAC/SMS and the Pooling Administration System, but in the future, it
may be determined to implement complete automation of these processes:

« Provisioning of Pooling Administration requests (e.g., Part 1b forms) in the NPAC/SMS,
« Provisioning of Service Provider requests (e.g., activation, modification, disconnects of pooled blocks) in the PAS.

REQ 1: The next-generation NPAC/SMS architecture must be flexible enough to support any required enhancement in the future to incorporate
complete automation of the above-described processes between the NPAC/SMS and the PAS.

REQ 2: The annual fixed price per the requirements in Section 13 of this RFP survey must include all costs to develop and implement the complete
automation of the above-described processes between the NPAC/SMS and the PAS, if such automation is selected as a future enhancement.

Does the Respondent's proposed NPAC/SMS platform architecture have the flexibility to incorporate this future consideration
should it become required as an enhancement, and does the Respondent's fixed price per the requirements in Section 13 of this
RFP survey include all costs to develop and implement this future consideration if it is selected as an enhancement?

QUESTION:

Combining steps for Intra-Service Provider ports

The NPAC/SMS currently requires separate steps and messages for the creation and activation of intra-Service Provider ports. It may be required
in the future to combine the creation and activation steps for intra-Service Provider ports into one step and message.

REQ 1: The next-generation NPAC/SMS architecture must be sufficiently flexible to support any required enhancement in the future to combine the
creation and activation steps for intra-Service Provider ports into one step and message.

Does Respondent's proposed NPAC/SMS platform have the flexibility to incorporate this future consideration should it become
required?

QUESTION:

Inter-carrier Communications

REQ 1: The next-generation NPAC/SMS architecture must be flexible in order to support any required enhancement in the future to incorporate into
the NPAC/SMS the inter-carrier communication process that currently precedes the NPAC/SMS LNP provisioning process.

Does the Respondent's proposed NPAC/SMS platform have the flexibility to incorporate this future consideration should it become
required?
Telcordia00011
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QUESTION:

Future Mandated Changes

REQ 1: The next-generation NPAC/SMS architecture must be flexible in order to support any required enhancements in the future as a result of
regulatory mandates.

7.2.4 REQ 2: The annual fixed price per the requirements in Section 13 of this RFP survey must include all costs to develop and implement any required
enhancements in the future as a result of regulatory mandates.

Does Respondent's proposed NPAC/SMS platform have the flexibility to incorporate this future consideration should it become
required as an enhancement, and does Respondent's fixed price per the requirements in Section 13 of this RFP survey include all
costs to develop and implement this future consideration if it is selected as an enhancement?

Yes
QUESTION:
PSTN to IP Transition
7.2.5% REQ 1: The next-generation NPAC/SMS architecture nrjgst be flexible in order to suppor; the trapsition pf the Publip Switched Telephor)e Network
(PSTN) to an all-Internet Protocol (IP) network. In addition, the LNPA must work expeditiously with the industry to implement any required changes.
Does the Respondent's proposed NPAC/SMS platform have the flexibility to incorporate this future consideration should it become
required?
Yes
QUESTION:
Required Enhancements and Future Considerations Response
7.3 If the Respondent desires to further explain any of the responses to the requirements in Sections 7.1 and 7.2, please attach one document further
describing or explaining those responses and the architectural solutions here.
Attachments:

REP_Section 7.3 _Required Enhancements and Future Considerations Response.pdf (419.6 KB)

QUESTION:
Additional Information Regarding Cloud Computing - Optional
7.4 Please provide Respondent's view regarding the applicability for incorporating cloud computing to enhance the operations and functionality of the
NPAC/SMS. Please attach any drawings and explanation for the proposed architectural solution.
Attachments:

REP_Section 7.4_Additional Information Regarding Cloud Computing — Optional. pdf (197.9 KB)

QUESTION:
Additional Information Regarding Web Services Interface - Optional

7.5

Please provide Respondent's view regarding the applicability for incorporating a web services interface to enhance the operations and functionality of the
NPAC SMS. Please attach any drawings and explanation for the proposed architectural solution.

Attachments:

RFP_Section 7.5 Additional Information Regarding Web Services Interface — Optional. pdf (138.3 KB)

8. NANC LNP PROCESS FLOWS

QUESTION:
NANC LNP Process Hows

The following URL contains the posted FCC-mandated NANC LNP Process Narratives and Flows:

https://www.napmlic.org/pages/npacrfp/npacRFP_RefDocs.aspx
8- 1* The documents referenced are:

« NANC_OPS_Flows_Narratives_v4.1(04-16-2010). doc
« NANC_Flows_4.0_10-16-2009.ppt

Does the Respondent acknowledge that its proposal and responses to this RFP survey adhere to the above-referenced FCC-
mandated NANC LNP Process Narratives and Hows?

Acknowledged

9. SERVICE LEVEL REQUIREMENTS

QUESTION:
Service Level Requirements for Measurement and Reporting
9_ 1* The Service Level Requirements (SLRs) in this Section 9 of the RFP survey supersede any SLRs documented in the FRS or elsewhere.

Does Respondent acknowledge and understand that the SLRs in this Section 9 of the RFP survey supersede any SLRs documented in
the FRS or elsewhere and are the SLRs to be used for purposes of all responses to this RFP survey?

Telcordia00012
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Acknowledged

9.2

9.3

9.4

STATEMENT:
Table of Contents for SLRs

SLR 1 - Service Availability

SLR 2 - Scheduled Service Unavailability

SLR 3 - Partial Service Unavailability

SLR 4 - LSMS Broadcast Time

SLR 5 - SOA to NPAC Interface Rates

SLR 6 - NPAC to LSMS Interface Transaction Rates

SLR 7 - SOA/LSMS Interface Availability

SLR 8 - Unscheduled Backup Cutover Time

SLR 9 - NPAC/SMS Partial Disaster Restoral Interval

SLR 10 - NPAC/SMS Full Disaster Restoral Interval

SLR 11 - Administration of any NPAC/SMS Tables

SLR 12 - User Problem Resolution - Speed of Answer

SLR 13 - User Problem Resolution - Abandoned Call Rate

SLR 14 - User Problem Resolution - After Hours Callbacks

SLR 15 - User Problem Resolution - Commitments Met

SLR 16 - Logon Administration - Timely Process Request Processing

SLR 17 - System Security - Security Error Log

SLR 18 - System Security - Remedy Invalid Access Event

SLR 19 - NPA Split/Mass Changes

SLR 20 - Unscheduled Service Unavailability Notification - Upon
Detection

SLR 21 - Unscheduled Service Unavailability Notification - Update

STATEMENT:

Summary of NPAC/SMS Service Level Requirements

The following is a schedule of Service Affecting and Non Service Affecting SLRs for the NPAC/SMS in each Region. The description of the SLRs and the
addition, elimination, or modification of SLRs set forth below is subject to change from time to time as provided in the Master Agreements. Further, the
descriptions and composition of the SLRs ultimately included in the Master Agreements may differ from those set forth below, but the descriptions and
composition of the SLRs set forth below shall be used for purposes of responding to this RFP survey.

The following are definitions of certain terms used in the SLR table set forth below:

(a) The term "Service Availability" shall mean at least one service provider is able to access and invoke all NPAC/SMS capabilities through its respective
interface, to either the NPAC/SMS Production Computer System or the NPAC/SMS Disaster Recovery Computer System. Service Availability measures the
reliability of the service provided by the NPAC/SMS, and does not include time due to Scheduled Service Unavailability, if any. The term "Service
Unavailability" shall mean that Service Availability is not present.

(b) The term "Interface Availability" shall mean an NPAC/SMS interface is available to each service provider to establish, maintain, and utilize an
association with the NPAC/SMS system designated as the "live" system (either the NPAC/SMS Production Computer System or the NPAC/SMS Disaster
Recovery Computer System) at any point in time. Interface Availability measures the reliability of the NPAC/SMS interfaces collectively, excluding
interface outages resulting from Service Unavailability events and Scheduled Service downtime.

(c) Unless otherwise defined in the specific SLR, all other defined terms shall have the meanings ascribed to them in the Master Agreements.

STATEMENT:
SLR 1 - Service Availability
Requirement:
REQ 1: Maintain a 99.99% or better level of Service Availability.
Description:

Service Availability (SA) means that at least one User, excluding the LNPA and its Affiliates, is able to access and invoke all NPAC/SMS capabilities through
its respective interface. Service Unavailability (SU) means that Service Availability is not present and is the same as the loss of Service Availability. The
end of a loss of Service Availability occurs when the first User, excluding the LNPA and its Affiliates, appears in Recovery

The total seconds of Service Availability possible in a month does not include the loss of Service Availability due to Scheduled Service Unavailability (SSU),
even if the SSU is in excess of the SLR for SSU. Thus when 100% Service Availability is reported for a month, this means only that there was no
Unscheduled Service Unavailability during that month.

When the NPAC/SMS is unable to re-establish Service Availability at the end of an SSU interval because of hardware or software failure, an SLR 1 event
is declared -- the SLR 1 event begins at the end of that SSU interval -- and RCA Reports are issued. However, if the inability to reestablish Service
Availability is due to the planned maintenance activity requiring additional time in excess of the SLR for SSU, the SSU interval continues and an SLR 2
event is declared, but not an SLR 1 event.

Any interval of Service Unavailability due to a Failover is included in determining whether SLR 1 has been satisfied or not satisfied, unless Service
Unavailability is waived by the NAPM LLC in its discretion, for example, because it was due to the Annual Failover Exercise.

The NPAC may experience loss of Service Availability events where no service provider association is aborted. In these cases, the timestamp of the first
successful inbound CMIP transaction that occurs after the event has begun will determine the end of the outage.

If the NPAC database server experiences hardware or software failure prior to processes losing connection, recognition of the loss of Service Availability
will be based on the last application software event successfully committed to the database. This methodology to recognize loss of Service Availability is
necessary when the database is unable to process transactions prior to the log file recording the timestamp of processes losing connection.

The interval between this last timestamp before the loss of Service Availability and the time at which the first User appears in recovery is the period
during which Service Availability is defined as being lost.

Calculating Service Level Achieved:
Telcordia00013
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The total seconds in the month, minus the seconds of SSU, represent the potential Service Availability seconds in the month. The number of seconds of
actual Service Availability divided by the number of seconds of potential Service Availability, the quotient expressed as a percentage, is the percent
Service Availability for the month. That is, only Unscheduled Service Unavailability (USU) intervals are deducted from the potential Service Availability
interval to determine actual Service Availability.

Expressed algebraically, where A is total seconds in the month, B is SSU within agreed-to limits, C is SSU in excess of agreed-to limits, and D is USU,
Service Availability is defined as follows and expressed as a percentage:

A-(B+C) - Dx100%
A-(B+C)

Reporting Service Level Results:

A performance report summary is required that shows the percent of time during the month of Service Availability. A separate detail page indicating how
the result was derived, showing total seconds in the month, seconds of SSU within the agreed-to SLR level for SSU and seconds in excess of agreed-to
SLR level for SSU, and seconds of USU, must be provided. A table showing dates and duration of USU events must be displayed in a separate SU detail
report.

STATEMENT:

SLR 2 - Scheduled Service Unavailability
Requirement:

REQ 2: Scheduled Service Unavailability (SSU) may not occur outside of the industry-agreed upon maintenance windows, with respect to both time of
occurrence and duration, unless otherwise approved by the NAPM LLC.

Description:
The current industry-approved NPAC maintenance windows are as follows:

First Sunday of each month: midnight to 9:00 a.m., Central.
All other Sundays: midnight to 7:00 a.m., Central.

When the NPAC/SMS is unable to re-establish Service Availability at the end of a Scheduled Service Unavailability (SSU) interval because of hardware or
software failure, an SLR 1 event is declared -- the SLR 1 event begins at the end of that SSU interval -- and RCA are issued. However, if the inability to
establish Service Availability is due to the planned maintenance activity requiring additional time in excess of the SLR for SSU, the SSU interval continues
and an SLR 2 event is declared, but not an SLR 1 event.

Any interval of Service Unavailability due to a Failover is included in the SLR 1 calculation. The sole exception to this is the Failover exercise scheduled
approximately annually.

Measuring Service Level:
SLR 2 measurement is based on same data sources as SLR 1.

When a loss of Service Availability occurs and Scheduled Service Unavailability begins, the log files are searched for the event timestamp indicating the
first instance of database loss prior to the restoration timestamp. The interval between the last timestamp before the loss of Service Availability and the
time at which the first User, excluding the LNPA and its Affiliates, appears in Recovery is the period during which Service Availability is defined as being
lost. This loss of Service Availability is classified as Scheduled Service Unavailability when the Service Availability loss is intentional and defined notice
intervals have been met, or when the loss occurs during the NPAC/SMS maintenance window agreed-to by Customer; otherwise, the loss of Service
Availability is classified as Unscheduled Service Unavailability (USU).

Calculating and Reporting Service Level Achieved:

A performance report summary indicating only whether the agreed-to level of SSU was "met" or "not met" must be provided. A separate detail page
indicating how the result was derived, showing the date, duration, and start and end times for each SSU event and the number of hours agreed to and
the time in excess of the amount agreed to for each event must also be provided.

STATEMENT:

SLR 3 - Partial Service Unavailability
Requirement:

REQ 3: An NPAC/SMS hardware component failure or any other disruption in the operation of the NPAC/SMS that causes at least one User to lose the
ability to access and invoke all NPAC/SMS capabilities for more than 10 minutes for a reason other than loss of Interface Availability constitutes Partial
Service Unavailability.

Description:

The intent of SLR 3 is to measure a disruption in the NPAC/SMS operations that affects one or more Users in a Region, but not all Users in the Region,
that is due to any NPAC/SMS hardware component failure or disruption unrelated to any LSMS/SOA interface failures (SLR 7).

An NPAC/SMS hardware component failure or any other disruption in the operation of the NPAC/SMS that causes at least one User to lose the ability to
access and invoke all NPAC/SMS capabilities for fewer than 10 consecutive minutes does not constitute Partial Service Unavailability. Any interval of
Partial Service Unavailability is not included in the SLR 7 calculation.

Measuring Service Level:

This SLR measures the time required to restore complete service to all impacted users due to an NPAC component failure resulting in service
unavailability to one or more, but not all, users in a Region.

Time in excess of 10 minutes to restore complete service to all affected users will result in a "miss" of SLR 3.
Calculating and Reporting Service Level Achieved:

The time required to completely restore service to all affected users is determined. If any complete service restoration effort exceeds ten minutes, the
SLR is reported as "not met" and time stamp details are provided.

STATEMENT:

SLR 4 - LSMS Broadcast Time .
Telcordia00014
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Requirement:
REQ 4: Average response time of three seconds from activation request to broadcast.
Description:
“Response time" is the interval between receiving a request to activate an SV and the point at which NPAC has processed the request and is broadcast.

In addition to report the average time to initiate a broadcast, a calculation also is to be made to show what percent of the broadcasts were initiated
within three seconds.

Measuring Service Level:

The source of data for the measurement of SLR 4 is the NPAC router log for the NPAC production region. Router logs are downloaded from the active
application to the central reporting server daily. In the case of fail-over to the other NPAC region, the designation of the "active" system is changed
automatically as part of the Failover process.

Calculating and Reporting Service Level Achieved:

At the end of the month, the total quantity of broadcasts is determined. The time interval measured as described above for every broadcast is added
together. The total measured time is divided by the total quantity of broadcasts. The quotient is the "average time required to initiate a broadcast.”

The quantity of broadcasts initiated within three seconds is determined. This quantity is divided by the total quantity of broadcasts and the quotient
expressed as a percentage to indicate the "percent broadcasts initiated within three seconds."

The percent of broadcasts performed within three seconds and the average delay is reported.

STATEMENT:
SLR 5 - SOA to NPAC Interface Transaction Rates
Requirement:
REQ 5: Maintain a minimum of seven transactions per second per User SOA for 99.9% of the transactions.
Description:

To the extent there is sufficient offered load, maintain, for 99.9% of the CMIP transactions, a rate of seven CMIP transactions per second (sustained) over
each SOA to NPAC SMS interface association; however, this interface requirement does not apply when there are at least 70 CMIP transactions per
second (sustained) for a single NPAC SMS region.

A SOA system may have more than one NPAC association. The term "User SOA" therefore refers to an NPAC SOA association and the seven transactions
per second rate is per SOA association.

Measuring Service Level:

During normal operation of the NPAC system, measurements are taken to determine the count of outstanding inbound and outbound messages for each SOA association. The OS Stack
is measured to determine the quantity of outstanding inbound CMIP messages within the CMIP toolkit. The NPAC event queue is measured to determine the quantity of outstanding
outbound CMIP messages. No throughput calculation for the SLR is necessary unless the inbound or outbound outstanding message count is greater than one, indicating the NPAC SMS
is in a backlog condition and not processing transactions in real time. For each case where there is a backlog condition, the inbound plus outbound transaction rate is calculated to
determine whether the CMIP transactions per second requirement is being met.

Calculating and Reporting Service Level Achieved:

The throughput rate is calculated by capturing the start and end times for each backlog condition as well as the count of inbound and outbound messages
during the backlog condition. For the purposes of this calculation, a CMIP message is defined as a request message and the associated response
message. Dividing the delta CMIP message count by the delta time yields the transaction rate for any given backlog interval.

If no more than .1% of the CMIP transactions for each SOA association fail to meet the lesser of either the offered load or the required CMIP transactions
per second rate, then the SLR is reported as met. That is, all SOA associations individually must meet the SLR criterion for the SLR to be met. An
exception to this occurs for intervals where the total SOA association CMIP transaction rate equals or exceeds 70.0 per second. During such intervals, the
individual SOA association transaction rate requirement is superseded by the region-wide transaction rate requirement and the SLR 5 criterion is met
even if the individual SOA association rate criterion is not.

STATEMENT:

SLR 6 - NPAC to LSMS Interface Transaction Rates

Requirement:

REQ 6: Maintain a minimum of seven transactions per second per User LSMS for 99.9% of the transactions.
Description:

To the extent there is sufficient offered load, maintain, for 99.9% of the CMIP transactions, a rate of seven CMIP transactions per second (sustained) over
each NPAC SMS to Local SMS interface association; however, this interface requirement does not apply when there are at least 210 CMIP transactions
per second (sustained) for a single NPAC SMS region.

Measuring Service Level:

During normal operation of the NPAC system, measurements are taken to determine the count of outstanding inbound and outbound messages for each
LSMS association. The OS Stack is measured to determine the quantity of outstanding inbound CMIP messages within the CMIP toolkit. The NPAC event
queue is measured to determine the quantity of outstanding outbound CMIP messages. No throughput calculation for the SLR is necessary unless the
inbound or outbound outstanding message count is greater than one, indicating the NPAC SMS is in a backlog condition and not processing transactions in
real time. For each case where there is a backlog condition, the inbound plus outbound transaction rate is calculated to determine whether the CMIP
transactions per second requirement is being met.

Calculating and Reporting Service Level Achieved:

The throughput rate is calculated by capturing the start and end times for each backlog condition as well as the count of inbound and outbound messages
during the backlog condition. For the purposes of this calculation, a CMIP message is defined as a request message and the associated response
message. Dividing the delta CMIP message count by the delta time yields the transaction rate for any given backlog interval.

If no more than .1% of the CMIP transactions for each LSMS association fail to meet the lesser of either the offered load or the required CMIP
transactions per second rate, then the SLR is reported as met. That is, all LSMS associations individually must meet the SLR criterion for the SLR to be
met. An exception to this occurs for intervals where the total LSMS association CMIP transaction rate equals or exceeds 210 per second. During such
intervals, the individual LSMS association transaction rate requirement is superseded by the region-wide transaction rate requirement and the SLR 6
criterion is met even if the individual LSMS association rate criterion.
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STATEMENT:

SLR 7 - SOA/LSMS Interface Availability

Requirement:

REQ 7: Maintain an Interface Availability at a minimum of 99.99%

Description:

Interface Availability is calculated each month only for Users who have had their mechanized NPAC interface for the entire Report month.

All calculations are done on a regional level for monthly performance reporting, but interface availability also is calculated and reported on an individual
SPID basis.

Any performance credits due to impaired Interface Availability are allocated to the entire region, not specifically to the User experiencing the loss of
Interface Availability.

Measuring Service Level:
Edge Routers

Router log files are monitored at a port level to determine whether or not all of a User’s network connection ports to the NPAC are available. If any of
the User’s ports becomes unavailable, the event is logged and NPAC personnel are notified of the event. NPAC personnel determine whether User’s
circuit or hardware problem is causing the port unavailability. A trouble ticket is opened to track the investigation and its outcome. An SLR 7 miss will be
recorded only if all of a User’s interfaces are impacted by the NPAC port failure. That is, if at least one NPAC port dedicated to the SPID is available,
then no SLR 7 event is deemed to have occurred.

LAN

If the User has one interface available to the NPAC, but the LNPA’s LAN is down (or slow), the LAN problem will be logged and investigated. NPAC
personnel will determine the time period during which the User was impacted using one of the following methods:

1. NPAC/SMS periodically polls each User’s edge router and mechanized servers with “pings™ and "SNMP GETs". Every five minutes, a
series of polls is taken and logged. If a poll fails, a retry is attempted. A potential LAN outage is logged if three successive polls of a User
fail. If the logged poll failure event is determined to be caused by the LNPA, LAN restoration will be noted when the polling once again
becomes successful.

2. Some Users do not allow the LNPA to poll their edge routers and systems. For these Users, a potential LAN outage event will be
determined indirectly. For example, "pings" to the NPAC’s edge routers will be done. A potential LAN outage will be logged if three
successive polls fail to a given edge router. If the logged poll failure event is determined to be caused by the LNPA, LAN restoration will be
noted when the polling once again becomes successful.

For outages not covered in items 1 and 2 above, the exact cause and duration can be extremely difficult to pinpoint. In many cases, the outage time is
reconstructed from multiple router logs, system change logs, and application logs. Experience shows that these events are never the same, and logs,
techniques, and resources required to investigate them are never the same. The GEP Auditor will use either the Root Cause Analysis (RCA) or Monthly
Performance Reports as the data source of SLR 7 event start and end times.

The duration of interface unavailability is the period from when all of a User’s network interface connections to the NPAC gateway routers became
unavailable to the time the User’s first network interface became available again.

The start time of interface unavailability is measured from when first polling attempt fails; end time occurs when polling becomes successful. For case
where User does not allow the LNPA to ping its systems, the start time is measured from the time internal polling is unsuccessful; the end time occurs
when internal polling becomes successful.

Calculating Service Level Achieved:

An adjustment would be made for periods of lost Interface Availability that occur during periods of lost NPAC Service Availability to avoid overstating the
impact of lost Interface Availability.

The Monthly Performance Report displays the average Interface Availability as a percentage for the region as a whole, but includes a Details section
showing the calculation of Interface Availability for each User.

The sum of each user’s interval of Interface Availability, divided by the quantity of interfaces, yields the average Interface Availability. This is divided by
the interval of Service Availability and expressed as a percentage.

The GEP metric for GEP Element 1b is the monthly measurement and tabulation of the LNPA'’s satisfaction of SLR 7 for all of a User's Mechanized
Interfaces in the region. Achievement of the 99.99% interface availability criterion is tabulated separately for each SPID.

Interface Availability for each User is defined as X/Y*100% where:
A = Loss of Service Availability, but not due to Scheduled Service Unavailability
B = Loss of Service Availability due to Scheduled Service Unavailability
C = Loss of Interface Availability for the SPID
X = Time interface available to SPID, that is X = (total time available) - A-B- C
Y = Total time in the report month that Interface Available, that is Y= (total time) - A - B
Note that A, B, C, X, and Y all are expressed in seconds
Reporting Service Level Results:

The summary page for SLR 7 displays a percent Interface Availability for the region overall and refers the reader to the Details portion of the Report.
The Details section displays, by SPID, the individual occurrences of lost interface availability, showing for each occurrence the date, start and end times,
and event duration. Each SPID's individual interface availability percentage also is displayed.

In addition to the regional results and associated details for each individual SPID's interface availability, the percentage of individual interfaces that
experience 99.99% or better availability each month also is displayed.

STATEMENT:

SLR 8 - Unscheduled Backup Cutover Time
Requirement:

REQ 8: A maximum of 10 minutes to cutover to the backup site.
Telcordia00016
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Description:
The term "Cutover" here means to "Failover” from the active site to the backup site.

The term "backup site" here means only the data center that is not the active site at the time the Failover is initiated; that is, the direction of Failover is
not relevant to this SLR.

Up to 10 minutes is allowed from the initiation of Failover to the completion of Failover where "completion™ is recognized as occurring when the first
User appears in recovery at the Failover site.

Any interval of Service Unavailability due to a Failover is included in the SLR 1 calculation. The sole exception to this is the Failover exercise scheduled
approximately annually.

Measuring Service Level:
Start of Failover Interval

If active site's application server is available to initiate Failover, then Failover start time is indicated by the timestamp "Failover Initiated" located in the
log files. However, if the active site's application server is not available to initiate Failover, then the inactive site must be brought on line manually.

End of Failover Interval

The timestamp for the end of Failover is the timestamp showing when the first User appears in recovery (SOA or LSMS) at the new active site. This
timestamp information is not logged, so a snapshot is taken and saved in case needed for verification purposes later.

Calculating and Reporting Service Level Achieved:

The time required to complete each Failover attempted is determined. If any Failover required in excess of 10 minutes, the SLR is reported as "not
met" and time stamp details are provided.

STATEMENT:

SLR 9 - NPAC/SMS Partial Disaster Restoral Interval
Requirement:

REQ 9: Partial restoration will be equal to or less than four hours (Partial restoration meaning the capability of receiving, processing and broadcasting
updates).

Description:
Restoration is recognized as occurring when the first User appears in recovery at the active site.
Measuring Service Level:

Recognition of the loss of Service Availability is based on the timestamp made when NPAC/SMS processes lose connection. The timestamp is written in
log files. If this timestamp cannot be found, measurement of the loss of Service Availability is based on last log entry due to hardware or software
failure. Re-initialization of NPAC/SMS processes likewise causes timestamps to be written and indicate the resumption of Service Availability.

When a loss of Service Availability has occurred, the log files are searched for the event timestamp indicating the first instance of database loss prior to
the restoration timestamp.

The interval between these last timestamps before the loss of Service Availability and the time at which the first User appears in Recovery is the period
during which Service Availability is defined as being lost.

Calculating and Reporting Service Level Achieved:

The duration of each instance of loss of Service Availability is determined. Periods of Scheduled Service Unavailability are not included in the
calculation. The total number of times Service Availability is lost and the number of times the loss exceeded four hours is determined. However, only if
Service Availability is lost continuously for more than four hours is the SLR reported as "not met."”

STATEMENT:

SLR 10 - NPAC/SMS Full Disaster Restoral Interval

Requirement:

REQ 10: Full restoration will occur at a maximum of six hours.

Description:

This means that the NPAC/SMS also can do audits and handle queries.

Measuring Service Level:

The "sent" timestamp of the e-mail notification to industry that full restoration has occurred provides documentation of the event.
Calculating and Reporting Service Level Achieved:

The time stamp of the loss of service availability (as described in SLR 1) is compared with the timestamp of the e-mail to industry providing notification
that full disaster restoral has been accomplished. If the interval exceeds six hours, the SLR is reported as "not met."

STATEMENT:

SLR 11 - Administration of any NPAC/SMS Tables
Requirement:

REQ 11: 99.99% error free updating

Measuring Service Level:

The measurement of table administration service level uses as a base line the total number of entries made in each field of each table in each region
from every GUI and mechanized interface transaction for the report month.

Calculating Service Level Achieved:

The total base line numbers are compared to the previous month totals and the difference is the number of updates for the present month of data. The
new base line is now used to calculate against the number of errors collected by the NPAC/SMS, and internal trouble tickets tracked as “error table
administration" to produce a ratio of errors to the base linere|cordia00017
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Reporting Service Level Results:

The Performance Report Summary Page shows Met/Not Met with a note of the quantity of table updates performed during the month.

STATEMENT:

SLR 12 - User Problem Resolution, Speed of Answer

Requirement:

REQ 12: Minimum 90% calls during Normal Business Hours answered by live operators within 10 seconds.
Description:

The interval measurement begins when the caller chooses the option to speak with a live agent and ends when a live agent answers the call. Calls
abandoned before the option to speak with a live agent are not included in the total call volume count. Calls abandoned after that point, but before the
ten-second threshold is reached, also are not included in the count.

Measuring Service Level:

The call management system collects data daily on the total number of calls received during normal business hours and the quantity of those calls
answered within 10 seconds.

Calculating and Reporting Service Level Achieved:

The daily counts for each Help Desk business day are added together. The total number of calls answered by live agent within 10 seconds are divided
by the total number of calls received for which caller selects option to speak with live agent and does not abandon the call after that point in less
than 10 seconds. The quotient is expressed as a percentage.

In addition to the percent of eligible calls answered within 10 seconds, the fraction of days the requirement is met also is displayed as a percentage.

STATEMENT:
SLR 13 - User Problem Resolution, Abandoned Call Rate
Requirement:
REQ 13: Less than 1.0% abandoned call rate.
Description:

The interval measurement begins when the caller chooses the option to speak with a live agent; the interval ends when the caller abandons the call,
but only after at least ten seconds has elapsed with no answer.

Measuring Service Level:

The call management system collects data daily on the total number of calls received during normal business hours for which the caller elects to speak
with a live agent, and on the quantity of those calls abandoned after the caller has waited at least 10 seconds for a live agent to answer.

Calculating and Reporting Service Level Achieved:

The total of the daily counts of calls on which the caller abandons the call after waiting at least 10 seconds to speak with a live agent is divided by the
total of the daily counts of calls on which the caller choose the option to speak with a live agent. The quotient is expressed as a percentage.

In addition to the percent of eligible calls abandoned, the fraction of days the requirement is met also is displayed as a percentage.

STATEMENT:

SLR 14 - User Problem Resolution, After Hours Callbacks

Requirement:

REQ 14: 99.0% callback within 15 minutes for requests made during other than Normal Business Hours.

Measuring Service Level:

This SLR measures the proportion of calls to Help Desk received outside of Normal Business Hours that are returned within 15 minutes.

The Help Desk collects data and reports daily the following information:

« date and time caller page sent (caller saves message]
« option selected (immediate call-back versus reply next business day]
« date and time caller message retried by agent

« Login ID of agent retrieving message

The Help Desk daily reports are reviewed manually and the messages for which immediate call-back requested are identified. There is no direct
measurement of time customer is called by agent, however; the presumption is that the time the agent retrieves the message is the time the customer
is called back.

Calculating and Reporting Service Level Achieved:

The SLR result is the number of messages for which the call-back time is within 15 minutes of the caller’s request divided by the total number of
messages for which an immediate call-back is requested. The quotient is expressed as a percentage.

STATEMENT:

SLR 15 - User Problem Resolution, Commitments Met

Requirement:

REQ 15: 100% of all commitments to get back to the User after the initial contact will be met.
Description:

This SLR applies only to Service Affecting tickets. Since Pr'uixrei érti lléedbarfézubject instead to the SLR 20 and SLR 21 requirements, and Priority 3 and
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Priority 4 tickets do not involve Service Affecting situations, this SLR applies only to Priority 2 tickets.

PRIORITY LEVEL LEVEL DEFINITION SA or Non-SA
1 Critical The situation affects ALL Service Providers (SPs) in one or more regions; a regional .
. . . q N Service
outage has occurred and LNP services are not available to any Service Provider in a X
. . Affecting
particular region.
2 High Issues that affect ONE SP in one or more regions that result in the loss of ability to port .
) . . S . o . Service
TN(s) AND/OR all issues associated with SP’s system associating and communicating with Affectin
NPAC/SMS via either their mechanized (SOA/LSMS) or LTI interfaces. 9
3 Medium The situation is NOT service affecting, however a solution is needed ASAP. Service is Non-Service
impaired although porting transactions are being executed. Affecting
4 Cosmetic The situation is a general question/inquiry that a Service Provider was concerned with or Non-Service
where an SP needed clarification. Affecting

Measuring Service Level:

The Help Desk is required to respond to the NPAC User within one hour of the creation of a Priority 2 ticket. A subsequent contact is required when the
second hour has elapsed and subsequent contacts are required as agreed. A final contact is made when the ticket is closed. SLR 15 reflects the
proportion of these contacts that are made on time.

The measurements begin when a tracking ticket is created and end when the ticket is put in "resolved" status. The ticket is not placed in a "resolved"
status until the request is processed.

The system for trouble ticket management and tracking collects the data.
Calculating and Reporting Service Level Achieved:

The sum of all required contacts made on time for Priority 2 tickets is divided by the sum of all the required contacts for the Priority 2 tickets. The
quotient is expressed as a percentage.

STATEMENT:
SLR 16 - Logon Administration, Timely Request Processing
Requirement:
REQ 16: Process 99.5% of all approved requests within six business hours of receipt.
Description:
This SLR applies only to requests from new or existing LTI users.
This SLR does not apply to requests for dedicated ports or for key exchanges.
Measuring Service Level:

This SLR measures the proportion of all requests for SecurIDs and Log-on IDs [user name and password] that are processed within six business hours
of the request’s receipt.

The measurements begin when a tracking ticket is created and end when the ticket is put in "resolved" status. The ticket is not placed in a "resolved"
status until the request is processed.

Calculating and Reporting Service Level Achieved:

The sum of requests to be measured that are processed within six business hours of receipt is divided by the total quantity of these type of requests
received. The quotient is expressed as a percentage.

STATEMENT:
SLR 17 - System Security, Security Error Log
Requirement:
REQ 17: Monitor and record unauthorized system access.
Measuring Service Level:
Security events tables in each NPAC/SMS database are queried and stored in a security event log table, then the events are categorized by type.
Calculating and Reporting Service Level Achieved:

The number of occurrences of unauthorized system access for the reporting month is summed and the sum is reported in the performance report. The
notes section of the performance report includes a description of these events. If there are no occurrences of unauthorized system access during the
reporting month, the letters "nmo" (no monthly occurrence) are entered in the report.

STATEMENT:

SLR 18 - System Security, Remedy Invalid Access Event

Requirement:

REQ 18: Remedy logon security permission errors immediately after user notification.
Measuring Service Level:

A security error is an invalid access event.

Calculating and Reporting Service Level Achieved:

The database supporting the trouble management system is queried to collect data for this SLR.

A failure to meet this SLR would be reported as "not met" and an explanation provided.

STATEMENT:

SLR 19 - NPA Split/Mass Changes )
Telcordia00019
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Requirement:
REQ 19: Notify users within 10 business days of receipt of notification of the need for an NPA split/mass change.
Description:

This notice requirement applies only to the initial notice of a planned NPA split. The SLR does not require that users also be notified of each subsequent
modification to the NPA split's plan such as rate areas or codes added or deleted and changes in anticipated dates for permissive dialing arrangements;
the NPAC does not assume industry’s responsibility to remain aware of changes in NPA split plans.

Measuring Service Level:

This SLR measures the proportion of all notifications received by NPAC of an upcoming NPA split that are sent to an industry distribution list within 10
days of NPAC's receipt of the notice. The NPAC notification date is the date of the initial NANPA Industry Letter.

Calculating and Reporting Service Level Achieved:

The "sent" timestamp of the e-mail sent by the LNPA to the industry that provides the initial NPA split notice is compared with the date of the initial
NANPA Industry Letter.

A failure to meet this SLR would be reported as "not met" and an explanation provided.

STATEMENT:

SLR 20 - Unscheduled Service Unavailability Notification - Upon Detection

Requirement:

REQ 20: Notify user within 15 minutes of detection of an occurrence of unscheduled service unavailability during normal business hours (7AM-7PM
Central). And notify user within 15 minutes of detection of an occurrence of unscheduled service unavailability outside of normal business hours (7PM to
7AM Central). Outside of normal business hours, when the unscheduled service unavailability ends within the 15 minute period, the notification must be
sent no later than 9AM the following day.

Measuring Service Level:
The "sent" timestamp of the e-mail notice to industry is compared with the time at which the priority 1 ticket was opened.
Calculating and Reporting Service Level Achieved:

A failure to meet this SLR would be reported as "not met" and an explanation provided.

STATEMENT:

SLR 21 - Unscheduled Service Unavailability Notification - Update
Requirement:

REQ 21: Provide 30-minute updates of NPAC status following an occurrence of unscheduled service unavailability through recorded announcement and
client bulletins.

Measuring Service Level:

A manual review is performed of the "sent" timestamps for the e-mail updates to industry. Note that the industry may request that the 30-minute
notifications be suspended and no further notices be issued until service is again available.

Calculating and Reporting Service Level Achieved:

A failure to meet this SLR would be reported as "not met" and an explanation provided.

QUESTION:

Does the Respondent acknowledge that adherence to ALL SLRs shown in the RFP sections 9.4 thru 9.24 are incorporated into its
proposal?

10. NPAC USER METHODS & PROCEDURES
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QUESTION:
NPAC User Methods and Procedures

The LNPA is responsible to provide industry approved NPAC User M&Ps providing step-by-step instructions to complete actions requested of the
NPAC/SMS. The documentation must be up to date and easily accessible by all NPAC users.

All NPAC User M&Ps are developed and approved via an industry consensus process. The Respondent's proposal must include development of new
M&Ps to address updates to the NPAC platform or technology upgrades, and support changes to existing industry approved M&Ps.

Listed below are the existing M&P subject areas:
NEW CUSTOMERS AND SERVICE PROVISIONING
NEW CUSTOMER SET UP PROCESS
CONNECTIVITY TO THE NPAC
EXISTING USER MODIFICATIONS

NPAC HELP DESK
NPAC HELP DESK AND THE ROLE OF THE USER SUPPORT ANALYSIS
NPAC HELP DESK HOURS OF OPERATION
RECOGNIZED HOLIDAYS
AFTER-HOURS SUPPORT
NPAC HELP DESK AUTHORIZATION LIST
AUTOMATED TELEPHONE NUMBER LOOK-UP SYSTEM
CUSTOMER CONTACT LIST MANAGEMENT
NPAC SECURE SITE ACCESS

NPAC PUBLIC SITE ACCESS )
Telcordia00020
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NPAC HELP DESK PROBLEM RESOLUTION
PROBLEM RESOLUTION
MECHANIZED ASSOCIATION TROUBLESHOOTING
LTI ACCESS TROUBLESHOOTING

NPAC SUPPORT SERVICES

BILLABLE CONTACTS

SUBSCRIPTION VERSION (SV) PROVISIONING

SUBSCRIPTION VERSION (SV) STATUS DESCRIPTIONS
10.1* NPAC/SMS TUNABLES

NPA-NXX MANAGEMENT

LRN MANAGEMENT

LTI GUI LOGON MANAGEMENT

FULL AND DELTA BULK DATA DOWNLOADS

NPA-NXX FILTER SET UP

EMERGENCY NPA-NXX FILTERS

NPA SPLITS

NPAC REPORTS

FTP SITE REQUESTS

PORTING IN ERROR/FAILURE TO PORT

MASS MODIFICATIONS

NPAC/SMS OPERATIONS
NPAC SERVICE LEVEL REQUIREMENTS
NPAC SYSTEM OUTAGES
SCHEDULED SERVICE UNAVAILABILITY (SSU) SCHEDULE
SERVICE PROVIDER AND NPAC MAINTENANCE NOTIFICATIONS
LARGE PORT NOTIFICATIONS

NEW NPAC SOFTWARE RELEASES AND TESTING
NPAC SOFTWARE RELEASES/UPGRADES
TESTING
CONTINUING CERTIFICATION REQUIREMENTS

NPAC POOLING OPERATIONS
POOLING ACTIVITIES IN THE NPAC
NPAC VALIDATIONS

NPAC BILLING AND COLLECTIONS
BILLING DISPUTES AND RESOLUTION

OTHER INFORMATION
NPAC WEBSITES
ADDITIONAL WEBSITES

If selected, does the Respondent agree to develop and deliver, prior to implementation, the aforementioned list of M&Ps and any
additional M&Ps as may be needed?

Agree

11. OTHER LNPA SERVICES

QUESTION:

Intermodal Ported Telephone Number Identification Service

The FCC has adopted rules prohibiting the initiation of telephone calls using automatic telephone dialing systems or an artificial or prerecorded voice
to telephone numbers assigned to a paging service, cellular telephone service, specialized mobile radio service or other radio common carrier
service, or any service for which the called party is charged for the call (such conduct referred to as TCPA Prohibited Conduct).

If selected, an LNPA must provide in each Region a service separate from the Service provided to Users, to provide certain User Data elements to
certain parties satisfying specific qualification requirements for the sole purpose of allowing such parties to avoid engaging in TCPA Prohibited
Conduct. This service shall be referred to as the Intermodal TN ID Service.

REQ 1: The LNPA shall only provide the Intermodal TN ID Service to Qualified Limited User Data Recipients as defined in the Master Agreements. The LNPA shall require parties
requesting the Intermodal TN ID Service to complete an application.

REQ 2: The LNPA shall determine, based upon a good-faith, reasonable interpretation of the information provided by such applicant whether the User Data requested
constitutes solely Intermodal Ports AND whether the intended use of the requested User Data is for the sole purposes of permitting that applicant as a Qualified Limited User Data
Recipient to avoid engaging in TCPA Prohibited Conduct by verifying whether TNs are assigned to a paging service, cellular telephone service, specialized mobile radio service, or
other radio common carrier service or any service for which the called party is charged for the call or allowing that applicant as a Qualified Limited User Data Recipient to disclose,
sell, assign, lease or otherwise provide to another third party who qualify as a Second Tier Limited User Data Recipients.

REQ 3: The LNPA shall provide a quarterly report listing all applicants for the Intermodal Ported TN ID Service during the preceding quarter and all current Qualified Limited User
Data Recipients and Second Tier Limited User Data Recipients. Additionally, this report shall identify in a separate section all new Qualified Limited User Data Recipients and
Second Tier Limited User Data Recipients.

REQ 4: The LNPA shall ensure that the Intermodal Ported TN ID Service does not adversely affect the operation and performance of the NPAC/SMS, and any adverse effect
shall be cause for termination of the Intermodal Ported TN ID Service.

REQ 5: An Intermodal Ported Service TN ID Service help desk support shall be established by the LNPA. The telephone number for such help desk services shall be different than
any telephone number for a NPAC/SMS Help Desk and no charges or costs associated with the Intermodal Ported Service TN ID Service help desk shall be included in any charges
to NPAC/SMS Users with respect to Services.

1 1 1* REQ 6: The LNPA shall make available on a daily basis, two files consisting of lists of intermodal ports to TNs segregated between wireline to wireless ports and wireless to
- wireline ports on a password secure Web/FTP site for downloading by Qualified Limited User Data Recipients.

REQ 7: The User Data elements of such Intermodal Ports shall consist exclusively of TNs and no other User Data elements.
REQ 8: The LNPA shall not provide the Qualified Limited User Data Recipient direct access to the NPAC/SMS or any other User Data Elements.

REQ 9: The Intermodal Ported TN ID Service shall only be provided to Qualified Limited User Data Recipients after execution and delivery of an agreement satisfying the
requirements set forth in the Master Agreements and substantially the form approved by the NAPM LLC (the Intermodal Ported TN ID Service Agreement).

REQ 10: The LNPA shall not be entitled to compensation of any kinfa@l|igyreha@OiPe Intermodal Ported TN 1D Service from the NAPM LLC or Users and shall look solely to the
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respective Qualified Limited User Data Recipients for any and all compensation for the provision of the Intermodal Ported TN 1D Service (referred to as the Intermodal Charges).
The LNPA must agree and acknowledge that the Intermodal Ported TN ID Service is discretionary and elective within the meaning of Paragraph 92 of the Federal Communication
Commission’s Third Report and Order, FCC 98-82, and is not necessary for the provision of LNP. Accordingly, the LNPA must agree and acknowledge that the basis and
methodology for the determination and computation of the Intermodal Charges and the allocation and assessment of the Intermodal Charges among respective Qualified Limited
User Data Recipients are intended to constitute reasonable usage-based charges. Further, the LNPA must agree that Intermodal Charges shall not be more than Cost plus the
Fee set forth in the Master Agreements, and that such Cost plus the Fee methodology will be a uniform, non-discriminatory, fair, and reasonable usage based charge, although
the LNPA shall acknowledge the possibility that such methodology could be challenged. The LNPA must agree to compute and to allocate the compensation for the provision of
Intermodal Ported TN ID Service in a fair and non-discriminatory manner so that such Intermodal Charges are reasonable usage-based charges, consistent with the rules,
regulations, orders, opinions and decisions of the FCC and other regulatory body having jurisdiction or delegated authority with respect to the NPAC/SMS or the Master
Agreements.

REQ 11: The LNPA shall annually, at its own expense, engage the GEP Auditor separately to audit compliance with the requirements set forth in the Master Agreements with
respect to the Intermodal Ported TN ID Service (referred to as the Intermodal Services Audit. The costs and expenses of the Intermodal Services Audit shall be charged and
accounted for separately from the costs and expenses of the GEP Audit. A report fromthe GEP Auditor regarding the results of the Intermodal Services Audit (Intermodal
Services Audit Report) shall be provided to the NAPM LLC.

REQ 12: In addition to the Intermodal Services Audit, the Intermodal Ported TN ID Service shall be included in the Neutrality Review conducted every six months.

Does the Respondent's proposal fully comply with the requirements listed above in time to meet the published implementation
date? If no, please explain.

Yes

QUESTION:

Enhanced Platform for Law Enforcement Agencies and Public Safety Answering Point Providers

As a result of LNP, it is not possible to reliably identify the service provider responsible for a telephone number. However, this service provider
information is essential to law enforcement agencies and entities performing public safety answering point (PSAP) functions in the performance of
their official duties.

The LNPA must provide, in each Region, a service separate from the service provided to Users, to provide certain User Data elements to certain
parties satisfying specific qualification requirements as either law enforcement agencies or PSAPs for the sole purpose of allowing such parties to use
these User Data elements for their lawful law enforcement and public safety activities. This service shall be referred to as the Enhanced Law
Enforcement Platform.

The requirements below are specific to the LNPA's provision of Enhanced Law Enforcement Platform services.

REQ 1: The LNPA shall provide to qualified law enforcement agencies and PSAPs access to certain portions of User Data to be used for lawful
activities.

REQ 2: The Enhanced Law Enforcement Platform Service shall only be provided to law enforcement agencies and PSAPs, hereby referred to as
Qualified Recipients.

REQ 3: The LNPA shall ensure that the Enhanced Law Enforcement Platform Service does not adversely affect the operation and performance of the
NPAC/SMS, and any adverse effect shall be cause for termination of Enhanced Law Enforcement Platform Service.

REQ 4: The Enhanced Law Enforcement Platform Service help desk telephone number shall be different from any telephone number for NPAC/SMS
Help Desk, and no charges or costs associated with the Enhanced Law Enforcement Platform Service help desk shall be included in any charges to
NPAC/SMS Users with respect to Services.

REQ 5: The Enhanced Law Enforcement Platform Service shall only be provided to a Qualified Recipient if such party enters into and executes the
Enhanced Law Enforcement Platform Service Agreement that satisfies the requirements set forth in the Master Agreements and that is in
substantially the form approved by the NAPM LLC. Each Enhanced Law Enforcement Platform Service Agreement shall be only between the LNPA and
the Qualified Recipient.

REQ 6: As part of the Enhanced Law Enforcement Platform Service, the LNPA shall make available the following Enhanced Law Enforcement
Platform Data Elements:

« NPAC SPID of the service provider associated with a telephone number
« ldentity of that service provider

« The date on which the port(s) from one service provider (by NPAC SPID) to another service provider (by NPAC SPID) occurred with respect to
that telephone number

« The current contact name and number for each service provider as submitted in any manner to the NPAC by each service provider as its law
enforcement and/or emergency contact

REQ 7: The LNPA shall employ an LSMS to provision current and historical Enhanced Law Enforcement Platform Data Elements into the Enhanced Law Enforcement Platform.

REQ 8: The LNPA shall provide access to the Enhanced Law Enforcement Platform by virtual private network (machine to machine) or Internet (person to GUI). Access to
Enhanced Law Enforcement Platform shall be accomplished by authenticated, secure and encrypted means.

REQ 9: Enhanced Law Enforcement Platform services shall not provide Qualified Recipients, either directly or indirectly, access to the NPAC/SMS or any NPAC User Data other
than the Enhanced Law Enforcement Platform Data Elements, and the Enhanced Law Enforcement Platform cannot provide any other data elements or information to Qualified
Recipients whether or not such data elements or information if obtained from public sources or any other source.

1 1 . 2* REQ 10: The Enhanced Law Enforcement Platform Service shall allow a Qualified Recipient to query an unlimited number of times but may not request Enhanced Law Enforcement
Platform Data Elements for more than 100 TNs per query.

REQ 11: The LNPA may authorize a Qualified Recipient to use Enhanced Law Enforcement Platform Data Elements received as part of the Enhanced Law Enforcement Platform
Service only for lawful purposes within the statutory authority of the Qualified Recipient.

REQ 12: The LNPA shall require that each Qualified Recipient warrant that it will comply with all applicable laws, orders and regulations, including those applicable to the
NPAC/SMS, including User Data.

REQ 13: The Enhanced Law Enforcement Platform Data Elements provided as part of the Enhanced Law Enforcement Platform Service, being User Data, shall remain User Data
and Confidential Information.

REQ 14: LNPA shall re-verify once every calendar year each Qualified Recipient’s organization.

REQ 15: The LNPA shall provide an annual report listing all Qualified Recipients in effect during the previous twelve-month period, and separately list all Qualified Recipients that
were newly qualified during the same period.

REQ 16: The LNPA shall annually engage a third party acceptable ﬁe&gafmémﬁthe NAPM LLC, separately to complete an Enhanced Law Enforcement Platform Service
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Audit to audit the LNPA's compliance with the following requirements:

Qualify, evaluate confirmand report on Qualified Recipients

Include in each Qualified Recipients Enhanced Law Enforcement Platform Service Agreement restrictions on the use of data
Ensure there is no interaction between Enhanced Law Enforcement Platform and the production NPAC/SMS

Charge each Qualified Recipient consistent with its Enhanced Law Enforcement Platform Service Agreement.

REQ 17: The costs and expenses of the Enhanced Law Enforcement Platform Service Audit shall be charged and accounted for separately from the costs and expenses of the
GEP Audit. The cost and expenses of the Enhanced Law Enforcement Platform Service Audit shall be the responsibility of the LNPA.

REQ 18: The LNPA shall not be entitled to compensation of any kind with respect to the Enhanced Law Enforcement Platform Service from the NAPM LLC or Users and shall look
solely to the respective Qualified Recipients for any and all compensation for the provision of the Enhanced Law Enforcement Platform Service (referred to as the Platform
Charges). The LNPA must agree and acknowledge that the Enhanced Law Enforcement Platform Service is discretionary and elective within the meaning of Paragraph 92 of the
Federal Communication Commission's Third Report and Order, FCC 98-82, and is not necessary for the provision of number portability. Accordingly, the LNPA must agree and
acknowledge that the basis and methodology for the determination and computation of the Platform Charges and the allocation and assessment of the Platform Charges among
respective Qualified Recipients are intended to constitute reasonable usage-based charges. Further, the LNPA must agree that Platform Charges shall not be more than Cost
plus the Fee set forth in the Master Agreements, and that such Cost plus the Fee methodology will be a uniform, non-discriminatory, fair, and reasonable usage based charge,
although the LNPA shall acknowledge the possibility that such methodology could be challenged. The LNPA must agree to compute and to allocate the compensation for the
provision of Enhanced Law Enforcement Platform Service in a fair and non-discrimnatory manner so that such Platform Charges are reasonable usage-based charges, consistent
with the rules, regulations, orders, opinions and decisions of the FCC and other regulatory body having jurisdiction or delegated authority with respect to the NPAC/SMS or the
Master Agreements.

REQ 19: In addition to the Enhanced Law Enforcement Platform Service Audit, within ninety (90) days after the end of each calendar year, the LNPA will cause its regular
independent auditor to commence a review of the accuracy and validity of the Costs and Fees (as such terms are defined in the Master Agreements) and related calculations
associated with the Enhanced Law Enforcement Platform Service (the Cost Review.) Within sixty (60) days after commencing the Cost Review, the auditor shall issue a
sufficiently detailed report (the Cost Report) to the NAPM LLC validating the Costs incurred and the Fee applied and charged.

REQ 20: In addition to the Enhanced Law Enforcement Platform Service Audit and the Cost Review, the Enhanced Law Enforcement Platform Service shall be included in the
Neutrality Review conducted every six months.

REQ 21: An Enhanced Law Enforcement Platform Service help desk support shall be established by the LNPA. The TN for such help desk services shall be different than any TN
for a NPAC/SMS Help Desk and no charges or costs associated with the Enhanced Law Enforcement Platform Service help desk shall be included in any charges to NPAC/SMS
Users with respect to services.

Does the Respondent's proposal fully comply with these requirements in time to meet the published implementation date? If no, please explain.

QUESTION:

LNPA Reports to NAPM LLC

The following is a list of required reports provided by the LNPA to the NAPM LLC at no cost; provided, however, that this list may be changed and reports deleted or

o o

o Q

> a -

6
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added prior to entering into the Master Agreements for all Regions.

Report Name Frequency Report Description
Report requested by LLC. Report shows count as of Sunday night, and change since previous report, of total
Weekly LLC report - Weekly EDR records and of SVs with EULV, EULT, and Billing ID data and SVs with VoIP, MMS, or SMS URI fields
various SV counts populated.
BlllabIeRTersgrsta e Monthly Display of total industry "billable™ transactions, by month/year and cumulatively.
Also known as "Monthly Performance Report" for each of the 7 US regions. Package includes a tab for each
PE Reports Monthly report listed in rows a through r. Some of these are auditable under Element 2 of the GEP (as identified
below).
Top 10 (Tickets) Monthly
(SLR) Performance Monthly Audited under Element 2 of the GEP
SLR 1 Detail Monthly Audited under Element 2 of the GEP
SLR 2 Detail Monthly Audited under Element 2 of the GEP
SLR 3 Detail Monthly Audited under Element 2 of the GEP
SLR 7 Detail Monthly Audited under Element 2 of the GEP
Service Unavailability Monthly Audited under Element 2 of the GEP
Billing Monthly Audited under Element 2 of the GEP
GEP Penalties Monthly
SOW Report Monthly Audited under Element 2 of the GEP
NPAC/SMS Test Platform
. Monthly
Services
New Customers Monthly Audited under Element 2 of the GEP
IntraSP Pooling Monthly
LERG Pooling Monthly
(Block) Receipt & Activation Monthly Audited under Element 2 of the GEP
(Block) Modification Monthly Audited under Element 2 of the GEP
(Block) Reclamation Monthly Audited under Element 2 of the GEP
(Block) Pooled-Ported Monthly Audited under Element 2 of the GEP
Annual Summary Annually Audited under Element 2 of the GEP. Included with the December PE Reports.
Performance Results Bi-monthly A bi-monthly review of performance against SLR and GEP metrics as well as a presentation of audit and
survey results.
EEEEE L Required under SOW 53. A review by auditor of the accuracy and validity of the Costs and related
Enforcement Platform Annually . . ”
. calculations under Section 15.8(ii) of the Amendment.
Cost Review
EnfoErr::Z?’rr:r?thnggorm Annually Required under SOW 53. Audit of LNPA's compliance with the requirements in Sections 15.8(h), 15.8(f)(iv),
Telcordia00023
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11.3*

Acknowledged

11

4*

Service Audit report

7 Intermodal Cost Report

(WDNC)
8 Intermodal Services
Audit Report (WDNC)
9 NUE Findings Reports for

PTRS User Application
10  NUE Annual Review

11 Neutrality Report

12 Neutrality Report

13 CFO Certification

Annual Disaster
14  Recovery exercise
read-out

15 RCA reports

16 Post-Mortem Reports

Master Agreements and
SOWs

Evidence of NPAC
18 Application Software
Escrow

17

Evidence of Billing
Software Escrow

Billable Transactions
(broken down by
conventional-LRN

versus pseudo-LRN)

without credit
adjustments

20

21 Capacity Report

Enhanced Law
22 Enforcement Platform
list of current users
WDNC list of current
users

24  NPAC Customer List

Miscellaneous Projects

22 Status Reports
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Annually

Annually

Per occurrence

Annually

Annually

Quarterly

Quarterly

Annually

Per occurrence

Per occurrence

Annually

Per occurrence

Per occurrence

Monthly

Monthly

Annually

Quarterly

Monthly

n/a
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15.8(f)(ii) and 15.8(f)(ix) of the Amendment.

Required under SOW 48. A review and determination by auditor of validity of the Costs and related
calculations under Section 15.7(ii) of the Amendment.

Required under SOW 48. Audit of LNPA's compliance with section 15.7 of the Amendment.

Required under SOW 62. The NUE reviews each PTRS User Application to determine whether the applicant
has a need to access to NPAC data ("User Data") and whether the applicant's intended use is a "Permitted
Use."

Required under SOW 62. Each LNPA User Service is subjected to a Data, Pricing, and Payments Review to
assure LNPA is subject to the same requirements and processes as any other User.

Prepared by designated auditor. In addition to their opinion on our assertion of neutrality, this report
focuses on neutrality of NPAC operations and LNPA as an NPAC User.

Prepared by auditor. Auditor provides neutral third-party (approved by the FCC) opinion on LNPA's assertion

of neutrality
CFO certifies LNPA has sufficient capital and expense funding to accommodate all NPAC related work for next
six months. A product of the Assignment Agreement.

Exercise is required under article 12.3 of Master Agreement.

Required under Element 5 of the GEP. Description of outage events, along with root-cause, outage times
and corrective actions taken to restore service.

Provides details of maintenance events including the work that was done, the time that the system was taken
down and brought back up

Provides a copy of all the Master Agreements and subsequent Amendments and SOWs

Required under Exhibit M of the Master Agreement. Evidence of Application Software Escrow. NAPM LLC
counsel listed as a "beneficiary" so he gets notification of escrow deposit directly from data storage vendor.

Required under Exhibit M of Master Agreement. Evidence of Billing Software Escrow. NAPM LLC counsel
listed as a "beneficiary" so he gets notification of escrow deposit directly from data storage vendor.

Report required under SOW 79. The six "billable transaction” categories displayed on NPAC web site are
further broken down into transactions involving conventional LRNs and transactions involving pseudo LRNs.

Required under SOW 70.  Provides history and two year projection of EDR record count.

Required under SOW 53. Annual report lists all LEAs and PSAPs in effect during the previous twelve-month
period, and separately lists all LEAs and PSAPs that were newly qualified during the same period.

Required under SOW 48. Quarterly report lists all applicants during the preceding quarter and all current
recipients.

List of all Users with access to each regional NPAC.

Typically reported first to PEs and then to LLC. Recent examples are TN/LRN LATA mismatch clean-up
status and results of Permitted Use Reminder distribution.

Does the Respondent acknowledge that its proposal will support providing the reports listed above at no additional charge to the NAPM LLC?

QUESTION:

LNPA Reports to FCC

Monthly reports are currently provided to the FCC by the LNPA. Coordination between the LNPA and the FCC will be necessary to determine the
specific requirements. The expense of these reports shall be absorbed by the LNPA.

Does the Respondent acknowledge that its proposal will support providing the reports pursuant to FCC requests at no additional

charge?

Acknowledged

12. MISCELLANEOUS REQUIREMENTS

12

Yes

A

QUESTION:

Vendor Code of Conduct

Does the Respondent have a formal Code of Conduct policy? If so, please attach.

Optional Attachments:
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RFP_Section 12.1 Vendor Code of Conduct.pdf (126.9 KB)

REP_Section 12.1_Ericsson Code of Business Ethics. pdf (2.7 MB)

QUESTION:
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User Satisfaction Survey

The LNPA shall be responsible for planning, formulating, and conducting an annual User satisfaction survey. This survey will assist the LNPA on
continuous improvement and facilitate User feedback, problem identification, and identify performance gaps and achievements. The results of the
User satisfaction survey shall be used to ascertain the Users' level of satisfaction with LNPA Services. An annual report shall be delivered to the
NAPM LLC.

REQ 1: The LNPA shall create and send an annual User satisfaction survey to all Users of NPAC/SMS. The LNPA shall conduct the survey and report
its results at its own expense. The survey shall include questions about all aspects of the operations of the NPAC/SMS and the Services, including,
but not limited to, Customer Service, Billing, Operations, New Service Roll Out and Industry Forums. The LNPA shall provide an opportunity to Users
within the survey to add optional comments.

12.2* REQ 2: The LNPA shall receive approval from NAPM LLC of questions to be included on the User satisfaction survey prior to publication.
REQ 3: The LNPA User satisfaction survey shall be compiled anonymously so that names of Users are kept confidential in reporting the results.

REQ 4: The LNPA shall track survey results annually with comparisons of previous year's results. The LNPA shall use the results of the survey to
identify performance gaps, create a corrective action plan and timeline for improvement and track to resolution.

REQ 5: The LNPA shall report results of each annual User Satisfaction Survey to the NAPM LLC.

Does the Respondent agree to conduct this annual User satisfaction survey in accordance with the requirements summarized
above?

If the Respondent currently conducts a customer satisfaction survey, please attach the last five years results and a redacted
sample of the survey.

Agree

Optional Attachments:

REP_Section 12.2 User Satisfaction Survey.pdf (119.8 KB)

RFEP_Section 12.2 2012 Customer Satisfaction Questionnaire.pdf (163.5 KB)
RFP_Section 12.2 2012 Customer Support Survey Results.pdf (146.3 KB)

QUESTION:

Transition and Implementation Plan

The objective of the transition and implementation plan is to assure the continuity of NPAC/SMS functions in accordance with the appropriate
requirements during a change in the LNPA or applicable Master Agreement in any Region. The plan will become necessary only if an LNPA other than
the incumbent became the LNPA in any Region.

This plan must include both the anticipated transition period and a list of transition activities from the incumbent to the new LNPA. Respondent shall
provide an implementation approach (tasks and milestones), staff management approach (staff categories and hours per task), risk management
approach, change control approach, and quality assurance approach to develop, implement, and transition to the new NPAC/SMS without disrupting
current or continuing NPAC operations within the published timeline. The incumbent LNPA and the new LNPA shall work cooperatively to facilitate a
smooth transition and implementation of the NPAC/SMS.

Transition time intervals for individual functions and services performed by the LNPA shall be included in this transition and implementation plan to
12.3* allow for an effective migration of responsibilities to the LNPA. The following assumptions should be used in the development of this plan:

e  The new LNPA will assume all LNPA responsibilities over the course of the transition period

e  The new LNPA will provide the resources needed to carry out its obligations during the transition and implementation

e  The new LNPA will be thoroughly conversant with all industry administration and assignment guidelines including all the NPAC
ecosystem requirements

e  The new LNPA will absorb its own expenses related to its portion of the transition and implementation of the new NPAC ecosystem

If any of these assumptions are not met, the NAPM LLC reserves the right to cease transition activities until the LNPA resolves the deficiencies, after
consultation and approval of the NAPM LLC. Penalties will be assessed to the selected vendor for failure to implement within the published timeline.

Does the Respondent agree to the requirements with respect to the transition and implementation plan as stated above?

Please attach the Respondent's proposed transition and implementation plan.

Agree

Optional Attachments:

RFP_Section 12 3_Transition and Implementation Plan. pdf (1.4 MB)

13. PRICING AND CONTRACT TERMS

QUESTION:

Term of the Master Agreements in Each Region
Contract Term

The term of the Master Agreement in each of the Regions will be a seven year term (initial five year term with two optional one year renewals) to
run from the conclusion of the current Master Agreements contract and/or acceptance of all Regions being live on the NPAC system, whichever is the
13.1* later date, through the date that equals seven years thereafter, unless terminated earlier under terms and conditions to be determined through
0 negotiations and set forth in the Master Agreements. The Master Agreements may be renewed for two subsequent, consecutive one year terms,
subject to approval by the FCC or its delegate.

The NAPM LLC, after approval by the FCC or its delegate, must provide at least 30 days written notice to the LNPA of its intent to renew prior to the
end of the initial five year term or any subsequent renewal term. The LNPA must provide at least 180 days written notice to the NAPM LLC of its
intent not to renew prior to the end of the initial five year term or any subsequent renewal term.

Telcordia00025
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Acknowledged

13.2*

Acknowledged

13.3*

Acknowledged

13.4*

Acknowledged
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Does the Respondent acknowledge the above-summarized initial term and renewal terms of the Master Agreements?

QUESTION:
Failure to Meet Requirements and Conditions of the NPAC/SMS

Each Master Agreement in each Region shall specify the requirements for a Project Plan and accompanying Test Schedule, setting forth the terms,
conditions, milestones, and respective dates for testing and remediation of defects, and culminating in Acceptance of the NPAC/SMS and full
operability and live in all Regions to Users. Each Master Agreement will also set forth the consequences and remedies for any failure or delay in
satisfying and complying with the Project Plan and Test Schedule, ranging from the imposition of Performance Credits, Liquidated Damages, other
monetary or injunctive remedies, to Termination of the Master Agreement.

Does the Respondent acknowledge the above-summarized consequences for failing to meet requirements and conditions of the
NPAC/SMS?

QUESTION:
Payment Terms

In consideration of fulfillment and performance by the LNPA of its obligations to provide NPAC/SMS Services to Users in the separate Regions for the
term of the Master Agreements, the LNPA shall be compensated exclusively by fees paid by Users pursuant to signed User Agreements and under
Pricing Schedules to be negotiated and set forth in the Master Agreements. The LNPA will allocate all allocable charges to the Users based on their
Service Provider Allocation Percentage as determined by the FCC Allocation Model or as otherwise directed by the FCC or other applicable authority,
including legislation. The NAPM LLC will have no obligation to pay the LNPA any compensation for any Services or other amounts. The LNPA will not
provide Services in any Region to any party except pursuant to an executed NPAC/SMS User Agreement. In addition to allocated charges, additional
charges may be assessed to, and payable by, Users for each allowable service element requested by Users. For the purpose of pro-rating charges
for partial months, each month will be deemed to have (30) days. Promptly after the end of each Billing Cycle, the LNPA will prepare and send to
each User an invoice for the amount of its User Charges plus any other charges to be determined through negotiations and pursuant to the Master
Agreements. The LNPA will also prepare and deliver to the NAPM LLC a report (Monthly Summary of Charges) setting forth the billing calculations
for each User in each Region. All invoices will be due and payable within (45) days of the date of the invoice.

Does the Respondent acknowledge the above-summarized general description of the payment terms?

QUESTION:
Pricing Model

It is the expectation of the NAPM LLC that factors such as future and ongoing advances in database storage and retrieval technology, economies of
scale resulting from NPAC/SMS database growth, and continuing operational efficiencies will serve significantly to lower the year-over-year cost of
operating and administering the NPAC/SMS platform. The NAPM LLC requires that cost savings be passed on by the LNPA to Users and should be
reflected in Respondent's bid price in response to this RFP Survey. In addition, by responding to this RFP Survey, Respondent agrees to meet with
the NAPM LLC on a mutually agreed upon schedule during the term of the contract, but no less frequently than biennially, to review the ongoing cost
to operate and administer the NPAC/SMS platform in order to adjust the annual flat fee for the remainder of the term of the Master Agreements to
reflect any such savings achieved.

Allocable Charges

The pricing model will be an annual fixed fee with no annual price escalators, no transaction volume floor, no transaction volume ceiling, and no
recovery or reserve for any unpaid User invoices. The LNPA will allocate the annual fixed fee to the Users based on their Service Provider Allocation
Percentage as determined by the FCC Allocation Model or as otherwise directed by the FCC, its delegate, or other applicable authority, including
legislation.

All Users not subject to allocable charges (because for example, they have no end-user telecommunications revenue upon which an allocated share
can be assessed) will be invoiced $100 per year, per Region in which the User operates, in the form of an annual fee, and the LNPA shall reduce the
overall allocable industry flat fee base with these collected charges.

Direct Charges

The cost of certain additional NPAC/SMS services requested by Users and provided by LNPA but which did not constitute Services under the Master
Agreements, shall be billed directly to, and paid directly by, the requesting User and not allocated to other Users. These services subject to direct
charges include the following:

1. Anyrecurring cost per Virtual Private Network (VPN) access to NPAC network

2. Any recurring cost per Dedicated Mechanized Interface to NPAC network

3. Cost per NPAC User manual request support

4. Cost per standard report requested by User

5. Cost per ad hoc report requested by User

6. Any non-recurring cost per log-on ID established

7. Any non-recurring cost per mechanized interface established (existing NPAC users are not to be treated as new entrants)
8. Cost to support new carrier initial LSMS interoperability testing (existing NPAC users are not to be treated as new entrants)
9. Cost to support new carrier initial SOA interoperability testing (existing NPAC users are not to be treated as new entrants)
10. Per hour cost for LNPA test engineer support subsequent to initial system testing

If Respondent has any additional direct charges in its proposal, please provide details and pricing in Section 14.3.
Statements of Work

The cost for any Statements of Work requested by the NAPM LLC in any Region during the term of the Master Agreements, whether generated as a
result of NANC Change Orders developed, approved, and recommended by the LNPA-Working Group, or generated directly from the NAPM LLC, shall
be included as part of the annual fixed price and shall not result in a separate additional charge or an increase in the annual fixed price. The cost for
any Statements of Work generated at the request of an individual User shall be borne by the User or Users requesting a Statement of Work;
provided, however, that any such Statement of Work nonetheless still requires approval of the NAPM LLC and may not degrade or affect the
performance of the NPAC/SMS or the delivery of Services.

Does the Respondent acknowledge the above-summarized Pricing Model and agree to be bound thereby in accordance with the
Master Agreements?
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QUESTION:

Most Favored Customer

During the term of the Master Agreements in each Region, the terms and conditions offered to Users for Services shall be at least as favorable as the
terms and conditions, including the pricing, provided by the LNPA to any other customers who receive NPAC/SMS-type services under comparable
agreements. If the LNPA provides more favorable terms to another customer for NPAC/SMS services of the type received by Users pursuant to the
Master Agreements in any Region, subject to the following paragraph, the NAPM LLC may substitute all or any portion of such more favorable terms
for the terms of Master Agreements and the NPAC/SMS User Agreements, including, if appropriate, the lowest charges included in such terms,
retroactive to the date the more favorable terms became effective as to such other customer of the LNPA.

The Master Agreements shall establish processes and procedures for determining the application and operation of this Most Favored Customer
Clause, including, but not limited to, the process for determining if certain services or contracts are comparable, for evaluating whether certain terms
are more or less favorable, whether terms must be considered in conjunction with other terms because they are related, the process by which the
LNPA must advise the NAPM LLC upon entering into a comparable agreement, and the process by which the NAPM LLC can elect more favorable
terms. "Terms" includes, but is not limited to, rates, prices, charges, target amounts, liquidated damages, contractual terms and conditions, or any
other contractual element (including, without limitation, service level requirements) affecting the price of NPAC/SMS Services offered or the rights or
obligations of the parties or Users under either this Agreement or the NPAC/SMS Users Agreement.

Does the Respondent acknowledge the above-summarized Most Favored Customer Clause and agree to be bound thereby in
accordance with the Master Agreements?

QUESTION:
Best and Final Offer

After responses are submitted to this RFP survey, the NAPM LLC FONPAC may decide to seek best and final offers from one or more Respondents.

A best and final offer may be requested for any number of reasons, including but not limited to, the following: clarification or revision of certain
technical items or responses to the RFP survey, the Vendor Qualification survey, or the TRD survey; revised pricing or costs; clarification of certain
pricing or cost items; subcontracting plans; and certification of cost or pricing data. If a best and final offer is requested of any bidder, each bidder
that has submitted a bid that the NANC/NAPM has not otherwise disqualified, shall have the opportunity to submit a best and final offer.

If the NAPM LLC FONPAC decides to seek best and final offers, selected Respondents will be notified of the areas to be addressed and the date and
time in which the best and final offer must be returned. Proposal scores may be adjusted in light of the new information received in the best and final
offer. A best and final offer may be requested on price/cost alone.

Does the Respondent acknowledge the above-summarized best and final offer procedure and agree to be bound by it?

14. SUBMITTING BIDS

14.1*

https://napmllc.smartsourceportal.com/SourceWeb.dll/ExecuteAction.html ?ActionN ame=webserver g uestionnaireattendee&ActionD ata=inter naleventid%3D 789...

QUESTION:

Bid Process Overview

All bids/proposals in response to this RFP survey must be submitted through the lasta® SmartSource SRM® Tool. Hard copy, facsimile, or Email
bids/proposals will not be considered qualifying responses for this RFP survey.

A Respondent may submit proposals for one, all, or any combination of some but not all of the seven Regions. A Respondent may submit proposals
for one or more Regions individually (each referred to as a "Regional Proposal"), for one or more combinations of Regions together, either for fewer
than all Regions (each referred to as a "Partial Combined Proposal”) or for all seven Regions (referred to as a "Full Combined Proposal).

In addition to being evaluated as individual Regional Proposals, all of a Respondent's Regional Proposals automatically shall be combined and
evaluated as Partial Combined Proposals and, if for all Regions, as a Full Combined Proposal, unless a Respondent expressly submits one or more
Partial Combined Proposals or a Full Combined Proposal, or the Respondent expressly limits any of its Regional Proposals from being evaluated as
Partial Combined Proposals or a Full Combined Proposal.

If a Respondent submits both (a) individual Regional Proposals for more than one Region or for all Regions and (b) a Partial Combined Proposal or
Full Combined Proposal for any combination of those same Regions, then Respondent must itemize and explain the reasons for the differences,
including the determination of price, between the Regional Proposals and the Partial or Full Combined Proposal that include those same Regions.

If a Respondent submits one or more Regional Proposals or a Partial Combined Proposal, then such Respondent must itemize and explain with
specificity how such Respondent will coordinate its NPAC solution in the Regions in which it has made a proposal with the NPAC solution or solutions
in other Regions in which it has not made a proposal and how it will overcome the resultant complexities of multiple LNPAs and allocate or absorb the
costs and expenses of such coordination and complexity. In addition, such Respondent must also answer the following questions:

1. What would be the additional complexities, costs, and support necessary for national Service Providers, or Service Providers serving territory
in two or more Regions served by different LNPAs, to connect their SOAs and LSMSs to multiple LNPA NPAC platforms and maintain those
multiple connections, and how would those additional costs be determined, allocated, or absorbed?

2. How would national Service Providers, or Service Providers serving territory in two or more Regions served by different LNPAs connect their
test bed platforms to multiple NPAC LNPA test beds in different Regions and how would additional costs be determined, allocated, or
absorbed?

3. How would NPAC releases and carrier deployment of new features be implemented over NPAC solutions of different LNPAs in different
Regions, and how would additional costs be determined, allocated, or absorbed?

4. What would be the additional complexities, costs, and support necessary to conduct annual disaster recovery and failover testing for each
additional LNPA in separate Regions, and how would additional costs be determined, allocated, or absorbed?

5. What would be the additional complexities, costs, and support necessary for national Service Providers, or Service Providers serving territory
in two or more Regions served by different LNPAs, to obtain reports and data from NPAC solutions of different LNPAs in different Regions, and
how would additional costs be determined, allocated, or absorbed?

6. How would the following matters be addressed and what would be the additional complexities and how would additional costs be determined,
allocated, or absorbed:

a. Coordination of tunable parameter changes among multiple NPAC LNPAs;

b. Coordination of SPID migration limitations and process;

c. Coordination of NPAC software release development and implementations among different LNPAs that could have different development
cycles;

d. Resolution of differences among LNPA software implementations, some of which could be service-affecting;

e. Consolidation of data and information from multiple LNPAs into one LNPA WG website;

f. Changes to Service Provider local systems;

g. Resolution of disputes over software release development and implementation differences;

h. Neutral Change Management Administration; )
Telcordia00027
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i. Development of Service Provider internal processes to accommodate differences in multiple LNPA M&Ps;

J. Processing, verifying, forecasting, and paying bills to multiple LNPAs;

k. Access, coordination, and management of Enhanced Law Enforcement Platform and Intermodal TN ID Service by multiple LNPAs; and
I. Negotiation, execution, and reconciliation of differences in Master Agreements with multiple LNPAs?

The NAPM LLC, working in conjunction with the NANC, will recommend for selection an LNPA in each of the seven Regions pursuant to the evaluation
criteria stated in the RFP. The selection of the LNPA will be made without the requirement of discussions or interviews, but discussions and
interviews may be held if desired by the FONPAC. All Respondents are encouraged to submit their best proposal; each Respondent's proposal in
response to this RFP survey should contain the Respondent's best terms from a technical, management, and cost standpoint, as outlined in Section
14.1.1.

The Respondent acknowledges the above bid process overview.

Please provide an attachment addressing the questions above, as necessary.

Optional Attachments:

REP_Section 14.1 Multi-Vendor NPAC-TNS. pdf (1.1 MB)

RFP_Section 14.1 Bid Process Overview — Regional Responses.pdf (423.4 KB)

14.1.1*

QUESTION:

Evaluation Criteria

This Section summarizes the evaluation criteria that will be used for evaluation of proposals, selection, and award. After a Respondent has
satisfied the Vendor Qualification Criteria set forth in the Vendor Qualification survey, the following factors will be evaluated and considered based
on the quality and thoroughness of the response and a demonstration of a complete understanding of the requirements in the RFP survey and the
TRD survey.

Basis for Award

Each Respondent's proposal submitted in response to this RFP survey will be evaluated against the following criteria listed in order of
importance: Technical, Management, and Cost. Technical merit plays a significant role in selecting the LNPA. The Technical and Management
criteria when combined are significantly more important than the Cost criterion alone.  If Respondents' Technical and Management merits are
not significantly disparate, the Cost may become determinative. Each Respondent is encouraged, therefore, to submit as a response to this RFP
survey a proposal with sound Technical and Management merits, supported by competitive pricing. Subject to FCC oversight, the selection of an
LNPA in each of the seven regions will be made on a determination of which technically acceptable proposal(s) is most advantageous to the
industry and other affected individuals or entities, considering price and the other evaluation criteria stated in the RFP survey.

A. Technical Criteria
The following are the factors constituting the technical criteria. Factor 1, Factor 2 and Factor 3 are equally important.
Factor 1, Operational Performance

The Respondent demonstrates an understanding of and competency in all operational performance aspects of the NPAC ecosystem for the full
term of the Master Agreements in each Region. Factors of operational performance include, but are not limited to, the following requirements:

Volume/Throughput
Service Level

Change Management
Audit Administration
Reporting

Factor 2, Reliability and Functionality

The Respondent demonstrates an understanding of and competency in the requirements to operate the system, and to provide the service during
the term of the Master Agreements in each Region. The Respondent also demonstrates an understanding of and competency in the system
availability, testing, disaster recovery, backup, and help desk requirements and provides confidence (through analysis or other demonstrable
means) that their NPAC/SMS will enable the Respondent to meet all SLRs and other system performance requirements.

Factor 3, Security

The Respondent demonstrates a full understanding of and competency in the security requirements to operate the NPAC/SMS. This includes
meeting all data security and privacy requirements.

If the Respondent does not submit a single proposal for all Regions or Respondent's submission does not equate to a combined bid for nationwide
service for all Regions, the Respondent must provide explanations, itemization, and responses to the matters set forth in 14.1 above.

B. Management Criteria

The following are the factors constituting the management criteria. Factor 1 is most important. Factor 2 is more important than Factor 3.

Factor 1, Customer Service

The Respondent demonstrates the ability to provide excellent customer service to a wide spectrum of organizations, customers, and stakeholders.
Factor 2, Vendor Experience and Performance

The Respondent's past performance demonstrates the ability to:

« Develop and deploy a comparable automated system;

« Staff , manage, and operate an NPAC or comparable service operation;

+ Meet schedule requirements and manage contract costs;

« Communicate with and support a wide spectrum of organizations, customers, and stakeholders;
« Provide full financial and operational reporting and insight;

« Develop and implement escalation procedures; and

« Survey end users to gain feedback on help desk and user experience.

Factor 3, Financial Stability
The Respondent demonstrates that it has the financial strength and s tability to endure negative economic impacts.
C. Cost Criteria

Please refer to Section 13.4 of this RFP survey - P”C"PEIMBFalaooozs
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Technical merit plays a more significant role than cost in determining contract award. The non-cost evaluation factors when combined are
significantly more important than cost. As Respondent's technical proposals become more equal, cost may become the determining factor.
Competition will be used to determine price reasonableness.

If the Respondent does not submit a single proposal for all Regions or Respondent's submission does not equate to a combined bid for nationwide
service for all Regions, the Respondent must provide explanations, itemization, and responses to the matters set forth in 14.1 above.

Does the Respondent acknowledge the above-summarized evaluation criteria and agree to be bound by them?

Acknowledged

QUESTION:

Allocable Charges

Each Respondent must attach an Excel spreadsheet based upon the sample yearly flat rate pricing table specified below for each of its proposals
separately for each of the seven years (initial five year term with two optional one year renewals) of the term of all Master Agreements. If a
Respondent submits proposals for each Region separately, then the flat rate pricing table must be provided for each such Region; if the Respondent
submits a proposal for any combination of all or fewer than all Regions, then the flat rate pricing table must be provided for each combination of
Regions. More than one flat rate pricing table may be submitted depending on the Respondent's proposals, but each flat rate pricing table must be
clearly labeled. Provide complete and precise dollar amounts where applicable. Each year is defined as the period beginning July 1 and ending June 30
of the following year.

The pricing model will be an annual fixed fee with no annual price escalators, no transaction volume floor, no transaction volume ceiling, and no
recovery of any unpaid User invoices from the rest of the industry. The LNPA will allocate the annual fixed fee to the Users based on their Service
Provider Allocation Percentage as determined by the FCC Allocation Model or as otherwise directed by the FCC or other applicable authority, including
legislation.

All Users not subject to allocable charges or with no end-user telecommunications revenue will be invoiced $100 per year, per region in the form of an
annual fee, and LNPA shall reduce the overall allocable industry flat fee base by these collected charges.

Please attach a detailed Excel document using the sample formatting below.

Year 2015-2016 | Year 2016-2017 | Year2017-2018 | Year2018-2019 | Year2019-2020 | Year 2020-2021 | Year 2021-2022

Allocable Industry Flat Fee in U.S.
Dollars for All Combined NPAC Regions

Allocable Industry Flat Fee in U.S.
Dollars for MidAtlantic NPAC Region

Allocable Industry Flat Fee in U.S.
Dollars for MidWest NPAC Region

Allocable Industry Flat Fee in U.S.
Dollars for NorthEast NPAC Region

Allocable Industry Flat Fee in U.S.
Dollars for SouthEast NPAC Region

Allocable Industry Flat Fee in U.S.
Dollars for SouthWest Region

Allocable Industry Flat Fee in U.S.
Dollars for West Coast NPAC Region

Allocable Industry Flat Fee in U.S.
Dollars for Western NPAC Region

Optional Regional Combination (must
identify Regions)

(no answer)
(no answer)
(no answer)
(no answer)
(no answer)
(no answer)
(no answer)
(no answer)

(no answer)

(no answer)
(no answer)
(no answer)
(no answer)
(no answer)
(no answer)
(no answer)
(no answer)

(no answer)

(no answer)
(no answer)
(no answer)
(no answer)
(no answer)
(no answer)
(no answer)
(no answer)

(no answer)

(no answer)
(no answer)
(no answer)
(no answer)
(no answer)
(no answer)
(no answer)
(no answer)

(no answer)

(no answer)
(no answer)
(no answer)
(no answer)
(no answer)
(no answer)
(no answer)
(no answer)

(no answer)

(no answer)
(no answer)
(no answer)
(no answer)
(no answer)
(no answer)
(no answer)
(no answer)

(no answer)

(no answer)
(no answer)
(no answer)
(no answer)
(no answer)
(no answer)
(no answer)
(no answer)

(no answer)

Optional Attachments:

RFP_Section 14.2 Pricing Summary.pdf (284.8 KB)

RFEP_Section 14.2 Allocable Charges (Offer 10f2, Combined).xlIsx (18.9 KB)
RFP_Section 14.2 Allocable Charges (Offer 20f2, Regional Combination).xlIsx (19.1 KB)

14.3*

QUESTION:

Direct Charges

The cost of certain services requested by Users and provided by the LNPA shall be billed directly to the requesting User and not allocated to all
Users. These services subject to direct charges are shown in the direct charges table provided. Each year of the initial term of the Master
Agreements is defined as the period beginning July 1 and ending June 30 of the following year.

Each Respondent shall fill out each cell in the direct charges table for each of its proposals, if any, (in U.S. dollars) for all seven Regions for each of
the seven years (initial five year term with two optional one year renewals) of the term of all Master Agreements. Each cell must be populated with a
complete and precise dollar amount. Appropriate entries are numeric only and cells must not be left blank. The direct charges table should only be
completed once and the charges will be applicable to each Region.

Please fill out each required box in the table below and also attach an Excel document using the same format.

In addition, if the Respondent has other direct charges, please include the pricing schedule and details for those additional direct
charges in the same Excel document.

https://napmllc.smartsourceportal.com/SourceWeb.dll/ExecuteAction.html ?ActionN ame=webserver g uestionnaireattendee&ActionD ata=inter naleventid%3D 789...
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15. OPTIONAL ATTACHMENTS

15.1

Attachments:

QUESTION:

(OPTIONAL)

Attach any supplemental documentation here.

RFP_Section 15.1_Supplemental Documentation. pdf (2 MB)

16. NEXT STEPS

16.1

STATEMENT:

Next Steps

The FONPAC will evaluate all responses to the RFP survey, the Vendor Qualification survey, and the TRD survey. The FONPAC's evaluation is expected
to commence on or about April 5, 2013 per the published timeline. The FONPAC expects to present its recommendation for selection of a successor
LNPA to the NAPM LLC for consideration, and the NAPM LLC expects to make its recommendation to the NANC SWG no later than August 5, 2013.

Upon consensus of the NANC SWG expected about August, 2013, the NANC SWG expects to present its recommendation for selection of a successor
LNPA to the NANC for approval in August 2013. The NANC chair will then seek to reach consensus on the recommendation and present that consensus
recommendation, along with the evaluation report substantiating that recommendation (including the final number of votes for each Respondent), to the
FCC or its delegate, for approval as directed in Order DA 11-883. If consensus cannot be reached in the NANC, the NANC chair shall inform the FCC
and forward the NAPM LLC's, NANC SWG's, and NANC's separate evaluation information to the FCC. Upon receipt of this documentation, the FCC will
select a successor LNPA around September 2013, and communicate its decision to the NANC chair and the NAPM LLC.

The NAPM LLC shall notify all Respondents concerning the successor LNPA, and the SWG will then be disbanded. The NAPM LLC will commence
contract negotiations with the successor LNPA around September 2013, and work to enter into definitive Master Agreements in all Regions by or before
February 2014. The NAPM LLC will submit the completed Master Agreements to the FCC for review and approval by or before February 2014. Per the
published timeline, FCC approval of the Master Agreements in all Regions is anticipated around March 2014.

The NAPM LLC and the LNPA will execute the Master Agreements on or about March 2014, and the LNPA will be directed by the NAPM LLC to initiate
the design, development, system testing, vendor and industry certification process for the successor NPAC/SMS in order to deliver a properly and fully
functional NPAC system no later than June 28, 2015.

Notwithstanding the foregoing, these anticipated dates may change.

Please note: Your response has been submitted to the sponsor. It is final and may not be edited.

https://napmllc.smartsourceportal.com/SourceWeb.dll/ExecuteAction.html ?ActionN ame=webserver g uestionnaireattendee&ActionD ata=inter naleventid%3D 789...
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Required Enhancements

2.1 Alternative Interface
2.1.1 Enhancement Opportunity

I

The LNPA WG has expressed interest in implementing an alternate to the current CMIP mechanized
interface. The Telcordia team has been actively participating in the LNPA Working Group discussions and
providing contributions regarding the formation and development of NANC Change Order 372.

2.1.2 Compliance

The Telcordia NPAC/SMS will support this enhancement as defined in Change Order 372 and associated
existing documents (FRS, 1IS) and new documents (XML Interface Specification). Telcordia’s response to
this RFP survey includes all costs to develop and implement.

2.1.3 Benefit

Service Providers and Service Bureaus that operate a mechanized interface between NPAC and their
local SOA and LSMS systems will be able to choose the interface to utilize to best meet their business
and technical objectives.

2.1.4 Proposed Changes

iconectiv CONFIDENTIAL — RESTRICTED ACCESS
See Confidentiality Restrictions on Title Page
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2.2 Support of IPv6
2.2.1 Enhancement Opportunity

Due to the impending exhaustion of the IPv4 addressing currently in use, NPAC/SMS support of IPv6
addressing is being proposed in NANC Change Order 447. The NPAC/SMS must support dual IPv4 and
IPv6 stacks. In March 2012 the LNPA WG agreed to the content in NANC Change Order 447 for
eliminating non-EDR support and submitted it to the NAPM LLC.

2.2.2 Compliance

The Telcordia NPAC/SMS will support this enhancement as defined in NANC Change Order 447.
Telcordia’'s response to this RFP survey includes all costs to develop and implement.

2.2.3 Benefit

IPv6, or Internet Protocol version 6, is the successor to Internet Protocol Version 4. [Pv4 provides the
addressing mechanism that has been used to address computers on the internet since the internet was
founded as a research project. 1Pv6 provides two main improvements over IPv4, namely

¢ avastly increased address pool
¢ increased efficiency processing packet headers

The immediate driver for switching from IPv4 to IPv6 is the imminent exhaustion of the IPv4 address
space.

Many Service Providers, through corporate initiatives, are streamlining their networks and would like to
use IPv6 as the addressing scheme used to:

¢ connect their local systems (LSMS and SOA) to the NPAC for the CMIP Interface
¢ web interface

¢ and SFTP file transfer.

iconectiv CONFIDENTIAL — RESTRICTED ACCESS
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2.2.4 Proposed Changes
OSI Stack support for IPv6

The Open Systems Interface (OSI) Stack used for communication between the Service Provider Local
Systems and the NPAC uses the IP layer at its lowest level. The stack is able to utilize to both an IPv4
and an IPv6 address and can establish a CMIP association via either IP address. As a result, the
Telcordia NPAC Solution is able to communicate with Local Systems using either IPv4 or IPv6
addressing.

The solution leverages the DataUnits OSI stack technology which has been in production more than five
years. DataUnits is currently used in over a dozen service provider locations as part of their LNP local
system and test environment solutions. It is hardened product that has a proven track record regarding
reliability and functionality.

Application (NPAC)

Presentation

Session

Transport

RFC1006

Figure 1 — OSI Stack Support for IPv6

2.3 Elimination of NPAC/SMS support of Non-EDR
2.3.1 Enhancement Opportunity

The NPAC/SMS has previously supported Number Pooling supporting both EDR (Efficient Data
Representation) and Non-EDR porting flows on a per service provider basis. In March 2012 the LNPA
WG agreed to the content in NANC Change Order 448 for eliminating non-EDR support and submitted it
to the NAPM LLC.

2.3.2 The Description of Change from NANC 448

The proposed change order modifies the NPAC to use only Number Pool Blocks (NPBs) when
downloading Number Pool information to the LSMS. This applies to activates, modifies, and disconnects
of Number Pool Blocks. Upon implementation of this change order, no pooled Subscription Versions will
be broadcast to any LSMS, and all SPIDs will be considered EDR capable. Furthermore, there will be no
ability to restore the non-EDR functionality. The removal of other embedded software that deals with non-
EDR (e.g., business rules, database, CMIP processing) will be updated as NPAC Development Team
resources become available.

iconectiv CONFIDENTIAL — RESTRICTED ACCESS
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2.3.3 Compliance

The Telcordia NPAC/SMS will support this change as defined in NANC Change Order 448 and
associated requirements specification documents (FRS, IIS). Telcordia’s response to this RFP survey
includes all costs to develop and implement.

2.3.4 Benefit to the Industry

Removal of Non-EDR will simplify and consolidate a number of the porting flows supported by
NPAC/SMS to interface with each LSMS.

2.3.5 Proposed Changes

iconectiv CONFIDENTIAL — RESTRICTED ACCESS
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3 Future Considerations

3.1 Automation of processes between the NPAC/SMS and the
Pooling Administration System (PAS)
3.1.1 Enhancement Opportunity:

The Telcordia next-generation NPAC/SMS architecture is flexible enough to support any required
enhancement in the future to incorporate automation of the described processes between the NPAC/SMS
and the PAS including:

¢ Provisioning of Part 1B Forms
¢ Provisioning of SP requests that effect PAS (activation, deletes, modifications of blocks)

Telcordia notes that to the extent there is not an interface available today for it to match, the proposed
process described below may also require some minor changes to PAS that may need to be worked via
the Industry Numbering Committee and the NANC Oversight Working Group. Telcordia commits to
providing the necessary resources to support that industry effort.

3.1.2 Potential Changes

iconectiv CONFIDENTIAL — RESTRICTED ACCESS
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3.1.3 Benefit

3.1.4 Compliance

3.2 Combining steps for Intra-Service Provider ports
3.2.1 Enhancement Opportunity

The NPAC/SMS currently requires separate steps and messages for the creation and activation of Intra-
Service Provider (SP) ports. It may be required in the future to combine the creation and activation steps
for Intra-Service Provider ports into one step and message.

3.2.2 Compliance
The Telcordia NPAC/SMS will support this potential future enhancement if it is required by the industry.

3.2.3 Benefit to the Industry

3.2.4 Potential Changes

iconectiv CONFIDENTIAL — RESTRICTED ACCESS
See Confidentiality Restrictions on Title Page

April 2013 Page 10
Telcordia00093



REDACTED — FOR PUBLIC INSPECTION

o—————o iconectiv Number Portability Administration Center
iconectiv Request for Proposal No. 2015-LNPA-RFP-1.
RFP_Section 7.3_Required Enhancements and Future Considerations Response

3.3 Inter-carrier Communications
3.3.1 Enhancement Opportunity

In the existing NANC flows, the new and old service providers involved in a port communicate with each
other, prior to interacting with the NPAC/SMS, to validate and confirm that the TN or set of TNs can be
ported. In the future, the industry may desire to incorporate this inter-carrier communication process into
the NPAC/SMS. Incorporating this functionality would make the U.S. NPAC functionality similar to the
NPAC PLUS functionality in the Telcordia Number Portability Clearinghouse that is deployed in 15
countries around the world.

3.3.2 Compliance
The Telcordia NPAC/SMS will support this enhancement if it is required by the industry.

3.3.3 Benefit to the Industry
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3.3.4 Potential Changes
3.3.4.1 Defining the Solution
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3.3.4.2 General Changes and Impacts

iconectiv CONFIDENTIAL — RESTRICTED ACCESS
See Confidentiality Restrictions on Title Page

April 2013 Page 14
Telcordia00097



REDACTED — FOR PUBLIC INSPECTION

———————o iconectiv Number Portability Administration Center
iconectiv Request for Proposal No. 2015-LNPA-RFP-1.
RFP_Section 7.3_Required Enhancements and Future Considerations Response

3.3.4. S
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3.3.5 Conclusion
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Future Mandated Changes

4.1 PSTN to IP Transition

4.1.1 Introduction
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4.1.2 Aspects of an IP Environment that Require NPAC Consideration
4.1.2.1 IP environments are geographically neutral,

4.1.2.2 Routing and Interconnection in a PSTN-IP Environment
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4.1.2.3 |IP Address Resolution, ENUM and The Role of NPAC
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4.1.3 Compliance
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Section 7 — REQUIRED ENHANCEMENTS AND FUTURE
CONSIDERATIONS

RFP_Section 7.4_Additional Information Regarding Cloud Computing
— Optional

1.1 Enhancement Opportunity

Please provide Respondent's view regarding the applicability for incorporating cloud computing to
enhance the operations and functionality of the NPAC/SMS.

1.2 Considerations
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Section 7 — REQUIRED ENHANCEMENTS AND FUTURE
CONSIDERATIONS

RFP_Section 7.5 Additional Information Regarding Web Services
Interface — Optional

1.1 Enhancement Opportunity

Please provide Respondent's view regarding the applicability for incorporating a web services interface to
enhance the operations and functionality of the NPAC SMS.

1.2 Considerations
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AN OVERVIEW

of fundamental Group policies and directives guiding
our relationships to each other and to our stakeholders.

Further details and additional rules for specified areas of operations are found in the Group Policies’

and Group Directives? as well as in local instructions.

1 Group Policies:
http://internal.ericsson.com/page/hub_inside/company/management_and_control/group_policies/index.jsp

2 Group Directives:
http://internal.ericsson.com/page/hub_inside/comloealncyé%ga%ei‘i%t_and_comrol/group_direotives/index.jsp
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LeTTER FROM
THE PRESIDENT

Dear Colleagues,

Integrity and ethics have always characterized the way we conduct business at Ericsson.
Working with a strong sense of integrity is critical to maintaining trust and credibility with our
customers, partners, colleagues, shareholders and other stakeholders. The Code of Business
Ethics is our guiding framework.

| expect all employees to share a commitment to the highest level of integrity and ethics in
the conduct of business. As an employee and a responsible corporate citizen, you must
acknowledge the Code of Business Ethics and follow the Code in your daily work. It is up
to each one of us to support Ericsson’s strong ethical reputation as a trusted partner to our
stakeholders.

Hans Vestberg
President & CEO
May 2012

Telcordia00116
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OUR GUIDING

PRINCIPLES

We at Ericsson share the commitment to the

highest level of integrity and ethics in the conduct

of business. Integrity and ethics have always
characterized the way we conduct business.
Operating with a strong sense of integrity is critical to
maintaining trust and credibility with our customers,
partners, employees, shareholders and other
stakeholders.

Creating an environment of transparency in the
conduct of business is a high priority for all of us. Our
Code of Business Ethics is our promise to operate
with candor and truthfulness in our dealings and
communications to the marketplace. We expect that
the company will be operated in accordance with the
principles set forth in this Code and that everyone,
from the members of the Board of Directors and

the Executive Leadership Team to each individual
Ericsson employee, will be held accountable for
meeting these standards.

Our Code of Business Ethics contains rules
regarding individual and peer responsibilities, as well
as responsibilities to our employees, customers,
suppliers, shareholders and other stakeholders and
includes:

. Compliance with laws, rules and regulations
(including insider trading laws)

o Protecting confidential and other proprietary
information and that of our customers and
vendors

o Protection and proper use of company assets

. Respecting human rights throughout our
business operations

. Dealing with conflicts of interest

° Promoting full, fair, accurate, timely and
understandable disclosure in financial reports
and other public communications

. Protecting the environment

e Supporting the reporting of any unlawful or
unethical behavior
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OUR RESPONSIBILITY
~OR COMPLIANCE

Each of us is required to review and follow this Code,
as well as to comply with all applicable laws and
Ericsson’s Group policies and directives. Failure to
do so may result in civil and criminal liability and may
result in disciplinary actions including termination of
employment.

We place additional responsibilities on our managers.
They must, through their actions, demonstrate the
importance of compliance. Leading by example is
critical, as is being available for employees who have
ethical questions or wish to report possible violations.

Managers must ensure that this Code is enforced
through appropriate disciplinary measures. Managers
may not turn a blind eye toward unethical conduct.

Waivers of this Code of Business Ethics may

be granted on a case-by-case basis but only in
extraordinary circumstances. Waivers of this Code
for employees may be made only by a member of
the Executive Leadership Team. Any waiver of this
Code for our directors, CEO or other senior officers
with financial reporting responsibilities may be made
only by our Board of Directors or the appropriate
committee of our Board of Directors

Telcordia00118

6

LI

1 EF P _

=2

F
&

L4



REDACTED — FOR PUBLIC INSE)ECTION

Request for Proposal No. 2015-LNPA-RFP-1.

RFP_Section 12.1_Ericsson Code of Business Ethics.pdf

REPORTING
VIOLATIONS

Employees - Employees are encouraged to report
any conduct that they believe, in good faith, to be a
violation of laws or the Code of Business Ethics to
their manager or in accordance with locally established
procedure. If the manager is involved in the situation or
cannot or has not adequately addressed the concerns,
employees are advised to report to a manager of
higher rank or in accordance with locally established
procedure.

Suppliers, customers and others - Other persons
than employees, such as suppliers, customers

and other partners involved with Ericsson, may
report suspected violations of laws or the Code of
Business Ethics to the local operations manager or in
accordance with locally established procedure.

Ericsson Reporting Violations - If none of the
above mentioned reporting channels is available or
appropriate, and if the alleged violation

- is conducted by Group or local management, and

- relates to corruption, questionable accounting or
auditing matters or otherwise seriously affects vital
interests of the Group or personal health and safety,

the violation may be reported through the
whistleblower process Ericsson Reporting Violations.
Reports can be handled in the process if in
accordance with local legislation applicable to persons
involved. Information about the Ericsson Reporting
Violations process is available on the Ericsson intranet’
and on the Ericsson website?.

Managers are expected to seriously address a
reported issue and work to ensure a satisfactory
resolution in alignment with our Group ethics and
values and with any local statutory or regulatory
obligations. Ericsson will not accept any discrimination
of or retaliation against the individual reporting the
violation for having in good faith reported alleged
violations.

"http://internal.ericsson.com/page/hub_inside/support/
audits_ass_cert/rep_violations/index.jsp
2http://www.ericsson.com/thecompany/corporate_
governance/code_of_business_ethics/reporting_
violations
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RESPECTING HUMAN
RIGHTS THROUGHOUT OUR
BUSINESS OPERATIONS

The UN Guiding Principles for Business and Human
Rights® call for companies to respect internationally
recognized human rights throughout their value chain
and within their sphere of influence. We actively work
to integrate these principles into our governance
framework.

For the purpose of protecting human rights and
promoting fair employment conditions, safe

working conditions, responsible management of
environmental issues and high ethical standards, our
Code of Conduct shall be applied in the production,
supply and support of Ericsson products and
services worldwide.

Anyone working for Ericsson should be entitled to

his or her basic human rights and should not be
forced to suffer physically or mentally from his or her
work in any way. We recommend that all employees
should be free to peacefully and lawfully form and join
associations of their own choosing, and should have
the right to bargain collectively. Ericsson does not
accept child labor.

No employee should be discriminated against
because of e.g. race, color, sex, sexual orientation,
marital status, pregnancy, parental status, religion,
political opinion, nationality, ethnic background,
social origin, social status, disability, age or union
membership.

All employees should know the basic terms and
conditions of their employment. We recommend that
all employees with the same experience, performance
and qualifications receive equal pay for equal work
with respect to those performing the same jobs under
similar working conditions.

Telcordial

The health of the workers and the safety of the
workplace shall always be a priority concern. This
applies to all aspects of working conditions including
labeling and handling of chemicals, noise level,
temperature, ventilation, lighting and quality of and
access to sanitary facilities.

Ericsson supports the United Nations Global
Compact* initiative, covering the areas of

human rights, labor standards, environmental
management and anti-corruption. In order to make
this commitment clear to employees, suppliers,
customers and other stakeholders, our Code of
Conduct is based on the Global Compact’s ten
principles and is publicly available on Ericsson’s
website® .

Suppliers and their subcontractors shall be required
to comply with the Code of Conduct and to verify
compliance.

Shttp://www.ohchr.org/documents/issues/business/A.
HRC.17.31.pdf

“http://www.unglobalcompact.org/

Shttp://www.ericsson.com/article/sustainable-
Mﬂngj 804976481_c
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COMPLIANCE WITH LAWS,
RULES AND REGULATIONS

Ericsson shall comply with all laws and regulations
that apply to its business. As you conduct Ericsson’s
business you may encounter a variety of legal issues.
It is the responsibility of each employee to seek
appropriate advice on relevant legal requirements and
other legal issues.

International business dealings - Specific laws and
regulations apply to our participating in international
business. Employees involved in foreign business
transactions must be familiar with, and adhere to, all
applicable foreign and domestic laws and regulations.
Ericsson employees involved in international business
matters must, for example, be aware of applicable
export and import regulations, anti-boycott provisions,
trade embargos and sanctions in force.

Anti-trust - Ericsson is dedicated to promoting fair
competition. Fair competition is the basis for business
development and innovation. All Ericsson employees
shall compete in the open market as vigorously and
constructively as possible, while consistently com-
plying with the law in each of the countries in which
Ericsson operates. Anti-trust law matters must be
handled in concert with Group Function Legal Affairs,
which function is responsible for the management
and co-ordination of such matters when initiated or
otherwise dealt with by court or other authority.

Accounting and financial reporting - Ericsson is
required to follow strict accounting principles and
standards, to report financial information accurately
and completely, and to have appropriate internal
controls and processes to ensure that accounting
and financial reporting complies with law, regulations
and listing requirements. You must do all you can to
support the company’s efforts in this area.

Insider Trading — All Ericsson employees shall act
in strict compliance with all applicable insider trading
and stock tipping rules and regulations.

You are not permitted to, directly or indirectly, buy

or sell stock or securities in any publicly traded
company, including Ericsson, while in possession

of inside information regarding such company or

to disclose inside information to anyone within or
outside Ericsson including family, friends, co-workers
or others for whom such information is not necessary
for the performance of his/her duties for Ericsson.

“Inside Information” is non-public information, which
is likely to have a significant effect on the trading price
of the concerned stock or securities.

Telcordia00121
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COMMUNICATION AND
~FINANCIAL INFORMATION

It is important that you have a good understanding
of your unit’s operational and financial performance
to increase your involvement in improving operations.
This must be balanced with Ericsson’s financial
disclosure policy and legal requirements, specified
in frameworks such as the insider rules, listing and
reporting rules of stock exchanges and supervisory
authorities for securities. Ericsson’s obligation to
comply with these requirements defines the way

to manage material news that might impact the
stock price. Comments about financial performance
and prospects to external parties shall only be
made by official spokespersons as authorized in

the spokespersons directive and in conjunction

with activities supported by Group Function
Communications.

The authorized spokespersons are assigned to
represent the company externally. You shall not, on
behalf of the company, comment about Ericsson or
its affairs to the media, investors, financial or industry
analysts, outside consultants, or on Internet chat
pages or in other public forums without approval from
Group Function Communications.

Employees involved in financial reporting shall always
provide full, fair, accurate, timely and understandable
disclosure in reports and documents that Ericsson
files with or submits to, government agencies,
authorities and in other public communications.

Telcordia00122
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DEALING WITH CONFLICTS

OF INTEREST

At Ericsson, we make business decisions based on
the best interests of the Group rather than personal
considerations or relationships. A conflict of interest
arises when anything interferes with or influences the
exercise of an employee’s independent judgment

in the best interests of Ericsson. We must avoid
situations in which our personal interest may conflict
with, or even appear to conflict with, the interests of
the Group.

The following are examples of situations to be
particularly aware of:

Business opportunities - You may not take business
opportunities for yourself that are discovered in your
duties for Ericsson if this could be contrary to the
interests of Ericsson. Nor may you otherwise use
Ericsson property or information or your position at
Ericsson for personal gain.

Other Employment — Any employment outside
Ericsson, with or without compensation, must not
harm job performance at Ericsson. You may not
engage in outside business interests that divert time
and attention away from Ericsson responsibilities or
require work during Ericsson time. Avoid any potential
conflict of interest by not accepting employment from
any telecommunications organization or suppliers,
contractors, agents, customers or competitors to
Ericsson.

Board memberships and other outside

affiliations - Service on a board of directors or similar
body of a for-profit enterprise or government agency
is not permitted if creating a conflict of interest.

All ' such service must be approved in advance by
your manager. Serving on boards of not-for-profit

or community organizations does not require prior
approval unless there is a potential conflict of interest
with Ericsson.

Political activities — Ericsson will not make
contributions or payment or otherwise give any

endorsement, directly or indirectly, to political parties
or committees or to individual politicians. You may not
make any political contribution on behalf of Ericsson
or through the use of corporate funds or resources.

Gifts, benefits, reimbursements and
entertainment — An Ericsson employee may not
offer or accept gifts, benefits, reimbursements or
entertainment to or from a third party that would
constitute a violation of laws or that could affect, or
appear to affect, the professional judgment in the
performance of the respective work or duties for
Ericsson or a third party.

Bribes, kickbacks, etc. — No one may, directly or
indirectly, demand or accept, offer or give any kind
of bribe, kickback or any other unlawful or unethical
benefit to employees or other representatives or
associates of Ericsson or any third party. Any such
offer or proposed arrangement must be reported
immediately to Group Function Legal Affairs.

Disclosure of conflicts of interest - Ericsson
requires that employees disclose situations or
transactions that reasonably would be expected

to give rise to a conflict of interest. If you suspect
that you are involved in a transaction or any other
arrangement that presents a conflict of interest, or
something that others could reasonably perceive
as a conflict of interest, you must report it to your
manager or to the Group Function Legal Affairs.
Your manager and the Group Function Legal Affairs
will work with you to determine whether there is a
conflict of interest and, if so, how best to address it.
Although transactions or arrangements presenting
conflicts of interest are not automatically prohibited,
certain of such transactions or arrangements may
be undesirable, and for certain persons, such as
members of senior management, such transactions
or arrangements may require the approval by the
Audit Committee of the Board of Directors or a
shareholders’ meeting.
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PROTECTION AND
PROPER USE OF

Ericsson has a wide variety of assets, including
physical assets, proprietary information and intellectual
property. You are responsible for protecting Ericsson
property entrusted to you and for helping to protect
Ericsson’s assets in general. To do this you must be
aware of and understand Ericsson’s security directives.
You must be alert and report any loss or risk of loss of
Ericsson properties to the security department or your
manager as soon as they come to your attention.

Below, you find certain instructions for internal and
external handling of information, communication
systems and intellectual property.

Intellectual property - Intellectual property includes a
variety of properties for example computer programs,
technical documentation and inventions. Certain
intellectual property is, or can be made, subject to
special protection through copyright, patent right,
trademark right, etc.

SETS

COMPANY ASS

Intellectual property is an asset of utmost value
to Ericsson and must be treated with appropriate
care. You must follow and, in case of doubt, seek
instructions on how you shall act to protect this
valuable asset.

Intellectual property created by you under your
employment is transferred and assigned to Ericsson
by law and/or your employment contract or other
agreement, with the exceptions stated in international
conventions, laws and your agreement with Ericsson.

Use of Ericsson’s communication systems —
Ericsson’s communication systems, including
connections to the Internet, shall be used for
conducting Ericsson business or for other incidental
purposes authorized by your management or
applicable Group directive as well as applicable
instructions. Always make sure you follow instructions
regarding handling of passwords and PIN codes
assigned to you.

Unacceptable use of Ericsson’s communication
systems includes processing, sending, retrieving,
accessing, displaying, storing, printing or otherwise
disseminating material and information that is
fraudulent, harassing, threatening, illegal, racial,
sexually oriented, obscene, intimidating, defamatory
or otherwise inconsistent with a professional conduct.

When you leave Ericsson - You must return all
Ericsson assets, including documentation and any
media containing Ericsson proprietary information.
You remain bound by the restrictions for use and
disclosure of Ericsson proprietary information.

Telcordia00124
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PROTECTING

INFORMATION

Protecting Ericsson’s confidential and

proprietary information and that of our
customers and vendors

Ericsson employees have access to information
owned by Ericsson and sometimes also to
information owned by third parties. Such information
may be financial information, business plans,
technical information, information about employees
and customers and other types of information. Non-
authorized access, use and disclosure may damage
Ericsson or the third party and, therefore, you are not
allowed to access, use or disclose the information
unless you have been properly authorized to do so.
Non-authorized access, use and disclosure may also
be a violation of laws including privacy regulations.
Whenever in doubt of your authorization, you must
seek instructions.

Here are some rules that will help protect
Ericsson information:

1. Do not disclose to others information not made
public by Ericsson except for

(i) persons working for Ericsson having access
in their work to the kind of information at
hand and who have justified reason to have
the information,

(i) anyone else authorized by Ericsson as
receiver of such information or

(iii) persons to whom you, according to your
work duties, shall give such information.

2. Do not directly or indirectly access, duplicate,
reproduce or make use of proprietary
information other than in the course of your
duties and work for Ericsson.

3. Upon learning of any wrongful use or treatment
of confidential information, promptly notify your
manager and cooperate in full with Ericsson to
protect such information.

4. Do not store Ericsson information on private
computers or other media not provided by
Ericsson.

5. If you need to bring information outside Ericsson
premises for fulfilling your work tasks, you must
return the information when the tasks outside
of Ericsson premises are fulfilled. You may not
store information in your home or elsewhere.

Telcordia00125
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PROTECTING T

al=

ENVIRONMENT

Environment is an area of importance to us and

our stakeholders and Ericsson has for many years
been actively working to minimize its environmental
footprint. One of the Group’s main environmental
goals is to reduce the energy consumption of its
products and to offer our customers the most energy
efficient products on the market.

The environmental management system is based
on ISO 14001 and is integrated in the Ericsson
Group Management System. Ericsson’s overall
environmental performance is achieved by
implementing the Group Sustainability Policy, which
commits Ericsson to:

o Continuously reduce the environmental impact
of our own operations

° Increase the knowledge and awareness about
sustainability among employees

o Use Design for Environment (DfE) strategies
to achieve continuous environmental
improvements regarding mass and energy flows
related to Ericsson’s product portfolio

. Engage in selected activities that, in addition to
promoting Ericsson’s business, have positive
socio-economic impacts and promote the vision
of communication for all

° Use Life-Cycle Assessment (LCA) methodology
as a means for determining significant aspects
and as a basis for communicating environmental
performance of our operations, products,
services and solutions

o Engage our suppliers to ensure adequate
sustainability standards in our supply chain

e Actively engage with our stakeholders about our
sustainability performance

o Meet or exceed applicable legal requirements in
the socio-economic and environmental areas

o Provide product take-back services to our
customers as part of our producer responsibility,
to assist them in the end-of-life management of
products and solutions

It is your responsibility to treat environmental issues in
a professional way but also to help Ericsson develop
and implement the inherent business opportunities
that our energy-lean industry sector can offer to help
create a more sustainable society.
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OUR OBLIGATIONS
AS RESPONSIBLE
CORPORATE CITIZENS

We strive to be responsible citizens in the
communities where we do business and we believe
that telecommunication contributes to economic
prosperity and social equity.

We actively work to reduce our environmental
impacts and to maximize socio-economic benefits to
society. This requires us to be sensitive to social and
environmental concerns and to provide stakeholders
with appropriate and accurate responses to inquiries.

As a global leader in the telecom industry, Ericsson
believes that the products and services it offers

have the potential to offer tremendous benefits to
society. At the same time, it is important to behave

in a socially and ethically responsible way. We care
about the people who take part in the production and
support of our products and services worldwide. We
strive to maximize energy efficiency and to minimize
environmental impacts of our products and solutions
in the societies in which we operate.

It is important that the Ericsson brand is always
associated with respect for human rights, fair and
safe working conditions and environmentally sound
business practice.

Ericsson supports the United Nations’ Global
Compact® initiative, covering the areas of human
rights, labor standards, environmental management
and anti-corruption. We recognize the importance of
the UN Guiding Principles on Business and Human
Rights’.

Shttp://www.unglobalcompact.org

"http://www.ohchr.org/documents/issues/business/A.
HRC.17.31.pdf

Telcordia00127
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The Ericsson Code of Business Ethics is a document that all employees of Ericsson and all of its
subsidiaries including Telcordia must acknowledge and follow in their daily work.

The Ericsson Code of Business Ethics contains rules regarding individual and peer responsibilities, as
well as responsibilities to our employees, customers, suppliers, shareholders and other stakeholders and
includes:

¢ Compliance with laws, rules and regulations (including insider trading laws)

¢ Protecting confidential and other proprietary information and that of our customers and vendors
¢ Protection and proper use of company assets

¢ Respecting human rights throughout our business operations

¢ Dealing with conflicts of interest

¢+ Promoting full, fair, accurate, timely and understandable disclosure in financial reports and other
public communications

¢ Protecting the environment
¢ Supporting the reporting of any unlawful or unethical behavior

Upon Telcordia being selected as an LNPA vendor, whether national or regional, Telcordia will develop a
special supplement to the Ericsson Code of Business Ethics covering Telcordia in its role as the LNPA
vendor.

PROPOSED LNPA CODE OF CONDUCT Supplement

1. The LNPA will never, directly or indirectly, show any preference or provide any special
consideration to any Telecommunications Carrier with respect to LNPA services.

2. The LNPA shall not share LNP user data or proprietary information of any Telecommunications
Carriers served by the LNPA (except as necessary for the performance of LNPA duties).

3. The LNPA shall not share confidential information about its LNPA business services or operations
with employees of any Telecommunications Carrier (except as necessary for the performance of
LNPA duties).

4. No employee, contractor, officer, or director of the LNPA directly involved in LNPA services will
hold any interest, financial or otherwise, that would cause the LNPA to no longer be neutral,
without obtaining prior approval from the FCC or recusing himself or herself from all activities of
the LNPA.

5. No person serving in the management of the LNPA, as a member of the Board of Directors, as a
Managing Member of an LLC, or as a General Partner of a partnership of the LNPA and directly
involved in LNPA services may simultaneously serve in the management, as a member of the
Board of Directors, as a Managing Member of an LLC, or as a General Partner of a partnership of

iconectiv CONFIDENTIAL — RESTRICTED ACCESS
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any Telecommunications Carrier, without obtaining prior approval from the FCC or recusing
himself or herself from all activities of the LNPA.

6. The LNPA shall retain all decision making authority regarding LNPA services; any sub-contractor
shall provide services to the specific direction of the LNPA and shall not have discretionary
decision making authority regarding LNPA services.

Attached in this section is the Ericsson Code of Business Ethics that is currently in place and followed by
the Telcordia employees.
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emcsson | cLCORDIA 1S NOW PART OF ERICSSON

a : Insert Name (optional) Telcordia Technologies, Inc.
f e co r 'a® Title (optional) 1 Telcordia Drive
Room Number (address line 2)
www.telcordia.com Piscataway, NJ 08854
T +1 000.000.0000
F +1 000.000.0000

M +1 000.000.0000
email@telcordia.com

<Product Name> Customer Support
Customer Satisfaction Questionnaire

#Date

Dear #Ms./Mr. :

Telcordia would like your views on the quality and value of your current <Customer and Solution Care
Center (CSCC) and Installation & Deployment (I&D) Support> for <Product Name>.

The purpose of this evaluation is twofold: (1) provide a vehicle to determine if the Support group has met
your expectations, and (2) identify areas where Telcordia can improve on the value delivered.

We ask that you please review the attached questions. Please complete the form and return it to us via
mail or e-mail by <today + 14>. If you would like, we can arrange a conference call to discuss your

findings.

Please feel free to contact me with any questions and/or concerns you may have.

Sincerely,

#Name
#Title
#Organization Name

Telcordia00131
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get it

KNOW WHY - HOW - WHEN
with telcordia expertise
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Section 12 — Miscellaneous Requirements
RFP_Section 12.2_User Satisfaction Survey

Telcordia agrees to conduct this annual User satisfaction survey in accordance with the requirements
provided in the LNPA Section 12.2.

Telcordia has continually obtained feedback from its customers at multiple levels that includes surveying
service desk users and managers, periodic user group meetings and also through periodic manager and
executive level meetings. We have found the more personal approach of meetings with customers
enables us to receive more direct and pointed feedback on how we can continually improve our products
and their support. We continue to support both approaches and we will support this requirement.

In response to this requirement, attached is the Telcordia Customer Support — Customer Satisfaction
Questionnaire. It surveys the Customer and Solution Care Center (CSCC) and Installation and
Deployment (1&D) Support of the Telcordia products. This survey covers the broad range of the Telcordia
products, over 60 products in total. Also attached is a summary of the results over a five-year period. The
responses were based on the following ratings:

Across the broad range of its products Telcordia has consistently Met and Exceeded its customer
expectations.
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1 Introduction

The Telcordia Team’s transition approach assures continuity of service, reduces risk, and
minimizes the cost of transition to a new Local Number Portability Administrator (LNPA) by
applying the tools and processes developed on similar transitions around the world, executed by
personnel with directly applicable experience from those projects.

The Telcordia Team brings the best business and technical resources to the transition, implementation,
and operation of the LNPA solution. In turn, the solution created by the Telcordia Team offers a strong
option to North American Portability Management (NAPM) as it considers additional vendors to support its
critical services.

The extensive transition experience of Telcordia and its data center partner SunGard reduces risk and
ensures continuity of Number Portability Administration Center (NPAC)/Service Management System
(SMS) functions throughout the transition process. Key elements of our transition plan include:

The Telcordia Team is a leader in the Local Number Portability (LNP) industry and brings all of the skills
needed to create, maintain, and administer all systems and services as the LNPA.

¢ As a leader in both knowledge and experience in LNP client systems, Telcordia is fluent in the
unique terminology and technology of the North American NPAC implementation with a strong
understanding of the requirements and performance expectations. Telcordia has been a major
player in the LNP industry since its inception in 1996. Telcordia is well respected and known for
our thought-leadership in the LNPA WG meetings. With our many local production client systems
connected to the existing NPAC implementations, we understand that these client systems must
have the same uptime, availability, and performance characteristics as the NPAC. The same
business rules, timers, and APl message sets implemented in the NPAC are essentially
implemented in these local systems as well.
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¢ Telcordia’s data center and service partner, SunGard is one of the world’s leading software and
technology services companies. They provide software and technology services to financial
services, education and public sector organizations. They also provide disaster recovery services,
managed services, information availability consulting services and business continuity
management software. SunGard serves approximately 25,000 customers in more than 70
countries. SunGard provides proven strength and stability in Data Center facility design and
operations. SunGard is laser focused on IT Service Management with committed focus and
continual investment in Data Center facilities, tools and people. With an experienced focused
management team and a deep understanding of design and capacity planning issues, SunGard
can identify potential infrastructure implementation gaps. Their experience prevents potential
issues such as power and cooling issues that could jeopardize continuous application operations.
SunGard has continually demonstrated its success to diverse customers across multiple
industries by providing 24/7/365 Data Center monitoring and management, established service
desk procedures, disaster recovery, security management, problem escalation, and data backup
and recovery procedures.

The industry can have confidence that the transition plan and solution provided by the Telcordia team
provides a low risk hosted application from two vendors that are qualified to execute this implementation
with no disruption to current operations. Further, we understand the inherent risk and potential impact of
transitioning from one NPAC administrator to an NPAC clearinghouse administered by a new vendor. To
offset any potential disruption and minimize any cost of transition, we have created a plan, detailed in this
section that describes the potential risks and provides a mitigation plan.
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The Telcordia transition and implementation planning begins prior to contract award, and continues after
award with a phased ramp-up of people, tools and processes, to ensure an on-time Go-Live with no
disruption of current operations.

The following sections summarize the approach and basic elements of the transition plan detailed in the
remainder of this document. These include the approaches for:

¢ Transition and Implementation
¢ Staff Management

¢ Risk Management

¢ Change Management

¢ Quality Assurance

The Telcordia and SunGard teams have identified these elements from previous successful application
implementations and transitions. The remainder of the document provides a summary of these elements
as well as two appendices on the LNPA Solution Staffing Plan and Telcordia Project Management to
provide additional context for the Transition and Implementation Plan.

1.1 Transition and Implementation Approach
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1.2 Staff Management Approach

1.3 Project Risk Management Approach
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1.5 Quality Assurance Approach
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Transition and Implementation Approach
2.1 Implementation Overview

iconectiv CONFIDENTIAL — RESTRICTED ACCESS
See Confidentiality Restrictions on Title Page

April 2013 Page 10
Telcordia00145



REDACTED — FOR PUBLIC INSPECTION

«——————————o iconectiv Number Portability Administration Center
iconectiv Request for Proposal No. 2015-LNPA-RFP-1.
RFP_Section 12.3_Transition and Implementation Plan

2.2 Transition Process
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2.3 Transition Phases

2.3.1 Customer Onboarding
2.3.1.1 Customer Agreements and Documentation

n I
0 o
n I
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2.3.1.2 Documentation

2.3.1.3 Customer Training

2.3.2 Data Center Preparation
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l

2.3.3 Telcordia System Configuration
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i

2.3.4 Solution Testing

n
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2.3.5 Go-Live Preparation

2.3.5.1 Production NPAC SMS Configuration
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2.3.5.1.1 NPAC SMS Customer Configuration
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2.3.5.1.2 Support System Configuration

2.3.5.2 Transition Testing
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2.3.5.3 Final Transition Test and Go-Live
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2.3.6 Production Operation

2.4 NPAC Data Transition Process

2.4.1 Data Transition Process
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2.4.1.1 Data Download Imports
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2.4.1.2 Pending Subscription Version Handling

2.4.2 Transition Data Validation
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2.5 Customer Communication
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2.6 Detailed Transition Schedule
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Staff Management Approach
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3.1 Transition Team Staffing

3.2 Team Size
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Project Risk Management Approach

4.1 Risk Management Approach

iconectiv CONFIDENTIAL — RESTRICTED ACCESS
See Confidentiality Restrictions on Title Page

April 2013 Page 30
Telcordia00165



REDACTED — FOR PUBLIC INSPECTION

iconectiv Number Portability Administration Center

r—— @
iconectiv Request for Proposal No. 2015-LNPA-RFP-1.
RFP_Section 12.3_Transition and Implementation Plan

4.2 Risk ldentification

4.3 Risk Estimation
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4.4 Risk Evaluation

4.5 Risk Response Planning
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4.6 Risk Monitoring

4.7 Risk Control
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Change Control Approach

5.1 Industry Software Change Management

5.2 Data Center Change Management
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5.3 Change Control Procedures

Figure 5 — Change Control Process Flow
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Quality Assurance Approach

6.1 Pre-delivery Solution Testing

6.2 Early Customer Testing
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6.3 Certification/ITP Testing

6.4 Application Turn-up Testing

6.5 Service Provider to Service Provider (Group) Testing
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6.6 Performance Testing

6.7 Transition Testing

6.8 Failover and Disaster Recovery Testing

6.9 Review and Testing of Methods and Procedures
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Summar

The Telcordia transition plan brings together the right people, processes and tools to allow for a low risk,
cost effective transition to the Telcordia LNPA Solution. The Telcordia transition team under the guidance
of its Executive Program Manager will work diligently with the industry to provide a production LNPA
solution that meets industry expectations in all areas including functionality, availability, and performance.
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8 Appendices
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Appendix A — LNPA Solution Staffing Plan
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8.1 NPAC Executive Team

8.2 Delivery Operations

8.2.1 Service Operations
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8.2.2 Service Delivery
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8.3 Customer Service

8.3.1 Program Management Office (PMO)

8.3.2 Customer Service Desk

8.3.2.1 Help Desk
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8.3.2.2 NPAC SMS Administration

8.3.2.3 Account Management
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8.3.3 Industry Relations
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8.4 Service Management

8.4.1 Quality Control

M

8.4.2 Neutrality Assurance
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8.4.3 Legal/Regulatory

8.4.4 User Agreement Management and User Support

8.4.5 Billing
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Appendix B - Telcordia Project Management

8.5 Project Management Plan
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8.6 Project Communications

8.7 Meeting Planning and Management
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8.8 Action Item Tracking System

8.9 Documentation Management

8.10Program Kickoff Meeting

8.11Weekly Status Reports and Briefings

8.12Monthly Status Report and Meeting
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8.13Technical Status Meetings

8.14Project Management Deliverables
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Section 14 — Submitting Bids
RFP_Section 14.1 Bid Process Overview — Regional Responses

Introduction

The US NPAC was defined to support porting in 7 different regions in the US. The current porting
requirements in all the standards documents support porting within each region. As originally envisioned
in the FCC Order in 1996 there would be multiple regional administrators to enhance the competitiveness
of the NPAC/SMS solution for the telecommunication industry. To date the NPAC has been implemented
and supported by one LNPA but all the standards and the manner in which porting has been operating
since 1997 have been on a regional basis. Introducing multiple LNPAs is technically supportable and will
require no changes at the NPAC/SMS except to support the efficiency in the way multiple LNPAs going
forward can operationally support the US telecommunication service providers. In addition, given that the
interfaces to NPAC are standardized and well defined via the industry number portability specifications,
the service provider’s local billing or operation support systems would not be impacted by the introduction
of multiple LNPAs. These local systems will continue to interface with the service provider's SOA and
LSMS in the same manner as they do today.

The following responses address the questions asked in section 14.1 in the LNPA RFP Survey covering
how multiple LNPAs can operate to continue to deliver NPAC/SMS number portability with the required
services, support and performance.

1. What would be the additional complexities, costs, and support necessary for
national Service Providers, or Service Providers serving territory in two or more Regions
served by different LNPAs, to connect their SOAs and LSMSs to multiple LNPA NPAC
platforms and maintain those multiple connections, and how would those additional
costs be determined, allocated, or absorbed?
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2. How would national Service Providers, or Service Providers serving territory in two
or more Regions served by different LNPAs connect their test bed platforms to multiple
NPAC LNPA test beds in different Regions and how would additional costs be
determined, allocated, or absorbed?
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3.  How would NPAC releases and carrier deployment of new features be implemented
over NPAC solutions of different LNPAs in different Regions, and how would additional
costs be determined, allocated, or absorbed?
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4. What would be the additional complexities, costs, and support necessary to conduct
annual disaster recovery and failover testing for each additional LNPA in separate
Regions, and how would additional costs be determined, allocated, or absorbed?
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5. What would be the additional complexities, costs, and support necessary for
national Service Providers, or Service Providers serving territory in two or more Regions
served by different LNPAs, to obtain reports and data from NPAC solutions of different
LNPAs in different Regions, and how would additional costs be determined, allocated, or
absorbed?

6. How would the following matters be addressed and what would be the additional
complexities and how would additional costs be determined, allocated, or absorbed:

6.a. Coordination of tunable parameter changes among multiple NPAC LNPAs

iconectiv CONFIDENTIAL — RESTRICTED ACCESS
See Confidentiality Restrictions on Title Page

April 2013 Page 8
Telcordia00206



REDACTED — FOR PUBLIC INSPECTION

———————° iconectiv Number Portability Administration Center
iconectiv Request for Proposal No. 2015-LNPA-RFP-1.
RFP_Section 14.1_Bid Process Overview — Regional Responses

6.b. Coordination of SPID migration limitations and process
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6.c. Coordination of NPAC software release development and implementations among different
LNPAs that could have different development cycle
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6.d. Resolution of differences among LNPA software implementations, some of which could be
service-affecting
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6.e. Consolidation of data and information from multiple LNPAs into one LNPA WG website

6.f. Changes to Service Provider local systems
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6.9. Resolution of disputes over software release development and implementation differences

6.h. Neutral Change Management Administration
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6.i. Development of Service Provider internal processes to accommodate differences in multiple
LNPA M&Ps

e
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6.j. Processing, verifying, forecasting, and paying bills to multiple LNPAs

6.k. Access, coordination, and management of Enhanced Law Enforcement Platform and
Intermodal TN ID Service by multiple LNPAs

iconectiv CONFIDENTIAL — RESTRICTED ACCESS
See Confidentiality Restrictions on Title Page

April 2013 Page 16
Telcordia00214



REDACTED — FOR PUBLIC INSPECTION

o—————o iconectiv Number Portability Administration Center
iconectiv Request for Proposal No. 2015-LNPA-RFP-1.
RFP_Section 14.1_Bid Process Overview — Regional Responses

6.l. Negotiation, execution, and reconciliation of differences in Master Agreements with multiple
LNPAs?

14.1 Section Summary:
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Section 15 — Optional Attachments
Section 15.1 — Supplemental Documentation

Purpose

This document is an overview of Telcordia NPAC SMS Solution and Services. We are providing this
optional submission as a tool for the evaluator to have a single document that relates the disparate
guestions and optional attachments of the surveys to the Evaluation Criteria and Basis for Award for the
RFP as provided in 14.1.1. This optional document is organized by those criteria. This document ties
together the different areas of the survey related to the Evaluation Criteria, it will adds detail and
examples in the cases where a question may not have had an optional attachment or such detail
extended beyond the scope of the question, and in some cases provides a reference to Optional
Attachments for other sections where related detail may also be found.

Evaluation Criteria 15.1 Optional
Response
Paragraph

Technical Criteria: Factor 1, Operational Performance 1.2

Technical Criteria: Factor 2, Reliability and Functionality 1.3

Technical Criteria: Factor 3, Security 1.4

Management Criteria: Factor 1, Customer Service Summary 21

Management Criteria: Factor 2, Vendor Experience and Performance Summary | 2.2

Management Criteria: Factor 3, Financial Stability 2.3

In addition, to provide an integrated view of the proposal noted in other sections, supplemental topics are
also included to expand on selected technical, operational and management elements that are required
but to which other elements of the survey did not directly lend themselves. These include, but are not
limited to, summaries of our submissions regarding Transition Plan, Business Continuity Plan,
Enhancements and Future Considerations.
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1 Executive Summary

The Telcordia team will bring a low risk, fully compliant, technically innovative solution to the

NPAC with a clearly defined transition plan designed with no impact on current operations while
ensuring an on-time delivery with significant cost savings.

Backed by the strength of Ericsson, the Telcordia NPAC SMS Solution and Services brings together two
of the world’s leading telecommunications firms with a combined history of delivering excellence in critical
telecommunications systems. Telcordia is the world’s leading provider of number portability systems with
more number portability system deployments in more countries than any vendor in the world, ,which is
described in detail in the Vendor Qualification Survey (VQS) Section 3.1.1 Optional Attachment and in our
Past Performance (VQS Section 3.3.4). Service Providers serving more than 2 Billion subscribers
worldwide rely on Telcordia systems for number portability. Telcordia number portability systems process
multiple transactions for 90% of the wireless ports in the U.S. and those transactions are usually in a
national database rather than smaller regional databases, requiring performance beyond what is provided
for by the NPAC today or even the new requirements for this procurement. Telcordia has conservatively
processed more than 2 Billion number portability transactions in the U.S. in the last 8 years. Telcordia is
also a leading provider of network database systems and managed services that are in the call path of
network operators in the U.S. and around the world. Telcordia network database systems process
millions of transactions a day with no down time, even during maintenance and upgrades, exponentially
exceeding both the old or the new NPAC performance and reliability requirements. Telcordia will bring
that experience to the delivery of the NPAC to help assure a seamless transition and excellence in
delivery, operations and management to the operations of this critical service.

Telcordia’s data center and service partner, SunGard is one of the premier data center and network
services provider in the United States providing exceptionally high-availability data centers to not only the
telecommunications industry but also to the financial, health, and government sectors. In addition to
delivering certified Tier 3 and Tier 4+ data center services, SunGard also provides help desk and network
provisioning services that consistently meet and exceed customer expectations. It hosts data center
applications that manage millions of daily transactions for the financial industry and thousands of logins
and help desk tickets with excellent customer satisfaction.

To deliver the robust functionality and highest reliability that is critical to the NPAC work, Telcordia’'s
strategic, customer-focused approach is based on:

¢ Our 20 years of extensive development, deployment and excellence in customer satisfaction in
numbering and number portability related work.

¢ Providing Number Portability systems and services in more countries than any other vendor in the
world, working with Service Providers that serve more than 1.5 Billion subscribers.

¢ Experience as the leading U.S. number portability systems provider with deployment in every US
region, with 90% _ of wireless number porting transactions flowing through Telcordia systems.
For each wireless port, Telcordia systems perform multiple transactions.

¢ Experience as the leading provider of network database systems and services with network grade
reliability and performance, experience that will be applied to our delivery of NPAC

¢ Experience as the thought leader and leading provider of systems for IP related resolution and
security including ENUM, Query Resolver, Device ID and Message Hub, all of which are critical
aspects of a transition to IP based networks and to provide for assurance of a smooth transition
to IP based communication that will continue to use telephone numbers as unique, internationally
agreed and portable ID mechanisms.
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Our solution provides an NPAC approach that brings

¢ Low Risk: We will develop a detailed transition plan, with a fully populated risk register identifying
clear mitigation approaches to minimize those risks. In addition, we will rely on transparent
integration between Telcordia and SunGard to bring their experience, especially in U.S. number
portability solutions and data centers, and technologies to mitigate key operation risks.

¢ Operational excellence: We have demonstrated success on wide array of successful Telcordia
projects, leveraging the innovations and economies of scale based on experience gain delivering
the largest number portability and data center/services experience in the U.S. and around the
world. Telcordia’s experience includes help define Number Portability requirements in the U.S.

¢ Cost savings: An efficient, effective approach that identifies clear savings for subscribers and
consumers, backed up by the financial strength and stability of Telcordia backed by Ericsson.

¢ Exemplary Customer Service: Our proven customer service is based on successful, large-scale,
complex LNPA and data center projects around the world.

¢ Full compliance: Our approach meets, or exceeds all RFP requirements, as demonstrated
through examples and in-depth analysis.

Our successful ability to provide the diversified yet seamless NPAC service is proven: we have executed
this work with exceptional customer service to earn a wealth of customer references, detailed in Section
3.3.1 and 3.3.4 of the VQS, for implementing, transitioning and operating number portability solutions and
more complex in-network implementations.

For the NPAC, we are leveraging our proven approach to development - the Telcordia Quality Method of
Operations (QMO) - used to successfully deliver both US and international Number Portability and
network database implementations, as described in Section 3.3.1 and 3.3.4 of the VQS. Telcordia has an
industry-recognized software development methodology, which employs a disciplined approach to
software development and process improvement. Distinct phases comprise this methodology each with
specific entrance and exit criteria. An independent internal organization conducts periodic compliance
reviews of product organizations and processes.

We will surround that approach with the adoption of and adherence to the IT Infrastructure Library (ITIL)
Framework of best practices for Service Design, Service Delivery/Transition, Service Operations,
Management and Continuous Improvement, which will ensure the utmost reliability and customer-focused
functionality of our NPAC solution and services. For details about the QMO and ITIL see Appendix A.

Further, as a leading provider of Operations and Maintenance (O&M) services in support of the
Numbering Portability ecosystem, Telcordia brings innovations and improvements while reducing costs of
the NPAC service delivery during the life of the contract.

Continual Service Improvement is the ITIL best practice concerned with maintaining value for customers
through the continual evaluation and improvement of the quality of services. Quality measurements and
metrics (including implementation of benchmarking and the GEP and Customer Surveys) will be included
in these processes. In addition the Telcordia QMO is a key portion of implementing these practices.
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1.1 Key Components of the Telcordia Team Solution to Address All
Evaluation Criteria in RFP Section 14.1

The remainder of this document describes how the components of Telcordia’s proposal in response to the
RFP meet or exceed the RFP Evaluation Criteria. It is organized by the Section 14.1 Criteria and
summarized below.

1.1.1 Section 2. Technical Criteria
1.1.1.1 2.1 Introduction

Section 2.1 summarizes the Telcordia NPAC SMS solution.

Section 2.1.1 summarizes the Architecture and Design and Section 2.1.1 summarizes Key Architecture
and Design Considerations

It notes that Telcordia is delivering a robust, fully compliant Solution to support the Industry’s number
portability needs as defined in this RFP.

1.1.1.2 2.2 Factor 1, Operational Performance

Section 2.2 summarizes and amplifies the Telcordia NPAC SMS Solution as described in the TRD
Section 12.1 Summary and other RFP response attachments. It demonstrates our understanding of all
operational performance aspects of the NPAC ecosystem for the full term of the Master Agreements in
each Region. Factors of operational performance include but are not limited to the following:

¢ Section 2.2.1: Demonstrates the Volume/Throughput and availability

e Section 2.2.1.1: Telcordia NPAC Performance Test and Measurements summarizes the
tested capabilities of the Telcordia NPAC initial software and hardware architecture and the
processes used as a base for the Solution Architecture

¢ Section 2.2.2 Service Level: This section describes the commitment to adhere to the SLRs and
provides a reference guide for the evaluator.

¢ Section 2.2.3 Change Management: Summarizes Telcordia’s change management policy and
provides a reference to more detail and information on Technology Upgrades.

¢ 2.2.3 Audit Administration: This Section discusses Telcordia’s understanding an ability to meet
the operational performance aspects of the following audits:

e Gateway Evaluation Process (GEP) Audit

e Neutrality Audit

e Business Continuity Plan Exercise

e LNPA NPAC SMS Data Center Operations Audit
e User Charges Audit

e Benchmarking

e Other LNPA Services Audits
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Section 2.2.5 Reporting: Notes that The Telcordia Solution will support all of the currently defined
and expected reports, and that the Solution is extensible to support future reports as required.
Reports may be accessible from a single secure website via a single user login process.

Section 2.2.6 Other Operational Performance Aspects: This section describes Telcordia's
understanding an ability to meet the operational performance aspects of a number of other
operational performance aspects of the NPAC ecosystem:

e NPAC Web Content Support

e Interactive Voice Response (IVR) Service

e Enhanced Platform for Law Enforcement and Public Safety
e Intermodal Ported Number Identification Service

e NPAC Knowledge Base and Support Portal Web Page

e  Customer Training

e LNPA Process Flows

e User Methods and Procedures

1.1.1.3 Section 2.3 Factor 2 - Reliability and Functionality

This section demonstrates Telcordia’s understanding of and competency in the requirements to operate
the system, and our ability to provide the service during the term of the Master Agreements in each

region.

¢

We demonstrate an understanding of and competency in:

Section 2.3.1 System Availability: provides insight to Telcordia’s strategy to achieve the system
availability required of the NPAC SMS service and our data center availability partner, SunGard’s
ability to provide the availability required.

Section 2.3.2 Testing Solution: Describes our Quality Assurance process and our Comprehensive
Test Environment as well as Additional Test Features and Capabilities.

Section 2.3.3 Disaster Recovery and Backup: Summarizes our Business Continuity Plan
including both our Disaster Recovery Plans and the architecture and plan for Backup of all data in
the Telcordia NPAC SMS. Also included is a summary of the Outage Analysis process including
Root Cause Analysis.

Section 2.3.4 Telcordia Service Desk: Describes how Telcordia meets the Help Desk
Requirements and provides for quality Service Management of the NPAC SMS and related
services. It also describes the benefits of the Telcordia solution of 24/7/365 live support at no
added charge and Support Portal, NPAC Knowledge Base and chat capabilities.

Section 2.35 Telcordia’s Ability to Meet All SLRs and Other System Performance Requirements:
Summarizes the compliance with all SLRs and the Telcordia and SunGard Service Level
Management systems, processes and procedures.

1.1.1.4 Section 2.4 Factor 3, Security

This section describes Telcordia’s security approach to delivering the NPAC SMS Solution.

¢ Section 2.4.2 Meeting Data Center and Other Security Requirements: Describes the Telcordia
and its data center partners security plans, processes and procedures for securing the NPAC
SMS Solution.
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Section 2.4.3 Meeting FRS and 1IS Security Requirements: Addresses the primary interface types
that are employed in our NPAC SMS solution along with an overview of how we’ll address
security as it relates to requirements in TRD sections.

Section 3. Management Criteria

Section 3.1 Introduction: Notes that the management proposal consists of detailed structures and
plans based on decades of experience delivering systems and services to the
telecommunications industry and that the section reviews and summarizes those plans and
gualifications.

1.1.2.1 Section Factor 1, Customer Service Summary

Notes that the ability to deliver Customer Service is built the following factors:
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1.1.2.2 Section Factor 1, Customer Service Summary

¢

Section 3.4 LNP Experience Within the Regions: Provides information on Telcordia’s customer
service experience in the Regions.

Section 3.5 LNP Experience in Other Countries: Provides information on Telcordia’s customer
service experience in other countries.

Section 3.6 Other Products and Services Successful Performance of functional / technical skills
required on LNP activities: Describes the other products and skills Telcordia and its data center
partner SunGard demonstrate excellent satisfaction and performance on related skills and
services.

Section 3.7 Customer Benefits from Successful Performance and Proven Results: Notes that as
demonstrated in our references in Section 3.3.4 and our Past Performance Questionnaires
submitted in response to Section 3.3.5 the Telcordia team provides significant value to its clients
in implementing systems and services related to number portability and other mission critical
systems and services:

Sections 3.8 and 3.9 provide information about how the 6 Telcordia references and the 3
SunGard reference projects meet or exceed the past performance evaluation criteria.

1.1.2.3 Factor 3, Financial Stability

This section describes Telcordia and its parent company Ericsson’s financial position and strength noting
that Telcordia is extremely well-positioned to endure negative economic impacts as it is backed by a
parent with substantial financial wherewithal as demonstrated by considerable revenues, market
capitalization and net cash position, and robust cash generating ability. Furthermore, Ericsson has more
than proved its longevity as it has withstood every economic downturn over the past 137 years.
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2 Technical Criteria

2.1 Introduction

The Telcordia NPAC SMS Solution and Services are built on over 17 years of direct experience working
with and delivering products and services to the North American LNP Industry. The Solution offering
leverages:

¢ Our experience as demonstrated in Section 3.3 below
¢ The latest state of the art
e Hardware
e Database
e Networking
e  Monitoring
e Reporting
¢ Flexible software application design
¢ ITIL-compliant service delivery
+ Reliability of a proven data center partner for:
e Availability,
e Security,
e Network services.

Telcordia is delivering a robust, fully compliant Solution to support the Industry’s number portability needs
as defined in this RFP.

As documented in the Technical Requirements Document (TRD) Section 12.1 Summary Response, the
Telcordia NPAC SMS Solution is fully compliant with the NPAC SMS Functional Requirements
Specification (FRS) and conforms to the NPAC SMS Interoperable Interface Specification (11S), and the
solution will also conform to the NANC 372 XML Based Alternate Interface.

Telcordia is committed to meeting or exceeding all of the current requirements. Through its extensible
architecture, the solution is also well-positioned to support future requests in a timely and cost-effective
manner.

2.1.1 Architecture and Design
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2.2 Factor 1, Operational Performance

This Section summarizes and amplifies the Telcordia NPAC SMS Solution as described in the TRD
Section 12.1 Summary and other RFP response attachments. It demonstrates our understanding of all
operational performance aspects of the NPAC ecosystem for the full term of the Master Agreements in
each Region. Factors of operational performance include but are not limited to the following:

¢ Volume/Throughput
¢ Service Level

¢ Change Management
¢ Audit Administration

¢ Reporting

¢ Other Operational Performance Aspects

2.2.1 Volume/Throughput/Availability

The following are the FRS requirements and the volume, throughput, and availability SLRs in RFP
Section 9 that are expected to be incorporated in the Master Agreements for the regions:

¢ The Telcordia Solution will meet the 24X7 requirement for interface availability (FRS R6-26)

¢ The Telcordia Solution will meet or exceed the 99.99% interface reliability requirement (LNP RFP
SLR 1, superseding FRS R6-27)

¢ The Telcordia Solution will meet or exceed 7 transactions/sec/association SOA to NPAC SMS
interface transaction rates — sustained (FRS R6-28.1)

¢ The Telcordia Solution will meet or exceed the peak rate of 10 transactions/sec for 5 min w/in any
60 minute window SOA to NPAC SMS interface transaction rates — peak (FRS R6-28.2)

¢ The Telcordia Solution will meet or exceed the bandwidth requirement of 70 transactions/sec for
a region SOA to NPAC SMS interface transaction rates - total bandwidth (FRS RR6-107)

¢ The Telcordia Solution will meet or exceed the 7 transactions/sec/association NPAC SMS to
Local SMS interface transaction rates — sustained (FRS RR6-108)

¢ The Telcordia Solution will meet or exceed the currently required 210 transactions/sec for a
region NPAC SMS to Local SMS interface transaction rates - total bandwidth (FRS RR6-109)

The initial Solution has been designed to meet or exceed these operational performance
volume/throughput/availability requirements.
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2.2.1.1 Telcordia NPAC Performance Test and Measurements

This section summarizes the tested capabilities of the Telcordia NPAC initial software and hardware
architecture and the processes used as a base for the Solution Architecture documented in the TRD
Section 12.1 Summary.

1 I
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1
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-
-
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2.2.1.2 Results

The results of the tests executed are summarized below.
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2.2.2 Service Level
2.2.2.1 Service-Level Requirements for Measurement and Reporting

Telcordia understands and acknowledges that the Service-Level Requirements (SLRs) in Section 9 of the
LNP RFP survey supersede all SLRs documented in the FRS or elsewhere and that all the SLRs
identified in the LNP RFP are to be used for purposes of all responses to the RFP.

2.2.2.2 Adherence to ALL SLRs in RFP Sections 9.4 through 9.24

Telcordia understands the performance aspects of the NPAC ecosystem and the importance of providing
a quality service for the Industry. Number Portability has evolved to become an essential part of doing
business as a Service Provider in the U.S. Telcordia is committed to providing a cost-effective solution
that meets or exceeds the required service levels designated by the Industry.

Telcordia acknowledges adherence to all SLRs shown in the RFP sections 9.4 through 9.24 are
incorporated in the proposal and Telcordia’s Solution. The SLRs are addressed in the various documents
as shown in the following table:

Reference

Section

Reference TRD

SLR — 1 Service Availability Summary Section 5

Reference in
industry  agreement
or master agreement

SLR - 2 Scheduled Service
Unavailability
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How our solution address the SLR Reference

Section

Reference TRD
Summary Section 5.1

SLR - 3 Partial Service
Unavailability

Reference TRD

SLR — 4 LSMS Broadcast Time Summary Section 5.

Reference TRD
SLR — 5 SOA to NPAC Interface Summary Section 5;
Operational
Rates .
Performance Section
2.2.2.1.
Reference TRD
SLR — 6 NPAC to LSMS Interface Summary Section 5;
Operational
Rates .
Performance Section
2.2.2.1.

Reference Reliability

SLR — 7 Interface Availability and Functionality
Section 2.3.6.

Il B I S
I
I

SLR _ 8 Cutover Time B DN BN B B | Reference  TRD
Il I B B W | Sectons.
I S B =
I BN Il I .
I
I
I
I
I | Scction 5.
I B DN S
I BN B BN b
I
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How our solution address the SLR Reference
Section

I
SLR - 10 Full Disaster Restoral | N | o o RO
Section 6.

Reference  Security

SLR — 11 Table Administration Section 2.4.3.5.

Reference Reliability
and Functionality
Section 2.3.6.

SLR — 12 Average Speed of
Answer

Reference Reliability
and Functionality
Section 2.3.6.

SLR - 13 Abandoned Call Rate

Reference Reliability
and Functionality
Section 2.3.4.1

SLR — 14 After Hours Call Backs

Reference Reliability
and Functionality
Section 2.3.6.

SLR — 15 Commitments Met

Reference Reliability
and Functionality
Section 2.3.6.

SLR — 16 LTI Logon Creates

SLR - 17 System Security,
Security Error Log

Reference  Security
Section 2.4.3.6.
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How our solution address the SLR Reference

Section

Reference  Security

SLR — 18 Security Corrections Section 2.4.3.3.

Reference Reliability
and Functionality
3.2.5.2.1.

SLR — 19 NPA/Mass Split Notice

Reference Reliability
and Functionality
Section 2.3.6.

SLR - 20 Unscheduled
Unavailability

Reference Reliability
and Functionality
Section 2.3.4.2.

SLR - 21 Unscheduled
Unavailability Updates

As demonstrated in the referenced sections, and by the prototype testing above and in Appendix B, the
Telcordia Solution exhibits an understanding of and ability to implement the operational performance
required by the NPAC ecosystem SLRs.

2.2.3 Change Management

Telcordia provides a practical, user-focused change management plan as part of the NPAC Project
Management Plan that is user centric, collaborative, and leverages industry best practices

2.2.3.1 Technology Upgrades
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2.2.4 Audit Administration

The RFP Section 4 and Section 11 require the following audits to be performed and administered:

¢ Gateway Evaluation Process (GEP) Audit

¢ Neutrality Audit

¢ Business Continuity Plan Exercise

¢ LNPA NPAC SMS Data Center Operations Audit
¢ User Charges Audit

¢ Benchmarking

¢ Other LNPA Services Audits

The following demonstrates Telcordia’s understanding and ability to meet the operational performance
aspects of the audits for the NPAC ecosystem.

2.2.4.1 Gateway Evaluation Process (GEP)

Telcordia agrees to the GEP Audit definitions, terms and requirements as outlined in Question 4.1 of the
LNP RFP. The Telcordia Quality Control team will be responsible for administration of and reporting on
the audits and all follow on Performance Improvement Plans.

Telcordia acknowledges that it will be audited on all the measurements outlined in RFP 4.1:

¢ Service Availability Satisfaction including general Service Availability, Partial Service Availability,
and Interface Availability,

¢ Billing Satisfaction including both timeliness of delivery and accuracy,
¢ Scheduled Service Unavailability Satisfaction,

¢ Benchmarking Satisfaction,

¢+ Report Satisfaction including both timeliness of delivery and accuracy,
¢ Root Cause Analysis Satisfaction,

¢ Problem Escalation Satisfaction

Telcordia will hire a third party auditor and work with the LLC to define the GEP criteria, and the audit
plan. The audits will be performed quarterly and reported annually as required. Telcordia acknowledges
that agreed-to price reductions, credits or penalties may apply based on audit results.

Telcordia is committed to delivering all of the Gateway Evaluation Process with the tools and framework
of our Quality Assurance Approach discussed in RFP Section 12.3 Transition Plan and integrated tools to
promote and support the effectiveness of systems, operations, and services.
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2.2.4.2 Neutrality

The Telcordia Neutrality Officer will lead the Neutrality Assurance team in working with the agreed-to
auditor for Neutrality. Telcordia will work with the LLC and the FCC, as required, to develop an audit plan
that provides a review of the elements outlined in Section 4.2 of the RFP. It is expected that the audit will
review compliance with the elements provided in the Legal Opinion and compliance with the Code of
Conduct. In addition, the review will be expected to cover the following:

1. Does the LNPA, in its operation of the NPAC, provide services under non-discriminatory terms,
rates, and conditions?

2. Does the LNPA qualify as an NPAC User as defined by the criteria used to grant User status to
any entity?

3. Do any services provided by the LNPA in the operations of non-NPAC businesses utilize User
Data not available to any other User?

4. In the LNPA's operations of non-NPAC businesses, is the LNPA's use of the NPAC SMS data
consistent with the intended uses of rating, routing, billing, and network maintenance?

5. Are the services provided by the non-NPAC businesses possible only because LNPA operates
the NPAC?

6. Could any non-LNPA entity provide services which utilize NPAC SMS Data, identical to those
services offered by the non-NPAC LNPA business?

7. Does the LNPA in the operations of non-NPAC businesses disclose any NPAC SMS Data to any
entity that would otherwise not be eligible to receive it?

8. Does the LNPA maintain Neutrality in public forums, not favoring the positions of an industry
segment or segments, or an industry member or members, over others, as demonstrated in the
records of public forums and ex-parte meetings?

The audit will be performed and reported on every six months as required. The Neutrality Officer is
responsible for certifying this audit and works with the Neutrality Assurance Team to implement any
necessary corrections or improvement plan.

2.2.4.3 Business Continuity Plan Exercise

Telcordia understands the importance of Number Portability to our clients’ business and daily operations
and the need to provide continuous uninterrupted LNPA and NPAC SMS services. The Solution is
architected to avoid service disruptions that could be caused by catastrophic events (e.g., hurricane),
ensuring uninterrupted service is provisioned.

Telcordia will meet all of the Requirements in the RFP Section 4.3. Per these requirements, Telcordia will
prepare a Business Continuity Plan which addresses the entire solution including infrastructure, the
NPAC SMS application, and Support Systems as well as Operations and Management. Telcordia’'s
solution and staff fully embrace and understand the Business Continuity Plan. A sample Business
Continuity Plan may be found in RFP Section 4.3 attachments.

Telcordia will conduct periodic unannounced, non-service impacting mock exercises that results in the
components of the Business Continuity Plan being executed as noted below on audits. Telcordia will
monitor and measure the performance of its solution and staff in executing the Business Continuity Plan
during these exercises, and for each exercise, prepare a report for the NAPM LLC analyzing the results of
the exercise. If components of the solution failed to provide the expected results of following the Business
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Continuity Plan during an exercise, the report to the NAMP LLC will also contain a corrective action plan
and implementation schedule to bring all elements of the solution into conformance with the Plan.

The Telcordia Quality Control team will be responsible for implementing the exercises, reporting on the
results and implementing any Performance Improvement Plan.

2.2.4.4 LNPA NPAC SMS Data Center Operations Audit

The Telcordia Solution leverages vast experience established in compliance with corporate policies for
Data Centers. Our data center solution is overviewed in the TRD Section 12.1 Summary — Section 6.
Our data center partner, SunGard, conducts internal audits on a regular basis. The Telcordia Quality
Control team will work with the SunGard’s Audit Compliance group to develop a customized audit plan
that specifically tests

¢ Accuracy of invoices

¢ NPAC SMS and facilities security

¢ Back-up sufficiency

¢ Disaster recovery procedures, and

¢ Overall compliance with industry standards for data center operations

The Telcordia Quality Control team working with the SunGard Audit compliance group will provide the
report to the LLC and implement any necessary Performance Improvement Plan.

If the LLC procures an independent auditor, the team, Telcordia and SunGard, will provide the support
required to conduct that audit as required.

Telcordia will keep all books, records and supporting documentation as required.

2.2.4.5 User Charges Audit

Telcordia acknowledges that the LLC has the right to request an audit of user fees and other charges to
Users. The Telcordia Billing Team will work with the LLC auditor to provide the information required to
demonstrate accuracy of billing, showing that the Telcordia fee is allocated and properly invoiced to Users
per the FCC allocation model and for any other charges to Users (such as charges to PTRS or Other
Users). Telcordia acknowledges that refunds, if required, will be provided as a credit on the Users next
invoice.

2.2.4.6 Benchmarking Process

The Telcordia Quality Control team will be responsible for implementing the requirement for
Benchmarking in RFP Section 4.6. Using the ITIL framework and our Quality Method of Operation
(QMO), Telcordia supports continuous improvement efforts such as the benchmark program required.

The NAPM LLC will be engaged in the benchmark planning process to help identify the specific aspects
of our operations they may want to benchmark. A third-party consulting firm specializing in particular
areas of operational focus will be engaged to deliver unbiased comparisons of IT performance.

Once benchmarks are identified, Telcordia and the selected consulting firm will work to develop and
implement the Benchmarking Plan. Then, following the Benchmarking Plan, an audit of our operational
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area of focus will be performed and results compare with industry standards. An EP Benchmarking
Report will be provided with the results of the process.

Within 30 days of the completion of the EP Benchmarking Report the Telcordia Quality Control team will
provide the LLC, with an Evaluation Report setting forth the Performance Improvement Plan.

2.2.4.7 Other LNPA Services Audits

The Telcordia Quality Control team will be responsible for managing the audits required for the Intermodal
Ported Telephone Number Identification Service and the Enhanced Platform for Law Enforcement
Agencies.

In both cases a third party agreeable to both the LLC and Telcordia will be hired by Telcordia to perform
the audits. The audits shall include compliance with the requirements and Master Agreement for the
Services. In addition to the Services Review for the Enhanced Platform for Law Enforcement Agencies a
Cost Review will be performed yearly in accordance with, requirement 19. Both services will be included
in the Neutrality Audit and the costs for the audits of these services will be kept separate from the GEP
Audit expense.

2.2.4.8 Conclusion

Telcordia recognizes the importance of the audit programs in the operations and performance of the
NPAC ecosystem and has teams dedicated to audit and implementation of subsequent performance
improvements.

2.2.5 Reporting

Telcordia understands the importance of reporting capabilities in the operational performance of the
NPAC. The Telcordia Solution will support all of the currently defined and expected reports. This
includes all of the reporting capabilities and reports identified in the NPAC SMS FRS, as well as reports
for the NAPM LLC (LNP RFP Section 11.3) and the FCC (LNP RFP Section 11.4). The Solution is
extensible to support future reports as required. Reports may be accessible from a single secure website
via a single user login process.

The Telcordia team has the right domain expertise required to quickly understand the NPAC business
requirements and thereby deliver all the necessary report types and features required to operate the
NPAC and maintain NPAC service level requirements.

Telcordia will work with the NAPM LLC and with the Service Provider community to design templates and
report formats for each report supported.

Examples of the supported report features include:

¢ Managing scheduled reports

¢ Service Provider Administration Report
¢ Error Log report

¢ User report

¢ System Parameter report

¢ System Statistics report
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¢+ Database Report
¢ Service Element report

User Reports:

¢ Subscriptions

¢ Service Provider Profile
¢ Network Management
¢ Number Pooling

¢ Audits

2.2.5.1 NAPM LLC Reports

Telcordia will provide all reports to the NAPM LLC as required. The report formats will be agreed on by
both Telcordia and the LLC. Telcordia will develop, to the extent possible, reports with the same look and
feel and with all of the same data as reports that are used by the LLC today. In addition, Telcordia would,
if desired, make a web portal available for the LLC to get ad-hoc versions of the report data or historical
reports.

The following reports as noted in RFP Volume Section 11.3 above would be supported:

¢ Weekly LLC reports — various SV counts
+ Billable transaction reports
¢ PE Reports

e Top 10 tickets

e SLR Performance

e SLR1
e SLR2
e SLRS3
e SLR7

e Service Unavailability

e Billing

e GEP Penalties

e SOW Report

e NPAC SMS Test Platform Services
e New Customers

e IntraSP Pooling

e LERG Pooling

e (Block) Receipt & Activation
e (Block) Modification

e (Block) Pooled-Ported
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e Annual Summary
¢ Performance Results
¢ Enhanced LEAP Cost Review
¢ Enhanced LEAP Service Audit Report
¢ Intermodal Cost Report (WDNC)
¢ Intermodal Services Audit Report (WDNC)
¢ NUE Findings for PTRS User Application
¢ NUE Annual Review
¢ Neutrality Report (Annual & Quarterly)
¢ CFO Certification
¢ Annual Disaster Recovery exercise readout
¢ RCA reports
¢ Post-Mortem reports
¢ Master Agreement and SOWSs
¢ Evidence of NPAC Application Software Escrow
¢+ Evidence of Billing Software Escrow
¢ Billable Transaction by conventional LRN vs. pseudo LRN
¢+ Capacity Report
¢ Enhanced LEAP user list
¢ WDNC user list
¢ NPAC Customer list
¢ Misc. project status reports

Telcordia will provide any other additional reports required by the LLC. The flexible reporting
methodology and tools being deployed by Telcordia and the detailed ITIL process will allow for reports to
be created as needed quickly and easily for any data retained by NPAC SMS.

2.2.5.2 Regulatory Reports

Telcordia will support provision of reports to the FCC and to any State Regulators as required. To the
extent the formats that are being used today are made available Telcordia will develop reports with the
same look and feel as being provided currently. In addition, Telcordia would if desired make a web portal
available for the Regulators to get ad-hoc versions of the report data specific to them or historical reports.

Telcordia understands that the FCC is, for example, minimally provided with: SVs remaining in NPAC at
the end of a period, wireline-wireline and wireline-wireless port information, and ports between carrier
types by state and number of carriers porting by state for use in their numbering trends report done by the
Industry Analysis and Technology Division of the Wireline Competition Bureau.

Telcordia will provide any other additional reports required by the FCC or States as permitted for by the
Agreement. The flexible reporting methodology and tools being deployed by Telcordia and the detailed
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ITIL process will allow for reports to be created as needed quickly and easily for any data retained by the
Telcordia NPAC SMS.

2.2.6 Other Operational Performance Aspects

This section provides details about the following additional aspects of support included in our service
offering:

¢ NPAC Web Content Support

¢ Interactive Voice Response (IVR) Service

¢+ Enhanced Platform for Law Enforcement and Public Safety
¢ Intermodal Ported Number Identification Service

¢ NPAC Knowledge Base and Support Portal Web Page

¢ Customer Training

¢ LNPA Process Flows

¢ User Methods and Procedures

2.2.6.1 NPAC Web Content Support

We include in our offering full-service web administration support that is customized and crafted to meet
the industry’s NPAC business needs. We will operate in either a multi-LNPA environment in which
Telcordia will maintain a separate NPAC website via www.npac.us or assume the maintenance and
improvement of the existing site information as a national provider.

Our web application development will address features, functionality, and needs including:

¢ Enterprise web portal development with a wide range of services for daily NPAC operational
support such as online trouble ticket submission, knowledge database search capabilities,
business intelligence and analytics capabilities and customizable communications with news and
updated support content. Our web portal solution will help organize and conduct daily tasks
efficiently and effectively [Requirement 1].

¢ Asthe LNPA, Telcordia will maintain, protect and preserve both public and secure intellectual and
public property knowledge of all things related to the conversation and development of the
number portability through the efforts discussed within the LNPA Working Group. We understand
that long-term access to reliable and authentic digital materials is at the heart of delivering this
objective and also prepare to help bridge the gaps where fragmentation of knowledge and skills
among the community stakeholders exists within the multi-LNPA scenario [Requirement 2].

2.2.6.2 Interactive Voice Response (IVR) Service

Telcordia understands the importance of an NPAC IVR service [RFP Section 6.9] and the important role
the service plays not only to carrier lookup by field technicians but also its role in providing services to
U.S. law enforcement and public safety agencies.

Telcordia will design and integrate all the necessary call flows and develop all the IVR scripts required to
ensure seamless delivery of porting information to our IVR users. We have experience providing similar
IVR services that operate 24x7 [Requirement 2] and will have a minimum availability of 99.9%
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[Requirement 1]. For this NPAC contract, we will record consistent and professional voice prompts. We
understand our users may require access to porting details in single instances or in batches in real-time.
To support this need, our experienced technical team will ensure that the data is accessible in real-time
and that script updates are fully tested and applied in a timely fashion. As part of our process
improvement, as customers navigate the menus, we will gather and analyze usability and efficiency data
and recommend script adjustments to enhance this service.

The IVR platform is self sufficient, containing all of the technology necessary to successfully interact with
customers via speech or touchtone without operator intervention. The system may also be configured to
permit customers to press a button to speak directly to our help desk. Additional features supported are:

¢ Security access PIN

¢ Administrative management reports
¢ Multiple queries on a single access
¢ Toll-free number access

¢ Usage and access reporting

Our IVR solution will address requirements in section 6.9, as described in the TRD Section 12.1 Summary
Attachment — Section 7.7.

U.S. law enforcement agencies, public safety providers, and 911 Service Providers will be able to utilize
our IVR solution to perform the following:

¢ Search by individual telephone number, up to 20 telephone numbers per access.
+ ldentify whether the telephone number is ported.

¢ ldentify the current Service Provider and legal point of contact for queried TN.

2.2.6.3 Enhanced Platform for Law Enforcement and Public Safety

Beyond the IVR requirement, Telcordia will also be prepared to provide an enhanced platform for law
enforcement agencies and public safety answering point providers to access NPAC data beyond the IVR
limitation of 20 telephone numbers per access, as describe in TRD Section 12.1 Summary Attachment —
Section 7.8. This enhanced platform will be made available via our web portal and will extend to web-
based applications and content to smartphones and other wireless devices.

The enhanced platform will have the following capabilities beyond the IVR offering:

¢ Provide up-to-date porting history.

¢+ APl to retrieve information in bulk based on a range or list of telephone numbers.
¢ Online access.

¢ Search by GUI, file upload, or API.

¢ Provides historical porting detail.

¢ Number look-up beyond 20 per session.

Telcordia will work the law enforcement user community to ensure that the API interface and report
formats meet their needs with a minimum of changes to the potential impact on this user community as
discussed in the RFP Section 12.3 Transition Plan.

iconectiv CONFIDENTIAL — RESTRICTED ACCESS
See Confidentiality Restrictions on Title Page

April 2013 Page 29
Telcordia00265



REDACTED — FOR PUBLIC INSPECTION

gr—————19 iconectiv Number Portability Administration Center
ICOI'IECtIV Request for Proposal No. 2015-LNPA-RFP-1.

RFP_Section 15.1_Supplemental Documentation

iconectiv CONFIDENTIAL — RESTRICTED ACCESS
See Confidentiality Restrictions on Title Page

April 2013 Page 30
Telcordia00266



REDACTED — FOR PUBLIC INSPECTION

o—————o iconectiv Number Portability Administration Center
iconectiv Request for Proposal No. 2015-LNPA-RFP-1.

RFP_Section 15.1_Supplemental Documentation

2.2.6.4 Intermodal Ported Number Identification Service

Telcordia will provide an intermodal ported number identification service as required in RFP Section 11.1
for the purpose of enabling compliance by marketers with the TCPA.

Telcordia agrees that it will provide this service separate from the NPAC SMS service provided to NPAC
Users and we will ensure that it does not adversely impact the operation and performance of the NPAC
SMS.

We will only provide the service to qualified recipients as defined by the Master Agreement. We will
provide a quarterly report listing the applicants for the data in the previous quarter and the recipients as
provided in Requirement 3. We will establish a separate contact number for the help desk services for
this service and costs for support of that help desk will be associated with that separate project.

Fees for provisioning of the service to its users of the service will be separate and reasonable based on
usage and otherwise comply with Requirement 10 and the service will be included in the GEP audit and
Neutrality review paid for by Telcordia.

2.2.6.5 Customer Training

Telcordia will not only provide quality instruction in a classroom setting, but also provide post-class
support to our NPAC customers in the form of online web-based courses that complement the live class
to help reinforce learning.

Beyond the traditional instructor-led training, we’ll also provide web-based resources during and after
class to help reinforce the live class/training. Any user that completes training will be given access to the
training materials. All updates to the content will be available online, providing the student with access to
the latest version of the material.

For those looking for further savings, Telcordia will also be offering an online platform to deliver a
classroom experience directly to the users via the web. Whether it's in classroom or via the web,
Telcordia will provide a complete course on number portability and NPAC user support and training that
will encompass but not be limited to [RFP Section 6.2]:

¢ Uploading ported/pooled TN data and user data,

¢ Receiving and understanding broadcasts,

¢ Receiving and understanding error/success messages,

¢ Requesting, receiving, and understanding mass changes,

¢ Requesting, receiving, and understanding reports (including billing), and
¢ Understanding security and encryption measures.

Telcordia NPAC training can be delivered “off-the-shelf,” or customized for the learning needs of our
users and clients via our on-site training program offerings.

2.2.6.6  NANC LNP Process Flows

The North American Numbering Council (NANC) Local Number Portability (LNP) Process Flows will be
supported and consist of a set of graphically described Process Flows and associated Narratives that
describe each step in the Process Flows. They cover:
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¢ Port Initiation and Authorization - interactions between Service Providers that currently occur
outside of the NPAC/SMS for the New Service Provider to initiate porting activities and obtain
authorization from the Old Service Provider for the port to occur.

¢ Port Initiation and Activation at the NPAC/SMS - interactions between Service Providers and the
NPAC SMS for the New and Old Service Provider to initiate, authorize, and activate the port at
the NPAC/SMS, as well as additional provisioning activities outside of the NPAC SMS performed
by the New and Old SP. This also includes process steps that the NPAC SMS performs, such as
running timers and executing tasks when timers expire.

¢ Additional Provisioning Related Flows — these identify interactions between Service Providers or
between Service Providers and the NPAC SMS when a port is placed into conflict and removed
from conflict, when a pending port is cancelled or cancellation is removed, or when an existing
port is disconnected by the current service provider.

¢ Miscellaneous Flows - these flows identify the steps followed and NPAC/SMS functions
performed when a Service Provider requests the NPAC to perform an audit, a Service Provider
opens a new NPA-NXX code to porting, or the NPAC SMS determines that a newly created
ported TN or NPA-NXX-X is the first porting related activity occurring in an NPA-NXX.

The NANC LNP Process Flows and associated narratives are supported by the following NPAC/SMS
documentation:

¢ NPAC SMS Functional Requirements Specification (FRS) — the business logic requirements
described in the FRS describe the functionality that NPAC SMS provides to support the steps in
the NANC LNP Process Flows.

¢ NPAC SMS Interoperable Interface Specifications (11S), Part 2 — the message flow specifications
describing the messages and their order flowing between Service Provider Local Systems (SOA
and LSMS) and the NPAC SMS, including the message flows to support the NANC LNP Process
Flows. This document will apply to both the existing CMIP interface and the alternative NPAC
SMS interface that is currently being worked and defined by the LNPA WG industry participants.

¢ NPAC SMS Interoperable Interface Specifications (11S), Part 1 — describes the security and
operation of the CMIP interface between Service Provider’s local systems (SOA and LSMS) and
the NPAC SMS. The associated GDMO and ASN.1 describe the details for each message
supported on the interface.

¢ The final “NPAC SMS XML INTERFACE SPECIFICATION” when completed and approved.

Telcordia is committed to performing all work in compliance with all NANC Operational flow narratives
specified within RFP Specifications and committed to ensuring our implementation conforms to the FRS,
IIS, ASN.1 and GDMO standards. As part of the Change Management process, we will keep up to date
with the current North American Numbering Council (NANC) Local Number Portability (LNP) process
flows.

2.2.6.7 NPAC User Methods and Procedures

Telcordia’s commitment to service excellence begins with our ability to deliver consistent and repeatable
processes that adhere to industry best practices and that follow our Operational and Management
Processes and Programs. We will reinforce and maintain the integrity of the portability workflows in the
development of the customized Methods and Procedures required in Section 10 of the RFP.
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We will develop and maintain NPAC User Methods and Procedure documents and configuration
management processes in our configuration management database (CMDB). The complete list can be
found in Table 1. As a part of our administration management we are prepared to:

¢ Match the current Method and Procedure when available customized to the Telcordia
environment.

¢ Incorporate screen shots and diagrams where doing so will facilitate understanding.

¢ Coordinate, schedule and facilitate the meetings to review the documents.

¢ Conduct live run-through or equivalent tabletop exercises for usability by the intended audience.

Our NPAC User M&Ps will be reviewed continually by the Telcordia NPAC SMS Administration team.
Users or staff can suggest changes at any time. Telcordia will deliver at least the following M&Ps per the
schedule described in the RFP Section 12.3 Transition Plan.

Table 1 — Current NPAC User Methods and Procedure List

NPAC User Method and Procedures

New Customers And Service Provisioning

New Customer Set Up Process
Connectivity To The NPAC

Existing User Modifications

NPAC Help Desk

NPAC Help Desk And The Role Of The User Support Analysis
NPAC Help Desk Hours Of Operation

Recognized Holidays

After-Hours Support
NPAC Help Desk Authorization List

Automated Telephone Number Look-Up System

Customer Contact List Management
NPAC Secure Site Access
NPAC Public Site Access

NPAC Help Desk Problem Resolution

Problem Resolution

Mechanized Association Troubleshooting
NPAC Web Port Access Troubleshooting

NPAC Support Services

Billable Contacts

Subscription Version (SV) Provisioning

Subscription Version (SV) Status Descriptions

April 2013
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NPAC SMS Tunables
NPA-NXX Management

LRN Management

NPAC Web Portal Logon Management
Full And Delta Bulk Data Downloads
NPA-NXX Filter Set Up

Emergency NPA-NXX Filters

NPA Splits

NPAC Reports

SFTP Site Requests

Porting In Error/Failure To Port

Mass Modifications

NPAC SMS Operations

NPAC Service Level Requirements

NPAC System Outages
Scheduled Service Unavailability (SSU) Schedule

Service Provider And NPAC Maintenance Notifications

Large Port Notifications

New NPAC Software Releases And Testing

NPAC Software Releases/Upgrades

Testing

Continuing Certification Requirements

NPAC Pooling Operations
Pooling Activities In The NPAC
NPAC Validations

NPAC Billing And Collections

Billing Disputes And Resolution

Other Information
NPAC Websites
Additional Websites
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2.3 Factor 2 - Reliability and Functionality

This section demonstrates Telcordia’s understanding of and competency in the requirements to operate
the system, and our ability to provide the service during the term of the Master Agreements in each
region. We demonstrate an understanding of and competency in:

¢ system availability,

¢ testing,

¢ disaster recovery and backup
¢ help desk requirements

We also provide analysis and examples that demonstrate that the Telcordia NPAC SMS will enable the
Respondent to meet all SLRs and other system performance requirements.

We have chosen to utilize ITIL best practices as the IT management governance framework to deliver an
effective and mature IT Service Management solution that helps manage reliability and performance and
continuous service improvement.

2.3.1 System Availability

This section provides insight to Telcordia’s strategy to achieve the system availability required of the
NPAC SMS service. Telcordia has long-standing, recognized diligence in hardware and software design
for high performance and reliability.

Telcordia NPAC software and servers are designed to deliver extremely high levels of availability.
Hardware and software components are constructed to minimize the impact of component, function, or
data failure. The maintenance architecture incorporates a multi-faceted ability to diagnose and remedy
potential causes of failure, and to enable rapid service restoration when a problem occurs.
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2.3.1.2 System Availability Conclusion

2.3.1.3 Data Center Facilities and Technology Infrastructure

The following section provides some detail about the data center facilities, technology infrastructure, and
telecommunications services that will be used to support the NPAC SMS Program. The facilities and
technology proposed will meet the needs of the NPAC SMS service today and will be updated and
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expanded during the lifetime of the contract to ensure that Telcordia continues to adopt best practices to
help ensure that our data center meets or exceeds the requirements of the NPAC SMS Administration.

Telcordia and SunGard, our data center partner, would be glad to arrange a site visit to one of the
facilities for LLC review.

2.3.2 Testing Solution

Our Quality Assurance Approach is discussed in the RFP Section 12.3 Transition Plan. Telcordia has
been actively involved with the development of the industry test suite and flows since the inception of
number portability. We have contributed to the industry creation of the current interoperability test suite
and the turn-up test suite and continue to actively participate in the development of new methods for
testing by providing input to the small team revising the testing procedures at the LNPA WG. We
contribute to help improve test suites so that they are not just simulations of cases but allow for flow
through testing with Service Provider systems. In addition, Telcordia’s testing and software quality
procedures have been used in our network database systems which have executed change management
for new releases for more than 15 years without a single outage. Telcordia’s also has extensive
experience in developing test suites and executing application-level compatibility and interoperability tests
across 15 distinct NPAC-PLUS implementations internationally requiring end-to-end congruency of
business processes, information exchange, and interoperability of technology solutions.

This translates to proven experience and helps positions us as a viable portability partner with the right
resources to support the Service Providers and industry testing needs. Our proposed solution allows
vendors and carriers to have greater flexibility by providing other options for system testing in addition to
those required by the industry standards each LNPA is most likely comply to.
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2.3.2.1 Solutions Offering: Comprehensive Test Environment

2.3.2.2 Additional Test Features and Capabilities

In addition to the features mentioned above, our test solution also covers:

n I
» I
.
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Telcordia’'s Quality Assurance and Testing Approach demonstrates our understanding of the
requirements involving the need for continuous reliable availability of the NPAC SMS and demonstrates
our ability to meet the related SLRs.

2.3.3 Disaster Recovery and Backup

Telcordia understands Disaster Recovery, Back Up and Business Continuity, and we have designed the
architecture accordingly, and have plans in place to address these areas.

The TRD Section 12.1 Summary details the Disaster Recovery Architecture in Section 6.
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2.3.3.3 Backup and restore capabilities

*
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2.3.4 Telcordia Service Desk

This section demonstrates our understanding of the requirements and provides insight to our operational
support approach. The Telcordia Service Desk proposal meets and in several instances exceeds the
requirements in the RFP as discussed below. The service desk will leverage the latest in custom service
management portals using the services of our data center partner SunGard to ensure real time monitoring
and incident resolution.

Our approach utilizes the ITIL best practices framework to deliver a consolidated Service Desk solution.
As part of this approach, the Telcordia service desk handles a range of services, acting as the single
point of contact (SPOC?) for 24/7/365 support.
The Service Desk features a toll-free telepho
trouble ticket escalations and resolutions.

ne number for all NPAC support interactions, Including

! Telcordia acknowledges it is required to provide a different Help Desk contact for some of the Other LNPA services such as the
Intermodal Ported TN Id Service.
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These processes aid in ensuring that we provide consistent, efficient customer service with the agility to
adapt immediately to new issues, changing priorities, and unexpected events.

2.3.4.1 NPAC Help Desk
We have designed our NPAC Help Desk to meet or exceed the SLRs as provided in RFP Section 6.5:

+ Requirement 1: The LNPA shall provide and staff a user Help Desk accessible via a toll-free
number to answer and resolve User questions and issues.

+ Requirement 2: At a minimum, the Help Desk will be staffed with live operators Monday-Friday,
from 7am to 7pm Central, excluding holidays designated in the Master Agreements (Help Desk
Business Hours).

+ Requirement 3: Outside of normal staffed Help Desk business hours, at a minimum, 99.0% of
all requests for callbacks to users must be made within 15 minutes.

+ Requirement 4: For service affecting trouble tickets, a minimum of 100% of all commitments to
get back to the user after the initial contact will be met.

+ Requirement 5: A minimum of 90% of the calls during normal staffed business hours must be
answered by live operators within 10 seconds. The interval measurement begins when the caller
chooses the option to speak with a live agent and ends when a live agent answers the call.

+ Requirement 6: The Help Desk will maintain an abandoned call rate of less than 1.0%. The
interval measurement will begin when the caller chooses the option to speak with a live agent; the
interval ends when the caller abandons the call, but only after at least ten seconds has elapsed
with no answer.
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NPAC SMS Admin Support Approach

Telcordia understands that NPAC SMS support is critical and will support it with an NPAC SMS Admin
Support team that includes Application experts, number portability experts and security experts as
discuss in the NPAC SMS Admin team in Section 3.2.5.2.2 below.

A high-level overview of our NPAC SMS Admin support approach is illustrated in Figure 7.
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2.3.5 Telcordia’s Ability to Meet All SLRs and Other System Performance
Requirements

Telcordia demonstrates our ability to meet or exceed all SLRs and Other System Performance
Requirements in several sections of this document:

¢ Section 2.1 Introduces the Solution Architecture and describes our ability to technically delver the
System Performance SLRs.
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¢ Section 2.2.1 describes our ability to meet or exceed the Volume and Throughput SLRs.

¢ Section 2.2.2 demonstrates via testing the ability of the hardware and software functionality to
meet or exceed the FRS volume and throughput requirements.

¢ Section 2.2.3 Service Level describes Telcordia’'s compliance with the SLRs for Measurement
and Reporting and adherence to all SLRs in RFP Section 9.4-9.24.

¢ Section 2.2.5.1 describes our compliance with the GEP which provides additional assurance that
the SLRs are being met or exceeded.

¢ Section 2.2.5.6 describes the benchmarking process which provides additional assurance that the
service remains best in class from a performance perspective.

¢ Section 2.3.1 describes the System Availability features and approach to further demonstrate our
ability to meet or exceed the availability SLRs.

¢ Section 2.3.2 describes the Data Center facilities and infrastructure and demonstrates our ability
to meet or exceed the Data Center related SLRs.

¢ Section 2.3.4 describes the Disaster Recovery and Backup and demonstrates our ability to meet
or exceed the D/R SLRs.

¢ Section 2.3.5 describes the Telcordia Service Desk and Help Desk demonstrating our ability to
meet or exceed the Help Desk SLRs.

In our experience, in addition to architecture and service design, more is need to meet or exceed SLRs
consistently and to deliver ongoing excellent customer service. In order to deliver this, we will also focus
on continuous service management through the use of IT Service Management (ITSM) ITIL best
practices framework.
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Table 2 represents a partial list of NPAC performance service-level requirements that Telcordia will track
within our SLM system.

Table 2 — Performance Service-level tracking as a part of our Service Level Management

Performance Standard Typical Minimum Acceptable Quality Level

Service Availability Maintain a 99.99% or better level of Service
Availability.

Scheduled Service Unavailability Scheduled Service Unavailability (SSU) that

occurs outside of the industry-agreed upon
maintenance window.

Partial Service Unavailability Hardware component failure or any other
disruption in the operation of the NPAC SMS that
causes at least one user for more than 10
minutes for a reason other than loss of Interface

Availability.

LSMS Broadcast Time Average response time of three seconds from
activation request to broadcast.

SOA to NPAC Interface Rates Maintain a minimum of seven transactions per
second per user SOA for 99.9% of the
transactions.

NPAC to LSMS Interface Rates Maintain a minimum of seven transactions per
second per user LSMS for 99.9% of the
transactions.

Interface Availability Maintain an Interface Availability at a minimum of
99.99%.

Application Cutover Time A maximum of 10 minutes to cut over to the
backup site.
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Performance Standard Typical Minimum Acceptable Quality Level

NPAC SMS Partial Disaster Restoral Interval | Partial restoration will be equal to or less than
four hours. (Partial restoration meaning the
capability —of receiving, processing and
broadcasting updates.)

NPAC SMS Full Disaster Restoral Interval Full restoration will occur at a maximum of six
hours.

Our Service Level Management approach provides for continual identification, monitoring, and review of
the operational support levels defined with our Service Level Agreements (SLAs) module within the
toolsets. In addition to the SLA monitoring, Figure 9 provides a high-level overview the other modules
that will assist in supporting our overall operational solution.

2.3.5.1 Service Delivery and Service Improvements

The Telcordia Solution places a strong emphasis on progress reporting and assessment as the
foundation for our corrective action and continuous improvement activities. As discussed in the previous
section, we regularly review performance results and the Benchmarking results to assess our progress
and expose opportunities for improvement. We then follow sound, established procedures for Change
Management as described in the Section 12.3 Transition Plan and continuously improve our
performance.

Telcordia with its data center partner demonstrates in its Past Performance Experience, in the system
architecture and solution design, in the data center and service desk design the ability to deliver the SLR
performance for NPAC and this section demonstrates our ability to manage and continuously improve our
performance to deliver customer satisfaction.
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2.4 Factor 3, Security
2.4.1 Introduction

Telcordia recognizes the importance of proper management of all of the Industry’s assets. This ranges
from the physical facilities required to manage/operate the NPAC to the data contained within the service.
The appropriate security and privacy must be maintained and evolved as new features are implemented
(e.g., change order NANC 372, the alternate interface or new feature that may contain more sensitive
user data, such as those that support VolP, LTE and advanced features).

As a local system vendor, Telcordia has many years of experience with supporting the required security
implementations and protecting our customers’ assets across a large number of US Service Providers.
One example of supporting application level security, Telcordia’s North American Number Portability
Gateway is deployed in individual Service Provider environments and is also deployed in a Service
Bureau arrangement supporting over 100 clients, some whom access the system via mechanized
interfaces and others who access via a Web-based GUI. The SMG ensures that only authorized clients
can access the system through either interfacing mechanism, ensures that users or systems only access
and invoke capabilities for which they are authorized, and ensures users or systems can only access and
modify their own data with the appropriate logging and notifications.
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2.4.2.2 Additional Security and Security-related Features

Telcordia processes large volumes of sensitive data for many different customers. To protect this data
and the equipment used to process it, comprehensive physical security measures have been
implemented within our operations data processing and contact center facilities. Purposeful building
design works in conjunction with data and personnel security measures to provide seamless and
protected delivery of services. Telcordia provides physically secured facilities for its people, equipment,
and documentation. The Telcordia Solution also supports the following:
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2.4.3 Meeting FRS and IIS Security Requirements
2.4.3.1 Interface Security

This section addresses the primary interface types that are employed in our NPAC SMS solution along
with an overview of how we’ll address security as it relates to requirements in TRD sections 7.1 and 7.2.
The three interface types are: mechanized CMIP interface, mechanized XML alternative interface and
web portal access (secure website access to LTI/Admin GUI, knowledge base and other operations tools;
SFTP server access). The table below illustrates the OSI protocol stack technologies that are employed
for each of the primary interfaces types. Shaded areas represent where primary security management is
provided for each of the interface types.

iconectiv CONFIDENTIAL — RESTRICTED ACCESS
See Confidentiality Restrictions on Title Page

April 2013 Page 53
Telcordia00289



REDACTED — FOR PUBLIC INSPECTION

———————o iconectiv Number Portability Administration Center
iconectiv Request for Proposal No. 2015-LNPA-RFP-1.
RFP_Section 15.1_Supplemental Documentation

iconectiv CONFIDENTIAL — RESTRICTED ACCESS
See Confidentiality Restrictions on Title Page

April 2013 Page 54
Telcordia00290



REDACTED — FOR PUBLIC INSPECTION

———————o iconectiv Number Portability Administration Center
iconectiv Request for Proposal No. 2015-LNPA-RFP-1.
RFP_Section 15.1_Supplemental Documentation

Infrastructure, source and NPAC-related software an
ata will be housed Iin Telcordia-controlled data centers within the US.

The following touches upon how we’ll ensure integrity for various NPAC SMS components.
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The NPAC Security Administration Support staff will be notified to investigative all audits exceeding the
thresholds of our internal policy and/or the thresholds specified within the FRS.

2.4.3.7 OSI Security
The Telcordia Solution supports the OSI security requirements identified in TRD Section 7.9. |l
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3 Management Criteria

3.1 Introduction

The Telcordia management proposal consists of detailed structures and plans based on decades of
experience delivering systems and services to the telecommunications industry. As noted above and in
our Transition Plan Telcordia has the systems, processes and procedures, transition plan, staffing plan,
and management plan to deliver a service that meets the industry’s needs for this critical service at the
best value and can assure ongoing satisfaction with continuous service improvement by a company with
the financial stability to deliver for the long term. This section reviews and summarizes those plans and
qualifications.

-
1 I
1
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3.2.1 Staff Management Plan
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3.2.5.2.3 Account Management

3.2.5.3 Industry Relations

3.2.6 Service Management

iconectiv CONFIDENTIAL — RESTRICTED ACCESS
See Confidentiality Restrictions on Title Page

April 2013 Page 64
Telcordia00300



REDACTED — FOR PUBLIC INSPECTION

iconectiv Number Portability Administration Center

@
iconectiv Request for Proposal No. 2015-LNPA-RFP-1.
RFP_Section 15.1_Supplemental Documentation

3.2.6.1 New User Evaluation and User Agreement Management

3.2.6.2 Quality Control

3.2.6.3 Neutrality Assurance
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3.2.6.4 Regulatory Relations/Legal

3.2.6.5 Billing
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3.2.7 Proven Customer Service to Wide Range of Clients

The Telcordia Customer Service design is proven by decades of past performance for many service
provider customers and for regulators as LNPA. Over 1,000 operators use Telcordia products and
services worldwide and several have renewed contracts with Telcordia for more nearly 30 years.
Telcordia provides number portability, anti-theft and anti-counterfeit device registries, information
services, mobile messaging, and spectrum management services in dozens of countries to a wide range
of small, mid-size, and large wireline, wireless, cable, and IP customers. It provides number portability
clearinghouse services in over 15 countries, enabling both fixed and mobile number portability.

Telcordia’s parent company Ericsson provides services across telecommunications industry segments.
Ericsson provides infrastructure services to many of the nation's telecommunications service providers
and has over 400 customers for more providing excellent customer service for more than 100 years.
Ericsson also provides network infrastructure and services for fixed broadband providers and supports IP-
based services and applications, including mobile TV, IPTV, video on demand and content management.
Ericsson also provides managed services to a range of telecommunications customers. Additionally, it
provides managed services to TV/media and IT systems. More than half of the equipment involved in
Ericsson's managed services agreements is provided by other infrastructure vendors. Ericsson also
provides operations support services/business support services (OSS/BSS) for a wide range of wireless,
wireline, cable, and IP customers.

The Telcordia team data center availability services partner, SunGard Availability Services provides
disaster recovery services, managed services, information availability consulting services and business
continuity management software to more than 8,000 customers in North America and Europe. With five
million square feet of data center and operations space at over 90 facilities in ten countries, SunGard
assists IT organizations across virtually all industry and government sectors to prepare for and recover
from emergencies by helping them minimize their computer downtime and optimize their uptime. Since
pioneering commercial disaster recovery in the 1970s, SunGard has helped customers recover from
unplanned interruptions resulting from major disasters including hurricane Sandy in 2012, the Gulf Coast
hurricanes in 2008, widespread flooding in the UK in 2007, hurricane Katrina and Gulf Coast hurricanes in
2005, Florida hurricanes in 2004, the Northeast U.S. blackout in 2003, and the terrorist attacks of
September 11, 2001.

Both Telcordia and SunGard are using the ITIL best practices framework for service management and
have continuous improvement processes in place to help assure continued excellent customer
satisfaction as discussed in Appendix A to this document. Those processes include the use of customer
satisfaction surveys for both companies. The quality of the both Telcordia and SunGard'’s implementation
of the processes is demonstrated by the quality certifications in the Section 3.3.1 VQS Attachment at
section 4.2. See Section 12.2 of the RFP response for more details on the current surveys. Telcordia, for
example, has passed 23 consecutive audits of its Quality Method of Operations with no significant
findings.

Finally, both Telcordia and SunGard have implemented our systems and services with high customer
satisfaction for decades and this is demonstrated below in Section 3.3 as well as in the Section 3.3.1 and
3.3.4 attachments to the VQS and the Performance Surveys themselves.

3.3 Factor 2, Vendor Experience and Performance Summary

As is demonstrated in Sections 3.3.1 and 3.3.4 of Telcordia’s VQS response, Telcordia has experience
providing LNP gateway systems, NPAC Plus and network database services in all of the NPAC regions
and 17 other countries around the world.

Telcordia, with the financial strength of Ericsson, brings together two of the world’s leading
telecommunications firms with a combined history of delivering excellence in critical telecommunications
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systems and services working with SunGard, one of the world’s leading software and technology services
companies, provide low-risk transition at minimum cost and operational impact.

Telcordia past performance demonstrates:

¢ Providing number portability systems in all NPAC regions since the beginning of LNP

¢ Providing LNP systems and services in 17
countries; more than any other vendor in the Telcordia is the leading global supplier with
world, and experience in both NPAC systems, services

and high availability in-call path network

database systems

¢ Providing network systems and managed service
with high availability, high-transaction
volume/throughput databases

¢ A suite of other products and services with thousands of customers demonstrating the technical
and management skills to deliver U.S. NPAC services.

Our ability to provide the diversified yet seamless NPAC service is demonstrated by our past performance
and references: we have executed this work with exceptional customer service to earn a wealth of
customer references, for implementing, transitioning and operating data center solutions in number
portability and comparable complex implementations.

3.3.1 LNP Experience Within the Regions

As is discussed in VQS Section 3.3.1, Telcordia has worked since the very first day of number portability
in the U.S. Developing the first number portability system in the world for toll-free number portability in
1992 as the neutral number administrator and SMS/800

= Telcordia processed the first system and network database provider. Telcordia has been
service provider port with toll free working on the NPAC Functional Requirement Specifications
» Telcordia processed the first U.S. (FRS) and Interoperable Interface Specification (lIS)
geographic port through its SOA development since the beginning for US NPAC delivering

the first systems to be certified to connect to the NPAC, and

= Telcordia processed the first . X
P those systems have been in service for more than 15 years.

mobile port through its WICIS

Gateway Telcordia is the leading Service Order Activation (SOA)
= Telcordia has processed more provider with multiple deployments of its North American
portability related transactions Number Portability Gateway in all NPAC regions.
than NPAC itself. Approximately 90% of wireless number porting transactions

goes through Telcordia systems.

The Telcordia North American Number Portability Gateway is based on the ATIS OBF Wireless
Intercarrier Communications Interface Specification that includes patented contributions from Telcordia,
and this is the enabling technology for U.S. MNP to be the most efficient in the world. In fact because
Telcordia systems handle the WICIS and the NPAC SOA transactions as well as the LSMS transactions
and Toll-Free portability, Telcordia has likely processed more portability related transactions than NPAC
itself.
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3.3.2 LNP Experience in Other Countries

As is discussed in VQS Section 3.3.1, Telcordia is the
leading provider of number portability administration
systems and services worldwide. The Telcordia Number
Portability Clearinghouse (NPC) is an NPAC PLUS
system because it includes the base NPAC functions for
TN porting PLUS pre-port business rules (like the LSR/FOC or WICIS process). It was the first system to
do so in the world. The Telcordia NPAC PLUS design has become the de facto standard of number
portability worldwide. Telcordia has deployed NPAC PLUS in 15 countries, more deployments than any
other vendor in the world. In addition, the Telcordia Number Portability Gateway (NPG) leverages
Telcordia’s experience in service provider operations support systems (OSS) and provides a number
portability local system gateway (combining SOA and LSMS functionality) between a service provider’s
back office billing and network systems and the NPAC or NPC in a country, allowing for seamless flow-
through porting. Telcordia’s systems have interfaces to every major vendor including Neustar, Tekelec
and many others. Telcordia has experience developing and testing interfaces with vendors around the
world to deliver NP solutions that meet or exceed expectations.

Telcordia NP systems provide services to
providers with more than 1.5 Billion
subscribers, more than any other vendor in
the world.

Telcordia continues to innovate in number portability
solutions

= Delivered the first multi-vendor regional NPAC solution
in India

= Delivered the first NPC with IP/ENUM Query Resolution
Service in Thailand.

= Delivered the first NPC with Device Registry
functionality in Chile

In India Telcordia delivered the world first NPAC Plus system in a multi-vendor regional environment.

¢ This brought the ongoing benefits of competition between NPAC vendors to service providers and
the end users in India resulting in an advance NP system with a per port cost that is significantly
lower than that currently being experienced in the U.S.

¢ Works effectively without a single complaint with the other LNPA in India.
© Iy

3.3.3 Other Products and Services Successful Performance of functional /
technical skills required on LNP activities

As is discussed in VQS Section 3.3.1, Telcordia delivers a suite of solutions agnostically and neutrally to
service providers worldwide. The other Telcordia products and services that demonstrate the functional
and technical skills required for the full range of LNPA activities for delivery of NPAC services in the U.S.
with excellent customer satisfaction include:

¢ Toll Free System with Portability

¢ Routing and Number Administration
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¢ Mobile ID
¢ Message Hub and Resolver Services and
¢ Hosted Managed Services

Our Past Performance demonstrates excellent on time delivery and customer service, including technical
and management skills over decades to deliver the NPAC service in the U.S. Telcordia has the
experience, expertise, management systems and with Ericsson the financial strength to provide
unparalleled services for NPAC performance in the United States.

Telcordia has new future facing products and services that will bring knowledge and leadership to NPAC
services of the future including:

¢ Query Resolver/ENUM
¢ Device Registry

Telcordia’'s data center and service partner, SunGard is one of the world's leading software and
technology services companies. They provide software and technology services to financial services,
education and public sector organizations. They also provide disaster recovery services, managed
services, information availability consulting services and business continuity management software.
SunGard serves approximately 25,000 customers in more than 70 countries. Highlights of SunGard
capabilities include:

+ 5 million square feet of data center and operations space at over 90 facilities in 10 countries,

¢ Pioneer of commercial disaster recovery services

¢ Specialization in information availability solutions,

¢ Vast experience, technology expertise, resource management capabilities, and vendor neutrality
¢ Quality Metrics, Certification and Continuous Improvement Processes

In addition, SunGard also has significant applicable experience implementing performance surveys
demonstrating excellent customer satisfaction.

3.3.4 Customer Benefits from Successful Performance and Proven Results

As is demonstrated in our references in VQS Section 3.3.4 and our Past Performance Questionnaires
submitted in response to Section 3.3.5, the Telcordia team provides significant value to its clients in
implementing systems and services related to number portability and other mission critical systems and
services:

¢ Enabling Efficient Wireless Number Portability in the U.S. through the North American Number
Portability Gateway — 90%+ of the U.S. MNP volume

¢ Delivery of SP local NP systems that connect with NPAC databases in all 8 regions and
worldwide — understanding provider environments and delivering customized features adding
value

¢ Delivery of the first NP system with toll-free — Enabling Toll-Free service in the U.S. delivering
billions of calls with no downtime

¢ Delivery of world’'s first multi-vendor regional

NPAC Plus in India Telcordia has more than 1,000 customers for

its products and services enabling porting,

¢ Delivery of first NP platform in Latin America — routing, message delivery and
fast deployment with no upfront investment interconnection to more than 1.5 Billion

subscribers worldwide!

¢ Routing Administration in the U.S. — Every
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service provider’s ported and pooled TN references Telcordia data with an LRN
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3.3.5 Telcordia Team Past Performance Meets or Exceeds the Evaluation Criteria

The projects in our past performance exemplify our experience and expertise in regional local NPAC SMS
systems and services, international NPAC PLUS systems, and the technical, operational and
management skills to earn excellence in customer service, as highlighted below.

In addition to the three references required for VQS Section 3.3.4 Telcordia has asked 2 other customers
to submit Past Performance Questionnaires for evaluation for a total of 5 references demonstrating our
ability to deliver number portability in the U.S., number portability around the world, and demonstrating
the technical skills of managing network databases in a managed service.

Telcordia is providing the following references:

These references demonstrate that Telcordia meets the Past Performance Criteria as outlined in the table
below.

Past

Performance Telcordia Team Depth and Breadth of Relevant Experience
Criteria

Wireline local systems to support U.S. service providers

= Telcordia local systems (WNP, WICIS and SOA) process 90+% of wireless

Experience with ports resulting in more underlying transactions than the NPAC itself

LNPA or : . L

NPAC/SMS = Enables wireless-to-wireless porting interval to meet the SLAs of our customers
At = Critical component of delivering fast seamless portability in the U.S.

the Regions [ |

Telcordia as described in attachment VQS_Section 3.3.1_Experience Description
has the most LNP NPAC PLUS equivalent deployments of any vendor:

LNPA = NP solutions deployed in 18 countries outside the U.S.
provider = Provide NP-related services to providers with nearly 1.5 billion subscribers

number = Interfaces to hundreds service provides and vendors in 18 countries outside
portability the U.S.

ﬁ\dmlnlstratlootr;]er = Processed more than three billion number portability transactions worldwide.

countries
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Provide fully compliant SOA and 8 region LSMS

Leading provider of Availability Services, Data Center, and Managed Recovery
exceeds requirements

Demonstrated delivery of high availability network systems and services
processing millions queries a day

Demonstrated Service Monitoring and Help Desk Support

Past Performance Demonstrating High Levels of Customer Satisfaction in
o Delivery of U.S. NP requirements in the regions
o Delivery of NP services worldwide in 19 countries

o Delivery of network managed services supporting high volume
high availability services

o Delivery of complex new systems on time, on budget and with high
customer satisfaction

Customer satisfaction is shown in all of our Past Performance
references; we have been delivering quality number portability and
network services to our customers since the very start of number
portability.

Telcordia SOA and LSMS systems meet all the relevant requirements FRS and
the IIS as shown in three of our past performance references.

Telcordia provides a system comparable to NPAC PLUS pre-port functionality
in 17 countries around the world including two of our past performance
references.

Telcordia provides high availability system and services exceeding the NPAC
performance requirements in one of our past performance references.

Telcordia has delivered and operated Number Portability Systems and services
since 1992, starting with the delivery of toll-free number portability through
developing best practices for service delivery.

SunGard: delivered critical infrastructure data centers, system networks, and
help desks for thousands of customers in hundreds of countries.

April 2013
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= Telcordia provides escalation points to its customers and commits to providing
efficient escalation to managers with the ability to resolve customer issues
within the rules, regulations and requirements of number portability

administration. The organization is designed to provide customer support and
communications at all levels

= Telcordia SOA provides transaction reports for financial insight regarding port
transaction charges.

= Telcordia NPAC PLUS systems provide reports for transaction based financial
charges.

= All Telcordia systems provide full operational reporting.

= Telcordia has implemented customer satisfaction surveys via its help desk for
several of its products and SunGard also provides help desk surveys as part of
its services as demonstrated in the referenced projects below.

= The Telcordia Quality Method of Operation for continuous improvement
includes performance surveys.

= Our data center partner, SunGard, as noted below, uses both “in-flight” surveys
and annual customer surveys as part of their Continuous Improvement
Process.

= Several of the North American Past Performance references have
participated in the Telcordia Customer Satisfaction surveys that are part
of our QMO continuous improvement process.

= Nearly all of the deployments of Telcordia’s NPAC PLUS products included
special requirements and customization for delivery all of which were
performed on time with expedited delivery schedules.

= Telcordia has also delivered specialized features and met specialized customer
requirements in the SOA and LSMS delivery.

= The Past Performance, for all of the Telcordia references, demonstrates
Telcordia’s ability to meet special requirements for service. In addition,
several projects required expedited delivery. |l HIEE R

Telcordia Team Depth and Breadth of Relevant Experience

April 2013
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Wireline local systems to several of the largest U.S. service providers

Telcordia local systems (WNP, WICIS and SOA) process 90+% of wireless
ports resulting in more underlying transactions than the NPAC itself

Enables wireless-to-wireless porting interval to meet the SLAs of our customers
Critical component of delivering fast seamless portability in the U.S.

Telcordia as described in attachment VQS_Section 3.3.1_Experience Description
has the most LNP NPAC PLUS equivalent deployments of any vendor:

NP solutions deployed in 18 countries outside the U.S.
Provide NP-related services to providers with nearly 1.5 billion subscribers

Interfaces to hundreds service provides and vendors in 18 countries outside
the U.S.

Processed more than three billion number portability transactions worldwide.
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Leading provider of Availability Services, Data Center, and Managed Recovery
exceeds requirements

Demonstrated delivery of high availability network systems and services
processing millions queries a day

Demonstrated Service Monitoring and Help Desk Support

Past Performance Demonstrating High Levels of Customer Satisfaction in
o Delivery of U.S. NP requirements in the regions
o Delivery of NP services worldwide in 19 countries

o Deliver of network managed services delivering high volume high
availability services

o Delivery of complex new systems on time, on budget and with high
customer satisfaction

Customer satisfaction is shown in all of five of our Past Performance
references; we have been delivering quality number portability and
network services to our customers since the very start of number
portability.

April 2013
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Telcordia SOA and LSMS systems meet all the relevant requirements FRS and
the 1IS as shown in three of our past performance references.

Telcordia provides a system comparable to NPAC PLUS pre-port functionality
in 17 countries around the world including two of our past performance
references.

Telcordia provides high availability system and services exceeding the NPAC
performance requirements in one of our past performance references.

Past Performance in all five of our references demonstrates on time
delivery of cost-effective solutions of systems that either represent a
significant portion of US NPAC functionality or are for more than
comparable systems.

Telcordia has delivered and operated Number Portability Systems and services
since 1992, starting with the delivery of toll-free number portability through
developing best practices for service delivery.

SunGard: delivered critical infrastructure data centers, system networks, and
help desks for thousands of customers in hundreds of countries.

Telcordia provides escalation points to its customers and commits to providing
efficient escalation to managers with the ability to resolve customer issues
within the rules, regulations and requirements of provision of number portability
administration. The organization is designed to provide customer support and
communications at all levels

Telcordia SOA provides transaction reports for financial insight regarding port
transaction charges

Telcordia NPAC PLUS systems provide reports for transaction based financial
charges

All Telcordia systems provide full operational reporting.

April 2013
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Telcordia has implemented customer satisfaction surveys via its help desk for
several of its products and SunGard also provides help desk surveys as part of
its services as demonstrated in the in the reference projects below.

The Telcordia Quality Method of Operation for continuous improvement
includes performance surveys.

Our data center partner, SunGard, as noted below, uses both “in-flight” surveys
and annual customer surveys as part of their Continuous Improvement
Process.

= Several of the N. American past performance references have
participated in the Telcordia Customer Satisfaction surveys that are part
of our QMO continuous improvement process.

= Nearly all of the deployments of Telcordia’'s NPAC PLUS products included
special requirements and customization for delivery all of which were
performed on time with expedited delivery schedules.

; = Telcordia has also delivered specialized features and met specialized customer
requirements requirements in the SOA and LSMS deliver
for expedited q Y:

delivery W * The past performance references for all five of the Telcordia references
service demonstrate Telcordia meeting special requirements for the services. In
addition, several required expedited delivery. Il I BE

Meet special

Telcordia Discriminators

With systems installed that are larger and
higher availability than NPAC, the Telcordia
Past Performance demonstrates our ability to
deliver and operate this critical service.

3.3.5.1 Demonstration of Customer Excellence in Data Center Services and Data
Transition Services

Telcordia’s partner for data center, availability and help desk services, SunGard, has thousands of
customers that can demonstrate past performance of their availability and data center services as well as
their proven service management, continuous improvement and importantly their proven methodology to
transition large data services.

SunGard has references available for the projects described below for which contact information can be
made available on request to demonstrate the technical and management skills to deliver an NPAC data
center and related availability services that meet or exceed the performance criteria.

The following table summarizes the reference projects that demonstrate the technical capabilities to meet
or exceed the data center, availability and help desk services for LNPA as part of the Telcordia team.
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Relevant Project | Financial Services Payment Healthcare -- Hospitals | International Financial
Aspects Processing Services Client

Data Center Hosting Multiple data centers, including

Production, DR and UAT/Dev

4 hosting sites, brand
neutral,
primary/secondary  site

configuration, mobile
recovery sites as
needed.
24-hour Operations 24x7 24x7 24x7
Large Volumes of | 80 TB of data n/a Large hosted storage with
Data 50TB of data
Large Volumes of | Over 124 million ATM/POS - | n/a Thousands of  daily
Transactions more than 200 million total transactions for
transactions International banking end
customers
Government / | Financial, PCI, SASE, HIPAA HIPAA Private
Regulatory
Service Desk 200 tickets per month, ITIL 300 + calls per month, | 100 calls/tkts per month,
ITIL ITIL
Transition Project | Phased design, planning and | “Flip Switch" separation | PMI framework for
Management implementation. Proof-of- | from old to green field | phased design, planning
concept, UAT testing & signoff | environment, and implementation,
prior to production followed with  failover
implementation and transition Initial f-of- t testing before transition
to Operations. __proot-ol-concept. | iy operations
On-going phased
transition management
driven by customer’s
schedule. Exceptional
Build and Activate
responsiveness to each
request. Regularly
scheduled weekly
checkpoints to provide
general support and
planning of upcoming
needs.
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Relevant Project | Financial Services Payment Healthcare -- Hospitals | International Financial
Aspects Processing Services Client

Users of Service

End Users n/a 1,250 hospital systems | Thousands of financial
used in the course of | end customers

providing care to facilities
with over 1,000 beds and
7,000 providers.

Large entities 4 hospitals with over | 1 main regional branch
(clearinghouse) 1,000 beds and over 60 | and application access to
operating rooms. thousand regional
branches

Customer Satisfaction

Surveys
Trailer Surveys YES
Annual Surveys YES YES YES

These reference projects demonstrate the
technical skills to meet or exceed the
relevant requirements for LNPA data center,
availability and help desk services.
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3.4 Factor 3, Financial Stability

As a wholly owned subsidiary of Ericsson, Telcordia does not issue separate financial statements.
Consequently, Telcordia’s financial solvency is certified through the consolidated audited financial
statements of its parent Ericsson. Telcordia’s global market leadership position in number portability and
other interconnection solutions is further strengthened by the financial backing and stability of Ericsson,
which are shared below.

Ericsson builds its strength on the combination of core assets: technology leadership, services leadership
and global scale. With a well-diversified customer base, Ericsson has strong and long-standing customer
relationships with over 400 customers in 180 countries, and employs over 100,000 highly skilled and
engaged employees. Ericsson, which has been
in business for 137 years, boasts a strong
balance sheet with a significantly large cash
position to ensure the financial flexibility to invest
in future growth and to capture new business 34.8 35.0

Ericsson's Financials

opportunities, such as this multi-year NPAC 35
contract. —30

5
Telcordia is extremely well-positioned to endure Z 20
negative economic impacts as it is backed by a ‘ ais
parent with substantial financial wherewithal as g 10
demonstrated by considerable revenues, &
sizeable market capitalization and net cash 5

position, and robust cash generating ability.
Furthermore, Ericsson has more than proved its
longevity as it has withstood every economic
downturn over the past 137 years.

2010 2011 2012
WRevenue -=Adjusted EBITDA

3.4.1 Financial Strength

In 2010, 2011 and 2012, Ericsson generated consolidated revenues of $31.2, 34.8 and 35.0 billion,
respectively, growing revenues by a compounded annual growth rate of 6%. In 2010, 2011 and 2012,
Ericsson generated adjusted Earnings Before Interest, Taxes and Depreciation (EBITDA) of $9.0, 9.0 and
9.5 billion, respectively. Ericsson generated $3 billion in 2012 operating cash flow, ended 2012 with a
gross cash position of $12 billion, a net cash position (with total cash exceeding total debt) of $6 billion.
In 2012 Ericsson’s free cash flow (cash flow from operations less capital expenditures) from continuing
operations totaled $2.6 billion. Furthermore, Ericsson yielded an operating margin of 9.7%, which
remains the highest among its traditional publicly listed telecom competitors and boasted a sizeable
March 2013 market capitalization of approximately $40 billion.

Please note that the Ericsson financial metrics shared above were extracted from the attached 2012
Ericsson annual report and converted from the Swedish Krona (SEK) to the U.S. Dollar (USD) based on a
4/1/2013 exchange rate of 6.5154 SEK/USD as posted in the Wall Street Journal.

3.4.2 Annual Reports Including Audited Financials

Ericsson’s audited financial statements are included in the three attached Ericsson annual reports to
shareholders for the years 2010, 2011 and 2012.
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3.4.3 Sub-Contractor: SunGard
3.4.3.1 Overview

Pioneering disaster recovery in the 1970s, SunGard Data Systems, Inc. is one of the world’s leading
software and technology services companies. SunGard is the largest privately held software and
services company and is ranked 480 on the Fortune 500. They provide software and technology services
to financial services, education and public sector organizations. They also provide disaster recovery
services, managed services, information availability consulting services and business continuity
management software. SunGard serves approximately 25,000 customers in more than 70 countries.
SunGard's revenue is highly diversified by customer. During each of the past three fiscal years, no single
customer has accounted for more than 3% of total revenue. SunGard’s solid liquidity position assures its
customers that SunGard is, and will continue to be, a reliable and stable service provider for years to
come.

Formerly listed on the NYSE (ticker symbol SDS) on August 11, 2005 the company was acquired by a
consortium of seven private equity investment firms in a transaction valued at $11.3 billion. The partners
in the acquisition were Silver Lake Partners, Bain Capital, Blackstone Group, Goldman Sachs Capital
Partners, Kohlberg Kravis Roberts & Co., Providence Equity Partners, and Texas Pacific Group.

Combining deep domain datacenter and information availability experience, diversified operations and
resulting financials with the backing by a consortium of the world's leading private equity firms, ensures
long-term strength, wherewithal and stability that should comfort any prospective customer requiring
mission critical services.

3.4.3.2 Financial Strength

In 2010, 2011 and 2012, SunGard generated consolidated revenues of $4.4, 4.4 and 4.3 hillion,
respectively. 70% of the company’s
revenues is highly recurring due to longer
term contracts and significant switching
costs. Consolidated adjusted EBITDA for the R e — AR
same time period was $1.3, 1.2 and 1.2

SunGard's Financials

billion. =2
53
In 2010, 2011 and 2012, SunGard generated =
consolidated cash flow from continuing 'g'z |
operations of $601, 606 and 645 million, A
respectively. At the end of 2012 SunGard 1
had cash and equivalents of $546 million. In
2012 SunGard’s free cash flow (cash flow 0

from operations less capital expenditures) 2010 2011 2012
from continuing operations totaled $385M. mRevenue -—=Adjusted EBITDA

3.4.3.3 Annual Reports Including
Audited Financials

SunGard’s audited financial statements are included in the three attached SunGard 10Ks or annual
reports to the SEC for the years 2010, 2011 and 2012 found in VQS Section 3.2.
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Appendix A Telcordia QMO and ITIL

il
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ITIL Service Management Approach

ITIL is a public framework that describes Best Practice in IT service management. It provides a
framework for the governance of IT, the ‘service wrap’, and focuses on the continual measurement and
improvement of the quality of IT service delivered, from both a business and a customer perspective. This
focus is a major factor in ITIL's worldwide success and has contributed to its prolific usage and to the key
benefits obtained by those organizations deploying the techniques and processes throughout their
organizations.

Some of these benefits include:

¢ Increased user and customer satisfaction with IT services

¢+ Improved service availability, directly leading to increased business profits and revenue

¢+ Financial savings from reduced rework, lost time, improved resource management and usage
¢ Improved time to market for new products and services

¢+ Improved decision making and optimized risk.

The Telcordia Solution has embraced this framework, and it is also used by our data center partner, to
deliver the end-to-end NPAC SMS service to the Industry enabling many of the benefits identified above.

The ITIL Framework defines best practices for 5 core areas (described in 5 books) and 25 processes
within those areas. The five areas are: Service Strategy, Service Design, Service Transition, Service
Operation and Continual Service Improvement.

Service Strategy is the core governance and business management area and includes Business
Relationship Management, Financial Management, and Demand Management processes. The Telcordia
Service, Solution features and Management solution used these best practices. Most of these functions
are in Business Management group of Telcordia NPAC with participation of experts in the Service
Delivery, Service Management teams.

Service Design are the best practices for appropriately designing a new solution, service or feature and
include Service Level Management, Capacity Management, Availability Management, Service Continuity
Management, Information Security Management, Supplier Management and Design Coordination. The
Service Design must take all of these process best practices into consideration to deliver an approved
design to Service Transition.

Service Transition are the best practices for development, test, transition planning and support. Included
are processes for Change Management, Change Evaluation, Release and Deployment Management,
Service Asset and Configuration Management, Knowledge Management, Service Validation and Testing,
and Transition Planning and Support. The Telcordia QMO practices are important part of implementing
these best practices. Once the release is tested, validated, and with change management approval
transitioned into production the solution goes into Service Operation.

Service Operation are the best practices for operation of the service to provide outstanding customer
satisfaction including conformance with all Service Levels committed to in Service Design.  Service
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Design has best practices for four Functions (teams) in order to provide these operations. An important
part of the best practice is providing a Single Point of Contact for customers for service inquiries, requests
and trouble resolution. This is done via the Service Desk function. The Service Desk includes the help
desk and provides ingress for the following processes: Request Fulfilment, Access Management,
Problem as well as Event and Inc