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Art Claus

3355 Gator Trail
Brooksville, FL 34604

March 18, 2004

FCC Chairman Michael Powel)
Federal Communications Commission
445 12th Street Sw

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Interrnet communication services be
required to have built—in wiretapping access.

I do not believe this reguirement is necessary. longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far bayond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government requiring all
new homes be built with a peephole for law enforcement to laok through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources like phone companies and data
sources 1ike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government 1s creating the very real potential for hackers and thieves or
even roque government agents to access our personal communicatians. Past
effarts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Art Claus
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Nicole McPhee

11648 N, Shore Dr.
Reston, VA 20130

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have bullt-in wiretapping access.

I do not believe this reguirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. Tt is the equivalent of the government requiring all
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources like phone companies and data
sources 1ike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legistative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access our personal <ommunications. Past
efforts to provide this sort of backdoor access have not been successful and
cnly created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built—in
wiretapping.

I Yook forward to hearing your thoughts on this matter.

Sincerely,

Nicole McPhee
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Mariorie Streeter
2320 Emerald Heights Court
Reston, V& 20191

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my appaosition to the
Department of Justice s request that all new Internet communication services be
required to have built-in wiretapping access,

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to ¢onduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government requiring all
new homes he built with a peephcle for law enforcement to look through.

I am very concernhed that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources like phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the law
would bypass the lTegislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is ¢reating the very real potential for hackers and thieves or
gven rogue government agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to opposé the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely yours,

Marjorie Streeter
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Marjorie Solomon

1707 Belle Court
Lilburn, ga 30047

March 18, 2004

FCC Chairman Michael Powell
Federal Communjcations Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s reguest that all new Internet communication services be
required to have built-in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the gavernment requiring all
new homes be built with a peephole For law enforcement to look through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries far how
the FBI can collect information between sources like phone companies and data
sources Tike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is c¢reating the very real potential for hackers and thieves or
even rogue government agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communicatiaon technologies should have built-in
wiretapping.

I Took forward to hearing your thoughts on this matter.

Sincerely,

Marjorie Solomon
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Paut Hyman

1216 NE 17 Way
Fort Lauderdale, FL 33304

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commissian
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built-in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the eguivalent of the gavernment requiring ail
new homes be built with a peephole for law enforcement to look through,

I am very concerned that this requirement represents an end-ruh around
Congress, Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can ¢ollect information between sources like phone companies and data
sources 1ike e-mail. The FBI s aggressive and expansive reading of the Tlaw
would bypass the Tegislative process to alter that careful balance,

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access our personal communicatiaons. Past
efforts to provide this saort of backdoor access have not been successful and
anly created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestign of the Department of
Justice that our new Internet communicatien technologies should have built—in
wiretapping.

I look forward to hearing your thoughts on this matter,

Sincerely,

Paul Hyman
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Jeremy Machalek

121 §. Solomon St.
New Orleans, LA 70149

March 18, 2004

FCC Chairman Michael Powell
federal Communications Commission
445 12th Street SW

Washington, 0C 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s reguest that all new Internet communication services be
required to have built-in wiretapping access.

1 do not believe this requirement is necessary. Langstanding laws already
require Internet Service Froviders and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government requiring all
new homes be built with a peephole for law enforcement to lock through.

I am very concerned that this requirement represents an end-run around
Congress. Llawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources like phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by reguiring a master key to our personal communications, the
government 1s c¢reating the very real potential for hackers and thieves ar
even rogue government agents to access our persohal communications. Past
efforts to provide this sort of backdoor access have not been successful and
anly created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Tustice that our new Internet communication technologies should have built-in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Jeremy Machalek
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Wayra Palenque-Torre

1119 CampoSano Avenue
Coral Gables, FL 33148

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built—in wiretapping access.

I do not believe this reguirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is gaoing far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the eguivalent of the government requiring all
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this requirement represents an end-run around
Congress. lLawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources like phone companies and data
sources 1ike e-mail. The FBI 5 aggressive and expansive reading of the law
would bypass the legisTative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves ar
even rogue government agents to access our personal communications. Past
efforts to praovide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Wayra Palenque-Torre
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Shenna Bellows

1126 11th St. NW Apt. 402
washington, DC 20001

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s reguest that all new Internet communication services he
required to have built—in wiretapping access.

I do not helieve this requirement is necessary. Longstanding laws already
reguire Internet Service Providers and Internet telephone companies te allow
the FBI to conduct surveillance. The FBI is going far beyond thess existing
powers by ftrying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government requiring all
new homes be buitt with a peephole for lTaw enforcement to look through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensfive deliberations, set up boundaries for how
the FBI can collect information between sources 1ike phone companies and data
sources Tike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
even rogue goverament agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers,

Once again, I urge you tc appose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I Took forward to hearing your thoughts on this matter.

Sincerely,

Shenna Bellows
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H. LeAnne Ochs

1354 North Ridge Parkway
Olathe, ks 66061

March 18, 2004

FCC Chairman Michael Powel]l
Federal Communications Commissiaon
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required te have built-in wiretapping access,

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the govermment requiring all
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this requirement represents an end-run around
Congress. lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources like phone companies and data
sources Tike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that c¢areful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves ar
even rogue government agents  to access our personal communications. Past
efforts to provide this sort of backdopr access have not been successful and
only created a rich opportunity for hackers.

Once again, 1 urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

H. LeAnne Ochs
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Kerath Daddow
406 MW BBth Terr. #3
Kansas City, MO 64118

March 18, 2004

FCC Chairman Michael Powel]
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

A5 a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built-in wiretapping access,

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government requiring all
new homes be built with a peephole for law enforcement to look thraough,

I am very concerned that this requirement represents an end-run around
{ongress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can <¢ollect information between sourc<es 1ike phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by reguiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers,

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping,

I Tock forward to hearing your thoughts on this matter.

Sincerely,

Kerath G. Daddow
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BLAKE HARRISON

7320 CROWN POINT ROAD
OKLAHOMA CITY, OK 73132

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s reguest that all new Internet communication services be
required to have built—in wiretapping access.

I do not believe this reguirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far heyond these existing
powers by trying to force the industry to actually build its systems araund
government eavesdropping. It is the equivalent of the government requiring all
new homes be built with a peephole for law enforcement to leok through.

I am very <oncerned that this reguirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources like phone companies and data
sources l1ike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications. the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access our personal communications, Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

BLAKE HARRISON
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Carl J. Bell

18 Park Charles North
St. Peters, mo 63376

March 18, 2004

FCC Chairman Michael Powell
Federal Caommunications Commission
445 12th Street SW

washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s regquest that all new Internet communication services be
required to have built—in wWiretapping access.

I do not believe this requirement is necessary. Llongstanding laws already
require Internet Service Providers and Internet telephone companies to allaow
the FBI to conduct surveillance. The FBIL is going far beyond these existing
pawers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government reguiring all
new homes be built with a peephole for lTaw enforcement to look through,

I am very concerned that this requirement represents an end=-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources 1ike phone ¢ompanies and data
sources like e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves ar
even rogue government agents to access cur personal communications, Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers,

Once again, I urge you to oppose the dangerous suggesticn of the Department of
Justice that our new Internet communication technologies should have built=in
wiretapping.,

I lTook forward to hearing your thoughts on this matter.

Sincerely,

Rev. Carl J. Bell
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Matt Howes

330 Rhode Island, NE
Washington, DC 20002

March 18, 2004

FCC Chairman Michael Powel)
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s regquest that all new Internet communicatien services be
required to have built—in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Servic¢e Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government requiring all
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this reguirement represents an end-run arcund
Congress. lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources Tike phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, ths
government is creating the very real potential for hackers and thieves ar
evenh roque government agents to access our persanal communications, Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built—in
wiretapping.

I Took forward to hearing your thoughts on this matter.

B

Sincerely,

Matt Howes
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Aaron Stewart

710 Poplar Creek Rd
0liver Springs, TN 37840

March 18, 2004

FCC Chairman Michael Powell
Federal Cammunicatians Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s reguest that all new Internet communication services be
required to have built—in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing.
and reasonable, powers by trying ta force the industry to build its systems
around government eavesdropping. It is like the government regquiring all new
homes be built with a peephole for law enforcement to look through.

I am concerned that this requirement represents an end-run around Congress, and
by extension the free voting people of the United States.

Lawmakers, after extensive deliberations, set up boundaries for how the FBI
can collect information. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.
Furthermore, by requiring a master key to our persanal communications, the
government is creating the very real potential for hackers and thieves to

attack or exploit that same key to access our personal communications.

Past effarts to provide this sort of backdoor access have not bheen successful
and only c¢reated a rich opportunity for hackers.

I look forward to hearing your thoughts on this matter.

Sincerely concerned,

Aaron Stewart
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Natalie Preston

532 John Baker Rd
Fieldale, Wa 24089

March 18, 2004

FCC Chairman Michael Powell
Federal Communicatians Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s regquest that all new Internet communication services be
required to have built-in wiretapping access,

I do not believe this regquirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
gavernment eavesdropping. It is the equivalent of the government requiring all
new homes be built with a peephole far law enforcement to look through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources like phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the law
would bypass the leagislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers,

Once again, I urge vou to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technglogies should have built-in
wiretapping,

I look forward to hearing your thoughts on this matter.

Sincerely,

Natalie Preston
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Anneiiese Tolbert

4110 Tonga Drive
Sarasota, FL 34241

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commissian
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my oppesition to the
Department of Justice s request that all new Internet communication services be
required to have built—in wiretapping access,

taws already require Internet Service Providers and Intermet telephaone
companies to allow the FBI to conduct surveillance. The FBI is going far
beyond these existing powers by trying to force the industry to actually build
its systems around government eavesdropping.

I am very concerned that this requirement represents an end-run around
Congress. The FBI s aggressive and expansive reading of the law would bypass
the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access our personal communications.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Anneliese D. Tolbert
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Fodd Toyd

10104 Brandsteade Ct
LUnion. KY 41091

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commissign
445 12th Street SW

Washington, DC 20554

FCC Chajrman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built—in wiretapping access.

I do not believe this requirement is necessary. Llongstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by tryimg to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government requiring all
new homes be built with a peephole for Taw enforcement to loaok through.

I am very concerned that this reguirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources 1ike phone companies and data
sources Tike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by regquiring a master key to our personal communications, the
government is <reating the very real potential for hackers and thieves or
gven rogue government agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built—in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Todd Loyd
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Michael Kersch

3050 S6th Street South
5t Petersburg, FL 33707

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Pawell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice 5 request that all new Internet communication services be
required to have built—in wiretapping access.

I do not believe this regquirement is necessary. Llongstanding laws already
require Internet Service Providers and Internet tslephone companies to allow
the ¥BI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems arcund
government eavesdropping. It is the equivalent of the government requiring all
rew homes be built with a peephole for law enfarcement to look through.

I am very concerned that this requirement represents an end-run around
Congress. lLawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources 1ike phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the Taw
would bypass the legislative process to alter that careful balanhce.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves ar
gven rogue government agents to access our personal communications. Past
efforts ro provide this sort of backdoor access have not been successful and
only created a rich appartunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that ogur new Interpet communication technologies should have built—=in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Michael Kersch




Thu 18 Mar 2094 D3:44:05 PM T
Kennith SlagTe

14D Prairie Trail
Greensboro, North Carolina 27410

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s reguest that all new Internet communication services be
required to have built-in wiretapping access.

I do not bhelieve this reguirement is necessary. Ltongstanding laws already
require Internet Service Froviders and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the govermment requiring all
new homes be built with a peephole for law enforcement to look through.

I am very cancerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for haw
the FBI can collect information between sources like phone companies and data
sources 1ike e-mail, The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportumity for hackers.

Once again, I urge you to oppose the dangerous sugcestion of the Department of
Justice that our new Internet communication technologies should have built—in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Kennith Slagle
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william Pilaon Ir

4505 Treelodge parkway
Atlanta, GA 30350

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communicatijon services be
required to have built—in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far heyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the egquivalent of the government requiring all
new homes be built with a peephole for law enforcement to leok through,

I am very concerned that this requirement represents an end-run around
Congress. Llawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources like phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the Jaw
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real patential for hackers and thieves or
even rogue government agents to access our personal communications. past
efforts to provide this sort of backdoer access have not been successful and
only created a rich opportunity for hackers.

On¢e again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I Took forward to hearing your thoughts on this matter.

Sincerely,

William F. Pilon Jr
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Mar<h 18, 2004

FCC Chairman Michael Pawell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Tustice s request that all new Internet communication services be
reguired to have built-in wiretapping access.

I do not believe this requirement is necessary. Lonastanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far heyond these existing
powers hy trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government reguiring all
new hames be built with a peephole for law enforcement to look through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect infarmation between scurces 1ike phone companies and data
saurces like e-mail. The FBI s aggressive and expansive reading of the law
waould bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
even rogue gavernment agents to access our personal communicatiaons. Past
efforts to provide this sort of backdsor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built—in
wiretapping.

I lTook forward to hearing your thoughts on this matter.

Sincerely,

Dr. Kendra Saunders
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March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual., I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built—in wiretapping access.

I do not believe this regquirement is necessary. Lechgstanding laws already
require Internet Service Providers and Internet telephane companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government requiring all
new homes be built with a peephale for law enforcement to look through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources like phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by reguiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
even rogue gavernment agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
cnly created a rich apportunity far hackers.

Once again, I urge vou to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Christy Spate
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March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Straet SW

Washington, DC 20554

FCC Chairman Powell:

fis a concerned individual, I am writing to express my opposition to the
Department of Tustice s request that all new Internet communication services be
required to have built—in wiretapping access.

I do not believe this reguirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct syrveiliance. The FBI is going far bevond these existing
powers by trying to force the industry to actually build its systems arcund
government eavesdropping. It is the equivalent of the government requiring all
new homes be built with a peephole for law enforcement to look through.

I am very cancerned that this requiremsnt represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources like phone companies and data
sources like e-mail. The FBI s agdressive and expansive reading of the law
would hypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
anly created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestien of the Department of
Justice that our new Internet communication technologies should have built—in
wiretapping.

I 1ook forward to hearing your thoughts on this matter.

Sincerely,

Michael Jones
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March 18, 2004

FCC Chaitrman Michael Powel)
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Tustice 5 reguest that all new Internet communication services be
required to have built-in wiretapping access.

I do not believe this regquirement 15 mecessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is qoing far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent af the government requiring all
new homes be built with a peephole far law enforcement to look through.

I am very concerned that this requirement represents an end-run around
congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources like phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key t¢ our personal communications, the
government is creating the very real potential for hackers and thieves ar
even rogue government agents to access our parsanal cammunicatians, Past
efforts to provide this sart of backdoar access have not been successful and
only created a rich opportunity for hackers.

once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built—in
wiretapping.

I look forward to hearing your thoughts on this matter,

Sincerely,

Kate Elizabeth Avery
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March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
4435 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services he
required to have built—in wiretapping access,

I do not believe this requirement 15 necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the sguivalent of the government reguiring all
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources like phone companies and data
sources Yike e-mail., The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
even raogue government agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
anly created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built—in
wiretapping.

I look farward to hearing your thoughts on this matter.

Sincerely,

Chris Caracena




