Tum 23 Mar 2004 06:00:38 AM EST p. 7
Krissandra Roth

3716 Se 15th Ave
portland, OR 37202

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chajrman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built-in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the eguivalent of the government requiring all
new hemes be built with a peephole for law enforcement to laak through.

I am very concerned that this reguirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBEI can collect information hetween sources like phone companies and data
sources like e-mail. The FBI s agqressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents  to access our personal ¢ommunications, Past
efforts o provide this sart of bhackdoor access have not been successful and
only created a rich opportunity faor hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that aur new Internet communication technologies should have built—in
wiretapping.

I ook forward to hearing your thoughts on this matter.

Sincerely,

Rev K.L., Roth
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David Harter

832 Baldwin Ave,
Norfolk, WA 23517

March 18, 2004

FCC Chairman Michael Powel]
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Interret communication services be
required to have built—in wiretapping access.

1 do not believe this reguirement is necessary. longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI tec conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government requiring aill
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this reguirement represents an end-run around
{ongress. Lawmakers, after extensive delibherations, set up boundaries for how
the FBI can collect information between sources 1ike phone companies and data
sources like e-mail. The FBI s aggressive and espansive reading of the Taw
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is ¢reating the very real potential for hackers and thieves ar
even rogue gavernment agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not been successful zand
only created a rich opportunity for hackers.

Once again, I urge vyou to oppose the dangerous suggestion aof the Department of
Justice that our new Internet communication technologies should have built—in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

David T. Harter
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Catherine Calhoun
3236 Brass Buttons Trail
Austin, TX 78734

March 18, 2004

FCC Chairman Michael Pawell
Federal Communications Commission
445 t2th Street SW

Washington, DC 20554

FCC Chatrman Powell:

As a cancerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet commuhication services be
required to have built—in wiretapping access.

I do not believe this reguirement is necessary. Llongstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems arcund
government eavesdropping. It is the equivalent of the government regquiting all
new homes he built with a peephole for law enfarcement to look through.

I am very concerned that this reqguirement represents an end-run around
Congress. lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources like phane companies and data
sources 1ike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legisiative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
even rogue dovernment agents to access our personal communications. Past
efforts to provide this sort of backdoor ac¢ess have not been successful and
only created a rich opportunity for hackers.

Once again, I u}ge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built—in
wiretapping.

I look forward to hearing your thoughts an this matter.

Sincerely.

Catherine D. Calhoun
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Eitan CGrinspun

719 Broadway
New York City, NY 10003

March 18, 2004

FCC Chairman Michael Powell
Federal Communicatians Commissiagn
445 12th Street SW

washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my oppositicn to the
Department of Tustice s request that all new Internet communication services be
required to have built-in wiretapping ac¢ess.

A5 a PhD in Computer Sc¢ience., I am well-informed on this issue: if this request
is carried through, REGARDLESS OF HOW MANY "SAFEGUARDS" we put in place, it
will open the door to many new criminal activities resulting in increased fraud
and virus attacks.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Praviders and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government requiring all
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources like phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the law
would bypass the leagislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access our personal communications. Past
efforts to provide this sart of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

1 Took forward to hearing your thoughts aon this matter.

Sincerely,

Eitan Grinspun
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L Ray Beauvais
3633 SE 15th Ave
Portland, OR 37202

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a cancerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built—in wiretapping access.

And the trample continues...

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
pawers by trying to force the industry to actually build 1ts systems around
government eavesdropping. It is the eguivalent of the government requiring all
new homes be built with a peephole for Taw enforcement to look through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources like phone companies and data
sources l1ike e-mail. The FBI s aggressive and expansive reading aof the Taw
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technolegies should have built—in
wiretapping.

I Took forward to hearing your thoughts on this matter.

Sincerely,

L. Ray Beauvais
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Lucy Edwards

177 01d Mountain Rd.
Northwood, NH 03261

March 18, 2004

FCC Chairman Michael Powell
federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As g concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built—in wiretapping access,

I do not believe this requirement is necessary. Llongstanding laws already
reguire Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government reguiring all
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources 1ike phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the law
would bypass the Tegislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
gven rogue government agents to access our personal communications. Past
effarts to provide this sort of backdoor access have not been successful and
only ¢reated a rich opportunity for hackers.,

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built-—in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Lucy Edwards
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Mary Alberth

1400 Severn Street #2

Pittsburgh, PA 15217

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commissian
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition teo the
Department of Justice s request that all new Internet communication services be
required to have built—in wiretapping access,

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
pawers by trying to force the industry to actually build its systems around
government pavesdropping. It is the squivalent of the government requiring all
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI <an collect information between sources like phone companies and data
sgurces like e-mail., The FBI s aggressive and expansive reading of the law
would bypass the lTegislative process to alter that careful balance.

I understand that by requiring a master key to our personal communicaticns, the
government is creating the very real potential for hackers and thieves or
EvVEN rogue government agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers,

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet ¢ommunhication technologies should have built—in
wiretapping.

I Took forward to hearing your thoughts on this matter.

Sincerely.

Mary M. Alberth
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Katharine Mellman

255 Dunk Rock Road

Guilford, CT 06437

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

washington, 0C 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of JTustice s request that all new Internet communication services be
required to have built—in wiretapping access.

I do not believe this requirement is necessary. Llongstanding laws already
require Internet Service Froviders and Internet telephone ¢ompanies to allow
the FBI to conduct surveillance. The FBI is gqoing far beyond these existing
pawers by trying to force the industry to actually build its systems around
government eavesdrapping., It is the eguivalent of the government requiring all
new homes be built with a peephole for law enforcement to look thraough.

I am very <oncerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the fBI can ¢ollect information bhetween sources like phone companies and data
sources like e-maii. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is c¢reating the very real potential for hackers and thieves or
even rogue government agents to access our personal communications, Past
efforts to provide this sort of hackdoor access have not been successful and
enly created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

1 look forward to hearing your thoughts on this matter.

Sincerely,

Katharine Mellman
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Polly Amrein

650 Vincente Ave
Berkeley, CA 34707

March 18, 2004

FCC Chatrman Michael Powell
Federal Communications Commissian
445 12th Street SW

Washington, DC 20594

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built-in wiretapping access.

I do not believe this reguirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government requiring all
hew homes be built with & peephole for law enforcement to look through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources like phone caompanies and data
sources like e-mail. The FBI 5 aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance,

I understand that by requiring a master key to aur personal communications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access our persgnal communications. Past
efforts to provide this sart of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built-=in
wiretapping.

I Took forward to hearing your thoughts on this matter.

Sincerely,

Polly Amrein
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sarah Scott .

5840 Willoughby Ave. #2
Los Angeles, CA 90038

March 18, 2004

FCC Chairman Michael Pawell
Federal Communications Commission
445 12th Street SW

washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built—in wiretapping access,

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government requiring all
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources 1ike phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the Taw
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal <ommunications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Sarah Scott
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Robert Allen

23305 Westchester Dr
North Olmsted, OH 44070

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Wwashington, DC 20554

FC{ Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built-in wiretapping access.

I do not believe this reguirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the eqguivalent of the government requiring all
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this reguirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources 11ke phone companies and data
sources 1ike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communicatians, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
anly created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built—=in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Robert Allen




T T ade{ia Sorge e
3316 Indian Rock Lane
West Lafayette, IN 47906

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communicatiaon services be
required to have built—in wiretapping access.

I do not believe this reguirement is necessary. longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far bsyond these existing
powers hy trying to for¢e the industry to actually build 4ts systems around
government eavesdropping. It is the equivalent of the government regquiring all
new homes be built with a peephole for law enforcement to look through,

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources 1ike phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
gven rogue government agents to access our persanal communications. Past
efforts to provide this sart of bhackdoor access have not been successful and
only c¢reated a rich opportunity for hackers,

Once again, I urge you to oppose the dangergus suggestion of the Department of
Justice that our new Internet communication technologies should have huilt=in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

adelia Sorge
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John Gebhardt

305 East 24 Street 4cC
New York, NY 10010

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built-in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the eqguivalent of the government requiring all
new hames be built with a peephole for law enforcement to look through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can ¢ollect information between sources like phone companies and data
sources 1ike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful halance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves ar
EVEN rogue government agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers,

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built-=in
wiretapping.

I Took forward to hearing your thoughts on this matter.

Sincerely,

John C. Gebhardt
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u ’ Patrick Gallagher

7502 3rd Ave NW
SeattTe, WA 38117

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commissiaon
445 12th Street Sw

Washington, 0C 20554

FCC Chairman Powell:

#s a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Intermet communication services be
required to have built—in wiretapping access.

I do not believe this requirement 1s necessary. Longstanding laws already
reguire Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government requiring all
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources like phone companies and data
sources like e-mail., The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
Even rogue government agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urde you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built—in
wiretapping.

I look fForward to hearing your thoughts on this matter.

Sincerely,

Patrick M. Gallagher
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Florence Deems

13 Lawnside Drive
Lawrencevilie, NJ 08648

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have huilt—in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allaow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the eguivalent of the government requiring all
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources like phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the law
would bypass the Tegislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is ¢reating the very real paotential for hackers and thieves or
even rogue government agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous sucgestion of the Department of
Justice that our new Internet communication technologies should have built—in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Florence Deems
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Stephanie Crout

P.O. Box 159
Volcano, HI 95785

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

wWashington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my oppositian to the
Department of Justice s request that all new Internet communication services be
required to have built—in wiretapping access.

This reguirement is not necessary. Longstanding laws already require Internet
Service Providers and Internet telephone c¢ompanies to allow the FBI to conduct
surveillance. The FBI is going far beyand these existing powers by trying to
force the industry to actually build its systems around government
eavesdropping. It is the equivalent of the goverrment requiring all new homes
be built with a peephole for law enforcement to look through.

This requirement represents an end-run around Congress. Lawmakers, after
extensive deliberations, set up boundaries for how the FBI can collect
information between sources like phone companies and data sources like e-mail.
The FBI s aggressive and expansive reading of the law would bypass the
legislative process to alter that careful balance.

By reguiring a master key to our personal communications, the government would
be ¢reating the very real potential for hackers and thieves and rogue
government agents to access our personal communications. Past efforts to
provide this sart of backdoar ac<ess have not been successful and only
created a rich opportunity for hackers.

Once again, I wrge vou to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built—in
wiretapping.

I Took forward to hearing your thoughts on this matter.

Mahalo a nui,

Stephanie K. Grout
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Nick wWarner

3440 N lake Shore Dr
Chicago, IL B0DB57

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commissian
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services he
required to have built—in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to <onduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government requiring all
new homes be built with a peephole for law enforcement tao look thraugh,

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources like phone companies and data
sources 1ike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Nick Warner
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Tony Simone

181 Amity Street, AptH2ZR
Brooklyn, NY 11201

Mar<h 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services he
required to have built—in wiretapping access.

I do not believe this requirement is necessary. Llongstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build jts systems around
gavernment eavesdropping. It is the equivalent of the government requiring all
new homes be built with a peephole for law enforcement ta look through,

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for haw
the FBI can collect information between sources like phone companies and data
sources l1ike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful halance.

I understand that by requiring a master key to our personal communications, the
government 15 creating the very real potential for hackers and thieves or
even rogue government agents to access our personal communications. past
efforts to provide this sart of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have bujlt=in
wiretapping.

I look forward to hearing your thoughts an this matter.

Sincerely,

Tony Simona
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Paul Harris

4802 Kesling Court
San Diego, CA 92117

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built—in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephane companies te allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the eguivalent of the government regquiring all
new homes he built with a peephole for law enforcement to look through.

I am very concerned that this requirement represents an end-run around
congress. Lawmakers, after extensive deliberations, set up boundaries far how
the FBI can collect information between sources like phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the law
would bypass the lTegislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access our personal communications. Past
effaorts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built—in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Paul Harris
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byron crawford

101 17th street #2
Oakland, (A 94612

March 18, 2004

FCC Chairman Michael Powell
federal Communications Commission
445 12th Street SW

Washingtaon, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built-in wiretapping access.

I do not believe this requirement is necessary. Llongstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is goinc far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the eguivalent of the government requiring all
new homes be built with a peephole for law enfeorcement to look through.

I am very concerned that this requirement represents an end=run argund
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources like phone companies and data
gources 1ika 8-mail. The FBI 5 agqrsssive and arpansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communicatians, the
yuvetnmenl 1> crealing Lhe very real pulenlial fur hackers dand Lhigves ur
even rogue government agents to access pur personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppase the dangerosus suggestion of the Department of
Justice thar our new Internet communication technologies should have built—in
wiretdpping.

I Yool Forward to hoarinm wour thounhtc on thic mattor.

Sincerely,

BYRON CRAWFORD
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zacharfas cokkinos

21west 58 st
new york ¢ity, ny 10019

March 18, 2004

Fce chalirman michael rowel)d
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of JTustice s request that all new Internet communication services be
required to have built-in wiretapping access.

I do not believe thig requirement ic nocessary. Longstanding laws alroady
raguire Internet Service Providers and Internet telephons companies to allaow
the FBI to ¢onduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government savesdropping. It is the aquivalent of the government requiring all
new homes be built with a peephole for Taw enforcement to look through,

I am uory concornod that thic roquiromont roprocontc an ond=rumn around
Congress. Lawmakers, aftar extensive deliberations, set up boundaries for haw
the FBI can collect information between sources like phone companies and data
sources |1ke e-mail. The FBI s aggressive and expansive reading ot the law
would bypass the legislative process to alter that careful balance.

I understand that by raguiring a master key to our personal communications, the
government is ¢reating the very real potential for hackers and thieves or
even rogue government agents to access our personal communications., Past
efforts to provide this sort of backdoor access have not been suc<cessful and
only created a rich opportunity faor hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I Took forward to hearing your thoughts on this matter,

Sincerely,

zacharias cokkinos
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Lillian Mueller

2700 Vista Grande NW, Unit 21
Albuguerque, NM 87120

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commissiaon
445 12th Strest SW

Washington, DC 20554

FCC Chairman Powell:

Ac a concerned individual, I am writing to cxpress my opposition to the
Department of Justice s request that all new Internet communicatian services be
requirad tn hava huilt—in wiratapping accass.

L du nul believe Lhis requiremenl is necessary.  Lunuslanding laws already
ropquirn (atnrant tarwicn rnvidars nad tnrarent tolnphonn romparine tnonllnw
thr FRT tn rondurt nurwedylianrp Thr FRT 17 gning far hrynond thrap pyisting
paware by ®rying te forcs ehes drdusery €5 sctually build its systame arsund
government eavesdropping, It is the squivalent of the government reguiring all
hew homes be huilt with a peephole for law enforcement to look throuagh.

I am very concerned that this reguirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FRT can ¢nllrct infarmatinn hetween snurces 1ike phnne cnmpanies and data
vonnre ey Tilen e 1 Thee FRT oo ayyreoeciwee aml oepaencrwe coanding of Tho 1w
would bypess Lhe leyislalive process Lu dller Lhal careful balance.

I understand that by requiring a master key to our personal communicatians, the
gqovernment is creating the very real potential for hackers and thieves or
6ven rogue government agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
oenly created a rich opportunity for hackars.

once agaln, I urge you to oppose the dangerous suggestion of the Uepertment of
Justice that our new Internet communication technolongies should have built-in
wiretapping.

T Innl farwnrd tn hnaring wnur thnughts nn thin matrar.

Sincerely,
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Anna Nersesyan

361 W. Califaornia Ave, #7
Clendale, CA 31203

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition ta the
Department of Justice s request that all new Internet communication services he
required to have built—in wiretapping access,

1 do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the eguivalent of the government requiring all
new homes be built with a peephole for taw enforcement to look through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations. set up boundaries for how
the FBI can collect information between sources 1ike phone companies and data
sources Tike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our perscnal communications, the
government is creating the very real potential for hackers and thieves or
even rogque government agents to access our personal communications. past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose thea dangerous suggestion of the Department of
Tustice that our new Internet communication technologies should have built-in
wiretapping,

I look forward to hearing your thoughts on this matter.

Sincerely,

Anna Nersesyan
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Albert valencia

15542 Cabot Circle
Huntington Beach, CA 92647

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Cammissian
445 12th Street SW

Washington, DC 20554

FCC chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built—in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the govermment requiring all
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this regquirement represents an end-run around
Congress, Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources 1ike phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our persanal communications, the
government is creating the very real potential for hackers and thieves or
EvVENn roque government agents to agcess our personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
anly created a rich opportunity for hackers.

Onc¢e again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built—-in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Albert VYalencia




Tuw 23 Mar 2004 06:00:30 AM EST [ |
derrick nelson

1453 w thome
chicago , il B0B6O

March 18, 2004

FCC Chairman Michael Powell
Federal Communicatiaons Commission
445 12th Stregt SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built-in wiretapping access.

I do not believe this requirement is necessary. Llongstanding laws already
reguire Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far heyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdraopping. It is the equivalent of the government requiring all
new homes be built with a peephole for law enforcement to lock through.

I am very concerned that this requirement represents an end-run around
congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources 1ike phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the Jlaw
would bypass the legislative process to alter that careful halance.

1 understand that by requiring a master key to our personal communications, the
government is ¢reating the very real potential for hackers and thieves ar
even rogue government agents to access our personal communications, pPast
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge vyou to oppose the dangerous sugdestion of the Department of
Justice that our new Internet communication technoclogies should have built-in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

derrick nelson




