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Emil Walcek

760 Gable Ridge Rd.
Roswell, GA 30076

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet <ommunication services be
required to have built-in wiretapping access.

I do not belisve this reguirement is necessary. Longstanding laws already
require Internet Service Praviders and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
pawers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government requiring all
new homes he built with a peephole far law enforcement to look through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between saurces like phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access our personal communicatians. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous sudgestion of the Department of
Justice that our new Internet communication technologies should have built—in
wiretapping.

1 look forward to hearing your thoughts on this matter.

Sincerely,

Emil Walcek
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Zorina Beleiciks
4404 146th PL NE N12
Bellevue, WA 98007

March 18, 2004

FCC Chairman Michael Powell
fFederal Communications Commissian
445 12th Strest SW

washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built-in wiretapping access.

I do not believe this reguirement is necessary or even a good idea. The FBI is
trying to go far bevond what is necessary.I urge you to oppose the dangerous
suggestion of the Department of Justice that cur new Internet communication
technologies should have built—in wiretapping. Has the FBI forgot the people’s
right to be secure 1n their papers and effects?

Sincerely,

Zorina Beleiciks
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Tina Foster

90 Washington St., Apt. 3N
New York, NY 10008

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commissian
445 12th Street SW

Washingtaon, 0C 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my oppositiaon to the
Department of Justice s request that all new Internet communication services be
reguired to have built-in wiretapping access.

I do not betieve this requirement is necessary. Llongstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
gavernment eavesdropping. Tt is the eguivalent of the government regquiring all
new homes be built with a peephole for law enforcement to loak through,

I am very concerned that this requirement represents an end-run around
Congress. lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources like phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I look faorward to hearing your thoughts on this matter.

Sincerely,

Tina M. Foster
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Stacy Cormley

2 Ocean Ave Apt 4
Marblehead, MA 01545

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washingtaon, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services he
required to have built-in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdrapping. It is the eguivalent of the government requiring all
new homes be built with a peephole for law enforcement to Took through.

I am very concerned that this requirement represents an end-run around
Congress., Lawmakers, after extensive deliberations, set up boundaries for how
the FBI c¢an collect information between sources like phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the Jaw
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
gven rggue government agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich oppartunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I Took forward to hearing your thoughts on this matter.

Sincerely,

Stacy Gormley
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Steven Misluk

55 Mechanic St.
Bristol, CT 06010

March 18, 2004

FCC chairman Michael Powell
Federal Cammunications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required te have built—in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government requiring all
new homes be built with a peephole for law enforcement to look through,

I am very concerned that this requirement represents an end-run around
Congress. lLawmakers, after extensive deliberations, set up boundaries for how
the FBI can callect information between sources like phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful halance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the danderous suggestion of the Department of
Tustice that our new Internet communication technoclogies should have built—in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Steven Misluk
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Fahda Al-Moammar

20 Carol Pine lane
arcadia, ca 91007

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 412th Street SW

washingtan, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s reguest that all new Internet communication services be
required to have built—in wiretapping access.

I do not believe this requirement is necessary. Longstanding Taws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government requiring all
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources like phone companies and data
sources 1ike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications., the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access our personal communications. Past
gfforts to provide this sort of backdoor access have not been successful and
only created a ri¢h opportunity for hackers.

Once again, I urge you to oppose the dangerous sudgestion of the Department of
Justice that our new Internet communication technologies should have built—in
wiretapping.

I Took farward to hearing your thoughts on this matter.

Sincerely,

Fahda Al-Moammar
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John Hershey

4 Vines Rd
Charlton, NY 12019

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Cemmission
445 12th Street SW

washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition te the
Department of Justice s request that all new Internet communication services be
required to have built-in wiretapping access.

I wouldn’t put these backdoor capabilities in people machines to make
snooping easier, I am a Computer Sclentist and I have seen many smart cracks
and tricks that bad guys use to steal information on break into machines, many
of these people are not american citizens (usually from old bloc countries) and
the intelligence and diligence that they possess is almost unfathomable. THIS
CANNOT BE SAFE EVER! No matter what Darth AshCholelcroft says! Take this bill
or proposal what ever and shoot it down like 1t”s a rabid dog or Osama (funny I
thought we would have him dead or alive, at least that is what we were told.)

I do not believe this requirement is necessary. Longstanding laws already
reguire Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government requiring all
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this requirement represents an end-run around
Cangress. Lawmakers, after extensive deliberations, set up boundaries for haw
the FBI can collect information between sources like phone companies and data
sources 1ike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master ksy to our personal communications, the
government is creating the very real potential for hackers and thieves ar
even rogue government agents Lo access our personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich apportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication techmologies should have built=in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

John Hershey ir




Fri 19 Mar 2004 09.47:31 PM_EST P. 10
Mikhall Nasledov

EDO0 Kresge Ct.
Santa Cruz, CA 33064

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, 0C 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built-in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying ta force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government requiring al?
new homes be built with a peephole for law enforcement to Took through.

I am very concerned that this requirement represents an end-run around
Congress. lLawmakers, after extensive deliberations, set up boundaries for how
the FBI c¢an <ollect information between sources like phone companies and data
sources 1ike e-mail. The FBI s aggressive and expansive reading of the Taw
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves ar
even rogue government agents  to access our personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

once again, I urge you to oppose the dangerous suggestion of the Department of
Tustice that our new Internet communication technclogies should have built-in
wiretapping.

I Took forward to hearimg your thoughts on this matter.

Sincerely,

Mikhail Nasledaw
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Michaell Taylor
200 west street
harrison, ny 10528

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Caommissian
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of JTustice s reguest that all new Internet communication services be
required to have built—in wiretapping access.

I do not believe this requirement is necessary. Llongstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to <onduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivaient of the government requiring all
new homes be built with a peephole for law enfarcement to look through.

I am very concerned that this reguirement represents an end-run around
Congress, Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources 1ike phone companies and data
sources Tike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not heen successful and
only created a rich opportunity for hackers.

Once again, I urge vou to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built—in
wiretapping.

I look forward to hearing your thoughts on this matter,

Sincerely,

Michaell Taylor
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Ernie Mabrey

1910 John F. Xennedy Blvd., #8
Philadelphia, PA 13103

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s reguest that all new Internet communication services be
required to have built-in wiretapping access.

I do not helieve this requirement is necessary. Longstanding Taws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actuaily build its systems around
government eavesdropping. It is the eguivalent of the government regquiring all
new homes be built with a peephale for law enforcement to Took through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources like phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal <ommunications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I ook forward to hearing your thoughts on this matter.

Sincerely,

Ernie Mabrey
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Jim Howe
BB71 sw 37 terr
miami, f1 33143

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built-in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Interpet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actuaily build its systems around
government eavesdropping. It is the eguivalent of the government requiring all
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this requirement represents an end—run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources like phone companies and data
sources Tike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the Tegislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves aor
even rogue government agents to access our personal communicatiaons. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppese the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sinceraly,

Jim Howe
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Erin Marshall

3831 N. Fremont St. #303
Chicago, IL 60613

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Strest SW

Washingtoen, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet <ommunication services he
required to have built—in wiretapping access.

I do not believe this requirement is necessary. Llongstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the fBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government reguiring all
new homes be built with a peephole for law enforcement to laok through.

I am very concerned that this regquirement represents an end-run arocund
Congress, Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information hetween sources 1ike phone companies and data
sources 1ike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our persaonal communications, the
gavernment is creating the very real potential for hackers and thieves or
even rogue government agents to access our personal communications, Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built—-in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Erin Marshall
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Bil11l Russell

35313 Foothill Rd.
Lucerne Valley, CA 92356

March 18, 2004
FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW
Washington, DC 20554
FCC Chairman Powell:
As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services he
required to have built—in wiretapping access.
I can rember being shocked in 1938 when I visited Germany and learned the
extent that government was invading private l1ives. Not again! (Yes, I am that

old).

Sincerely,

Bill Russell
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evin Joos

1876 delaney street
virginia beach, , va 23464

March 18, 2004

FCC Chairman Michael Powell
Federal Caommunications Commissian
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of TJustice s reguest that all new Internet communication services be
required to have built—in wiretapping access,

I do not believe this reguirement is necessary. Langstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
gavernment eavesdropping. It is the equivaient of the government requiring all
new homes he built with a peephole for law enforcement to look through.

I am very concerned that this requirement represents an end-run around
Congress. Lammakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources Tike phone companies and data
sources 1ike e-mail, The FBI s aggressive and esxpansive reading of the law
would bypass the legislative process to alter that careful halance.

I understand that by reguiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access our personal communicatians. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built—in
wiretapping.

1 look forward to hearing your thoughts on this matter.

Sincerely,

Kevin Joos
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Danifel Swartz

PO Box 4140
Ithaca, NY 148352

March 18, 2004

FCC Chairman Michae} Powell
Federal Communicatiaons Commissian
445 12th Street SW

washington, DC 20534

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built-in wiretapping access.

I do not believe this reguirement is necessary. Longstanding laws already
require Internst Service Providers and Internet telephone companies to allow
the FBI ta conduct surveillance. The FBI is going Far beyond rthese sxisting
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent aof the government requiring all
new homes be built with a pesphole for law enforcement to look through.

I am very concerned that this requirement represents an end-run around
Cangress. lLawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources like phane companies and data
sources 1ike e~mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government i1s creating the very real potential for hackers and thieves or
even rogue government agents to access our personal communications. Past
efforts to provide this sort of backdoor access khave not been successful and
only created a rich opportunity for hackers.

once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I Took forward to hearing your thoughts on this matter.

Sincerely,

Dariel Swartz
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Steven landau

1116 Havendale Dr.
Columbus, OH 43220

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Cammission
445 12th Street SW

washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
reguired to have built-in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
regquire Internet Service Providers and Internet telephene companies to allow
the FBI to conduct surveillance, The FBI 15 going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government requiring atl
new homes be built with a peephole for 1aw enforcement to look through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information hetween sources 1ike phone companies and data
sources 1ike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Steven lLandau
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Peter Ott

5 Tankhannen Road
Ottsville, PA 18942

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my apposition to the
Department of Justice s request that all new Internet communicaticn services be
required to have built—in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the eguivalent of the government requiring all
new hames he built with a peephole for law enforcement to look through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources 1ike phone companies and data
sources 1ike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
Even rogue government agents to acgess our perscnal communications. Past
efforts te provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built—in
wiretapping.

I Took forward to hearing your thoughts an this matter.

Sincerely,

Peter H. Ott
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barbarz sampley

10415 Briarbend Drive
St. Louis, MO 63148

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned indiyidual, T am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built—in wiretapping access.

I do not believe this requirement is necessary. Llongstanding laws already
require Internet Service Providers and Internst telephone companies to allaow
the FBI to <onduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the eguivalent of the government requiring all
new homes be built with a peephole for law enforcement to leok through.

I am very concerned that this requirement represents an end-run around
Congress. lLawmakers, after extensive deliberations, set up boundaries for how
the FBI can cellect information between sources like phone companies and data
sources 1ike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance,

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
Even rogue government agents to access our personal communications. Past
effarts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers,

Once again, I urge you to appose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I Took forward to hearing your thoughts on this matter.

Sincerely,

barbara sampley
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Jack Wilson

827 NE Sth St.
Delray Beach, FL 33483

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, 0C 20554

FCC Chairman Powell:

As a concerned individual., I am writing to express my ocpposition to the
Department of Justice s request that all new Internet communication services he
required to have bhuilt-in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
nowers by trying to force the industry to actually build its systems around
gavernment eavesdropping. It is the equivalent of the government requiring all
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this requirement represents an end-run around
Congress, Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources 1ike phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thiaeves or
even rogue government agents to access our personal <ommunications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich apportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I look forward to hearing your thoughts an this matter.

Sincerely,

Jack Wilson
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2159 Witchcat Road
Enosburg Falls, Vermaont 05450

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built—in wiretapping access.

I do not helieve this requirement is necessary. tongstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to <onduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government requiring all
new homes he built with a peephole for law enforcement to look through.

I am very concerned that this reguirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources 1ike phone companies and data
sources 1ike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal c¢ommunications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity far hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built=in
wiretapping.

I Took forward to hearing your thoughts on this matter.

Sincerely,

Perry Cooper
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Catherine Kirkland

123 S, Allen St.
Albany, NY 12208

March 18, 2004

FCC ¢hairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services bhe
required to have built—in wiretapping ac¢ess.

This requirement is NOT necessary. Longstanding laws already require Internet
Service Providers and Internet telephone companies to allow the FBI to conduct
surveillance. The FBI is going far beyond these existing powers by trying to
force the industry to actually build its systems around government
gavesdropping. It is the equivalent of the government requiring all new homes
ke built with a peephole for law enforcement to look through,

I am particularly concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources like phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
even rogue gavernment agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not heen successful and
only created a rich opportunity for hackers.

I urge you to oppose the dangerous suggestion of the Department of Justice that
our new Internet communication technologies should have built—in wiretapping.

I look forward to hearing from you.

Sincerely,

Catherine E. Kirkland
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Michael McCarthy

1530 Rambler Inn Rd.
Jefferson, GA 30549

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

Fcc Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Fustice s request that all new Internet communication services be
required to have built—in wiretapping access.

I do not believe this requirement is necessary., Llongstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI 1s going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalaent of the government reguiring all
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can <¢ollect information between sources 1Tike phone companies and data
sources like e-mail, The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government 15 creating the very real potential for hackers and thieves or
even rogue government agents to access our personal communicaticns. Past
efforts to provide this sort of backdoor access have not been successfui and
only created a rich aopportunity for bhackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that aur new Internet communication technologies should have built-in
wiretapping.

I lTook forward to hearing your thoughts on this matter.

Sincerely,

Michael McCarthy
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Susan Miller

3334 Indian Creek Road
Happy Camp, California 96039

March 18, 2004

FCC Chairman Michael Powall
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

d4s a concerned individual, I am writing to express my opposition to the
Department of Justice s reguest that all new Internet communication services be
required to have built—in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Provigers and Internet telephone companjes to allow
the FBI to conduct surveillance, The FBI is going far bsyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government requiring all
new homes be built with a peephole for law enforcement to Took through.

I am very concerned that this requirement represents an end-run around
¢ongress. lawmakers, after sxtensive deliberations, set up boundaries for how
the FBI can c<ollect information between sources 1ike phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
even rogue govarnment agents to access pur personal communications, Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Tustice that our new Internet communication technologies should have built-in
wiretapping.

I Took forward to hearing your thoughts on this matter.

Sincerely,

Susan Miller
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Joy Romanski

195 Garfield Place, #11
Brooklyn., NY 11215

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built—in wiretapping access.

I do not believe this requirement is necessary. Llongstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the eguivalent of the government requiring all
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this requirement represents an end-run around
Congress, Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources like phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications., the
government is creating the very real potential for hackers and thieves or
even rogque government agents to access our personal communications. pPast
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion af the Department of
Justice that our new Internet c¢ommunication technologies should have built—in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Joy Romanski
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Brent Beath
11238 Oxnard Street
Los Angeles, CA 91606

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

washington., DC 20554

FCC Chairman Powell:

4s a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet commupication services be
required to have built-in wiretapping access.

I do not believe this regquirement 1s necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond thess existing
powers by trying to force the industry to actually build 1ts systems around
government eavesdropping. It is the equivalent of the government requiring all
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources 1ike phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by reguiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access our personal communicatians, Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technoleogies should have built-in
wiretapping.

I Yook forward to hearing your thoughts on this matter.

Sincerely,

Brent Beath




