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Nick Embree
EN01 W Cliveden St Apt A 304
Philadelphia, PA 135113

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washingtan, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my oppositicon to the
Department of Justice s reguest that all new Internet communication services be
reguired to have built-in wiretapping access.

T do not believe this requirement 3s necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
gavernment eavesdropping. It is the equivaient of the government requiring all
new homes be built with a peephole for law enforcement to leok through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries far how
the FBI can collect information between sources like phone companies and data
sources like e-mail. The FBI s aggressive -and expansive reading of the law
would bypass the Tegislative process Yo alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves ot
even raogue government agents to access our persgnal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich epportunity for hackers,

Once again, I urge you to oppase the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built—in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Wick Embree
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Brian Key :

20 Windham Road
Pelham, KH 03078

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commissian
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

A5 a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built—in wiretapping acc<ess.

I do not believe this reguiremept is necessary. Longstanding Yaws already
require Internet Service Providers and Internet telephene companies to allow
the FBI to conduct surveillance. The FBI is gaing far beyond thece existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the eqguivalent of the government reguiring all
new homes be built with a peephole for law enforcement to Took through.

I am very concerned that this reguirement represents an end-run around
Congress. Lawmakers, after esxtensive deliberations, set up boundaries for how
the FBI can collect information between sources like phone companies and data
sogurces like e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process ta alter that careful balance.

I understand that by regquiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
eyen rogue government agents to access our persopal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that cur new Internet communication technolagies should have buili=in
wiretapping.

I Took forward to hearing your thoughts an this matter.

Sincerely,

Brian R. Key
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Michagl Crain

2123 Skull valley
San Antonin, T¥ 78245

March 18, 24604

FCC Chairman Michael Powell
Federal Communications Cammission
445 12th Street SW

Washington, 0C 20554

FCC Chairman Powell:

As 3 concerned individual, I am writing to express my opposition to the
Department of Tustice s reguest that all new Internet communication services be
required to have built—in wiretapping access.

I do not believe this requirement is necessary. Llongstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to farce the industry to actually build its systems arocund
government eavesdropping. It is the equivalent of the government requiring all
new homes be built with a peephole for law enforcement to Took through.

I am very concerned that this requirement represents an end-run arcund
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can coliect information between scurces Tike phene companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the Jaw
would bypass the legisiative process to alter that careful balance.

I understand that by requiring a master key to our personal cemmunications, the
government is creating the very real potential for hackers and thieves ar
even rogue government agents to access our personal communications. Past
effarts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suagestion of the Department of
Justice that our new Interpet communication technologies should have built—in
wiretapping.

I Took forward to hearing vour thoughts on this matter.

Sincerely,

Michael Crain
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kaye grabbe

1086 whippoorwill
patatine, IL 80067

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Caommission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Cepartment of Justice s reguest that all new Internet communication services he
required to kave built—in wiretapping access,

I do not believe this reguirement is necessary. Llongstanding laws already

require Internet Service Providers and Internet telephone companies to allow

the FBI to cenduct surveillance. - The FBI is going far beyand these existing

powers by trying to force the industry to actualily build its systems around

government eavesdropping. It is the eguivalent of the government reguiring all
- new homes be built with a peephole for Taw enforcement to look through.

I am very concerned that this requirement represents an end-run arcund
Congress. Lawmakers, after extensive deliberatians, set up boundaries for how
the FBI can collect information between sources T1ike phone companies and data
sources 1ike e-mail. The FBI s asgressive and expansive reading of the law
would bypass the legislative process to aiter that careful balance.

I understand that by reguiring a master key to our persenal communications, the
government is creating the very real potential for hackers and thieves or
even rague government agents to access our perscnal communications. Past
efforts to provide this sart of backdoor access have not been successful and
only created a rich oppartunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built—=in
wiretapping.

I look faorward to hearing your thoughts on this matter.

Sincerely,

kaye grabbe
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Dina Hernandez
2030 Main St.
Morro Bay, CA 83442

March %8, 2004

FCC Chairman Michael Powell
Federal Communications Commissicon
445 12th Street SW

Washington, DBC 20554

FCC Chairman Powell:

#s a concerned individual, I am writing to express my oppaositiaon tc the
Department of Justice s reguest that all new Internet communication services be
required to have built—in wiretapping access.

I do not believe this reguirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the eguivalent of the government reguiring aill
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this requirement represents an end-run arcund
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources Tike phone companies and data
sources 1ike e-mail. The FBI s aggressive and expansive reading of the jaw
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to aur perscnal communications, the
gavernment is creating the very real potential for hackers and thieves ar
even rogue government agents to access our perscnal communications. Past
efforts to provide this sort of bhackdocor access have not been successful and
only created a rich opportunity for hackers.

once again, T urge you to oppose the dangerous suggesticn of the Department of
Justice that our new Internet communication technologies should have built—in
wiretapping.

I losk forward teo hearing your thoughts on this matter.

Sincerely,

Dina Hernandez
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calleen Clark

21 William St.
Cambridge, Ma 02133

March 18, 2004

FCC Chairman Michael Powsll
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

fis & concerned individual, I am writing to express my opposition to the
Department of Justice s reguest that all new Internst communicatjon services he
required to have built-in wiretapping access.

This requirement is not necessary. In fact, it is dangerous to sur civil
liberties. Llongstanding laws already reguire Internet Service Rraviders and
Internet telephone companies to zl1low the FBI to conduct surveillance. The FBI
is going far beyond these ewisting powers by trying *o force the industry to
actually build its systems around government eavesdrapping. It is the
gquivaient of the government requiring all new homes be built with a peephole
far law enforcement to look through.

This requirement represents an end-run around Congress. Lawmakers, after
extensive deliberations, set up boundaries far how the FBI can <ollect
information between sources 1ike phone companies and data sources like e-mail.
The FBI?s aggressive and expansive reading of the law would bypass the
legislative process to alter that careful balance.

By requiring a master key to our personal communications, the government is
creating the very real potential for hackers and thieves ? or even rogue
government agents ? to access our personal cammunications. Past effaorts to
provide this sort of ?backdoor? access have not been successful and anly
created a rich oepportunity for hackers.

Cnce again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built—in
wiretapping.

our <ivil libarties -are fundamental to the health of our democ<racy and must not
be compromised by il1-considered schemes in the name of security.

I Took forward to hearing your thoughts on this matter.

Sincerely,

Colleen T Clark




Tue 23 Mar 2004 01323:39 PM EST P.i
Taleisha Coilins

7979 Clenview Drive
Indianapeciis, IN 46238

March 18, 2004

FCC Chairman Michael Powell
Federal Cemmunications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairmah Powell:

As a concerned individual, T am writing to express my opposition to the
Department of Justice s request that all new Internet cemmunication services he
required to have built—in wiretapping access.

I do not helieve this reguirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance:. The FBI is going far beyond these existing
pawers by trying to force the industry to actually build ite systems around
gavernment eavesdropping. It is the squivalent of the gavernment requiring all
new homes be built with a peephole for law enforcement to look through., I
consider this to he a violation of my and every other Americans Fourth
gmendment right against unreasonable searches, without probable cause. Further,
allowing wiretapping in the manner presently being discussed fails fto meet the
requirement of particularly describing the place to be searched, prior te the
actual search, by cutting the judicial review out cof the process.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources like phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the Taw
would bypass the legislative process to alter that careful balance.

I understand that by reguiring a master key tc our personal communications, the
government is creating the very real potential for hackers and thieves or
EvYEN rogue government agents to access gur perscnal communications, Past
efforts to provide this sort of backdoor access have not been successful and
only c<reated a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I look forward te hearing your thoughts on this matter.

Sincerely,

Mrs. T.Coliins
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Shaner Adams

1914 county line rd
gates mills, coh 44040

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

wWashingtan, DC 20554

FCC Chairman Powell:

#s a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services he
required to have built—in wiretapping access,

I do not believe this reguirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies teo ailow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the gsvernment requiring all
new homes be built with a peephcle for Taw enforcement to look through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up bkoundaries for how
the FBI can collect information between sources 1ike phone companies and data
sources 1ike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
gavernment is <reating the very real potential for hackers and thieves or
geven roque government agents to access ogur personal communications. Past
effarts to provide this sart of backdoor access have not bheen successful and
only created a rich opportunity for hackers.

Once again, I urde you to oppose the dangerocus suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I Took forward to hearing vour thoughts on this matter.

Sincerely,

Shaner #Adams
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Janice Lorigan .

312 Pasadena Avenue
South Pasadena,, ca 31030

March 18, 2004

FCC Chairman Michael Powell
Federal Communicaticns Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my spposition to the
Department of Tustice s reguest that all new Internet communication services be
required fo have built—in wiretapping access.

I do not believe this requirement is necessary. Langstanding laws already
require Internet Service Providers and Internet telephone companies to allaw
the FBI to conduct surveillance. The FBI is going far bevond these existing
powers by trying to force the industry to actually build its systems arcund
government eavesdropping. It is the equivalent of the government requiring all
new homes he built with a peephole for law enforcement to look through.

I am very <oncerned that this requirement represents an end-run around
Congress. tawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between scurces 1ike phone companies and data
sources 1ike e=mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful baltance.

I understand that by requiring a master key to our personal cemmunications. the
government 1s creating the very real potential for hackers and thieves ar
even rogue government agents to access our personal communications. Past -
effarts to provide this sort of backdocr access have not been successful and
anly created a rich oppartunity for hackers.

Once again, I urge you to appose the dangerous suggestion of the Department of
Justice that our new Internet communication technolsgies should have built—in
wiretapping.

I ook forward to hearing vour thoughts on this matter.

Sincerely,

Tanice S. Lorigan
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fdndrea Heny

17 Sherman St., &pt 2
Portland, ME 04101

March 18, 2004

FCC Chairman Michael Powell

Federal Communications Commission
445 12th Street Sw ' '
Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s reguest that all new Internet communication services be
required to have built—in wiretapping access.

I do not helieve this regquirement is necessary. Llongstanding laws altready
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to farce the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government reguiring all
new homes be built with a peephole for law enforcement to look through.

I am very <oncerned that this reguirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources like phone companies and data
sources 1ike e-mail. The FBI s aggressive and expansive reading of the law
would hypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our perscnal communicaticns, the
government is creating the very real potential for hackers and thieves or
eyven roaue government agents to access our personal communications. Past
efforts to provide this sort of backdeor access have not been successful and
oniy created a rich opportunity for hackers.

Once again, I urge vou to oppose the dangerous sucgestion of the Department of
Justice that our new Internet communicaticn technologies should have buiit—in
wiretapping.

I laok forward to hearing your thoughts on this matter.

Sincerely,

Andrea Heny
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anne smith

1843 stearns drive
los angeles, ca 90035

March 18, 2004

FCC Chairman Michasl Powell .
Federal Communications Commission
445 12th Street SW

Washington, 0C 20354

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s reguest that all new Internet communication services be
reguired to have built—in wiretapping access.

I do not believe this reguirement is necessary. Llongstanding laws already
reguire Internet Service Providers and Internet telephons companies to allow
the FBI to conduct surveillance. The FEI is going far beyond these existing
powers by trying to force the industry ts actually build its systems around
government eavesdropping. It is the eguivalent of the government requiring all
new homes be built with a peephole for Taw enforcement to Took through.

I am very concerned that this reguirement represents an end-run around
Congress. Lawmakers, after extensive ‘deliberations, set up boundaries for how
the FBI can collect information hetween saurces like phone campanies and data
sources like e-mail. The FBI s aggressive and expansive reading of the law
would bvpass the legislative process to alter that careful balance.

I understand that by requiring a master key to our persenal communications, the
government is creating the very real potential for hackers and thieves or
even rogue govsrnment agents to access our personal communications. Past
afforts to provide this sart of backdoor access have not been successful and
anly created a rich appartunity for hackers.

Once again, I urge you to appose the dangerous suggestion of the Department of
Justice that our new Internet cocmmunication technologies should have built-—in
wiretapping.

I Jook forward to hearing your thoughts on this matter.

Sincerely,

anne smith
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Matthew Presto
2 Banff Drive
West Windsor, NI 08350

March 18, 2004

FCC Chairman Michael Powel]
Federal Communications Commission
445 12th Street SW

washington, DC 20554

FCC Chairman Powell:.

As a concerned individual, I am writing to express my opposition toc the
Department of Justice s reguest that all new Internet communication services be
reguired to have built—in wiretapping access.

I do not believe this reguirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies tc allow
the FBI to conduct surveillance. The FBT is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government requiring all
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this reguirement represents an end-run around
tengress. lLawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources like phone companies and data
sources }ike e-mail. The FBI s aggressive and sxpansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our persenal communications, the
gavernment i1s creating the very real potential for hackers and thieves ar
eyeh rogue government agents to access our personal communications. Past
efforts to provide this sart of backdoor access have nat been successful and
anly created a rich apportunity for hackers. ;

Once again, I urge you to appose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built—in
wiretapping.

I Jook forward to hearing your thoughts on this matter.

Sincerely,

Matthew Presto
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Molly Findley

292 Harvard St., #5
Cambridge, MA 02138

March 18, 2004

FCC Chairman Michael Powell
Federal Cammunications Caommission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services bhe
required to have built—in wiretapping access.

I do not believe this reguirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond thase existing
powers hy trying to ferce the industry to actually build its systems arcund
government eavesdropping. It is the egquivalent of the government requiring all
new homes be built with a peephole for Taw enforcement to look through.

I am very concerned that this requirement represents an end-run around
Cangress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources like phone companies and data’
sources like e-mail. The FBI s aggressive and expansive reading of the Taw
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key toc our personal communications, the
government 18 c¢reating the very real potential for hackers and thieves or
gven rogue government agents te access our personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestian of the Department of
Justice that aur new Internet communication technologies should have built—in
wiretapping.

I look forward to hearing vour thousghts on this matter.

Sincerely,

Molly Findley
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Ron Crose

1408 juliet Street
Austin., TX 78704

March 18, 2084

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20534

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s reguest that all new Internet communication services be
reguired to have built-in wiretapping access.

I do not believe this reqguirement is necessary. enough already! Longstanding
laws already require Internet Service Providers and Internet telephone
companies to allow the FBI to conduct surveillance. The FBI is going far
hevongd thess existing powers by trying to force the industry to actually build
its systems around gavernment eavesdrapping. a bhacklash is already happening
on this kind of issue and if it continues you'll have a revsluticn en your
hands.

I 'mvery concerned that this requirement represents an end-run around
Congress. lLawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect informaticon between sources 1ike phone companies and dats
sgurces like e-mail. The FBI s aggressive and expansive reading of the law
would bypass the Tegislative process to alter that careful balance.

I understand that by requiring a master key to aur personal <ommunications, the
government is creating the very real potential for hackers and thieves or
gven rogue government agents to access aur persenal communications. Past
efforts to provide this sort of backdoor access have not heen successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestian of the Department of
Justice that our new Internet communicaticn technologies should have built-in
wiretapping.

I lock forward to hearing your thoughts on this matter.

Sincerely,

Raon Crose
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Ethan Schaffer

PO Bax 101
Sagle, ID 83860

March 18, 2004

FCC Chairman Michael Powel]
Federal Communications Commissian
445 12Z2th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built—in wiretapping access.

T do not believe this reguirement is necessary. Llongstanding laws already
require Internet Service Providers and Internet telephone companies toc allow
the FBI to conduct surveillance. The FBRI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the zquivalent of the government requiring all
new homes be built with a peephole for Yaw enforcement tos look through.

I am very concerned that this requirement repressnts an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources 1ike phone companies and data
sources 1ike e-mail. The FBI s aggressive and expansive reading of the Taw
would bypass the legislative process to alter that careful halance.

I understand that by reguiring a master key to cur personal communications, the
government is creating the very real potential for hackers and thieves ar
even rogue ggvernment agents tn access our personal communications. Past
efforts to provide this sort of backdoor access have not been successfuil and
only created a rich opportunity for hackers.

Once again, T urge you *o oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technolegies should have built-in
wiretapping.

I Took forward to hearing your thowughts an this matter.

Sinceraly,

Ethan Schaffer
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E. Matthew Edwards

1210 McCausland Ave
Saint touis, MO B3117

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Strest SW

Washingtan, DC 20554

FCC Chairman Powell:

As a cencerned individual, I am writing to express my oppesition to the
Department of Justice s reguest that all new Internet communication services be
required to have built—in wiretapping access.

I do not believe this reguirement is necessary. Longstanding taws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually buiid its systems around
government eavesdropping. It is the eguivalent of the government requiring all
new homes he built with a peephole for law enfarcement to lsok through.

I am very concerned that this requirement represents an end—-run around
Congress. lawmakers, afier extensive deliberaticns, set up boundaries for how
the FBI can collect information between sources 1ike phone companies and data
sources 1ike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that carefu] balance.

I understand that by regquiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves ar
gven rogue government agents fo access our personal communications. Past
efforts to provide this sort of backdoor access have nat been successful and
oniy created & rich opportunity for hackers. '

Frankly, it appauls me that the current administration feels they have not vyet
invaded my privacy to the point of exploitation. This is nething more than a
political ploy felt necessary by the current administration in response to
election year tactics. I will do everything in my power to oppose this type of
legislation and promulgate this information to every constitusnt humanly
possible.

Once again, I urge you to oppose the dangerous suggesticn of the Department of
Justice that our new Internet communication technologies should have built—in
wiretapping.

I would strongly encourage a response to your thoughts an this matter.

With much cohcerﬂ.

E. Matthew Edwards RN, BSN, CLNC
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Christy boolen

1505 Ruth
Austin, T¥ 78737

March 18, 2004

FCC Chairman Michae]l Powell
Federal Communications Commission
445 12th Streer SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my oppositien te the
Department of Justice s request that all new Internet communication services be
required to have built—in wiretapping access.

I do not believe this reguirement is necessary. Longstanding jaws already
require Internet Service Providers and Interpet telsphone companies to allow
the FBI to canduct surveillance. The FBI is qoing far heyond these existing
powers by trying to force the industry to actualiy build its systems around
government eavesdropping. It is the equivalent of the gavernment reguiring all
new homes be built with g pesphole for Taw enforcement ts look through.

I am very concsrned that this reguirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can cellect information between sources like phone companies and data
sources 1ike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legisjative process to alter that careful balance.

I understand that by reguiring a master key to our personal communications, the
government is <reating the very real potential for hackers and thieves or
ayven rogue gqovernment agents to access our personal communications. Past
efforts to provide this sert of hackdoor access have not been successful and
only <reated a rich opportunity for hackers.

Once again., I urge you tc oppose the dangerous suggestion of the Department of
Justice that cur new Internet communicatioen technologies should have built—in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Christy
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Rogar Smith

8466 ¢1d Polard Road
Barneveld. New York 13304

Harch 18, 2004

FCC ¢hairman Michael Powel]
Federal Communications Commission
445 12th Strest SW

Washington, DC 20534

FCC Chairman Powell:

As a concerned individual, I am writing to express my ocpposition to the
Department of Justice s request that all new Internet communication services be
required to have built-in wiretapping access.

John Ashcroft wants a "master key" to esvery &merican’s elsctronic
communicatien. I refuse to let this happen, and you should too.

Anti—-terrorist measures by the Bush Administration are beginning to resemhle
the Third Reich. Snooping hasn’t resulted in the arrest of terrorists so now
the Tustice Department wants to invade the privacy of Aamerican citizens even
more.

In fact, the original Patriot act has failed, sc now John Ashcroft wants to
erode the privacy of 8merican citizens even furthur.

The FBI is going far bevond these existing powers by trying to force the
industry to actually build its systems around government eavesdropping. It is
the equivalent of the government requiring all new homes be built with a
peephole for law enforcement to look through.

I am very concerned that this reguirement represents an end-run around
congress. lLawmakers, after extensive deliberations., set boundarizs for how the
FBI <an ¢ollect information between sour¢es like phone companies and data
saurces like e-mail.

The FBI s aggressive and expansive reading of the law would bypass the
legislative process to alter that careful balance.

I understand that by requiring a mastar key to cur persopal communications, the
government 1s creating the very real potential for hackers and thieves ar
gven roque qovernment agents to access our personal communications.

Past efforts to provide this sort of ‘backdoor access have not been successful
and only created a rich gpportunity for hackers.

once again, I urge you to oppose the dangercus suggestion of the Department af
Justice that our new Internet communication technslogies should have buyilt—in
wiretapping.

I look forward to hearing your thoughts on this matter.

'Sincere1y,

Roger B. Smith
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{iz Langthorn

609 nw 17 st
OKC, OK 73103

March 18, 2004

FCC Chairman Michael Pawell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As = concerned individual, I am writing to express my opposition to the
Department of Tustice s request that all new Internet communication services be
required to have built—in wiretapping access.

I do not believe this reguirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allaow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government requiring all
new homes be built with a peephole for law enforcement to Took through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information hetween sources 1ike phone companies and data
sources 1ike s-mail. The FBI s aggressive and expansive reading of the law
would hypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
goverament 15 creating the very real potential for hackars and thieves ar
even rogue government agents to access aur persocnal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers. '

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

tiz Langthorn
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William Walley

2426 258th Street
Madiscn, MN 58258

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Caommission
445 12th Street SW

Washington, DC 20554

FCC Chairman Pawell:

As a concerned individual, I am writing to express my apposition to the
Department of Justice s reguest that all new Internet communication services be
required to have built—in wiretapping access.

I do not believe this reguirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone caompanies to allow
the FBI to conduct surveillance. The FBI is geing far beyond these existing
pawers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government requiring all
new homes he built with & peephole for law enforcement to look Through.

I am very concerned that this reguirement represents an end—run around
Congress. Llawmakers, after extensive deliberations, set up boundaries for how
the FBI <an collect information between scurces 1ike phone companies and data
saurces Jike e—mail. The FBI s aggressive and expansive reading of the law
would bypass the Tegislative process to alter that careful balance.

I understand that by requiring a master key to our psrsonal communications, the
government 15 creating the very real potential for hackers and thieves or
even rogue government agents to access our perscnal communications. Past
effarts to nrovide this sort of backdeor ac<cess have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestien af the Department of
Justice that our new Internet communication technologies should have built—in
wiretapping.

This is nothing more than the Repulican Party, led by Bush and Ashcroft, effort
to create a police state under which they can identify and control those who do
not agree with them.

I look forward to hsaring your thoughts cn this matter.

Sincerely,

Willjam & sShelley Walley
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charles sanders

5487 courtyard dr.
margate, fla 33063

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, BC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my apposition to the
Department of Justice s reguest that all new Internst communication services bs
required to have built—in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveiilance. The FBI is going far beyend these existing
powers by trying to force the industry to actually build its systems arcund
government eavesdropping. It is the eguivalent of the government reguiring all
new homes be built with a peephole for law enforcement fo ioock thraugh.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deltberations, set up boundaries far how
the FBI can collect information between sources like phone companises and data
sources 1ike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by reguiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
even rogue qovernment agents to access our personal communications. Past
efforts to provide this sort af backdoor access have not heen successful and
only created a rich apportunity for hackers.

Once again, I urge vou to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have buiit-in
wiretapping.

I Jook forward to hearing vour thsughts on this matter.

Sincerely,

charles sanders
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Edward Waxman

ZB77 Carnegie Road apt 202
York, Pennsylvania 17402

March 18, 2004

FCC Chairman Michael Powel]
Feders]l Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As & concerned individual, I am writing to express my opposition to the
Department of Tustice s reguest that all new Internet communication servic<es be
required to have built—in wiretapping access.

I do not believe this requirement is necessary. Longstanding Jaws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is gaing far bevond these existing
powers by trying to force the industry to actually build its systems around
government eavesdrapping. It is the eguivalent of the government requiring all
new homes be built with a peephole for law enforcement to lock through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after sxtensive deliberations, set up boundaries for how
the FBI can collect information between sources like phone companies and data
sources Jike e-mail. The FBI s aggressive and expansive reading of the Jaw
would bypass the legistative process tc alter that careful balance.

I understand that by reguiring a master key to cur personal communications., the
gavernment is creating the very real potential for hackers and thieves  or
gven rogue government agents to access our personal communications. Past
efforts to provide this sort of backdoor access havs not been successful ang
only created a rich cpportunity for hackers.

Once again, I urge you to appose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have huilt—in
wiretapping.

I lToak forward to hearing vour thoughts on this matter.

Sincerely,

Edward Waxman
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Bonita Kasper

267 old meadow way
palm beach gardens, f1 33418

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commissicn
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to exoress my opposition teo the
Department of Justice s request that all new Internet communication services he
required to have built—in wiretapping access.

I do not believe this reguirement is necessary. Longstanding laws already
reguire Internet Service Providers and Internet telephone companies to allaw
the FBI to conduct surveillance. The FBI is.going far beyond these existing
powers by trying te ferce the industry to actually build its systems around
government eavesdropping. It is the eguivalent of the government requiring all
new homes he huilt with a peephole for law enforcement to Took through,

T am very concerned that this reguirement represents an end-run around
Congress. {awmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information hetween sources 1ike phone companies and data
sources 1ike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful halance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves ar
aven rngde gavernment agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
cnly created a rich oppartunity for hackers.

Gnce again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built—in
wiretapping.

I look forward to hearing your thoughts an this matter.

Sincerely,

Bonita T Kasper
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Judy Brooks

133583 Duane
Oreqon City, OR 37049

March 18, 2804

FCC Chairman Michael Powel]
Federal Communications Commission
445 12th Street Sw

Washington, DC 20354

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s regquest that all new Internet communication services be
required to have built—in wiretapping access.

T do not helieve this requirement is necessary. Llongstanding Taws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
gaovernment eavesdropping. It is the equivalent of the government requiring all
new homes bhe huilt with a peephole for law enforcement to laok through.

I am very concerned that this reguirement represents an end-run arcund
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect infaormatien between sources 1ike phone companies and data
sources 1ike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by reguiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves ar
eyen rogue government agents ta access our personal communications, Past
efforts to provide this sort of bhackdeor access have not been successful and
oniy created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that cur new Internet communicatien technologies should have built—in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Judy Brocks
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Jos Rowe

1181 Solans Ave 123
Albany , CA 34708
March 18, 2004
FCC Chairman Michael Powel)
Federal Communications Cammission
445 12th Street SY
Washington, DC 20554
FCC Chairman Powell:
As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services ae

required to have built—in wiretapping access.

Please stop the DOT and FBI from taking <ontrol of the FCC and creating
backdoors on our internet systems.

The DOT and FBI are going behind the backs of our 3 hranches af Government.

They are "suggestion" the FCC require a backdoor for security guards { FBI etc
) to watch Americans on the internet.

Seems the current law was pot enough so this suggestion is a way to bypass our
lawmakers and Judges.

. These new suggested back doors are actually security risks that can be
exploited by terrarists and ather pecple with bad intentions.

I Jook forward to hearing your thoughfs on this matter

Sincerely,

Joe Rowe




