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#idea Choguette

5 Burnley Rise
Pittsford, NY 14534

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12%th Street SW

Washingtan, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s reguest that all new Internet communication services bhe
required to have built—in wiretapping access.

I do not believe this reguirement is necessary. tongstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the gaovernment requiring all
new homes be built with a peephoie for law enforcement to look through.

I am very <oncerned that this requirement represents an end—-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for haow
the FBI can collect information between sources like phone companies and data
sources 1ike e-mail. The FBI s aggressive and expansive reading of the Taw
would bypass the legislative process to alter that careful balance,

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
eyen rogue government agents to access our personal communications. Past
efforts to provide this sort of backdoor access have nat heen successful and
only created a rich apportunity for hackers.

Once again, I urge you to oppose the dangercus suggestion of the Department of
Justice that our new Internet communicaticn technologies should have built—in
wiretapping.

1 look forward to hearing your thoughts on this matter.

Sincerely,

Regina C. Todd
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Scott Mist

1924 NE S56th Ave
Portland, OR 37213

March 1E, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20(554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built-in wiretapping access.

1 do not believe this reguirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allaw
the FBI to conduct surveiilance. The FBI is going far beycond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. Tt is the eguivalent of the gsovernment requiring all
hew homes he built with a peephole for law enforcement to look through.

T am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources like phone companies and data
sources Jike e-mail. The FBIT s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real pctential for hackers and thieves ar
even rogue government agents to access cur personal communications. Past
effarts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to appose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Scaott Mist
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cail Suber

1833 10th Street
Santa Monica, CA 90404

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my apposition to the
Department of Justice s reguest that all new Internet communicatian services be
required to have built-in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
gaovernment eavesdropping. It is the equivalent of the government requiring all
new homes be built with a peephoie for law enforcement to look through.

I am very con<erned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources like phone companies and data
sources 1ike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by reguiring a master key to our perssnal communications, the
government is creating the very real potential for hackers and thieves or
Even rogue government agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
ohly created a rich opportunity far hackers.

Ohce again, I urge vou to oppose the dangerous suagestien of the Department of
Justice that our new Internet cammunication technologies should have built-in
wiretapping.

I ook forward to hearing your thoughts on this matter.

Sincerely,

~ Gail Suber
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Donata Ahern

11487 Partridge Rd.
Holland., NY 14080

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington., DC 20554

FCC Chatrman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built—in wiretapping access.

I do not believe this requirement is necessary. Longstanding lTaws already
require Internet Service Providers and Internet telephone companies to zllow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems araund
government eavesdropping. It is the eguivalent of the government requiring all
new homes be huilt with a peephole far law enforcement to look through.

I am very concerned that this requirement represents an end-run arcund
Congress. Lawmakers, after extensive deliberations, set up boundarjes for how
the FBI can collect information between sources like phone campanies and data
saurces Jike e-mail. The FBI s aggressive and expansive reading of the law
wauld bypass the legislative process to alter that careful balance,

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not heen successful and
only created a rich apportunity for hackers.

Ohce again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built—in
wiretapping.

I Jook forward to hearing your thoughts on this matter.

Sincerely,

Donata Ahern
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homas Mark

2704 North Baldwin St.
Partland, OR 397217

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commissian
445 12th Street SW

Washingtan, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my apposition to the
Department of Tustice s request that all new Internet communication services be
reguired to have built-in wiretapping access.

This requiremesnt is not necessary. Longstanding laws already reguire Internet
Service Providers and Internet telephone companies to allaw the FBI to conduct
surveillance.

T am cancerned that this requirement represents an end-run around Congress.
Lawmakers have set up bhaundaries faor how the FBI can c¢ollect informatiaon
between saurces like phaone companies and data sources like e—mail. Those
boundaries should be respected and enforced.

This proposal would <reate a serious potential for hackers and thieves or
even rogue government agents to access our personal communications.

Please oppose the dangerous suggestion of the Department of Justice that our
new Internet communication technologies should have built—in wiretapping.

Sincerely,

Thomas Mark
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Glasnher

27 W 96 St
NY¥, NY 10025

March 18, 2004

FCC Chairman Michael Powell
federal Communications Commission
445 12th Street SW

Washingtan, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing tu express my oppositian to the
Department of JTustice s request that all new Interret communication services be
required to have built—in wiretapping access,

T do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far bevond these existing
nowers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government reguiring ail
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this reguirement represents an end—-run arcund
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FEI can collect information between sources 1ike phone companies and data
sgurces 1ike e-mail. The FBT s aggressive and expansive reading of the law
would bypass the jegislative process to alter that careful balance.

I understand that by requiring a master key to cur personal communications, the
government is creating the very real potential far hackers and thieves oy
even rogue government agents to access gur personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urde you ta oppose the dangerous suggestion of the Department of
Tustice that our npew Internat communication technologies should have built-in
wiretapping.

I Took ferward to hearing your thoughts on this matter.

Sincerely,

L.Clasher
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bruce cole

4375 west main st.
shortsville, n.y. 14548

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commissian
445 12th Street SW

Washingtan, D{ 20554

FCC Chairman Powell:

fis a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built—in wiretapping access.

1 do. not believe this requirement is necessary. Longstanding lTaws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveiilance. The FBI is going far beyond these existing
pawers by trying to force the industry to actually build its systems arcund
government eavesdraopping. It is the eguivalent of the gavernmant requiring ail
hew homes be built with a peephole for law enforcement to look through.

I am very concerned that this requirement represents an end-run around
Ctongress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can colject information between sources like phone companies and data
sources 1ike e-maii. The fBI s aggressive and expansive reading of the Jlaw
would bypass the legisiative process to alter that careful halance.

I understand that by requiring a master key to our persanal communications, the
government is creating the very real potential for hackers and thieves ar
even rogue government agents to access our persgnal communications. Past
effarts to provide this sort of backdeor access have not been successful and
chly created a rich opportunity for hackers.

Once again, I urge vou to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built—in
wiretapping.

I look forward to hearing your thcughts on this matter.

Sincerely,

bruce cole
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Tennifer Whitmer

17943 Strongsville Blvd.
Strongsville, OH 44149

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commissian
445 12th Street SW

washingtaon, DC 20534

FCC Chajirman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s reguest that all new Internet communication services be
required to have built—in wiretapping access.

I do not beljeve this requirement 15 necessary. Longstanding Jaws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyand these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the eguivalent of the government requiring all
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this requirement represents an end-run around
Cangress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can c¢ollect information between sources like phone companies and data
sources like e—mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers,

Once again, I urge vou to oppose the dangerous suggestion of the Department of
Justice that our new Internet cammunication technoclogies should have built-in
wiretapping.

I Yook forward to hearing your thoughts on this matter.

Sincerely,

Jennifer Whitmer
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Clenn Jones

26311 Seminole Lakes Blvc.
Punta Corda, FL 33935

March 18, 2004

FCC Chairman Michael Powel)
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s reguest that all new Internet communication services be
required to have bujlt—in wiretapping access.

I do not believe this reguirement is necessary. Longstanding Taws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance., The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
guvernment eavesdropping. It is the equivalent of the government requiring aill
new homes be built with a peephole for lTaw enforcement toc lack through.

I am very concerned that this requirement represents an end-run around
{ongress. Lawmakers, after extensive deliberations. set up boundaries for how
the FBI can collect information between sources like phone companies and data
sources 1ike e-mail. The FBI s aggressive and expansive reading of the Jaw
would bypass the legislative nrocess to alter that careful halance.

I understand that by requiring a master key to our personal communications, the
goverhment is creating the very real potential for nackers and thieves or
even rogue government agents to access our personal communicatians. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet caommunication technologies should have built-in
wiretapping.

I lTook forward to hearing your thoughts on this matter.

Sincerely,

Clenn H. Jones
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Mark Pope

B07 Franklin St.
San Francisco, CA 94102

March 18, 2004

FCC Chairman Michael Powel]
Federal Communications Commission
445 12th Street SW

Washington, DC 20594

FCC Chairman Powell:

Ads a concerned individual, I am writing to express my opposition to the
Department of JTustice s request that all new Internet communication services be
required to have built—in wiretapping access.

I am concerned about internet hackers taking advantage of this, and therefore
oppose it uncornditiconaly. I do not believe this requirement is necessary.
Longstanding laws already require Internet Service Providers and Internet
telephone companies to allow the FBI to conduct surveillance. The FBI is going
far beyond these existing powers by trying to force the industry to actually
build its systems around gavernment eavesdropping. It is the eguivalent of the
government requiring all new homes be built with a peephale for law enfarcement
to Took through,

I am very <oncerned that this reguirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can callect informatian between sources like phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by reguiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
Even roque government agents to access our persenal communications. Past
efforts to provide this sort of backdoor access have not been successtul and
only created a rich opportunity for hackers.

Once again, I urge you tc oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Mark Pope
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Brian Linse

8593 Lookout Mountain Avenue
;05 Angeles, CA 30046

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s reguest that all new Internet communication services be
required to have built—in wiretapping access.

I do not helieve this regquirement is necessary. Laongstanding Jaws already
require Internet Seryice Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FRI is guing far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the gaovernment requiring all
new hames ke huilt with a peephole for law enforcement to Took through.

I am very concerned that this requirement represents an epd-run arcund
Cangress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can c¢ollect information between sources like phone <ompanies and data
sources like e-mail. The ¥BI 5 aggressive and expansive reading of the Taw
would bypass the legislative process to alter that careful balance,

I understand that by requiring a master key to our personal communications, the
gavernment is creating the very real potential for hackers and thieves Gr
even rogue government agents to access our persanal communications. Past
efforts tc provide this sort of backdoor access have not been successful and
anly created a rich opportunity for hackers.

Once again, I urge yoU to ophose the dangerouc suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I ook forward to hearing your thoughts on this matter.

Sincerely,

Brian Linse
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Tames—Henry Holland

391 South Main Street
Ceneva, NY 14458

Mar<h 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Streest SW

Washingtan, DC 20554

FCC Chajrman Powell:

As a concerned individual, I am writing to express my appusition to the
Gepartment of Justice s request that all new Internet cammunicaticn services be
required to have built—in wiretapping access.

1 do not believe this requirement is necessary. Longstanding Taws already
require Internet Service Praviders and Internet telephone companies to allow
the FBI to conhduct surveillance. The FBI is5 going far beyand these existing
powers by trying to force the induystry to actualiy build ifs systems around
gavernment eavesdrapping. It is the equivalent of the gavernment requiring all
new homes he built with a peephole for law enfarcement to look through.

I am very concerned that this requirement represents an end-run around
Condress. Lawmakers, after extensive deliberations, set up boundaries for haw
the FBI can collect information between sources like phone <ompanies and data
sources like e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents  to ac<ess our personal communications. Past
efforts to provide this sort of backdoor access hayve not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built—in
wiretapping.

I lTogk fForward to hearing your thoughts on this matter.

Sincerely,

James—Henry Holland
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David Warren

Box 270405
Kansas City, MO 64127

March 48, 2004

FCC Chairman Michael Powell
Federal Communications Commissian
445 12rh Street SW.

Washingtan, DC 20554

FcC chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built—in wiretapping access.

I do not believe this reguirement is necessary. Longstanding Taws already
require Internet Service Providers and Internet telephone companies to ailow
the FBI to conduct surveillance. The FRI is geing far beyond these ewisting
powers by trying te force the industry to actually build its systems around
gavernment eavesdrapping. It is the egquivalent of the government requiring all
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this requirement represents an end-run around
Congress. lawmakers, after extensive deliberations, set up boundaries far how
the FBI can collect information between saurces 1ike phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the Taw
would bypass the legislative pracess to aiter that careful balance.

I understand that by requiring a master key to our personal cemmunications, the
gavernment 15 creating the very real potential far hackers and thieves or
gven raque gavernment agents to access our personal communicatians. Past
efforts to provide this sort af backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge vou to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I Took forward to hearing your thoughts on this matter.

Sincerely,

David Warren
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Edwin Etheredge

1100 Queenspark
Tyler, Tewas 75703

March 18, 2004

FCC Chairman Michae! Powell
Federal Communications Commissicn
445 12th Street 5SW

Washington, BC 20554

FCC Cchajrman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s reguest that all new Internet communication services be
required to have built—in wiretapping access.

I do not believe this reguirement is necessary. Longstanding Taws already
reguire Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance, The FBI is going far beyand these existing
powers hy trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the gavernment requiring all
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this reguirement represents an end-run around
Congress. lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources 1ike phone companies and data
sources Tike e-mail. The FBI 5 aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communicaticns, the
government is creating the very real patential for hackers and thieves or
even rogue government agents to access our personal communications. Past
effarts to pravide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

once again, I urge you to oppose the dangerous sugaesticn of the Department of
Justice that our new Internet communication technologies shouid have buiit-=in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely.

Edwin Etheredge
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Shaun Fitzgerald

1414 N Noble St.
Chicago, IL BDGE22

March 18, 2004

FCC ¢hairman Michael Powel]
Federal Communications Commission
445 12th Street SW

washingtan, DC 20554

FCC Chatrman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Tustice s request that all new Internet cammunicaticn services he
required to have built-in wiretapping access.

1 do not believe this reguirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI te conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government requiring all
new homes be built with a peephsie for law enforcement to look through.

1 am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources like phone companies and data
saurces like e-mail. The FBI s agqressive and expansive reading of the Taw
would bypass the legisiative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves ar
even rogue government agents ta access our personal communications. Past
efforts to provide this sort of backdoor access have not bheen successful and
only created a rich opportunity for hackers.

Once again. I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built—in
wiretapping.

I Jook forward to hearing your thoughts on this matter.

Sincerely,

Shaun Fitzgerald
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Kathy Folk

Villa Terrace
San Diego, CA 32104

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services he
required to have built—-in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government requiring all
new homes be huilt with a peephole for law enforcement to laok through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can <ollect information between sources 1ike phone companies and data
sources 1ike s-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that carefuyl halance.

I understand that by requiring a master key to our personal communicaticns, the
government is creating the very real potential far hackers and thieves or
even raogue government agents ta access our personal communications.. Past
afforts to pravide this sort of hackdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technolcgies should have built-in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Kathy Folk
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Patricia Dugan

470 Longleafl Fine Or.
Jupiter, FL 33458

March 18, 2004

FCC Chairman Michael Pawell
Federal Communications Commissicn
445 42th Street SW

Washingtan, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built—in wiretapping access.

1 do not believe this reguirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the ¥BI to conduct surveillance. The §BI is going far beyond these existing
pawers by trying to force the industry to actuaily build its systems around
government eavesdraopping. It is the equivalent of the government requiring all
new homes he built with a peephole for law enforcement to Took through.

I am very concerned that this reguirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can c¢ollect information between sources 1ike phone companies and data
sources 1ike e-maii. The FBI s aggressive and expansive reading of the law
wouid bypass the leaislative process to alter that careful bhalance.

I understand that by reguiring a master key to our personal communications, the
government is ¢reating the very real potential for hackers and thieves or
aven rodue government agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Tustice that our new Internet communicaticn technologies should have built—in
wiretapping.

I Took forward to hearing your thoughts on this matter.

Sincerely,

Patricia Dugan
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Judith 0lsaon

3474 — ?7th #Avenue S.E.
Mercer Island, WA 38040

March 18, 2004

FCC Chairman Michael Pawell
fFederal Communications Commission
445 12th Street SW

Wwashingtan, DC 20554

FCC Chairman Powell:

As a concerned individual, T am writing to express my oppositiaon tao the
Department of Justice s request that all new Internet communication services be
required to have built-in wiretapping access.

I do not believe this reguirement is necessary. Longstanding laws already
reguire Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the eguivalent of the government requiring all
new homes he built with a peephoie for law enforcement to look through.

1 am very concerned that this reguirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries fer how
the FBI cah collect information between scurces 1ike phone <ompanies and data
sources 1ike e-mail. The FBI s agaressive and expansive reading of the Taw
would bypass the Tegislative process to alter that careful balance.

I understand that by reguiring a master key to our personal communications, the
government is c¢reating the very real potential for hackers and thieves or
even rogue government agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

once again, I urge you to oppose the dangerous suggestion of the Department of
Tustice that aur new Internet communication technologies should have built-in
wiretapping.

I look farward tog hearing your thoughts on this matter.

Sincerely,

Judith J. Qlson
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Sue Pienciak

PO Box 2050
Silyer City, MM 88062

March 18, 2004

FCC Chairman Michael Powel)
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my oppositiaon to the
Department of JTustice s request that all new Internet communication services be
required to have built—in wiretapping access.

1 do not believe this requirement is necessary. Longstanding laws already
require Internet Sarvice Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually bhuild its systems around
government eavesdropping. It is the sguivalent of the government requiring all
new homes be built with a neephole for law enforcement to loak through.

I am very concerned that this reguirement represents an end—run around
Congress. lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect infermation between sources like phone companies and data
sources 1ike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

T understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves ar
even robgue government sgents to access our personal communications. Past
effarts to provide this sort of backdoor access have not been successful and
only created a rich oppartunity for hackers.

once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built—in
wiretapping.

1 loak forward to hearing your thoughts on this matter.

Sincerely,

Sue Pienciak
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Lise Vogel

355 14th Street
Brooklyn, NY 11215

March 18, 2004

FCC Chairman Michael Powell
federal Communications Commission
445 12th Street SW

Washingtan, DC 20554

FCC Chajrman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have huilt—in wiretapping access.

I do not believe this reguirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to c¢onduct surveillance. The FBI is going far heyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the eguivalent of the government requiring all
new homes be built with a peephole for law enforcement to lToock through.

T am very concerned that this requirement represents an end-run around
Congress, lLawmakers, after estensive deliberations, set up boundaries for how
the FBI can c¢ollect information between sources like phone companies and data
sources 1ike e—mail. The FBI s aggressive and expansive reading of the law
would bypass the ltegislative process to alter that careful] balance.

I understand that by requiring a master key to our perscnal communications, the
gavernment is creating the very real potential for hackers and thieves or
even rogue government agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only createg a rich apportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that aur new Internet communication technologies should have built-in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Lise Vogel



wed 24 Mar ZUIJ‘} 06:56;07 AM EST P. g
Richard Johnson

FOBax 142
Mitchell, IN 47446

March 18, 2004

FCC Chairman Michael Powell
Federal Caommunications Commission
445 12th Street SW

Washington, BC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s regquest that all new Internet communication services he
required to have built—in wiretapping access.

I do not believe this reguirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to aljow
the FBI to conduct surveillance. The FBI 1s going far bevond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government requiring all
new homes be huilt with a peephole for Taw enforcement to look through.

I am very concerned that this reguirement represents an end—-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources 1ike phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I ungerstand that by regquiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves 34
even roque government agents to access our personal communicatipns. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity far hackers,

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have buiit—in
wiretapping.

I Took forward to hearing your thoughts on this matter.

Sincerely,

Richard Tohnsan
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Gabriel Vine

327 E1 8onito Ave
Clendale, €& 31204

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built—in wiretapping access.

I do not believe this reqguirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the eguivalent of the government reguiring all
new homes be built with a peephale for law enforcement to look threough.

1 am very concerned that this requirement represents an end-run around
Congress. lLawmakers, after extensive deliberations, set up boundaries for how
the FBI can coliect information between sources 1ike phane companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the Taw
would bypass the legislative process to alter that careful balance.

I understand that by regquiring a master key to our personal communications, the
government is creating the very real petential for hackers and thieves or
even rogue government agents to access cur personal communications. Past
effarts to pravide this sort of backdoor access have not been successful and
only created a rich oppartunity far hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have buiit-in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Gabriel Vine
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Samantha Murray

7119 Sandy Ridge Circie
Tuscaloosa, AL 35405

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washingtan, 0C 205594

FCC Chairman Powell:

#s a concerned individual, I am writing to express my opposition to the
Department of Justice s reguest that all new Internet <ommunication services bhe
required ta have built—in wiretapping access.

I do not believe this reguirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is gning far beyond these existing
powers by trying to ferce the industry to actually build its systems around
government eavesdropping. It is the eguivalent of the government reguiring all
new homes be huilt with a peephale for law enforcement to look through.

I am very concerned that this requirement represents an end-run around
Congress., Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can callect information between scurces like phone companies and data
saurces 1ike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our persgnal communications, the
government is creating the very real potential for hackers and thieves or
even rogue goverhment agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again., I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Samantha Murray
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Phillipns Bourns

2010 Lincoln Avenue
St. Paul, MN 55105

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Cocmmissian
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a cancerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built—in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBT to conduct surveillance. The FBI is going far beyand these existing
powers by trying toc farce the industry to actually build its systems arcund
government eavesdrapping. It is the equivalent of the governmant requiring all
new homes be huilt with a peephole for law enforcement to look through,

Don’t let the right wing win again and again as they cut the Bi11 of
Rights intso unrecognizable pieces. The time will come when those who support
Bush’s Patriot Act and other intrusive and unconstituional attacks upon
American’s (the world’s)right to privacy will look back on the role each took
to help destroy freedom, and each will say: "I was wrong; so wrong.'

I am very concerned that this regquirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for haow
the FBI can collect information between sources like phone companies and data
sources 1ike e-mail. The FBI s aggressive and expansive reading cof the law
would bypass the legislative process to alter that careful balance.

1 understand that by requiring a master key to our personal communicatieons, the
government is creating the very real potential for hackers and thieves ar
eyen rogue government agents to access our personal communicatians. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggesticn of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I leook forward to hearing vour thoughts on this matter.

Sincerely.

Phillips Bourns
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Malcalm McCollum

1419 North Rover
Colorado Springs, CO 80907

March 18, 2004

FCC Chairman Michael Powell
Federal Communicatiaons Commission
445 12th Street SW

Washingtan, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my cpposition to the
Department of Justice s request that all new Internet communicaticn services be
reguired to have built-in wiretapping access.

I do not believe this reqguirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is geing far beyond these existing
nowers by trying to force the industry to actually build its systems around
government eavesdraopping. It is the eguivalent of the government requiring ail
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between socurces like phone companies and data
sources Jike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
gavernment is creating the very real potential for hackers and thieves or
even rogue government agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich oppertunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the bepartment of
Tustice that our new Internet communication technologies should have built-in
wiretapping.

I Yook forward to hearing your thoughts on this matter.

Sincerely,

Malcolm McCollum



