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Elaine Dewey

111 Arbordale Ave.
Rochester, NY 14610

March 48, 2004

FCC Chairman Michael Powell
Federal Communications Cammission
445 12th Street Sw

Washingtan, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Cepartment of Justice s request that all new Internet communication services be
required to have built—in wiretapping access.

I do not believe this reguirement is mecessary. Llongstanding laws already
require Internet Service Providers and Internet telephone companies to allaow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. Tt is the eguivalent of the government requiring ail
new homes be built with a peephole for law enforcement to Took through.

T am very concerned that this requirement represents an end-run around
Congress, lLawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources like phone companies and data
sources Jike e-mail. The FBI 5 aggressive and expansive reading of the Taw
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access our perscnal communications. Past
efforts to provide this sort of hackdoor ac<cess have not been successful and
oniy created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technclogies should have bhuilt-in
wiretapping.

I lock forward to hearing your thoughts on this matter.

Sincerety,

Elaine Dewey
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Robert Harper

200 N Edgemont St
Los Angeles, CA 90004

March 18, 2004

FCC Chairman Michael Paowel]
federal Communications Commission
445 12th Strest SW '
Washingten, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department af Tustice s request that all new Internet communication services be
required to have built-in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyvond these existing
powers by trying to force the industry to actually huild its systems around
gavernment eavesdropping. It is the equivalent of the government reguiring all
new homes he built with a peephole for law enforcement to Took through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources like phore companies and dats
sgurces 11ke e-mail. The FBI s aggressive and expansive reading of the Jlaw
would bypass the lTegislative process to alter that careful balance,

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves ar
even rogue gevernment agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich cpportunity for hackers,

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technolsogies shsuld have built=in
wiretapping.

I Took forward to hearing your thoughts on this matter.

Sincerely,

Robert Harper
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Mary Petersdorf
5148 W. Aguamarine St.
Tucson, AZ B5742

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a cancerned individual, I am writing to express my opposition to the
Cepartment of Justice s request that all new Internet communication services be
required to have built—in wiretapping access.

I do not believe this reguirement is necessary. Llongstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
nowers by trying to force the industry to actually bujld its systems around
government eavesdropping. It is the eguivalent of the dovernment requiring all
new homes be huilt with a peephole for law enforcement to look through.

I am very concerned that this requirement represents an end—run around
Cangress. Lawmakers, after extensive deliberatians, set up boundaries for hew
the FBI can collect information between sources Tike phane companies and data
sources 1ike e-mail. The FBI 5 aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

1 understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access our personal cammunications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge vou to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built—in
wiretapping,

I Took forward to hearing vour thoughts on this matter.

Sincerely,

Mary Petersdorf
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Tonathan Ferguson

1440 W. Winona
Chicago, IL 50B40

March 18, 2004

FCC Chairman Michael Powel]
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

fs a caoncerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built-in wiretapping access.

I do not believe this requirement is necessary. Longstanding Taws already
require Internet Service Providers and Internet telephone companies toc allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers vy trying to force the industry to actually build its systems around
government eavesdraopping. It is the equivalent of the government requiring all
new homes he huilt with a peephole for law enforcement to look through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up bhoundaries for how
the FBI can collect information between sources like phane companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful halance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
gyen rogue government sgents to access our personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to appose the dangerous sugmestion of the Department of
Justice that our new Internet communication technologies should have buiit-in
wiretapping.

I lock forward to hearing vour thoughts on this matter.

Sincerely,

Jonathan Ferguscn
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Alan Hladik

115 fox chase dr.
Elyria, OHIO 44035

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of JTustice s request that all new Internet communication services he
required to have built—-in wiretapping access.

I do not believe this reguirement is necessary. Leongstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems arcund
government eavesdropping. Tt is the equivalent of the gavernment requiring all
new homes be built with a peephcle for Taw enforcement to look through.

I am very concerned that this requirement represents an end-run arcund
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can cojlect information between sources 1ike phone companies and data
sources 1ike e-mail. The fBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is c¢reating the very real potential for hackers and thieves ar
gven rogue dovernment agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not heen successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I Joaok forward to hearing vour thoughts on this matter.

Sincerely,

Alan Hladik
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Jim Burnett

20602 Band RD NE #5
Poulshao, WA 98370

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street sw

washington, DC 20554

FCC Chairman Powé]]:

As a concerned individual, I am writing to express my apposition to the
Department of Justice s reguest that all new Internet communication services be
required to have built—in wiretapping access,

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build jts systems around
gaovernment eavesdropping. It is the eguivalent of the government reguiring all
new homes be built with a peephole far law enforcement to look through.

I am very concerned that this reguirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources 1ike phone companies and data
sources 1ike e-mail. The FBI s aggressive and expansive reading of the Taw
would bypass the legisiative process to alter that careful balance.

I understand that by reguiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
eyen rogue government agents to access our personal communicatians, Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich apportunity for hackers.

Once again, I urge you to oppose the dangercus suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I look farward teo hearing your thoughts on this matter,

Sincerely,

Tim Burnett
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Eleanocr Rosenthal

530 Presidio Avenue
San Francisco, CA 94115

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commissian
445 12th Street SW

Washingtan, DC 20554

FCC Chairman Powell:

As a cancerned individual, I am writing to express my opposition to the
Department of Tustice s request that all new Internet communication services be
required to have built-in wiretapping access.

I do not believe this requirement is necessary. Longstanding Taws already
require Internet Service Praoviders and Internet telephone companies to allow
the ¥BI ts conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government requiring all
hew homes be built with a peephale for law enforcement to look through.

I am very concerned that this reguirement represents an end-run around
Cangress. Lawmakers, after extensive deliberations, set up bhoundaries for how
the FBI can collect information between sources like phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the Taw
would bypass the legislative process to alter that careful balance.

1 understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
gven rogue government agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technolagies should have built-—in
wiretapping.

I lTook forward to hearing your thoughts on this matter.

Sincerely,

Eleanar Rosenthal



wed 24 Mar 2004 05:36:55 AM EST P. 7
marlo de Jara

3041 quilford ave. #2
baltimore, md 21218

March 18, 2004

FCC Chairman Michael Powell
Federal rommunications Commissian
445 12th Strest SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my oppositicn to the
Department of Tustice s request that all new Internet communication services he
required to have built-in wiretapping access.

I do not helieve this reguirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveiliance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems arcund
government eavesdropping. It is the equivalent of the gavernment reguiring ail
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information hetween sources like phone companies and data
sources 1ike e-mail. The FBI s zggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key tc our personal communications, the
government is creating the very real potential for hackers and thieves or
even rogue qovernment agents to access our personal communications. Past
effarts to pravide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge vou to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built—in
wiretapping.

I look forward to hearing vour thoughts on this matter.

Sincerely,

marlo j. de lara
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ruce Fischer

012 W. Townley
Clendaie, Arizona 85302

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

washington, 0C 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built-in wiretapping access.

I do not kelieve this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBRI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government reguiring all
new homes he built with a peephole for law enfarcement to look through.

I am very concerned that this requirement represents an end-run arcund
Congress. Lawmakers, after extensive deliberations, set up boundaries far how
the FBI can collect information between sources like phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a mastar key to our perscnal communications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion aof the Department of
Justice that aour new Internet communication technologies sheuld have built-in
wiretapping.

T JTook forward to hearing your thoughts on this matter.

Sincerely,

Bruce W. Fischer
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erald King

6004 Landon Drive
Austin, TX¥ 78749

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Cammission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

A5 a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built—in wiretapping access.

I do not believe this reauirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies toc alilow
the FBI to canduct surveillance. The FBI is going far beyond these existing
powers hy trying to force the industry te actually build its systems around
government eavesdropping. It is the equivalent of the government requiring all
new homes be built with a peephole for law enfercement to losk through.

I am very concerned that this reguirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources like phone companies and data
sources 1ike e—-mail. The FBI s asgressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves ar
even rogue government agents to access our personal communications. Past
efforts ta provide this sart of backdoor 2access have not been successful and
only created a rich appartunity far hackers.

once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I Took forward to hearing your thoughts on this matter.

Sincerely,

Cerald King
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TERRY KILCREASE

308 FOREST AREA ROAD
KINSTON, ALABAMA 36453

March 18, 2004

FCC Chairman Michael Powell
federal Communications Commission
445 12th Street SW

Washington, 0C 20554

FCC Chairman Powell:

As 8 cancerned individual, I am writing to express my opposition to the
Department of JTustice s request that all new Internet communication services be
reguired to have built—in wiretapping access.

I do not believe this requirement is necessary. Longstanding Taws already
require Internet Service Praviders and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actualiy build its systems around
government eavesdropping. It is the equivalent of the government requiring alj
new homes be bhuilt with a peephaie for law enforcement to Yook thraough.

I am very <oncerned that this reguirement represents an end-run around
congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can c¢ollect information beteween saources like phone companies and data
sources 1ike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is c¢reating the very real potential for hackers and thieves or
eyen rogue government agents toc access our perscnal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

once again, I urge you to oppose the dangercus suagestion of the Department of
Justice that our new Internet communication technologies should have huilt-in
wiretapping.

I look forward to hearing your thoughts on this matter,

Sincerely,

Terry Kilcrease
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Brian Peterson

1928 W Alhion
Chicago. IL B0526

March 18, 2004

FCC Chairman Michae]l Powel)
Federal Communications Commission
445 12th Street SW

Washingtan, 0C 20554

FCC Chairman Powell:

A5 a concerned individual, I am writing to express my oppasition to the
Department of Justice s request that all new Internet communication seryices he
required to have built-in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
gaovernment eavesdropping. Tt is the equivalent of the government requiring all
new homes he built with a peephole for law enfcrcement to look through.

I am very concerned that this requirement represents an end-run araund
Congress. Lawmakers, after extensive deliberations, set up boundaries far how
the FBI can collect information between sources 1ike phone companies and data
sources 1ike e-mail. The FBI s aggressive and expansive reading of the law
would byvpass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
gven rogue government agents to access our personal communications. Past
efforts to provide this sart of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangercus suggestion of the Department of
Tustice that aur new Internet communication technologies should have built-in
wiretapping.

1 look forward to hearing your thoughts on this matter.

Sincerely,

Brian Knight Peterson
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r sgnatore

1935 nw?79th ter
pembraoke pines, f 33024

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As & concerned individual, I am writing to express my oppositiaon to the
Cepartment of Justice s request that all new Internet communication services be
required to have built-in wiretapping access,

I de not believe this requirement is necessary. Llongstanding Taws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdrapping. It is the equivalent of the gaovernment requiring all
new homes be built with a peephole for law enforcement to Took through.

I am very concerned that this requirement represents an end-run around
Cangress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can callect information between sources like phone companies and data
sources 1ike e—-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our perscnal communications, the
government is creating the very real potential for hackers and thieves Gr
even rogue government agents to access our personal communications. Past
efforts to provide this sort nof bhackdoor access have not been successful and
only created 3 rich opportunity far hackers.

Once again, I urge you to oppose the dangerous suggestion of the bepartment of
Justice that our new Internet communication technologies should have byilt-in
wiretapping.

I Took forward to hearing your thoughts on this matter.

Sincerely,

r. senatore
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ALICTA SIMMONS

1116 COCKRILL STREET
VENICE, FLORIDA 34285

March 18, 2004

FCC Chairman Mjchael Powel]
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built-in wiretapping access.

I do not believe this reguirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allaw
the FBI to conduct surveillance. The FBI is going far beycnd these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government requiring all
new homes he built with a peephole for law enforcement to look through.

I am very concerned that this reguirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources 1ike phone companies and data
sources 1ike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by reguiring a master key to our personal communications, the
gavernment is creating the very real potential for hackers and thieves or
even rogue government agents tc access our persanal communications. Past
effarts to provide this sort of backdoor access have nat heen successful and
only created a rich opportunity far hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I look farward to hearing your thoughts on this matter.

Sincerely,

ALICIA SIMMONS
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Justin Noble

P.0. Baox 38
Emmalena, KY 41740

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washingtan, DC 20554

FCC chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built-in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telsphone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdrapping. It is the equivalent of the government requiring all
new homes he built with a peephole far law enforcement to Took through,

I am very concerned that this reguirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can callect information between sources 1ike phone companies and data
sources like e-mail. The FBI s agsressive and expansive reading of the Taw
would bypass the legislative process to alter that careful balance.

I understand that by reguiring a master key to our persenal communications, the
government is cresting the very real potential for hackers and thieves or
even rogue government agents to access our personal communications. Past
efforts to pravide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department aof
Justice that our new Internet communication technologies should have built—in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Justin Nobhle
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Janet Tohnsen

5713 °S. Harper
Chicago, IL 60637

March 48, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built—in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping., It is the eguivalert of the government reguiring all
new homes be built with a peephole for law enfarcement to look through.

I am very concerned that this requirement represents an end~run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources like phone companies and dats
sources like e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to aur personal communications, the
government is creating the very real potential for hackers and thieves ar
even rogue government agents to access our perscnal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only c¢reated a rich opportunity for hackers.

Once again, I urce you to oppose the dangerous suggestion of the Department of
Justice that our new Internet cammunication technologies should have built—in
wiratapping.

I Jook farward to hearing your thoughts on this matter.

Sincerely,

Janet H. Johnson
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Troy Strock

1309-01 West State St
West Lafayette, IN 47908

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 205354

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built—in wiretapping access.

I do not believe this requirement is necessary. Longstanding Taws already
reguire Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far bevond these existing
powers by trying te force the industry to actually build its systems around
government gavesdropping. It is the equivalent of the government reguiring all
new homes be huilt with a peephole for law enforcement to Jook through,

I am very concerned that this reguirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can callect information hetween sources 1ike phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our persopal communications, the
government is creating the very real potential for hackers and thieves or
gven rogue government agents  to access our personal communications, Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich apportunity for hackers.

once again, I urge vyou to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built—in
wiretapping.

I Jook forward to hearing your thoughts on this matter.

Sincerely,

Troy Strock
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Alfred Andrew

5429 Trowbridge Dr
Dunwoady, CGeorgia 30338

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

washington, DC 20554

FCC chairman Powell:

As & concernad individual, I am writing to express my opposition to the
Department of Justice s reguest that all new Internet communication services bhe
required to have buiTt—in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI 15 going far beyond these existing
powers by trying to force the industry to actually build its systems arpund
gavernment eavesdropping. It is the eguivalent of the government reguiring a1l
riew homes be built with a peephole for law enforcement to look through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources Tike phone companies and data
sources 1ike e-mail, The FBI s aggressive and expansive reading of the law
would bypass the Tegislative pracess to alter that careful balance.

I understand that by requiring a master key to cur personal communications, the
government is c¢reating the very real potential for hackers and thieves or
even rogue government agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have buiit-in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Alfred Andrew
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Jean E Durgin-Clinchard

F38 North 25th Street
Lincoln, NE 68503

March 18, 2004

FCC Chairman Michael Paowell
Federal Cammunications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s reguest that all new Internet communication services be
required to have built—in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone <ompanies to allow
the FBI to conduct surveillance, The FBI is going far beyond these existing
powers hy trying to force the industry to actually build its systems arocund
government eavesdropping. It is the equivalent of the gavernment requiring all
hew homes be built with a peephole for law enforcement to look thraugh.

I am very concerned that this reguirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can c¢ollect information between sources 1ike phone companies and data
sources 1ike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by reguiring a master key to our personal communications, the
government is creatinc the very real potential for hackers and thieves ar
even rogue gqovernment agents to access our personal communicatiens. Past
effarts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our rew Internet cemmunication technologies should have built-in
wiretapping.

I Taok forward to hearing vour thoughts on this matter.

Sincerely,

Jean Eileen Durgin-Clinchard
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Jay Steiger

11150 Citrus Dr. #BO
Ventura, CA 93004

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s reguest that all new Internet communication services be
required to have built—in wiretapping access.

I do not believe this reguirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveiliance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government requiring all
new homes be built with a peephole for law enforcement to Yook through.

I am very cancerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources 1ike phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading cf the law
would bypass the legislatjve process to alter that careful bhalance.

I understand that by requiring a master key to our personal <ommunications, the
government is creating the very real potential for hackers and thieves or
Even rogue government agents to access our perscnal <communications. Past
effarts ta provide this sart of backdoor access have not heen successful and
only created a rich opportunity far hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that aur new Internet cemmunication technologies should have built-in
wiretapping.

I leok forward to hearing your thcoughts on this matter.

Sincerely,

Jay Steiger
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Robhert Gowin

37 CGutcalt Road
Edison, NI 08817

March 18, 2004

FCC Chairman Michael Powel)
Federal Communicaticns Commissian
445 12th Street SW

Washingtaon, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s reguest that all new Internet communication services he
required to have built—in wiretapping access.

I do not believe this regquirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actualiy build its systems around
government eavesdropping. It is the equivalent aof the government requiring all
new homes be built with a peephole for law enforcement to look through.

T am very concerned that this requirement represents an end—run around
Congress. Lawmakers, after extensjve deliberations, set up boundaries for how
the FBI can collect information between sources like phone companies and data
spurces like e-mail., The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful bhalance.

1 understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich apportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have buiit-in
wiretapping.

I look forward ta hearing your thoughts on this matter.

Sincerely,

Robert Cowin
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Martin Roberts

16022 Parthenia St.
North Hills, CA 91343

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Cammission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Tustice s reguest that all new Internet communication services be
required to have built—in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Servic¢e Providers and Internet telephone companies to allow
the FBI to conduct surveiliance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
gavernment eavesdropping. It is the eguivalent of the government requiring all
new homes he huilt with a peephole for law enforcement to look through.

I am very concernad that this requirement represents an end-run around
Conoress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information hetween sources like phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legistative process to alter that careful balance.

I understand that by requiring a master key to our perscnal communications, the
gavernment is creating the very real potential for hackers and thieves ar
even rogue government agents to access our personal communications. past
afforts to previde this sort of backdeor access have not been successful and
only created a rich epportunity for hackers.

Once again, I urge you to appose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have buiit-in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Martin Roberts
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Jeff Granger

1324 W. Albiaon
Chicago, IL 60526

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Streest SW

Washington, DC 205%4

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice 5 request that all new Internet communication services be
required to have built-in wiretapping access.

I do not believe this reguirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to canduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actuzlly bhuild its systems around
government eavesdropping, It is the eguivalent af the government requiring all
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this requirement represents an end-run arcund
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources 1ike phone companies and data
sources l1ike e-mail. The FBRI s aggressive and expansive reading of the law
would bypass the legisiative process te aiter that careful balance.

I understand that by requiring a master key to our perscnal communications, the
government is creating the very real potential for hackers and thieves or
aven rogue government agents to access our personal cammunications. Past
efforts to provide this sort of backdoor access have not been successful and
cnly created a rich apportunity for hackers.

Once again, I urge you to oppose the dangerous suyggestion of the Department of
Justice that our new Internet communication technolagies should have buiit-in
wiretapping.

I Tock forward to hearing your thoughts aon this matter.

Sincerely,

Jeff Cranger
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Jessica Miller

2168 John M Ave
Clawson, MI 48017

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition te the
Department of Tustice s reqguest that ail new Internet communication services be
required to have built-in wiretapping access.

I do not beljeve this requirement is necessary. Longstanding laws already
require Internet Seryice Praviders and Internet telephene companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry tc actually build fts systems around
government eavesdropping. It is the equivalent of the government requiring all
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this requirement represents an end-run around
Congaress. lawmakers, after extensive deliberations, set up beoundaries far how
the FRI can coilect infarmation betwesn sources like phene companies and data
sources 1ike e-mail., The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by reguiring a master key to our personal communications, the
goverpment is creating the very real potential for hackers and thieves or
even rogque government agents to access our persanal communications. past
efforts to pravide this sort of backdeor access have not been successful and
ohly created a rich opportunity for hackers.

Once again, I urge vou to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Jessica Miller
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steve banyai

8817 stewart o
gaiveston, texas 77554

March 18, 2004

FCC Chairman Michael Powel]
Federal Communications Commission
445 12th Street SW

Washington, BC 20594

FCC Chairman Powell:

As a concerned individual, I am writing to express my ocppasition to the
Department of Justice s reqguest that all new Internet communication services he
required to have built—in wiretapping access.

I do not believe this reguirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduckt surveillance. The FBI 15 going far beyond these existing
powers by trying to force the industry to actually build i%ts systems arcund
government eavesdropping. It is the equivalent of the gavernment requiring all
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources like phane companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to cur personal communications, the
"government is creating the very real potential for hackers and thieves or
even rogue government agents to access our personal cammunications. Past
effarts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

once again, I urge you to cppose the dangerous suggestion of the Department of
Justice that our new Internet communication technoleogies should have built-in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

steve banyai



