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kKatie Riches

150 Heller Drive
Santa Cruz, CA 35064

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commissian
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services he
reguired to have built-in wiretapping access.

I do not believe this reguirement is necessary. Langstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond thece existing
powers by trying to force the industry to actually build its systems around
government savesdropping. It is the eguivalent of the government requiring all
new homes be built with a peephole for law enforcement to Yook through.

I am very concerned that this requirement represents an end-run arocund
Congress. lawmakers, after extensive deliberations. set up boundaries for how
the FBI can ¢ollect information betweegn sources 1ike phone companies and data
sources iike e-mail. The FBI s aggressive and expansive reading of the Taw
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to cur personal communications, the
government is creating the very real potential for hackers and thieves or
gven rague covernment agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not heen successful and
only created a rich opportunity far hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technolegies should have built—in
wiretapping.

I 1Took forward to hearing your thoughts on this matter.

Sincerely,

katis Riches
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James Geier
7852 Normandie Blvd. M-45
Middleburae Hts., OH 44130

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washingtan, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet cemmunication services be
required to have built—in wiretapping access.

I do not believe this reguirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to fForce the industry to actually build its systems arcund
government eavesdropping. Tt is the equivalent of the covernment requiring all
new homes be built with a peephole for law enforcement to look through.

I am very cancerned that this requirement represents an end-run around
Congress., lawmakers, after extensive deliberations, set up boundaries for how
the FBI can c¢ollect information between sources like phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the Taw
would bypass the legislative process to alter that careful bhalance.

I understand that by requiring a master key to our personal communications, the
government 15 creating the very real potential faor hackers and thieves or
even rogue government agents to access our personal communications. Past
effarts to provide this sort of backdoor access have not been successful and
only created a rich apportunity for hackers.

Once again, I urge you to appose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built—in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

James V. Geier
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Jim Woods

8171 Lee Shore Drive
Maineyille, OH 45039

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commissian
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As & cancerned individual, I am writing to express my oppositian to the
Department of Justice s reguest that all new Internet communication services he
required to have built-in wiretapping access,

I do not helieve this reguirement is necessary. Llangstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
gavernment eavesdropping. It is the sgquivalent of the government requiring all
new homes be built with a peephole for Taw enforcement ts Taok through.

I am very cancerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can colject information hetwesn sources 1ike phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
eyven rogue government agents to access our personal communications. Past
effarts to nrovide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to cppose the dangerous suggestion of the Department of
Tustice that our new Internet communication technologies should have built-in
wiretapping.

I look forward to hearing vour thoughts on this matter.

Sincerely,

Jim Woods
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Richard L. Parsons

5013 Sharon Dr.
Jefferson City, MO §5109

March 18, 2004

FCC Chairman Michael Powell
Federal Communicaticns Commissiaon
445 12th Street SW

Washington, DC 20954

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition toc the
Department of Justice s request that all new Internet communication services be
required to have built-in wiretapping access.

I do not believe this reguirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI i< going far beyond these existing
powers by trying to farce the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government requiring all
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources like phone companies and dats
sources 1ike e-mail. The FBI s aggressive and expansive reading of the law
would hypass the legislative process to alter that careful bhalance.

I understand that by reqguiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access our persanal <ommunications. Past
efforts to provide this sort of bhackdoor access have not been successful and
only created a rich apportunity for hackers.

once again, I urge you to oppose the dangerous suggestion of the Department of
TJustice that our new Internet communication technslogies should have built—in
wiretapping.

I Took forward to hearing your thoughts an this matter.

Sincerely,

Richard L. Parsons
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Michael Silvestri

16 Kings Way
Waltham, MA 02451

March 18, 2004

FCC Chairman Michael Powel]
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a <oncerned individual, I am writing to express my oppesition to the
Department of Justice s request that all new Internet communication services be
required teo have built-in wiretapping access.

I do not believe this requirement is necessary. Llongstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is geing far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the eguivalent of the government requiring all
new homes be built with a peephole for Taw enforcement to loak through.

I am very concerned that this reguirement represents an end-run around
Congress. Lawmakers, after extensive deliberatians, set up boundaries for how
the FBI can <¢ollect infarmation between sources like phone <ompanies and data
sources 1ike e-mail. The FBI s aggressive and expansive reading of the law
would hypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our perschal communications, the
gavernment 15 creating the very real potential for hackers and thieves or
even rogue gavernment agents to acc<ess our perscnal communications, Past
efforts to provide this sort of ° backdaar access have not bheen successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion af the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Michael C. Silvestri
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Michael Kropp

976 Juniper Way
Mahwah, NJ 07430

March 48, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Strest SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built—in wiretapping access.

A5 a concerned citizen, I am writing to express my opposition to the Department
of Tustice’s request that all Internet communicatian services be required to
have buiit—in wiretapping access.

I do nat believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companigs to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdraopping. It is the equivalent of the government requiring alj
new homes be built with a peephole for law enforcement to lecok through.

I am very concerned that this reguirement represents an end-run around
tongress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources 1ike phone companies and data
saurces Jike e-mail. The FBI s sggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our persapnal communications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access our personal communications. Past
efforts to preovide this sort of backdoor access have not been successful and
only created a rich oppartunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies shouid have built-in
wiretapping.

I look forward to hearing vour thoughts on this matter.

Sincerely,

Michael Krapp
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Renee Dickinson

One 4th Ave
tongmont, CO 80501

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commissian
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services he
required to have built—in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actualiy build its systems around
government eavesdropping. It is the equivalent of the government requiring all
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can c¢ollect information hetween sources Tike phone companies and data
sources 1ike e-mail. The FBI s aggressive an¢ expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our persanal communications, the
government is creating the very real patential for hackers and thieves ar
even rogue government agents to access our personal communications. Past
efforts to provide this sort of backdoor 2a<c¢ess have not been successful and
only created a rich opportunity for hackers.

Once again, I urge vou to oppose the dangerous suggestion of the Department of
Justice that our new Internet communicaticn technologies should have built—in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Renee Dickinsan
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Judith Baumann

B85 Shasta Circie
Lexington, KY 40503

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my oppositicn to the
Department of Justice s request that all new Internet communication services be
required to have built—in wiretapping access.

I do not believe this reguirement is necessary. Longstanding laws already
require Internet Service Froviders and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdrapping. It is the eqguivalent of the government regquiring all
new homas bhe built with a peephole for law enforcement to loak through.

I am very concerned that this reguirement represents an end-run around
Congress. lLawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources like phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful! balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
even racgue government agents to access our personal caommunications. Past
efforts to provide this sort of backdoor access have not been successful and
anly created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestjon of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Judith Baumann
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Matthew Jacobs

101 § Second St., Apt 1205
Harrisburg, P& 17101

March 18, 2004

FCC Chairman Michael Powel]
Federal Communications Commissian
445 12th Street SW

Washingtaon, DC 20554

FCC Chairman Powell;

As a concerned individual, I am writing to express my cppesition to the
Department of Justic<e s request that all new Internet communication services he
reguired to have built—in wiretapping access.

I do not believe this reguirement is necessary. tongstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems arcund
government eavesdropping. It is the eguivalent of the government requiring all
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this reguirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources like phone companies and data
sources 1ike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful halance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential fer hackers and thieves ar
even rogue gqgovernment agents to access our persopal communicatiaons. Past
efforts to provide this sort of backdoor access have not been successful and
only ¢reated a rich opportunity for hackers.

Once again, I urge you to oppose the dangercus suggestion of the Department of
Justice that our new Internet communication technologies should have built=in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Matthew Tacohs
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Ryan Larson

527 20th Ave.
Brookings, South Dakota 57008

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washingtan, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Tustice s request that all new Internet communication services be
required to have built-in wiretapping access.

I do neot believe this requirement is necessary. Longstanding Taws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government requiring all
new homes be built with a peephoie for law enforcement to look through.

I am very concerned that this reguirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the F8I can collect information between sources Tike phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process ta alter that careful balance.

I understand that by requiring a master key to our perscnal communications, the
government is creating the very real potential for hackers and thieves or
eyen rogue government agents to access our personal communications. Past
efforts to provide this sort of backdoor ac¢cess have not been successful and
only created a rich apportunity for hackers.

Once again, I urge you to aoppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built—in
wiretapping.

I lock forward to hearing vour thoughts on this matter.

Sincerely,

Ryan 0. Larsaon
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Maureen McKeon

220 Stane Rd.
Dayville, CT 06241

March 18, 2004

FCC Chaijrman Michael Powell
Federal Communications Commissian
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built—in wiretapping access.

I do not believe this reguirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is aqoing far beyond these existing
pawers by trying to force the industry to actually build its systems around
gavernment eavesdropping. It is the eguivalent of the government reguiring all
new homes be huilt with a peephole for law enforcement to look through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources like phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our persanal communications, the
government is creating the very real potential for hackers and thieves or
Even rogue government agents to access our personal communications. Past
efforts to provide this sort of backdoar access have not been successful and
anly created a rich oppartunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I Took forward to hearing your thoughts on this matter.

Sincerely,

Maureen McKeon
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Teanne Benijoff

765 Upltand Road
Redwood City, CA 94082

March 18, 2004

FCC Chairman Michael Powell
Federal Communicatiagns Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Gepartment of Justice s request that all new Internet ¢ommunication services be
reguired to have huilt-in wiretapping access,

I do not believe this reguirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the eguivalent of the government requiring all
new homes be built with a peephole for law enforcement to look through.

I am very cancerned that this requirement represents an end-run around
Congress. Llawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources like phane companies and data
sources like e-maji. The FBI s aggressive and expansive reading of the Taw
would bypass the legisiative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
RYen rague covernment agents to access our personal communications. Past
efforts to provide this sort of backdoor a<cess have not been successful and
anty <¢reated a rich opportunity faor hackers.

Once again, I urce you to oppose the dangerous suggestion of the Department of
Tustice that our new Internet communication technolegies should have built-in
wiretapping.

I Took forward to hearing your thoughts on this matter.

Sincerely,

Jeanne Benioff
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Marilyn Higginson
pc box 981
sheridan, or 97378

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washingtan, DC 20554

FCC Chalrman Powel]:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communicaticn services be
required toc have built-in wiretapping access.

Dear Big Brother,

I do not believe this reguirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is goinc far beyond these existing
powers by trying to force the industry to actually build its systems around
aovernment eavesdropping. It is the ecuivalent of the government requiring all
new homes be builf with a peephole for law enforcement to look through.

I am very cancerned that this requirement represents an end-run araund
Congress. Lawmakers, after extensive deliberations, set up boundaries for haow
the FBI <an collect information betweern sources like phone companies and data
sources 1ike e-mail. The FBI s aggressive and expansive reading of the Taw
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
BEYen rogue government agents to access our personal communications. Past
effarts to provide this sort of backdoar access have not heen successful and
only c¢reated a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestien of the Department of
Justice that our new Internet communication technoclogies should have built-in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Marilyn Kigginson
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John Baker

85 Pike St. HaZ
Seattle, WA 38101

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Cammissian
445 12th Street SW

Washingtan, DC 20554

FCC Chajrman Powell:

A5 a concerned individual, I am writing to express my opposition to the
Department of Tustice s request that all pew Internet communication services be
required to have built-in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to canduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually bhuild its systems around
government eavesdropping. It is the eguivalent of the government reguiring alil
new homes be built with a peephole for law enforcement to look through,

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources like phone companies and data
sources 1ike e-mail. The FBI s aggressive and expansive reading of the Taw
would bypass the legislative process to alter that careful bhalance.

T understand that by requiring a master key to our personal communications, the
gavernment is creating the very real potential for hackers and thieves ar
evyen rogue government agents to access our persanal communications. Past
efforts toc provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers,

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that aur new Internet communication technologies should have built-in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

John F. Baker
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Roger German

1713 W. 0live St
Decatur, I1linofs 62526

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Gepartment of JTustice s request that all new Internet communication services be
reguired to have built—in wiretapping access.

I do not believe this requirement is necessary. Llangstanding laws already
require Internet Service Providers and Internat telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its svstems around
government eavesdropping. It is the equivalent of the government reguiring all
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this requirement represents an end-run arcund
Congress. lLawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect infaormation between sources like phone companies and data
sources like e~mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by reguiring a master key to ocur personal communications, the
government is creating the very real potential for hackers and thieves ar
even rogue government agents to access our personal communicatiaons, Past
efforts to provide this sort of hackdanr access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies shaould have built—in
wiretapping.

I Jook forward to hearing your thoughts on this matter.

Sincerely,

Roger German
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Linda Ciulla

Box 771
Crestone, CO 81131

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my oppositicn to the
Department of Tustice s request that all new Internet communication services be
required to have built-in wiretapping access.

I do not believe this reguirement is necessary. Longstanding laws already
reguire Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far heyond these existing
powers by trying to farce the industry to actually build its systems around
government eavesdropping. It is the eguivalent of the government requiring all
new homes be built with a peephole for law enforcement to look through,

I am very concerned that this requirement represents an end-run arounc
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources like phone companies and data
sources 1ike e-mail. The FBI s agaressive and expansive reading of the Taw
would bypass the legislative process to alter that careful kalance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access our personal communications, Past
efforts to provide this sort of backdoor access have not heen successful and
onily created a rich opportunity far hackers.

Once again, I urge you to oppose the dangerous suggestien of the Department of
Justice that our new Internet communicaticn technologies should have built—in
wiretapping.

T Jook forward to hearing your thoughts on this matter.

Sincerely,

Linda Ciuila
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Rick Pietrafesa

1205 E. Highland St.
Allentown, PA 18109

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Strest SW

Washingtan, pC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
reguired to have built-in wiretapping access.

1 do not believe this reguirement is necessary. Longstanding laws already
require Internet Service Froviders and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the eguivalent of the government reguiring atl
hew homes be huilt with a peephole for law enforcement to look through.

I am very concerned that this reguirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between socurces 1ike phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the law
would bypass the Tegislative process to alter that careful balance.

1 understand that by requiring a master key to our persenal communications, the
government is creating the very real potential for hackers and thieves 0T
even roque government agents to access our personal communications. Past
efforts to provide this sort of hackdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretanping.

I Taok forward to hearing your thoughts on this matter.

Sincerely,

Rick Pietrafesa
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Joy Carpenter

1673 North 400 East
Centerville, UT 84014

March 18, 2004

FCC Chairman Michae]l Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built-in wiretapping access.

I do not believe this reguirement is necessary. Longstanding laws already
require Internet Service Praviders and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is geineg far keyond these existing
powers by trying to ferce the industry to actually build its systems arcund
government eavesdrapping. It is the equivalent of the government requiring all
new haomes be buiit with a peephole for law enforcement to Took through.

I am very concerned that this requirement represgnts an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources }ike phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the Taw
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents ta access our persanal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Joy Carpenter
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Kathryn Todd

S10 Coieman Ave
Menio Park, CA 34025

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my aopposition to the
Department of Justice s request that all new Internet communication services he
required to have built—in wiretapping access.

I do not believe this reguirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBT to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdrapping. It js the equivalent of the government requiring &all
new homes be built with a peephole for law enforcement to look through,

I am very concerned that this reguirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources tike phone companies and data
sources iike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not heen successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerohs sugqgestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I Took forward to hearing your thoughts on this matter.

Sincerely,

Kathryn Todd
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#lbert Foders

13643 Ginger Creek Blvd.
Orlando, FL 32826

March 18, 2004

FCC Chairman Michael Powell
Federal Cemmunications Commission
449 12th Street SW

Washington, 0C 20554

FCC Chairman Powell:

#is a concerned individual, I am writing to express my apposition to the
Department of Justice s request that all new Internet communication services be
reguired to have built-in wiretapping access.

I do not believe this regquirement is necessary. iongstanding Taws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems aroung
government savesdropping. It is the eguivalent of the government requiring all
new homes be built with a peephole for law enforcement to laosk through.

T am very concerned that this reguirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources like phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by reqguiring a master key to ocur personal cammunications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access our personal communications. Past
efforts to pravide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

On<e again, I urge you to oppose the dangéruus suggestian of the Department of
Justice that our new Internet communication technologies should have built—=in
wiretapping.

I Took forward to hearing your thoughts on this matter.

Sincerely,

Albert A. Foders
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Barry Kushnir

68 West Bth Street
Bayonne, New JTersey 07002

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice 5 request that all new Internet communication services be
required to have built—in wiretapping access.

T do net believe this requirement 15 necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government regquiring all
new homes he built with a peephole for law enforcement to look through.

I am very concerned that this reguirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for haw
the FBI can collect information between sources like phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the Taw
waould bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our persanal communications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access our personal communications. Past
efforts %o provide this sort of backdoor access have not been successful and
only created a rich apportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that aur new Internet communication technologies should have built—in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Barry Christopher Kushnir
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Steven Arnaold

42964 Swallowtail Way
Ashburn, WA 20148

March 18, 2004

FCC Chairman Michael Powell
Federal Communicaticns Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Fowell:

As & concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built—-in wiretapping access.

I do not helieve this requirement is necessary. Llongstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far bevond these existing
powers by trying to force the industry to actually huild its systems around
gavernment eavesdropping. It is the equivalent of the government requiring al?
rew homes be built with a peephole for law enforcement to look through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources 1ike phone companies and data
sources 1ike e-maii., The FBI 5 agsressive and expansive reading of the law
would bypass the legislative nrocess to alter that careful balance.

I understand that by requiring a master key tc our personal communications, the
government is creating the very real potential fer hackers and thieves ar
even rogue government agants to access our personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

On¢e avain, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built-=in
wiretapping.

I look forward to hearing your thoughts on this matter,

Sincerely,

Steven D. Arnold



Tue 23 Mar 2004 08:32:10 PM EST P. 4
Barry Lerner

5529 N. Fairfax Dr.
Arlington, VA 22205

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Cammission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, T am writing to express my opposition to the
Department of Justice s reguest that all new Internet communication services he
required to have built—in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet teleshone companies to allow
the FBI to conduct surveillance. The FBI is going far bevond these existing
powers by trying to force the industry to actually build its systems around
gavernment eavesdropping. It is the equivalent of the government requiring all
rew homes be built with a peephole for law enfarcement to look through.

I am very concerned that this requirement represents an end-run around
Congress. lLawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources like phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the law
would bypass the Tegislative process to alter that careful balance.

I understand that by reguiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangercus suggestion of the Department of
Justice that our new Internet communication technologies should have built—in
wiretapping.

1 look faorward ta hearing your thoughts on this matter.

Sincerely,

Barry Lerner
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Jan St.John

200 Buzzarc Hollow Court
Cranbury, TX 768048

March 18, 2004

FCC Chairman Michael Powell
federal Communications Commission
445 12th Street SW

Washingtan, DC 205594

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services bhe
required to have built—in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
reguire Internet Service Providers and Interret telephone companies to allaw
the FBI to conduct surveillance. The FBI is going Far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the eqguivalent of the government requiring aill
new homes be huiit with a peephole far law enforcement to Yook through.

I am very concerned that this requirement represents an end-run arcund
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources like phone companies and data
sources 1ike e-mail. The FBI s aggressive and expansive reading of the Jaw
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
aven rogue government agents to access our personal communications. Past
effnrts to provide this sort of backdoor access have not been successful andg
only created a rich opportunity for hackers.

Once again, I urge vou to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technoiogies should have built—in
wiretapping.

I look forward to hearing your thaughts on this matter.

Sincerely,

Tan St. John



