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Neil Ewvarigelista

356 Nw 35th Place
Boca Rataon, FL 3343t

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet cammunication services he
required to have built—in wiretapping access.

1 do not believe this requirement is necessary. Longstanding laws already
reguire Internst Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyend these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government requiring all
new hames he built with a peephole far law enforcement to look threough.

T am very concerned that this reguirement represents an end-run around
Congress. lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources iike phone companies and data
sources 1ike e-mail. The FBI s aggressive and expansive reading of the Taw
would bypass the legislative pracess to alter that careful batance.

T understand that by requiring a master key to our personal communications, the
gavernment is creating the very real potential for hackers and thieves or
even rogue government agents to access our persgnal communications. Past
efforts to provide this sart of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Interpet communication technologies should have built—in
wiretapping.

I Took forward to hearing your thoughts on this matter.

Sincerely,

Neil J. Evangelista
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Dawn 5cire

2969 Wood St.
Sarasota, FL 34237

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built—in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Intarnet telephone companies to allow
the FBI to <onduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems arcund
goverrnment eavesdropping. It is the eguivalent of the government requiring ail
new homes be huilt with a peephole for law enforcement to look through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources 1ike phone campanies and dats
sources 1ike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government 1s creating the very real potential for hackers and thieves or
even rogue government agents to access our personal communicatjons. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge vou to oppose the dangerous suggestion of the Department of
Justice that our new Internet communicatian technologies should have built-in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Dawn E. Scire
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Jaohn Wise
5483 W Potter Dr
(lendale, AZ 85308

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Cemmission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, T am writing to express my opposition to the
Department of Justice s reqguest that all new Internet communication services be
required to have built-in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBT to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government requiring all
new homes be built with a peephale for law enforcement ta look through.

I am very concerned that this requirement represents an end-run around
Congress. lLawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect infarmation between sources 1ike phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by reguiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves ar
even rogue gqovernment agents te access our persanal communications. Past
efforts to provide this sort of backdanor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggesticn of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

John Wise
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don moeller

4814 marina drivye
kelseyyille, ca 95451

March 18, 2004

FCC Chairman Michael Peowell
Federal Communications Commission
445 12th Street Sw

Washington, DC 20554

FCC chairman Powell:

As a concerned individual, T am writing to express my opposition to the
Department of Tustice s request that all new Internet communication services be
required to have built—in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Saryice Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually bujld its systems around
govarnment eavesdrapping. It is the eguivalent of the government requiring all
new homes be built with a peephole for law enforcement to loak through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for haow
the FBI can collect information between sources 1ike phone companies and data
sources Jike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful bhalance.

I understand that by reguiring a master key to our personal <ommunications, the
governmant is creating the very real potential for hackers and thieves ar
even rogue government agents tc access our personal communications. Past
efforts to provide this sort of hbhackdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built-=in
wiretapping.

I look forward to hearing your thoughts an this matter.

Sincerely,

don k. moeller
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Donald W tockwood

1720 E Maiden St
Washington, PA 15301

March 18, 2004

FCC Chairman Michael Powel}
Federal Communicatians Commission
445 12th Street SW

Washington, DC 20554

FCC chairman Powell;

As a concerned individual, I am writing to express my opposition to the
Department of Justice 5 request that ail new Internet communication services be
required to have built-in wiretapning access.

I simply do not believe that this is necessary.

It is an attempt to preempt authority that belongs to the Congress and the
people. Rigorous attention to what needs to be done to protect the safety and
privacy of innocent individuals is called for, not getting thinags hurriedly
implemented, disregarding the consequences.

Sincerely,

Donald
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Teri Creene

1524~B VYale
Houston, TX 7008

March 18, 2004

FCe Chairman Michael Poweld
Federal Communications Cammission
445 12th Street SWw

Washingtan, DC 20554

FCC Chalrman Powell:

As a concerned individual, I am writing to express mv oppositijon to the
Department of Justice s reguest that all new Internet cammunication services he
required to have built—in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI te caonduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems arounc
government eavesdropping. It is the equivalent of the government requiring all
new homes be built with a peephole for Taw enforcement to look through.

I am very cancerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can <ollect information between sources 1ike phone companies and data
sources 1ike e-mail, The FBI s aggressive and expansive reading of the law
would bypass the Tegisiative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thisaves or
eyen roque government agents to access our personal communications, Past
offarts to provide this cort of backdoor access have not heen successful and
only created a rich opportunity far hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that aur new Internet communication techneologies should have built—in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Teri Greene
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Donald Burgoyne

23 Pleasant St. Apt 2
Potsdam, NY 13E7E

March 18, 2004

FCC Chairman Michae]l Powell
Federal Communications Commission
445 12th Street SW

Washington, BC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my cppesition to the
Department of Justice s request that all new Internet communication services be
reguired to have built—in wiretapping access.

I do not believe this reguirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government requiring all
new homes be built with a peephole for law enforcement to Took through.

I am very cancerned that this reguirement represents an eng—run arcund
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information betwesn sources like phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by reguiring a master key to our personal communications, the
gavernment is creating the very real potential for hackers and thieves ar
even rogue gavernment agents to access our personal communicatiaons. Past
efforte ta provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that cur new Internet communication technologies should have built-in
wiretapping.

I Took forward to hearing your thoughts on this matter.

Sincerely,

Donald Burgayne
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Tason Lokrantz

542 E. Countryside Dr.
Evansville, WI 53536

March 18, 2004

FCC Chairman Michael Powel]
Federal Communications Commission
445 12th Street SW

Washingtan, 0C 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Tustice 5 request that all new Internet communication services be
required to have built—in wiretapping access.

I do not believe this reguirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
paowers by trying to force the industry to actually build its systems around
government eavesdropping. It is the squivalent of the government requiring all
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information hetween sources like phone companies and data
saurces 1ike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master Key to ocur personal communications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access our personal communications. Past
efforts ta provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I lock forward to hearing your thoughts on this matter.

Sincerely,

Jason Lokrantz
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Paul Belz

FC Box 11507
Oakland, Ca 94611

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

fis a concerned indiyidual, I am writing to express my opposition to the
Department cof Justice 5 request that all new Internet communication services he
required to have built-in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to c¢onduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdrapping. It is the eguivalent of the government requiring all
new homes be built with a peephole for law enforcement to Took through.

I am very concerned that this reguirement represents an end-run around
Cangress. lLawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information hetween sources like phone companies and data
sources 1ike e-mail., The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal <ommunications, the
government is creating the very real potential for hackers and thieves ar
even rogue government agents to access our persaonal communications. Past
efforts to provide this sort of backdoar access have not been successful and
ohly created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion aof the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping. '

I Took forward to hearing your thoughts on this matter.

Sincerely,

Paul Belz
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Yictor Kiviat

12009 Maycheck Lane
Bowie, Maryland 20715

March 18, 2004

FCC Chairman Michael Powel}
Federal Communications Commission
445 12th Street SW

Washington, 0C 20554

FCC Chairman Powell:

A4s a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet cammunication services he
required to have built—in wiretapping access.

I do not believe this requirement is necessary. Llongstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
gavernment eavesdropping. It is the equivalent of the government reguiring all
new homes be built with a peephole for Yaw enforcement to look through.

1 am very concerned that this reguirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect informatian between sources 1ike phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the law
would bvpass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal <ommunications, the
government is creatine the very real potential for hackers and thieves or
even rogue qovernment agents to access cur personal communications. Past
efforts to provide this sort of backdonr access have not been successful and
only created a rich opportunity for hackers.

once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I ook forward to hearing your thoughts on this matter.

Sincerely,

Yictor Kiviat
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Iessica Heinen

318 N. 9th Street
Monmouth, IL 81462

March 18, 2004

FCC Chairman Michsel Powell
Federal Communications Commission
445 12th Street SW

Washingtan, DC 20554

FCC Chairman Powell:

As a concarned individual, I am writing to express my opposition toc the
Department of Justice s request that all pew Internet communication services he
required to have built-in wiretapping access.

I do not believe this requirement is necessary. Laongstanding laws already
require Internet Service Froviders and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is gning far beyond these existing
powers by trying to force the industry to actually build its systems arcund
government eavesdropping. It is the equivalent of the government requiring all
new homes be built with a peephole for law enforcement tao look thraugh.

I am very <oncerned that this reguirement represents an end—run around
Cangress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources like phone companies and data
saurces 1ike e-mail. The FBI s aggressive and expansive reading of the law
would bhypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access our personal communications. Past
efforts to provide this sort of hackdoor access have not heen successful and
only created a rich opportunity fer hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that cur new Internet communication technologies should have built-in
wiretapping.

I Took forward to hearing your thoughts on this matter.

Sincerely,

Jessica Heinen
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Debra Jasen

1127 Holmespun Drive
Pasadena, Maryland 21122

March 18, 2004

FCC Chairman Michael Powel)
Federal Communications Commissiaon
445 12th Street SW

Washingtan, DC 20554

FCC chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Tustice s request that all new Internet communication services be
required to have built—in wiretapping access.

I do not heljeve this reguirement is necessary. Laongstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the eguivalent of the government requiring all
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources like phone companies and data
sources like e-mail. The FBI s aggqressive and expansive reading of the Tlaw
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our perscnal communications, the
government is creating the very real potential for hackers and thisves or
Even rogue government agents to access cur personal communicatijons. Past
effarts to provide this sort of bhackdoor access have not heen successful and
only created a rich opportunity for hackers.

once again, I urgae you to oppose the dangerous sugsestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I look forward to hearing your thoughts an this matter.

Sincerely,

Debra Tasen
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Sara Vidal

10743 sw 118 Court
miami, ft 33186

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Strest SW

Washington, DC 20554

FCC Chairman Powell:

As ‘a concerned individual, I am writing te express my apposition to the
Department of JTustice s request that all new Internet communication services be
required to have built—in wiretapping access.

I do not believe this reauirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveiilance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
gavernment eavesdropping. It is the squivalent of the government reguiring all
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up bhoundaries for how
the fBI can collect information between sources l1ike phone companies and data
sources 1ike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to altar that careful bajance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves ar
even rogue government agents toc access our personal communications. Past
efforts to provide this sort nof backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangercus suggestion of the Department of
Justice that our new Internet communication technsologies should have built—in
wiretapping.

I look farward to hearing your thoughts an this matter.

Sincerely,

Sara \Widal
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Edmee Froment

55 Morton Street, apt: B¢
New York, MY 10014

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC ¢hairman Powell:

As a concerned individual, T am writing to express my oppesition to the
Department of Justice s request that all new Internet communication services be
reguired to have built—in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI 15 going far beyond these existing
paowers by trying to force the industry to actuazily build its systems around
gavernment eavesdropping. It is the equivalent of the government requiring all
new homes he built with a peephale for law enforcement to look through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources like phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance,

1 understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves ar
even rogue government agents tec access our persenal communications. Past
effarts to provide this sort af backdoor access have not been successful and
only created a rich apportunity far hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department aof
Justice that cur new Internet communication technologies should have built—in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely.,

Fdmee Froment
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Trish Perry

524 East 3835 South
Salt Lake City, Ut 84108

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

#s a concerned individuyal, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services he
required to have built-in wiretapping access.

I do not believe this requirement 15 necessary. Longstanding laws already
require Internet Service Froviders and Internet telephone companies to allaw
the FBI to conduct surveillance. The FBI is going far hevond these existing
pawers by trying to force the industry to actually build its systems around
gavernment eavesdropping. Tt is the equivalent of the gevernment requiring all
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can ¢ollect information between sources like phone companies and data
sources 1ike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful halance.

I understand that by reguiring a master key to our personal communications, the
government i¢ creating the very real potential fcr hackers and thieves ar
even rague government agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Trish Perry
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scott hilyar

1808 maple st
des plaines, {1 60018

March 18, 2004

FCC Chairman Michael Powel]
Federal Communications Commission
445 12th Streest SW

Washington, 0C 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of JTustice s request that all new Internet communication services he
required to have built-in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to c<onduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
gavernment eavesdropping. It is the equivalent of the government requiring all
new homes bhe built with a peephole for law enforcement to lcok through.

I am very concerned that this reguirement represents an end-run around
Congress. Lawmakers, after extensjye deliberations, set up boundaries for how
the FBI can collect information between sources like phone companies and data
sources like e-mail. The FBI s aggressive and ewxpansive reading aof the Taw
would bypass the Jegislative process to alter that careful balance.

I understand that by requiring a master key to our personal <ommunications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access our personal communications. Past
efforts to provide this sort aof backdeor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dancerous suggestion of the Cepartment of
Tustice that our new Internet communication technologies should have built-in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

scott hilyar
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james Koreski

13060 evergreen #76
mission, tx 78572

March 18, 2004

FCC Chairman Michael Powel]
Federal Communications Commission
445 12th Street SW

Washingtan, DC 205%4

FCC Chairman Powell:

As a cancerned individual, I am writing te express my opposition to the
Department of Justice s request that all new Internet communication services he
required to have built—in wiretapping access.

1 do not believe this reguirement is necessary. Laongstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to ferce the industry to actually build its systems around
government eavesdropping. It is the equivalent of the gavernment reqguiring all
hew homes be built with a peephole for law enforcement to loak through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can coltect informatian between sources like phone companies and data
sources 1ike e-mail. The FBI s aggressive and expansive reading of the Taw
would bypass the legislative process to alter that careful balance.

I understand that by reguiring a master key to our personal communications, the
gavernment is creating the very real potential for hackers and thieves or
even rogue government agents to azcess our personal communications. Past
efforts to provide this sort of backdoor access have not heen successful and
only created a rich opportunity far hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built—in
wiretapping.

I look forward te hearing your thoughts on this matter.

Sincerely,

jameskoreski
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Karen V. Lilleleht

2984 Mechum Banks Drive
Charlottesville, VA 22901

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, BC 28554

FCC Chajrman Powell:

As a concerned individual, I am writing to express my opposition to the
Department aof Justice s request that all new Interret communicatian services be
required to have built—in wiretapping access.

I do not belijeve this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdraopping. It is the eguivalent of the government requiring all
new homes be built with a peephole for law enforcement to Jook through.

I am very concerned that this requirement represents an end-run around
Congress, lawmakers, after extensive deliberations, set up boundaries for how
the FBI <an collect informaticn between scurces like phone companies and data
saurces 1ike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful halance.

I understand that by requiring a master key to our personal communications, the
government i1s creating the very real pstential for hackers and thieves Gr
even rogue government agents to access our personal communications. Past
efforts to provide this sort of backdaoor access have not been successful and
only created a rich opportunity for hackers.

on<e again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet caommunication technologies should have built-in
wiretapping.

I lock forward to hearing your thoughts on this matter.

Sincerely,

Karen VY. Lilleleht
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Randall wWhite

271 Arizona Ave.
Atlanta, GA 303067

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Caommissicn
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my oppasition to the
Department of JTustice s request that all new Internet communication services be
required to have built—in wiretapping access.

I do not believe this requirement is necessary and I believe it is an excessive
intrusion of government into our personal lives. Longstanding laws already
require Internet Service Praoviders and Internet telephone companies to allow
the FBI to conduct survejllance. The FBI 1s geoing far beyond these existing
powers by trying to force the industry to actually build its systems around
gavernment eavesdropping. It is the eguivalent of the government requiring all
new homes be built with a peephole for law enforcement to lock through.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
Even rogue government agents to access our personal communications, Past
effarts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I look forward to hearing vour thoughts on this matter.

Sincerely,

Randall White
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Julie Ratledge

508 Barclay Drive
KNoxville, Tennessee 379320

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Tustice s reguest that all new Internet communication services be
required to have built-in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdrapping. It is the equivalent of the government requiring all
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberaticns, set up boundaries for how
the FBI can collect information between sources like phone companies and dats
sources 1ike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access our personal communications. Past
efforts to provide this sort of backdoor access haye not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Julie Ratledge
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March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washingtaon, DC 20554

FCC Chairman Powell:

s a concerned individual, I am weiling t9 gxoress my opposition to the
Pepartment of Justice 5 request thai 231 new Internet communication services he
required to have built-in wiretapping access.

I do not believe this requirement is necessary. Lonastanding laws alrezady
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far heycnd these existing
powers by trying to force the industry to actually build its systems around
government eavesdrapping. It is the eguivalent of the government requiring all
new homes be bhuilt with a peephole for law enforcement to look through.

I am very concerned that this reguirement represents an end-run around
cangress. Lawmakers, after extensive diiiberatians, set up boundaries for how
the FBI can collect information betwsen sources Tike phone companies and data
sources Jike e-mail. The FBI s aggressive and expansive reading of the Taw
would bypass the legislative prucess ta elter that careful balance.

I understand that by requiring a master key to our personal communications, the
government ics creating the very real potential for hackers and thieves ar
even rogque government agents to access our personal communications. Past
efforts to provide this sort of backdoor access have npot been successful and
ohly created a rich appartunity for hackers.

Once again, T urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technolegies should have built-in
wiretapping. '

I look forward to hearing your thoushts on this matter.

Sincerely,

Sarah Curtis
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March 18, 2004

FCC Chairman Michael Powell
Federal Communicatiecns Commissian
445 12th Street SW

washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s reguest that all new Internet communication services be
required ta have built—in wiretapping access.

I do not believe this requirement is necessary. Longstanding Taws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the eguivalent of the goverpment regquiring all
new homes he built with a peephole for law enforcement to look through.

I am very concerned that this reguirement represents an end-run around
Congress., Lawmakers, after extensive deliberations, set up bcundaries for how
the FBI can collect information between scurces 1ike phone companies and data
sources Jike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access opur personal communications. Past
effarts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, T urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet cammunication technologies should have built-in
wiretapping.

I laock forward to hearing your thoughts on this matter.

Sincerely.

Patrick Baker
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March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

#s a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
reguired to have built—in wiretapping access.

I do not helieve this requirement is necessary. Longstanding Jaws already
require Internet Seryice Providers and Internet telephone campanies to allaw
the fBI to conduct surveiliance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
gavernment eavesdropping. It is the equivalent of the government reguiring all
new homes be built with a peephole for law enforcement tc look through.

I am very concerned that this reguirement represents an end-run around
Cangress. lawmakers, after extensive deliberaticns, set up boundaries for how
the FBI can collect information between sources Tike phone companies and data
sources 1ike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential fer hackers and thieves ar
even rogue government agents tc access our persenal communicatiens, Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich oppartunity for hackers.

Once again, I urge you to oppose the dangercus suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

angela decker



