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Guy Herron

4615 § 200 W
Murray, UT 84107

March 18, 2004

FCC Chairman Michael Powel}
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

fs a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built—in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to <onduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the eguivalent of the government reguiring atl
new homes be built with a peephole for law enforcement to look through.

I am very <oncerned that this requirement represents an end-run around
Congress. .[awmakers, after extensive deliberations, set up boundaries for how
the FBI c¢an collect information between scurces 1ike phone companies and data
saurces 1ike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful halance,

I understand that by requiring a master key to our persaonal communications, the
government 15 creating the very real potential for hackers and thieves or
even rogue government agents to ac¢ess our personal cammunications. Past
effarts to provide this sort of backdaor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Guy Herron
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sherry landsman

410 w. 24th st. #EJ
NY, NY 12011

March 18, 2004

FCC Chairman Michael Powel]
Federal Communications Commissian
445 12th Street SW

washingtan, 0C 205494

FCC Chairman Powell:

fis a concerned individual, I am writing to express my cppesition to the
Department of Justice s reguest that all new Internet <ommunication services he
required to have built—in wiretapping access.

I do not believe this reguirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdrapping. Tt is the eguivalent of the government regquiring all
new homes be built with a peephole far law enfercement to look through.

I am very concerned that this reguirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources like phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our persanal communications, the
government is creating the very real potential for hackers and thieves or
even rocque government agents to access our personal communications. Past
efforts ta provide this sort aof backdoor access have not heen successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that aur new Interpet communication technologies sheuld have built-in
wiretapping.

I Yook forward to hearing your thoughts on this matter.

Sincerely,

sherry landsman
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Kimberly Ryser

621 Crarberry Rd Unit 829
Somerville, TX 77879

Mar<h 18, 2004

FCC Chairman Michael Powell
Federai Communications Commission
445 12th Street SW

Washington, 0C 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice 5 request that all new Internet communication services be
required to have built—in wiretapping access,

I do not believe this reguirement is necessary. Llongstanding laws already
require Internet Service Providers and Internet telephane companies to allow
the FBI to conduct survejllance. The FBI is going far heyond these existing
powers by trying to force the industry to actusily build its systems around
government eavesdropping. It is the eguivalent of the government requiring all
new homes be built with a peephole for law enforcement to ook through.

I am very concerned that this requirement represents an end-run around
C{ongress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources like phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the Jaw
would bypass the legislative praocess to alter that careful balance.

I understand that by requiring a master key to cur personal communications, the
government 1s creating the very real potential for hackers and thieves or
even rogue agovernment agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich appoartunity for hackers.

Once again, I urge you to appose the dangerous suggestion of the Department of
Justice that our new Internet communication technolegies should have built=in
wiretapping.

I Yook forward to hearing vour thoughts on this matter.

Sincerely,

Kimberly Ryser
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Monte Brumley

9029 N US Hwy 14
Evansville, WI 53536

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commissiaon
445 12th Street SW

washinegtan, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built—in wiretapping access.

I do not believe this reguirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FRI 3is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdraopping. It is the equivalent of the government requiring all
new homes be built with a peephole for law enforc¢ement te look through.

I am very concerned that this requirement represgnts an end-run aroung
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI c¢an collect information between sources 1ike phone companies and data
sgurces 1ike e-mail. The FBI s agaressive and expansive reading of the law
wauld bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves ar
even rogue government agents to access our personal communications. Past
efforts to provide this sort of bhackdoor access have not heen successful and
only created a rich opportunity far hackers.

Once again, I urge vou to oppose the dangerous sucggestion of the Department of
Justice that our new Internet communication technologies should have buiit—in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Monte Brumley
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Susan Sawver

§13 1 /2 Cottage Meadows Ct.
Crand Junction, CO 81504

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Strest SW

Washington, BC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s reguest that all new Internet communication services be
required to have huilt-in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government requiring all
new homes be built with a peephole for law enforcement to look through.

I am very <oncerned that this reguirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources 1ike phone companies and data
sources 1ike e-majl. The FBI s aggressive and expansive reading of the Jaw
weuld bypass the legislative process to alter that careful balance,

I understand that hy requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves ar
even rogue government agents to access our persanal communications, Past
efforts to provide this sort of backdoor access have not been successful andg
only created a rich opportunity far hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justjce that our new Internet communication technologies should have built=in
wiretapping.

I Jook forward to hearing your thoughts on this matter.

Sincerely,

Susan W. Sawyer
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Holly Hansen

2301 Vine St
Orjando, FL 328086

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Tustice s reguest that all new Internet communication services be
required to have built—in wiretapping access.

I do not helieve this requirement is necessary. Longstanding laws already
require Internat Service Providers and Internet telephone companies to allow
the FBI tn conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the eguivalent of the government requiring all
new homes be built with & peephole for law enforcement to lock through.

I am very concerned that this requirement represents an end-run araund
Congress. Lawmakers, after extensive deliberatiaons, set up boundaries for how
the FBI can collect information between sources like phane <ompanies and datsa
sources 1ike e-mail., The FBI s aggressive and expansive reading of the law
would bypass the legisiative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves ar
even rogue government agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity For hackers.

Once again, I urge you to cppose the dangerous suggestion of the Department of
Justice that our new Internet communication technolagies should have built—in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Holly Hansen’
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Casey Harrel}l

2758 22nd Street
San Francisco, CA 94110

March 18, 2004

FCC Chairman Mjchael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chajrman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built—-in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allaow
the FRI to c¢onduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the dovernment requiring all
new hames he huilt with a peephale for law enforcement to look through.

I am very concerned that this reguirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sourc<es 1ike phone companies and data
sources 1ike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access our personal communications. Past
efforts to provide this sort of backdnor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have builtt-in
wiretapping.

I lock forward to hearing your thoughts on this matter.

Sincerely,

Casey Harrell
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Michael Evans

57 Stacey Driva
Hopkinton, NH 03229

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commissian
445 12th Street SW

Washingtan, DC 20554

FCC Chairman Powell:

fs a concerned individual, T am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built—in wiretapping access.

I do not beljeve this requirement is necessary. Llongstanding Jaws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry ta actually build its systems arcund
government eavesdropping. It is the sguivalent of the government requiring all
new homes be built with a peephole for law erforcement to Yook through.

I am very concerned that this requirement represents an end-run around
Cangress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can coliect information between sources like phone companies and data
sources like e-mail. The FBI 5 aggressive and expansive reading of the Jaw
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to cur personal <¢ommunications, the
gavernment is creating the very real potential for hackers and thiegves ar
gven rogue government agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not bheen successful and
only created a rich opportunity for hackers,

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technolocgies should have built—in
wiretapping.

I laook forwardg to hearing your thoughts on this matter.

Sincerely,

Michael J. Evans



Tue 23 Mar 2004 03:23:22 PM EST P. 5
carol beeman

765 vfw rd
chebhoygan, mi 49729

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

A5 a concerned individual, I am writing tc express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built—in wiretapping access.

I do not believe this reguirement is necessary. Longstanding laws already
reguire Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
gavernment eavesdropping. It is the eguivalent of the government regquiring all
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this reguirement represents an end-run around
Cangress. lLawmakers, after extensive deliberaticns, set up boundaries for how
the FBI can collect information between sources like phone companies and data
sources 1ike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance. '

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential far hackers and thieves ar
even rogue government agents to access our personal communicatiaons. Past
efforts to provide this sort of backdonor access have not been successful and
only ¢reated a rich opportunity for hackars.

once asain, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I Took forward to hearing vour thoughts on this matter.

Sincerely,

carc]l heeman
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jean pond

4 manor lane
East Hampton, Ny 11337

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Poweld:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s reguest that all new Internet communication services be
required to have built—in wiretapping access.

I do not believe this requirement is necessary. longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry te actually build its systems around
gavernment eavesdrapping. It is the eguivalent of the government requiring all
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources 1ike phone companies and data
sources like e-mail., The FBI s aggressive and expansive reading of the Taw
would bypass the legislative process to alter that careful balance.

1 understand that by requiring a master key to our persanal <ommunications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access our personal communications. Past
efforts to provide this sort of backdoer access have not been successful and
enly <reated a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Intsrnet communication technologies should have built—in
wiretapping.

I ook forward to hearing your thoughts on this matter.

Sincerely,

Jean Hill-pond
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David Claser

35 Perry 5t. 34
New York, NY 10044

~

March 18, 2004

FCC Chajrman Michael Powell
Federal Communications Commission
445 12th Street SW

Washingtan, DC 20554

FCC Chairman Powell:

As a concernad individual, I am writing to express my opposition to the
Department of Justice s reguest that all new Internet communication services be
required to have built-in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies toc allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdrapping. It is the equivalent of the government regquiring s11
new homes be built with a peephole for lTaw enforcement te look through.

I am very concerned that this requirement represents an end-run around

~Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the £BI can ¢ollect information between sources like phone <ompanies and data
scurces 1ike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance,

I understand that by requiring a master key tc our personal communications, the
government is creating the very real potential far hackers and thieves or
even rogue gavernment agents  to =ccess our persanal communications. Fast
effarts to provide this sart of backdoor access have ncot been successful and
only created a rich oppartunity for hackers.

once again, I urge you to cppose the dangerous suggestion of the Department of
Justice that our new Internet communication technolegies should have built-in
wiretapping.

I losk forward to hearing your thoughts on this matter.

Sincerely,

David Glaser
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Wm. Scott Cllar

132 N. Rod Ln.
Carbondale, IL 62901

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12%h Street Sw

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my oppositien toc the
Department of Justice s request that all new Internet communication services he
required to have bhuilt—in wiretappinhg access.

I do not believe this requirement i5 necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually buiid its systems around
government eavesdropping, It is the equivalent of the government regquiring all
new homgs be built with a peephole for law enforcement to leook through.

I am very concerned that this reguirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the fBI can c¢ollect information between sources like phone companies and data
sources 1ike e-mail. The FBI s aggressive and expansive reading of the law
would bhypass the legisiative process to alter that careful balance.

I understand that hy reguiring a master key to our persanal communications. the
government is <reating the very real potential for hackers and thieves ar
even rogue government agents to access our personal communications, pPast
effarts to provide this sort of backdaor access have not been successful and
only <reated a rich opportunity for hackers.

Once again, I urge you to oppose the dangercus suggestion of the Department aof
Justice that our new Internet communication technalogies should have built—in
wiretapping.

I laok forward to hearing your thoughts on this matter.

Sincerely,

Scott Ol7ar
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Kristen Wilke

4217 Castleman Av
St. Louis, MO E31%0

March 18, 2004

FCC Chairman Michael Powell
Federal Communicaticns Commission
449 12th Street SW

Washingtaon, DC 20554

FCC Chairman Powell:

As a cancerned individual, T am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built-in wiretapping access.

1 do not bhelieve this requirement is necessary. Longstanding Taws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance., The FBI is going far beyond these existing
nowers by trying to force the industry fto actually build its systems around
government eavesdropping. It is the equivalent of the covernment requiring all
new homes he built with a peephole for law enforcement to Took through.

I am very concerned that this reguirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for haw
the FBI can collect information between sources 1ike phone <companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communicaticns, the
government 1s creating the very real potential for hackers and thieves or
even rogue sovernment agents to access our personal communications. Pact
effarts to provide this sort of backdoor acc¢ess have not been successful and
only created a rich opportunity for hackers.

Oonce again, I urge you to oppose the dangerous sugeestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Kristen Wilke
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Robert Scholz

2120 E 75th Street
Indianapolis, Indiana 48240

March 18, 2804

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Streest SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
pepartment of Justice s request that all new Internet communication services he
required to have built—in wiretapping access.

I do not believe this reguirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
gavernment eavesdropping. It is the equivalent of the government requiring all
new homes bhe built with a peephole for law enforc¢ement to look through.

I am very concerned that this reguirement represents an end-run around
congress. lLawmakers, after extensive deliberations, set up boundaries for how
the FBI can c¢ollect information hetween sources Tike phone companies and data
sources like e—mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful bhalance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
even rogue gevernment agents to access our personal communications. Past
effaorts to provide this sart of backdoor access have not been successful and
only created a rich opportunity far hackers.

once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I lTeok forward to hearing your thoughts on this matter.

Sincerealy,

Robert H. Scholz
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Lee Cole

F.0. Box 57737
Phoenix, AZ 85001

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

washington, DC 20554

FCC Chairman Powell:

As a concerned individual, T am writing to express my opposition to the
Department of Tustice s request that all pew Internet communication services be
required to have built-in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone campanies to allow
the FBI to conduct survejllance. The FBI is going far heyvand these existing
powers by trying to force the industry to actually build its systems around
gavernment eavesdrapping. Tt is the eguivalent of the government requiring all
new homes be built with a peephole far law enforcement to look through.

T am very concerned that this reguirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up houndaries for how
the FBI can collect information between sources Tike phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful halance.

I understand that by requiring a master key to our persanal communications, the
government is <reating the very real petential for hackers and thieves ar
even rogue government agents to access our personal communications. Past
efforts to provide this sart of backdoor access have not been successful and
oniy created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Tustice that our new Internet communication technologies should have built-in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Lee Cole
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Ceorge Ramirez

720 Hilgard Ave # €
los Angeles, CA 90024

March 18, 2004

FCC Chairman Michael Powel}
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

A5 g <on<erned individual, I am writing to express my opposition to the
Pepartment of Tustice s request that all new Internet communication services be
required to have built-in wiretapping access.

I do not belijeve this requirement is necessary. Llongstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI tc conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actualiy build its systems around
gavernment eavesdropping. It is the equivalent of the government requiring all
new homes be built with a peephale for law enforcement to look through.

I am very concerned that this requirement represents an end-run around
Cangress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can ¢allect information hetween sources like phone companies and data
sources Jlike e-mail. The FBI?s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves ? ar
eyen rogue government agents ? to access our personal communications. past
efforts to provide this sort of ?backdoor? access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge vou to oppose the dangerous suggestion of the Department of
Justice that our new Internet communicatian technologies should have built—in
wiretapping.

I look forward to hearing your theughts on this matter.

Sincerely,

Ceorge Ramirez
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James F Forster

3292 Route 234 — PO Box 465
Palenville, NY 12463

March 18, 2G04

FCC Chairman Michae!l Pawell
Federal Communications Commissian
445 12th Street sw

Washington, BC 205594

FCC chairman Powell:

As a concerned individual, I am writing to express my apposition to the
Department of Justice s request that all new Internst communication services be
required to have built-in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
reguire Internet Service Providers and Internet telephone companies to allow
the FBRI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. Tt is the equivalent of the gavernment requiring all
new homes be built with a peephole for law enforcement to Yook through.

I am very concerned that this reguirement represents an end-run around
Caongress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources like phone companies and data
sources 1ike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful bhalance.

I understand that by reguiring a master key to our personal communications, the
government 15 creating the very real potential for hackers and thieves ar
even roggue government agents to access our persenal communications, Past
effaorts to provide this sort of backdoor access have not heen successful and
only created a rich opportunity for hackers.

Once again, I urge vou to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

James F Forster, Esq.
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Ceborah Horseman

78 Imperial Dr.
Gahanna, OH 43230

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
reguired to have huilt-in wiretapping access.

I do not believe this reguirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone campanies to allaow
the fBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the eguivalent of the government requiring all
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this reguirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect infermation between sources 1ike phone companies and data
sources 1ike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by reqguiring a master key to our personal communicaticns, the
gavernment is creating the very real potential for hackers and thieves or
even rogue government agents to access our perscnal communications. Past
efforts to provide this sort of backdoor access have not been successful and
oniy created a rich opportunity for hackers.

once again, I urge you to oppose the dangerous sucggestion of the Department of
Justice that ocur new Internet communication technologies should have built-in
wiretapping.

I look forward to hearing your thoughts an this matter.

Sincerely,

Deborah HKorseman
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Zehra Khan

65 Gavins Pond Road
Sharon, Ma 02067

March 18, 2004

fCC Chairman Michael Powell
Federal Communications Commissian
445 12th Street SW

Washingtan, DC 20554

FCC Chairman Powell:

As a cancerned individual, I am writing to express my opposition to the
Department of Justice 5 request that all new Internet communication services be
required to have built-in wiretapping access,

I do not beljeve this requirement is necessary. Longstanding laws already
require Internet Service Froviders and Internet telephone campanies to allow
the FBI to conduct surveillance. The FBI is5 going far beyond these existing
powers by trying te force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government requiring all
new homes be built with a peephele for Yaw enforcement to ook through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after oxtencive deliberations, set up boundarics for how
the 81 can collect information bhetween sources 1ike phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the law
would bypass the Tegislative process to alter that careful balance.

I understand that by requiring a master key tc our perscnal communications, the
government is creating the very real potential for hackers and thieves ar
even rogue government agents to access our personal communicatians. Past
efforts to provide this sort of bhackdoor access have not been successful and
only created a rich opportunity for hackers.

once again, I urge you to oppose the dangerous suggestian of the Department of
Justice that cur new Internet communication technologies should have built—in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Zehra Khan
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Rachel Tomlin

21029 Calhoun Road
Monroe, WA 38272

March 18, 2004

FCC Chajrman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a cancerned individual, I am writing to express my oppositieon to the
Department of Justice s request that all pew Internet communication services be
required to have byilt—in wiretapping access.

I do nat believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to canduct surveillance. The FBI is going far heyond these existing
powers by trying to farce the industry to actually build its systems around
government eavesdropping. Tt is the eguivalent of the government requiring all
hew homes be built with a peephole for law enforcement to look through.

1 am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources like phone companies and data
sources 1ike e-mail., The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I uncerstand that by reguiring a master key to our personal communications. the
government is creating the very real potential for hackers and thieves ar
even rogue government agents to access our personal communications, Past
effarts to praovide this sort of backdoar access have not been successful and
ohly created a rich opportunity for hackers.

once again, I urge you to oppose the dangerous suggestion of the Department of
Tustice that our new Internet communication technologies should have built-in
wiretapping.

I Jook forward to hearing vour thoughts on this matter.

Sincerely,

Rachel Tomlin
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Tesse Cushman

3461 SW 2nd Ave #3432
Cainesyille, FL 32607

March 18, 2004

FCC Chairman Michael Powel]
Federal Communications Cammissian
445 12th Street SW

Washington, DC 20554

FCC Chajrman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Tustice s reguest that all new Internet communication services he
required to have built—ir wiretapping access.

I do not believe this regquirement is necessary. Longstanding laws already
reguire Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance, The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government requiring all
new homes he built with a peephole for law enforcement to Took through.

I am very concerned that this reguirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources like phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legistative process to alter that careful balance.

I understand that hy requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves er
even rogue government agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

once again, I urge vou to oppose the dangerous suggestion af the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I look ferward to hearing your thoughts on this matter.

Sincerely,

Jesse Cushman
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Michael Kersey

5107 Del Monte H2
Houston, TX 77036-4318

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commissien
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

fs a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built-in wiretapping access,

I do not helieve this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveiliance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the eguivalent of the government requiring all
new homes be built with a peephole for law enforcement to lock through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries faor how
the FBI can collect informatian between sources like phone companies and data
sources 1ike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to zlter that careful balance.

I understand that by requiring a master key to our persgnal communications, the
government is creating the very real potential for hackers and thieves or
Even rogue gavernment agents to access our personal communications. Past
efforts to pravide this sort of backdaor access have not been successful and
anly created a rich opportunity for hackers.

Once again, I urge you to opposs the dangerous suggestion of the Department of
Justice that our new Internet cemmunication technologies should have built—in
wiretapping.

I Taok forward to hearing your thoughts on this matter.

Sincerely,

Michael Kersay
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Micah Klatt

1135 SE 33rd Ave.
Portland, OR 37214

March 18, 2004

FCC Chairman Michael Powel]
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Tustice s request that all new Internet communication services be
required to have built—in wiretapping access.

I do not believe this requirement is necessary. Longstanding Taws already
reguire Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI 15 going far beyond these existing
nowers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government requiring ali
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this requirement represents an end-run around
congress. lLawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources 1ike phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the law
would hypass the legislative process to alter that careful balance.

I understand that by reguiring s master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
eVEN rogue government agents to access our personal <ommunications. Past
efforts to provide this sart of backdoar access have not been successful and
only c¢reated a rich opportunity for hackers.

Once again, I urge you to oppase the dancercus suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I Teok forward to hearing your thoughts on this matter.

Sincerely,

Micah Klatt
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Paul Amaru

440 West Farest Trai]
Verp Beach, FL 32962

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street Sw

Washingtan, 0C 20554

FCC Chairman Powell:

ds a concerned individual, I am writing to express my oppesition to the
Department of Justice s request that all new Internet caommunicaticn services he
reguired to have built-in wiretapping access.

I do not believe this requirement is necessary. Langstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is gning far beyond these existing
pawers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the gsvernment requiring all
new homes be built with a peephole for law enforcement to Teok through.

I am very concerned that this reguirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources 1ike phone campanies and data
sources 1ike e-mail. The FBI s aggressive and expansive reading of the JTaw
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our perscnal communications, the
government is <reating the very real potential for hackers and thieves ar
even rogue gaovernment agents to access cur personal communications. Past
efforts to provide this sort of backdoor access haye paot been successful and
ohly created a rich apportunity for hackers.

Once again, I urge you to appose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

T look forward to hearing your thoughts on this matter.

Sincerely,

Paul Amaru
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Rosalie Bate

17603 Los Alimos St.
Granada Hills , CA 31344

March 18, 2004

FCC Chairman Michzel Powell
Federal Communications Commissian
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice 5 request that all new Internet communication services he
required tno have built—in wiretapping access.

I do naot believe this requirement is necessary. Longstanding laws already
require Internet Service Froviders and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far bsyond these existing
powers by trying to force the industry to actually build its systems araund
government savesdropping. It is the equivalent of the gavernment reguiring all
new homes be built with a peephole for law enforcement to Took through.

I am very concerned that this reguirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources like phone companies and data
sources Jike g-mail. The FB8I s aggressive and expansive reading of the law
would hypass the legislative process to alter that careful balance.

I understand that by reguiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves ar
even rogue government agents to access aur personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
anly created a rich aopportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Tustice that cur new Internet communication technologies should have built-in
wiretapping.

I Took forward to hearing your thoughts an this matter.

Sincerely,

Rosalie Bate



