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Geraldine Fanelli

136 Dwarfskill Court
Milford, PA 18337

March 18, 2004

FCC chairman Michael Powell
Federal Communications Commission
445 12th Strest SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that ail new Internet communication services be
reguired to have built—in wiretapping access.

I do not believe this requirement is necessary. Llongstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government requiring all
new homes he built with a peephole for law enforcement to look through.

1 am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information hetween sources like phone companies and data
sources 1ike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the Tegislative process to alter that careful balance.

1 understand that by requiring a master key to our persanal communications, the
government is creating the very real potential for hackers and thieves or
eYen rogue qovernment agents to access our personal communications. Past
efforts te provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggesticn of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I look forward to hearing your thoughts on this matter.

To deny rights to one, is to take your own rights away.

We all should have a basic right to privacy...

Sincerely,

Ceraldine Fanelli
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Donnalee Dermady—Minney

87 Crosby Street
Brattleboro, WT 05301

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washingtan, DC 20554

FCC Chajrman Powell:

As a concerned individual, T am writing to express my opposition to the
Department of Justice s request that all new Internet cammunication services be
required to have built-in wiretapping access.

I do not helieve this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far bevond these existing
pawers by trying to force the industry to actually build its systems araund
gavernment eavesdropping. It is the equivalent of the government requiring all
hew homes he built with a peephaole for law enforcement to look through.

I am very concerned that this reguirement represents an end-run around
Congress, Llawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources like phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the Taw
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
gavernment is creating the very real potential for hackers and thieves or
even rogue government agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dandercus suggestion of the Department af
Tustice that cur new Internet communication technologies should have built-in
wiretapping.

I look forward to hearing your thoughts on this matter.

They already tap our office, which is bullcrap. Please stop this complete
abuse of power.

Best wishes—

Donnalee Dermady—Minney
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Chris Masciangelo

41 W. Unjon Street
Burlington, NJ 08016

March 18, 2004

FCC Chairman Michael Poweli
Federal Communications Commission
4495 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built-in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to ailow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers hy trying to force the industry to actually buiid its systems around
government eavesdropping. It is the eguivalient of the government requiring all
new homes he built with a peephole for law enforcement to look through.

I am very concerned that this requirement represents an end-run around
{ongress. Llawmakers, after extensive deliberations, set up boundaries for how
the FBI can <ollect infarmation between sources like phone companies and data
sources 1ike e-mail. The FBI s agaressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our persopal communications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access aur persecnal communications. pPast
effarts to provide this sert of backdoor access have not heen successful and
only created a rich oppertunity for hackers.

Once again, I urade you to oppose the dangerous suggestian of the Bepartment of
Justice that our new Internet communicaticn technologies should have built—in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Chris Masciangelo
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Matthew Romano

72 Park Ave. Apt. B
Fortland, ME 0411

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, T am writing to express my apposition to the
Department of Justice s request that all new Internet communication services be
reguired to have built-in wiretapping access.

I do not believe this reguirement is necessary. Longstanding Jaws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveiilance. The FBI is going far beyond these existing
pawers by trying to force the industry to actually build its systems around
gavernment eavesdropping. It is the equivalent af the government requiring all
new homes he built with a peephole for law enforcement to look through.

I am very c<oncerned that this reguirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FEI c¢an collect information between sources like phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is ¢reating the very real potential for hackers and thieves or
even rogue government agents to access our personal communicatians. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich apportunity for hackers.

Once again, I urge you to oppose the dangerous suagestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I ook forward to hearing your thoughts on this matter.

Sincerely,

Matthew F. Romana
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Laura Horan

2692 Channel Or.
ventura, CA 33003

March 18, 2004

FCC Chairman Michael Powell
Federal Cammunicatiaons Commission
445 12th Street SW

Washingtan, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s reguest that all new Internet communication services be
required to have built—in wiretapping access.

I do not helieve this reguirement is necessary. Llangstanding Taws already
require Intgrnet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI 15 going Far beyond these existing
powers hy trying to force the industry to actually build its systems around
gavernment eavesdropping. It is the equivalent of the government requiring all
new homes be built with a peephole for law enforcemasnt te laok through.

I am very concerned that this requirement represents an end-run arocund
Congress. Lawmakers, after extensive deliberations, set up boundaries for haw
the FBI can coltect informatian between sources like phone companies and data
sources 1ike e-majl. The FBI s agaressive ahd expansive reading of the Taw
would hypass the legislative process to alter that careful balance.

I understand that by reguiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
eyen rogue government agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

once again, I urge you to oppose the dangercus suggestion of the Department of
Justice that our new Internet communication technolagies should have built—in
wiretapping.

What 15 most disturbing is that the concerned citizens” letters, emails and
faxes are for the most part ignored.

I look forward to hearing your thoughts on this matter.

Sincerely,

Laura Fares Horan
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Elizabeth Houstcn

14 Erwin Park
Montclair, NI 07042

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washingtan, bC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s reguest that all new Internet communication services be
required to have built—in wiretapping access.

I do not helieve this requirement is necessary. Llongstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers hy trying to force the industry to actually build its systems around
government eavesdropping. It is the eguivalent of the government reguiring all
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this requirement represents an end-run arcund
Congress. Lawmakers, after extensive deliberaticns, set up boundaries for how
the FBI can collect information between sources like phone companies and data
sources 1ike e—mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access our personal communicatiens. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich apportunity for hackers.

Once again, I urge you to oppose the dangerous sucgestion of the Department of
Tustice that our new Internet communicatian technociogies should have built-in
wiretapping.

I Teok forward to hearing your thoughts on this matter,

Sincerely,

Elizaheth Houston
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JODD GOETTEL
4103 245T W BLD 128#121
BRADENTON, FLORIDA 34203

March 18, 2004

FCC Chairman Michael Powell
Federal Communications {ommissian
445 12th Street SW

Washington, 0C 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition te the
Department of Justice s request that all new Internet communication services be
required to have built—in wiretapping access.

1 do not believe this requirement is necessary. Longstanding laws already
reguire Internet Service Providers and Internet telephone companies to allow
the FBI to c¢onduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build Tts systems around
gavernment eavesdropping. It is the squivalent of the gavernment requiring ali
new homes be built with a peephole far law enforcement to lTook through.

I am very concerned that this reguirement represents an end-run around
Congress. lLawmakers, after extensive deliberations, set up boundaries for how
thie FBI can callect information between sources like phone companies and data
sources 1ike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislatjve process ta alter that careful balance.

I understand that by reguiring a master key to our personal communicatiens, the
government is creating the very real potential for hackers and thieves or
gven rogue government agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
anly created a rich opportunity for hackers.

once again, I urgde vou to oppose the dangerous suggestion of the Department of
Justice that aur new Internet communication technolegies should have built-in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

TODD GOETTEL
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Jane McCormick Crowley

4300 Soquel Orive
Soquel, CA 35073

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washingtan, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my cpposition to the
Department of Justice s request that all new Internet communication services be
required to have built-in wiretapping access.

I do not believe this requirement is necessary. Llaongstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actualiy build its systems around
government eavesdropping. It is the equivalent aof the government reguiring all
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this reguirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources 1ike phone companies and dats
sources like s-mail. The FBI s aggressive and expansive reading of the law
wouid bypass the legislative process to alter that careful balance.

I understand that by requiring & master key to ocur personal communications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access our personal communications. Past
efforts to provide this sort of backdoar access have not been successful and
only created a rich opportunity for hackers.

once again, I uroe you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built—in
wiretapping.

1 look forward to hearing your thoughts on this matter.

Sincerely,

Jane Mccarmick Crowley
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Yalerie Smith

121 57E Quillyown Rd
Carneys Point, NJ 08(59

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commissian
445 12th Street SW

Washingtan, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my oppesition to the
Department of Tustice s reguest that all new Internset communication services be
required to have byilt-in wiretapping access.

I do not helieve this requirement is necessary. Llongstanding laws already
reguire Internet Service Providers and Internet telephone companies to ailow
the FBI to ¢onduct surveillance. The FBI is going far beyond these existing
paowers by trying to force the industry to actually build its systems around
government eavesdrapping. It is the eguivalent of the government requiring all
new homes he built with a peephoie for law enforcement to look through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations. set up boundaries for how
the FBI can collect infarmaticn between scurces like phone companies and data
sources 1ike e-mail. The FBI 5 aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal <communications, the
government is creating the very real potential for hackers and thieves Gr
even rogue government agents to access our personal communications. Past
effarts to provide this sort of backdoor access have not been successful and
only created a rich apportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that aur new Internet communication technologies should have buiit-in
wiretapping.

I Jook forward to hearing vour thoughts on this matter.

Sincerely,

Yalerie L Smith
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Richard Schachner

1782 5th avenue
Deland, F1. 32724

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chajrman Powell:

As a concerned individual, I am writing toc express my oppasiticn to the
Department of Justice s request that all new Internet communication services be
required to have bhuilt—in wiretapping access.

I do not believe this requirement is nececssary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. Tt is the eguivalent of the govermment reguiring all
new homes be built with a peephole for law enforcement to look through.

T am very concerned that this reguirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, sgt up boundaries for how
the FBI can collect information between sources 1ike phone companies and data
sgurces 1ike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to cur personal communications, the
government i1s creating the very real potential for hackers and thieves or
even rogue government agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not heen successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built—-in
wiretapping.

I Jook forward to hearing your thoughts on this matter.

Sincerely,

Richard A. Schachner
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Douglas Spiege!

27673 Tonganoxie Road
Leavenworth, KS 66048

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chalrman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Tustice s reguest that all new Internet communication services be
required to have built-in wiretapping access.

I do not believe this reguirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveililance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdrapping. It is the equivalent aof the gavernment requiring al)l
new homes be built with a peephole far law enforcement to look through.

1 am very concerned that this reguirement represents an end-run around
Congress. lLawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information hetween sources 1ike phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I ungerstand that by reguiring a master key to our personal communicatians, the
gavernment is creating the very real potential for hackers and thieves ar
even rogue government agents to access our personal communications. Fast
efforts to provide this sort of backdoor access have not heen successful and
only created a rich opportunity for hackers.

once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internst communication technologies should have built-in
wiretapping.

I Tock forward to hearing your thoughts on this matter.

Sincerely,

Douglas K Spiegel
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Patricia Piatt

1543 Beacan S5t.
Cincinnati, OH 45230

march 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet <ommunication services he
required to have built—in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
gaovernment eavesdropping. It is the equivalent of the government requiring all
new homes be built with a peephole for Taw enforcement to Took through.

I am very concerned that this requirement represents an end-run around
Cangress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources like phone companies and data
sources 1ike e-mail. The FBI s aggressive and expansive reading of the Taw
would bypass the legislative process te alter that careful balance.

I understand that by requiring a master key to cur personal communications, the
government 15 creating the very real potential for hackers and thieves or
gven rogue government agents to access our personal communications. Past
efforts to provide this sart of backdoor access have not been successful andg
only created a rich opportunity for hackers.

Once again, I urge you to gppose the dangerous suggestion of the bepartment of
Tustice that our new Internet communication technalogies should have built-in
wiretapping. Every day it gets closer and claser to 1984.

I Jook forward to hearing your thoughts on this matter.

Sincerely.

Patricia Piatt
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Jeffrey Bucholtz

3514 1/2 Wilshire Terrace
San Diego, CA S2104

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
449 12th Street SW

Washington, DC 20554

FCC Chajrman Powell:

As a c<oncerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built—in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
gaovernment eavesdropping. It is the equivalent of the government requiring all
new homes he built with a peephole for law enforcement to Toak through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FfBI can collect information between sources Jike phone companies and data
sources 1ike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal <ommunications, the
gavernment is creating the very real potential for hackers and thieves or
even rogue government agents to access our persgnal communications, Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich oppartunity far hackers.

Once again, I urge vou to oppose the dangerous suggestian of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I look forward to hearing your thoughts an this matter.

Sincerely,

Jeffrey S. Bucholtz
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Clayton Smith

500 E. 11th St. #18
New Yark, NY 10009

March 18, 2004

FCC Chairman Michael Powell
Federal Communicaticns Commissian
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a c¢oncernad individual, I am writing to express my opposition to the
Department of Justice s reguest that all new Internet communication services be
required to have built—in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these ewisting
powers by trying to force the industry teo actually build its systems around
government eavesdropping. It is the eguivalent of the government requiring all
new homes be built with a peephole for law enforcement to Tock through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect informatian between saurces like phone companies and dats
saurces 1ike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legistative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access aur personal communications. Past
efforts to provide this saort of backdoor access have not been successful and
ohly created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
TJustice that our new Internet communication technologies should have built-in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Clayton Smith
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Jen Hadraba

1909-2 Wisteria Ct
Napervilile, IL B03EB5

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commissicn
445 12th Street SW

Washington, DC 20554

FCC Cchairman Powell:

As a concerned individual, I am writing to express my apposition to the
Department of Justice s request that all new Internet communication services be
required to have huilt—in wiretapping access.

I do not believe this reguirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allaw
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually bhuild its systems around
government eavesdropping. It is the equivalent of the government requiring all
new homes he built with a peephole for lTaw enforcement to ook through.

I am very concerned that this requirement represents an end-run araund
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can <ollect information between sources like phone companies and data
sources }ike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our persenal communications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access our personal communications. Past
effarts to praovide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urae you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

T look forward to hearing your thoughts on this matter.

Sincerely,

Jen
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ustin Collins

3255 Yallejo St.
Denver, C0 80211

March 18, 2004

FCC Chalrman Michael Powell
Federal Communications Commission
445 12th Street sSW

Washingtan, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built—in wiretapping access.

I do not believe this reguirement 15 necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is geing far beyond these existing
powers by trying to force the industry to actually build its systems around
gavernment eavesdropping. It is the eguivalent of the government requiring all
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this requirement represents an end-run around
Cangress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can callect informatian between sources like phone companies and data
sources 1ike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legisiative process to alter that careful balance.

1 understand that by requiring a master key to our perschal communications, the
gavernment is creating the very real potential for hackers and thieves or
even rogue qovernment agents to access ocur personal communications. Past
efforts to provide this sart of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppese the dangerous suggestion of the Department of
Justice that cur new Internet communication technologies should have built-in
wiretapping.

I look farward to hearing your thoughts on this matter,

Sincerely,

Justin Callins
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Scott Kaymen

5801-78th Avenue
Pinellas Park, Fi 33781

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a cancerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built—in wiretapping access.

I do not beljeve this requirement is necessary. Longstanding Jaws already
require Internet Service Praviders and Internet telepheone companies to allow
the FBI to conduct surveillance. Thne FBT is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping, It is the eguivatent of the gaovernment requiring all
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between saurces Tike phone companies and data
sources 1ike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our persenal communications, the
goverrment is creating the very real potential for hackers and thieves or
even rogue government agents to access our perscnal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge vou to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built—in
wiretapping.

I Yook forward to hearing your thoughts on this matter.

Sincerely,

Scott Kaymen
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Stan Yogi

1304 Marin Avenue
Albhany, CA 94706

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commissian
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

#s a concerned individual, I am writing to express my opposition to the
Department of Justice s request that al! new Internet communication services be
required to have built-in wiretapping access.

I do not helieve this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance, The FBI is going far bevond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the squivalent of the government requiring all
new homes be built with a peephole for Yaw enforcement to Jook through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources like phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading aof the law
would hypass the legislative precess to alter that careful balance.

I understand that by requiring a master key to our personal communications, thea
government is creating the very real potential for hackers and thieves or
e¥Yen rogue government agents to access our personal communications. Past
efforts ta provide this sort of bhackdoor access have not been successful and
only created a rich opportunity for hackers.

Gnce again, I urge you to cppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built—=in
wiretapping.

I Took forward to hearing your thoughts on this matter.

Sincerely,

Stan Yogi
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Christy Vaughn

4749 Kitridge Rd.
Huber Heights, OH 45424

March 18, 2004

FCC Chaijrman Michael Powel]
Federal Communications Commissicn
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s reguest that all new Internet communication services he
required to have built—-in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the fBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government reguiring all
new hames ke built with a peephole for law enforcement to look through.

I am very concerned that this reguirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources 1ike phone companies and data
sources 1ike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative praocess to alter that careful halance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access aur personal cammunications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich apportunity for hackers.

Once again, I urge vou to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built=in
wiretapping.

I Took forward to hearing your thoughts on this matter.

Sincerely,

Christy L. Vaughn
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Phillip Toops
1030 N. State Street, Apt. 6D
Chicaga,, I1linois 60810

March 18, 2004

FCC Chajirman Michael Powel}
Federal Communications Commission
445 12th Street SW

washingtan, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services he
required tc have built—in wiretapping access,

I do not believe this reguirement is necessary. Langstanding laws already
require Internet Service Providers and Internet telephore companies to allow
the FBI to canduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government savesdropping. Tt is the equivalent of the government requiring all
nhew homes be built with a peephole for law enforcement to Took through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up houndaries for how
the FBI can collect information between sources 1ike phone companies and data
saurces 1ike e-mail. The FBI s agcressive anc¢ expansive reading of the law
would bypass the legislative process to alter that careful balance.

T understand that by reguiring a master key to our personal communications, the
gqovernment is creating the very real potential for hackers and thieves or
even rogue government agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich apportunity for hackers.

Once again, T urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Phillip Toops
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andy Hill

17411 Delia Ave.
Torrance, CA 30504

March 18, 2004

FCC Chairman Michael! Powell
Federal Communicaticns Commissian
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my cpposition to the
Department of Justice s reguest that all new Internet communication services be
required to have built—in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
reguire Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems arcund
gavernment eavesdropping. It is the eguivalent of the government requiring ail
hew homes he built with a peephole for law enforcement to look through.

T am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources like phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves ar
even rogue covernment agents to access our personal communications. Past
effarts to provide this sort of bhackdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet cammunication technologies should have built—-in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Andy Hill
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Katrina Barraon

1097 Riverside Drive
South Bend, Indiana 466186

March 18, 2004

FCC Chairman Michas]l Powel}l
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, T am writing to express my spposition to the
Department of Justice s reguest that all new Internet communication services be
required to have built—in wiretapping access.

First af all, the reguirement is unnecessary since longstanding laws already
require Internet Seryice Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far bevond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government requiring alil
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this requirement represents an end-run around
Congress. lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources like phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the Taw
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not bheen successful and
only created a rich appartunity for hackers.

once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built—in
wiretapping.

I Took forward to hearing vour thoughts on this matter.

Sincerely,

Katrina Barron
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Sharon Kohli
730 Mulfrod
Evanston, IL 60202

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCL Chairman Powell:

As a concerned individual, I am writing to express my apposition to the
Department of Justice s request that al} new Internet communication services be
required to have built—in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
pawers by trying to force the industry to actually build its systems around
gavernment eavesdrapping. It is the equivalent of the government requiring all
new homes be built with a peephole for law enforcement to lcaok through.

1 am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after ewxtensive deliberations, set up boundaries for how
the FBI can colject information between sources 1ike phane companies and data
sources 1ike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful halance.

I understand that by requiring a master key to our personal c<ommunications, the
government is creating the very real potential for hackers and thieves ar
eyen rogue government agents to access our personal communications. Past
efforts to provide this sort of backdonr acc<ess have nat been successful and
only created a rich opportunity for hackers.

Once again, I urge you toc oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Sharon Kohli
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Mike Maylar

1714 Georgetown Rd, # 46
Indianapolis, IN 48224

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washingtan, DC 20554

FCC Chairman Powell:

As a con<erned individual, I am writing to express my opposition to the
Department of Justice s reguest that all new Internet communication services be
reguired to have built—in wiretapping access.

I do not believe this reguirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the squivalent of the government requiring &l1
rnew homes be built with a peephole for law enforcement to look through,

I am very concerned that this reguirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI <an collect informaticn between sources 1ike phone companies and data
sources 1ike e-mail. The FBI s aggressive and expansive reading of the Taw
would bypass the legisiative process to alter that careful balance.

I understand that hy requiring a master key to our personal communications., the
government is creating the very real potential for hackers and thieves, or sven
FOREIGN ENTITIES LIKE AL-QUADA, to access our personal communications, Past
effarts to provide this sart of backdoar access have not been successful and
only created a rich opportunity for hackers.

Once again., T urge vou to oppose the dangerous suggestion of the Department of
TJustice that our new Internet communication technologies should have built-in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Mike A. Naylor
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Lou Anh  Giunta

25 High Plains Road
Branford, CT 08405

March 18, 2004

FCC Chairman Michael Powell
Federail Cammunications Commission
445 12th Street SW

Washington, 0C 20554

FCC Chajirman Poweltl:

As a concerned individual, T am writing to express my opposition to the
Department of Justice 5 request that all new Internet communication services be
required to have built—in wiretapping access.

I do not believe this reguirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allaw
the FBI to cenduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the eguivalent ¢f the government requiring all
hew homes be built with a peephole for law enforcement to look through.

I am very concerned that this reguirement represents an end-run around
{ongress. Lawmakers, after extensive deliberations, set up boundaries for how
the FEI <an collect information between scurces like phone companies and data
sources 1ike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our perscnal communications, the
government is creating the very real potential for hackers and thieves or
even rogue gqgovernment agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to appose the dangerous sugdestion of the Department of
Justice that our new Internet communication technologies should have built—in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Loy Ann Giunta
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Marc Beem

2828 Harrisan
Evanston, IL 60201-1218

May 27, 2003

Chairman Michael Powel]

Federal Communications Commission
445 12th Street SW

Washington, DC 205954

Chairman Powell:

It is my understanding that the Federal Communications Commission is
considering possible changes to its media ownership rules. I urge you to fully
disclose your ideas on this extremely important issue and allow hearings and
public comment.

Allowing greater cancentration and cross-ownership of media may have & profound
impact on Americans’ access to a wide range of news, information, programming
and political commentary. Ta have a healthy democratic dialogue and
participation on major issues, T believe it is important that we have access te
a diversity of opinions and information, neot & handful of aptions. Altering
media ownership rules could seriously affect vigarous public debate and the
marketplace of ideas. Rulemaking of this significance should therefore be aopen
to public comment.

1 also believe that, to stay democratic and free, we need to ensure diversity
of cpinion and the free exchange of ideas. It js imperative that there be the
widest possible comment on any proposed rule so the Commission may fairly and
impartially evaluate whether it will promete or hinder such diversity.

Once again, T urge you to fully disclose vyour ideas on this extremely important
issue and allow hearings and public comment.

Sincerely,

Mar< Beem
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Everett Samford

9309 Kingussle Lane
Richmond, V& 23238-1619

May 28, 2003

Chairman Michael Powel]

Federal Cammunications Commission
445 12th Street SW

Washington, DC 20554

Chairman Powell:

It is my understanding that the Federal Communications Commission is
cansidering possible changes to its media ownership rules. I urge you to fully
disclose your ideas on this extremely important issue and allow hearings and
public comment.

Allowing greater concentration and cross—ownership of media may have a profound
impact on #Americans’ access to a wide range of news, information, programming
and political commentary. To have a healthy democratic dialogue and
participation on major issues, I heliasve it is important that we have access ta
a diversity of opinions and infarmation, not a handful of options., Altering
media ownership rules cculd seriously affect vigorous pubiic debate and the
marketplace of ideas. Rulemaking of this significance should therefore be open
to public comment,

I also bhelieve that, to stay democratic and free, we need to ensure diversity
of opinion and the free exchange of ideas. It is imperative that there be the
widest possible comment on any proposed rule so the Commission may fairly and
impartially evaluate whether it will promote or hinder such diversity.

Once again, I urge you to fully disclose your ideas on this extremely important
issue and allow hearinogs and public comment.

Sincerely,

Everett M. Samford
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Medill & Donna Wygum

1131 County Line Rd NE
Bremen, OH 43107-37538

May 23, 2003

Chairman Michael Powell

Federal Communications Commission
445 12th Street SW

Washington, DC 20554

Chairman Powell:

It is my understanding that the Federal Communications Commission is
considering possible changes to its media ownership rutes. T urge you to fully
disclose your ideas on this extremely important issue and allow hearings and
public comment.

Allowing greater concentration and cross—owhership of media may have a profound
impact on Americans’ access to a wide range of news, information, programming
and political commentary. To have a healthy democratic dialogue and
participation on major issues, I helieve it is important that we have access to
a diversity of opinians and informatiaon, not a handful of options. Altering
media ownership rules could sericusly affect vigarous public debate and the
marketplace of ideas. Rulemaking of this significance should therefore he open
to public comment,

I also believe that, to stay democratic and free, we need to ensure diversity
af opinian and the free exchahge of ideas. It is imperative that there be the
widest possible comment on any proposed rule sc the Commission may fairly and
impartially gvaluate whether it will promote or hinder such diversity.

Chce again, I urge you to fully disclose your ideas on this extremely important
issue and allow hearings and publi< comment.

Sincerely.

Medill & Donna Wygum
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Stephanie Malkind

122 Kane St., #2
Brooklyn, NV 11231-3013

May 27, 2003

Chairman Michae]l Powell

Federal Communications Commissian
445 12th Street SW

Washingtan, DC 20554

Chairman Powell:

It is my understanding that the Federal Communications Commissicn is
considering possible changes to its media ownership rules. I urge vou to fully
disclose your ideas on this extremely important issue and allow hearings and
public comment.

Allowing greater concentration and rross—ownership of media may have a profound
impact an Americans’ access to a wide range af news, information, programming
and political commentary. To have a healthy democratic dialogue and
participation on major issues. I helieve it is important that we have access to
a diversity of opinions and informatiaon., not a handful of options. Altering
media ownership rules could seriously affect vigorous public debate and the
marketplace of ideas. Rulemaking of this significance should therefore be open
to public comment.

I also helieve that, to stay democratic and free, we need to ensure diversity
of opinion and the free exchange of ideas. It is imperative that there he the
widest possible comment on any proposed rule s¢ the Commissicn may fairly and
impartially evaluate whether it wil}l promote or hinder such diversity,

Once again, I urge you to fully disclose your ideas on this extremely important
issue and allaw hearings and public comment.

Sincerely,

Stephanie Malkind
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Eliot Gelber

3247 Riviera Dr
Coral Gables, FL 33134

May 28, 2003

Chairman Michael Powell

Federal Communications Cocmmission
445 12th Street SW

Washington, DC 20554

Chairman Powell:

It is my understanding that the Federal Communications Commission is
considering possible changes to its media cwnership rules. I urge you to fully
disclese your ideas on this extremely important issue and allow hearings and
public camment.

If you dan’t have anything to hide, why are the meetings on allowing further
monopolies in the media being held behind ¢losed doars? I Yive in Miami and
the FCC's allowing of Clear Channel to take over the airwaves has forced me to
stop 1istening to cammercial radic. Every channel plays the same music.
Imagine if that happens to the news!!! We already suffer from fairly extreme
censorship in this country, just look at the coverage of the Irag War itn the US
vs. other countries where the press is truly free 1ike the UK.

Allowing greater concentration and cross—ownership of media may have a profound
impact on Amerjcans’ access toc a wide range of news, informaticn, programming
and political commentary. To have a healthy democratic dialogue and
participaticn on major issues, I believe it is important that we have access to
a diversity of opinions and information, not a handful of optiaons. Altering
media ownership rules could seriously affect vigorous public debate and the
marketplace of ideas. Rulemaking of this significance should therefore be open
to public comment.

I also believe that, to stay democratic and free, we need to ensure diversity
of opinion and the free exchange of ideas. It is imperative that there be the
widest possible comment on any proposed rule so the Commission may fairly and
impartially evaluate whether it will promote or hinder such diversity.

Onc¢e again, I urge vou to fully disciose vour ideas on this extremely important
issue and allow hearings and publi< comment.

Sincerely.

Eliot Gelber



Tue DI Mar 2004 11:00:42 PM EST P. 3
Richard Russell

1203 Tean Drive
Sehastopol, CA 935472

May 27, 2003

Chairman Michael Powell

Federal Communications Commission
445 12th Street SW

Washingtan, DC 20554

Chairman Poweli:

It is my understanding that the Federal Communications Commission is
considering possible changes to its madia ownership rules. I urge you to fully
disciose yaur ideas an this extremely important issue and allow hearings and
public comment.

Allowing greater concentration and cross—ownership of media may have a profound
impact on Americans’ access to a wide range of news, information, programming
and political commentary. To have a healthy democratic dialogue and
participation on major jssues, I helieve it 75 important that we have access to
a diversity of opinions and information. not a handful of options. Altering
media ownership rules could seriously affect vigorous public debate and the
marketplace of ideas. Rulemaking of this significance should therefore be open
to public comment.

I also believe that, to stay democratic and free, we need to ensure diversity
of apinien and the free exchange of ideas. It is imperative that there be the
widest possible comment on any proposed rule so the Commission may fairly and
impartially svaluate whether it will promote or hinder such diversity.

Gnce again, I urge you to fully disclose your ideas on this extremely impartant
issue and allow hearings and public comment.

Sincerely.

Richard Russel]
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Bob Johnso

Box 945
Kodiak, AK 99615

May 27, 2003

Chairman Michael Powell

Federal Communicaticns Commission
445 12th Street SW

Washington, DC 20554

Chairman Powell:

It is my understanding that the Federal Communications Commission is
considering possible changes to its media ownership rules. I urge you to fully
disclose your ideas an this extremely important issue and aliow hearings and
public comment.

Centlemen, and Lady:

I urge vou to maintain control of the media to preserve diversity in ownership.
Relaxing the rules to allow corporate mergers will Tead to monopoly, in time,

and control of what we, as citizens, will be told. It is difficult enough,

gven now, to determine what is hype and what is the truth.

If you must pursue your present course, at least allow public comment.

Sincerely,

Dr. Bob JTohnson
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) Caniel Eklund

20658 Woodmont Ave
Harper Woods, MI 48225~1868

May 28, 2003

Chairman Michael Powell

Federal Communications Commissian
445 12th Strest SW

Washington, DC 20554

Chairman Powell:

It is my understanding that the Federal Communications Commissian is
considering possible changes to its media ownership rules. I urge you to fully
disclose your ideas on this extremely important issue and allow hearings and
public comment.

Allowing greater concentration and cross—ownership of media may have a profound
impact on Americans’ access to a wide range of news, information, programming
and political commentary. To have a healthy democratic dialogue and
participation on majar issues, I beljeve it is important that we have access to
a diversity of opinions and infoermation, not a handful of aptians. Altering
media awnership rules could seriously affect yvigorous public debate and the
marketplace of ideas. Rulemaking of this significance should therefare be cpen
to public comment.

I also believe that, to stay democratic and free, we need to ensure diversity
of apinian and the free exchange of ideas. It is imperative that there be the
widest possible comment on any proposed rule so the Commission may fairly and
jmpartially evaluate whether it will promote or hinder such diversity.

Once again, I urge vou to fully disclose your ideas on this extremely important
issue and allow hearings and public comment.

Sincerely,

Daniel Eklund



