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1401 Walnut St., #H1C
Berkeley, CA 94709

A e L
March 19, 2004 RLH. .

FCC Chairman Michas) Powell g
federal Communications Commission EPR -3 2004
445 12th Streelt SW

Washington, DC 20554

FCC Chairman Powell:

Bs a concerned individual, I am writing to express my oppositicn to the
Department of Justice s request that all new Internet communication services he
required to have built-in wiretapping access.

I do not believe this requirement is necessary. longstanaing laws aiready
require Internet Service Providers snd Internet telephaone campanies to allaow
the FEI to conduct surveillance, The FBEI is going far beyond these exijsting
powers by trying to force the industry to actually build its systems sround
government eavesdropping. It is the equivatent of the government requiring all
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this reguirement represents an end-—run araund

.~ Cengress. Lawmakers, after extensive deliberations, set up boundaries for haw

the FBT can collect infarmation between scurces like phone companies and data
sgurces like e-mail. The FBI s aggressive and expansive reading of the Taw
wolld bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access our personal communications. Past
effarts to provide this sort of backdoor access have not been successful and
only created a rich gpportunity for hackers.

once again, I urge you to oppose the dangeraus suggestion of the lepartment of
Justice that our new Internet communication technalegies should have bujlt—in
wiretapping.

I look forward to hearing vour thaughts on this matter.

Sincerely,

Ruth Maguire
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Robin Moody
2830 W. 235th St., Apt. A ﬁﬂ?“/éfér

Torrance, CA 90505

March 19, 2004

FCC Chairman Michael Powel]

Federal Communications Caommission L AT
445 12th Street SW . Pob
Washington, DC 20554 TR

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services he
required to have built-in wiretapping access.

T do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephane companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to farce the industry to actually build its systems around
government eavesdropping. It is the equivalent af the government requiring all
new homes he built with a peephole for law enforcement to look through.

I am very concerned that this regquirement represents an end-run around
Congress. lawmakers, after extensive deliberations, set up boundaries far how
the FBI can collect informatiaon between sources like phone companies and data
sources 1ike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by reguiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
gven rogue government agents to access our perscnal communications. Past
efforts to provide this sort of backdoor access have not heen successful and
only created a rich opportunity for hackers.

Once again, T uUrge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built-=in
wiretapping.

I jook farward to hearing your thoughts on this matter.

Sincerely,

Rohin C. Moody
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Patricia Morton
2185 Ponet Dr,
Los Angeles, CA 90068

March 18, 2004

ECC Chairman Michael Powel] R e

Federal Communhications Commissien S
445 12th Street SW R -
Washington, DC 20554 el

FCC Chairman Poweld:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services he
required to have built-—in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems arcund
government eavesdropping. It is the eguivalent of the government requiring all
new homes he built with a peephole for law enforcement to Took through,

I am very cancerned that this reguirement represents an end-run sround
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can callect information between sources 1ike phone companies and data
sources 1ike e-mail. The FBI s aggressive and expansive reading of the jaw
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
eyen rogue government agents to access our personal communications. Past
effarts to provide this sort of backdoer access have not been successful and
only created a rich apportunity for hackers.

once again, I urge vou to appose the dangerous suggestion of the Department of
Justice that our new Internet communication technoliogies should have built-in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Patricia Martaon
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James Petertson

1733 37th Ave NE
Cplumbia Heights, MN 55421 —_—

March 19, 2004

FCC Chairman Michael Powell
Federal Communications Commissian
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

&5 a concerned individual, I am writing to express my oppasition to the
Department of Justice s reguest that all new Internet communicatian services be
required to have built—in wiretapping access.

I do not believe this requirement is necessary. Longstanding Taws already
require Internet Service Providers and Internet telephone companies to allow
the fBI to conduct surveillance. The fRBI is going far hevond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the eguivalent of the government reaquiring all
rew homes be built with a peephoie for law enforcement to look through.

I am very concerned that this requirement represents an end-run around
Congress. lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect infarmation between sources like phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the Jaw
would hypass the legislative process to alter that careful balance,

I understand that by requiring a master key to our personal communications, the
gavernment is creating the very real potential for hackers and thieves cr
gven roque government agents to access our perscnal cammunications. Past
effarts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again., I urge you to aoppose the dangerous suggestion of the -Department of
Justice that our new Internet communication technologies should have built=in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Jim Peterson
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March 19, 2004

FCC Chajrman Michael Powel]
Federal Communications Commissian
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition toc the
Department of Justice s reguest that ail new Internet communication services be
required to have built—in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allaow
the FBT to conduct surveillance. The FBI is going far beyend these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government requiring all
new homes be buiit with a peephole for law enforcement to look through.

I am very concerned that this requirement represents an end-run around
Congress. iawmakers, after extensive deliberaticns, set up boundaries for how
the FBI <an collect information between sources 1ike phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the Taw
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential fer hackers and thieves or
even rogue gavernment agents toc access our personal communications. Past
efforts to provide this sort of backdoosr access have not been successful and
only created a rich apportunity far hackers.

once again., I urge you to oppese the dangerous suggestion of the Department of
Justice that our new Internet communication technolugies should have built—in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Peter Sloss



Thu 29 Mar 2004 B7:58:01 AM EST P. B
Jane Lind

1235 Deer Road
Fremont, CA 34536

March 18, 2004 TSNS

FCC ¢hairman Michael Powell

Federal Communications Commission AN e s one
445 12th Street SW T B e
Washington, OC 20554 :

FCC Chairman Powell:

As a cancerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built—in wiretapping access.

I do not believe this reguirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers hy trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent aof the gavernment requiring all
new homes be built with a peephole far law enforcement to look through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources 1ike phone companies and data
sources like e-mail, The FBI s aggressive and expansive reading of the Taw
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our petsonal <ommunications, the
government is creating the very real potential far hackers and thieves cr
even rogue government agents to access our personal communications. Past
efforts to provide this sart of backdonr access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppese the dangerous sugaestion of the Department of
Justice that our new Intarnet communication technoliogies should have built-in
wiretapping.

I iook forward to hearing your thoughts on this matter.

Sincerely,

Rev. Jane N. Lind
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Robert Bullwinkel
pP.0. Box 571, 7459 Rapp Lane
Talent, OR 87340

March 18, 2004

£0C Chairman Michael Powell LT Ry

Federal Communications Commission L

445 12th Street SW ¢

washington, DC 20554 S
FCC Chairman Powell;

As a concerned individual, I am writing to express my opposition to the

Department of Justice s request that all new Internet communication services be

required to have built—in wiretapping access.

T do not belieye this reguirement is necessary. Longstanding laws already
reguire Internet Service Providers and Internet teiephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the eguivalent of the government requiring all
new homes be built with a peephnie for law enforcement to look through.

I am very concerned that this requirement represents an end-run around
congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources like phane companies and data
sources 1ike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I underctand that by requiring a master key to our persanal communications, the
government is creating the very real potential for hackers and thieves or
eyen rogue gavernment agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

once again, I urge vau to oppose the dangerous sugcestion of the Department of
Justice that our new Internet communication technologies should have huilt—in
wiretapping.

I lTock forward to hearing your thoughts on this matter.

Sincerely,

Robert Bullwinkel
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Thomas Cron

366 buckalew road
freehold, ni 07728

March 19, 2004 . w:ﬂmhwn;LVJ

FCC Chairman Michael Powel! L0 wn
Federal Communications Commissian o "
445 12th Strest SW
Washington, D¢ 20554

FCC Chairman Powell:

As a caoncerned individual, I am writing to express my opposition to the
Department of JTustice s request that all new Internet <ommunication services be
required to have built-in wiretapping access.

I do not helieve this requirement is necessary. Llongstanding laws already
require Internet Service Praviders and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government requiring ail
new homes be built with a peephole for law enforcement to lTogk through.

1 am very concerned that this reguirement represents an end-~run around
Congress. Lawmakers, after extensive deliberations, set up houndaries for how
the FBI can coilect informaticon between sources like phone campanies and data
sources Jike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the Jegislative process to alter that careful balance.

I underctand that by requiring a master key to our personal communications, the
government is creating the very real patential for hackers and thipves ar
even rogue government agents to access our personal communications. Past
efforts to pnrovide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to appose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I Yook forward te hearing your thoughts on this matter,

Sincerely,

Thomas Cron



Thu 25 Mar 2004 08:55:33 AM EST P, 2
Joan Carl

4808 Mary Ellen Avenue
Sherman Oaks, CA 91423

March 18, 2004

FCC Chairman Michael Powel]
Federal Communications Commissian
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s reguest that all new Internet communication services he
required to have built-in wiretapping access.

I do not believe this requirement is necessary. Llongstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems arcund
government eavesdropping. It is the equivalent of the government requiring all
new homes be built with a peephole for law enforcement tco look through.

I am very concerned that this requirement represents an end-run around
Cangress. Lawmakers, after extensive deliberations, set up houndaries for how
the FBI can collect infarmation between sources like phone companies and data
sgurces 1ike e-mail. The FBI s agaressive and expansive reading of the Jaw
would bypass the legislative process to alter that careful balance.

1 understand that hy requiring a master key to our personal communications, the
government is c¢reating the very real potential for hackers and thieves or
even rogue government agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not heen successful and
only created a rich oppartunity for hackers.

once again, I urge you to oppose the dangercus suggestion of the Department af
Justice that our new Internet communication technologies should have built-in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Joan Carl
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Cassidy Martinez

8734 NW Wood St
Portiand, OR 37231

March 19, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washingtan, DC 20554

FCC Chairman Powell:

As a concerned individual, T am writing to express my opposition to the
Department of Justice s request that all new Internet communication services he
reguired to have built—in wiretapping access.

I do not helieve this requirement is necessary. Llangstanding laws already
require Internet Service Providers and Internet telephane companies to allow
the FBI to conduct surveillance. The FBI is going far hayond these existing
pawers hy trying to force the industry to actually build its systems around
gnvernment eavesdropping. It is the eguivalent of the government requiring all
hew homes be buiit with s peephole for law enforcement to look through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information hetween sources like phone companies and data
sources Jike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master kKey to our personal <communications, the
government is creating the very real potential for hackers and thieves _or
even rogue government agents to access our personal communications. Past
efforts to provide this sort of backdoer access have not been successful and
only created a rich oppartunity for hackers.

Once again, I urge vou to pppose the dangercus suggestion of the Department of
Tustice that our new Internet communication technologies should have built-in
wiretapping.

I laok forward to hearing your thoughts on this matter.

Sincerely,

Cass Martinez
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amie McHugh

377 Roosevelt Way
SF, CA 534114

March 19, 2004

FCC Chairman Michael Powell
Federal Communications Commission
449 12th Street SW

Washington, DC 209554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition fto the
Department of Justice s request that all new Internet communication services be
reguired to have built—in wiretapping access.

I do not believe this requirement is necessary. Llongstanding Jaws already
require Internet Service Providers and Internet telephone companies to allew
the FBI to conduct surveillance. The FBI is coing far beyond these ewisting
powers by trying to force the industry to actually build jts systems around
government eavesdropping. It is the eguivalent of the government requiring aill
new homes be built with a peephole for law enforcement to Yook through.

I am very concerned that this requirement represents an end-run arocund
fongress. Lawmakers, after extensive deliherations, set up boundaries for how
the FBI can collect informatiaon betwsen sources l1ike phone companies and data
sources 1ike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves ar
even rogue government agents to access gur personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich oppartunity for hackers.

Once again, T urge you ta oppose the dangerous suggestion of the Department of
Justice that our new Internet communicatiaon technologies should have built-in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Jamie McHugh
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adrianra Galvez

1058 E Providencia Ave
Burbank, Ca. 91501

March 19, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washingtan, 0C 20554

FCC Chairman Pawell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built—in wiretapping access,

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to ailow
the FEI to conduct surveillance. The FET is gning far heyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government requiring all
new homes he built with a peephole for Taw enforcement to look through,

I am very concerned that this reguirement represents an end-run around
Congress. lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources 1ike phone companies and data
sgurces like e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative pracess to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
‘government is creating the very real potential far hackers and thieves or
eyen rogue government agents to access our personal communications. Past
efforts to provide this sart of backdoor access have not been successful and
only created a rich apportunity for hackers.

Odnce again, I urge you ta oppose the dangersus suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

fdriana Galvez
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Leonarda Chait

17368 Sunset Blvd,
Pacific Paiisades, CA 90272

March 13, 2004

FCC Chairman Michae! Powell
Federal Communications Commission
445 412th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, T am writing to express my opposition to the
Department of Justice s reguest that all new Internet communic<ation services be
required to have built—in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these exfsting
powers by trying to force the industry ko actually build its systems around
government eavesdropping. It is the squivalent of the government requiring all
new homes be built with a pesphole for Taw enfarcement to look through.

I am very concerned that this requirement represents an end-run around
Congress. lLawmakers, after extensive deiiberations, set up boundaries far how
the FBI can collect infaormation between sources 1ike phone companies and data
sources like e-mail. The FBI s agoressive and expansive reading of the law
would bypass the Tegislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government {5 creating the very real potential for hackers and thieves or
Even rogue government agents to access ogur persanal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity Ffar hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technalogies should have built-in
wiretapping.

I Teok forward to hearing your thoughts on this matter.

Sincerely,

leohardo Chait
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iver Cleary

201 Penn St.
Camden, NI 08102

March 18, 2004

FCC chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my gpposition to the
Department of Justice s request that all new Internet communicaticn services be
required to have built—in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to canduct surveillance. The FBI is gning far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdrapping. It is the equivalent of the government reguiring all
new homes be built with a peephole for Taw enforcement to Yook through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources like phone companies and data
sgurces like e-mail. The FBI s aggressive and expansive reading of the Taw
would bypass the Tegislative process to alter that careful balance.

I understand that by reguiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
gven rogue government agents to access our personal communications. Past
efforts to provide this sort of backdeor access have not been successful apd
anly created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I Jook forward to hearing your thoughts on this matter.

Sincerely,

0liver Cleary



Thu 25 Mar 2004 08:;55:33 AWM EST |
Heidi Vanderheiden

91-544 Aikanaka Road
Ewa Beach, HI 86708

March 19, 2004

FCC Chairman Michael Powell
Federal Communications Commissian
445 12th Street SW

Washingtnn, DC 20554

FCC Chairman Powell:

fis a concerned individual, T am writing to express my opposition to the
Department of Justice s reguest that all new Internet communication services be
required to have built—in wiretapping access. :

I do not believe this requirement is necessary. tongstanding laws already
require Internet Service Providers and Internet telephone <ompanies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
gavernment eavesdropping. It is the equivalent of the government requiring all
new homes be buiit with a peephale for law enforcement to Taok through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extepsive deliberations, set up boundaries for how
the FBI can collect information bhetween sources like phone companies and data
sources Tike e—mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access our personal cammunications. Past
efforts to pravide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Dhce again, I urae you to oppose the dangerous suagestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiregtapping.

I Jook forward to hearing your thoughts on this matter.

Sincerely,

Heidi L. Yanderheiden



Thu 25 Mar 2004 08:55:33 AM EST P.39
Clint Weirick

380 Saratoga Avenue
Crover Beach, Califarnia 93433

March 18, 2004

FCC Chairman Michael Powel]
Federal Communications Commission
445 12th Street SW

Washingtan, D¢ 20554

FCC Chairman Powell:

#s a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services he
reguired to have built-in wiretapping access.

I do not believe this requirement is necessary. Llongstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far heyond these existing
nowers hy trying to force the industry to actually huild its systems around
government eavesdropping. It is the equivalent of the gavernment regquiring all
new homes be built with a peephaole for law enforcement to look through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources like phone companies and data
sources 1ike e-mail., The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

T understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access our personal communications. Past
efforts to pravide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

once again, I urge you to oppose the dangerous suggestien of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Clint Weirick



Thu 25 Mar 2004 08:55:33 AM EST P. 30
Scott Rosenstein

3153 W. 14 Street
Cleveland, Ohio 44109

March 19, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Strest SW

Washington, DC 20554

FCC Chairman Powell:

#s a concerned individual, I am writing to express my opposition to the
Cepartment of Tustice s request that all new Internet communication services he
required to have built—in wiretapping access.

I do not believe this reguirement is necessary. Llongstanding laws already
require Internet Service Providers and Internet telephane companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the eguivalent of the government requiring all
new homes be built with a peephole far law enforcement to look through.

I am very cancerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for haow
the FBI can collect information between sources Tike phone companies and data
saurces 1ike e-mail, The FBI s aggressive and expansive reading of the Taw
would bypass the legislative process to alter that careful bhalance.

I understand that by requiring a master key to our personal <ommunications, the
gavernment is creating the very real potential for hackers and thieves or
even rogue goevernment agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich appartunity faor hackers.

once again, I urge you te oppose the dangerous suggestian of the Department of
Justice that our new Internet communication technolegies should have builit-in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Scott Rosenstain



Thu 2% Mar 2004 08:55:33 AM EST P. 11
Jeannette Fess

2216 charlotte ave
Concord, ca 94518

March 19, 2004

FCC Chairman Michael Powell
Federal Communications Cammicsion
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have bullt—in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone campanies to allow
the FBI to canduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the squivalent of the government requiring all
new homes be huilt with a peephole for Jaw enforcement to Took through.

I am very concerned that this requirement represents an end-run around
fongress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect infarmation between sources like phone companies and data
saurces 1ike e~mail. The FBI s aggressive and expansive reading of the law
would bypass the legis]ative process to alter that careful balance.

I understand that by requiring a master key to our personal <ommunications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich apportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion cof the Department of
Justice that our new Internet communication technologies should have built-—in
wiretapping.

I Jook forward to hearing your thoughts an this matter.

Sincerely,

Jeannette Fess
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Newton J. Burkett, Jr.

260 West Crand Street
Elizabeth, NI 07202

March 19, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street Sw

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, T am writing to express my oppositian to the
Department of Justice s reguest that all new Internet communication services be
required to have built-in wiretapping ac<ess.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far bevond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the eguivalent of the government regquiring all
new homes be built with a peephole for Taw enforcement to Took through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources 1ike phone companies and data
sogurces 1ike e—mail. The FBI s aggressive and expansive reading of the law
would bypass the leqislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
eyen rogue government agents to access gur personal communications, pPast
efforts to provide this sart of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I jook forward to hearing your thoughts on this matter.

Sincerely,

Mewtan J. Burkett, JTr.
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Cerise Bouchard

1733 Brook Park Drive
lexington, Kentucky 40511

March 18, 20804

FCC Chairman Michael Powell
Federal Caommunications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

A5 a concerned individual. I am writing to espress my oppositicn to the
Department of Tustice 5 request that all npew Internet communication services be
required to have built-in wiretapping access.

I do not believe this requirement 15 necessary. tongstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to farce the industry to actually build jts systems around
government eavesdraopping. It is the equivalent of the government requiring atl
new homes be built with a peephole for lTaw enforcement to Took through.

I am very concerned that this requirement represents an end-run arcund
Conyress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can colject informatian between sources like phone companies and data
saurces like e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful halance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves ar
even rogue government agents to access our personal communications. Past
efforts to provide this sort of hackdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge yod to oppose the dangercus suggestion of the Department of
Jystice that our new Internet communication technologies should have built-in
wiretapping.

I look forward to hearing vour thoughts on this matter.

Sincerely,

Cerise E. Bouchard
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Steve Wisser

401 Warren Circle
Clarksville, TN 37040

March 19, 2004

FCC Chairman Michael Powell
Federal Communicatians Commissian
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, T am writing to express my opposition to the
Department af Tustice s request that all new Internet communication services be
required to have built—in wiretapping access,

I do not believe this requirement is necessary. Lengstanding laws already
require Internet Service Providers and Internet telephone campanies to allaow
the FBI to conduct surveillance. The FBI is going far beyond these existing
sowers by trving to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government requiring all
new homes be built with a peephole for law enforcement to look through.

I am very cancerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect infarmation hetween sources like phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
even rogue qgovernment agents ts access our persenal cammunications. Past
efforts to provide this sart of backdoor access have not been successful and
cnly created a rich opportunity for hackers.

once again, I urge you to oppase the dangerous suggestion of the lepartment of
Justice that our new Internet communication technaologies should have built—in
wiretapping.

I look forward to hearina your thoughts on this matter.

Sincerely,

Steve Wisser
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Shannon Devine

185 Bay Street
Taunton, MA 02780

March 19, 2004

FCC Chairman Michael Powel?
Federal Communications Commission
445 12th Street SW

Washington, 0C 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my oppositieon to the
Department of Justice s reguest that all new Internet communication services be
required to have built—in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems arcund
government eavesdropping. It is the eguivalent of the government requiring all
new homes be built with a peephole for law enforcement to Took through.

I am very caoncerned that this requirement represents an end-run around
Congress. tawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources like phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the Jaw
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves ar
eveh rogue government agents to access our personal communications. Past
effarts to provide this sort of backdoor access have not been successful and
anly created a rich apportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technolcgies should have built-in
wiretapping.

I look forward to hearing your thoughts on this matter,

Sincerely,

Shannon Devine
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Jeff Barrett

1450 Tefferscn street
- Hollywood, FL 33020

March 19, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services he
required to have built—in wiretapping access,

I do not believe this reguirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is goning far beyond these existing
powers by trying to force the industry to actuajly build its systems around
government eavesdropping. It is the equivalent of the government requiring all
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this requirement represents an end-run arcund
Congress. Lawmakers, after extensive deliberatiens, set up boundaries for how
the FBI can collect information between sources like phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

1 understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thiaves or
even rague government agents to access our personal communications. Past
effarts to provide this sart of backdoor access have not been successful and
oniy created a rich opportunity for hackers.

once again, I urge you to appose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Jeff Barrett
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Take Shafer

1312 33rd Ave.
Astoria, NY 11108

March 19, 2004

FCC Chairman Michael Powel)
Federal Communications Commission
445 12th Street SW

Washingtan, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built—in wiretapping access.

I do not believe this reguirement is necessary. Longstanding laws already
require Internst Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to farce the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government requiring all
new homes be built with a peephole for law enforcement to leok through.

T am very concerned that this requirement represents an end-run around
Cangress. Lawmakers, after extensive deliberations, set up boundaries faor how
the FBI can collect information between sources like phone companies and data
sgurces 1ike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by reguiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves ar
even rogue government agents to access our personal commynications. Past
effarts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppaose the dangerous suggestion of the Depariment of
Justice that gur new Internet communication technologies should have built—in
wiretapping.

I look farward to hearing your thoughts on this matter.

Sincerely,

Jake Shafer



