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Kathieen Fones

403 W 115th St #43
New York, MY 10025

March 19, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCL Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s reguest that all new Internet communication services be
required to have built—in wiretapping access.

I do not believe this requirement is necessary. Longstanding Taws aiready
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdrapping. It is the equivalent of the government reguiring
that all new homes be built with a peephole through which law enforcement can
Took.

I am very cancerned that this reguirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources like phone companies and data
sources 1ike s-mail. The FBI s agyressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our perssnal communications, the
government s creating a very real potential for hackers and thieves or even
rogque gavernment agents to access our personal communications. past efforts
to provide this sort of backdoor access have not been successful and instead
have only <reated a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built=in
wiretapping.

I Jook forward to hearing your thoughts on this matter.

Sincerely,

Kathleen Faones



Thu 25 Ma: 2004 ‘UG:Z.F:H A _EST F. B
Caitlin fAskins

12742 Butterfly Drive
Nevada City, CA 959%9

Mar<h 19, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

washingtan, BC 20554

FCC Chairman Powell:

As & concerned individual, I am writing to express my copposition to the
Department of Justice s request that all new Internet communication services be
required to have built—in wiretapping access.

I do not helieve this reguirement is necessary. Llongstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying ta force the industry to actually build its systems around
government eavesdropping. It jis the equivalent of the government requiring all
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this reguivement represents an eng-run arountg
Congress. lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources like pheone companies and data
sources 1ike e-mail. The FBI s aggressive and expansive reading of the Jlaw
would bypass the legislative process to alter that careful balance.

I understand that by reguiring a master key to our personal communications, the
gavernment is creating the very real potential for hackers and thieves or
geven rogue government agents to access aur personal communications. Past
efforts Yo provide this sort of backdoor access have nat been successful and
only created a rich appartunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I look forward to hearing your thoughts aon this matter.

Sincerely,

Caitlin Askins
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Jeffrey A. Crawford

1535 Danaldson Place
Cin<cinnati, OH 45223

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
449 12fth Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built-in wiretapping access.

I do not believe this reguirement is necessary. Longstanding laws already
require Internet Service Providers and Internst telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government reguiring all
new homes he built with a peephole for law enforcement to Jook through.

I am very concerned that this reguirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources like phone <ompanies and data
sources 1ike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
eveh rogue government agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich cpportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Bepartment of
Justice that aour new Internet communication technolegies should have built—in
wiretapping.

I Took forward to hearing your thoughts on this matter.

Sincerely,

T. Jeffrey A. Crawford
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JTames Mason

505 Andresen Ct.
Hazel Park, MI 48030

March 18, 2004

FCC Chairman Michael Powell
Federal Cammunications Commission
445 12th Street SW

Washington, D{ 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Pepartment of Justice s request that all new Internet communication services be
required to have built-in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies te allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. Tt is the equivalent of the government requiring all
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this reguirement represents an end-run around
Congress. lLawmakers, after extensive deliberaticns. set up boundaries for how
the FBI can collect infaormation hetween sources 1ike phone companies and data
sources 11ke e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key te our personal communications, the
government is creating the very real potential for hackers and thieves or
gven rogue government agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Oonce again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built—in
wiretapping.

I look forward to hearing yaour thauchts on this matter,

Sincerely,

James Masan
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Tam Murphy
1301 E. Mabel St.
Tucson, AZ 85718

March 18, 2004

FCC Chairman Michael Powel]
Federal Communications Commissian
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, T am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built-in wiretapping access.

This requirement is not necessary. Longstanding laws aiready regquire Internet
Service Providers and Internet telephane companies to allow the FBI to conduct
surveillance. The FBI is going far beyond thece existing powers by trying to
force the industry to actually build its systems around gavernment
eavesdropping, and should be prosecuted accordingly. It is the equivalent of
the government requiring all new homes be built with a peephole for Taw
enforcement to Jook through! As an American I am furious!

This requirement represents an end-run around Congress. Lawmakers, after
extensive deliberations, set up bhoundaries for how the FBI can collect
information between sources like phone companies and data sources 1ike e-mail.
The FBI s aggressive and expansive reading of the Taw would bypass the
lTegislative process to alter that carsful balance.

By requiring a master key ta our personal communications, the government is
creating the very real potential for hackers and thieves or even rogue
gavernment agents to access our personal communications. Past efforts to
provide this sort of backdoor access have not bheen successful, and only
created a rich opportunity for hackers!

Once again, I urge you to oppose this DANGEROUS suggestion by the Department of
Justice that our new Internet communication technolegies should have built—in
wiretapping.

As an American citizen, I would also support a full investigation of this
Department of Justice, to find out its true motives in trying to implement an
obviously Un—-American, almost treasones attack on our CGod-given Constitutional
rights, {of which contless Americans have given their lives to protect).

I look forward to hearing your thoughts on this important matter.

Yours in Liberty.

Tom Murphy
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Alberta Harbutt

190 Warren Street
Brooklyn, New York 11201

March 18, 2004

FCC Chairman Michael Powel]
Federal Communications Commissian
445 12th Street SW

Washingtan, DC 20554

FCC Chairman Powell:

fs a concerned individual, I am writing to express my cpposition to the
Department of Justice s reguest that all new Internet communication services be
required to have built—in wiretapping access.

I do not believe this requirement is necessary. Lorgstanding taws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems arcund
government eavesdropping. It is the eguivalent of the government requiring all
new homes be built with a peephole for Taw enforcement to look through.

I am very concerned that this reguirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources 1ike phone companies and data
saurces like e-majl. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful batance.

I understand that by requiring a master key to our personal cemmunications, the
government is creating the very real potential for hackers and thieves ar
even rogue government agents to access cur personal ¢ommunications. past
efforts to proyide this sort of backdeor access have not been successful and
only created a rich oppartunity far hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I lTook forward to hearing your thoughts an this matter,

Sincerely,

Alberta Harbutt
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tracy tedesco

1425 n washtenaw
CHICAGO, TIL B0B22

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street Sw

Washington, DC 20554

FCC Chairman Powell:

fs a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have huilt—in wiretapping access.

1 do not believe this reguirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies tec allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. Tt is the eguivalent of the government requiring all
hew homes be built with a peephole for law enforcement to look through,

I am very concerned that this requirement represents an end-run around
congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information bhetween sources tike phone <ompanies and data
sources like e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by regquiring a master key tc our persenal communications, the
government is creating the very real potential for hackers and thieves or
even rogue covernment agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not heen successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built—in
wiretapping.

I Togk forward to hearing your thoughts on this matter.

Sincerely.

Tracy Tedesco
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Richarg & Tulie Sullivan

4321 N Kimball Ave
Chicago, IL 60825

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street sw

Washington, 0C 20554

FCC Chairman Powell:

As a concernsd individual, I am writing to express my cpposition ta the
Department of Tustice s reguest that all new Internet communication services be
required to have built-in wiretapping access.

I do not believe this requirement is necessary. Llongstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government reguiring al]
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this requirement represents an end-run around
Congress. lLawmakers, after ewxtensive deliberations, set up boundaries for how
the FBI can collect information between sources like phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the law
would bypass the Tegislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential faor hackers and thieves ar
even rogue government agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
cnly created a rich apportunity for hackers.

Once again, I urge vou to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built—in
wiretapping.

I Took forward tec hearing your thoughts an this matter.

Sincerely,

Richard and.Julie Sullivan
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Karen Gravereaux

555 Oakland Ave H3E
Oakland, CA 94611

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street S¥

Washingtan, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s reguest that all new Internet communication services be
required to have built—in wiretapping access.

I do not helieve this regquirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allew
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the findustry to actually build its systems around
government eavesdropping. It s the eguivalent of the government requiring atl
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources like phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the law
would bypass the Tegislative process tc alter that careful balance.

I understand that by reguiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
gven rogue government agents to access our personal communications, Past
efforts to provide this sort of backdoor access have not heen successful and
only created a rich appertunity for hackers.

Cnce agair, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built—in
wiretapping.

I look forward to hearing your thoughts cn this matter.

Sincerely,

Karen Gravereaux
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Helen Weber

4313 S. Apache fAvenue
Sierra Vista, Arizona 85650

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell: .
As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services he
required to have built—in wiretapping access.

I do not believe this regquirement is necessary. Llongstanding laws already
require Internet Service Providers and Internet telephone companies toc allow
the FBI to conduct surveillance. The FBI is qoing far beyond these existing
powers by trying to force the industry to actually build its systems around
gavernment eavesdropping. Tt is the equivalent of the government requiring all
new hames be built with a peephole far law enforcement to look through.

T am very concerned that this regquirement represents an end-run around
Cangress. Lawmakers, after extensive deliberaticns, set up houndaries for how
the FBI can collect information between sources 1ike phone companies and data
sources 1ike e-mail. The FBI 5 aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

1 understand that by requiring a master kay tc our personal communications, the
government is creating the very real potential for hackers and thieves ar
EVEN rogue government agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich apportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Tustice that our new Internet communication technologies should have built—in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Helen L. Weber
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Steven Lerman

1500-4th. St., Apt. 28
Sacramento, (a 95814

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

fs a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communic<ation services bhe
reguired to have built—in wiretapping access.

I do not helieve this reguirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyvond these existing
powers by trying to force the industry to actually build its systems arcund
government eavesdropping. It is the eguivalent of the government requiring all
new homes he built with a peephole for law enforcement to look through.

I am very concerned that this requirement represents an end-run around
Congress. itawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect infarmation between sources 1ike phone companies and data
sources like e—-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by reguiring a master key to our personal communicaticns, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers,

Once again, I urge you to oppaose the dangerous sucggestion of the Department of
Justice that our new Internet communication technologies should have built—in

wiretapping.

Please take the time to think about this. I look forward to hearing vour
thoughts on this matter.

Sincerely,

Steven Lerman
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Donna L. Musser

299 Gaither Avenue
Youngstown, OH 44507

March 19, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As & caoncerned individual, I am writing to express my cppositicn to the
Department of Justice s reguest that all new Internet communication services be
required to have built—in wiretapping access.

I do not believe this reguirement is necessary. Longstanding laws already
require Internet Service Prayiders and Internet telephone companies to allaw
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. Tt is the equivalent of the government requiring all
new homes be built with a peephole for law enforcement to loak through.

I am very concerned that this reguirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundarfes for haw
the FBI can callect information between sources 1ike phone companies and data
spurces like e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by reguiring a master key to our personal <ommunications, the
government is creating the very real potential for hackers and thisves or
even rogus government agents to access our personal communicaticns. Past
efforts to pravide this sort of bhackdoor access have not been successful and
oniy created a rich oppnrtunity for hackers.

once again, I urge you to oppose the dangerous suggestion af the Department of
Justice that our new Internet communication technologies should have bhuilt—=in
wiretapping.

T Jook forward to hearing your thoughts on this matter.

Sincerely,

Denna L. Musser
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Harold Law

1535 SouthView Dr
OxonHill,, Md. 20745

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

#s a concerned individual, I am writing to express my opposition to the
Department of Justice s reqguest that all new Internet communication services be
reguired to have built—in wiretapping access.

I do not believe this requirement 15 necessary. Longstanding laws already
reguire Internst Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government requiring al]l
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this reguirement represents an end—-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources like phone companies and data
sources 1ike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legisiative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves ar
even rogue government agents to access cur personal communications. Past
efforts to proyide this sort af backdoor access have not been successful and
only created a rich apportunity for hackers.

Once again, I urae vou to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technoliogies should have built-in
wiretapping.

I Yook forward to hearing your thoughts on this matter.

Sincerely,

Harold Law
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Paul Clancy

913 Chantilly Court
Walnut Creek, CA 94598

March 18, 2004

FCC Chatrman Michael Powel]
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my oppositiaon teo the
Department of Justice s request that all new Internet communication services he
required to have built—in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allaow
the FBI to conduct surveillance. The FBI 15 going far beyond these existing
powers by trying te force the industry to actually build its systems araound
governmant eavesdropping. It is the equivalent of the government reguiring all
new homes be built with a peephole for law enforcement to laok through.

I am very concerned that this recuirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can ¢ollect information between sourc<es Tike phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the Taw
would bypass the legislative process to alter that careful halance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
even rogue government agsnts to access our perscnal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers,

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built—in
wiretapping.

T Yook forward to hearing your thoughts on this matter.

Sincerely,

Faul J. Clancy
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Nicole Topaiian

1320 Lombard St
San Francisco , CA 94109

March 18, 2004

FCC Chairman Michael Powel]
Federal Communications Commission
445 12th Street SW

Washington, DC 20994

FCC Chairman Powell:

fs a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all rew Internet communic<ation services be
required to have built-in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government requiring all
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this reqguirement represents an end-run around
Cangress. lLawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources 1ike phone companies and data
sources Jike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful halance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
gvenh rogue government agents to access our persaonal communications, Past
efforts to provide this sort of hackdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should haye built-in
wiretapping.

I lTook forward to hearing your thoughts on this matter.

Sincerely,

Nicole
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david suttaon

8440 Westcliff dr. apt 1132
las vegas, nv 83145

March 18, 2004

FCC Chairman Mjchael Powell
Federal Communications Commission
445 12th Street SW

Washington, 0C 20554

FCC Chatrman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built-in wiretapping access.

I do not helieve this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the fBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry te actually build its systems around
government eavesdrapping. It is the eguivalent of the government requiring all
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this requirement represents an end-run around
Congress. lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources like phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful halance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access our persgnal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangercus suggestion of the Department of
Justice that our new Internet communication technoloygies should have built-in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

David A, Suttan
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Teresa Ridley

33-65 14th Street
Long Istand City, NY 11108

March 19, 2004

FCC Chairman Michael Powell
Federal Communications Commissicon
445 12th Street SW

Washington, DC 203554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s reguest that all new Internet communication services be
required to have built—in wiretapping access.

I do not believe this requirement is necessary. Llongstanding laws already
require Internet Service Praoviders and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
gavernment eavesdropping. It is the equivalent of the government reguiring all
new homes be built with a peephoie for law enforcement to lock thraugh,

I am very concerned that this requirement represents an end-run around
Congress. iawmakers, after extensive deliberations, set up boundaries for haow
the FBI can collect information hetween sources like phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the law
would bypass the Tegislative process to alter that careful balance.

I understand that by requiring a master key to our persanal communications, the
government 15 creating the very real potential for hackers and thieves or
evan rogue government agents to access ocur personal communications. Past
efforts to provide this sort of backdoor access have not heen successful and
only created a rich ecpportunity for hackers,

Once again, I urge you to oppose the dangerous suggestion af the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I Jook forward to hearing your thoughts on this matter.

Sincerely,

Teresa Ridley
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Robert Congdon

1243 Woodland Ave
wWoodburn, OR 97071

March 18, 2004

FCC Chairman Michael Pawell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s reguest that all new Internet communication services he
reguired to have built—in wiretapping access.

I do not beljeve this reguirement is necessary. Longstanding laws already
require Internet Service Froviders and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is coing far bevond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the eguivalent of the government requiring all
new homes be built with a peephole for law enforcement to Iook through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can callect information between sources 1ike phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the law
would bypass the Tegislative process to alter that careful balance.

I understand that by requiring a master key to our personal <ommunications, the
gavernment is creating the very real potential for hackers and thiewves or
even rogue qovernment agents toc access our perseonal communicaticns. Past
efforts to provide this sort of backdoor access have not heen successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built-—in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Robert Congdon
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Jay Bryant

821 S. Orcas St,
Seattle, WA 398108

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

washingtan, DC 20554

FCC Chairman Powell:

As a cancerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built—in wiretapping access.

I do not helieve this reguirement is necessary. Longstanding laws already
reguire Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
gaoverrment eavesdropping. It is the equivalent of the government regquiring all
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources 1ike phone companies and data
sources like e-mail. The FBI s agsressive and expansive reading of the law
would bypass the lTegislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
gavernment is creating the very real potential for hackers and thieves or
gven rogue government agents to access our perscgnal <ommunications. Past
efforts to provide this sort of hackdoor access have not been successful and
cnly created a rich apportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Jay W. Bryant
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Dana Johnson

27317 Palo Verde Place #201
Canyson Country, CA 91387

March 19, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chajrman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built-in wiretapping access. .

I do not helieve this requirement is necessary. Longstanding Taws already
require Internet Service Providers and Internet tejephone companies to allow
the F8I to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
gavernment eavesdropping., It is the equivalent of the government requiring all
new homes be built with a peephole for Taw enforcement to look through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up houndaries for how
the FBI can collect information betwean sources 1ike phone companies and data
saurces 11ike e-mail. The FBI s aggqressive and expansive reading of the Taw
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our perscnal communications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich cpportunity faor hackers.

Oonce again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have buiit—in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Dana Johnson
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Davidg Streetz

4420 California Ave
Long Beach, CA 30807

March 139, 2004

FCC Chairman Michael Powell
Federal Communications Cammission
445 12th Street SW

Washingtan, 0C 20554

FCC Chairman Powell:

As a concerned individual, I am writing te express my opposition to the
Department of Justice s request that all new Internet communication services hbe
required ta have built-in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the gavernment reguiring all
new homes be built with a peephole for Taw enforcement to look through.

I am very concerned that this reguirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect infarmation between sources like phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential far hackers and thieves or
e¥Yen rogue government agents to access our personal communications. Past
effarts to provide this sort of backdoor access have not heen successful and
only created a rich oppartunity for hackers.

once again, I urge you to oppose the dangeraus suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

David Streetz
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Kristy Mangel

1326 W. Estes H3IW
Chicago, IL 60628

March 18, Z004

FCC chairman Michase]l Powel)
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my oppasiticn to the
Department of Justice s reguest that all new Internet communication services be
required to have built—1in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
gavernment eavesdropping. It is the equivalent of the government requiring all
new homes be built with a peephole for law enforcement to Toak through.

1 am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up baundaries far how
the FBI can collect information between sources 1ike phane companies and data
sources 1ike e-mail. The FBI s aggressive ahd expansive reading of the law
would bypass the legisiative process to atter that careful baiance.

1 understand that hy reguiring a master key to our personal communicaticns, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to sccess cur personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communicatian technologies should have built—in
wiretapping.

I Yook forward to hearing your thoughts on this matter.

Sincerely,

Kristy Mange]
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Linda Johnsaon

3522 The Mall
Minnetonka, MN 59345

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell;:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built—in wiretapping access.

I do not believe this reguirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone campanies to aliow
the FBI to conduct surveillance. The FBI is going far bevond these existing
pawers by trying to force the industry to actually build its systems around
government eavesdrapping. It is the equivalent of the government reguiring all
new homes be built with a peephale for law enforcement to look through.

I am very concerned that this reguirement represents an end-run around
Congress. lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources like phane companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the jaw
would bypass the legistative process to alter that careful balance.

I understand that by requiring a master %ey to ocur persaonal communications, the
government is creating the very real potential faor hackers and thieves ar
even rague covernment agents to access our personal communications. Pact
efforts ta provide this sort of backdoor access haye nhot been successful and
only c¢reated a rich ocppaortunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Linda Taohnsan
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kKate Dilworth

8223 NE Eugene SEt.
Portland, OR 37220

March 18, 2004

FCC Chairman Michael Powell
Federal Communicaticns Commissicn
445 12th Street SW

Washington, 0C 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Tustice s request that all new Internet <communication services he
required to have built—in wiretapping access.

I do not helieve this reguirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdrapping. It is the eguivalent of the government requiring al11
new homes be built with a peephoie for law enforcement to look through.

I am very concerned that this requirement represents an end-run around
Cangress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can ¢gllect information between sources 1ike phone companies and data
sources 1ike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal <ommunications, the
government is creating the very real potential for hackers and thieves Gr
even rogue government agents to access aur personal communications.  Past
efforts to provide this sort aof hackdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built-—in
wiretapping.

I Yook forward to hearing your thoughts on this matter,

Sincerely,

Kate Ditwarth
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kathryn Spurr

1204 Richmond St.
Joliet, IL 60435

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Cammission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Tustice s reguest that all new Internet communication services be
required to have built—in wiretapping access.

I do not believe this reqguirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephane companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry te actually build its systems around
government eavesdraopping. It is the equivalent of the government reguiring all
new homes he built with a peephole for Taw enforcement to look through.

I am very concerned that this requirement represents an end-run around
Cangress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between scurces like phone companies and data
sources 1ike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves ar
even rogue government agents to access our personsl <ommunications. Past
efforts to provide this sort of backdoor access have not heen successful and
cnly created a rich cpportunity for hackers.

Once again, I urge you to oppose the dangercus suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I Jook forward to hearing your thoughts on this matter.

Sincerely,

Kathryn Spurr



