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Barbara Smith

1376 A Ridgeway Avenue
Rochester, NY 14615

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commissian
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

#s a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
regquired to have built—in wiretapping access.

I do not believe this reguirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actuslly build its systems around
government eavesdropping. It is the eguivalent of the government requiring atll
new homes be built with a peephole for Taw enforcement to 1sok through.

I am very concarned that this requirement represents an end-run around
Congress. Lawmakers, after estensive deliberations, set up boundaries for how
the FBI can collect information between sources like phone companies and data
sources 1ike e-mail. The FBI s agdressive and expansive reading of the Taw
would hypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal <ommunications., the
government is creating the very real potential for hackers and thieves ar
even rogue government agents to access our personal communicatians. Past
efforts to provide this sart of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to gppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I Yook forward to hearing your thoughts on this matter.

Sincerely,

Barbara ann Smith
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Christopher King

3618 Ashworth Ave n
Seattle, WA 938103

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washingtaon, DC 20554

FCC Chajrman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built—in wiretapping access.

I do not believe this reguirement is necessary. Llongstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyvond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the eguivalent of the government requiring all
hew homes bhe built with a peephole for law enforcement to look through.

I am very concerned that this reguirement represents an end-run argund
Congress. Lawmakers, after extensive deliberations, set up bsoundaries for how
the FBI can ¢ollect information between sources 1ike phaone companies and data
sources 1ike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves ar
even roque government agents to access aur personal communications. Past
effarts to provide this sort of backdoor access have not heen successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suyggestion of the Department of
Justice that our new Internet communication technologies should have built~in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Christopher King
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Amy Anderson

30 Fir Street
Park Forest, IL 60466

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commissiaon
445 12th Street SW

Washingtan, DC 20554

FCC Chairman Poweld:

A5 a concerned individual. I am writing to express my cppositicn to the
Department of Justice s reguest that all new Internet communication services be
required to have built—in wiretapping access.

1 do not helieve this reguirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone <ompanies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government requiring all
new homes be built with a peephole for law enforcement to look through,

I am very concerned that this reguirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries far how
the FBI can collect information between sources like phone companies and data
sources Jike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal <ommunications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access our personal communications. Past
efforts tec provide this sort of backdoor access have not been successful and
only created a rich cpportunity for hackers.

Once again, I urge you tao oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Amy E. Andersaon
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Michae]l Pry

2423 Channon
Poplar BIuff, Missouri B3301

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, BC 20554

FCC Chairman Powell:

As a cancerned individual, I am writing to express my opposition to the
Department of Justice s reguest that all new Internet communication services be
required toc have built-in wiretapping access.

I do not believe this requirement is necessary. Longstanding Yaws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the eguivalent of the government requiring all
new homes be built with a peephole for law enforcement to Jook through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources like phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the Taw
would bypass the Tegislative process to alter that careful bhalance.

I understand that by requiring s master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
gven rogue government agents to access our perscnal communications. Past
efforts to provide this sort nf backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again. I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technolaogies should have built-in
wiretapping.

I look forward ta hearing your thoughts on this matter.

Sincerely.,

Michael Pry
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Shannon Eldridge

16 Brooklyn Ave
Lavallette, NI 08735

March 48, 2004

FCC Chairman Michael Powell
Federal Communications Cammissian
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built—in wiretapping access.

I do not believe this reguirement is necessary. Llongstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent af the government requiring aill
new homes be built with a peephole for Taw enforcement te look through.

I am very cancerned that this reguirement represents an end-run around
fangress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources like phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the Jaw
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master ‘key to our personal <ommunications, the
government is creating the very real potential for hackers and thieves cr
even rogue government agents to access our personal communications, Past
effarts to provide this sort aof backdoor access have not heen successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangercus suggestion of the Department of
Justice that our new Internet communication technologies should have built—in
wiretapping.

I Took forward to hearing your thoughts on this matter.

Sincerely,

Shannon Eldridge
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Joy Schaefer

313 Crescent St NE #4
Crand Rapids, MI 49503

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washingtan, DC 20554

FCC Chairman Powell:

As a cancerned individual, I am writing to express my opposition to the
Department of Justice s reqguest that all new Internet communication services be
required to have byilt—in wiretapping access.

I do not bhelieve this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping.

This plan is eerily reminiscent of the government snooping displayed in George
Orwell’s dystopian novel "1984."

I am very <oncerned that this requirement represents an end-run around
Congress., Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can callect information between sources like phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
gavernment is creating the very real potential for hackers and thieves or
even rogue government agents to access our persnonal communications. Past
efforts to provide this sort of backdoor access have not been successful and
anly created a rich apportunity far hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I Took forward to hearing your thoughts on this matter.

Sincerely,

Joy Schaefer




~J

wald 24 Mar 2004 04:58:24 PM EST P.
Imad Dandan

& Seabluff
Newport Beach, CA 92660

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commissicon
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet cammunication services he
required to have built—in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is goinc far hevond these existing
powers by trying to force the industry to actually build its systems around
government eavesdrapping. It is the eguivalent of the government requiring all
new homes be built with a peephole for law enforcement teo Took through.

I am very <oncerned that this requirement represents an enc—-run around
Congress. Lawmakers, after extensive deliberaticns, set up boundaries for how
the FBI can collect information between sources like phone cocmpanies and data
sources like e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not bheen successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet cammunication technoiogies should have built-in
wiretapping.

I Tock forward to hearing vour thoughts on this matter.

Sincerely,

Imad Dandan
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Steven Gaines
727 San Benito Ave.
Menlc Park, CA 94025

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As & caoncerned individual, I am writing to express my opposition to the
Department of Justice s reguest that all new Internet communication services be
required to have built—in wiretapping access,

I do not believe this requirement {s necessary. Laongstanding Taws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far heyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the covernment requiring atl
new homes he built with a peephole for law enforcement to look through.

I am very concerned that this reguirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources like phone companies and data
sources 1ike e—mail. The FBI s aggressive and expansive reading of the lTaw
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves ar
even rogue government agents to access our perscnal communications. Past
efforts to provide this sert of backdoor access have not heen successful and
oniy created a rich apportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion aof the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I Took farward to hearing your thoughts on this matter.

Sincerely,

Steven Gaines
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darcelle 1. foster

4353 alderdale ave.
anaheim, ca 92807

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Pawell:

As a concerrned individual. I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built—in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance., The fBI is going far beyond these existing
powers by trying to force the industry to actually build its systems arcund
government eavesdropping. It is the eguivalent of the government requiring all
new homes he built with a peephole for law enforcement to Yook through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources like phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential feor hackers and thieves or
gven rogue government agents to access our personal communications. Past
efforts to provide this sort af backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built-=in
wiretapping.

I lock forward to hearing your thoughts on this matter.

Sincerely,

darcelle 1. foster
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Karen Heesch

1826 Rowland Dr.
Odessa, FL 33356

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commissian
445 12th Street SW

Washington, DC 20(554

FCZ Chairman Fowell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s reguest that all new Internet cammunicatiaon services he
required to have built—in wiretapping access. '

I do not believe this reguirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government reguiring all
new homes be built with a peephoie for law enforcement to Took through.

I am very concerned that this reguirement represents an end-run around
Congress. lLawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources like phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the Taw
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal <¢ommunications, the
government 1¢ creating the very real potential for hackers and thieves or
even roque government agents to access our personal communicaticns. Past
effarts to provide this sort of backdoor access have not heen successful and
only created a rich opportunity for hackers.

once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Karen Heesch
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Evelyn Shepard

429 Luakini St.
Honolulu, HI 96817

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washingtnn, DC 20554

FCC Chajrman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet caommunication services bhe
required to have built-in wiretapping access.

I do not belisve this reguirement is necessary. Langstanding laws already
require Internet Service Proyiders and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying te force the industry to actually build its systems around
government eavesdropping. It is the eqguivalent of the government requiring al]
hew homes be built with a peephole for law enforcement to look through.

I am very cancerned that this reguirement represents an end-run around
Congress. Llawmakers, after extensive deliberations, set up boundaries for how
the FBI can coliect informaticn between saources like phane companies and data
sources 1ike e-mail. The FBI s aggressive and expansive reading of the Taw
waould bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our psrsonal communications, the
government is creating the very real potential for hackers and thieves or
even roque government agents to access gur personal communications, Past
efferts to provide this sort of backdoor access have not heen successful and
only created a rich opportunity for hackers,

Once again, I urge you to oppase the dangerous suggestion of the Department of
Justice that our new Internet communication techrolcgies should have built—in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Evelyn Shepard
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Morton Rubin
31 Reliim Drive
¢len Cove, NY 11542

Marc<h 18, 2004

FCC Chairman Michae]l Powel]
Federal Communications Commission
445 12th Street SW

Washingtan, DC 20554

FCC Chairman Powell:

As a cancerned individual, I am writing to express my apposition to the
Department of Tustice s reguest that all new Internet communication services be
required to have built-in wiretapping ac<ess.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far bevond these sxisting
powers by trying to force the industry to actually build its systems arcund
gaverrment eavesdropping. It is the equivalent of the gavernment requiring all
new homes be built with a peephole for law enforcement to look through.

I am very caoncerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up houndaries for how
the FBI can callect infarmation hetween sources like phone companies and data
sources like e-mail. The FBI 5 aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is cresating the very real potential for hackers and thieves cr
eveh rogue government agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
ohly created a rich opportunity for hackers.

once again, I urge vou to aoppose the dangerous suggestion of the Department of
Justice that our rew Internet communication technologies should have built-in
wiretapping.

I Took forward to hearing your thougnts on this matter.

Sincerely,

Marton Rubin
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kelly Harrison
2327 N. Cuernavaca Dr. Unit 3
Austin, TX 78733

March 18, 2004

FCC Chairman Michael Powel]
Federal Communijcatiaons Commissian
445 12th Street Sw

washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of TJustice s request that all new Internet communication services be
required to have built—in wiretapping access.

I do nat believe this requirement is necessary. Llongstanding laws already
require Internet Service Providers and Internet telephone companies to allaw
the FBI to <onduct surveillance. The FBI 15 going far bheyond these existing
powers by trying to force the industry to actually build its systems arcund
government eavesdropping. It is the eguivalent of the government requiring all
new homes be huilt with a peephole for law enforcement to Took through,

I am very concerned that this reguirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources 1ike phone companies and data
sources like e-mail., The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

T understand that by requiring a master key to our personal communications, the
gavernment is creating the very real potential for hackers and thieves or
even rogue government agents to access our personal communications. Past
efforts to praovide this sort aof backdoor access have not heen successful and
only created a rich opportunity for hackers.

Gnce again, I urge you to oppese the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built—in
wiretapping.

I look forward to hearing your thoughts on this matter,

Sincerely,

Kelly Harrisan
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Geaffrey Dunkak
213 Glern Eden Road
Durham, NC 27713

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Nashington, DC 20554

FCC Chairman Powell:

s a concerned individual, I am writing to express my opposition to the
Department of Justice s reguest that all new Interpet communication services be
required to have built-in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBT to conduct surveillance. The FBI is geoing far beyond these ewjsting
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the egquivalent of the government requiring all
new homes be built with a peephole far law enforcement to lock through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between saurces 1ike phone companies and data
sources Jike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key fo our personal communications, the
government is c¢reating the very real potential for hackers and thieves  or
gven rogue gavernment agenks to access our persanal commupications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich gppartunity for hackers.

Once agdain, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technolegies should have built—in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Gegffrey Dunkak
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Lols Ramont
9141 Palomar Ave.
Atascadero, CA 33422

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chajrman Poweil:

fs a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
reguired to have built—in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephane companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government requiring all
new homes be built with a peephole for law enfaorcement to loak through.

1 am very concerned that this regquirement represents an end-run around
cangress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources 1ike phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves ar
even rogue government agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge vou toc oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built—in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Lois Ramont
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anet Colville
1350 Pigeun Road
las Cruces, KM 88007

March 18, 2004

FCC Chairman Michael Powel]
Federal Communications Commission
445 12th Street SW

washingtan, DC 20554

FCC Chairman Powell:

#s a concerned individual, T am writing to express my oppposition to the
Department of Justice s request that all new Internet communication services be
required to have bujlt-in wiretapping access.

I do not helieve this reguirement is necessary. Longstanding laws already
require Tnternet Service Proyiders and Internet telephone companies to allaw
the FBI to conduct surveillance. The FBI is going far beyend these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. Tt is the eguivalent of the government reguiring all
new homes be bhuilt with a peephole for law enfarcement to Jook through.

I am very concerned that this requirement represents an end-run around
Congress. lLawmakers, after extensive deliberations, set up boundaries far how
the FBI can collect information between sources like phone companies and data
saurces 1ike e-mail. The FBI s aggqressive and expansive reading of the Taw
would bypass the legislative process to alter that careful balance.

I understand that by reguiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
gven rogue government agents to access our personal communicatiens. past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you toc oppose the dangerous susgestion of the Department of
Justice that our new Internet communication technolagies should have built-in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Janet Colville
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David Sarricks

1699 E. Washington §t. #231E
Colton, Ca 92324

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commissicn
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concernad individual, I am writing to express my oppesition to the
Department of Justice s request that all new Internet communication services he
required to have built—in wiretapping access.

I do not believe this regquirement is necessary. Llaongstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is ganing far beyond these existing
powers by trying to force the industry to actually build its systems around
gavernment eavesdrapping. It is the equivalent of the government reguiring all
new homes be built with a peephole for Taw enfercement to look through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect informaticn hetween sources like phone companies and data
sources 1ike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process ta alter that careful balance.

I understand that by requiring a master key to cur personal communications, the
government is creating the very real potential for hackers and thieves ar
even rogue government agents to access our personal communicatians. Past
efforts to provide this sort of backdeor access have not heen successful and
only created a rich opportunity far hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

1 Took forward to hearing your thoughts on this matter.

Sincerely,

David Sarricks
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Barry Wray
65218 West Charyl Drive
Glendale, Az 85302

March 18, 2004

FCC Chairman Michasl Powell
Federal Communications Caommission
445 12th Street Sw

Washington, DC 20554

FCC Chairman Powell:

Ads a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built—-in wiretapping access.

I do not believe this requirement 1s necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government requiring all
hew homes he bhuilt with & peephole for law enforcement to Yook through.

I am very concerned that this requirement represents an end-run arouncd
Congress. lawmakers, after extensive deliberaticns, set up boundaries for how
the FBT can ccllect information between sources like phone companies and data
sources 1ike e-mail. The FBI s aggqressive and expansive reading of the law
would bypass the legislative process to alter that careful halance.

T understand that by requiring a master key to cur personal communications, the
government is creating the very real potential far hackers and thieves ar
even rogue government agents to access our personal communicatians. Past
efforts to provide this sort of backdoor access have not heen successful and
only created a rich opportunity for hackers.

once again, I urge you to oppose the dangerous suggestion of the Cepartment of
Justice that our new Internet cammunication techrnologies should have built-in
wiretapping.

I Jook forward to hearing vour thoughts on this matter.

Sincerely,

Barry C. Wray
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Lyda Hersloff
PO Box 7226
Golden, CO 80403

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of JTustice s reguest that all new Internet communication services be
required to have built-in wiretapping access,

I do not helieve this reguirement is necessary. Langstanding laws already
reguire Internet Service Providers and Internet telephone companies to allow
the FBI %o conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
gavernment eavesdropping. It fs the eguivalent of the gavernment requiring all
new homes be buiit with a peephole for law enforcement to iook through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberatiors, set up boundaries for how
the FBI can collect information between sources 1ike phone companies and data
sources 1iks e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

1 understand that by requiring a master key to our personal communications, the
gavernment is creating the very real potential for hackers and thieves ar
even rogue government agents tc access our personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers,

once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Lyda W. Hersjoff
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Patrick Bungard

1777 £ Lynwood Dr, H204
San Bernardino, CA 392404

March 48, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chajrman Powell:

As a concerned individual, I am writing to express my opposition tc the
Department of Justice s request that all new Internet communication services be
requireg to have built-in wiretapping access.

I do not helieve this reguirement is necessary. Longstanding laws already
require Internet Seryice Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far bheyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government requiring all
new homes be built with a peephole for law enforcement to Iook through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources like phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by reguiring a master key to our personal communications, the
government is creating the very real potential far hackers and thieves or
even rogue government agents to access our personal communications. Past
effarts to provide this sart of backdeor access have not been successful and
only created a rich opportunity far hackers.

Once again, I urge vou to oppese the dangerous suggestion ef the Department of
Justice that aur new Internet communicaticn technologies should have built-in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Patrick Bungard
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Irene E.. Bergstrom

3603 Carmona Lane
Pearland, Texas 77584

March 18, 2004

FCC Chairman Michael Powell
Federal Communicaticns Commission
445 12th Street SW

Washingtan, DC 20554

FCC Chairman Powell:

As = cancerned individual, T am writing to express my cpposition to the
Cepartment of Tustice s request that all new Internet communication services be
required to haye built—in wiretapping access.

I do not helieve this requirement i1s necessary. Llangstanding laws already
require Internet Service Providers and Internet telephone companies to allew
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying te force the industry to actually build its systems around
government eavesdropping. It is the eguivalent of the government reqguiring all
new homes be built with a peephole for Yaw enforcement to look through.

I am very concerned that this reguirement represents an end-run around
congress., Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources like phone companies and data
sources Jike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I underctand that by requiring a master key to our personal communicatjons, the
gavernment is creating the very real potential fer hackers and thisves or
even rogue government agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, T urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I Yook forwarg to hearing vour thoughts on this matter.

Respectfully

Irene E.. Bergstrom



Tames Renken
4440 Trieste Dr.
Carlshad, CA 92008

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street Sw

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built—in wiretapping access.

I do not believe this reguirement i1s necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI js geing far beyond these existing
powers by tryino to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government requiring all
new homes be built with a peephole faor law enforcement to Took through.

I am very concerned that this requirement represents an end-ryn arcund
Congress. Lawmakers, after esxtensive deliberations, set up boundaries for how
the FBI car cocllect information between sources like phone companies and datg
sources 1ike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the Jegisiative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access our personal communications. Past
effarts ta provide this sort of backdoor access have not heen successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built—in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Tames Renken

Wed 24 Mar 2004 10:02:11 AM EST P. 5



wed 24 Mar 2004 10:02:11 AWM EST P. B
Matthew Auchter

1532 Oak Lane
Reading, PA 13504

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, BC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communicatiaon services be
required to have built-in wiretapping access.

I do not believe this reguirement is necessary. Longstanding laws already
reguire Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdraopping. It is the eguivalent of the government requiring all
new homes be built with a peephole far law enforcement to look through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources Tike phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
gven rogue government agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich epportunity for hackers.

Once again, I urge you to coppose the dangerous suggestion of the Department of
Tuystice that ouyr new Internet communication technologies should have built-in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Matthew K Auchter
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Michael Schaefer

2918 Magnolia
St. Llouis, MO B3118

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, 0C 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my ocpposition to the
Department of Justice s reguest that all new Internet communication services be
required to have built—in wiretapping access.

I do not believe this reguirement is necessary. Longstanding laws already
require Internet Seryice Providers and Internet telephone companies to aliow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the eguivalent of the government requiring all
new homes be built with a peephole for Taw enforcement to ook through.

I am very concerned that this requirement represents an end-run araound
{ongress. Lawmakers, after extensive deliberaticns, set up boundaries for how
the FBI can <ollect information between sources }ike phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master ksy to our personal communications, the
government is creating the very real potential for hackers and thieves cr
even rogue government agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not heen successful and
only created a rich opportunity for hackers.

Once again, I urge you to appose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built—in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Hichael Schaefer
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Thomas Early

41 wolfpit ave, 7-4
Narwalk, CT 06B91

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commissian
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Tustice s request that all new Internet communication services be
required to have built—in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone campanies to allow
the FBI to conduct surveillance., The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government requiring all
new homes be built with a peephole for law enforcement to loak through.

I am very cancerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can caollect information between sources like phone companies and data
sources 1ike e-mail, The FBI s aggressive and expansive reading of the Jaw
would bypass the legisjative process to alter that careful bhalance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves ar
even rogue government agents to access our personal <ommunications. Past
efforts to provide this sort af backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge vou tc oppose the dangerous suggestion of the Department of
Justice that cur new Internet communication technologies should have built-in
wiretapping. )

I Tock forward to hearing your thoughts on this matter.

Sincerely,

Tom Early



