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Paul Glynn
10228 Ashburn Road
Richmond, YA 23235

April 21, 2004

FCC Chairman Michael Powell
Federal Cammunications Commission
445 12th Street SW

Washingten, D{ 20554

FCC Chairman Powell:

As & concerned individual, I am writing toc express my opposition to the
Department of Justice s request that all new Internet communication services be
reqguired to have bullt-in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
reguire Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The fBI is going far beyond these existing
powers by trying to force the 1ndustry to actually build its systems around
government eavesdropping. It 1s the equivalent of the government requiring all
new homes be built with a peephole for law enforcement to Took thraough.

I am very concerned that this reguirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect 1nformation between sources like phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very rea’ potential for hackers and thieves 2or even
rogue government agents ?to access our personal communications. Past efforts
to provide this sort of backdoor?access have not been successful and only
¢reated a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Faul Glynn
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Taisha Washington
13549 Frady Ave.
Chino, CA 31710

april 21, 2004

FCC Chairman Michael Powell
Federal Communications Commissian
445 12th Street Sw

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built—in wiretapping access.

I do net believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI 1s going far beyond these existing
powers hy trying to force the 1ndustry to actually build its systems around
government eavesdropping. It 1s the equivalent of the government reguiring all
new homes be built with a peephole for law enforcement tao Took through.

I am very concerned that this requirement represents an end-run around
Congress. I just don’t see why ¢itizens should have their rights violated
simply because the i1ncompetence of the FBI allowed 9/11 to transpire. Why
punish the victims? Lawmakers, after extensive deliberations, set up
houndaries for how the FBI can collect informaticn between sources like phone
companies and data sources like e-mail. The FB8I s aggressive and expansive
reading of the law would bypass the legislative process to alter that careful
balance.

1 understand that by requiring a master key to our personal caommunications, the
government 1s creating the very real potential for hackers and thieves or
gven rogue government agents to access our persanal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers

once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communicaticn technologies should have built-in
wiretapping.

I jook forward to hearing your thoughts on this matter.

Sincerely,

Taisha Washington
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Frances May Brouoks
1410 Vienna Woods Drive”
Cincinnati, OH 45211

April 20, 2004

FCC Chairman Michael Poweld
Federal Commum cations Commissiaon
445 12th Street SW

Washingten, 0C 20554

FCC Chairman Powell.

As a concerned 1ndividual, I am writing to express my opposition to the
Department of JTustice s request that all new Internet <ommunication services he
required to have burlt—in wiretapping access.

I do not believe this reguirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance The FBI is going far beyond these existing
powers by trying to force the industry to actually build 1ts systems around
government eavesdropping. It is the equivajient of the government requiring all
new homes be burlt with a peephole for law enforcement to look through.

I am very concerned that this requirement represents an end-run argpund
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect 1nformation hetween sources 1ike phone companies and data
sources 1ike e-mai1l. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our persanal communications, the
government is creating the very real potential for hackers and thieves ar
even rogue ggvernment agents to access our personal communications Past
efforts to provide this sort of bhackdocr access have not been successful and
only created a rich opportumity for hackers,

Once again, I urge you to oppose the dangercus suggestion of the Department of
Justice that aur new Internet communication technologies should have built—in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Frances May Brooks
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dmy Shaosmith
529 S. Parsons Ave
Brandon, F1 33511

April 20, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 205954

FCC Chairman Powell,

As a concerned individual, I am writing to express my gpposition to the
Department of Tustice s reguest that a1} new Internet communicatiaon services be
required to have bullt—in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI 15 going far heyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It 15 the equivalent of the government requiring all
new homes be built with a peephole for law enforcement to ook through.

I am very concerned that this reguirement represents an end-run around
Congress. Lawmakers, after extensive deliberations., set up boundaries for how
the FBI can collect infarmatiocn between socurces like phone <ompanies and data
sources 1ike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications. the
gavernment is creating the very real potential for hackers and thieves or
even rogue government agents to access our personal communications. Past
efforts to pravide this sart of backdoor access have not bheen successful and
only created a rich opportunity for hackers

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I look forward to hearing your thoughts an this matter,

Sincerely,

Amy Shoosmith
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Adair Delamater
236 Rosenberg Road
Sharon Springs, NY 13459

April 27, 2004

FCC Chairman Michael Powel]
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a cancerned individual, I am writing to express my appositisn to the
Department of Justice s reguest that all new Internet communication services be
required to have huilt—in wiretapping access.

I do not believe this requirement is necessary. Llangstanding Jaws already
reguire Internet Service Providers and Internet telephone companies to allaw
the FBI to conduct surveillance. The FBI 1s going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the eguivalent of the government requiring all
new homes be burlt with a peephole for law enforcement to look through.

I am very concerned that this regquirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI c¢an collect information between sources 1ike phone companies and data
sources 11ke e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal c<ommunications, the
government is creating the very real potential for hackers and thieves or
even raque government agents to access our perscnal cemmunicatians. Past
efforts to provide this sart of backdoor access have not been successful and
only created a rich opportunmity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department eof
Justice that cur new Internet communication technologies should have built-in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Adair Delamater




wWilliyam Mear Jvr
245 Countryside Lane
Orchard Park, NY 14127

April 27, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, 0C 20554

FCC Chairman Powell:

As & concerned individual, I am writing to express my opposition te the
Department of Justice s request that all new Internet communication services he
required to have built—in wiretapping access.

I do not believe this requirement 1s necessary. Lonagstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI 15 going far beyond these existing
powers by trying to force the industry to actually build 1ts systems around
government eavesdropping. It 1s the equivalent of the government requiring all
new homes be built with a peephole for law enforcement to look through.

1 am very concerned that this requirement represents an end-run around
Congress, Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources like phene companies and data
sources like e—mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful halance.

I understand that by requiring a master key to our personal communications, the
government 15 creating the very real potential for hackers and thieves or
even rogue government agents to access our personal communications. Past
efforts to provide this sort of bhackdoor access have not heen successful and
only created a ri1ch opportunmity for hackers

Once again, I urge you to oppose the dangercus suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I ook forward to hearing your thoughts on this matter.

Sincerely,

William Near Tr
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Karen Laftin
303 Azalea Trail
Whitehouse, TX ?5791

April 27, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell;

As a concerned individual, I am writing to express my opposition to the
Department of Justice s reguest that all new Internet communication services be
required to have built-in wiretapping access.

I do not helieve this reguirement is necessary. longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveilllance. The FBI 15 going far beyand these existing
powers by trying to force the 1ndustry to actually build 1ts systems around
government eavesdropping. It 1s the eguivalent of the government requiring all
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this reguirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI c¢an collect information between sourc¢es like pheone c¢ompanies and data
sources 1ike e-majl, The FBI s aggressive and expansive reading of the taw
would bypass the legislative process to alter that careful balance,

I understand that by recuiring a master key to our persgnal communications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access aur personal communications Past
effarts to provide this sort of backdoor access have nat been successfuil and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built—in
wiretapping.

I Took forward to hearing your thoughts on this matter.

Sincerely,

Karen Loftin
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Mark Hamiltan
720 Indian Wood Ct.
Neenah, Wisconsin 549356

April 27, 2004

FCC Chairman Michael Powell
Federal Communications Commissian
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing te express my opposition to the
Department of Justice s request that all new Internet communication services he
required to have huilt-in wiretapping access.

I do not believe this requirement is necessary. Llongstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI ta conduct surveillance., The FBI 15 going far beyond these existing
pawers by trying to force the industry to actually burld its systems around
government eavesdropping. It 15 the eguivalent of the government requiring all
new homes be built with a peephole for Yaw enforcement to Jook through.

I am very concerned that this reguirement represents an end-run around
Congress. Lawmakers, after extensive deiliberations, set up boundaries for how
the FBI can coflect information bhetween sources like phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I lock forward to hearing vour thoughts on this matter.

Sincerely,

Mark D. Hamilton




Juel) aingers

5953 Riverside Blvd #8117
Sacramento, CA 95831

April 27, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Straet SW

Washington, DC 20554

FCC Chairman Powell.

As a cancerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have burit-in wiretapping access

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers hy trying to force the industry to actually build its systems araound
government eavescropping. It 1s the equivalent of the government requiring all
new homes be buiit with a peephole for law enforcement te look through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBT c¢an collect information bhetween sources 1ike phone companies and data
saurces like e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legisiative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access our personal communications. Past
efforts to provide this sart of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge vou to oppose the dangerous suggestion of the Department of
Tustice that our new Internet communicatian technoiogies should have built-in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

joel ainger
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David Lemon
204 S INDIANAPOLIS AVE
Tulsa, OK 74112

dpril 28, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell.

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet ¢ommunication services be
required to have built—in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Praviders and Internet telephone companies to allow
the FBI to conduct surveillance. The FEI 1s going far beyond these existing
powers by trying to force the 1ndustry to actually bujld 1ts systems around
government eavesdropping. It is the equivalent of the government requiring all
new homes be built with a peephole for law enforcement to laok through.

I am very concerned that this requirement represents an end-run around
Congress. lawmakers, after extensive detiberations, set up houndaries for how
the FBI can collect information between sources like pheone companies and data
sources 1ike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is c¢reating the very real potential for hackers and thieves Gr
EVEN rogue government agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I Took forward to hearing your thoughts on this matter,

Sincerely,

David M Lemon
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Cary Flynn
P.0O. Box 2505
Running Springs, (A 92382

Anril 28, 2004

FCC Chairman Michael Powell
Federal Cammunications Cammission
445 12th Street SW

Washingtaon, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition teo the
Department of Justice s request that all new Internet communication services be
required tg have built—in wivetapping access.

I da not believe this reguirement 15 necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is go1ng far beyond these existing
pawers by trying to force the industry to actually bhuild 1ts systems around
government eavesdropping It is the equivalent of the government requiring all
new hames be built with & peephole for law enforcement to look through.

I am very cencerned that this requirement represents an end-run around
Cangress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect informatien between sources like phone companies and data
sources 1ike e-mail, The FBI s aggressive and expansive reading of the Jaw
would bypass the legislative process to alter that careful balance.

I understand that by reguiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access our persgnal communications. Past
efforts to provide this sort of backdoer access have naot heen successful and
only created a rich opportunity for hackers.

Once again, I Urge vou to oppose the dangercus suggestion of the Department of
Justice that our new Internet communication technologies should have built—-in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Cary D. Flynn
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Scott  Frazer
4685 Cuttle Reoad
St, Clair, MI 48078

april 21, 2c¢04

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street Sw

Washington, BC 20554

FCC Chairman Powell:

As a concerned 1ndividual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built—in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI 15 going far beyond these existing
paowers hy trying to force the 1ndustry to actually build its systems around
government eavesdropping. It is the eguivalent of the government requiring all
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this reguirement represents an end-run avound
Congress. lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between scurces 1ike phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the Jaw
wauld bypass the legislative process to alter that careful balance.

I understand that by reguiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves ar
gven rogue government agents to access our persohal communicatiaons. pPast
effarts to provide this sort of backdoor access have not been successful and
only created a rich opportumity for hackers.

Once again, I urge you to ocppose the dangercus suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Scott Frazer



Wet 28 Agr 2004 08 §8 35 AM EDT P 10

Rebin Sunbeam
PO Box 1133
Ukiah, CA 95487

April 28, 2004

FCC Chairman Michae]l Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chailrman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communicatian services he
required to have built-in wiretapping access.

I do not believe this reguirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephane companies to allow
the FBI to conduct syrveirllance. The FBI is going far heyond these exjsting
powers by trying to force the 1ndustry to actually build 1ts systems around
gavernment eavesdropping. It is the egquivalent of the government requiring all
new homes be buillt with a peephole for law enforcement to look through.

I am very concerned that this reguirement represents an end~run arocund
Congress. Lawmakers, after extensive deliberaticns, set up houndaries faor how
the FBI can collect information between sources like phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful halance,

I understand that by requiring a master key te our personal communications. the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access cur persanal communications. Past
efforts te provide this sort of backdosr access have nat been successful and
only ¢reated a rich opportunity for hackers,

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet <ommunication technolagies should have buitt-in
wiretapping.

I lToak forward to hearing your thoughts on this matter.

Sincerely,

Robin Cole Sunbeam
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Michael Wallace
514 Parkside
Bay Yillage, Ohio 44140

April 23, 2004

FCC Chairman Michael Powell
Federal Cammunications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Pawell:

As & concerned individual, I am writing to express my oppositian to the
Department of Justice s reguest that all new Internet communication services be
reguired to have built-in wiretapping access

I do not believe this requirement 1s necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surverilance. The FBI is going far beyond these existing
powers by trying to force the industry te actually build 1ts systems around
government eavesdropping. It is the equivalent of the government requiring all
new homes be built with a peephole for law enforcement to iocok through.

I am very concerned that this reguirement represents an end-run around
fongress. lLawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources }ike phane companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications. the
government is creating the very real potential for hackers and thieves or
even rogue governpment agents to access our personal communications. past
efforts to pravide this sort of backdocr access have not been suc¢cessful and
only created a rich opportunity far hackers.

once again, I urge vou to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built—in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincarely,

Michael C Wallace
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David Eaton
308 village center
lafayette, ca 94549
April 23, 2004
FCC Chairman Michael Powell
Federal Commurications Commissian
445 12th Street SW
Washington, DC 205354
FCC Chairman Powell:
As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be

required to have builtt-1n wiretapping access.

I believe this reguirement is dangerous and unnecessary, and attempts to
circumvent boundaries already set by the Congress.

T urge you to OPFOSE this unwarranted request by the Department of Tustice,

Sincerely,

David Eaton
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john spanitez
3540 cedar drive
walnutport, pa 18088

April 23, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 205954

FCC Chairman Powell:

As a concerned individual, 1 am writing to express my opposition to the
Department of Justice s request that all new Internet communication services he
required to have built-in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone <ompanies to allow
the FBI to conduct surveillance The FBI 15 going far beyond these existing
powers by trying to force the 1ndustry to actually build 1ts systems around
government eavesdropping. It 15 the eguivalent of the gavernment requiring all
new homes be buillt with a peephole for law enforcement to look through.

I am very concerned that this reguirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources 1ike phone companies and data
sources like e-mail. The F8I s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a maszter key to our personal communications., the
government is creating the very real potential foar hackers and thieves ar
even rogue government agents to access our personal cammunications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge vou to oppose the dangerous suggestien of the Department of
Justice that ocur new Internet communication technologies shouid have built-in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

john spanitz
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Jack Runnels
238 Cody Street
Cheyenne, Wy 82009

April 23, 2004

FCC Chairman Michael Powel)
Federal Communications Commissicn
445 12th Street SW

Washington, 0C 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my appasition to the
Department of Justice s reguest that all new Internet c¢ommunication services be
required to have built—in wiretapping access,

I do not believe this requirement 15 necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveiilance. The FEI is going far beyond these existing
powers by trying te force the industry teo actually build its systems around
government eavesdropping. It is the eguivalent of the government requiring all
new homes be burlt with a peephole for law enforcement to Took threough.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI <can collect information between scurces 11ke phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the Taw
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real porential for hackers and thieves or
even rogue gaovernment agents to access our personal communications Past
efforts to pravide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge vou to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I Yook forward to hearing your thoughts on this matter.

Sincerely,

Jack Runrels
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Chris Carlson
2106 Wocdview Ct
Wiimington, IL 60481

April 23, 2004

FCC Chajrman Michael Powell
Federal Communications Commission
445 12th Street SW

washington, DC 20594

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built—in wiretapping access.

I do not kelieve this requirement is hecessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
pawers by trying to force the 1ndustry to actually build 1ts systems around
government eavesdraopping. It is the equivalent of the government reguiring all
new homes be burlt with a peephole for law enforcement to look through.

I am very concerned that this requirement represents an end-run around
{ongress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect informatian between saurces like phane campanies and data
sources like e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government 1s creating the very real potentval for hackers and thieves or
gven rogue gavernment agents to access our perscnal communications, Past
efforts to provide this sort of backdoor access have not heen successful and
only created a rich opportunity for hackers.

Once again, ! urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technolagies should have buiit-in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Chri1s Carlson
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Russell Hess
440 S5th St. SW
Plainview, MN 55564

April 24, 2004

FCC Chairman Michael Powel]
Federal Communications Cammissicn
445 12th Street SW

Washingten, D 20554

FCC Chairman Powell:

As & concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services bhe
required to have built—in wiretapping access.

I do not believe this reguirement is necessary. Longstanding laws already
regquire Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveilllance. The FBI 1s going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It 15 the equivalent of the government requiring all
new homes he built with a peephole for law enforcement to laok through.

I am very concerned that this requirement represents an end-run around
Congress. lawmakers, after extensive deliberations, set up boundaries for how
the FBI <¢an <ollect information between sources like phaone companies and data
sources 1ike e-mail. The fBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by reguiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
gven rogue government agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built—in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Russell Hess
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Kerry Scriber
412 4Bth St
West Palm Beach, Florida 33407

adpril 24, 2004

FCC Chairman Michael Powel]
Federal Communications Commissiaon
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell.

As a concerned 1ndividual, I am writing to express my opposition to the
Department of Justice s reguest that all new Internet communication services be
required to have buillt-in wiretapping access.

I do not believe this requirement 15 necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveilllance. The FBI is going far beyond these ex1sting
powers by trying to force the industry to actually build 1ts systems around
government eavesdropping. It is the equivalent of the government requiring all
new homes be bui1lt with a peephole for law enforcement to look through.

I am very concerned that this requirement represents an end-run around
Congress. tawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources 1ike phone companies and data
sources 1ike e-mail. The FBI s aggqressive and expansijve reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal c¢ommunications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access our perscnal communications Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppase the dangerous suggestion of the Department of
Justice that our new Internet communication technoiogies should have built-in
wiretapping.

T Took forward to hearing your thoughts on this matter.

Sincerely,

Kerry Glen Scriber
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Richard D. Rowlands
11748 Five Mile
Loweli, Michigan 49331

aApril 24, 2004

FCC Chairman Michael Powell
Federal Communtications Caommissian
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my oppasition to the
Department of Tustice s reguest that all new Internet communication services be
required to have built-in wiretapping access.

I do not believe this reguirement is necessary. Llongstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI 15 going far beyond these existing
powers hy trying to force the 1ndustry to actually build 1ts systems around
government eavesdropping. It 1s the equivalent of the government requiring all
new homes be buillt with a peephole for law enforcement to look through.

I am very concerned that this reguirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources 1ike phone companies and data
sources like e-mail. The FBI s agaressive and expansive reading af the Taw
would bypass the legislative process to alter that careful batance.

I understand that by reguiring a master key to our personal communications, the
government 15 creating the very real potential for hackers and thieves DY
even rogue government agents to access our personal cammunications. Past
efforts to provide this sort of backdnor access have not been successful and
only created a rich oppertunity for hackers.

one by one we are losing our freedoms to save our freedom. This does not wark.
Save our Freedoms.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communicaticn technologies should have built~in
wiretapping.

I Yook forward to hearing your thoughts on this matter.

Sthecerely,

The Rev Richard D. Rowlands
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Andrew MacKenzie
2405 S. Jefferson
Bay City, Mi 4B708B

April 24, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned 1ndividual, I am writing te express my opposition to the
Department of Justice s reguest that all new Internet communication services be
required to have built-in wiretapping access.

I do not believe this requirement is necessary. Longstanding iaws already
require Internet Service Providers and Internet telephone caompanies to allow
the FBI to conduct surverliance. The FBI 15 going far beyond these existing
powers hy trying to force the industry to actually build 1ts systems around
government eavesdropping. It is the equivalent of the government requiring all
new homes be built with a peephole for Jaw enforcement to look through.

I am very concerned that this requirement represents an end-run around
Congress. lawmakers, after extensive deliberations, set up boundaries for how
the FBI can c¢ollect information between sources 1ike phone companies and data
sources 1ike e-mail. The F8I s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government 1s creating the very real potential for hackers and thieves or
even rogue government agents to access our personal communications. Past
effarts to provide this sort of backdaor access have not been successful and
only created a rich opportumty for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built—in
wiretapping.

I look forward teo hearing your thoughts on this matter.

Sincerely,

Andrew MacKenzie
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James L. BifyanU Ir.
860 Laure] Ave. #d
Hamilton, Chio 45015

#dpril 24, 2004

FCC Chairman Michael Powell
federal Communications Commission
445 12th Street SW

Washingtaon, DL 20554

FCC Chairman Powell:

fs & concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built-in wiretapping access.

I do not believe this reguirement is necessary. Laongstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveilllance The FBI is going far beyond these existing
powers by trying to force the industry toc actually build its systems around
government eavesdropping It 15 the equivalent of the government requiring all
new homes be built with a peephole for law enforcement to look thraugh.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations., set up boundaries for how
the FBI can callect information between saurces like phone companies and data
sources 1ike e-mail, The FBI s aggressive and expansive reading of the Taw
would bypass the Tegislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
gavernment is creating the very real potential for hackers and thieves or
gven rogue government agents to access cur persaonal communications. Past
efforts to provide this sort of backdaor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangercus suggestion of the Department of
Justice that our new Internet communication technologies should have built—-in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

James L.Bryant Jr,
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Peter Preston
3827 N Hamilton Ave #2
Chicago, IL B0OB18

April 24, 2004

FCC Chairman Michael powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

#s a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required teo have buiit—-in wiretapping access.

I do not believe this reguirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephane companies to allow
the FBI to conduct surveirllance. The FBI is going far beyond these existing
pawers by trying te force the industry to actually buiid 1ts systems around
government eavesdropping. It 15 the equivalent of the government requiring all
new homes be built with a peephole for law enforcement to Took through.

I am very concerned that this reguirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect 1information between sources like phone companies and data
saurces like e-mail. The FBI s aogressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by reguiring a master key to our personal communications, the
government is creating the very real potential faor hackers and thieves or
EVEn rogue government agents to access our personal communicatians. Past
efforts to provide this sort of backdoor access have nat been successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

Please tell me yoaur specific position on this matter.

Very truly vours,

peter J Preston
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Sandy Prochazka
7950 Jennings Rd
Whiitmore Lake, MI 48189

April 24, 2004

FCC Chaitrman Michael Powell
Federal Communications Commissian
445 12th Street SW

Washingtaon, DC 20554

FCC Chairman Powell.

As a concerned indiwidual, T am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
reguired to have built-in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance The FBI 15 going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It 1s the eqguivalent of the government requiring all
new homes be built with a peephole for law enforcement to loek through.

I am very cancerned that this reguirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI c¢an collect information between sources 1ike phone companies and data
sources like e-mail. The FBI s adgressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by reguiring a master key to cur personal communications, the
government is creating the very real potential for hackers and thieves or
evenh rague government agents ta access our perscnal communications. Past
effarts to provide this sart of backdoor access have not been successful and
anly created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communicatior technolosies should have built—in
wiretapping.

I look forward to hearing your thaoughts on this matter.

Sincerely,

Sandy Prochazka
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Ronaid Allan
179 W. Danville Cir
Paort St. Lucie, Florida 34953

April 24, 2004

FCC Chairman Michae! Pawell
Federal Communications Commissian
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s reguest that all new Internet communication services be
required to have built—in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surverllance. The FBI 1s going far beyond these existing
powers by trying to force the 1ndustry to actually build its systems around
government eavesdropping. It 15 the equivalent of the government requiring all
rnew homes be built with a peephole for law enforcement to Took through.

I am very concerned that this requirement represents an end-run around
Congress Llawmakers, after extensive deliberations, set up boundaries far how
the FBI can collect information between sources like phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the Jaw
would bypass the legislative process to alter that careful balance.

I understand that by regquiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
geven rogue government agents to access our personal c¢ommunications Past
efforts to provide this sort of bhackdoor access have not been successful and
anly created a rich oppertunity for hackers.

Once again, I urdge you to oppose tne dangercus suggestion of the Department of
Justice that our new Internet communication technologies should have built—in
wiretapping.

I look forward to hearing vour thoughts on this matter.

Sincerely.

Ronald allan
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Penny Douthwaite
4239 Escondido Dr
Malibu, CA 30289

April 25, 2004

FCC Chairman Michael Powel)
Federal Communicaticons Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell.

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services he
required to have built—in wiretapping access,

I do not beljeve this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build 1ts systems around
government eavesdropping. It 15 the equivalent of the government requiring all
new homes be bullt with s peephole for law enforcement to look through.

I am very cancerned that this reguirement represents an end-run around
Congress. lLawmakers, after extensive deliberations, set up boundaries for how
the FBI c¢an collect information between sources 1ike phone companies and data
sources 1ike e-mail. The FBIl s aggressive and expansive reading of the law
would bypass the legislative nrocess to alter that careful balance.

I understand that by requiring a master key to our personal <ommunications, the
government is creating the very rea} potential for hackers and thieves or
even rogue government agents to access our persanal communications. Past
effarts to pravide this sort of backdoor access have not been successful and
only created a rich cpportunity far hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communicatiaon technologies should have built-in
wiretapping

I look farward to hearing your thoughts on this matter.

Sincerely,

FPenny Douthwaite
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Phil Wheeler
4007 Four Lakes Drive
Melhourne, Florida 32340

April 25, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

wWashington, DC 20534

FCC Chairman Powell:

As a concerned yndividual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built—in wiretapping access.

I do not believe this reguirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The #BI i¢ going far beyond these existing
powers by trying to force the industry to actually build 1ts systems around
government eavesdropping. It is the equivalent of the government reguiring al?l
new homes be huilt with a peephole for law enforcement to look through.

I am very concerned that this reguirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can ccllect information between sources 1like phone companies and data
sources like e-mail The FBI s aggressive and expansive reading of the Jaw
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government 15 creating the very real potential for hackers and thieves ar
even rogue government agents to access our personal communications. Past
efforts to provide this sort of backdoor access have nat heen successful and
only created a rich opportunity For hackers.

Once again, I urge vou to appose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built—in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincarely,

Ph1l Wheeler
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Michael Shay
12 East Sarah Street
Lebanon, PA 17046

April 25, 2004

FCC Chairman Michael Powell
Federal Communi<ations Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am wricing toc express my oppasition to the
Department of Justice s request that ail new Internet communication services be
required to have built—in wiretapping access.

I do not helieve this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI te conduct surveillance. The FBI 15 going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It 1s the equivalent of the government requiring ail
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this reguirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can ¢ollect information betwean sources like phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the Taw
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to aur personal communications, the
government is creating the very real potential for hackers and thieves ar
even rogue qovernment agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not heen successful and
only created a rich ocpportunity for hackers. This is just not a very good 1dea.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built=in
wiretapping,

T laok forward to hearing your thoughts on this matter.

Sincerely,

Michael Shay
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Lola Luce
10550 valley Forge #28
Houston , Texas 77042

April 25, 2004

FCC Chairman Michael Powell
Federal Communications Commissien
445 12th Street SW

¥ashington, DC 20954

FCC Chairman Powell:

As a concerned individual, T am writing to express my opposition to the
Department of Justice s reguest that all new Internet communication services be
required to have bullt—in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI 1s going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It 1s the equivalent of the gavernment regquiring all
new homes be built with a peephale for law enforcement to look through.

I am very concerned that this requirement represents an end-run argund
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect wnformation between sources 1ike phone companies and data
sources like e-majl. The FBI s aggressive and expansive reading of the taw
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real patential for hackers and thieves or
eyen rogue gavernment agents to access our personal communications. Past
efforts to provide this sart af backdoor ac¢cess have not been successful and
only created a rich opportunity for hackers.

Once again, I urge vou to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication techaolaogies should have built-in
wiretapping.

I ook forward to hearing vour thoughts aon this matter.

Sincerely,

lola Luce



