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February 6, 2006

Marlene H. Dortch, Esq.

Secretary

Federal Communications Commission
445 12th Street, SW, Room 8B201
Washington, DC 20554

Re:  Cox Communications, Inc. and its Affiliates
Certification of CPNI Filing (February 6, 2006)
File No. EB-06-TC-060

Dear Ms. Dortch:

ONE RAVINIA DRIVE - SUITE 1600
ATLANTA, GEORGIA 30346-2108
TELEPHONE 770-901-8800
FACSIMILE 770-901-8874

In accordance with the requirements of the Commission’s February 6, 2006 Public
Notice' in this matter, Cox Communications, Inc. hereby submits its CPNI compliance

certification for its operations and the operations of its affiliates.

Please inform me if any questions should arise in connection with this submission

Respectfully supmitted,

7
J.G. Harrington

Counsel to Cox Communications, Inc.

JGH/v1
Attachment

cc (w/ att.):  Byron McCoy
Best Copy and Printing

! “Enforcement Bureau Directs All Telecommunications Carriers to Submit CPNI Compliance Certifications,’

Public Notice, DA 06-223 (rel. Jan. 30, 2006) (the “Public Notice™).
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CPNI COMPLIANCE
ANNUAL OFFICER CERTIFICATION

As set forth in the Federal Communication Commission’s (“FCC”) rules
regarding Customer Proprietary Network Information (“CPNI”), 47 C.F.R. §64.2009
(hereinafter the “CPNI Rules”), telecommunications carriers are required to implement
safeguards for the use of CPNI and have an officer, as an agent of the carrier, sign an
annual compliance certificate stating that the company has established operating
procedures that are adequate to ensure compliance with the CPNI Rules. The carrier
must also provide a statement accompanying the certificate explaining how its operating

procedures ensure that it is or is not in compliance with the CPNI Rules.

Based upon the results of an audit of the CPNI operating procedures followed by
each Cox Telcom entity that provides telephone service to residential and/or business
customers from January 1, 2005 through December 31, 2005, I certify that I have
personal knowledge that the Cox Telecom entities have established operating procedures
that are adequate to ensure compliance with the CPNI Rules. The accompanying CPNI
compliance certification statements signed by the Vice Presidents of Marketing, Human
Resources, and Customer Care for each Cox Telcom entity explain the procedures
followed by each entity with respect to CPNI and any deviations therefrom. The

Supporting Statement further explains Cox’s CPNI compliance procedures.
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CPNI Compliance
Supporting Statement

The following statement is provided pursuant to 47 U.S.C. §64.2009(e) to explain
how the operating procedures of the entities certified ensure compliance with the
applicable rules affecting use of customer proprietary network information.

Customer CPNI Approval Status.
Documentation of customer CPNI permission is maintained in the individual customer’s
account file in the Cox ICOMS billing and account system.

Training.

A CPNI training course must be passed by all employees and contractors with access to
CPNI. Compliance for employees is tracked through Cox University and all contractors
must certify that their employees have taken and passed the course. All new hires who
use CPNI information for sales or marketing activities must take the training prior to
accessing or using any Cox telephone customer’s CPNI

Sales/Marketing Campaigns and Supervisory Review.

Cox operating systems are now each responsible for maintaining records of all Cox sales
and marketing campaigns that use Cox customer's CPNI. In addition, records are
maintained of all instances where CPNI was disclosed or provided to third parties, or
where third parties were allowed access to CPNI (e.g. telemarketing vendors, business
partners, etc.). The record includes a description of each campaign, the specific CPNI
that was used in the campaign, and what products and services were offered as part of the
campaign. These records are maintained for a minimum of one year. A disciplinary
process exists for those persons who fail to comply with Cox’s CPNI procedures.

Each system also has a supervisory review process to ensure compliance with CPNI
restrictions when conducting outbound marketing. Records of compliance with this
requirement are maintained a minimum of one year.

Annual Certification Process.
The following procedures are followed to ensure our systems are in compliance with the
annual certification process.

1. The VP’s of HR, Marketing and Customer Care sign a “CPNI Compliance
Certificate” certifying that their system is in compliance with the CPNI rules, and
noting those instances, if any, when they were not in compliance. Each Cox
system in a state prepares a separate certification.

2. Carey Phillip, V.P. of Regulatory, as an officer of each of the Telcom companies,
signed the 2005 annual officer certification stating based upon the results of an
audit of the CPNI operating procedures followed by each Cox Telcom entity that



provides telephone service to residential and/or business customers from January
1, 2005 through December 31, 2005, he has personal knowledge that the Cox
Telecom entities have established operating procedures that are adequate to
ensure compliance with the CPNI Rules.

. A copy of all system CPNI Compliance Certificates and the Annual Officer
Certification is kept on file in Cox’s Headquarters location in Atlanta, Georgia.
Cox is providing these documents to the FCC pursuant to its direction published
on January 30, 2006.

. Training records for CPNI and a copy of the signed CPNI Compliance
Certificates are maintained at each system.

. All employees subject to CPNI will be required to take an updated CPNI course
when any changes in the law occur, or at the system’s discretion, annually. Cox
Legal will notify the Systems of any changes in the law that necessitates
additional CPNI training,

. All new hires subject to CPNI receive the training prior to accessing or using any
CPNL

. Detailed customer calling records, which are considered particularly confidential,
are accessible only by a central group and provided to customers only after receipt
of a signed release or accessing the customer’s password protected online
account.



COX

CPNI COMPLIANCE CERTIFICATE COMMUNICATIONS

The federal laws governing the use and disclosure of residential and business telephone customers’ network information (also known
as “CPNI” or Customer Proprietary Network Information) require that all telecommunications carriers establish effective safeguards
to protect against unauthorized access to CPNI by their employees, agents, or unaffiliated third parties or affiliated companies that
provide non-communications related services (e.g. Cox cable, Digital Cable, etc.). Examples of CPNI include who, when and where a
customer calls; how much a customer spends on phone calls; the phone services subscribed to or used; price plans; billing information;
and related phone information. The CPNI laws impact how Cox uses CPNI to market and sell Cox video, high speed internet, and
additional telephone services. A subscriber’s name, address and phone number (if published) is not CPNI. For more details about the
CPNI rules, visit the Cox Legal Department’s website on the CCI Intranet at the following address:
http://axis.cci.cox.com/catllegal/Operations%20Product%20Supporrt/Telephony/Telephony.htm.

On behalf of Cox Telcom Qw s/AVA [Insert State where System located], L.L.C. d/b/a as Cox Communications (“Cox”), we
certify that Cox maintained the following procedures during the period of January 1, 2005 through December 31, 2003~ to ensure
that Cox safeguards its telephone customers’ CPNI information as mandated by the FCC’s rules set forth in 47 C.F.R. §64.2009. Any
exceptions or deviations to Cox’s procedures are listed below, along with an explanation of any corrective measures undertaken by

Cox.

(Please Check Each Required Procedure Implemented)

@ CPNI Approval Status. Cox maintains a record of a customer’s opt-in or opt-out consent, as appropriate, in the customer’s internal records.
(Please detail any deviations from this policy.)

{ CPNI Training. Cox personnel who have access to Cox phone customers’ CPNI information have received training on when they are, and are
not, authorized to use CPNI information. Cox has disciplinary process in place for personnel who inappropriately use CPNI information.

(Please detail any deviations from this policy.)

E{ Marketing and Sales Activities. Cox maintains records of all sales and marketing campaigns that use CPNI information. All such campaigns
were directed only to telephone customers that gave Cox opt-in or opt-out consent as appropriate, to use such information. The only exception
to this statement is some campaigns were targeted to subscribers when the service being marketed met a specific exemption set forth in the
CPNI rules.

(List any devr'ario75 to this policy and the corrective actions that were taken.)

v /4

E{ Marketing and Sales Activities. Cox maintains records of all sales and marketing campaigns where CPNI was disclosed or provided to third
parties, such as Cox vendors or business partners. These records include a description of each campaign, the specific CPNI used in the
campaign, and what products and services were offered as part of the campaign.

(List any deviations to this policy and the corrective actions that were taken.)

N/A
V4

E’I/ Marketing and Sales Activities. All outbound marketing campaigns using CPNI were reviewed and approved, prior to being distributed to Cox
phone customers, by system supervisory personnel trained on the application of the CPNI rules.

(List any deviations to this policy and the corrective actions that were taken.)
VA No ouTBovwd PRoGRAMS 0seD CPRI INFIAMAT jou N Loor .
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This CPNI Compliance Certificate must be signed by the Vice President (or if none, the Director) of each functional area
noted below in each Cox system that offers Cox Digital Telephone® service.
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COX

CPNI COMPLIANCE CERTIFICATE COMMUNICATIONS

The federal laws governing the use and disclosure of residential and business telephone customers’ network information (also known
as “CPNI"” or Customer Proprietary Network Information) require that all telecommunications carriers establish effective safeguards
to protect against unauthorized access to CPNI by their employees, agents, or unaffiliated third parties or affiliated companies that
provide non-communications related services (e.g. Cox cable, Digital Cable, etc.). Examples of CPNI include who, when and where a
customer calls; how much a customer spends on phone calls; the phone services subscribed to or used; price plans; billing information;
and related phone information. The CPNI laws impact how Cox uses CPNI to market and sell Cox video, high speed internet, and
additional telephone services. A subscriber’s name, address and phone number (if published) is not CPNI. For more details about the
CPNI rules, visit the Cox Legal Department’s website on the CCI Intranet at the following address:
http://axis.cci.cox.com/catllegal/Operations%20Product%20Supporrt/Telephony/Telephony.htm.

On behalf of Cox Telcom , Florida, L.L.C. d/b/a as Cox Communications (“Cox”), we certify that Cox maintained the following
procedures during the period of January 1, 2005 through December 31, 2005 to ensure that Cox safeguards its telephone customers’
CPNI information as mandated by the FCC’s rules set forth in 47 C.F.R. §64.2009. Any exceptions or deviations to Cox’s procedures
are listed below, along with an explanation of any corrective measures undertaken by Cox.

(Please Check Each Required Procedure Implemented)

CPNI Approval Status. Cox maintains a record of a customer’s opt-in or opt-out consent, as appropriate, in the customer’s internal records.
(Please detail any deviations from this policy.)

ﬂ CPNI Training. Cox personnel who have access to Cox phone customers’ CPNI information have received training on when they are, and are
not, authorized to use CPNI information. Cox has disciplinary process in place for personnel who inappropriately use CPNI information.

(Please detail any deviations from this policy.)

W Marketing and Sales Activities. Cox maintains records of all sales and marketing campaigns that use CPNI information. All such campaigns
were directed only to telephone customers that gave Cox opt-in or opt-out consent as appropriate, to use such information. The only exception
to this statement is some campaigns were targeted to subscribers when the service being marketed met a specific exemption set forth in the
CPNI rules.

(List any deviations to this policy and the corrective actions that were taken.)

0B, Marketing and Sales Activities. Cox maintains records of all sales and marketing campaigns where CPNI was disclosed or provided to third
parties, such as Cox vendors or business partners. These records include a description of each campaign, the specific CPNI used in the
campaign, and what products and services were offered as part of the campaign.

(List any deviations to this policy and the corrective actions that were taken.)

m Marketing and Sales Activities. All outbound marketing campaigns using CPNI were reviewed and approved, prior to being distributed to Cox
phone customers, by system supervisory personnel trained on the application of the CPNI rules.

(List any deviations to this policy and the corrective actions that were taken.)

This CPNI Compliance Certificate must be signed by the Vice President (or if non Director) of each functional area

Human Resources Marketing stomex Care
1/ x E é 4 &\\_‘_ AR
Signature Signature v
Vonnie Peabody David Saldarriaga j ampietro
Printed Name Printed Name Printeli Name
Director, Human Resources & Development Director, Marketing & Sales VP & General Manager — Central Florida
Title Title Title
December 1, 2005 December 1, 2005 December 1, 2005
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COX

CPNI COMPLIANCE CERTIFICATE COMMUNICATIONS

The federal laws governing the use and disclosure of residential and business telephone customers’ network information (also known
as “CPNI” or Customer Proprietary Network Information) require that all telecommunications carriers establish effective safeguards
to protect against unauthorized access to CPNI by their employees, agents, or unaffiliated third parties or affiliated companies that
provide non-communications related services (e.g. Cox cable, Digital Cable, etc.). Examples of CPNI include who, when and where a
customer calls; how much a customer spends on phone calls; the phone services subscribed to or used; price plans; billing information;
and related phone information. The CPNI laws impact how Cox uses CPNI to market and sell Cox video, high speed internet, and
additional telephone services. A subscriber’s name, address and phone number (if published) is not CPNI. For more details about the
CPNI rules, visit the Cox Legal Department’s website on the CCI Intranet at the following address:
http://axis.cci.cox.com/catllegal/Operations%20Product%20Supporrt/Telephony/Telephony.htm,

On behalf of Cox Nebraska Telcom, L.L.C. d/b/a as Cox Communications (“Cox”), we certify that Cox maintained the following
procedures during the period of January 1, 2005___ through December 31, 2005___ to ensure that Cox safeguards its telephone
customers’ CPNI information as mandated by the FCC’s rules set forth in 47 C.F.R. §64.2009. Any exceptions or deviations to Cox’s
procedures are listed below, along with an explanation of any corrective measures undertaken by Cox.

(Please Check Each Required Procedure Implemented)

ﬂ CPNI Approval Status. Cox maintains a record of a customer’s opt-in or opt-out consent, as appropriate, in the customer’s internal records.
(Please detail any deviations from this policy.)

(A CPNI Training. Cox personnel who have access to Cox phone customers’ CPNI information have received training on when they are, and are
not, authorized to use CPNI information. Cox has disciplinary process in place for personnel who inappropriately use CPNI information.

(Please detail any deviations from this policy.)

ﬁ Marketing and Sales Activities. Cox maintains records of all sales and marketing campaigns that use CPNI information. All such campaigns
were directed only to telephone customers that gave Cox opt-in or opt-out consent as appropriate, to use such information. The only exception
to this statement is some campaigns were targeted to subscribers when the service being marketed met a specific exemption set forth in the
CPNI rules.

(List any deviations to this policy and the corrective actions that were taken.)

ﬂ Marketing and Sales Activities. Cox maintains records of all sales and marketing campaigns where CPNI was disclosed or provided to third
parties, such as Cox vendors or business partners. These records include a description of each campaign, the specific CPNI used in the
campaign, and what products and services were offered as part of the campaign.

(List any deviations to this policy and the corrective actions that were taken.)

x Marketing and Sales Activities. All outbound marketing campaigns using CPNI were reviewed and approved, prior to being distributed to Cox
phone customers, by system supervisory personnel trained on the application of the CPNI rules.

(List any deviations to this policy and the corrective actions that were taken.)

This CPNI Compliance Certificate must be signed by the Vice President (or if none, the Director) of each functional area
noted below in each Cox system that offers Cox Digital Telephone® service.

Human Resources Marketmg Customer Care
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COX

CPNI COMPLIANCE CERTIFICATE COMMUNICATIONS

The federal laws governing the use and disclosure of residential and business telephone customers’ network information (also known
as “CPNI” or Customer Proprietary Network Information) require that all telecommunications carriers establish effective safeguards
to protect against unauthorized access to CPNI by their employees, agents, or unaffiliated third parties or affiliated companies that
provide non-communications related services (e.g. Cox cable, Digital Cable, etc.). Examples of CPNI include who, when and where a
customer calls; how much a customer spends on phone calls; the phone services subscribed to or used; price plans; billing information;
and related phone information. The CPNI laws impact how Cox uses CPNI to market and sell Cox video, high speed internet, and
additional telephone services. A subscriber’s name, address and phone number (if published) is not CPNI. For more details about the
CPNI rules, visit the Cox Legal Department’s website on the CCI Intranet at the following address:
http://axis.cci.cox.com/catllegal/Operations%20Product%20Supporrt/Telephony/Telephony.htm.

On behalf of Cox Telcom B [Insert State where System located], L.L.C. d/b/a as Cox Communications (“Cox”), we
certify that Cox maintained the following procedures during the period of January 1, 200__ through December 31, 200 to ensure
that Cox safeguards its telephone customers’ CPNI information as mandated by the FCC’s rules set forth in 47 C.F.R. §64.2009. Any
exceptions or deviations to Cox’s procedures are listed below, along with an explanation of any corrective measures undertaken by

Cox.
/ (Please Check Each Required Procedure Implemented)
Y crvi Approval Status. Cox maintains a record of a customer’s opt-in or opt-out consent, as appropriate, in the customer’s internal records.
(Please detail any deviations from this policy.)

m/ CPNI Training. Cox personnel who have access to Cox phone customers’ CPNI information have received training on when they are, and are
not, authorized to use CPNI information. Cox has disciplinary process in place for personnel who inappropriately use CPNI information.

(Please detail any deviations from this policy.)

E{ Marketing and Sales Activities. Cox maintains records of all sales and marketing campaigns that use CPNI information. All such campaigns
were directed only to telephone customers that gave Cox opt-in or opt-out consent as appropriate, to use such information. The only exception
to this statement is some campaigns were targeted to subscribers when the service being marketed met a specific exemption set forth in the
CPNI rules.

(List any deviations to this policy and the corrective actions that were taken.)

E( Marketing and Sales Activities. Cox maintains records of all sales and marketing campaigns where CPNI was disclosed or provided to third
parties, such as Cox vendors or business partners. These records include a description of each campaign, the specific CPNI used in the
campaign, and what products and services were offered as part of the campaign.

(List any deviations to this policy and the corrective actions that were taken.)

J Marketing and Sales Activities. All outbound marketing campaigns using CPNI were reviewed and approved, prior to being distributed to Cox
phone customers, by system supervisory personnel trained on the application of the CPNI rules.

(List any deviations to this policy and the corrective actions that were taken.)

This CPNI Compliance Certificate must be signed by the Vice President (or if none, the Director) of each functional area
noted below in each Cox system that offers Cox Digital Telephone® service.

Human Resources Marketing Customer Care
i e, Ll L DU JO -
Signature (/‘}{gnam/e %
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COX

CPNI COMPLIANCE CERTIFICATE COMMUNICATIONS

The federal laws governing the use and disclosure of residential and business telephone customers’ network information (also known
as “CPNI” or Customer Proprietary Network Information) require that all telecommunications carriers establish effective safeguards
to protect against unauthorized access to CPNI by their employees, agents, or unaffiliated third parties or affiliated companies that
provide non-communications related services (e.g. Cox cable, Digital Cable, etc.). Examples of CPNI include who, when and where a
customer calls; how much a customer spends on phone calls; the phone services subscribed to or used; price plans; billing information;
and related phone information. The CPNI laws impact how Cox uses CPNI to market and sell Cox video, high speed internet, and
additional telephone services. A subscriber’s name, address and phone number (if published) is not CPNI. For more details about the
CPNI rules, visit the Cox Legal Department’s website on the CCI Intranet at the following address:
http://axis.cci.cox.com/catllegal/Operations%20Product%20Supporrt/Telephony/Telephony.htm.

On behalf of Cox Telcom /\Mevaela. [Insert State where System located], L.L.C. d/b/a as Cox Communications (“Cox”), we

certify that Cox maintained the following procedures during the period of January 1, 200 _& through December 31, 2005 to ensure

that Cox safeguards its telephone customers’ CPNI information as mandated by the FCC’s rules set forth in 47 C.F.R. §64.2009. Any

c(::xccptions or deviations to Cox’s procedures are listed below, along with an explanation of any corrective measures undertaken by
0X.

(Please Check Each Required Procedure Implemented)

E]/CPNI Approval Status. Cox maintains a record of a customer’s opt-in or opt-out consent, as appropriate, in the customer’s internal records.
(Please detail any deviations from this policy.)

& cpPNI Training. Cox personnel who have access to Cox phone customers’ CPNI information have received training on when they are, and are
not, authorized to use CPNI information. Cox has disciplinary process in place for personnel who inappropriately use CPNI information.

(Please detail any deviations from this policy.)

Ii Marketing and Sales Activities. Cox maintains records of all sales and marketing campaigns that use CPNI information. All such campaigns
were directed only to telephone customers that gave Cox opt-in or opt-out consent as appropriate, to use such information. The only exception
to this statement is some campaigns were targeted to subscribers when the service being marketed met a specific exemption set forth in the

CPNI rules.
(List any deviations to this policy and the corrective actions that were taken.)

g Marketing and Sales Activities. Cox maintains records of all sales and marketing campaigns where CPNI was disclosed or provided to third
parties, such as Cox vendors or business partmers. These records include a description of each campaign, the specific CPNI used in the
campaign, and what products and services were offered as part of the campaign.

(List any deviations to this policy and the corrective actions that were taken.)

I{ Marketing and Sales Activities. All outbound marketing campaigns using CPNI were reviewed and approved, prior to being distributed to Cox
phone customers, by system supervisory personnel trained on the application of the CPNI rules.

(List any deviations to this policy and the corrective actions that were taken.)

This CPNI Compliance Certificate must be signed by the Vice President (or if none, the Director) of each functional area
noted below in each Cox system that offers Cox Digital Telephone® service.

Human Resources Marketing ] Customer Caxe
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COX

CPNI COMPLIANCE CERTIFICATE COMMUNICATIONS

The federal laws governing the use and disclosure of residential and business telephone customers’ network information (also known
as “CPNI” or Customer Proprietary Network Information) require that all telecommunications carriers establish effective safeguards
to protect against unauthorized access to CPNI by their employees, agents, or unaffiliated third parties or affiliated companies that
provide non-communications related services (e.g. Cox cable, Digital Cable, etc.). Examples of CPNI include who, when and where a
customer calls; how much a customer spends on phone calls; the phone services subscribed to or used; price plans; billing information;
and related phone information. The CPNI laws impact how Cox uses CPNI to market and sell Cox video, high speed internet, and
additional telephone services. A subscriber’s name, address and phone number (if published) is not CPNI. For more details about the
CPNI rules, visit the Cox Legal Department’s website on the CCI Intranet at the following address:
http://axis.cci.cox.com/catllegal/Operations%20Product%20Supporrt/Telephony/Telephony.htm.

On behalf of Cox Telcom V@Q&'jﬂ [Insert State where System located], L.L.C. d/b/a as Cox Communications (*Cox”), we
certify that Cox maintained the following procedures during the period of January 1,200 5~ through December 31,2005 to ensure
that Cox safeguards its telephone customers® CPNI information as mandated by the FCC’s rules set forth in 47 C.F.R. §64.2009. Any
exceptions or deviations to Cox’s procedures are listed below, along with an explanation of any corrective measures undertaken by
Cox.

(Please Check Each Required Procedure Implemented)

J CPNI Approval Status. Cox maintains a record of a customer’s opt-in or opt-out consent, as appropriate, in the customer’s internal records,
(Please detail any deviations from this policy.)

B/CPNI Training. Cox personnel who have access to Cox phone customers’ CPNI information have received training on when they are, and are
not, authorized to use CPNI information. Cox has disciplinary process in place for personnel who inappropriately use CPNI information.

(Please detail any deviations from this policy.)

§/ Marketing and Sales Activities. Cox maintains records of all sales and marketing campaigns that use CPNI information. All such campaigns
were directed only to telephone customers that gave Cox opt-in or opt-out consent as appropriate, to use such information. The only exception
to this statement is some campaigns were targeted to subscribers when the service being marketed met a specific exemption set forth in the
CPNI rules.

(List any deviations to this policy and the corrective actions that were taken.)

d‘ Marketing and Sales Activities. Cox maintains records of all sales and marketing campaigns where CPNI was disclosed or provided to third
parties, such as Cox vendors or business partners. These records include a description of each campaign, the specific CPNI used in the
campaign, and what products and services were offered as part of the campaign.

(List any deviations to this policy and the corrective actions that were laken.)

M Marketing and Sales Activities. All outbound marketing campaigns using CPNI were reviewed and approved, prior to being distributed to Cox
phone customers, by system supervisory personnel trained on the application of the CPNI rules.

(List any deviations to this policy and the corrective actions that were taken,)

This CPNI Compliance Certificate must be signed by the Vice President (or if none, the Director) of each functional area
noted below in each Cox system that offers Cox Digital Telephone® service.

/ Mﬁﬁg\/ Customer Care

Human Resource
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COX

CPNI COMPLIANCE CERTIFICATE COMMUNICATIONS

The federal laws governing the use and disclosure of residential and business telephone customers’ network information (also known
as “CPNI” or Customer Proprietary Network Information) require that all telecommunications carriers establish effective safeguards
to protect against unauthorized access to CPNI by their employees, agents, or unaffiliated third parties or affiliated companies that
provide non-communications related services (e.g. Cox cable, Digital Cable, etc.). Examples of CPNI include who, when and where a
customer calls; how much a customer spends on phone calls; the phone services subscribed to or used; price plans; billing information;
and related phone information. The CPNI laws impact how Cox uses CPNI to market and sell Cox video, high speed internet, and
additional telephone services. A subscriber’s name, address and phone number (if published) is not CPNI. For more details about the
CPNI rules, visit the Cox Legal Department’s website on the CCI Intranet at the following address:
http://axis.cci.cox.com/catllegal/Operations%20Product%20Supporrt/Telephony/Telephony.htm.

On behalf of Cox Telcom ¥ lorida,  [Insert State where System located], L.L.C. d/b/a as Cox Communications (“Cox”), we

certify that Cox maintained the following procedures during the period of January 1, 200 5 through December 31, 2005 to ensure

that Cox safeguards its telephone customers’ CPNI information as mandated by the FCC’s rules sef forth in 47 C.F.R. §64.2009. Any

Exceptlons or deviations to Cox’s procedures are listed below, along with an explanation of any corrective measures undertaken by
oxX.

(Please Check Each Required Procedure Implemented)

CPNI Approval Status. Cox maintains a record of a customer’s opt-in or opt-out consent, as appropriate, in the customer’s internal records.
(Please detail any deviations from this policy.)

E‘!/ CPNI Training. Cox personnel who have access to Cox phone customers’ CPNI information have received training on when they are, and are
not, authorized to use CPNI information. Cox has disciplinary process in place for personnel who inappropriately use CPNI information.

(Please detail any deviations from this policy.)

IB/Markeﬁng and Sales Activities. Cox maintains records of all sales and marketing campaigns that use CPNI information. All such campaigns
were directed only to telephone customers that gave Cox opt-in or opt-out consent as appropriate, to use such information. The only exception
to this statement is some campaigns were targeted to subscribers when the service being marketed met a specific exemption set forth in the
CPNI rules.

(List any deviations to this policy and the corrective actions that were taken.)

E( Marketing and Sales Activities. Cox maintains records of all sales and marketing campaigns where CPNI was disclosed or provided to third
parties, such as Cox vendors or business partners. These records include a description of each campaign, the specific CPNI used in the
campaign, and what products and services were offered as part of the campaign.

(List any deviations to this policy and the corrective actions that were taken.)

'
™ Marketing and Sales Activities. All outbound marketing campaigns using CPNI were reviewed and approved, prior to being distributed to Cox
phone customers, by system supervisory personnel trained on the application of the CPNI rules.

(List any deviations to this policy and the corrective actions that were taken.)

This CPNI Compliance Certificate must be signed by the Vice President (or if none, the Director) of each functional area
noted below in each/Cox system that offers Cox Digital Telephone® service.

Customer Care W

Human Resoukces

Signature 0 Signature
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Printed Name \ Printed Name Printed Name
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COX

CPNI COMPLIANCE CERTIFICATE COMMUNICATIONS

The federal laws governing the use and disclosure of residential and business telephone customers’ network information (also known
as “CPNI” or Customer Proprietary Network [Information) require that all telecommunications carriers establish effective safeguards

to protect against unauthorized access to CPNI by their employees, agents, or unaffiliated third parties or affiliated companies that
provide non-communications related services (e.g. Cox cable, Digital Cable, etc.). Examples of CPNI include who, when and where a
customer calls; how much a customer spends on phone calls; the phone services subscribed to or used; price plans; billing information;
and related phone information. The CPNI laws impact how Cox uses CPNI to market and sell Cox video, high speed internet, and
additional telephone services. A subscriber’s name, address and phone number (if published) is not CPNI. For more details about the
CPNI rules, visit the Cox Legal Department’s website on the CCI Intranet at the following address:

http://axis.cci.cox.com/catllegal/Operations%20Product%20Supporrt/ Telephony/Telephony.htm.

On behalf of Cox Telcom A [Insert State where System located], L..L..C. d/b/a as Cox Communications (“Cox”), we

certify that Cox maintained the following procedures during the period of January 1, 200 %5 through December 31, 2005 _to ensure

that Cox safeguards its telephone customers” CPNI information as mandated by the FCC’s rules set forth in 47 C.F.R. §64.2009. Any

Exccptions or deviations to Cox’s procedures are listed below, along with an explanation of any corrective measures undertaken by
OX.

(Please Check Each Required Procedure Implemented)

& cPNI Approval Status. Cox maintains a record of a customer’s opt-in or opt-out consent, as appropriate, in the customer’s internal records.
(Please detail any deviations from this policy.)

Ei/ CPNI Training. Cox personnel who have access to Cox phone customers” CPNI information have received training on when they are, and are
not, authorized to use CPNI information. Cox has disciplinary process in place for personnel who inappropriately use CPNI information.

(Please detail any deviations from this policy.)

e
El  Marketing and Sales Activities. Cox maintains records of all sales and marketing campaigns that use CPNI information. All such campaigns
were directed only to telephone customers that gave Cox opt-in or opt-out consent as appropriate, to use such information. The only exception
to this statement is some campaigns were targeted to subscribers when the service being marketed met a specific exemption set forth in the
CPNI rules.

(List any deviations to this policy and the corrective actions that were taken.)

-

- Marketing and Sales Activities. Cox maintains records of all sales and marketing campaigns where CPNI was disclosed or provided to third
parties, such as Cox vendors or business partners. These records include a description of each campaign, the specific CPNI used in the
campaign, and what products and services were oftered as part of the campaign.

(List any deviations to this policy and the corrective actions that were taken.)

=

EI'/Marketing and Sales Activities. All outbound marketing campaigns using CPNI were reviewed and approved, prior to being distributed to Cox
phone customers, by system supervisory personnel trained on the application of the CPNI rules.

(List any deviations to this policy and the corrective actions that were taken.)

This CPNI Compliance Certificate must be signed by the Vice President (or if none, the Director) of each functional area

noted below in each Cox system that offers Cox Digital Telephone® service.
man Resour¢ - Marketing Customer Carm
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COX

CPNI COMPLIANCE CERTIFICATE COMMUNICATIONS

The federal laws governing the use and disclosure of residential and business telephone customers’ network information (also known
as “CPNI” or Customer Proprietary Network Information) require that all telecommunications carriers establish effective safeguards
to protect against unauthorized access to CPNI by their employees, agents, or unaffiliated third parties or affiliated companies that
provide non-communications related services (e.g. Cox cable, Digital Cable, etc.). Examples of CPNI include who, when and where a
customer calls; how much a customer spends on phone calls; the phone services subscribed to or used; price plans; billing information;
and related phone information. The CPNI laws impact how Cox uses CPNI to market and sell Cox video, high speed internet, and
additional telephone services. A subscriber’s name, address and phone number (if published) is not CPNI. For more details about the
CPNI rules, visit the Cox Legal Department’s website on the CCI Intranet at the following address:
http://axis.cci.cox.com/catllegal/Operations%20Product%20Supporrt/Telephony/Telephony.htm.

On behalf of Cox Telcom Oklahoma, L.L.C. d/b/a as Cox Communications (“Cox”), we certify that Cox maintained the following
procedures during the period of January 1, 200___ through December 31, 200___ to ensure that Cox safeguards its telephone
customers’ CPNI information as mandated by the FCC’s rules set forth in 47 C.F.R. §64.2009. Any exceptions or deviations to Cox’s
procedures are listed below, along with an explanation of any corrective measures undertaken by Cox.

(Please Check Each Required Procedure Implemented)

I]/CPN.' Approval Status. Cox maintains a record of a customer’s opt-in or opt-out consent, as appropriate, in the customer’s internal records.
@/{j’f’ease detail any deviations from this policy.)

& CPNI Training. Cox personnel who have access to Cox phone customers’ CPNI information have received training on when they are, and are
@/not, authorized to use CPNI information. Cox has disciplinary process in place for personnel who inappropriately use CPNI information.

(Please detail any deviations from this policy.)

o

-

&Y Marketing and Sales Activities. Cox maintains records of all sales and marketing campaigns that use CPNI information. All such campaigns
77 were directed only to telephone customers that gave Cox opt-in or opt-out consent as appropriate, to use such information. The only exception
to this statement is some campaigns were targeted to subscribers when the service being marketed met a specific exemption set forth in the

CPNI rules.

(List any deviations to this policy and the corrective actions that were taken.)

I]/’ﬂ/d’arkering and Sales Activities. Cox maintains records of all sales and marketing campaigns where CPNI was disclosed or provided to third
parties, such as Cox vendors or business partners. These records include a description of each campaign, the specific CPNI used in the
campaign, and what products and services were offered as part of the campaign.

(List any deviations to this policy and the corrective actions that were taken.)

D’/Markering and Sales Activities. All outbound marketing campaigns using CPNI were reviewed and approved, prior to being distributed to Cox
phone customers, by system supervisory personnel trained on the application of the CPNI rules.

J (List any deviations to this policy and the corrective actions that were taken.)

This CPNI Compliance Certificate must be signed by the Vice President (or if none, the Director) of each functional area
noted below in each Cox system that offers Cox Digital Telephone® service.

Signdiure ,_/}fnaﬂ!re ¥ / Frenature
rews - )

Deonna Miller Mollie Shelli R Osborn
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COX

CPNI COMPLIANCE CERTIFICATE COMMUNICATIONS

The federal laws governing the use and disclosure of residential and business telephone customers’ network information (also known
as “CPNI” or Customer Proprietary Network Information) require that all telecommunications carriers establish effective safeguards
to protect against unauthorized access to CPNI by their employees, agents, or unaffiliated third parties or affiliated companies that
provide non-communications related services (e.g. Cox cable, Digital Cable, etc.). Examples of CPNI include who, when and where a
customer calls; how much a customer spends on phone calls; the phone services subscribed to or used; price plans; billing information;
and related phone information. The CPNI laws impact how Cox uses CPNI to market and sell Cox video, high speed internet, and
additional telephone services. A subscriber’s name, address and phone number (if published) is not CPNI. For more details about the
CPNI rules, visit the Cox Legal Department’s website on the CCI Intranet at the following address:
http://axis.cci.cox.com/catllegal/Operations%20Product%20Supporrt/Telephony/Telephony.htm.

On behalf of Cox lowa Telcom, L.L.C. d/b/a as Cox Communications (“Cox”), we certify that Cox maintained the following
procedures during the period of January 1, 2005 through December 31, 2005 to ensure that Cox safeguards its telephone
customers’ CPNI information as mandated by the FCC’s rules set forth in 47 C.F.R. §64.2009. Any exceptions or deviations to Cox’s
procedures are listed below, along with an explanation of any corrective measures undertaken by Cox.

(Please Check Each Required Procedure Implemented)

& CPNI Approval Status. Cox maintains a record of a customer’s opt-in or opt-out consent, as appropriate, in the customer’s internal records.
(Please detail any deviations from this policy.)

M CPNI Training. Cox personnel who have access to Cox phone customers’ CPNI information have received training on when they are, and are
not, authorized to use CPNI information. Cox has disciplinary process in place for personnel who inappropriately use CPNI information.

(Please detail any deviations from this policy.)

ﬁ Marketing and Sales Activities. Cox maintains records of all sales and marketing campaigns that use CPNI information. All such campaigns
were directed only to telephone customers that gave Cox opt-in or opt-out consent as appropriate, to use such information. The only exception
to this statement is some campaigns were targeted to subscribers when the service being marketed met a specific exemption set forth in the
CPNI rules.

(List any deviations to this policy and the corrective actions that were taken.)

ﬁ' Marketing and Sales Activities. Cox maintains records of all sales and marketing campaigns where CPNI was disclosed or provided to third
parties, such as Cox vendors or business partners. These records include a description of each campaign, the specific CPNI used in the
campaign, and what products and services were offered as part of the campaign.

(List any deviations to this policy and the corrective actions that were taken.)

ﬁ Marketing and Sales Activities. All outbound marketing campaigns using CPNI were reviewed and approved, prior to being distributed to Cox
phone customers, by system supervisory personnel trained on the application of the CPNI rules.

(List any deviations to this policy and the corrective actions that were taken.)

This CPNI Compliance Certificate must be signed by the Vice President (or if none, the Director) of each functional area
noted below in each Cox system that offers Cox Digital Telephone® service.

Human Resources Customer Care

4: 2 ééz d i 24 / A
.
ignature Signature T
RoBeRrT . SEREY
Printed Name Printed Name Printed Name
A TE vEP plink 72075 V. P cusTonee cake
Title Title

Title
/2-7-05 sx/)2/08 tb/v s

Date Date Date




COX

CPNI COMPLIANCE CERTIFICATE COMMUNICATIONS

The federal laws governing the use and disclosure of residential and business telephone customers’ network information (also known
as “CPNI” or Customer Proprietary Network Information) require that all telecommunications carriers establish effective safeguards
to protect against unauthorized access to CPNI by their employees, agents, or unaffiliated third parties or affiliated companies that
provide non-communications related services (e.g. Cox cable, Digital Cable, etc.). Examples of CPNI include who, when and where a
customer calls; how much a customer spends on phone calls; the phone services subscribed to or used; price plans; billing information;
and related phone information. The CPNI laws impact how Cox uses CPNI to market and sell Cox video, high speed internet, and
additional telephone services. A subscriber’s name, address and phone number (if published) is not CPNI. For more details about the
CPNI rules, visit the Cox Legal Department’s website on the CCI Intranet at the following address:
http://axis.cci.cox.com/catllegal/Operations%20Product%20Supporrt/Telephony/Telephony.htm.

On behalf of Cox Telcom California, L.L.C. d/b/a as Cox Communications (“Cox”), we certify that Cox maintained the following
procedures during the period of January 1, 200 5 through December 31, 2005 to ensure that Cox safeguards its telephone
customers’ CPNI information as mandated by the FCC’s rules set forth in 47 C.F.R. §64.2009. Any exceptions or deviations to Cox’s
procedures are listed below, along with an explanation of any corrective measures undertaken by Cox.

(Please Check Each Required Procedure Implemented)

lE/CPNI Approval Status. Cox maintains a record of a customer’s opt-in or opt-out consent, as appropriate, in the customer’s internal records.
(Please detail any deviations from this policy.)

IE/CPNI Training. Cox personnel who have access to Cox phone customers® CPNI information have received training on when they are, and arg
not, authorized to use CPNI information. Cox has disciplinary process in place for personnel who inappropriately use CPNI information.

(Please detail any deviations from this policy.)

B/Marketing and Sales Activities. Cox maintains records of all sales and marketing campaigns that use CPNI information. All such campaigns
were directed only to telephone customers that gave Cox opt-in or opt-out consent as appropriate, to use such information. The only exception
to this statement is some campaigns were targeted to subscribers when the service being marketed met a specific exemption set forth in the
CPNI rules.

(List any deviations to this policy and the corrective actions that were taken.)

IB/Marketing and Sales Activities. Cox maintains records of all sales and marketing campaigns where CPNI was disclosed or provided to third
parties, such as Cox vendors or business partners. These records include a description of each campaign, the specific CPNI used in the
campaign, and what products and services were offered as part of the campaign.

(List any deviations to this policy and the corrective actions that were taken.)

I{Markeﬁng and Sales Activities. All outbound marketing campaigns using CPNI were reviewed and approved, prior to being distributed to Cox
phone customers, by system supervisory personnel trained on the application of the CPNI rules.

(List any deviations to this policy and the corrective actions that were taken.)

This CPNI Compliance Certificate must be signed by the Vice President (or if none, the Director) of each functional area
noted below in each Cox system that offers Cox Digital Telephone® service.

Marketing Customer Care
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COX

CPNI COMPLIANCE CERTIFICATE COMMUNICATIONS

The federal laws governing the use and disclosure of residential and business telephone customers’ network information (also known
as “CPNI” or Customer Proprictary Network Information) require that all telecommunications carriers establish effective safeguards
to protect against unauthorized access to CPNI by their employees, agents, or unaffiliated third parties or affiliated companies that
provide non-communications related services (e.g. Cox cable, Digital Cable, etc.). Examples of CPNI include who, when and where a
customer calls; how much a customer spends on phone calls; the phone services subscribed to or used; price plans; billing information;
and related phone information. The CPNI laws impact how Cox uses CPNI to market and sell Cox video, high speed internet, and
additional telephone services. A subscriber’s name, address and phone number (if published) is not CPNI. For more details about the
CPNI rules, visit the Cox Legal Department’s website on the CCI Intranet at the following address:
http://axis.cci.cox.com/catllegal/Operations%20Product%20Supporrt/Telephony/Telephony.htm.

On behalf of Cox Telcom YAT8INia  [jneert State where System located], L.L.C. d/b/a as Cox Communications (“Cox”), we
certify that Cox maintained the following procedures during the period of January 1, 200___ through December 31,200 to ensure
that Cox safeguards its telephone customers’ CPNI information as mandated by the FCC’s rules set forth in 47 C.F.R. §64.2009. Any
exceptions or deviations to Cox’s procedures are listed below, along with an explanation of any corrective measures undertaken by
Cox.

(Please Check Each Required Procedure Implemented)

ET/‘CPNI Approval Status. Cox maintains a record of a customer’s opt-in or opt-out consent, as appropriate, in the customer’s internal records.
(Please detail any deviations from this policy.)

& CPNI Training. Cox personnel who have access to Cox phone customers’ CPNI information have received training on when they are, and are
not, authorized to use CPNI information. Cox has disciplinary process in place for personnel who inappropriately use CPNI information.

(Please detail any deviations from this policy.)

IB/-,Markering and Sales Activities. Cox maintains records of all sales and marketing campaigns that use CPNI information. All such campaigns
were directed only to telephone customers that gave Cox opt-in or opt-out consent as appropriate, to use such information. The only exception
to this statement is some campaigns were targeted to subscribers when the service being marketed met a specific exemption set forth in the
CPNI rules.

(List any deviations to this policy and the corrective actions that were taken.)

E'/;'Harkeﬁng and Sales Activities. Cox maintains records of all sales and marketing campaigns where CPNI was disclosed or provided to third
parties, such as Cox vendors or business partners. These records include a description of each campaign, the specific CPNI used in the
campaign, and what products and services were offered as part of the campaign.

(List any deviations to this policy and the corrective actions that were taken.)

rMarkeﬁﬂg and Sales Activities. All outbound marketing campaigns using CPNI were reviewed and approved, prior to being distributed to Cox
phone customers, by system supervisory personnel trained on the application of the CPNI rules.

(List any deviations to this policy and the corrective actions that were taken.)

This CPNI Compliance Certificate must be signed by the Vice President (or if none, the Director) of each functional area
noted below in each Cox system that offers Cox Digital Telephone® service.
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CPNIC OMPLIANCE CERTIFICATE COMMBNICATIONS

The federal laws governing the use and disclosure of residential and business telepho:e customers’ network information (also known
as “CPNT” or Customer Proprietary Network Information) require that all telecommunications carriers establish effective safeguards
to protect against unauthorized access to CPNI by their employees, agents, or unaffiliated third parties or affiliated companies that
provide non-cormmunications related services (e.g. Cox cable, Digital Cable, etc.). Eiamples of CPNI include who, when and where a
customer calls; how much a customer spends on phone calls; the phone services subseribed to or used; price plans; billing information;
and related phone information. The CPNI laws impact how Cox uses CPNI to market and sell Cox video, high speed internet, and
additional telephone services. A subscriber’s name, address and phone number (if published) is not CPNI. For more details about the
CPNI rules, visit the Cox Legal Department’s website on the CCI Intranet at the foﬁovn‘ng address:
http://axis.cci.cox.com/catllegal/Operations%20Product%208 xt/Telephony/Telephony.htm.

On behalf of Cox Louisiana Telcom, L.L.C. d/b/a as Cox Commmunications (“Cox”), ‘e certify that Cox maintained the following
procedures during the period of January 1, 2005 through Decernber 31, 2005 to ensure that Cox safeguards its telephone customers’
CPNI information 2s mandated by the FCC’s rules sct forth in 47 CF.R. §64.2009. Any exceptions or deviations to Cox’s procedures
are listed below, along with an explanation of any corrective measures undertaken by Cox.

ﬁ( (Please Check Each Required Procedure Implemented)
CPNI

Approval Status. Cox maintains a record of & customer’s opt-in or opt-out consent, as 2ppropriate, it the customer’s internal records,
(Please detail any deviations from this policy.)

CPNI Training, Cox personnel who have access 1o Cox phone customers’ CPNI information have received training on when they arc, and gre
not, authorized to usc CPNT information. Cox has disciplinary process in place for persormnel who ivappropriately use CPNI information.

(Please detail any deviations jfrom this policy.)

Marketing and Sales Activities. Cox maintaing records of all sales and marketing campaigns that use CPNI information. All such campaigns

were directed only to telephone customers that gave Cox opt-in or opt-out consent as ap;ropriate, to use such informatdon. The only exception

t&, ﬂNl.lI.S s{ﬂmm 1s some campaigns were targeted to subscribers when the service being marketed met a specific exemption set forth in the
N1 ralcs.

(List any deviations {o this policy and the corrective actions that were taken.)

Markering and Sales Activities. Cox maintains rccords of all sales and marketing campaigns where CPNI wes disclosed or provided to third
parties, such as Cox vendors or busin¢ss permers. These records include @ description of ¢ach campaign, the specific CPNI used in the
campaign, and what products and services were offered as part of the carmpaign.

(List any deviations to this policy and the corrective actions that were taken.)

U/Markm‘ng and Sales Activifies. All outbound marketing cnm%aigns using CPNI were reviewed and approved, prior to being distributed to Cox
phone customers, by system supervisory personnel trained on the application of the CPNI rules.

(List any deviations fo this policy and the corrective actions that were taken.)

¢ Vice President (or if none, the Director) of each functional area
that offers Cox Digital Telephone® service.
Cu Care
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COX

CPNI COMPLIANCE CERTIFICATE COMMUNICATIONS

The federal laws governing the use and disclosure of residential and business telephone customers’ network information (also known
as “CPNI” or Customer Proprietary Network Information) require that all telecommunications carriers establish effective safeguards
to protect against unauthorized access to CPNI by their employees, agents, or unaffiliated third parties or affiliated companies that
provide non-communications related services (e.g. Cox cable, Digital Cable, etc.). Examples of CPNI include who, when and where a
customer calls; how much a customer spends on phone calls; the phone services subscribed to or used; price plans; billing information;
and related phone information. The CPNI laws impact how Cox uses CPNI to market and sell Cox video, high speed internet, and
additional telephone services. A subscriber’s name, address and phone number (if published) is not CPNI. For more details about the
CPNI rules, visit the Cox Legal Department’s website on the CCI Intranet at the following address:
http://axis.cci.cox.com/catllegal/Operations%20Product%20Supporrt/Telephony/Telephony.htm.

On behalf of Cox Telcom Ohio, L.L.C. d/b/a as Cox Communications (“Cox”), we certify that Cox maintained the following
procedures during the period of January 1, 2005 through December 31, 2005 _to ensure that Cox safeguards its telephone customers’
CPNI information as mandated by the FCC’s rules set forth in 47 C. 64.2009. Any exceptions or deviations to Cox’s procedures
are listed below, along with an explanation of any corrective measures undertaken by Cox.

(Please Check Each Required Procedure Implemented)

[IV/CPNI Approval Status. Cox maintains a record of a customer’s opt-in or opt-out consent, as appropriate, in the customer’s internal records.

(Please detail any deviations from this policy.) :
0 saly iwuuxu, e bar S, 2005, Lowneh !}t“t 2006

CPNI Training. Cox personnel who have access to Cox phone customers’ CPNI information have received training on when they are, and are
not, authorized to use CPNI information. Cox has disciplinary process in place for personnel who inappropriately use CPNI information.

(Please detail any dewanons Srom this policy.)
[t " N il L (f et

0" Marketing and Sales Activities. Cox maintains records of all sales and marketing campaigns that use CPNI information. All such campaigns
were directed only to telephone customers that gave Cox opt-in or opt-out consent as appropriate, to use such information. The only exception
to this statement is some campaigns were targeted to subscribers when the service being marketed met a specific exemption set forth in the
CPNI rules.

(List any d Jaﬂons to this polic and the correcfwe actions that were Iaken ,’ ;

Q/Markeﬁng and Sales Activities. Cox maintains records of all sales and marketing campaigns where CPNI was disclosed or provided to third
parties, such as Cox vendors or business partners. These records include a description of each campaign, the specific CPNI used in the
campaign, and what products and services were offered as part of the campaign.

(List any ggviati o this policy and the corrective actions that were taken.)
/(T s Fprrodss” N whig | 2005 L ekl 1]19/200¢
8]

0 Marketing and Sales Activities. All outbound marketing campaigns using CPNI were reviewed and approved, prior to being distributed to Cox
phone customers, by system supervisory personnel trained on the application of the CPNI rules.

(List any deviations (o this policy and the corrective actions that were taken.) . "
Do Sales o4 Sh Decentbr» 3, SOOT Lo~ :h‘?/,mcg

This CPNI Compliance Certificate must be signed by the Vice President (or if none, the Director) of each functional area
noted below in each Cox system that offers Cox Digital Telephone® service.
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COX

The federal laws governing the use and disclosure of residential and business telephone customers’ network information (also known
as “CPNI” or Customer Propnclary Network Information) require that all telecommunications carriers establish effective safeguards
to protect against unauthorized access to CPNI by their employees, agents, or unaffiliated third parties or affiliated companies that
provide non-communications related services (e.g. Cox cable, Digital Cable, etc.). Examples of CPNI include who, when and where a
customer calls; how much a customer spends on phone calls; the phone services subscribed to or used; price plans; billing information;
and related phone information. The CPNI laws impact how Cox uses CPNI to market and sell Cox video, high speed internet, and
additional telephone services. A subscriber’s name, address and phone number (if published) is not CPNI. For more details about the
CPNI rules, visit the Cox Legal Department’s website on the CCI Intranet at the following address:
http://axis.cci.cox.com/catllegal/Operations%20Product%20Supporrt/ Telephony/Telephony.htm.

On behalf of Cox Telcom K .S [Insert State where System located], L.L.C. d/b/a as Cox Communications (*“Cox™), we
certify that Cox maintained the following procedures during the period of January 1, 2005 through December 31, 2005 to ensure
that Cox safeguards its telephone customers’ CPNI information as mandated by the FCC’s rules set forth in 47 C.F. R. §64.2009. Any
exceptions or “deviations to Cox’s procedures are listed below, along with an explanation of any corrective measures undertaken by
Cox.

(Please Check Each Required Procedure Implemented)

CPNI Approval Status. Cox maintains a record of a customer’s opt-in or opt-out consent. as appropriate, in the customer’s internal records.
(Please detail any deviations from this policy.)
No DEuiATion)

ﬁ. CPNI Training. Cox personnel who have access to Cox phone customers’ CPNI information have received training on when they are, and are
not, authorized to use CPNI information. Cox has disciplinary process in place for personnel who inappropriately use CPNI information.

(Please detail any deviations from this policy.)
Ne DENIATLO

™  Marketing and Sales Activities, Cox maintains records of all sales and marketing campaigns that use CPNI information. All such campaigns
were directed only to telephone customers that gave Cox opt-in or opt-out consent as appropriate, to use such information. The only exception
to this statement is some campaigns were targeted to subscribers when the service being marketed met a specific exemption set forth in the
CPNI rules.

(List any deviations to this policy and the corrective actions that were taken.)

. Marketing and Sales Activities. Cox maintains records of all sales and marketing campaigns where CPNI was disclosed or provided to third
partics, such as Cox vendors or business partners. These records include a description of each campaign, the specific CPNI used in the
campaign, and what products and services were offered as part of the campaign.

(List any deviations to this policy and the corrective actions that were taken.}

® Marketing and Sales Activities. All outbound marketing campaigns using CPNI were reviewed and approved, prior to being distributed to Cox
phone customers, by system supervisory personnel trained on the application of the CPNI rules.

(List any deviations to this policy and the corrective actions that were taken.)

This CPNI Compliance Certificate must be signed by the Vice President (or if none, the Director) of each functional area
noted below in each Cox system that offers Cox Digital Telephone® service.
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COX

CPNI COMPLIANCE CERTIFICATE COMMUNICATIONS

The federal laws governing the use and disclosure of residential and business telephone customers’ network information (also known
as “CPNI” or Customer Proprietary Network Information) require that all telecommunications carriers establish effective safeguards
to protect against unauthorized access to CPNI by their employees, agents, or unaffiliated third parties or affiliated companies that
provide non-communications related services (e.g. Cox cable, Digital Cable, etc.). Examples of CPNI include who, when and where a
customer calls; how much a customer spends on phone calls; the phone services subscribed to or used; price plans; billing information,
and related phone information. The CPNI laws impact how Cox uses CPNI to market and sell Cox video, high speed internet, and
additional telephone services. A subscriber’s name, address and phone number (if published) is not CPNI. For more details about the
CPNI rules, visit the Cox Legal Department’s website on the CCI Intranet at the following address:
http://axis.cci.cox.com/catllegal/Operations%20Product%20Supporrt/Telephony/Telephony.htm.

On behalf of Cox Telcom _Rhode Island, L.L.C. d/b/a as Cox Communications (“Cox”), we certify that Cox maintained the following
procedures during the period of January 1, 200 through December 31, 200___ to ensure that Cox safeguards its telephone
customers’ CPNI information as mandated by the FCC'’s rules set forth in 47 C.F.R. §64.2009. Any exceptions or deviations to Cox’s
procedures are listed below, along with an explanation of any corrective measures undertaken by Cox.

(Please Check Each Required Procedure Implemented)

E/ CPNI Approval Status. Cox maintains a record of a customer’s opt-in or opt-out consent, as appropriate, in the customer’s internal records.
(Please detail any deviations from this policy.)
Records are maintained in our ICOMS billing system.

ID/ CPNI Training. Cox personnel who have access to Cox phone customers’ CPNI information have received training on when they are, and are
not, authorized to use CPNI information. Cox has disciplinary process in place for personnel who inappropriately use CPNI information.
(Please detail any deviations from this policy.)

The new training has only been introduced to those individuals who have access to CPNI and sell/market Cox products per the attached
decision matrix. An attached document identifies those individuals in the call center and sales who have not yet taken the new training.
Though FSRs are covered under the CPNI permission granted to the CSRs and have had prior training on CPNI, we are in the process of
having all FSRs recertified using the revised CPNI training for awareness purposes only.

Marketing and Sales Activities. Cox maintains records of all sales and marketing campaigns that use CPNI information. All such campaigns
were directed only to telephone customers that gave Cox opt-in or opt-out consent as appropriate, to use such information. The only exception
to this statement is some campaigns were targeted to subscribers when the service being marketed met a specific exemption set forth in the
CPNI rules.
(List any deviations to this policy and the corrective actions that were taken.)

The above is correct for sales campaigns.

EB/ Marketing and Sales Activities. Cox maintains records of all sales and marketing campaigns where CPNI was disclosed or provided to third
parties, such as Cox vendors or business partners. These records include a description of each campaign, the specific CPNI used in the
campaign, and what products and services were offered as part of the campaign.

(List any deviations to this policy and the corrective actions that were taken.)
The above is correct for sales campaigns.

JMarkefing and Sales Activities. All outbound marketing campaigns using CPNI were reviewed and approved, prior to being distributed to Cox
phone customers, by system supervisory personnel trained on the application of the CPNI rules.

(List any deviations to this policy and the corrective actions that were taken.)
The above is correct for sales campaigns.

This CPNI Compliance Certificate must be signed by the Vice President (or if none, the Director) of each functional area
noted below in each Cox system that offers Cox Digital Telephone® service.
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COX

CPNI COMPLIANCE CERTIFICATE COMMUNICATIONS

The federal laws governing the use and disclosure of residential and business telephone customers’ network information (also known
as “CPNI” or Customer Proprietary Network Information) require that all telecommunications carriers establish effective safeguards
to protect against unauthorized access to CPNI by their employees, agents, or unaffiliated third parties or affiliated companies that
provide non-communications related services (e.g. Cox cable, Digital Cable, etc.). Examples of CPNI include who, when and where a
customer calls; how much a customer spends on phone calls; the phone services subscribed to or used; price plans; billing information;
and related phone information. The CPNI laws impact how Cox uses CPNI to market and sell Cox video, high speed internet, and
additional telephone services. A subscriber’s name, address and phone number (if published) is not CPNI. For more details about the
CPNI rules, visit the Cox Legal Department’s website on the CCI Intranet at the following address:

On behalfof Cox Telcom 7 X  [Insert State where System located], L.L.C. d/b/a as Cox Communications (“Cox”), we

certify that Cox maintained the following procedures during the period of January 1, 200 _ through December 31, 200 & to ensure
that Cox safeguards its telephone customers” CPNI information as mandated by the FCC’s rules set forth in 47 C.F.R. §64.2009. Any
exceptions or deviations to Cox's procedures are listed below, along with an explanation of any corrective measures undertaken by
Cox.

(Please Check Each Required Procedure Implemented)
@/CPNIAppraval Status. Cox maintains a record of a customer’s opt-in or opt-out consent, as appropriate, in the customer’s internal records.

mf (Pleaie detail any deviations from this policy.)
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E{ CPNI Training. Cox personnel who have access to Cox phone customers’ CPNI information have received training on when they are. and are
not. authorized to use CPNI information. Cox has disciplinary process in place for personnel who inappropriately use CPNI information.

(Please detail any deviations from this policy.)

I{ Marketing and Sales Activities. Cox maintains records of all sales and marketing campaigns that use CPNI information. All such campaigns
were directed only to telephone customers that gave Cox opt-in or opt-out consent as appropriate, to use such information. The only exception
to this statement is some campaigns were largeted to subscribers when the service being marketed met a specific exemption set forth in the
CPNI rules,

(List any deviations to this policy and the corrective actions that were taken.)

Markcrfng and Sales Activities. Cox maintains records of all sales and marketing campaigns where CPNI was disclosed or provided to third
parties, such as Cox vendors or business partners. These records include a description of each campaign, the specific CPNI used in the
campaign, and what products and services were offered as part of the campaign.

(List any deviations to this policy and the corrective actions that were laken.)

&~ Marketing and Sales Activities. All outbound marketing campaigns using CPNI were reviewed and approved, prior to being distributed 1o Cox
phone customers, by system supervisory personnel trained on the application of the CPNI rules.

(List any deviations (o this policy and the corrective actions that were laken.)

This CPNI Compliance Certificate must be signed by the Vice President (or if none, the Director) of each functional area
= noted below in each Cox system that offers Cox Digital Telephone® service.
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COX

CPNI COMPLIANCE CERTIFICATE COMMUNICATIONS

The federal laws governing the use and disclosure of residential and business telephone customers’ network information (also known
as “CPNI” or Customer Proprietary Network Information) require that all telecommunications carriers establish effective safeguards
to protect against unauthorized access to CPNI by their employees, agents, or unaffiliated third parties or affiliated companies that
provide non-communications related services (e.g. Cox cable, Digital Cable, etc.). Examples of CPNI include who, when and where a
customer calls; how much a customer spends on phone calls; the phone services subscribed to or used; price plans; billing information;
and related phone information. The CPNI laws impact how Cox uses CPNI to market and sell Cox video, high speed internet, and
additional telephone services. A subscriber’s name, address and phone number (if published) is not CPNI. For more details about the
CPNI rules, visit the Cox Legal Department’s website on the CCI Intranet at the following address:
http://axis.cci.cox.com/catllegal/Operations%20Product%20Supporrt/Telephony/Telephony.htm.

On behalf of Cox Telcom Louisiana, L.L.C. d/b/a as Cox Communications (“Cox”), we certify that Cox maintained the following
procedures during the period of January 1, 2005 through December 31, 2005_to ensure that Cox safeguards its telephone customers’
CPNI information as mandated by the FCC’s rules set forth in 47 C.F.R. §64.2009. Any exceptions or deviations to Cox’s procedures
are listed below, along with an explanation of any corrective measures undertaken by Cox.

(Please Check Each Required Procedure Implemented)

/
¥ CPNI Approval Status. Cox maintains a record of a customer’s opt-in or opt-out consent, as appropriate, in the customer’s internal records.
(Please detail any deviations from this policy.)

J CPNI Training. Cox personnel who have access to Cox phone customers’ CPNI information have received training on when they are, and are
not, authorized to use CPNI information. Cox has disciplinary process in place for personnel who inappropriately use CPNI information.

(Please detail any deviations from this policy.)

d Marketing and Sales Activities. Cox maintains records of all sales and marketing campaigns that use CPNI information. All such campaigns
were directed only to telephone customers that gave Cox opt-in or opt-out consent as appropriate, to use such information. The only exception
to this statement 1s some campaigns were targeted to subscribers when the service being marketed met a specific exemption set forth in the
CPNI rules.

(List any deviations to this policy and the corrective actions that were taken.)

d Marketing and Sales Activities. Cox maintains records of all sales and marketing campaigns where CPNI was disclosed or provided to third
parties, such as Cox vendors or business partners. These records include a description of each campaign, the specific CPNI used in the
campaign, and what products and services were offered as part of the campaign.

(List any deviations to this policy and the corrective actions that were taken.)

Qﬁ Marketing and Sales Activities. All outbound marketing campaigns using CPNI were reviewed and approved, prior to being distributed to Cox
phone customers, by system supervisory personnel trained on the application of the CPNI rules.

(List any deviations to this policy and the corrective actions that were taken.)

This CPNI Compliance Certificate must be signed by the Vice President (or if none, the Director) of each functional area
noted below in each Cox system that offers Cox Digital Telephone® service.
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COX

CPNI COMPLIANCE CERTIFICATE COMMUNICATIONS

The federal laws governing the use and disclosure of residential and business telephone customers’ network information (also known
as “CPNI” or Customer Proprietary Network Information) require that all telecommunications carriers establish effective safeguards
to protect against unauthorized access to CPNI by their employees, agents, or unaffiliated third parties or affiliated companies that
provide non-communications related services (e.g. Cox cable, Digital Cable, etc.). Examples of CPNI include who, when and where a
customer calls; how much a customer spends on phone calls; the phone services subscribed to or used; price plans; blllmg information;
and related phone information. The CPNI laws impact how Cox uses CPNI to market and sell Cox video, high speed internet, and
additional telephone services. A subscriber’s name, address and phone number (if published) is not CPNI. For more details about the
CPNI rules, visit the Cox Legal Department’s website on the CCI Intranet at the following address:
http://axis.cci.cox.com/catllegal/Operations%20Product%20Supporrt/Telephony/Telephony.htm.

On behalf of Cox Georgia Telcom L.L.C. d/b/a as Cox Communications (“Cox”), we certify that Cox maintained the following
procedures during the period of January 1, 2005 through December 31, 2005 to ensure that Cox safeguards its telephone customers’
CPNI information as mandated by the FCC’s rules set forth in 47 C.F.R. §64.2009. Any exceptions or deviations to Cox’s procedures
are listed below, along with an explanation of any corrective measures undertaken by Cox.

(Please Check Each Required Procedure Implemented)

d CPNI Approval Status. Cox maintains a record of a customer’s opt-in or opt-out consent, as appropriate, in the customer’s internal records.
(Please detail any deviations from this policy.)

\I/CPN! Training. Cox personnel who have access to Cox phone customers’ CPNI information have received training on when they are, and are
not, authorized to use CPNI information. Cox has disciplinary process in place for personnel who inappropriately use CPNI information.

(Please detail any deviations from this policy.)

\-{ Marketing and Sales Activities. Cox maintains records of all sales and marketing campaigns that use CPNI information. All such campaigns
were directed only to telephone customers that gave Cox opt-in or opt-out consent as appropriate, to use such information. The only exception
to this statement is some campaigns were targeted to subscribers when the service being marketed met a specific exemption set forth in the
CPNI rules.

(List any deviations to this policy and the corrective actions that were taken.)

\E/ Marketing and Sales Activities. Cox maintains records of all sales and marketing campaigns where CPNI was disclosed or provided to third
parties, such as Cox vendors or business partners. These records include a description of each campaign. the specific CPNI used in the
campaign, and what products and services were offered as part of the campaign.

(List any deviations to this policy and the corrective actions that were taken.)

\@/ Marketing and Sales Activities. All outbound marketing campaigns using CPNI were reviewed and approved. prior to being distributed to Cox
phone customers, by system supervisory personnel trained on the application of the CPNI rules.

(List any deviations to this policy and the corrective actions that were taken.)

This CPNI Compliance Certificate must be signed by the Vice President (or if none, the Director) of each functional area
noted below in each Cox system that offeys Cox Digital Telephone® service.
I-luman Resources . Marketin Customer Care
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COX

CPNI COMPLIANCE CERTIFICATE COMMUNICATIONS

The federal laws governing the use and disclosure of residential and business telephone customers’ network information (also known
as “CPNI” or Customer Proprietary Network Information) require that all telecommunications carriers establish effective safeguards

to protect against unauthorized access to CPNI by their employees, agents, or unaffiliated third parties or affiliated companies that
provide non-communications related services (e.g. Cox cable, Digital Cable, etc.). Examples of CPNI include who, when and where a
customer calls; how much a customer spends on phone calls; the phone services subscribed to or used; price plans; blllmg information;
and related phone information. The CPNI laws impact how Cox uses CPNI to market and sell Cox video, high speed internet, and -~
additional telephone services. A subscriber’s name, address and phone number (if published) is not CPNI. For more details about the
CPNI rules, visit the Cox Legal Department’s website on the CCI Intranet at the following address:
http://axis.cci.cox.com/catllegal/Operations%20Product%20Supporrt/Telephony/Telephony.htm.

On behalfof Cox Telcom },i,“! [Insert State where System located], L.L.C. d/b/a as Cox Communications (“Cox™), we -

certify that-Cox maintained the following procedurcs during the period of January 1, 200___ through December 31,200 to ensure

that Cox safeguards its telephone customers” CPNI information as mandated by the FCC’s rules set forth in 47 C.E.R. §64.2009. Any

Exceptlons -or deviations to Cox’s procedures are listed below, along with an explanation of any corrective measures undertaken by
OX.

E/ (Please Check Each Required Procedure Implemented)

CPNI Approval Status. Cox maintains a record of a customer’s opt-in or opt-out consent, as appropriate, in the customer’s internal records.
(Please detail any deviations from this policy.)

J CPNI Training. Cox personnel who have access to Cox phone customers’ CPNI information have received training on when they are, and are
not, authorized to use CPNI information. Cox has disciplinary process in place for personnel who inappropriately use CPNI information.

(Please detail any deviations from this policy.)

ﬂ{ Marketing and Sales Activities. Cox maintains records of all sales and marketing campaigns that use CPNI information. All such campaigns
were directed only to telephone customers that gave Cox opt-in or opt-out consent as appropriate, to use such information. The only exception
to this statement is some campaigns were targeted to subscribers when the service being marketed met a specific exemption set forth in the
CPNI rules.

(List any deviations to this paficy and the corrective actions that were taken.)

We 3o rot uce VT Cor Slecd Mock il

E{ Marketing and Sales Activities. Cox maintains records of all sales and marketing campaigns where CPNI was disclosed or provided to third
parties, such as Cox vendors or business partners. These records include a description of each campaign, the specific CPNI used in the
campaign, and what products and services were offered as part of the campaign.

(List any deviations to this policy and the corrective actions that werg taken.)
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E( Marketing and Sales Activities. All outbound marketing campaigns using CPNI were reviewed and approved, prior to being distributed to Cox
phone customers, by system supervisory personnel trained on the application of the CPNI rules.

(List any deviatipns io this policy and the corrective actions that were taken.) _ )
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This CPNI Compliance Certificate must be signed by the Vice President (or if none, the Director) of each functional area
noted below in each Cox system that offers Cox Digital Telephone® service.
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