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Marlene Dortch, Secretary 
Federal Communications Commission 
Washington, DC 20554 

Re: Cook Telecom, Inc. and 
Cook Telecom, Inc. of San Diego 

EB Docket No. 06-36 
EB-06-TC-060 

Dear Ms. Dortch: 

On behalf of Cook Telecom, Inc. (Cook) and Cook Telecom, Inc. of San Diego, 
submitted herewith is their amended certification and statement, pursuant to Section 64.2009(e) 
of the Commission's Rules, in accordance with the Commission's Public Notice, released 
February 2,2006 (DA 06-258). 

Cook's initial CPNI certification and statement were filed with the Commission on 
February 6 ,  2006. The instant filing supplements the initial filing to include Cook's carrier 
affiliate, Cook Telecom, Inc. of San Diego. 

http://halmor(ii,bloostonlaw.com


Please refer any questions concerning this filing to undersigned counsel. 

Very truly yours, 

/”% Harold Mordkofs 

Attachments 

Cc: Byron McCoy, Enforcement Bureau, FCC (via email) 
Best Copy and Printing, Inc. (via email) 
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CERTIFICATION OF CPNI FILING, FEBRUARY 6,2006 
[Section 64.2009(e) of FCG Rules] 

EB-06-TC-060 
EB DOCKET NO. 06-36 

This certification amends the certification of Cook Teleconi, Tnc., filed with the Commission on 
February 6,2006, to show that the certification and accompanying compliance statement apply 
also to its carrier affiliate, Cook Telecom, Inc. of Sail Diego. 

I hereby certi& that I am an Officer of Cook Telecom, Inc. and Cook Telecom, Tc.  of San Diego 
and that T have personal knowledgo that these Companies have established operating procedures 
that are. adoquatc to enswe compliance with the Customer Proprietary Network Information rules 
and requirements in Subpart U of Part 64 of Lhe Federal Conin1unications Commission’s Rules 
(47 C.F.R. (3$64.2001 through 64.2009). The attached Statement of CPNl Compliance explains 
how the Companies’ operating procedures ensure that they are in compliance with the foregoing 
FCC rules. 

I am making this certification for the year 2006. 

Tom L. Cook 
Printed Name 

President 
Office Held 

February 9,2006 
Date 



Cook Totecorn, Ine. 
Cook Telecom, Jnc. of San Diego 

STATEMENT EXPLAINING HOW EACH COMPANY’S OPERATING PROCEDUUS 
ENSS,PE COMP!,IRM?E WITH TKE FCC’S CPNf RULFS 

1. Customer Proprietary Network Information (LLCPNP) 

CPNI is defined in Section 222(f) ofthc Cornmunicaliuns Act as: (A) information that rclatcs 
to the quantity, technical configuration, type, destination, and mount of use of a 
telecommunications service subscribed to by any customer of a telecommunications carrier, 
and that ‘is made avdihbie lo the carrier by the customer solcly by virtue of the carrier- 
customer relationship; and (E) information contained in the bills pmaining to telephone 
exchange service or telephone toll, service received by a customer of a carrier (except that 
CPNI does not includc subscriber ‘list information). 

Generally, CPNI includes personal information regarding a customer’s use of his or her 
telecommunications services. CPNI encompasses information such as: (a) the telephone 
numbers called by B cuslomm; (bl the Jen.yth of a customer’s phone calls, and (c) the 
telecommunications and information services purchased by a customer. 

11. Use of CPNI Is Restricted 

The Company recognizes that CPNI includes information that is personal and individually 
identifiable, and that privacy wncerns have led Congress and thc FCC to impose restrictions 
upon its use and disclosure, and upon the provision of access to it by individuals or entilies 
inside and outside the Company. 

The Company has designatcd a CPNl Compliance Ofricer who is responsible for: (1) 
communicating with the Company’s attorneys andior consultants regarding CPNl 
responsibilities, requirements and restrictions; (2) supervising the training of Company 
employees and agents who use or have access to CPNI; and (3) receiving, reviewing and 
rcsolving any questions or issues arising within the Company regarding use, disclosure, or 
provision of access to CPNI. 

Company employees and agents that may deal with CPNJ have been informed that thcrc are 
substantial federal restrictions upon CPNI use, distribution and access. In order to be 
authorized to use or access the Company’s CPNI, employees and agents must receive 
training with respect to the requiremmlh of Section 222 of the Communications Act and the 
FCC’s CPNI Rules (Subpart U of Part 64 of the FCC Rules). 



111. Permirrihle Uses of CPNI 

Company employees and agents are strictly prohibited from using CPNI, and from providing 
CPNI to individuals or entities inside or outside the Company, except as follows: 

I .  The Company may, after receiving an appropriate request &om a customer, disclosc or 
provide the customer’s CPM to any person or entity designated by the cuslomer. All such 
customer requests: (1) must be made in writing; (2) must include the customer’s conect 
billing name and address and telephone number; (3) must specify exactly what type or types 
o f  CPNI must be disclosed or provided; (4) must specify the time period for which the CPNI 
must bc disclosed or provided; and (5) must be signed by the customm, 

2. hi the absence of an appropriate written rcqucst from the customer, the Company may 
provide the customer’s calling records or other CPNl to a law enforcement a p c y  only in 
response to a lawful warrant or subpocna that specifies the particular CPNI to bc liunished. 

3 ,  Tho Company may use; disclose or permit access to CPNI to provide the s a c  category of 
leleconimnnications service to a customer from which thc CPNI is derived. 

4. The Company and its authorized employees may USC, disclose or p e d t  access to CPNl to 
provide services necessary to, or used in, the provision of the telecommunications service 
from which the CPNI is derived. 

a. The FCC has noted the publishing of directories as an example of this permitted use. 

b. The FCC has indicated that telecommunications carriers may use, disclose or permit 
access to CPNI, without customer approval, to provide maintenance and repair services. 

c. The FCC has stated that commercial mobile radio service providers may use CPNI, 
without customer approval, to market “adjunct-to-basic” services. 

d. Any other use, disclosure or provision of CPNi under this ”necessq to or used in the 
provision of’ category must be expressly approved in writing by the Conipany’s CPNl 
Compliance Officer. 

5 .  The Company, i t s  authorized employees and its billing agent may use CPM to initiate, 
rcndcr, bill and collecl for telecommunications services. 

6 .  The Company may use CPNI to protect the Company’s rights or property, and to protect 
users and other carriers from fraudulent, abusive or illegal use of (or subscription to) thc 
telecommunications service from which the CPNI is dcrived. 

7. The Company may use, disclose, or permit access to CPNl derived from its provision or 
Commercial Mobile Radio Services, without the customer’s approval, to provide customer 
premises equipment (“CPE”) and information services. 
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8. If a customer subscribes to more than one category of service offered by the Company, 
the Company is permitted to share CPNI among its afilialed entities that provide a service 
offering to the customer. I[ 3 c~)s!r?!i!er does not suhsc,r;be to nore than one offering by the 
Company, th,e Company is not permitted to share CPNl with its pfiliates without the 
customer’s consent pursuant to the notice and approval procedures set farih in Sections 
64.2007,64.2008 and 64.2009 of the FCC’s Rules. 

9. mien an existing customer calls the Company to inquire about or order ncw, additional or 
modified services (in-bound mafketing), the Company may use the customer’s CPNJ to sssisl 
the customer for the duration of  lhe customer’s call if the Company provides the customcr 
with the oral notice required by Sections 14.2008(c) and 64.2008(f) of the :FCC‘s Rules. 

10. The Company USCB, discloses, and/or permits acccss to CPM in connection with 
Company-initiated marketing of services to which a customer does not already subwibe 
from the Company (out-bound marketing) only pursuant to the notice and approval 
procedures set forth in Sections 64.2007, 64.2008, and 64.2009 of the FCC’s Rules. All 
proposed out-bound matketing rrctivilies arc reviewed by the Company’s CPNT Compliance 
Officer for compliance with the CPNI restrictions and requirements in the Communications 
Act and the FCC Rules. 

‘ 

JV. CPNI Compliraer Offices 

In addition to the specific matters required to be reviewed and approved by the Company’s 
CPNI Compliance Officer, employees and agents are strongly encouraged to bring all other 
questions, issues or uncertainties regardin,g the use, disclosure, or access to CPNI to the 
attention of the Company’s CPNI Compliance Officer for appropriate investigation, review 
and guidance. The extent to which a gaticular employee or agcnt brought R CPNI matter to 
the attention of the CPNI Compliance OfBccr and received appropriate guidance is a material 
consideration in any disciplinary action brought against the employee or agent far 
impcrmissible use, disclosure or acccss to CPNI. 

V. Disciplinary Procedures 

The Company has informed its employees and agents that it considers compliance with the 
Communications Act and FCC Riiles regarding the use; disclosure. and access to CPNI to be 
o f  vital intportancc. 

Violation by Company employees or agents of such CPNI requirements will lead to 
discipiinary action (including remedial training, reprimands, unfavorable performance 
reviews, probation, and termination), depending upon the circumstances of the violation 
(including the severity of the violation, whether the violation was a first time or repeat 
violation, whether appropriate guidance was sought or received from the CPNI Compliance 
Officer, and the extent to which the violalion was or was not deliberate or malicious). 
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