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October 2, 2006

VIA ECFS

Marlene H. Dortch, Secretary
Federal Communications Commission
445 Twelfth Street, S.W.
Washington, DC 20554

Re: Notice o/Written Ex Parte Presentation - CC Docket No. 96-115; RM 11277

Dear Ms. Dortch:

This letter is to advise you that on behalf of Verizon Wireless, John T. Scott, III
and I met today with Michelle Carey, Senior Legal Advisor to Chairman Kevin J. Martin,
to discuss the petition filed by the Electronic Privacy Information Center ("EPIC"). In
the meeting, we discussed the many steps that Verizon Wireless has taken to protect
customers' privacy, including filing lawsuits against social engineers, training employees,
validating customers before releasing information, and providing tools to customers to
protect their records from the practice of fraudulently obtaining customer records known
as pretexting. We emphasized that we balance these efforts with the need to provide
quality customer service to the millions of legitimate customers that call us each year.

With respect to the EPIC petition and the Notice ofProposed Rulemaking in this
docket, we urged the Commission to avoid a number of proposals that have no nexus to
the pretexting issue, including opt-in consent for disclosure to joint venture partners and
independent contractors, audit trails, encryption, and limitations on data retention. We
demonstrated that there is no evidence that fraudulent access to records is due to
disclosures to joint venture partners or independent contractors, nor is there is any record
to support opt-in consent for marketing purposes. We raised the concern that an opt-in
consent requirement would violate the U.S. Constitution.

We also cautioned against rules that might have some impact on pretexting but
that would be extremely burdensome on consumers and costly for carriers. For example,
Verizon Wireless provides its customers the option to protect their accounts with pass
codes, except for on-line accounts, where passwords are mandatory. We urged the
Commission not to impose a mandatory billing system pass code requirement because
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we believe that most customers do not want them. We also opposed advance notification
prior to the release of CPNI, and confirmation letters, short message service ("SMS")
messages, and e-mail notification each time CPNI is released because these types of
requirements would impede legitimate inquiries and be costly for carriers to implement.

Finally, we urged the Commission to adopt a set ofprocedures that if
implemented would form a safe harbor from enforcement. This could include
requirements to: post privacy practices on a carrier's web site, file FCC CPNI
certifications, develop detailed security procedures and conduct regular training, verify
account holders, refrain from providing certain information such as social security and
billing address to anyone including the authorized account holder, and an optional pass
code for customer to use for telephone and in-person transactions.

Consistent with the Commission's rules on ex parte communications, please
associate this letter, which is being filed electronically, in the captioned docket. Please
let me know if there are any questions related to this filing.

Very truly yours,

Charon Phillips

cc: M. Carey


