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I. Introduction and Summary 
 
Verizon Communications and Verizon Wireless (collectively “Verizon”) respectfully submit for 
consideration by the SGA Task Force their recommendations for achieving interoperability for 
public safety communications and for ensuring effective communications for first responders 
over the long term.  Public safety has long suffered from a lack of technological, spectrum and 
financial resources that have severely affected its ability to provide first responders with access 
to effective, interoperable communications.  But, new technologies are now available, and public 
safety has been given new spectrum and money to address the problem.  The time is now to set 
public safety on the right path for the future – a path that will enable it to fully exploit advanced 
technologies with maximum benefit and minimum cost.  The following actions should be taken: 
 

• Fix voice interoperability first, as it is mission-critical.  Modern technologies are 
available now to solve the problem without significant investment in new equipment 
or more spectrum. 

• Provide public safety with a dedicated broadband network that uses advanced, 
commercial technologies and infrastructure to minimize cost, is built through federal 
funding, and is supported on a “fee-for-service” basis with state/local tax dollars. 

• Provide public safety with priority access to commercial networks in the 700 MHz 
band during emergencies. 

• Auction the commercial TV spectrum by September 2007 to secure federal funding of 
interoperability initiatives. 

 
II. Framework for an Effective Solution 
 
To be effective, any proposed solution must satisfy public safety’s current and future needs.  
This includes providing voice, data, and other broadband services to first responders where and 
when they are needed, ensuring interoperability across multiple work groups and jurisdictions, 
enabling nationwide roaming and access to the public switched telephone network, and 
providing reliable, redundant networks that can withstand natural disasters.  Beyond these core 
requirements, however, we believe there are other factors that should guide the SGA’s decisions. 
 
Interoperability for Existing Voice Systems:  Existing mission-critical voice communications 
systems are not interoperable.  While these systems could be replaced with newer technology, it 
would be difficult (and costly) to do so in the near term.  And, fixing the interoperability problem 
can’t wait.  Existing systems must be made interoperable in the most effective manner possible. 
 
Broadband Capability for the Future:  First responders need access to advanced capabilities.  
Police officers need prompt access to law enforcement databases to help catch criminals.  Fire 



 

fighters need access to imaging and other data applications at the scene of a fire to save lives and 
property.  Today’s systems can’t support such applications, and can’t be easily upgraded.  New 
networks that use broadband technology must be built. 
 
Commercial Technologies:  Advances in computer and wireless technology have yielded 
significant benefits for consumers – providing them with greater capabilities at lower cost.  
These same benefits can be afforded to public safety – if they use the same technologies.  Public 
safety must abandon old solutions that favor proprietary technologies with less capability at 
greater cost.  Standardized technologies developed for the broader commercial marketplace 
should be used to enable greater economies of scale and provide access to the most advanced 
technologies and capabilities available.  In addition, public safety use of commercial 
infrastructure that is already deployed will reduce construction costs and speed deployment. 
 
Congressional Plan for Interoperability:  Congress and the Administration have charted a three 
step process for addressing interoperability. (Digital TV Transition and Public Safety Act).  First, 
public safety will be provided valuable new spectrum as part of a plan to clear TV air waves for 
public safety and commercial uses.  Second, the FCC has proposed an innovative approach for 
using the spectrum to promote public safety access to broadband technologies.  Third, the 
commercial spectrum will be auctioned to provide $1B for interoperability and nearly $2B for 
other programs important to the states (digital TV subsidies, enhanced 911 systems, national 
alert system).  We agree with former FCC Chairman Michael Powell that any alternative plan 
should be tested against several criteria, including whether it would delay achieving 
interoperability or disrupt the funding provided by Congress.  (Letter to Vice Chairman Ted 
Stevens, Senate Commerce Committee).  We recommend accelerating the interoperability 
initiative by expediting the auction, and making more money available for public safety’s use. 
 
III. Voice Interoperability 
 
The first priority must be to provide interoperability for the thousands of incompatible legacy 
systems that provide voice communications to first responders today.  These systems have been 
deployed over a span of several decades in different spectrum bands (e.g., 450 MHz and 800 
MHz), and most use older technologies.  While broadband technology would solve this 
interoperability problem, it would take years to deploy interoperable broadband networks.  What 
we need is something that can bridge the gap between the old and the new. 
 
Using the same kind of technology that drives the Internet (called “Internet Protocol” or “IP”), 
legacy radio networks can be made to be interoperable without the need for significant 
investment in new equipment and without new spectrum allocations.  Similar to the way in 
which different commercial devices using different operating systems communicate in the 
commercial world, an IP-based network would enable widespread communications 
interoperability for public safety in the short term, while also allowing agencies to plan a 
reasonable migration to newer radio technologies as budgets allow.  The market for IP-based 
interoperability solutions is extremely competitive, with products currently available from 
companies like Catalyst Communications Technology, Cisco Systems, CoCo Communications, 
M/A-COM, Motorola, Raytheon, Twisted Pair, and others. 
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Congress has provided $1 billion in funds to address interoperability problems.  The National 
Telecommunications and Information Administration and the Department of Homeland Security 
will administer the grant program, and have indicated they intend “to achieve a meaningful and 
measurable improvement in the state of public safety communications interoperability and 
provide the maximum amount of interoperable communications with a minimum impact to, or 
replacement of, existing local radio assets.”  We believe this is the right approach, and believe 
that implementation of IP-based technologies is an important step to accomplish that objective. 
 
IV. Dedicated Public Safety Broadband Network 
 
The increasing responsibilities of first responders make access to advanced technologies critical.  
While today’s commercial networks provide these capabilities, first responders want access to a 
broadband network that is dedicated for their use and not one that they must share with other 
commercial users.  Such a network can be, and should be, built in the 700 MHz spectrum that 
was set aside for public safety’s use more than a decade ago and will soon be made available. 
 
A National Approach Implemented by the States:  The broadband network should be national in 
scope – a “network of networks” that provides broadband access for all communities regardless 
of how big or small.  A national licensing approach would yield considerable benefits: (1) 
compatible deployments that will provide inherent interoperability; (2) greater purchasing power 
that will substantially reduce equipment costs; (3) greater redundancy and survivability in times 
of crisis; and (4) more focused use of scarce funds.  The national licensee should be comprised of 
representatives of the public safety community, and should not include commercial entities. 
 
A national licensing approach should not alter the critical role of state governments.  The states 
should have the primary role of building the networks to ensure they meet the specific needs of 
first responders in different parts of the country.  A national licensee, however, can facilitate 
coordination among the states and establish appropriate standards, while permitting 
customization to meet local needs.  A national licensee can also facilitate use of the networks by 
federal agencies, which are critical partners during times of emergency. 
 
Use of Commercial Technologies & Infrastructure:  Public safety use of commercial off-the-
shelf technologies and existing commercial infrastructure will allow the broadband network to be 
built more quickly and economically while providing first responders with access to the most 
advanced capabilities available.  First responders have historically had to rely on technologies 
designed for a limited public safety market.  By leveraging commercial technologies that are 
widely deployed and constantly refreshed as advances occur, public safety will have access to 
more advanced and affordable equipment with ever-increasing innovation and efficiency and 
without the risk of premature obsolescence.  The cost savings associated with using commercial 
technology will apply to network equipment as well as handsets and other devices used by first 
responders.  While these devices might be customized to meet public safety’s special needs, the 
fundamental technologies supporting them would be the same as those used for the broader 
commercial market.  The days of having to buy $4,000 radios should come to an end. 
 
Industry has considerable experience in building and operating wireless networks, and has 
deployed broadband networks throughout the country.  Those considerable assets can be 
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leveraged by public safety through infrastructure sharing arrangements that will reduce the cost 
of building and operating broadband public safety networks.  Verizon Wireless has estimated 
that shared use of certain components of the commercial infrastructure (e.g., towers, back-up 
generators, and backhaul facilities) can reduce the cost of initial deployment by approximately 
one third and the total costs of building, operating, and maintaining a broadband network by 
nearly one half over a ten year period.  Further, the shared use of existing commercial 
infrastructure could reduce the deployment time for a nationwide broadband public safety 
network by several years.  (See Appendix 2).   
 
Multiple Sources of Funding:  Lack of funding has always been a problem, and that challenge 
must be overcome if broadband public safety networks are to be successfully deployed.  Private 
investment can provide substantial assistance, e.g., through the use of commercial technologies 
and infrastructure sharing arrangements that will significantly reduce costs.  Funds might even be 
available through commercial use of the network under certain circumstances, though those 
instances should be incidental and at public safety’s discretion. 
 
The need for a dedicated public safety network requires that the majority of funds come from 
public sources.  Significant federal funding is required to provide the initial capital outlay 
associated with building a nationwide broadband network.  Revenues from commercial spectrum 
auctions can help to generate these funds.  State Governors should urge Congress to make more 
funds available in the near term and should call for a plan that ensures access to sufficient funds 
over the long term.  The FCC’s “fee-for-service” proposal would enable state/local funding to be 
used to support ongoing operations and maintenance of the nationwide network.  Thus, instead of 
requiring state and local governments to spend considerable sums to build separate broadband 
networks, limited state/local tax dollars could be used to pay for devices used by first responders 
and to cover the ongoing expense of running the networks.  Enabling federal agencies to use the 
network on a “fee-for-service” basis would provide an additional source of funding. 
 
Spectrum Requirements:  Spectrum is critical to any wireless network.  However, a national 
framework and the use of commercial technologies will ensure efficient use of spectrum 
resources and eliminate it as a barrier to future advancements.  The DTV transition mandated by 
Congress provides the new spectrum that public safety needs for the future, more than doubling 
the amount of spectrum currently used.  The attached technical analysis demonstrates that just 
half of this new spectrum would support a broadband network that meets public safety’s 
broadband data needs, while serving more than thirteen million first responders (five times the 
current number of state and local first responders).  An additional 50 MHz of spectrum in the 4.9 
GHz band has recently been made available to support additional broadband applications, such 
as streaming video.  (See Appendix 3). 
 
V. Priority Access to Commercial Networks 
 
Commercial operators have deployed advanced wireless networks throughout the country, and 
these networks satisfy most, if not all, of the requirements that the SGA has determined are 
critical to public safety communications.  This includes wide availability of mobile voice, data, 
and other broadband services, nationwide roaming, access to the public switched telephone 
network, and full interoperability regardless of the host network or the type of device used by the 
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customer.  In recent years, many of these commercial networks have also been “hardened” to 
withstand the effects of a natural disaster. 
 
Public safety agencies have found commercial wireless networks to be extremely valuable and a 
critical part of their overall communications solution.  Hundreds of thousands of first responders 
use these networks today to help them do their jobs.  The DHS National Interoperability Baseline 
Survey, which was completed in December 2006, determined that 68% of public safety agencies 
use commercial wireless phones as part of their daily routine, and 79% use a personal digital 
assistant (PDA) to access basic data applications.  An increasing percentage (27% in 2006) are 
using laptop computers and broadband commercial wireless networks to access an increasingly 
sophisticated set of data applications such as accessing criminal records, mug shots, building 
floor plans, or medical information. 
 
Even if (or when) a dedicated nationwide broadband public safety network is built, commercial 
networks will continue to play an important role as a back-up during times of emergency, or 
whenever they are needed.  In fact, the availability of commercial broadband networks to first 
responders on a priority access basis can actually assist in the construction of a nationwide 
broadband public safety network.  By ensuring access to commercial networks on a priority basis 
during emergencies, state governments can deploy broadband public safety networks that are 
designed to handle “normal” loads, which include incidents of a smaller scale that occur 
regularly, rather than the “peak” loads associated with large-scale emergencies that rarely occur.  
This will substantially reduce the cost of deploying broadband public safety networks, while still 
ensuring that effective communications is supported in times of emergency. 
 
The wireless industry currently provides Wireless Priority Service to tens of thousands of 
government users.  The same type of service can be extended nationwide to support public safety 
access to commercial broadband networks (for voice, data, and other applications).  Deployment 
of commercial off-the-shelf technologies by state and local governments will make it possible to 
integrate public safety and commercial networks into one integrated solution for first responders.  
The availability of commercial broadband networks for public safety’s use will also enable first 
responders to have access to broadband applications now, while a nationwide broadband public 
safety network is being built.  While it will take years to construct such a network, commercial 
networks can help to provide a bridge to public safety’s future. 
 
VI. Conclusion 
 
Ensuring first responders have access to effective communications in times of emergency and the 
most advanced technological tools to protect and serve the public are absolutely critical and 
should be national priorities.  The commercial wireless industry can help federal, state, and local 
government to accomplish this goal.  By applying commercial solutions to solve public safety’s 
problems, first responders will be able to take advantage of commercial innovations that will 
ensure access to the most advanced capabilities available.  By leveraging the use of commercial 
networks and other assets, public safety can deploy advanced networks at the lowest cost 
possible.  We urge the SGA to consider supporting the approach outlined in this paper.  
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