
When a Sorenson VP device is used, some holes appear in the firewall.  I found this security

vulnerabilities myself.  If any Sorenson device and PCs use the same IP address, hackers can toy or

break through the protection mechanism.

 

D-link videophone devices MCI, Sprint, and other services use should be fine.

 

As for the phone numbers Sorenson uses, the numbers are FAKE.  The Sorenson device has a

program mode like firmware that can find your IP address.  People visits websites and their user

information including IP address can be recorded.

 

If a user wants the type of Sorenson device, he/she will have to give the Sorenson service his/her

"real" phone number but he/she can give a "fake" phone number he/she can make up.  MCI, Sprint

and other services such as HOVRS do not need phone numbers.  Any deaf people can use any of

the services at any time if they have a webcam or a D-link videophone device.

 

I have asked Sorenson Technical support and I got an answer but it was not really a solution to the

problem.


