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1 3.1.4 Scenario - CMAS in Subset of Single Technology
2 Operator's Nenyork on Subset of Devices
3 This scenario illustrates where the CMSP deploys a single delivery technology in a subset of the CMSP
4 network to support CMAS, and only asubset of mobile devices on the CMSP network support the delivery
5 technology and thus the reception of the CMAS alerts while in the portion of the CMSP network where the
6 delivery technology is deployed.

7
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9·

.,
" .

;t-" -

Figure 3-4 CMAS in Subset .ofSingle T.echnology Operator's Network on Subset ofDevices
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3.21 Scenarios for Multiple Technologies Deployed

2 3.2.1 Scenario - CMAS in Entire' Multiple Technology,
3 Operator Network on All Devices
4 This scenario illustrates where the CMSP deploys a multiple delivery technologies within the CMSP
5 network to support CMAS alerts, and all mobile devices on that CMSP network support all deli'very
6 technologies and thus the reception of the CMAS alerts.

Technology "A"

7

8 Figure 3-5 CMAS in EntireMultiple Technology Operator Network on All Devices

9
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3.2.2 Scenario - CMAS in Entire Multiple Technology'
2 Operator Network on Subset of Devices
3 This scenario illustrates where the CMSP deploys multiple delivery technologies within the CMSP network

4 to support CMAS alerts, and only asubset of mobile dev)ces on the CMSP network supports one or both
5 delivery technologies and thus the receptioll of the CMAS alerts. Some mobile devices may not support
6 either deliver technology.

7

8

9

., Technology"B"

.'
• Technolog,y"A"

~
~ Supports Neither
~ Teclmology "A" 0' "B"

Only Supports
~ Technology ~B"

Figure 3-6 . CMAS in Entire Multiple Technology Operator Network on Subset ofDevices
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\ 3.2..3 Scenar\o - CMAS \n Subset 01 Mu\\\p\e lechno\o9'l
2 Operator Network on Subset of Devices
3 This scenario illustrates where the CMSP deploys multiple delivery technologies on a subset of the CMSP
4 network to support CMAS alerts, and only a subset of mobile devices on the CMSP network support one or
5 both delivery technologies and thus the reception of the CMAS alerts. Some mobile devices may not
6 support either delivery technology. This is a realistic picture of the deployment of CMAS, e~pecially in a
7 nationwide scenario.

8
9

10

11

Figure 3-7

Technology "An

#,
Suppo~sNeither

~Technology "A" or "B'

Only Supports
~ Technology liB"

CMAS in Subset ofMultiple Technology Operator Network on Subset ofDevices
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3.3 Scenario for Operator Does Not Elect to Transmit CMAS
Alerts

This option illustrates where the CMSP does not elect to transmit CMAS alerts.

6

7

Figure 3-8 Operator Does Not Elect to Transmit CMAS Alerls
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3.4 Subscriber Notification Recommendations

The CMSAAC, in collaboration with the Cellular Telephone and Internet Association (CTIA) and its membership
deyeloped the'proposed text to be used by commercial mobile service providers to notify their subscribers 1) when
tn-ey intend to transmit emergency alerts "in part" or 2) when they do not intend to transmit emergency alerts. The
WARN Act appears not to require sp~cific textbe developed for service providers who elect to transmit emergency
alerts throughout its entire coverage area. Therefore no text was developed for that case.

3.4.1

The CMSAAC recommends that carriers retain the discretion to determine how to provide specific information
regarding (1) whether or not they offer wireless emergency alerts, and (2) which devices are or are not capable of
r~ceiving,wirelesseme,rgenoy alerts, as well as how to, tailor additional notice, if necessary, for devices offered at
other points of sale, i. e., retail outlets, mobile virtual network 'operators (MVNOs) and third party vendors.

The CMSAAC sl,lbmits the following r~ecommencled notice text, consistent with the requirements of the WARN Act.
I . • . 'f

r.;' NOTICE B'Y CAl~'IDER,",WllO IN'I'ENDS~TO T.RA~SMIT,EMERGENCY ALERTS "IN PART."

" . . . N0;rI~E ~GA~ING TRANSMISSION OF
WIm3L~S-S ~MijRGENCYALERTS (Commercial Mobile Alert Service)
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[[WIRELESS PROVIDER)) has chosen to offer wireless emergency alerts within portions of its service
area, as defmed by the terms and conditions of its service agreement, on wireless emergenc~' alert capable
devices. There is no additional charge for these wireless emergency alerts.

Wireless emergency alerts may not be available on all devices or in the entire service area, o~ if a
subscriber is outside of the [WIRELESS PROVIDER's] service area. For details on the availability of this
service and wireless emergency alert capable devices, please ask a sales representative, or go to [[INSERT
WEBSITE URL]].

Notice required by FCC Rule XXXX (Commercial Mobile Alert Service).

n. NOTICE BY CARRIER WHO, "IN WHOLE," DOES NOT INTEND TO TRANSMIT EMERGENCY
ALERTS

NOTICE TO NEW AND EXISTING SUBSCRIBERS REGARDING TRANSMISSION OF WIRELESS
EMERGENCY ALERTS (Commercial Mobile Alert Service)

[[WIRELESS PROVIDER]] presently does not transmit wireless emergency alerts.

Notice required by FCC Rule XXXX (Commercial Mobile Alert Service).
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4.1 Nominal CMAS Alert Scenarios

4 CMAS Alert Scenarios

4.1.1 Scenario for Nominal Text CMAS Alert
An event has occurred and the appropriate government entities have decided t<;> issue a text based CMA to
warn the CMSP subscribers within the indicated alerting area.

This scenario applies to both the CMSP subscribers and to subscribers who are roaming as visiting
subscribers into the service area of the CMSP network which will be broadcasting the CMA. .

This section provides descriptions recommended by the CMSAAC for many common scenarios which are
related to the support of CMAS Alert messages. These scenarios are a representative sample and do not
include all possible sequences and/or events. Specifically this section will include descriptions of the
following scenarios:

• Nominal CMAS alert scenarios for text based CMAS alert, as well as future capabilities of
streaming audio, streaming video, and downloaded multimedia CMAS alerts

• CMAS alert cancellation scenario

Pre;.o:Comditions .

Normal Flow
The normal flow for the text based CMA is described in the following steps and in the associated flow
diagram which ~ollows:

1. The approp,riate Igpvernment entity creates the alert message in CAP format which is sent to the
goyernment alerting r(c;twork over Reference. Point A.

2. The governmeritalerUng network validates and authenticates the received alert request.

a. If the alert fails 'validation or authentication, an error response is returned to the originating
government.;c;ntity and the alert is not sent to the CMSP. End of scenario.

1. Mobile,device:;,is authorized and authenticated for service on CMSP network.

2. Mobile device is receiving adequate radio signal strength from the CMSP.

3. Mabile deviceh in state thllfallows for the detection and reception of the CMA (e.g., not busy, not on
a voiCe ea11). .

4. No previous Commercial Mobile Alert Message (CMAM) is being broadcast by the CMSP.

5. There is no active CMAM on mobile device.

6. CMSP subscriber is within the alerting area for the CMA.

• CMAS alert update scenarios for text based CMAS alert, as well as future capabilities of
streaming audio, streaming video, and downloaded multimedia CMAS alerts

• CMAS alert expiration scenario

• Duplicate CMAS alerts scenarios for both duplicate CMAS alerts on the same broadcast
technology and duplicate CMAS alerts from different broadcast technologies

• Multiple different active CMAS alerts scenarios

• Multiple different CMAS alerts

4.1.1.1

4.1.1.2
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3. The government alerting network converts the received alert message into the text profile based CMAS
format supported b'y the CMSP. '

a. If the alert fails conversion, the alert is not sent to the CMSP. End ofscenario. :

4. The text profile based CMAM is sent to the CMSP over Reference Point C.

5. The CMSP validates the received CMAM.

a. If the CMAM fails validation, an error response is returned to the government alerting
network and the CMAM is not broadcast by the CMSP. End of scenario.

6. The CMSP sends an acknowledgement to the government alerting network that a valid CMAM has
been received.

7. The CMSP performs geo-targeting to translate the indicated alert area into the associated set of cell
sites I paging transceivers for the broadcast of the CMA.

a. If the CMSP does not support CMAS in the indicated alert area, the CMAM is not broadcast
by the CMSP. End of scenario.

b. If the CMSP does not have any cell site I paging transceiver coverage within the indicated
alert area, the CMAM is not broadcast by the CMSP. End of scenario.

c. If the entire nation is indicated as the alert area then all cell sites I paging transceivers of the
CMSP which support the CMAS service are used for the broadcast of the CM~.

8. The CMSP broadcasts the CMAM to the set of cell sites I paging transceivers identified !by the geo
targeting processing in the previous step.

a. The CMAM is broadcast via the CMSP selected technology.

9. The mobile device monitors for the broadcast of the CMAM via the CMSP selected tec~nology.

a. If the CMAM is not a Presidential alert and if the end user opt-out selections for CMAS alerts
indicate that this type of CMAM is not to be presented, the CMAM is discarded or ignored.
End of scenario. :

10. The CMAM is received and presented to the end user including the activation of the CMAS audio
attention signal and/or the activation of the special emergency alert vibration cadence (if mobile device
has vibration capabilities) for a short duration as defined by CMSP policies and by the capabilities of
the mobile device, and display of the CMAM message text on the visual display of the mobile device.

a. Activation 'ef the CMAS audio attention signal and/or special vibration cadence complies with
the end useF mobile device configuration as defined in Section 7.2, below.

11. The behavier ofthe.mobile device beyond this point is outside the scope of the WARN Act and,
therefore, is not subject te recommendations by the CMSAAC. The functionality of the mobile device
is CMSP and mobile device specific.
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St1'eanij:~g- li4dio: dits'ti;-eaqjing video ~~~S .a:lerts are a future capability.
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'_ Figure 4-1 Flow for Scenario for Nominal Text CMAS Alert
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4.1.3 Scenario for Nominal Downloaded MuJtimedia CMAS
~ert '

Downloaded multimedia CMAS alerts are a future capability.

4.2 CMAS Alert Cancellation Scenario

The event that caused the issuance of the CMA has changed and the appropriate government' entities have
decided that the event is no longer an imminent threat to life or property. Consequently the appropriate
government entities have decided to issue a cancellation of the CMA.

This scenario applies to both the CMSP subscribers and to subscribers who are roaming as visiting
subscribers into the service area of the CMSP network which will be broadcasting the CMA.'

If the received CMAM cancellation is not valid and if, as a part of its implementation, the CMSP has
enabled message retransmission, the CMSP may continue to send the original alert until expiry or until a
valid CMAM cancellation is received.

4.2.1 Pre-Conditions
I . Mobile device is authorized and authenticated for service on CMSP network.

2. Mobile device is receiving adequate radio signal strength from the CMSP.

3. Mobile device is in state that allows for the detection and reception of the CMA (e.g., not busy, not on
a voice call). '

4. A previous non-expired Commercial Mobile Alert Message (CMAM) has been broadcast by the
CMSP and has been received by the mobile device (Le., there is an active CMAM on the mobile
device).

6. CMSP subscriber is within the alerting area of the active CMA.

4.2.2 Normail Flow
The normalftow f0r the'c'ancelled CMA is described in the following steps and in the associated flow
diagram which follows:

I. Toe appropriate government entity creates the alert cancellation message in CAP format which is sent
to the government alerting netw.ork over Reference Point A.

2. The government ~lerting network validates and authenticates the received alert cancellation request.

a. If the alert 'fails validation or authentication, an error response is returned to the originating
government entity and the alert cancellation is not sent to the CMSP. End of scenario. ,

3. The government alerting network converts the received alert message into the text profile based CMAS
format support by the CMSP

a. The Alert Gateway ensures that the urgency, severity, certainty match the values of those fields in
the 9r~ginal me&,sage. As a consequence, a cancelled CMAM passed to the CMSP Gateway has
the same' urgen6:y,' sevenity; certainty, arid Djessage category as the original CMA alert in order to
ensure the opt-out filter: on the handset is the same for both messages. Therefore if the original
CMAM was ignored. based 01\ opt-9ut criteria, .then the CMAM cancellation should also be
ignored.

b. If the alert fails. conversion, the alert cancellation is not sent to the CMSP. End of scenario.

4. The CMAM canceIl~tion i& senUo the CMSP over Reference Point C.

5. The CMSP validates, the received CMAM cancellation.
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a. If the CMAM cancellation fails validation, an error response is returned to the government alerting
network and the CMAM cance\\~tiQl\.i.s not broadcastb~ the CMSP" Bnd 01 scenario,

6. The CMSP sends an acknowledgement to the government alerting network that a valid CMAM
cancellation has been received.

7. The CMSP discontinues the broadcasts the associated CMAM including the text component and any
associated audio, video, or multimedia components.

8. The CMSP performs geo-targeting to translate the indicated alert area into the associated set of cell
sites I paging transceivers for the broadcast of the CMA. '

a. If the CMSP does not support CMAS in the indicated alert area, the CMAM is not broadcast
by the CMSP. End of scenario.

b. If the CMSP does not have any cell site I paging transceiver coverage within the indicated
alert area, the CMAM is not broadcast by the CMSP. End of scenario.

c. If the entire nation is indicated as the alert area then all cell sites I paging transceivers of the
CMSP which support the CMAS service are used for the broadcast of the CMAM.

9. The CMSP broadcasts the CMAM cancellation to the same set of cell sites I paging transceivers
identified by the geo-targeting processing in the previous step.

10. The mobile device monitors for the broadcast of the CMAM cancellation via the CMSP selected
technology and receives the CMAM cancellation.

a. If the CMAM cancellation is not a Presidential alert and if the end user opt-out selections for
CMAS alerts indicate that this type of CMAM is not to be presented, the CMAM cancellation
is discarded or ignored. End of scenario.

11. The CMAM cancellation is received and the CMAM cancellation is presented to the end user
including the activation/of the CMAS audio attention signal and/or the activation of the special
emergency alert vibration cadence (if mobile device has vibration capabilities) for a short duration as
defined by CMSP policies and the capabilities of the mobile device, and the display of the CMAM
cancellation message text on the visual display of the mobile device.

a. Activation of the CMAS audio attention signal and/or special vibration cadence will comply with
the end user mobile device configuration as defined in Section 7.2 below.

12. The behavior of the mdbile llevice beyond this,poirit is outside the scope of the WARN Act and,
therefere', is no~,subjflct to recomm~ndationsby the CMSAAC. The functionality of the mobile device
is..eMSP and mobile :device spe~lfic. . '

1'.1.
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The appropriate government entities have decided to issue an update to a previously issued text based CMA
to warn the CMSP subscribers within the indicated alerting area about changes associated with the event
that caused the issuance of the previous CMA.

This scenario applies to both the CMSP subscribers and to subscribers who are roaming as visiting
subscribers into the service area of the CMSP network which will be broadcasting the CMA.

If the received CMAM cancellation is not valid and if, as a part of its implementation, the CMSP has
enabled message retransmission, the CMSP may continue to send the original alert until expiration or until
a valid CMAM cancellation is received.

1. Mobile device is authorized and authenticated for service on CMSP netwprk.

2. Mobile device is receiving adequate radio signal strength from the CMSP.

-3. Mobile device is in state that allows for the detection and reception of the CMA (e.g., not busy, not on
a voice call).

4. The CMSP may be broadcasting a previous CMA which is associated with the updated CMA.

5. A CMAM may be active on mobile device.

6. CMSP subscriber is within the alerting area of the updated CMA.

The nermal flow for the update of text based CMAM is described in the following steps and In the
associated flow diagram which follows:

1. The appropriate government entity creates the updated alert message in CAP format which is sent to
the government alerting network over Reference Point A. .

2. The governm~nt alerting network validates and authenticates the received updated alert request.

a. If the alert fails validation or authenticatioo, or conversion, an error response is returned to the
originating government entity and the alert is not sent to the CMSP. End of scenario. '

3. The government alerting network converts the received alert message into the text profile based CMAS
format supported by theCMSP.

a. The Alert Gateway ensures,that the urgency, severity, certainty match the values of those fields in
the original message. As a cons~quence, an updated CMAM passep to the CMSP Gl;lteway has
the same urgency, severity, certainty, and message category as the original CMA alert in order to
ensure·the opt-out filter en the:handset is the same for both messages. Therefore if the original

, cMAM was ign0red based. 'Qnopt-out criteria, then the updated CMAM should also be ignored.

b. If the alert fails oonversion, the alert is not sent to the CMSP. End of scenario.

4. The updated text based CMAM is sent to the CMSP over Reference Point C.

5. The CMSP validates the received updated CMAM.

a, If {l}e upgated CMAM fails validation, an eo-or, r~sponse is returned to the government alerting
network an~iothe :1!pdated CMAM is not1bi0adcast ~y 'die CMSP. End of scenario. '

'- '

6. The, GMSP ~ei1~s lln l!Gl9lowledgement to,the government alerting network that a valid updated
CMAM Ih.~~\be~,n 'reoeived.

"", t'\ .. ' r

7. Th~.I?*~~.discbntinu'"Cs any !?roadoasts of the previously issued CMAM.
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8. The CMSP perfonns geo-targeting to translate the indicated alert area into the associatecl set of cell
sites / paging transceivers for the broadcast of the updated CMAM.

a. If the CMSP does not support CMAS in the indicated alert area, the updated CMAM is not
broadcast by the CMSP. End of scenario.

b. If the CMSP does not have any cell site / paging transceiver coverage within the indicated alert
area, the updated CMAM is not broadcast by the CMSP. End of scenario.

c. If the entire nation is indicated as the alert area then all cell sites / paging transceivers of the
CMSP which support the CMAS service are used for the broadcast of the updated CMAM.

9. The CMSP broadcasts the updated CMAM to the set of cell sites / paging transceivers identified by the
geo-targeting processing in the previous step.

a. The updated CMAM is broadcast via the CMSP selected technology.

10. The mobile device monitors for the broadcast of the updated CMAM via the CMSP selected
technology.

a. If the updated CMAM is not a Presidential alert and if the end user opt-out selections for CMAS
alerts indicate that this type of CMAS alert is not to be presented, the updated CMAM is discarded
or ignored. End of scenario.

11. The updated CMAM is received and presented to the end user including the activation of the CMAS
audio attention signal and/or the activation of the special emergency alert vibration cadence (if mobile
device has vibration capabilities) for a short duration as defined by CMSP policies and the capabilities
of the mobile device, and the display of the updated CMAM message text on the visual display of the
mobile device. '

a. Activation of the CMAS audio attention signal and/or special vibration cadence complies with the
end user mobile device configuration as defined in Section 7.2 below.

12. The behavior of the mobile device beyond this point is outside the scope of the WARN Act and,
therefore, is not subject to recommendations by the CMSAAC. The functionality of the mobile device
is CMSP and mobile device specific.

~.
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Streaming audio or streaming video CMAS alerts are a future capability.

Downloaded multimedia CMAS alerts are a future capability.
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4.4 CMAS Alert Expiration Scenario ,
The previously issued Commercial Mobile Alert Message (CMAM) alert has reached its expiration time
without having been updated or cancelled. This scenario describes the functionality when the expiration
time has been detected.

1. The associated non-expired non-cancelled CMAM has been or is currently being broadcast by the
CMSP.

3. All active broadcasts of any associated audio, video, or multimedia components of the previously issue
CMAM are discontinued by the CMSP.

The normal flow for the CMAS alert expiration is described in the following steps and in the associated
flow diagr:am which follows:

1. The expiration time of a previously issued CMAM has been determined by the CMSP. '

2. Any active broadcasts of text component of the previously issued CMAM are discontinued by the
CMSP.
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4.5 Duplicate CMAS Alerts Scenarios

4.5.1 Scenario for Duplicate CMAS Alerts on Same Broadcast
Te,chnQlogy . .

A CMAM is b~ing retransmitted by the CMSP network. The mobile device detects and ignores the
duplicate CIVIAM.

This scenario aImlies to both. the GMSP sub&c.ribers and to subscribers who are roaming as visiting
subscrmers.j,i1td:the ~erV'i~i: at~a efthe @MS1>.~networkwhicll will be broadcasting the CMA.

Flow for CMAS Alert Expiration ScenarioFigure 4-4

:~: ~. 4;'5.1.~. 'Pre"Coiifdi-ti.~ns

.. 1. MObile device is lauth:erized' and authenticated for service on CMSP network.
~ '.. t: \ _

2..' M.obile ~eviceojs,receiving &dequate radio'~ignal strength from the CMSP.

g. Mobile device is in state that allows for the detection and reception of CMAM (e.g., not busy, not on a
voice call).

4. A 'previous c.epY',oftne:~MAM has;beep,'bri:>adcast by the CMSP.. .
5. The previous copy of the CMAM is contained on mobile device.

'6. CMSP subscriber is still within the alerting area for the CMA.
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1. The CMSP network retransmits a t>revious\)' broadcast CMAM.

a. The CMAM being retransmitted contains the same message identifier as the previously broadcast
version. '

b. The retransmission could be performed by the CMSP selected delivery technology jdepending on
the capabilities of the delivery technology.

2. The mobile device monitors for the broadcast of the CMAM via the CMSP selected technology.

3. The mobile device detects the received CMAM as a duplicate CMAM based upon message identifier
and other message attributes. The duplicate CMAM is ignored and discarded by the mobile station.

Reference
Point A' Government

Alerting
Network

Reference
Point C CMSP

Network

Reference
PointE

Mobile Device End User

Previous Copy of CMAM Broadcast by CMSP &Received by Mobile Device

1. CMAM Rebroadcast or
Retransmitted

10

11

12

Figure 4-5

2. Monitor for CMAM

3. Duplicate CMAM
detected & ignored

Flow for Scenario for Duplicate CMAS Alerts on Same Broadcast Technology
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4.5.2 S~e:n,a~io fa,r ,Duplicate eM,AS Alerts on Different
Broadcast Technologies

An event has occurred and the appropriate government ,entities have decided to issue a text based CMA to
warn the CMSP subscribers within the indicated alerting area. The CMSP network supports more than one
broadcast technology in the indicated alerting area and the CMSP elects to broadcast the CMA on more
than one technology in the indicated alerting area.

Support of multiple broadcast technologies by the CMSP network may be result of the deployment and
implementation ,of newel"broadcast technologies.

This scenario applies to both the CMSP subscribers and to subscribers who are roaming as vi~iting

subscribers into the service area of the CMSP network which will be broadcasting the CMA.

1. Mobile device is autltorizecl,and authenticated for service on CMSP network.

2. Mobile, de.-yicds·reeeiivipg ade.quate radio,sjgnal.strength from the CMSP.
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4.5.2.1 Pre-CQndi:ti,Qns
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3. Mobile device, is in state that allows for the detection and reception of the CMA (e.g., not busy. not on
a voice call).

4. No previous CMAM is being broadcast by the CMSP.

5. There is no active CMAM on mobile device.

6. CMSP subscriber is still within the alerting area for the CMA.

7. The mobile device is capable of receiving the CMAM from more than one broadcast technology.

The flow for duplicate text profile based CMAS alerts on the different broadcast techno10gie~ is described
in the following steps and in the associated flow diagram which follows:

1. The appropriate government entity creates the alert message in CAP format which is sent to the
government alerting network over Reference Point A. .

2. The government alerting network validates and authenticates the received alert request. :

a. If the alert fails validation or authentication, an error response is returned to the originating
government entity and the alert is not sent to the CMSP. End of scenario.

3. The government alerting network converts the received alert message into the text profile based CMAS
format supported by the CMSP.

a. If the alert fails conversion, the alert is not sent to the CMSP. End of scenario.

4. The text profile based CMAM is sent to the CMSP over Reference Point C.

5. The CMSP validates the received CMAM.

a. If the CMAM fails validation, an error response is returned to the government alerting
network and the CMAM is not broadcast by the CMSP. End of scenario.

6. The CMSP sends an acknowledgement to the government alerting network that a valid CMAM has
been received.

7. The CMSP performs geo-targeting to translate the indicated alert area into the associated set of cell
sites / paging transceiiVers for the first broadcast technology used for the broadcast of the ~MAM'

a. If the CMSP does not support CMAS in the indicated alert area, the CMAM is not broadcast
by the CMSP. End of scenario. '

b. If the CMSP does not have any cell site / paging transceiver coverage for the first broadcast
technology within the indicated alert area, the CMAM is not broadcast by the CMSP using the
first broadcast technology. The CMAM wiII be processed as described in Section 4.1.1
above. End of scenario.

c. If th~ entire nation is indicated as the alert area then all cell sites / paging transceivers of the
first broadcast technology of the CMSP which support the CMAS service are used for the
broadcast of the CMAM.

8. The CMSP broadcasts the CMAM using the first broadcast technology to the set of cell sites I paging
transceivers identified by the geo-targeting processing in the previous step.

a. The CMAM is broadcast via the first CMSP selected technology.

9. The CMSP performs geo-targeting to translate the indicated alert area into the associated set of cell
sites I paging transceivers for·the second broadcast technology used for the broadcast of the CMAM.

a. If the CMSP'cloes not.have.any cell site / paging transceiver coverage for the second
. broadcast technology within the indicated ilIert area, the CMAM is not broadcast by the
CMSPusing the ,seconc;l bro.ade~st technology. The CMAM is processed as described in
Section 4.1.1 above. End of scenario.
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c. If the entire nation is indicated as the alert area then all cell sites I paging transceivers of the
second broadcast technology of the CMSP which support the CMAS service ale used lor the
broadcast of the CMAM. ;

10. The CMSP broadcasts the CMAM using the second broadcast technology to the set of cell sites I
paging transceivers identified by the geo-targeting processing in the previous step.

a. The CMAM is broadcast via the second CMSP selected technology.

11. The CMAM is received from both the first and second broadcast technologies.

12. Based upon mobile device capabilities and configurations, only one of the received CMAM will be
presented to the end user. The mobile device should only perform one activation of the CMAS audio
attention signal and/or the activation of the special emergency alert vibration cadence (if mobile device
has vibration capabilities).

a. If the CMAM is not a Presidential alert and if the end user opt-out selections for CMAS alerts
indicate that this type of CMAS alert is not to be presented, the CMAM is discarded or
ignored. End of scenario.

13. The behavior of the mobile device beyond this point is outside the scope of the WARN Act and,
therefore, is not subject to recommendations by the CMSAAC. The functionality of the: mobile device
is CMSP and mobile device specific.
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1. Mobile device is authorized and authenticated for service on CMSP network.

2. Mobile device is receiving adequate radio signal strength from the CMSP.

3. Mobile device is in state that allows for the detection and reception ofCMA (e.g., not busy, not on a
voice call). '

4. No previous CMAM is being broadcast by the CMSP.

'5. There is no CMAM on mobile device.

6. CMSP subscriber is within the alerting area for the CMA.

7. Both CMA are to be issued for the same alerting area.

4.6 Multiple Different Active CMAS A\ert$ Scenario
An event has occurred and the appropriate government entities have decided to issue a text bas~d CMA to
warn the CMSP subscribers within the indicated alerting area. During the broadcast period of the 1SI alert
message, a second event has occurred for the same alerting area and the appropriate government entities
have decided to issue a second text based CMA to warn the CMSP subscribers within the indicated alerting
area.

The CMSP processes CMAM received from the Alert Gateway on a first come first served basis. There is
no prioritization of processing or delivery of CMAM within the CMSP network.

This scenario applies to both the CMSP subscribers and to subscribers who are roaming as vIsiting
subscribers into the service area of the CMSP network which will be broadcasting the CMA.

The flow for multiple different CMAS alerts within the same alerting area is described in the' following
steps and in the associated flow diagram which follows:

1. The appropriate government entity creates the lSI alert message in CAP format which is sent to the
government alerting networ~ over Reference Point A. '

2. The government aleFting network validates and authenticates the 1SI received alert request.

a., If the lSI alert fails validation or authentication, an error response is returned to the originating
goy.ernment,entity·and the alert is not sent to the CMSP. End of scenario.

3. The government alerting network converts the lSI received alert message into the text profile based
CfylAS formatisupported by the CMSP.

.' a. If the alert fails Gonversion, the alert is not sent to the CMSP. End of scenario.

4 The 'lsl.text profile based CMAM is sent to the CMSP 9ver Reference Point C.

5. The CMSP validates the lSI received CMAM.

a. If th~ 1si CMt\M f~'s validation, an error response is returned to the government alerting network
and the CMAMJ~ not broadcast by the CMSP. End of scenario.
I, I '

6. The CMS!? sen'ds an"acknowledgement to.the government alerting network that the 1sl received
CMAM is 'valid.

7. 'Phe CMSP per:t0r.qr~eo-targetingfor the 1SI CMAS alert to translate the indicated alert area into the
assooiated ;s~t of.cell,sites / paging tFansceivers for the broadcast of th~ 1sl CMAM.

a. If the CMSP'does not sllPport CMAS in the indicated alert area, the 1sl CMAM is not broadcast by
'. r the 'CMSP. End of scenario.
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b. If the CMSP does not have any cell site I paging transceiver coverage within the indicated alert
area, the 1S\ CMAM is not broadcastby the CMSP. End of scenario.

c. If the entire nation is indicated as the alert area then all cell sites I paging transceivers of the
CMSP which support the CMAS service are used for. the broadcast of the 151 CMA.

8. The CMSP broadcasts the 151 CMAM to the set of cell sites I paging transceivers identified by the geo
targeting processing in the previous step.

a. The 151 CMAM is broadcast via the CMSP selected technology.

9. The 151 CMAM is received and presented to the end user including the activation of the CMAS audio
attention signal and/or the activation of the special emergency alert vibration cadence (if mobile device
has vibration capabilities) for a short duration as defined by CMSP policies and by the capabilities of
the mobile device, and display of the 151 CMAM message text on the visual display of the mobile
device.

a. If the 151 CMAM is not a Presidential alert and if the end user opt-out selections for CMAS alerts
indicate that this type of CMAS alert is not to be presented, the CMAM is discarded or ignored.

b. Activation of the CMAS audio attention signal and/or special vibration cadence complies with the
end user mobile device'configuration as defined in Section 7.2 below.

10. An appropriate government entity creates a 2nd alert message in CAP format for the same alerting area
as .the 151 alert message. The 2nd alert message is sent to the government alerting network over
ReferelJce Peint A.

11. The government alerting network validates and authenticates the 2nd received alert request.

a. If the 2~d alert fails validation or authentication, an error response is returned to the originating
government entity and the alert is not sent to the CMSP. End of scenario.

12. The government alerting network converts the 2nd received alert message into the text profile based
CMAS format supported by the CMSP. '

a. If the alert fails conversion, the alert is not sent to the CMSP. End of scenario.

13. The 2nd text profile based CMAM is sent to the CMSP over Reference Point C.

14. The CMSP;.¥alidates the 2nd received CMAM.
" . ',.

a. If-the i nil CMAMJails validation, an error response is returned to the government alerting net~ork
,~, .

an(!rthe:.€M~ is'not broadcast by the CMSP. End of scenario.

15. Tlfe CMS,'P sends an acknowledgement to the government alerting network that the 2nd re~eived
CMAMfs valid.

16. The CMSP peif6lims 'geo-tal1geting for the 2nd CMAM to translate the indicated alert area into the
as'socia:te~ set afcell,si,tes i paging transceivers for the broadcast of the 2nd CMAM.

a. For this sC;:PJlariQi since,~he indieated alert area of the 151 and 2nd CMAM are the same, the results
of the~ge·e;.:tar.getihgfor· both the 151 and 2nd CMAM should return the same set of cell sites I paging
transceivers.

17. The CMSP bnoadcasts the 2nd CMAM to the set of cell sites I paging transceivers identified by the geo
targeti~g,proGes.$ing step.

a. Th~ 2nd C~AM j$ broadcast via.the CMSP selected technology.

b.' The n~tr:an~~ssiQn of the 151 CMAM and the initial transmission of the 2nd CMAM ~ay be
.s.hflti1tll!le,Qysly biJoa~cast, or maybe transmitted sequentially, depending on the delivery

. ''"t~~b~~J'qg#, ' ,~;.
"--; ,'!, .....

'18.' T~:2n.~p~~~~.m: ,,~d l).!]dJ.\?.Fe~,en!~d)t.o:~he_ end,user including the activation of the CMAS audio
, , atte.p~p.ti~~gpaHtll ,.e, aG1.ij~'a ' tb~r~p'ee~~l e~e~t.ency alert vibration cadence (if ~lObi1e devioe

" q~sfvib~i~Y. ~E!1J ,<ill~:e~?)\0f~a sh . .n'aS:1dellne~lbY CMSP policies and by the capabilities of
. . , t~~~~~~~!J!e~~i~:aof~~~ ~,f~t1)et2 . :,~,J11essa'"g~ text on the visual display of the mobile
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a. If the 2nd CMAM is not aPresidential alert and if the end user opt-out selections for CMAS alerts
indicate that this type of CMAS alert is nqt to be presented, the 2nd CMAM is discarded or
ignored.

b. Activation of the CMAS audio attention signal and/or special vibration cadence complies with the
end user mobile device configuration as defined in Section 7.2 below.

c. The mobile device ignores the retransmission of the duplicate lSlCMAM.

d. The mobile device processing and presentation of multiple received CMAS alerts is outside the
scope of the WARN Act and, therefore, is not subject to recommendations by the CMSAAC. The
functionality of the mobile device is CMSP and mobile device specific '
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General Requirements & Conclusions
The following section contains the CMSAAC's general recommendations and conclusions f6r the CMAS.
Many of the conclusions and recommendations apply to initial deployments of the CMAS, for a text-based
service profile. Future technologies, stich as streaming audio, streaming video, and multimedia, are
mentioned throughout this document; however, technology advances to support these future capabilities are
just beginning to be developed and introduced. As CMSPs gain experience with these technologies, the
applicability of those technologies to the CMAS will be better understood.

The CMSAAC recommends that this document be treated as a living document, with periodic updates to
account for experiences with initial CMAS deployments and experiences with new technologies and their
applicability to CMAS. An industry group consisting of government and industry stakeholders should be
created after the CMSAAC's activity is complete to review and update this document on a periodic basis.
This review should occur no less frequently than biennially. It is expected that during research,
development, and deployment, this industry group'may need to convene more frequently than biennially to
address research conclusions and any development or deployment issues.

5.1 Scope & Definition of CMAS Alerts
The CMSAAC recommends that there are three classes of Commercial Mobile Alerts:

1. Presidential-level

2. Imminent threat to life and property (defined as alerts where the CAP severity equals Extreme or
Severe, CAP urgency is Immediate or Expected, and CAP certainty is Observed or Likely).

3. Child Abduction Emergency or "AMBER Alert"

Because of the technical limitations in delivering emergency alerts on CMSP systems, the CMSAAC
recommends that oply the 3 classes defined above will be transmitted as CMA messages.

The CMSAACrecommends that the CMSPs who elect to support CMAs are considered for this 'purpose
only to be agents of the federal, state, local, or tribal agencies that originate the alerts and are providing
CMAs on their behalf.

A CMSP that elect~ to transmit il1erts under Section 602(b)(2) of the WARN Act may not impose a separate
or additional charge for spch transmission or capability when the emergency alerts are transmitted in a
manner consistent w,ith t~e technical standards, protocols, procedures, and other technical requirements
implemented by the,Commission. For transmissiOl.l'or servioe beyond standards, protocols, procedures, and
other technical requirements implemented by the Commission, a Commercial Mobile Service licensee is
not bound by Section 602(b)(2)(C) ofthe·WARN!Act.

The Commercial Mobile Service licensee may utilize the technical standards, protocols, procedures, and
other technical requirements imple.nented by the Commission to support the WARN Act for .other services
or pur,poses and are not bound by Section-602Jb)(2)(C) of the WARN Act. The government portion, from
~eference Point A to Reference Point C, of tlfe CMAS will not be made available for commercial use.

CMAS will be provided according to the technical standards, protocols, procedures, and other technical
requirements implemented by the Commission to support the WARN Act. A CMSP's networks shall not
,be bou,nd to use any specific vendor, technology, software, implementation, client, device, or third party
agent, in ord~1' to mf:et the oblig~tionsunder the WARN Act.

Technical standards, prot,ocols, procedures, and other technical requirements implemented by the
Commission· shall be'standardized inJndustry.fora which have a well-defined reasonable and non
discriminatory inteHectuaLproperty rights policy, allowing for multi-vendor implementations.
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