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Federal Communications Commission

Before the
Federal Communications Commission

Washington, D.C. 20554

DA 07-2292

In the Matter of

Petitions of Qwest Corporation for Forbcarance
Pursuant to 47 V.S,c. § 160(c) in the Denver,
Minneapolis-St. Paul, Phoenix, and Seattle
Metropolitan Statistical Areas

)
)
)
)
)
)

WC Docket No. 07-97

Adopted: May 31, 2007

FIRST PROTECTIVE ORDER

Released: June 1,2007

By the Chief, Wireline Competition Bureau:

1. Documents submitted to the Commission in the course of forbearance proceedings may represent or
contain confidential or proprietary information. This First Protective Order is intended to facilitate and
expedite the review ofconfidential information submitted by parties to this proceeding, induding privileged
and confidential information, such as trade secrets or financial infonnation. To ensure that documents and
materials in the above-referenced proceeding considered by Submitting Parties to be confidential and
proprietary are afforded protection, the Wireline Competition Bureau hereby enters this First Protective
Order.!

2. Non-I;>isclosure. Except with the prior written consent of the person originally designating a
document to be stamped as a confidential document, or as hereinafter provided under this order, no stamped
confidential document may be disclosed to any person. A "stamped confidential document" means any
document which bears the legend (or which othef\Vise has had the legend recorded upon it in a way that
brings it to the attention of a reasonable examiner) "CONFIDENTIAL - SUBJECT TO FIRST
PROTECTNE ORDER IN WC DOCKET NO. 07-97 BEFORE THE FEDERAL COMMUNICATIONS
COMMISSION" to Signify that it contains infonnation believed to bc subjcct to protection illlderthe
Conunission's rules. For purposes of this order, the term "document" means all written, recorded, or
graphic material, whcther produced or created by a party or another person, whethcr produced pursuant to
the Commission's rules, pursuant to subpoena, by agreement, or otherwise. Documents that quote,
swnmarize, or contain materials entitled to protection may be accorded status as a stamped confidential
document, but, to the extent feasible, shall be prepared in such a manner that the confidential information is
bound separately from that not entitled to protection.

3. Pennissible Disclosure. Notwithstanding paragraph 2, stamped confidential documents may be
disclosed subject to the provisions ofsubparagraphs (a) and (b), to the following persons if disclosure is
reasonably necessary for such persons to render professional services in this proceeding: counsel of record
for parties that may file in this proceeding, including in-house coun.'"cl who are actively engaged in the
conduct of this proceeding; partners, associates, secretaries, paralegal assistants, and employees of such
counsel; outside consultants or experts retained to render professional services in this proceeding, provided

I We also adopt today a Second Protective Order to govern the submission and disclosure of highly confidential
information in this proceeding. Petitions ofQwest Corporation for Forbearance Pursuant to 47 u.s.c. § 160(c) in
the Denver. Afinneapolis·St. Paul, Phoenix, and Seattle },fetropolitan Statistical Areas. we Docket No. 07-97,
Second Protective Order, DA 07-2293 (WeB, reI. June 1, 2007) (Second Protective Order).
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that they are under the supervision of the counsel of record; and in-house economists and regulatory
analysts, provided that they arc under the supervision of the counsel of record. Such documents may also be
disclosed to relevant employees of regulatory agencies, Commission employees involved in this proceeding,
and to any person designated by the Commission in the interest ofjustice, upon such tcrms as the
Commission may deem proper.

(a) Notwithstanding any other provision of this order, before any disclosure shall occur, any
individual (other than a CorrnnisslOn employee) to whom confidential information is disclosed must certify
in writing that he/she has read and understands this First Protective Order, agrees to abide by its terms, and
understands that unauthorized disclosures of the stamped confidential documents are prohibited. A copy of
each such certification shall be provided to the party that designated the information confidential. (See
Attachment A for a model certification.)

(b) Before disclosing a stamped confidential document to any person who is described in paragraph
3 (other than an attorney) and who is employed by a competitor or potential competitor of the party that so
designated the document, the party seeking such disclosure shall give at least five days' advance notice in
'Vfliting to thc COlUlSel who designated such infonnation as confidential, stating the names and addresses of
the person(s) to whom the disclosure will be made, identifYing with particularity the documents to be
disclosed, and stating the purposes ofsuch disclosure. Such notice shall also be filed in the Commission's
Electronic Comment Filing System (ECFS) for this docket. No such disclosure shaH be made within the
five-day period. If, within the five-day period, a motion is t1led objecting to the proposed disclosure,
disclosure is not permissible until the Commission has denied such motion and disclosure is permitted lUlder
47 C.F.R. § 0.459. Any such motion shall be hand-served on the party seeking such disclosure.

4. Access to Confidential Information. Any party producing confidential information pursuant to this
order shall deSIgnate a Washington, D.C., location and such other locations as may be convenient at which
all parties shall be permitted access to and rcview of requested confidential information pursuant to the
other terms ofthis order, or pursuant to alternative arrangements agreed upon by the parties. Any such
access or review may be limited to regular business hours after reasonable notice by the requesting party.

5. Confidential Information Filed in the Record. Stamped confidential documents and other
confidential information may be offered in the record of this procec'lling, provided that such confidential
information is furnished under seal. The party submitting confidential documents shall ensure that each
page bears the legend "CONFIDENTIAL - SUBJECT TO .FIRST PROTECTIVE ORDER IN we
DOCKET NO. 07-97 BEFORE THE FEDERAL COMMUNICATIONS COMMISSION:'

6. Commission Treatment ofConfidential Information. If confidential documents are submitted to the
Commission in accordance with paragraph 5, the materials shall remain sealed while in the Secretary's
oUice or such other place as the Commission may designate so long as they retain their status as stamped
confidential documents. The Conunission may, sua 5pontC or by petition, determine that all or part of the
information claimed by the producing party to be confidential is not entitled to such treatment. See
generally 47 C.F.R. § 0.459.

7. Use. Persons obtaining access to stamped confidential documents under this order shall usc the
information only in the conduct of this proceeding and any judicial proceeding arising therefrom, and shall
not use such infonnation for any other purpose, including business, governmental, commercial, or other
administrative or judicial proceedings. Persons obtaining access to confidential information under the terms
of this order may disclose, describe, or discuss the confidential infonnation in any pleading filed in this
proceeding, provided that such pleading is stamped confidential and filed under seal, and provided that a
separate public version is filed from which all confidential information is redacted. Persons filing pleadings

2
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under seal based on confidential information provided by others shall serve such pleadings by hand or
overnight delivery on the party originally requesting confidential treatment of the underlying information.

8. Subpoena by Courts or Other Agencies. If a court or another administrative agency subpoenas or
orders production of stamped confidential documents which a party has obtained under terms of this order.
such party shall promptly notifY the party and any other person who designated the document as confidential
of the pendency ofsuch subpoena or order.

9. Client Consultation. Nothing in this order shall prevent or otherwise restrict counsel from
rendenng advice to their clients regarding the forbearance proceeding in which a confidential document is
submitted and, in the course thereof~ relying generally on examination of stamped confidential documents
submitted in that proceeding; provided, however, that in rendering such advice and otherwise
communicating with such client, counsel shall not make specific disclosure of allY item so designated except
pursuant to the procedures ofparagraph 3 above.

10. Prohibited Copying. Ifa document contains infonnation so sensitive that it should not be copied by
anyone, it shall bear the additional legend "Copying Prohibited." Application for relief from this restriction
against copying may be made to the Commission, with notice to counsel so designating the doewnent.

11. Non Termination. The provisions ofthis order shall not terminate at the conclusion of this
proceeding.

12. MgQ..ification Permitted. Nothing in this order shall prevent any party or other person from
seeking modification of this order.

13. ResW)llsibility ofAttorneys. The attorneys of record arc responsible for employ1ng reasonable
measures to control, consistent with this order, duplication of, access to, and distribution ofcopies of
stamped confidential documents. Parties shall not duplicate any stamped confidential document except
working copies and for purposes of filing at the Commission under seal.

14. Return ofConfidential Document:'i.. Within two weeks after final resolution of this proceeding
(which includes administrative or judicial review), parties that have received stamped confidential
documents shall either return all copies of such documents in their possession to the party that submitted the
documents, or destroy all such confidential documents.

15. Penalties. In addition to any other penalties or remedies authorized under the Communications Act,
the Commission's rules, the common law or other source onaw, any failure to abide by the tenus of this
order may result in dismissal ofa party's pleadings, or censure, suspension, or disbannent of the attomeys
involved, see 47 c.F.R. § 1.24, or possible referral to the relevant local bar.

3
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16. Accordingly, IT IS ORDERED that pursuant to sections 4(i), 40), and 10 of the Communications
Act of 1934, as amcnded, 47 U.S.c. §§ 154(i), 1540), 160, and pursuant to authority delegated under
sections 0.91 and 0.291 ofthc Commission's rules, 47 C.F.R. §§ 0.91,0.291,2 the First Protective Order
IS ADOPTED, effectivc upon its release.

FEDERAL COMMUNICATIONS COMMISSION

Marcus Maher
Associate Chicf, Wireline Compctition Bureau

~ See 47 U.S.c. § 155(c).
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ATTACHMENT A

WC IlOCKET NO. 07-97

IlA 07-2292

I have received a copy of the First Protective Order in we Docket No. 07-97. I have read the order and
agree to comply with and be bound by the tenns and conditions of the flrst Protective Order. The signatory
understands, in particular, that unauthorized disclosure, or the use of the infonnation for competitive
commercial or business purposes, will constitute a violation of the First Protective Order.

SIGNATURE:

. -)

~

/~~.

F '/1' ,>1< -/-
I "./

<::

NAME PRINTED:

TITLE: C- 0 fl'\rh I SS' I o/LJ £ R

REPRESENTING: CO!ORAOD

EMPLOYER: Co fOR ADD

'£-+0 Ie
VIA Bi--' (1. IATIl-IT I> 5

D f' ColoR I"f:ob

DATE:
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Before the
.Federal Communications Commission

Washington, D.C. 20554

OA 07-2292

In the Matter of

Petitions ofQwest Corporation for Forbearance
Pursuant to 47 V.S.c. § 160(c) in the Denver,
Minneapolis-St. Paul, Phoenix, and Seattle
Metropolitan Statistical Areas

)
)
)
)
)
)

WC Docket No. 07-97

Adopted: May 31, 2007

FIRST PROTECTiVE ORDER

Released: June I, 2007

By the Chief, Wireline Competition Bureau:

1. Documents submitted to the Commission in the course of forbearance proceedings may represent or
contain confidential or proprietary information. This First Protective Order is intended to facilitate ,md
expedite the review of confidential information submitted by parties to this proceeding, including privileged
and confidential infonnation, such as trade secrets or financial infonnation. To ensure that documents and
materials III the above-referenced proceeding considered by Submitting Parties to be confidential and
proprietary are afforded protection, the WireIine Competition Bureau hereby enters this First Protective
Order. I

2. Non-Disclosure. Except with the prior written consent of the person originally designating a
document to be stamped as a confidential document, or as hereinafter provided under this order, no stamped
confidential document may be disclosed to any person. A "stamped confidential document" means any
doewnent which bears the legend (or which otherwise has had the legend recorded upon it in a way that
brings it to the attention of a reasonable examiner) "CONFIDENTIAL - SUBJECT TO FIRST
PROTECTIVE ORDER IN WC DOCKET NO. 07-97 BEFORE THE FEDERAL COMMUNICAnONS
COMMISSION" to signify that it contains infonnation believed to be subject to protection under the
Commission's rules. For purposes of this order, the tenn "document" means all written, recorded, or
graphic material, whether produced or created by a party or another person, whether produced pursuant to
the Commission's rules, pursuant to subpoena, by agreement, or otherwise. Docwnents that quote,
summarize, or contain materials entitled to protection may be accorded status as a stamped confidential
document, but, to the extent feasible, shall be prepared in such a manner that the confidential information is
bound separately from that not entitled to protection.

3. Permissible DisclQsure. Notwithstanding paragraph 2, stamped confidential documents may be
disclosed subject to the provisions ofsubparagraphs (a) and (b), to the following persons ifdisclosure is
reasonably necessary for such persons to render professional services in this proceeding: COlillSe1 of record
for parties that may file in this proceeding, including in-house counsel who are actively engaged in the
conduct of this proceeding; partners, associates, secretaries, paralegal assistants, and employees of such
counsel; outside consultants or experts retained to render professional services in this proceeding, provided

I We also adopt today a Second Protective Order 10 govern the submission and disclosure of highly confidential
infonnatioll in this proceeding. Petitions ufQ»-'esl Corporalionj(Jr Forbearance Pursuant 10 47 US.C § /60(c) in
the Denver, Minneapolis-St. Puul, Phoenix, and Seattle JIetropo!itan Statistical Areas, WC Docket No. 07-97,
Second Protective Order, DA 07-2293 (WCB, reI. June 1,2007) (Second Protective Order).
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that they are under the supervision of the counsel of record: and in-hollse economists and regulatory
analysts, provided that thcy are under the supervision of the counsel of record. Such documents may also be
disdosc'Ci to relevant employees of regulatory agencies, Commission employees involved in this proCCL'tling,
and to any person designated by the Commission 10 the interest ofjllstice, upon such terms as the
COnmllssion may deem proper.

(a) Notwithstanding any other proviSIOn of this order, before any disclosure shall occur, any
individual (other than a Commission employee) to whom confidential information is disclosed must certifY
in writing that he/she has read and understands this First Protective Order, agrees to abide by its terms, and
understands that unauthorized disclosures of the stamped confidential documents are prohibited. A copy of
each such certification shall be provided to the party that designated the information confidential. (See
Attachment A for a model certification.)

(b) Before disclosing a stamped confidcntial document to any person who is described in paragraph
3 (other than an attorney) and who is employed by a competitor or potential competitor of the party that so
designated the document, the party seeking such disclosure shall give at least five days' advance notice in
writing to the cOWIscl who designated such infonnation as confidential, stating the names and addresses of
the person(s) to whom the disclosure will be made, identifYing with particularity the documents to be
disclosed, and stating the pUIposes of such disclosure. Such notice shall also be filed in the Commission's
Electronic Comment Filing System (ECFS) for this docket. No such disclosure shall be made within the
five-day period. It: within the five-day period, a motion is filed objecting to the proposed disclosure,
disclosure is not permissible until the Commission has denied such motion ,md disclosure is permitted under
47 C.F.R. § 0.459. Any such motion shall be hand-served on the party seeking such disclosure.

4. Access to Confidential Information. Any party producing confidentialmfonnation pursuant to this
order shall designate a Washington, D.C., location and such other locations as may be convenient at which
all parties shall be permitted access to and review of requested confidential information pursuant to the
other terms oftws order, or pursuant to alternative arrangements agreed upon by the parties. Any such
access or review may be limited to regular business hours after reasonable notice by the requcsting party.

5. Confidentiallnformation Filed in the Record. Stamped confidential documents and other
confidential infonnation may be offered in the record of this proceeding, provided that such confidential
infomlation is furnished WIder seal. The party submitting confidential documents shall ensure that each
page bears the legend "CONFIDENTIAL - SUBJECT TO FIRST PROTECTIVE ORDER IN WC
DOCKET NO. 07-97 BEFORE TIlE FEDERAL COMMUNICATIONS COMMISSION."

6. ~ommission Treatment ofConfidential Information. Jfconfidential documents are submitted to the
COnmllssion in accordance with paragmph 5, the materials shall remain scaled while in the Secretary's
office or such other place as the Commission may designate so long as they retain their smtus as stamped
confidential documcnts. The Conunission may, sua Jponte or by petition, determine that all or part of the
information claimed by the producing party to be confidential is not entitled to such treatment. See
generally 47 C.F.R. § 0.459.

7. Use. Persons obtaining access to stamped confidential documents under this order shall use the
information only in the conduct of this proceeding and any judicial proceeding arising therefrom, and shall
not use such infonnation [or any other purpose, including business, governmental, commercial, or other
administrative or judicial proceedings. Persons obtaining access to confidential information under the terms
of this order may disclose, describe, or discuss the confidential information in any pleading filed in this
proceeding, provided that such pleading is stamped confidential and filed undcr seal, and provided that a
separate public version is filed from which all confidential information is redacted. Persons filing pleadings

2
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under seal based on confidential infonnation provided by others shall serve slIch pleadings by hand or
overnight delivery on the party originally requesting confidential treatment ofthe underlying information.

8. Subpoena by Courts or Other Agencies. If a court or another administrative agency subpoenas or
orders produc.,1:ion of stamped confidential documents which a party has obtained under tenns ofthis order,
such party shall promptly notify the party and any other person who designated the document as confidential
of the pendency of such subpoena or order.

9. Client Consultation. Nothing in this order shall prevent or otherwise restrict counsel from
rendering advice to their clients regarding the forbearance proceeding in which a confidential document is
submitted and, in the course thereof: relying generally on examination of stamped confidential documents
submitted in that proceeding; provided, however, that in rendering such advice and othczwise
communicating with such client, counsel shall not make specific disclosure of any item so designated except
pursuant to the procedures ofparagraph 3 above.

10. Prohibited Copying. Ifa document contains infonnation so sensitive that it should not be copied by
anyone, it shall bear the additional Iegend "Copying Prohibited." Application for rclieffrom this restriction
against copying may be made to the Commission, with notice to counsel so designating the document.

11. Non-Termination. The provisions of this order shall not terminate at the conclusion of this
proceeding.

12. Modification Pennittcd. Nothing in this order shall prevent any party or other person from
seeking modification of this order.

13. Responsibility of Attorneys. The attorneys of record are responsible for employing reasonable
measures to control, consistent with this order, duplication of, access to, and distribution of copies of
stamped confidential documents. Parties shall not duplicate any stamped confidential document except
working copies and for purposes of filing at the Commission Wlder seal.

14. Retur;n of Confidential Documents. Within two weeks after final resolution of this proceeding
(which includes administrative or judicial review), parties that have received stamped confidential
documents shall cither return all copies ofsuch documents in their possession to the party that submitted the
documents, or destroy all such confidential documents.

15. penalties. In addition to any other penalties or remedies authorized under the Conununieations Act,
the Commission's rules, the common law or other source oflaw, any failure to abide by the terms of this
order may result in dismissal of a party's pleadings, or censure, suspension, or disbarment of the attorneys
involved, see 47 C.F.R. § 1.24, or possible referral to the relevant local bar.

3
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16. Accordingly, IT IS ORDERED that pursuant 10 sections 4(i), 4U), and 10 of the CommuIllcatlOns
Act of 1934, as amended, 47 U.s.c. §§ 154(i), 154U), 160, and pursuant to authority delegated under
sections 0.91 and 0.291 of the Commission's rules, 47 C.F.R. §§ 0.91,0.291,2 the First Protective Order
IS ADOPTED, effective upon its release.

FEDERAL COMMUNICATIONS COMMISSION

Marcus Maher
Associate Chief, Wireline Competition Bureau

2 See47lJ.s.C. § 155(c).
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ATTACHMENT A

WC DOCKET NO. 07-97

IlA 07-2292

I have received a copy of the First Protective Order in we Docket No. 07-97. I have read the order and
agree to comply with find be bound by the tenus and conditions of the First Protective Order. The signatory
understands, in particular, that unauthorized disclosure, or the use of the infonnation for competitive
commercial or business purposes, will constitute a violation of the First Protective Order,

SIGNATURE:

NAME PRlNTED:

TITLE:

ADDRESS:

REPRESENTING:

EMPLOYER:

G.:"t.Q/L-CLOJ--o PLv6LL C l)iA. LA- \A.' C/J Cvm IIl'L(·';i Sir tV

1_0-( C I2Vl.C£UX-LULl 6-' ,Slf.25 0

(~!e-'Y\..{}{/), CD fs C L G 2---

DATE:
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Federal Communications Commission

Before the
Federal Communications Commission

Washington, D.C. 20554

llA 07-2293

In the Matter of

Petitions ofQwest Corporation for Forbearance
Pursuant to 47 U.s.c. § l60(c) in the Denver,
Minneapolis-St. Paul, Phoenix, and Seattle
Metropolitan Statistical Areas

)
)
)
)
)
)

WC Docket No. 07-97

Adopted: May 31, 2007

SECOND PROTECTIVE ORDER

Released: June 1,2007

By the Chief. Wireline Competition Bureau:

1. Today, the Wireline Competition Bureau (Bureau) issued a Protective Order (First Protective
Order) regarding confidential or proprietary documents that may be submitted by Qwest Corporation
(Qwest) or other parties to this proceeding (individually, Submitting Party and collectively, Submitting
Parties).! We hereby adopt a Second Protective Order to ensure adequate protection for certain highly
confidential and competitively sensitive information that may be submitted by the Submitting Parties.

2. Accordingly, we will permit Submitting Parties submitting such documents and information and
those of a similarly competitively sensitive nature to designate those materials as Highly Confidential
and, as provided below, we will limit access to such materials to outside counsel of record, their
employees, and outside consultants and experts whom they retain to assist thcm in this proceeding? We
conclude that a Second Protective Ordcr will give appropriate access to the public while protecting the
Submitting Parties' competitively sensitive information. This Second Protective Order covers only those
portions of documents or data that fall into one of the categories specified below. The remainder of the
document (or a redacted version of the document) is not entitled to the additional protection provided by
the Second Protective Order.

3. Any party seeking access to confidential documents subject to the Second Protective Order shall
request access pursuant to the tenns of the Second Protective Order and must sign the Acknowledgement
of Confidentiality, attached as Appendix A (Acknowledgement).

I Petitions o/Qwest Corporation/or Forbearance Pursuant to 47 u.s.c. § i60(c) in the Denver. Minneapolis-St.
Paul, Phoenix, and Seattle Metropolitan Statistical Areas. we Docket No. 07-97, First Protective Order, DA 07­
2292 (WeB, reI. June 1,2007) (First Protective Order).

2 On other occasions, the Bureau has granted similar protection to materials which, if released to competitors, would
allow those competitors to gain a significant advantage in the marketplace. See, e.g., Petition 0/the Verizon Local
and Long Distance Telephone Companies/or Forbearance Under 47 u.s.c. § 160(c) with Regard to Certain
Dominant Carrier Regulationsfor In-Region, Interexchange Services, we Docket No. 06-56, Second Protective
Order, DA 07-1625 (WeB rel. Apr. 5, 2007) (adopting a second protective order): Petition ofQwest
Communications international Inc. for Forbearance from Enforcement o/the Commission's Dominant Carrier
Rules as They Apply after Section 272 Sunsets. we Docket No. 05-333, Second Protective Order, 22 FeC Red 115
(WeB rei. Jan. 5, 2007) (same); SEC Communications, Inc. and AT&T Corp. Applicationsfor Approval a/Transfer
o/Control, we Docket No. 05-65, Order, 20 FCC Rcd 8876 (Wen reI. May 9, 2005) (same).
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4. Definilionx. As used herein, capitalized terms, not otherwise defined herein, shall have the
following meanings:

"Stamped Highly Confidential Document" means any document, or any part thereof, that bears
the legend (or which otherwise shall have had the legend recorded upon it in a way that brings it to the
attention of a reasonable examiner) "HIGHLY CONFIDENTIAL INFORMATION - SUBJECT TO
SECOND PROTECTIVE ORDER IN WC DOCKET NO. 07-97 BEFORE THE FEDERAL
COMMUNICATIONS COMMISSION," unless the Commission determines, sua sponte or by request
pursuant to sections 0.459 or 0.461 of its rules, that any such document is not entitled to such confidential
treatment The term "document" means any written, recorded, electronically stored, or graphic material,
whether produced or created by the Submitting Party or another person. By designating a docwnent a
"Stamped Highly Confidential Document," a Submitting Party signifies that it contains information that
the Submitting Party believes should be subject to protection under the Freedom of Information Act
(POJA), the Commission's implementing rules and this Second Protective Order.

"Highly Confidential Information" means information contained in Stamped Highly Confidential
Documents or derived therefrom that is not otherwise available from publicly available sources.
Specifically, Highly Confidential Information covered by the Second Protective Order refers to those
portions of documents or data - or entire documents, if eligible in their entirety ~ that disclose the
following: revenues or numbers of customers disaggregated by customer type and a market arca smaller
than the nation (such as a Metropolitan Statistical Area (MSA) or wire center service area) including
carrier-specific E911 line count listings; details of the SubmiUing Party's future plans to compete for a
Cllstomer or specific groups or types of customers (e.g., business or wholesale customers) specifically
including the Submitting Party's future pricing strategies, product strategies, or marketing strategies;
detailed or granular engineering capacity information; infonnation regarding the specific locations where
an intermodal competitor is able to use its own network, including its own loop facilities, through which it
is willing and able, within a commercially rcasonable time, to offcr substitute services for the incwnbent
local exchange carrier's (LEC) local service offerings; the identity or characteristics of specific customers
or those with whom a company is negotiating; and those portions of documents that have some ofthe
characteristics of more than one category of competitive sensitivity listed above. To the extent that a
Submitting Party believes that future submissions fall into one ofthcsc categories, the Submitting Party
must file a letter explaining which catcgory the mformation falls within, and the Submitting Party may
file under this Second Protective Order only those documents specifically authorized by the Bureau.

"Outside Counsel of Record" or "Outside Counsel" means the firm(s) of attorneys, or sole
practitioner(s), as the case may be, representing a party in these proceedings, provided that such persons
are not involved in competitive decision-making, i.e., Outside Counsel's activities, association, and
relationship with a client do not involve advice about or participation in the business decisions of the
client or of any competitor of a Submitting Party nor the analysis underlying the business decisions.
Outside Counsel of Record includes any attorney representing a non-commercial party in these
proceedings, provided that such a person is not involved in the competitive decision-making activities of
any competitor of a Submitting Party.

"Outside Consultants" means consultants or experts retained for the purpose of assisting Counsel
or a party in this proceeding, provided that the Outside Consultants are not involved in competitive
decision-making, i.e., Outside Consultants' activities, association, and relationship with a client do not
involve advice about or participation in the business decisions oftlle client or any competitor of a
Submitting Party nor the analysis underlying the business decisions. Outside Consultants include any
expert employed by a non-commercial party in these proceedings, provided that such a person is not
involved in the competitive deciSIon-making activities of any competitor of a Submitting Party.

2
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"Reviewing Party" means a person who has obtained access to Highly Confidential Infonnation
(including Stamped Highly Confidential Documents) pursuant to paragraphs 7 and 10 of this Second
Protective Order.

5. Use o..l'Highly Confidential Information. Persons obtaining access to Highly Confidential
Information (including Stamped Highly Confidential Documents) under this Second Protective Order
shall use the information solely for the preparation and conduct of this forbearance proceeding before the
Commission as delimited in this and subsequent paragraphs, and any judicial proceeding arising directly
from this proceeding and, except as provided herein, shall not use such documents or information for any
other purpose, including, without limitation, business, govcrrunental, or commercial purposes, or in other
administrative, regulatory or judicial proceedings. Should the Commission rely upon or otherwise make
reference to the contents of any of the Stamped Highly Confidential Documents or Highly Confidential
Information in its decision in this proceeding, it will do so by redacting any Highly Confidential
Infomwtion from the public version of the decision and by making the unrcdacted version of the decision
available only to a eourt and to those persons entitled to access to Highly Confidential Information under
this Second Protective Order.

6. Non-Disclosure o/Stamped Highly Confidential Information. Except with the prior written
consent of the Submitting Party, or as hereinafter provided under this Second Protective Order, neither a
Stamped Highly Confidential Docwnent nor any Highly Confidential Information may be disclosed by a
Reviewing Party to any person other than the Commission and its staff.

7. Pennissihle Disclosure. Subject to the requirements ofparagraph 10, Stamped Highly
Confidential Documents may be reviewed by Outside Counsel and Outside Consultants. Outside Counsel
and Outside Consultants may disclose Stamped Highly Confidential Documents and other Highly
Confidential Information to: (1) paralegals or other employees of such Outside COlUlsel or Outside
Consultants not described in clause 2 of this paragraph assisting Outside Counselor Outside Consultants
in this proceeding; (2) employees of such Outside Counsel or Outside Consultants involved solely in one
or more aspects of organizing, filing, coding, converting, storing, or retrieving documents or data or
designing programs for handling data connected with this proceeding, or performing other clerical or
ministerial functions with regard to documents connected with this proceeding; and (3) employees of
third-party contractors performing one or more of the functions set forth in clause 2 of this paragraph.
Reviewing Parties may discuss and share the contents of the Stamped Highly Confidential Documents
and Highly Confidential Infonnation with any other Reviewing Party and with the Commission and its
staff. A Submitting Party's Stamped Highly Confidential Documents and Highly Confidential
Information may also be disclosed to employees and Counsel of the Submitting Party, as otherwise
permitted.

8. Protection ~lStampedHighly Conjidential Documents and Highly ConfidentiallJ?lormation.
Persons described in paragraph 7 shall have the obligation to ensure that access to Stamped Highly
Confidential Documents and Highly Confidential Information is strictly limited as prescribed in this
Second Protective Order. Such persons shallfmther have the obligation to ensure that: (1) Stamped
Highly Confidential Documents and Highly Confidential Information are used only as provided in this
Second Protective Order; and (2) Stamped Highly Confidential Documents are not duplicated except as
necessary for filing at the Commission under seal as provided in paragraph 14 below.

9. Prohibited Copying. It: in the judgment of the Submitting Party, a document contains
information so sensitive (even given its Highly Confidential designation) that it should not be copied by
anyone, it shall bear the additional legend "Copying Prohibited" and no copies of such document, in any
f01TI1, shall be made. Application for relief from this restriction against copying may be made to the
Commission, with notice to Outside Counsel ofRecord for the Submitting Party.
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10. Procedures/or Obtaining Access to Highly Conjidential Documents. In all cases where access to
Stamped Highly Confidential Documents and Highly Confidential Infonnation is pcnnitted pursuant to
paragraph 7, before reviewing or having access to any Stamped Highly ConJidential Documents or
Highly Confidential Infoonation, each person seeking such access shall execute the attached
Acknowledgment of Confidentiality (Acknowledgment) and file it with the Bureau via the Commission's
Electronic Comment Filing System (ECFS) for this docket. All such persons (except as described below)
shall serve the Acknowledgement upon each Submitting Party through its Outside Counsel of Record so
that the Acknowledgment is received by each Submitting Party at least five business days prior to such
person's reviewing or having access to such Submitting Party's Stamped Highly Confidential Documents
or Highly Confidential Infonnation. Where the person seeking access is one described in either clause 2
or 3 of paragraph 7, the Acknowledgment shall be delivered promptly prior to the person obtaining
access. Each Submitting Party shall have an opportunity to object to the disclosure of Stamped Highly
Confidential Documents to any persons seeking access. Any objection must be med at the Corrunission
and served on Counsel representing, retaining or employing such person within three business days after
receiving a copy of that person's Acknowledgment (or where the person seeking access is one described
in either clause 2 or 3 of paragraph 7, such objection shall be filed and served as promptly as practicable
after receipt of the relevant Acknowledgment). Until any such objection is resolved by the Commission
and, if appropriate, any colUt of competent jurisdiction prior to any disclosure, and unless such objection
is resolved in favor of the person seeking access, persons subject to an objection from a Submitting Party
shall not have access to Stamped Highly Confidential Documents or Highly Cont1dential Infonnation.
The Submitting Party shall make available for review the Stamped Highly Confidential Documents of
such party at the offices of such party's Outside Counsel of Record or, if the Submitting Party does not
have Outside Counsel of Record, at the offices of such party's in-house counsel;provided, however, that
multiple Submitting Parties filing together shall make available for review all of their Stamped Highly
Confidential Documents at the offices ofone of the Submitting Parties' Outside Counsel ofRecord (the
Submitting Parties' Custodian Counsel).

11. lnjonnation in Electronic Format. Upon written request as provided for in paragraph 10, a
Reviewing Party may review and analyze Highly Confidential Infonnation that is maintained in an
electronic format. The Submitting Party may require such electronic information be reviewed at the
offiee of Submitting Party's Custodian Counsel. Any other party submitting Highly Confidential
lnfonnation in electronic fonnat may require such electronic infonnation be reviewed at the office of their
Outside Counsel of Record. The Submitting Party must provide the Reviewing Party's Outside Counsel
of Record and Outside Consultants adequate and secure computer capacity to load and run their software
and assist in obtaining any off-site software licenses that may be required. Submitting Party's Custodian
Counsel must afford the Reviewing Party's Outside Counsel and Outside Consultants a private and secure
workplace, including private and secure storage and adequate shredding and disposal arrangements,
where they may review and analyze the data and prepare their analysis. The Reviewing Party's Outside
Counsel and Outside Consultants may use the secure workplace 24 hours a day, seven days a week, until
their analysis is complete and ready to be submitted to the Commission, and thereafter on an as needed
basis until this proceeding, including any appeal, is fmal and no longer subject to judicial review.

12. The Submitting Party must aUow the Reviewing Party's Outside Counsel and Outside
Consultants to perfonn an integrated analysis of the Submitting Party's Highly Confidential Infonnation
at a single location in the offices of the Submitting Party's Custodian Counsel. The Reviewing Party's
Outside Counsel and Outside Consultants may print tour copies of their analysis, three that are to be
submitted to the Commission for purposes of this proceeding in accordance with paragraph 14 and one,
identical to the analysis submitted to the Commission, which they may retain and use solely in accordance
with the provisions of the First Protective Order and this Second Protective Order. The Reviewing
Party's Outside Counsel and Outside Consultants may also print any intermediate steps or work product
necessary to perfonn their analysis, including charts and graphs, etc., and they may keep any printouts of
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that intermediate work product at the private, secure workplace at the offices of the Submitting Party's
Custodian Counsel until this proceeding, including any appeal, is final and no longer subject to judicial
review~ however, they are prohibited from removing any intermediate work product from the secure
workplace. The Reviewing Party's Outside Counsel and Outside Consultants may take notes necessary to
perform thcir analysis, and they may retain such notes until this proceeding, including any appeal, is final
and no longer subject to judicial review. The Reviewing Party's Outside Counsel and Outside
Consultants may, at their discretion, retain such notes at the secure workplace or remove them. If the
Reviewing Party submits in the record any analysis that uses Highly Confidential Information, it must
comply with the terms and conditions set forth in the First Protective Order and this Second Protective
Order. After their analysis is completed, the Reviewing Party's Outside Counsel and Outside Consultants
may retain the data and analysis at a private, secure location in the offices of Submitting Party's
Custodian Counsel, where they may have access on an as needed basis until this proceeding, including
any appeal, is final and no longer subject to judicial review. The Reviewing Party must submit an
affidavit in the record of this proceeding, at the time it submits integratt:d analysis pursuant to paragraph
14, certifying that, as pertains to the review and analysis ofHighly Confidential Information that is
maintained in an electronic format pursuant to paragraphs 11 and 13, its Outside Counsel and Outside
Consultants have removed from the offices of the Submitting Party's Custodian Counsel only their notes
and four copies of the final work product that is being submitted to the Commission, that they have not
removed any intermediate work product, and that they have filed everything (other than their notes and
one copy of their analysis) that they have removed.

13. Requestsfor Additional Disclosure. If any person requests disclosure of Highly Confidential
Information outside the tenns of this Second Protective Order, such a request will be treated in
accordance with sections 0.442 and 0.461 of the Commission's rules.

14. Filings with the Commission. Persons described in paragraph 7 may, in any docwnents that they
file in this proceeding, reference Highly Confidential Information, but only if they comply with the
following procedure: Two copies of each filing that contains or references Highly Confidential
Information pursuant to this Second Protective Order (the Confidential Filing) must be delivered in
person to Gary Remondino, Wireline Competition Bureau, Federal Communications Commission, 445
12th Street, S.W., Washington, D.C. 20554. The filing should be accompanied by a cover letter
prominently stating hHIGHLY CONFIDENTIAL INFORMATION - SUBJECT TO SECOND
PROTECTIVE ORDER IN WC DOCKET NO. 07-97." Each page of the confidential or proprietary
document should be stamped "HIGHLY CONFIDENTIAL INFORMATION - SUBJECT TO SECOND
PROTECTIVE ORDER IN WC DOCKET NO. 07-97 BEFORE THE FEDERAL COMMUNICAnONS
COMMISSION." In addition, the submitting party must file with the Secretary's Office one copy of the
Confidential Filing and two copies of the Confidential Filing in redacted form (the Redacted Confidential
Filing). The two copies ofthe Redacted Confidential Filing and their accompanying cover letters should be
stamped "REDACTED - FOR PUBLIC INSPECTION." Thc cover letter accompanying the Redacted
Confidential Filing should state that the Submitting Party is filing a redacted version of the particular
Confidential Filing. Parties should not provide courtesy paper copies of filings containing Highly
Confidential Information to Commission StafTunless the Bureau so requests, in which case the Submitting
Party may print as many copies as the Bureau requests in addition to the four specified in paragraph 12.
Any such courtesy copies shall be submitted under seal. All parties should submit an electronic copy of
fUings containing Highly Confidential Information to Jeremy Miller (Jeremy.Millc1@fcc.gov) and Denise
Coca (Denise.Coca@fce.gov), but should not submit any additional unredacted electronic courtesy copies
unless they are specifically requested by Bureau or CommiSSion staff.

15. Client Consultation. Nothing in this Second Protective Order shall prevent or otherwise restrict
Outside Counsel from rendering advice to their clients relating to the conduct of this proceeding and any
subsequent judicial proceeding arising therefrom and, in the course thereof, relying generally on
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examination of Stamped Highly Confidential Documents or Highly Confidential Information; provided,
however, that in rendering such advice and otherwise communicating with such client, outside Counsel
shall not disclose Stamped Highly Confidential Documents or Highly Confidential Information.

16. No Waiver ofConfidentiality. Disclosure of Highly Confidential Infonnation as provided herein
by any person shall not be deemed a waiver by any Submitting Party of any privilege or entitlement to
confidential treatment of such Highly Confidentiallnfonnation. Reviewing parties, by viewing this
material agree: (1) not to assert any such waiver; (2) not to use Highly Confidential fuformation to seek
discloslUe in any other proceeding; and (3) that accidental disclosure of Highly Confidentia/Information
by a Submitting Party shall not be deemed a waiver of any privilege or entitlement as long as the
Submitting Party takes prompt remedial action.

17. Subpoena by Courts, Departments or Agencies. If a court, or a federal or state department or
agency issues a subpoena or orders production of Stamped Highly Confidential Documents or Highly
Confidential Infonnation that a party has obtained under terms of this Second Protective Order, such
party shall promptly notify each Submitting Party of the pendency of such subpoena or order. Consistent
with the independent authority of any court, department or agency, such notification must be
accomplished such that the Submitting Party has a full opportunity to oppose such production prior to the
production or disclosure of any Stamped Highly Confidential Document or Highly Confidentia!
Information.

18. Violations o/Second Protective Order. Should a person that has properly obtained access to
Highly Confidcntial Infonnation under this Second Protective Order violate any of its tenus, that person
shall immediately convey that fact to the Commission and to the Submitting Party. Further, should such
violation consist of improper disclosure ofIIighly Confidential Infonnation, the violating person shall
take all necessary steps to remedy the improper disclosure. The Commission retains its full authority to
fashion appropriate sanctions for violations of this Second Protective Order, including but not limited to
suspension or disbannent of Counsel from practice before the Commission, forfeitures, cease and desist
orders, and denial of further access to Highly Confidential fufonnation in this or any other Commission
proceeding. Nothing in this Second Protective Order shall limit any other rights and remedies available
to the Submitting Party at law or in equity against any person using Highly Confidential fufonnation in a
manner not authorized by this Second Protective Order.

19. Termination ofProceeding. The provisions of this Second Protective Order shall not tenninate at
the conclusion of this proceeding. Within two weeks after conclusion of this proceeding and any
administrative or judicial review, persons described by paragraph 7 shall destroy or return to the
Submitting Party Stamped Highly Confidential Documents and all copies of the samc. No material
whatsoever derived from Stamped Highly Confidential Documents may be retained by any person having
access thereto, except Outside Counsel (as describcd in paragraph 7) may retain, under the continuing
stricturcs of this Second Protective Order, one copy of the pleading containing Highly Confidential
fuformation prepared on behalf of that party. All Outside Counscl shall make certification of compliance
herewith and shall deliver the samc to Outside Counsel for the Submitting Party not more than three
weeks after conclusion of this proceeding and any administrative or judicial review. The provisions of
this paragraph regarding retention of Stampcd Highly Confidential Documents and copies of same shall
not be construed to apply to thc Commission or its staff.
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20. Accordingly, IT IS ORDERED that pursuant to sections 4(i), 4U), and 10 of the Communications
Act of 1934, as amended, 47 U.S.c. §§ 154(0, 1540), 160, and pursuant to authority delegated under
sections 0.9 I and 0.291 of the Commission's rules, 47 C.F.R. §§ 0.91,0.291,3 the Second Protective
Order IS ADOPTED, effective upon its release.

FEDERAL COMMUNICATIONS COMMISSION

Marcus Maher
Associate Chief, Wireline Competition Bureau

.1 See 47 U.S.c. § 155(c).
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APPENDIX A

Acknowledgment of Confidentiality

WC Docket No. 07-97

DA 07-2293

I hereby acknowledge that I have received and read a copy of the foregoing Second Protective
Order in the above-captioned proceeding, and I understand it. I agree that I am bound by the Second
Protective Order and that I shall not disclose or use Stamped Highly Confidential Documents or Highly
Confidential Information except as allowed by this Second Protective Order. I acknowledge that a
violation of the Second Protective Order is a violation of an order of the Federal Communications
Commission.

Without limiting the foregoing, to the extent that I have any employment, affiliation or role with
any person or entity other than a conventional private law firm (such as, but not limited to, a lobbying or
public interest organization), I acknowledge specifically that my access to any information obtained as a
result of the Second Protective Order is due solely to my capacity as Outside Counsel of Record or
Outside Consultant to a party or other person described in paragraph 7 of the foregoing Second Protective
Order and that I will not use such information in any other capacity nor will I disclose such information
except as specifically provided in the Second Protective Order.

I acknowledge that it is my obligation to ensure that: (I) Stamped Highly Confidential
Documents and Highly Confidential Information are used only as provided in the Second Protective
Order; and (2) Stamped Highly Confidential Documents are not duplicated except as specifically
permitted by the teons ofparagraphs 8, II, 12, and 14 of the Second Protective Order, and I certify that I
have verified that there are in place procedures at my firm or office to prevent unauthorized disclosure of
Stamped Highly Confidential Documents or Highly Confidential Information.

Capitalized terms used herein and not otherwise defined shall have the meanings ascribed to them
in the Second Protective Order.

Executed at-be IV V-e R

/
'lNamc]

. [Position]
[Address]
[Telephone]
[Email]
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·Federal Communications Commission

Before the
Federal Communications Commission

Washington, D.C. 20554

DA 07-2293

In the Matter of

Petitions of Qwest Corporation for Forbearance
Pursuant to 47 U.S.C. § l60(c) in the Denver,
Minneapolis-St. Paul, Phoenix, and Seattle
Metropolitan Statistical Areas

)
)
)
)
)
)

we Docket No. 07-97

Adopted: May 31, 2007

SECOND PROTECTIVE ORDER

Released: June 1, 2007

By the Chief, Wireline Competition Bureau:

1. Today, the Wireline Competition Bureau (Bureau) issued a Protective Order (First Protective
Order) regmding confidential or proprietary documents that may be submitted by Qwest Corporation
(Qwest) or other parties to this proceeding (individually, Submitting Party and collectively, Submitting
Parties). J We hereby adopt a Second Protective Order to ensure adequate protection for certain highly
confidential and competitively sensitive mformation that may be submitted by the Submitting Parties.

2. Accordingly, we will permit Submitting Parties submitting such documents and infonnation and
those ofa similarly competitively sensitive nature to designate those materials as Highly Confidential
and, as provided below, we will limit access to such materials to outside counsel of record, their
employees, and outside consultants and experts whom they retain to assist them in this proceeding.2 We
conclude that a Second Protective Order will give appropriate access to the public while protecting the
Submitting Parties' competitively sensitive information. This Second Protective Order covers only those
portions of documents or data that fali into one of the categories specified below. The remainder of the
document (or a redacted version of the document) is not entitled to the additional protection provided by
the Second Protective Order.

3. Any party seeking access to confidential documents subject to the Second Protective Order shall
request access pursuant to the terms of the Second Protective Order and must sign the Acknowledgement
of Confidentiality, attached as Appendix A (Acknowledgement).

J Petitions o/0t'est Corporation/or Forhearance Pursuant to 47 [/.s.c. § 160(c} in the Denver. Minneapolis-St.
Paul, Phoenix. and Seattle Metropolitan Statistical Arew', we Docket No. 07-97, first Protective Order, DA 07­
2292 (WeB, rel. June 1,2007) (First Protective Order).

! On other occasions, the Bureau has granted similar protection to materials which, if released to competitors, would
allow those competitors to gain a significant advantage in the marketplace. See, e,g., Petition o[the Verizon Local
and Long Distance Telephone Companies/or Forbearance Under 47 Us.c. § 160(cj with Regard to Certain
Dominant Carrier RegulatiofL~/or In-Region, lnterexchange Services, WC Docket No. 06-56, Second Protective
Order, DA 07~1625 (WCB reI. Apr. 5, 2007) (adopting a second protective order): Petition o[0vest
Communications international lnc./or Forbearance/rom E'?!orcement q/the Commission's Dominant Carrier
Rules as They Apply after Section 272 Sunsets, WC Docket No. 05-333, Second Protective Order, 22 FCe Rcd 115
(WCB reI. Jan. 5,2007) (same); SEC Communications, Inc. and AT&T Corp. Applications/or Approval o/Tramjer
q[Control, we Docket No. 05~65, Order, 20 fCC Red 8876 (WeB reI. May 9,2005) (same).
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4. Definitions. As lIscd herein, capitalized tcrms, not otherwise defined herein, shall have the
tollowmg meanings:

"Stamped Highly Confidential Document" means any document, or any part thereof, that bears
the legend (or which otherwise shall have had the legend recorded upon it in a way that brings it to the
attention of a reasonable examiner) "HIGHLY CONFIDENTIAL INFORJ\,1ATION - SUBJECT TO
SECOND PROTECTIVE ORDER IN WC DOCKET NO. 07-97 BEFORE THE FEDERAL
COMMUNICATIONS COMMISSION," unless the Commission determines, sua ~ponte or by request
pursuant to sections 0.459 or 0.461 of its rules, that any such document is not entitled to such confidential
treatment. The term "document" means any written, recorded, electronically stored, or graphic material,
whether produced or created by the Submitting Party or another person. By designating a document a
"Stamped Highly Confidential Document," a Submitting Party signifies that it contains information that
the Submitting Party believes should be subject to protection under the Freedom of Information Act
(FOIA), the Commission's implementing rules and this Second Protective Order.

"Highly Confidential Information" means information contained in Stamped Highly Confidential
Documents or derived therefrom that is not otherwise available from publicly available sources.
Specifically, Highly Confidential Infonnation covered by the Second Protective Order reters to those
portions of documents or data - or entire documents, if eligible in their entirety - that disclose the
following: revenues or numbers of customers disaggregated by customer type and a market area smaller
than the nation (such as a Metropolitan Statistical ArC,l (MSA) or wire center service area) including
carrier-specific E911line count listings; details of the Submitting Party's future plans to compete for a
customer or specific groups or typcs of customers (e.g., business or wholesale customers) specifically
including the Submitting Party's future pricing strategies, product strategies, or marketing strategies;
detailed or granular cngineering capacity infonnation; information regarding the specific locations where
an intennodal competitor is able to use its own network, including its own loop facilities, through which it
is willing and able, within a commercially reasonable time, to offer substitute services for the incumbent
local exchange carrier's (LEC) local service offerings; the identity or characteristics of specific customers
or those with whom a company is negotiating; and those portions of documents that have some of the
characteristics of more than one category of competitive sensitivity listed above. To the extent that a
Submitting Party believes that future submissions fall into one of these categories, the Submitting Party
must file a letter explaining which category the information falls within, and the Submitting Party may
file under this Second Protective Order only those documents specifically authorized by the Bureau.

"Outside Counsel ofRecord" or "Outside Counsel" means the finn(s) of attorneys, or sole
practitioner(s), as the case may be, representing a party in these proceedings, provided that such persons
are not involved in competitive decision-making, i.e., Outside Counsel's activities, association, and
relationship with a client do not involve advice about or participation in the business decisions of the
dient or of any competitor of a Submitting Party nor the analysis underlying the business decisions.
Outside Counsel of Record includes any attorney representing a non-commercial party in these
proceedings, provided that such a person is not involved in the competitive decision-making activities of
any competitor of a Submitting Party.

"Outside Consultants" means consultants or experts retained for the purpose of assisting Counsel
or a party in this proceeding, provided that the Outside Consultants are not involved in competitive
decision-making, Le., Outside Consultants' activities, association, and relationship with a client do not
invoh·e advice about or participation in the business decisions of the client or any competitor of a
Submitting Party nor the analysis underlying the business decisions. Outside Consultants include any
expert employed by a non~commercial party in these proceedings, provided that such a person is not
involved in the competitive decision-making activities of any competitor of a Submitting Party.

2



Federal Communications Commission DA 07-2293

"Reviewing Party" means a person who has obtained access to Highly Confidential Information
(including Stamped Highly Confidential Documents) pursuant to paragraphs 7 and 10 of this Second
Protective Order.

5. Use ofHighly Confidential Information. Persons obtaining access to Highly Confidential
Infonnation (including Stamped Highly Confidential Documents) under this Second Protective Order
shall use the information solely for the preparation and conduct of this forbearance proceeding before the
Commission as delimited in this and subsequent paragraphs, and any judicial proceeding arising directly
from this proceeding and, except as provided herein, shall not use such documents or infonnation for any
other purpose, including, without limitation, business, governmental, or commercial purposes, or in other
administrative, regulatory or judicial proceedings. Should the Commission rely upon or otherwise make
reference to the contents of any of the Stamped Highly Confidential Documents or Highly Confidential
Information in its decision in this proceeding, it will do so by redacting any Highly Confidential
Infonnation from the public version ofthe decision and by making the unrcdacted version of the decision
available only to a court and to thosc persons entitled to access to Highly Confidential Information under
this Second Protective Order.

6. Nun-Disclosure ofStamped Highly Conjidentiallnfonnation. Except with thc prior written
consent of the Submitting Party, or as hereinafter provided under this Second Protective Order, ncither a
Stamped Highly Confidential Document nor any Highly Confidential Information may be disclosed by a
Reviewing Party to any person other than the Commission and its staff.

7. Permissible Disclosure. Subject to the requirements ofparagraph 10, Stamped Highly
Confidential Doclllllents may be reviewed by Outside Counsel and Outside Consultants. Outside Counsel
and Outside Consultants may dIsclose Stamped Highly Confidential Documents and other Highly
Confidential Information to: (I) paralegals or other employees of such Outside Counsel or Outside
Consultants not described in clause 2 of this paragraph assisting Outside Counselor Outside Consultants
in this proceeding; (2) employees of such Outside Counsel or Outside Consultants involved solely in one
or more aspects of organizing, filing, coding, converting, storing, or retrieving documents or data or
designing programs for handling data connected with this proceeding, or performing other clerical or
ministerial functions with regard to documents connected with this proceeding; and (3) employees of
third-party contractors performmg one or more of the functions set forth in clause 2 of this paragraph.
Reviewing Parties may discuss and share the contents of the Stamped Highly Confidential Documents
and Highly Confidential Infonnation with any other Reviewing Party and with the Commission and its
staff. A Submitting Party's Stamped Highly Confidential Documents and Highly Confidential
Information may also be disclosed to employees and Counsel of the Submitting Party, as otherwise
permitted.

8. Protection afStamped Highly Confidential Documents and Highly Confidential Information.
Persons described in paragraph 7 shall have the obligation to ensure that access to Stamped HigWy
Confidential Documents and Highly Confidential Information is strictly limited as prescribed in this
Second Protective Order. Such persOns shall further have the obligation to ensure that: (1) Stamped
Highly Confidential Documents and Highly Confidential Information are used only as provided in this
Second Protective Order; and (2) Stamped Highly Confidential Documents are not duplicated except as
necessary for tiling at the Commission under seal as provided in pamgraph 14 below.

9. Prohibited Copying. If, in the judgment of the Submitting Party, a document contains
information so sensitive (even given its Highly Confidential designation) that it should not be copied by
anyone, it shall bear the additionallcgend "Copying Prohibited" and no copies of such document, in any
fonn, shall be made. Application for relief from this restriction against copying may be made to the
Commission, with notice to Outside Counse! of Record for the Submitting Party.
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10. Procedures/or Obtaining Access to High~v Confidential Documents. In all cases where access to
Stamped Highly Confidential Documents and Highly Confidential Infonnation is permitted pursuant to
paragraph 7, before reviewing or having access to any Stamped Highly Confidential Documents or
Highly Confidential Information, each person seeking such access shall execute the attached
Acknowledgment of Confidentiality (Acknowledb'1I1Cnt) and file it with the Bureau via the Commission's
Electronic Comment Filing System (ECFS) for this docket. All such persons (except as described below)
shall serve the Acknowledgement upon each Submitting Party through its Outside Counsel ofRecord so
that the Acknowledgment is received by each Submitting Party at least five business days prior to such
person's reviewing or having access to such Submitting Party's Stamped Highly Confidential Docwnents
or Highly Confidential Information. Where the person seeking access is one described in either clause 2
or 3 ofparagraph 7, the Acknowledgment shall be delivered promptly prior to the person obtaining
access. Each Submitting Party shall have an opportunity to object to the disclosure of Stampcd Highly
Confidential Documents to any persons seeking access. Any objection must be filed at the Commission
and served on Counsel representing, retaining or employing such person within three business days after
receiving a copy of that person's Acknowledgment (or where the person seeking access is one described
in either clause 2 or 3 of paragraph 7, such objection shall be filed and served as promptly as practicable
after receipt of the relevant Acknowledgment). Until any such objection is resolved by the Commission
and, if appropriate, any coilli of competent jurisdiction prior to any disclosure, and unless such objection
is resolved in favor of the person seeking access, persons subject to an objection from a Submitting Party
shall not have access to Stamped Highly Confidential Documents or Highly Confidential Information.
The Submitting Party shall make available for review the Stamped Highly Confidential Documents of
such party at the offices of such party's Outside Counsel of Record or, if the Submitting Party does not
have Outside Counsel of Record, at the offices of such party's in-house counsc1;provided, however, that
multiple Submitting Parties filing together shall make available for review all of their Stamped Highly
Confidential Documents at the offices of one of the Submitting Parties' Outside Counsel ofReeord (the
Submitting Parties' Custodian Counsel).

It. Injbrmation in Electronic Format. Upon written request as provided for in paragraph 10, a
Reviewing Party may review and analyze Highly Confidential Information that is maintained in an
electronic format. The Submitting Party may require such electronic infonnation be reviewed at the
office of Submitting Pany's Custodian Couoscl. Any other party submitting Highly Confidential
Information in electronic fonnat may require such electronic information be reviewed at the office of their
Outside Counsel of Record. The Submitting Party must provide the Reviewing Party's Outside Counsel
of Record and Outside Consultants adequate and secure computer capacity to load and run their software
and assist in obtaining any off-site software licenses that may be required. Submitting Party's Custodian
Counsel must afford the Reviewing Party's Outside Counsel and Outside Consultants a private and secure
workplace, including private and secure storage and adequate shredding and disposal arrangements,
where they may review and analyze the data and prepare their analysis. The Reviewing Party's Outside
Counsel and Outside Consultants may use the secure workplace 24 hours a day, seven days a week, until
their analysis is complete and ready to be submitted to the Commission, and thereafter on an as needed
basis until this proceeding, including any appeal, is fmal and no longer subject to judicial review.

12. The Submitting Party must allow the Reviewing Party's Outside Counsel and Outside
Consultants to perform an integrated analysis of the Submitting Party's Highly Confidential Information
at a single location in the offices of the Submitting Party's Custodian Counsel. The Reviewing Party's
Outside Counsel and Outside Consultants may print four copies of their analysis, three that are to be
submitted to the Commission for purposes of this proceeding in accordance with paragraph 14 and one,
identical to the analysis submitted to the Commission, which they may retain and use solely in accordance
with the provisions of the First Protective Order and this Second Protective Order. The Reviewing
Party's Outside Counsel and Outside Consultants may also print any intermediate steps or work product
necessary to perform their analysis, including charts and graphs, etc., and they may keep any printouts of
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that intcnnediate work product at the private, secure workplace at the offices ofthe Submitting Party's
Custodian Counsel until this proceeding, including any appeal, is final and no longer subject to judicial
review; however, they are prohibited from removing any intermediate work product from the secure
workplace. The Reviewing Party's Outside Counsel and Outside Consultants may take notes necessmy to
perform their analysis, and they may retain such notes until this proceeding, including any appeal, is final
and no longer subject to judicial review. The Reviewing Party's Outside Counsel and Outside
Consultants may, at their discretion, retain such notes at the secure workplace or remove them. If the
Reviewing Party submits in the record any analysis that uses Highly Confidential Infonnation, it must
comply with the terms and conditions set forth in the First Protective Order and this Second Protective
Order. After their analysis is completed, the Reviewing Party's Outside Counsel and Outside Consultants
may retain the data and analysis at a private, secure location in the offices of Submitting Party's
Custodian Counsel, where they may have access on an as needed basis until this proceeding, including
any appeal, is final and no longer subject to judicial review. The Reviewing Party must submit an
affidavit in the record of this proceeding, at the time it submits integrated analysis pmsuant to paragraph
14, certifying that, as pertains to the review and analysis of Highly Confidential Information that is
maintained in an electronic format pmsuant to paragraphs 11 and 13, its Outside Counsel and Outside
Consultants have removed from the offices of the Submitting Party's Custodian Counsel only their notes
and four copies of the final work product that is being submitted to the Commission, that they have not
removed any intermediate work product, and that they have filed everything (other than their notes and
one copy of their analysis) that they have removed.

13. Requestsjor Additional Disclosure. If any person requests disclosure of Highly Confidential
Information outside the terms of this Second Protective Order, such a request will be treated in
accordance with sections 0.442 and 0.461 of the Commission's rules.

14. Pilings with the Commission. Persons described in paragraph 7 may, in any documents that they
tile in this proceeding, reference Highly Confidential Information, but only if they comply with the
following procedure: Two copies of each filing that contains or references Highly Confidential
Infonnation pursuant to this Second Protective Order (the Confidential Filing) must be delivered in
person to Gary Remondino, Wireline Competition Bureau, Federal Communications Commission, 445
12th Street, S.W., Washington, D.C. 20554. The filing should be accompanied by a cover letter
prominently stating "HIGHLY CONFIDENTIAL INFORMATION - SUBJECT TO SECOND
PROTECTfVE ORDER IN WC DOCKET NO. 07-97." Each page of the confidential or proprietary
document should be stamped "HIGHLY CONFIDENTIAL INFORMATION - SUBJECT TO SECOND
PROTECTIVE ORDER IN WC DOCKET NO. 07-97 BEFORE THE FEDERAL COMMUNICATIONS
COMMISSION." In addition, the submitting party must file with the Secretary's Office one copy ofthc
Confidential Filing and two copies of the Confidential Filing in redacted form (the Redacted Confidential
Filing). The two coples of the Redacted Confidential Filing and their accompanying cover letters should be
stamped "REDACTED - FOR PUBLIC lNSPECTION." The cover letter accompanying the Redacted
Confidential Filing should state that the Submitting Party is filing a redacted version of the particular
Confidential Filing. Parties should not provide courtesy paper copies of filings containing HigWy
Confidential Information to Commission Staff unless the Bureau so requests, in which case the Submitting
Party may print as many copies as the Bureau requests in addition to the four specified in paragraph 12.
Any such courtesy copies shall be submitted under seal. All parties should submit an electronic copy of
filings containing Highly Confidential Information to Jeremy Miller (Jeremy.Miller@fcc.gov) and Denise
Coca (Denise.Coca@fcc.gov), but should not submit any additional unredacted electronic courtesy copies
unless they are specifically requested by Bureau or Commission staff.

15. Client Consultation. Nothing in this Second Protective Order shall prevent or otherwise restrict
Outside Counsel from rendering advice to their clients relating to the conduct of this proceeding and any
subsequent judicial proceeding arising therefrom and, in the course thereof~ relying generally on
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examination of Stamped Highly Confidential Documents or Highly Confidential Information; provided,
however, that in rendering such advice and otherwise communicating with such client, outside Counsel
shall not disclose Stamped Highly Confidential Documents or Highly Confidential Infonnation.

16. No Waiver afConfidentiality. Disclosure ofHighly Confidential Infonnation as provided herein
by any person shall not be deemed a waiver by any Submitting Party of any privilege or entitlement to
confidential treatment of such Highly Confidential fuformation. Reviewing parties, by ·viewing this
material agree: (1) not to assert any such waiver; (2) not to use Highly Confidentiallnfonnation to seek
disclosure in any other proceeding; and (3) that accidental disclosure ofHighly Confidential InfUlUlation
by a Submitting Party shall not be deemed a waiver of any privilege or entitlement as long as the
Submitting Party takes prompt remedial action.

17. Subpoena by Courts, Departments or Agencies. If a cowt, or a federal or state department or
agency issues a subpoena or orders production of Stamped Highly Confidential Documents or Highly
Confidential Infonnation that a party has obtained under temlS of this Second Protective Order, such
party shall promptly notifY each Submitting Party of the pendency of such subpoena or order. Consistent
with the independent authority of any court, department or agency, such notification must be
accomplished such that the Submitting Party has a full opportunity to oppose such production prior to the
production or disclosure of any Stamped Highly Confidential Document or Highly Confidential
Information.

18. Violations ofSecond Protective Order. Should a person that has properly obtained access to
lIigh!y Confidential Information under this Second Protective Order violate any of its terms, that person
shall immediatcly convey that fact to the Commission and to the Submitting Party. Further, should such
violation consist of improper disclosure of Highly Confidential Infonnation, the violating person shall
take all necessary steps to remedy the improper disclosure. The Commission retains its full authority to
fashion appropriate sanctions for violations of this Second Protective Order, including but not limited to
suspension or disbannent ofCounse1 from practice before the Commission. forfeitures, cease and desist
orders, and denial of further access to Highly Confidential Information in this or any other Commission
proceeding. Nothing in this Second Protective Order shall limit any other rights and remedies available
to thc Submitting Party at law or in equity against any person using Highly Confidential Information in a
manner not authorized by this Second Protective Order.

19. Termination ofProceeding. The provisions of this Second Protective Order shall not tenninate at
the conclusion of this proceeding. Within two weeks after conclusion of this proceeding and any
administrative or judicial review, persons described by paragraph 7 shall destroy or return to the
Submitting Party Stamped Highly Confidential Documents and all copies of the same. No material
whatsoever derived from Stamped Highly Confidential Documents may be retained by any person having
access thereto, except Outside Counsel (as described in paragraph 7) may retain. under the continuing
strictures of this Second Protective Order, onc copy of the pleading containing Highly Confidential
Information prepared on behalf of that party. All Outside Counsel shall make certification of compliance
herewith and shall deliver the same to Outside Counsel for the Submitting Party not more than three
weeks after conclusion of this proceeding and any administrative or judicial review. The provisions of
this paragraph regarding retention of Stamped Highly Confidential Documents and copies of same shall
not be construed to apply to the Commission or its staff.
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20. Accordingly, IT IS ORDERED that pursuant to sections 4(i), 4(j), and 10 of the Communications
Act of 1934, as amended, 47lJ.S.C. §§ 154(i), 1540), 160, and pursuant to authority delegated under
sections 0.91 and 0.291 of the Commission's rules, 47 C.F.R. §§ 0.91, 0.291/ the Second Protective
Order IS ADOPTED, effective upon its release.

FEDERAL COMMUNICATIONS COMMISSION

Marcus Maher
Associate Chief, Wireline Competition Bureau

JSee 47U.S.C.§ 155(c).
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APPENDIX A

Acknowledgment of Confidentiality

we Docket No. 07-97

DA 07-2293

I hereby acknowledge that I have received and read a copy of the foregoing Second Protective
Order in the above-captioned proceeding, and I understand it. I agree that I am bound by the Second
Protective Order and that I shall not disclose or use Stamped Highly Confidential Documents or Highly
Confidential Infonnation except as allowed by this Second Protective Order. I acknowledge that a
violation of the Second Protective Order is a violation of an order of the Federal Communications
Commission.

Without limiting the foregoing, to the extent that I have any employment, affiliation or role with
any person or entity other than a conventional private law firm (such as, but not limited to, a lobbying or
public interest organization), I acknowledge specifically that my access to any infonnation obtained as a
result of the Second Protective Order is due solely to my capacity as Outside Counsel ofRecord or
Outside Consultant to a party or other person described in paragraph 7 of the foregoing Second Protective
Order and that 1 will not use such infonnation in any other capacity nor will I disclose such information
except as specifically provided in the Second Protective Order.

I acknowledge that it is my obligation to ensure that: (l) Stamped Highly Confidential
Documents and Highly Confidential Infonnation are used only as provided in the Second Protective
Order; and (2) Stamped Highly Confidential Documents are not duplicated except as specifically
pennitted by the tenns ofparagraphs 8, 11, 12, and 14 of the Second Protective Order, and I certifY that I
have verified that there arc in place procedures at my finn or office to prevent unauthorized disclosure of
Stamped Highly Confidential Documents or Highly Confidential Information.

Capitalized tenus used herein and not othenvise defined shall have the meanings ascribed to them
in the Second Protective Order.

Executed at ,;:Je ·kL1..-~_'l, Cc
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Federal Communications Commission

Before the
Federal Communiclltions Commission

Washington, D.C. 20554

0;\ 07-2292

hl the Matter of

Petitions ofQwest Corporation for Forbearance
Pursuant to 47 U.S.c. § l60(c) in the Denver,
Minneapolis-St. Paul, Phoenix, and Seattle
Metropolitan Statistical Arcas

)
)
)

)
)
)

we Docket No. 07-97

Adopted: May 31, 2007

FIRST PROTECTIVE ORDER

Released: June 1, 2007

By the Chiet~ Wirclinc Competition Bureau:

1. Documents submitted to the Commission in the course of forbearance proceedings may represent or
contain confidential or proprietary information. This First Protective Order is intended to facilitate and
expedite the review of confidential information submitted by parties to this proceeding, including pnvileged
and confidential infonnation, such as trade secrets or financial information. To ensure that documents and
materials in the above-refercnced proceeding considcred by Submitting Parties to be confidential and
proprietary are atTorded protection, the Wjrcline Competition Bureau hereby enters this First Protective
Order. l

2. Non-Disclosl.ll"t;<. Except with the prior written consent of the person originally dcsignating a
document to be stamped as a confidential document, or as hereinafter provided undcr this ordcr, no stamped
confidential document may be disclosed to any person. A "stamped confidential document" means any
document which bears the legend (or which otherwise has had the legend recorded upon it in a way that
hrings it to the attention ofa reasonable examiner) "CONFIDENTIAL - SUBJECT TO FIRST
PROTECTIVE ORDER IN WC DOCKET NO. 07-97 BEFORE THE FEDERAL COMMUNICAnONS
COMMISSION" to signify that it contains information believed to be subject to protection under the
Commission's rules. For purposes of tills order, the term "document" means all written, recorded, or
graphic material, whether produced or created by a party or another person, whether produced pursuant to
the Commission's rules, pursuant to subpoena, by agreement, or othenvise. Documents that quote,
summarize, or contain materials entitled to protection may be accorded status as a stamped confidential
document, but, to the extent feasible, shall be prepared in such a manner that the confidential infonnation is
bound separately from that not entitled to protection.

3. r.~nnissi'p1c Disclosure. Notwithstanding paragraph 2, stamped confidential documents may be
disclosed subject to the provisions of subparagraphs (a) and (b), to the following persons ifdisclosure is
reasonably necessary for such persons to render professional services III this proceeding: counsel of record
for parties that may file in this proceeding, including in-house counsel who are actively engaged in the
conduct of this proceeding; partners, associates, secretaries, paralegal assistants, and employees of such
counsel: outside consultants or experts retained to render professional services in this proceeding, provided

I We also adopt today a Second Protective Order to govt:rn the submission and disclosure of highly confidential
information in this proceeding. Petitions ofQwes! Corporation/or Forhearance PlIrsuani to 47 u.s.c. § 160(c) in
the Denver, lvlinneapolis·St. Paul. Phoeni..T, and Seattle Afetropo!itan Statistical Areas, we Docket No. 07-97,
Second Protective Order, DA 07~2293 (WeB, reI. June 1,2007) (Second Protective Order).
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that they are under the supervision of the counsel of record; and in-house economists and regulatory
analysts, provided that they are under the supervision of the counsel of record. Such documents may also be
disclosed to relevant employees ofre.f:,'lliatory agencIes, Commission employees involved in this proceeding,
and to any person designated by the Commission III the interest ofjustice, upon such tenus as the
Commissulll lIlay deem proper.

(a) Notwithstanding any other provision of this order, before any disclosure shall occur, any
individual (other than a Commission employee) to whom conlidential information is disclosed must certify
in writing that he/she has read and W1derstands this First Protective Order, agrees to abide by its terms, and
understands that unauthorized disclosures of the st;:unped confidential documents arc prohibited. A copy of
each such celiifieation shall be provided to the party that designated the information confidential. (See
Attachment A for a model certification.)

(b) Before disclosing a stamped confidential doeumt:nt to any person who is described in paragraph
3 (other thelIl an attorney) imd who is employed by a competitor or potential competitor of the party that so
designated the document, the party seeking such disclosure shall give at least five days' advance notice in
writing to the counsel who designated such infonnation as confidential, stating the names and addresses of
the person(s) to whom the disclosure will be made, identifying with particularity the documents to be
disclosed, and stating the purposes of such disclosure. Such notice shall also be filed in the Commission's
Electronic Comment Filing System (ECFS) for this docket. No such disclosure shall be made within the
five-day period. It~ within the tive-day period, a motion is filed objecting to the proposed disclosure,
disclosure is not permissible until the Commission has denied such motion and disclosure is pennitted undcr
47 C.F.R. § 0.459. Any such motion shall be hand-served on the party seeking such disclosure.

4. 8-ceess to Confidential Illfonrtatjon. Any party producing confidential information pursuant to this
order shall designate a Washington, D.C., location and such other locations as may be convenient at which
all paliies sha1l be permitted access to and review of requested confidential information pursuant to the
other tenus of this order, or pursuant to alternative arrangements af:,'reed upon by the parties. Any such
acccss or review may be limited to regular business hours after reasonable notice by the requesting party.

5. ConfideQtia! InfoffilatLon Filed in the Record. Stamped confidential documents and other
confidential information may be offered in the record of this proceeding, pro\ided that such confidential
information is furnished under seal. The party submitting confidential documents shall ensure that each
page bears the legend "CONFIDENTIAL - SUBJECT TO FIRST PROTECTIVE ORDER IN WC
DOCKET NO. 07-97 BEFORE THE FEDERAL COMMUNICATIONS COMMISSION."

6. COffirIlissiol} Trc{ltment ofConfidentiallnfolmation. If confidential documents are submitted to the
Commission in accordance with paragraph 5, the materials shall remain sealed while in the Secretary's
office or such other place as the Commission may designate so long as they retain their status as stamped
confidential documents. The Commission may, sua sponte or by petition, determine that all or part of the
infonnation claimed by the producing party to be confidential is not entitled to such treatment. See
generally 47 C.P.R. § 0.459.

7. Usc. Persons obtaining access to stamped confidential documents under this order shall use the
infonnation only in the conduct of this proceeding and any judicial proceeding arising therefrom, and shall
not use such information for any other purpose, including business, governmental, commercial, or other
administrative or judicial proceedings. Persons obtaining access to confidential information under the terms
of this order may disclose, describe, or discuss the confidential information in any pleading filed in tms
proceeding, provided that such pleading IS stamped confidential and filed under seal, and provided that a
separate public version is filed irom \vmch all confidential infonnation is redacted. Persons filing pleadings

2
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under seal based on confidential infomwtion provided by others shall serve such pleadings by hand or
overnight delivery on the party originally requesting confidential treatment of the underlying information.

S. Subpoena bv Courts or Other Agencies. If a court or another administrative ngency subpoenas or
orders production of stamped confidential documents which a party has obtmned under lemlS of this order,
such party shall promptly notify the party and any other person who designated the document as confidential
of the pendency ofsuch subpoena or order.

9. !=lient Consgltation. Nothing in this order shall prevent or othenVlse restrict counsel from
rendering advice to their clients regarding the forbearance proceeding in which a confidential document is
submitted and, in the course thereof~ relying generally on examination of stamped confidential documents
submitted in that proceeding; provided, however, that in n...'"Ildcring such advice and otherwise
commullicating with such client, counsel shall not make specific disclosure of any item so designated except
pursuant to the procedures ofparagraph 3 above.

10. Prohibjtcd C..9.Qving. If a document contains infonnation so sensitive that it should not be copied by
anyone, it shall bear the additional legend "Copying Prohibited." Applic<ltion for relief from this restriction
against copying may be made to the Commission, with notice to counsel so desibrnating the document.

11. "t'Jon-I~:rmina.tiQ!l. The provisions of this order shall not tenninate at the conclusion of this
proceeding.

12. ~10qjt}cati0!) Permit!<;:Q. Nothing in this order shall prevent any party or other person from
seeking modification of this order.

13. Re.~nsibilitv of Attorneys. The attorneys of record arc responsible for employing reasonable
measures to control, consistent with this order, duplication of, access to, and distribution of copies of
stamped confidentinl documents. Parties shall not duplicate any stamped confidential document except
working copIes and for purposes of fillllg at the Commission under seal.

14. Retl-!!..!1_ofC.Q!),f]dent(gl.D~-'_;1!m~J:!1§.. Within nvo weeks after final resolution of this proceeding
(which includes administrative or Judicial review), parties that have received stamped confidential
documents shall either return all copies of such documents in their possession to the party thnt submitted the
documents, or destroy all such confidential documents.

15. I~_enalti~. In addition to any other penalties or remedies authorized under the Communications Act,
the Commission's ndes, the common law or other source of law, any failure to abide by the terms of this
order may result in dismissal of a p<lrty's pleadings, or censure, suspension, or disbarment of the attomcys
involved, see 47 C.F.R. § J.24, or possible referral to the relevant local bar.

]
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16. Accordingly, IT IS ORDERED that pursuant to sections 4{i), 4(j), and 10 of the Communications
Act of 1934, as amended, 47 U.S.c. §§ 154(i), 154(j}, 160, and pursucmt to authority delegated under
sections 0.91 and 0.291 of the Commission's rules, 47 C.F.R. §§ 0.91, 0.291,2 the First Protective Order
IS ADOPTED, effective upon its release.

FEDERAL COMMUNICATIONS COMMISSION

Marcus Maher
Associate Chief, Wire1ine Competition Bureau

2 See 47 U.S.C. § 155(;).
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ATTACHl\'1ENT A

WC DOCKET NO. 07·97

I have received a copy of the First Protective Order in we Docket No. 07-97. I have read the order and
agree to comply with and be bound by the ternlS and conditions of the First Protective Order. The signatory
understands, in particular, that unauthorized disclosure. or the use of the infbmlation for competitive
commercial or business purposes, will constitute a violation of the First Protective Order.

.'r.l 0"•
. I .,< .f"

/. ~ I .'"

SIGNATURE ljf;fi~~-\'-"""""

NAME PRINTED: <!iJ" 11/ ,
,/," ! ,,''::-f? '>-"".!. '",'

TITLE,

.,0,

/ "'1"'(' ,
l.j~"": 1''';,

(

/

(;> "... -," ,---,
C c:,· (:,1\'\.

J ,,~.

: ....'ADDRESS,

REPRESENTING: (_ (:;

'I" L'I", \', .~\ ;-r'!' (.L/-r! 'I -'"

EMPLOYER
I'

e>-\"

DATE,
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Federal Communications Commission

Before the
Federal Communications Commission

Washington, D.C. 20554

IlA 07-2293

In the Matter of

Petitions of Qwest Corporation for Forbearance
Pursuant to 47 U.s.c. § 160(c) in the Denver,
Minneapolis~St. Paul, Phoenix, and Seattle
Metropolitan Statistical Areas

)
)
)
)

)
)

\VC Docket No. 07-97

Adopted: May 31, 2007

SECOND PROTECnVE ORDER

Released: June 1, 2007

By the Chief, Wireline Competition Bureau:

1. Today, the Wircline Competition Bureau (Bureau) issued a Protective Order (First Protective
Order) regarding confidential or proprietary documents that may be submitted by Qwest Corporation
(Qwest) or other parties to this proceeding (individually, Submitting Party and collectively, Submitting
Parties).1 We hereby adopt a Second Protective Order to ensure adequate protection for certain highly
confidential and competitively sensitive infOilllation that may be submitted by the Submitting Parties.

2. Accordingly, we will permit Submitting Parties submitting such documents and information and
those ofa similarly competitively sensitive nature to designate those materials as Highly Confidential
and, as provided below, we \villlimit access to such materials to outside counsel of record, their
employees, and outside consultants and experts whom they retain to assist them in this proceeding.2 We
conclude that a Second Protective Order will gl\re appropriate access to the public while protecting the
Submitting Parties' competitively sensitive information. This Second Protective Order covers only those
portions of documents or data that fall into one of the categories specified below. The remainder of the
document (or a redacted version of the document) is not entitled to the additional protection provided by
the Second Protective Order.

3. Any party seeking access to confidential documents subject to the Second Protective Order shall
request access pursuant to the terms of the Second Protective Order and must sign the Acknowledgement
of Confidentiality, attached as Appendix A (Acknowledgement).

1Petitions ofQwest Corporation for ForhearantX Pursuant to 47 u.s.e § 160(c) in the Dem'er. Alinneapolis-St.
Paul, Phoenix, and Seattle Metropolitan Statistical Areas, we Docket No. 07-97, First Protective Order, DA 07­
2292 (\VC8, rel. June 1,2007) (First Protective Order)_

2 On other occasions, the Bureau has granted similar protection to materials which, if released to competitors, would
allow those competitors to gain a significant advantage in the marketplace. See, e.g, Petition ofthe Verizon Lo,,·al
and Long Distance Telephone Companies for Forbearance LInder 47 U.S.C § 160(c) with Regard to Certain
Dominant Carrier Regulations/or In-Region, Interexchange Services, we Docket No. 06~56, Second Protective
Order, DA 07-1625 (WeB reI. Apr. 5, 2007) (adopting a second protective order); Petition o/LM'est
Communications lnternationallnc./or Forhearancefrom Enjarcement o/the Commission's Dominant Carrier
Rules as flley Apply after Section 272 Sunsets, we Docket No. 05-333, Second Protective Order, 22 FCC Rcd 115
(WCB reI. Jan. 5,2007) (same); SEC Communications, InC, and AT&T Corp. AppLications/or Approval o/Trans/Cr
o/Control, we Docket No. 05-65, Order, 20 Fce Rcd RR76 (WCB rd. May 9, 2005) (same).
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4. Dc/initions, As used herein, capitalized terms, not otherwise defined herein, shall have the
followmg meanings:

"Stamped Highly Confidential Document" means any document, or any part thereof, that bears
the legend (or which otherwise shall have had the legend recorded upon it in a way that brings it to the
attention of a reasonable examiner) "IlIGHLY CONFIDENTIAL INFORMATION - SUBJECT TO
SECOND PROTECTIVE ORDER IN WC DOCKET NO. 07-97 BEFORE THE FEDERAL
COMMUNlCATlONS COMMISSION," unless the Commission detennines, sua sponte or by request
pursuant to sections 0.459 or 0.461 of its rules, that any such document is not entitled to such confidential
treatment. The term "document" means any written, recorded, electronically stored, or graphic material,
whether produced or created by the Submitting Party or another person. By designating a document a
"Stamped Highly Confidential Document," a Submitting Party signifies that it contains infoffilation that
the Submitting Party believes should be subject to protection under the Freedom oflnformation Act
(FOIA), the Commission's implementing rules and this S'econd Protective Order.

"Highly Confidential Information" means information contained in Stamped Highly Confidential
Documents or derived therefrom that is not othenvise available from publicly available sources.
Specifically, Highly Confidential Information covered by the Second Protective Order refers to those
portions of documents or data - or entire documents, if eligible in their entirety - that disclose the
following: revenues or numbers of customers disaggregated by customer type and a market area smaller
than the nation (such as a Metropolitan Statistical Area (MSA) or wire center service area) including
calTier~specificE9llline count listings; details of the Submitting Party's future plans to compete tor a
customer or specific groups or types of customers (e.g, business or wholesale customers) specifically
including the Submitting Party's future pricing strategies, product strategies, or marketing strategies;
detailed or granular engineering capacity information; mfomlation regarding the specific locations where
an intermodal competitor is able to use its own network, mcluding its own loop facilities, through which it
is willing and able, within a commercially reasonable time, to otTer substitute services for the incumbent
local exchange carrier's (LEC) local service offerings; the identity or characteristics of specific customers
or those with whom a company is negotiating; and those portions of documents that have some of the
characteristics ofmore than one category of competitive sensitivity listed above. To the extent that a
Submitting Party believes that future submiSSIons fall into one of these categories, the Submitting Party
must file a letter explaining which category the information falls within, and the Submitting Party may
.file under this Second Protective Order only those docwnents specit1cally authorized by the Bureau.

"Outside Counsel of Record" or "Outside Counsel" means the finn(s) of attorneys, or sole
practitioner(s), as the case may be, representing a party in these proceedings, provided that such persons
arc not involved in competitive decision-making, i.e., Outside Counsel's activities, association, and
relationship with a client do not involve advice ahout or participation in the business decisions of the
client or of any competitor of a Submitting Party nor the analysis underlying the business decisions.
Outside Counsel of Record includes any attorney representing a non-commercial party in these
proceedings, provided that such a person is not mvolved in the competitive decision~makingactivities of
any competitor of a Submitting Party.

"Outside Consultants" means consultants or experts retained for the purpose of assisting Counsel
or a party in this proceeding, provided that the Outside Consultants arc not involved in competitive
decision-making, i.e., Outside Consultanl<;' activities, association, and relationship with a client do not
involve advice about or participation in the business decisions of the client or any competitor of a
Submitting Party nor the analysis underlying the business decisions. Outside Consultants include any
expert employed by a non-commercial party in these proceedings, provided that such a person is not
involved in the competitive decjsion~makingactivities of any competitor of a Submitting Party.

2
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"Reviewing Party" means a person who has obtained access to Highly Confidentiallntormation
(including Stamped Highly Confidential Documents) pursuant to paragraphs 7 and J0 of this Second
Protective Order.

5. Uve ofHigh(v Confidential Information. Persons obtaining access to Highly Confidential
Information (including Stamped Highly Confidential Documents) under this Second Protective Order
shall use the information solely for the preparation and conduct of this forbearance proceeding before the
Commission as delimited in this and subsequent paragraphs, and any judicial proceeding arising directly
from this proceeding and, except as provided herein, shall not use such documcnts or information for any
other purposc, including, without limitation, business, governmental, or commercial p~!!T'0ses, or in other
administrative, regulatory or judicial proceedings. Should the Commission rely upon or otherviise make
rcference to the contents of any of the Stamped Highly Confidential Documents or Highly Confidential
Information in its decision in this proceeding, it will do so by redacting any Highly Confidential
Information from the public version of thc decision and by making the unredaeted version of the decision
available only to a court and to those persons entitled to access to Highly Confidential Information under
this Second Protective Order.

6. Non-Disclosure ofStamped Highly COJI/idential Infonnation. Except with the prior written
consent of the Submitting Party, or as hereinafter provided under this Second Protective Order, ncither a
Stamped Highly Confidential Document nor any Highly Confidential fuformation may be disclosed by a
Reviewing Party to any person other than the Commission and its staff.

7. Pcrmissihle Disclosure. Subject to thc requiremcnts ofparagraph 10, Stamped Highly
Confidential Documents may bc reviewed by Outside Counsel and Outside Consultants. Outside Counsel
and Outside Consultants may disclose Stamped Highly Confidential Documents and othcr Highly
Confidcntia1 Infonnation to: (J) paralegals or other employees of such Outside Counselor Outside
Consultants not described in clause 2 of this paragraph assisting Outside Counsel or Outside Consultants
in this procecding; (2) employees of such Outsidc Counselor Outside Consultants involved solely in one
or more aspects of organizing, filing, coding, converting, storing, or retrieving documents or data or
designing programs for handling data connected with this procecding, or perfonning other clerical or
ministerial functions with regard to documents connected with this proceeding; and (3) employces of
third-party contractors perfonning one or more of the functions set forth in clause 2 of this paragraph.
Revicwing Parties may discuss and share the contents of thc Stamped Highly Confidential Documents
and Highly Confidential Information with any other Reviewing Party and w'ith the Commission and its
staff. A Submitting Party's Stamped i-lighly Confidential Documents and Highly Confidential
Infonnation may also be disclosed to employces and Counsel of the Submitting Party, as otherwise
permitted.

8. Protection o(Stamped Highly Conjidential Documents and Highly Confidential information.
Pcrsons described in paragraph 7 shall have the obligation to ensure that access to Stamped Highly
Confidential Documcnts and Highly Confidential Infonnation is strictly limited as prescribcd in this
Second Protective Order. Such pcrsons shall further have the obligation to ensure that: (1) Stamped
Highly Confidcntial Documents and Highly Confidential Information are used only as provided in this
Second Protective Order; and (2) Stamped Highly Confidential Documents are not duplicated except as
necessary for filing at the Commission under seal as provided in paragraph 14 bclow.

9. Prohibited Copying. If, in the judgment of the Submitting Party, a document contains
information so sensitive (evcn given its Highly Confidential designatIon) that it should not bc copicd by
anyone, it shall bear the additional legend "Copying Prohibited" and no copies of such document, in any
form, shall be made. Application for relief from this restriction against copying may be made to the
Commission, with notice to Outside Counsel of Record for the Submitting Party.
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10. Procedures/or Obtaining !1cce,\'s to Highly Cmifidcntial Documents. In all cases where access to
Stamped Highly Confidential Documents and Highly Confidential Information is peffi1itted pursuant to
paragraph 7, before reviewing or having access to any Stamped Highly Confidential Documents or
Highly Confidential Information, each person seeking such access shall execute the attached
Acknowledgment of Confidentiality (Acknowledgment) and file it with the Bureau via the Commission's
Electronic Comment Filing System (ECFS) for this docket. All such persons (except as described below)
shall serve the Acknowledgement upon each Submitting Party through its Outside Counsel ofRecord so
that the AcknO\'iledgment is received by each Submitting Party at least five business days prior to such
person's reviewing or having access to such Submitting Party's Stamped Highly Confidential Documents
or Highly Confidential Information. \Vhere the person seeking access is one described in either clause 2
or 3 of paragraph 7, the Acknowledgment shall be delivered promptly prior to the person obtaining
access. Each Submitting Party shall have an opportunity to object to the disclosure of Stamped Highly
Confidential Documents to any persons seeking access. Any objection must be filed at the Commission
and served on Counsel representing, retaining or employing such person within three business days after
receiving a copy of that person's Acknowledgment (or where the person seeking access is one described
in either clause 2 or 3 of paragraph 7, such objection shall be filed and served as promptly as practicable
after receipt of the relevant Acknowledgment). Until any such objection is resolved by the Commission
and, if appropriate, any court of competent jurisdiction prior to any disclosure, and unless such objection
is resolved in favor of the person seeking access, persons subject to an objection from a Submitting Party
shall not have access to Stamped Highly Confidential Documents or Highly Confidential Tnfonnation.
The Submitting Party shall make available for review the Stamped Highly Confidential Documents of
such party at the offices of such party's Outside Counsel of Record or, if the Submitting Party does not
have Outside Counsel of Record, at the offices of such party's in-house counsel; provided, however, that
multiple Submitting Parties filing together shall make available for review all of their Stamped Highly
Confidential Documents at the offices of one of the Submitting Parties' Outside Counsel of Record (the
Submitting Parties' Custodian Counsel).

11. Information in Electronic Format. Upon written request as provided for in paragraph 10, a
Reviewing Party may review and analyze Highly Confidential Infonnation that is maintained in an
electronic fonnat. The Submittmg Party may require such electronic information be reviewed at the
office of Submitting Party's Custodian Counsel. Any other party submitting Highly Confidential
Infoffi1ation in electronic format may require such electronic infonnation be reviewed at the office of their
Outside Counsel of Record. The Submitting Party must provide the Reviewing Party's Outside Counsel
of Record and Outside Consultants adequate and secure computer capacity to load and run their software
and assist in obtaining any off-site software licenses that may be required. Submitting Party's Custodian
Counsel must afford the Reviewing Party's Outside Counsel and Outside Consultants a private and secure
workplace, including prIvate and secure storage and adequate shredding and disposal arrangements,
"".-here they may review and analyze the data and prepare their analysis. The Reviewing Party's Outside
Counsel and Outside Consultants may use the secure workplace 24 hours a day, seven days a week, until
their analysis is complete and ready to be submitted to the Commission, and thereafter on an as needed
basis until this proceeding, induding any appeal, is fmal and no longer subject to judicial review.

12. The Submitting Party must allow the Reviewing Party's Outside Counsel and Outside
Consultants to perform an integrated analysis of the Submitting Party's Highly Confidential Infonnation
at a single location in the offices of the Submitting Party's Custodian Counsel. The Reviewing Party's
Outside Counsel and Outside Consultants may pnnt four copies of their analysis, three that are to be
submitted to the Commission for purposes of this proceeding in accordance with paragraph 14 and one,
identical to the analysis submitted to the Commission, which they may retain and use solely in accordance
with the provisions of the First Protective Order and this Second Protective Order. The Reviewing
Party's Outside Counsel and Outside Consultants may also print any intennediate steps or work product
necessary to perfonn their analysis, including charts and graphs, etc., and they may keep any printouts of
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that mtem1ediate work product at the private, secure workplace at the oIlices of the SUhmitting Party's
Custodian Counsel until this proceeding, including any appeal, is final and no longer subject to judicial
review; however, they are prohibited from removmg any intermediate work product from the secure
workplace. The Reviewing Party's Outside Counse! and Outside Consultants may take notes necessary to
perform their analysis, and they may retain such notes until this proceeding, including any appeal, is fin.:'1l
and no longer subject to judicial review. The Reviewing Party's Outside Counsel and Outside
Consultants may, at their discretion, retain such notes at the secure workplace or remove them. If the
Reviewing Party submits in the record any analysis that uses Highly Confidential Information, it must
comply with the terms and conditions set forth in the First Protective Order and this Second Protective
Order. After their analysis is completed, the Reviewing Party's Outside Counsel and Outside Consultants
may retam the data and analysis at a private, secure location in the offIces of Submitting Party's
Custodian Counsel, where they may have access on an as needed basis until this proceeding, including
any appeal, is final and no longer subject to judicial review. The Reviewing Party must submit an
affidavit in the record of this proceeding, at the time it submits integrated analysis pursuant to paragraph
14, certifying that, as pertains to the review and analysis of Highly Confidential Information that is
maintained in an electronic format pursuant to paragraphs 11 and 13, its Outside Counsel and Outside
Consultants have removed from the offices of the Submitting Party's Custodian Counsel only their notes
and four copies of the final work product that is being submitted to the Commission, that they have not
removed any intermediate work product, and that they have filed everything (other than their notes and
one copy of their analysis) that they have removed.

13. RequestsIor Additional Disclosure. If any person requests disclosure ofHighly Confidential
Infomlation outside the terms of this Second Protective Order, such a request will be treated in
accordance with sections 0.442 and 0.461 of the Commission's rules.

14. Filings with the Commission. Persons described in paragraph 7 may, m any documents that they
file in this proceeding, reference Highly Confidential Infonnation, but only if they comply with the
following procedure: Two copies of each filing that contains or references Highly Confidential
Information pursuant to this Second Protective Order (the Confidential Filing) must be delivered in
person to Gary Remondino, Wircline Competition Bureau, Federal Communications CommIssion, 445
12th Street, S.W., Washington, D.C. 20554. The filing should be accompanied by a cover letter
prominently stating "HIGHLY CONFIDENTIAL INFORJvfATION - SUBJECT TO SECOND
PROTECTIVE ORDER IN WC DOCKET 1'\0.07-97." Each page of the confidential or proprietary
document should be stamped "'HIGHLY CONf'lDENrIAL .1J'I'FORMATION _. SUBJECT TO SECOND
PROTECTNE ORDER IN WC DOCKET NO. 07-97 BEFORE TITE FEDERAL COMMUNICATIONS
COMMISSION." In addition, the submitting party mllst file with the Secretary's Office one copy of the
Confidential Filing and two copies of the Confidential Filing in redacted form (the Redacted Confidential
Filing). The two copies of the Redacted Confidential Filing and their accompanying cover letters should be
sk'1mped "REDACTED ~ FOR PUBLIC INSPECTION." The cover letter accompanying the Redacted
Conlidential Filing should state that the Submitting Party is filing a redacted version of the particular
Confidential Filing. Parties should not provide courtesy paper copies of filings containing Highty
Confidential Infonnation to Commission Staffunless the Bureau so requests, in which case the Submitting
Party may print as many copies as the Bureau requests in addition to the four specified in paragraph 12.
Any such courtesy copies shall be submitted under seal. All parties should submit an electronic copy of
filings containing IIighly Confidential Infonnation to Jeremy Miller (Jeremy.Miller@fcc.gov) and Denise
Coca (Denise.Coca@fcc.gov), but should not submit any additional unredacted electronic courtesy copies
unless they arc specifically requested by Bureau or Commission staff

15. Clien( Consultation. Nothing in this Second Protective Order shall prevent or otherwise restrict
Outside COlU1sel from rendering advice to their clients relating to the conduct of this proceeding and any
subscquentjudiciaJ proceeding arising therefrom and, in the course thereof, relying generally on
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examination of Stamped Highly Confidential Documents or Highly Confidential Information; provided,
however, that in rendering such advice and othern'lSc communicating with such client, outside Counsel
shall not disclose Stamped Highly Confidential Documents or Highly Confidential Information.

16. No Waiver ofConfidentiality. Disclosure of Highly Confidential Inforrnation as provided herein
by any person shall not be deemed a waiver by any Submitting Party ofany privilege or entitlement to
confidential treatment of such Highly Confidential Information. Reviewing parties, by viewing this
material agree: (I) not to assert any such waiver; (2) not to use Highly Confidential Information to seek
disclosure in any other proceeding; and (3) that accidental disclosure of Highly Confidential Infonnation
by a Submitting Party shall not be deemed a waiver of any privilege or l:ntitlement as long as the
Submitting Party takes prompt remedial action.

17. Subpoena by Courts, Departments or Agencies. If a court, or a federal or state department or
agency issues a subpoena or orders production of Stamped Highly Confidential Documents or Highly
Confidential Infonnation that a party has obtained under terms of this Second Protective Order, such
party shall promptly notify each Submitting Party of the pendency of such subpoena or order. Consistent
with the independent authority of any court, department or agency, such notification must be
accomplished such that the Submitting Party has a full opportunity to oppose such production prior to the
production or disclosure of any Stamped Highly Confidential Document or Highly Contidential
Information.

18. Violations a/Second Protective Order. Should a person that has properly obtained access to
Highly Confidential Information under this Second Protective Order violate any of its tenus, that person
shall immediately convey that fact to the Commission and to the Submitting Party. Further, should such
violation consist of improper disclosure of Highly Confidential Infonnation, the violating person shall
take all necessary steps to remedy the improper disclosure. The Commission retams its full authority to
fasbion appropriate sanctions for VlOlations of this Second Protective Order, including but not limited to
suspension or disbannent of Counsel from practice before the Commission, forfeitures, cease and desist
orders, and denial of further access to Highly Confidential Information in this or any other Commission
proceeding. Nothing in this Second Protective Order shall limit any other rights and remedies available
to the Submitting Party at law or in equity against any person using Highly Confidentiallnformation in a
manner not authorized by this Second Protective Order.

19. Termination ofProceeding. The provisions of this Second Protective Order shall not terminate at
the conclusion of this proceeding. Within two weeks after conclusion of this proceeding and any
administrative or judicial review, persons described by paragraph 7 shall destroy or return to the
Submitting Party Stamped Highly Confidential Documents and all copies of the same. No material
whatsoever derived from Stamped Highly Confidential Documents may be retained by any person having
access thereto, except Outside Counsel (as described in paragraph 7) may retain, under the continuing
strictures of this Second Protective Order, one copy of the pleading containing Highly Confidential
Information prepared on behalf of that party. All Outside Counsel shall make certification of compliance
herewith and shall deliver the same to Outside Counsel for the Submitting Party not more than three
weeks after conclusion of this proceeding and any admimstrative or judicial review. The provisions of
this paragraph regarding retention of Stamped Highly Confidential Documents and copies of same shall
not be construed to apply to the Commission or its staff.
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20. Accordingly, IT IS ORDERED that pursuant to sections 40), 4(i), and 10 of the Communications
Act of 1934, as amended, 47 U.S.c. §§ 154(i), [540), 160, and pursuant to authority delegated under
sections 0.91 and 0.291 of the Commission's rules, 47 C.F.R. §§ 0.91, 0.291,' the Second Protective
Order IS ADOPTED, effective upon its rele"L<;c.

FEDERALCO~"UNICATIONS COMMISSION

Marcus Maher
Associate Chiet~ Wireline Competition Bureau

J See 47 U.S.c. § 155(c).
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Jhereby acknowledge that I havc received and read a copy of the foregoing 5'econd Protective
Order in the above-captioned proceeding, and I understand it. I agree that I am bound by the Second
Protective Order and that I shall nof disclose or use Stamped Highly Confidential Documents or Highly
Confidential fufonnation except as allo\\'ed by this Second Protective Order. I acknowledge that a
violation of the Second Protective Order is a violation of an order of the Federal Communications
Commission.

Without limiting the foregoing, to the extent that I have any employment, affiliation or role with
any person or entity other than a conventional private law firm (such as, hut not limited to, a lobbying or
public interest organization), I acknowledge specifically that my access to any information obtained as a
result of the Second Protective Order is due solely to my capacity as Outside Counsel of Record or
Outside Consultant to a party or other person described in paragraph 7 of the foregoing Second Protective
Order and that I will not usc such infonnation in any other capacity nor will Jdisclose such information
except as specifically provided in the Second Protective Order.

I acknowledge that it is my obligation to ensure that: (1) Stamped Highly Confidential
Documents and Highly Confidentiallnfonnation are used only as provided in the Second Protective
Order; and (2) Stamped Highly Confidential Documents are not duplicated except as specifically
permitted by the terms ofparagraphs 8, 11, 12, and 14 of the 5'econd Protective Order, and I certifY that I
have verified that there are in place procedures at my firm or office to prevent unauthorized disclosure of
Stamped Highly Confidential Documents or Highly Confidential Information.

Capitalized tenns used herein an4 not otherwise defined shall have the meanings ascribed to them
in the Second Protective Order. f

/
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