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Before the
Federal Communications Commission
Washington, D.C. 20554

In the Matter of )

)
Petitions of Qwest Corporation for Forbearance ) WC Docket No. 07-57
Purstrant to 47 US.C. § 160(c} in the Denver, }
Minneapolis-St. Paul, Phoenix, and Seattle )
Metropolitan Statistical Areas );

FIRST PROTECTIVE ORDER

Adopted: May 31, 2007 Released: June 1, 2007

By the Chief, Wireline Competition Bureau:

1. Documents submitted to the Commission in the course of forbearance proceedings may represent or
contain confidential or proprietary information. This First Protective Order is intended to facilitate and
cxpedite the review of confidential information submitted by parties to this procecding, including privileged
and confidential information, such as trade secrets or financial information. o ensure that documents and
materials in the above-referenced proceeding considered by Submittiing Parties to be confidential and
proprictary are atforded protection, the Wireline Competition Bureau hereby enters this First Protective
Order.

2. Non-Dyisciosure. Except with the prior written consent of the person originally designating a
document to be stamped as a confidential document, or as hereinafter provided under this order, no stamped
confidential document may be disclosed to any person. A “stamped confidential document™ means any
document which bears the legend (or which otherwise has had the legend recorded upon it in a way that
brings it to the attention of a reasonable examiner) “CONFIDENTIAL — SUBJECT TO FIRST
PROTECTIVE ORDER IN WC DOCKET NO. 07-97 BEFORE THE FEDERAL COMMUNICATIONS
COMMISSION™ to signify that it contains information believed to be subject to protection under the
Commission’s rules. For purposes of this order, the term “document” means all written, recorded, or
graphic material, whether produced or created by a party or another person, whether produced pursuant to
the Commission’s rules, pursuant to subpocna, by agreement, or otherwise. Documents that quote,
summarize, or contain materials entitled to protection may be accorded status as a stamped confidential
document, but, to the extent feasible, shall be prepared in such a manner that the confidential information is
bound separately from that not entitled to protection.

3. Permissible Disclosure. Notwithstanding paragraph 2, stamped confidential documents may be
disclosed subject to the provisions of subparagraphs {a) and (b). to the following persons if disclosure is
reasonably necessary for such persons to render professional services in this proceeding: counsel of record
for parties that may file in this proceeding, including in-house counsel who are actively engaged in the
conduct of this proceeding; pariners, associates, sccretanes, paralegal assistants, and employees of such
counscl; outside consultants or experts retained to render professional services in this proceeding, provided

" We also adopt today a Second Protective Order to govern the submission and disclosure of highly confidential
information in this proceeding. Petitions of Owest Corporation for Forbearance Pursuant to 47 US.C. § 160(c) in
the Denver, Minneapolis-St. Paul, Phoenix, and Seattle Metropolitan Statistical Areas, WC Docket No. (7-97,
Second Protective Order, DA 07-2293 (WCB, rel. June 1, 2007} (Second Protective Order).
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that they are under the supervision of the counsel of record; and in-house cconomists and regulatory
analysts, provided that they are under the supervision of the counsel of record. Such documents may also be
disclosed to relevant employees of regulatory agencies, Commission employees involved in this proceeding,
and to any person designated by the Commission in the interest of justice, upon such terms as the
Commission may deem proper.

(a) Notwithstanding any other provision of this order, before any disclosure shall occur, any
individual {other than a Commission employee) to whom confidential information is disclosed must certify
in writing that he/she has read and understands this First Protective Order, agrees to abide by its terms, and
understands that unauthorized disclosures of the stamped confidential documents are prohibited. A copy of
each such certification shall be provided to the party that designated the information confidential. (See
Attachment A for a mode! certification.)

(b) Before disclosing a stamped confidential document to any person who is described in paragraph
3 (other than an attorney) and who 1s employed by a competitor or potential competitor of the party that so
designated the document, the party seeking such disclosure shall give at least five days” advance notice in
writing to the counsel who designated such information as confidential, stating the names and addresses of
the person(s) to whom the disclosure will be made, identifying with particularity the documents to be
disclosed, and stating the purposes of such disclosure. Such notice shall also be filed in the Commission’s
Electronic Comment Filing System (ECFS) for this docket. No such disclosure shail be made within the
five-day period. If, within the five-day period, a motion is tiled objecting to the proposed disclosure,
disclosure is not permissible until the Commission has denied such motion and disclosure is permitted under
47 C.F.R. § 0.459. Any such motion shall be hand-served on the party secking such disclosure.

4.  Access to Confidential Information. Any party producing confidential information pursuant to this
order shail designate a Washington, D.C., location and such other locations as may be convenient at which
all parties shall be permutted access to and review of requested confidential information pursnant to the
other terms of this order, or pursuant to alternative arrangements agreed upon by the parties. Aay such
access or review may be limited to regular business hours after reasonable notice by the requesting party.

5. Confidential Information Filed in the Record, Stamped confidential documents and other
confidential information may be offered in the record of this proceeding, provided that such confidential
information is furnished under seal. The party submitting confidential documents shail ensure that each
page bears the legend “CONFIDENTIAL - SUBJECT TO FIRST PROTECTIVE ORDER IN WC
DOCKET NO. 07-97 BEFORE THE FEDERAL COMMUNICATIONS COMMISSION.”

6. Commission Treatment of Confidential Information. If confidential documents are submitted to the
Commission in accordance with paragraph 5, the materials shall remain sealed while in the Secretary’s
otfice or such other place as the Commission may designate so long as they retain their status as stamped
confidential documents. The Commission may, sua sponte or by petition, determine that all or part of the
information claimed by the producing party to be confidential is not entitled to such treatment. See
generally 47 CF.R. § 0.459,

7. Use. Persons obtaining access to stamped confidential documents under this order shall use the
information only in the conduct of this proceeding and any judicial proceeding arising therefrom, and shall
not use such information for any other purposce, including business, governmental, commercial, or other
administrative or judicial proceedings. Persons obtaining access to confidential information under the terms
of this order may disclose, describe, or discuss the confidential information in any pleading filed in this
proceeding, provided that such pleading is stamped confidential and filed under seal, and provided that a
separate public version is filed from which all confidential information is redacted. Persons filing pleadings

2
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under seal based on confidential information provided by others shall serve such pleadings by hand or
overnight delivery on the party originally requesting confidential treatment of the underlying information.

8. Subpoena by Courts or Other Agencies. If a court or another administrative agency subpoenas or
orders production of stamped confidential documents which a party has cbtained under terms of this order,
such party shall promptly notify the party and any other person who designated the document as confidential
of the pendency of such subpoena or order.

9. Client Consultation. Nothing in this order shall prevent or otherwise restrict counsel from
rendering advice to their clients regarding the forbearance proceeding in which a confidential document is
submitted and, in the course thereof, relying generally on examination of stamped confidential documents
submitted in that proceeding; provided, however, that in rendering such advice and otherwise
communicating with such client, counsel shali not make specific disclosure of any item so designated except
pursuant to the procedures of paragraph 3 above.

10. Prohibited Copying. If a document contains information so sensitive that it should not be copied by
anyone, it shall bear the additional legend “Copying Prohibited.” Application for relief from this restriction
against copying may be made to the Commission, with notice to counsel so designating the document.

11. Non-Termination. The provisions of this order shall not terminate at the conclusion of this
proceeding.

[2. Modification Permitted. Nothing in this order shall prevent any party or other person from
seeking modification of this order.

13. Responsibility of Attorneys. The attorneys of record are responsible for employing reasonable
measures to control, consistent with this order, duplication of, access to, and distribution of copies of
stamped confidential documents. Parties shall not duplicate any stamped confidential document except
working copies and for purposes of filing at the Commission under scal.

14. Return of Confidential Documents. Within two weeks after final resolution of this proceeding
(which includes administrative or judicial review), parties that have received stamped confidential
documents shall either return all copies of such documents in their possession to the party that submitted the
documents, or destroy all such confidential documents.

15. Penaities. In addition to any other penalties or remedies authorized under the Communications Act,
the Commission’s rules, the common law or other source of law, any failure to abide by the terms of this
order may result in dismissal of a party’s pleadings, or censure, suspension, or disbarment of the attoreys
involved, see 47 C.F.R. § 1.24, or possible referraf to the relevant local bar.
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16. Accordingly, IT IS ORDERED that pursuant to scctions 4(1), 4()), and 10 of the Communications
Act of 1934, as amended, 47 U.S.C. §§ 154(1), 154(j), 160, and pursuant to authority delegated under
sections (.91 and 0.291 of the Commission’s rules, 47 C.F.R. §§ 0.91, 0.291,” the First Protective Order
IS ADOPTED, cffective upon its release.

FEDERAL COMMUNICATIONS COMMISSION

Marcus Maher
Associate Chief, Wireline Competition Burcau

> See 47 US.C. § 155(c).
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ATTACHMENT A

WC DOCKET NO. 07-97

1 have received a copy of the First Protective Order in WC Docket No. 07-97. T have read the order and
agree to comply with and be bound by the terms and conditions of the First Protective Order. The signatory
understands, in particular, that unauthorized disclosure, or the use of the information for competitive
commercial or business purposes, will constitute a violation of the First Protective Order.

e

SIGNATURE: (/('mt ;’4-7-' e /44 7/

NAMEPRINTED: SAMES K. TARPL Y

TITLE: J ommiSS/oNER

ADDRESS: /5/(00 6KOH~DWH]/ e 2650
Nenveg, GO 0302

OUBJ\JQ. MvaL [T155 Commlssz 'y

Comm\} sssoW

REPRESENTING: (7, /o RADD

EMPLOYER: CO/ORRDD D{,&B)—f@— ATIHTIES
Sta Te o ¥ Ownlorreb

DATE: 9/5/&{) o 8
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Before the
Federal Communications Commission
Washington, D.C, 20554

In the Matter of

Petitions of Qwest Corporation for Forhearance WC Docket No. 07-97
Pursuant to 47 U.S.C. § 160(c) in the Denver,
Minneapolis-St. Paul, Phoenix, and Seattle

Metropofitan Statistical Arcas

R L P P

FIRST PROTECTIVE ORDER
Adopted: May 31, 2007 Released: June 1, 2007
By the Chief, Wireline Competition Bureau:

1. Documents submitted to the Commission in the course of forbearance proceedings may represent or
contain confidential or proprietary information. This First Protective Order is intended to facilitate and
expedite the review of confidential information submitted by parties to this procceding, including privileged
and confidential information, such as trade secrets or financial information. To ensure that documents and
materials in the above-referenced proceeding considered by Submitting Parties to be confidential and
proprietary are atforded protection, the Wireline Competition Bureau hereby enters this First Protective
Order.

2. Non-Disclosure. Except with the prior written consent of the person originally designating a
document to be stamped as a confidential document, or as hereinafter provided under this order, no stamped
confidential document may be disclosed to any person. A “stamped confidential document” means any
document which bears the legend (or which otherwise has had the legend recorded upon it in a way that
brings it to the attention of a reasonable examiner) “CONFIDENTIAL - SUBJECT TO FIRST
PROTECTIVE ORDER IN WC DOCKET NO. 07-97 BEFORE THE FEDERAL COMMUNICATIONS
COMMISSION™ to signify that it contains information believed to be subject to protection under the
Commission’s rules. For purposes of this order, the term “document” means all written, recorded, or
graphic material, whether produced or created by a party or another person, whether produced pursuant to
the Commission’s rules, pursuant to subpocna, by agreement, or otherwise. Documents that quote,
summarize, or contain materials entitled to protection may be accorded status as a stamped confidential
document, but, to the extent feasible, shall be prepared in such a manner that the confidential information is
bound separately from that not entitled to protection.

3. Permissible Disclosure. Notwithstanding paragraph 2, stamped confidential documents may be
disclosed subject to the provisions of subparagraphs (a} and (b), to the following persons if disclosure is
reasonably necessary for such persons to render professional services in this proceeding: counsel of record
for partics that may file in this proceeding, including in-house counsel who are actively engaged in the
conduct of this proceeding; partners, associates, secrelaries, paralegal assistants, and employees of such
counscl; outside consultants or experts retained to render professional services in this proceeding, provided

P'We also adopt today a Second Protective Order to govern the submission and disclosure of highly confidential
informaticon in this proceeding. Petitions of Owest Corporation for Forbearance Pursuant to 47 US.C. § 160(c} in
the Denver, Minneapolis-St. Paul, Phoenix, and Seattle Metropolitan Statistical Areas, WC Docket No. 07-97,
Second Protective Order, DA 07-2293 {WCB, rel. June 1, 2007) (Second Protective Order).
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that they are under the supervision of the counsel of record; and in-house cconomists and regulatory
analysts, provided that they are under the supervision of the counsel of record. Such documents may also be
disclosed to relevant employees of regulatory agencies, Commission employees involved in this proceeding,
and to any person designated by the Commission 1 the interest of justice, upon such terms as the
Commission may decm proper.

(a) Notwithstanding any other provision of this order, before any disclosure shall occur, any
individual (other than a Commission employee) to whom confidential information is disclosed must certify
in writing that he/she has read and understands this First Profective Order, agrees to abide by its terms, and
understands that unauthonized disclosures of the stamped confidential documents are prohibited. A copy of
each such certification shail be provided to the party that designated the information confidential. (See
Attachment A for a model certification. )

{b) Before disclosing a stamped confidential document to any person who is described in paragraph
3 (other than an attorney) and who is employed by a competitor or potential competitor of the party that so
designated the document, the party seeking such disclosure shall give at least five days’ advance notice in
writing to the counsel who designated such information as confidential, stating the names and addresses of
the person{s) to whom the disclosure will be made, identifying with particularity the documents to be
disclosed, and stating the purposes of such disclosure. Such notice shall also be filed in the Commission’s
Electronic Comment Filing System (ECFS) for this docket. No such disclosure shall be made within the
five-day period. If, within the five-day period, a motion 1s filed ohjecting to the proposed disclosure,
disclosure is not permissible until the Commission has denied such motion and disclosure is permitted under
47 C.F.R. § 0.459. Any such motion shall be hand-served on the party sceking such disclosure.

4. Access to Confidential Information. Any panty producing confidential information pursuant to this
order shall designate a Washington, D.C., location and such other locations as may be convenient at which
all parties shall be permitted access to and review of requested confidential information pursuant to the
other terms of this order, or pursnant to alternative arrangements agreed upon by the parties. Any such
access or review may be limited to regular business hours after reasonable notice by the requesting party.

5. Confidential Information Filed in the Record. Stamped cenfidential documents and other
confidential information may be offered in the record of this proceeding, provided that such confidential
information is furnished under seal. The parly submitting confidential documents shall ensure that each
page bears the legend “CONFIDENTIAL - SUBJECT TO FIRST PROTECTIVE GRDER IN WC
DOCKET NO. 07-97 BEFORE THE FEDERAL COMMUNICATIONS COMMISSION,”

Commission in accordance with paragraph 5, the matenials shall remain scaled whilc in the Secretary’s
office or such other place as the Commission may designate so long as they retain their status as stamped
confidential documents. The Commission may, sua sponte or by petition, determine that all or part of the
information claimed by the producing party {o be contidential is not entitled to such treatment. See
generally 47 CF.R. § 0.459.

7. Use. Persons obtaining access to stamped confidential documents under this order shall use the
mformation only in the conduct of this proceeding and any judicial proceeding arising therefrom, and shall
not use such information for any other purpose, including business, governmental, commercial, or other
administrative or judicial proceedings. Persons obtaining access to confidential information under the terms
of this order may disclose, describe, or discuss the confidential information in any pleading filed in this
proceeding, provided that such pieading is stamped confidential and filed under seal, and provided that a
separate public version is filed from which all confidential information is redacted. Persons filing pleadings

2
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under scal based on confidential information provided by others shall serve such pleadings by hand or
overnight delivery on the party originally requesting confidential treatment of the underlying information.

8. Subpoena by Courts or Other Agencies. If a court or another administrative agency subpoenas or
orders production of stamped confidential documents which a party has obtained under terms of this order,
such party shall promptly notify the party and any other person who designated the document as confidential
of the pendency of such subpoena or order.

9. Client Consujtation. Nothing in this order shall prevent or otherwise restrict counsel from
rendering advice to their clients regarding the forbearance proceeding in which a confidential document is
submitted and, in the course thereof, relying generally on examination of stamped confidential documents
submitted in that proceeding; provided, however, that in rendering such advice and otherwise
communicating with such client, counsel shall not make specific disclosure of any item so designated except
pursuant to the procedures of paragraph 3 above.

10. Prohibited Copying. If a document contains information so sensitive that it should not be copied by
anyone, it shail hear the additional legend “Copying Prohibited.” Application for relief from this restriction
against copying may be made 1o the Commission, with notice to counsel so designating the document.

11. Non-Termination. The provisions of this order shall not terminate at the conclusion of this
proceeding.

sceking modification of this order.

13. Responsibility of Attomeys. The attomneys of record are responsible for employing reasonable
measures to control, consistent with this order, duplication of, access to, and distribution of copies of
stamped confidential documents. Parties shall not duplicate any stamped confidential document except
working copies and for purposcs of fiiing at the Commission under seal.

14. Return of Confidential Documents. Within two weeks after final resolution of this proceeding
{which includes administrative or judicial review}), parties that have received stamped confidential
documents shall either return all copies of such documents in their possession to the party that submitted the
documents, or destroy all such confidential documents.

15. Penalties. In addition to any other penalties or remedies anthorized under the Comununications Act,
the Comunission’s rulcs, the common law or other source of law, any failure to abide by the terms of this
order may result in dismissal of a party’s pleadings, or censure, suspension, or disbarment of the attorneys
involved, see 47 C.F.R. § 1.24, or possible referral to the relevant [ocal bar.
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16. Accordingly, IT IS ORDERED that pursuant to scctions 4(1), 45}, and 10 of the Communications
Act ot 1934, as amended, 47 U.S.C. §§ 154(i), 154(j), 160, and pursuant to authority delegated under
sections 0.91 and 0.291 of the Commission’s rules, 47 C.F.R. §§ 0.91, 0.291 ? the First Protective Order
IS ADOPTED, effective upon its release.

FEDERAL COMMUNICATIONS COMMISSION

Marcus Maher
Associate Chref, Wireline Competition Bureau

* See 47 US.C. § 155(c).
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ATTACHMENT A

WC DOCKET NO. 07-97

[ have received a copy of the First Protective Order in WC Docket No. 07-97. T have read the order and
agree to comply with and be bound by the terms and conditions of the First Protective Order. The signatory
understands, in particular, that unauthorized disclosure, or the use of the information for compotltwe
commercial or business purpeses, will constitute a violation of the Firs: Protective Order.
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Before the
Federal Communications Commission
Washington, D.C. 20554

In the Matter of

Petitions of Qwest Corporation for Forbearance WC Docket No. 07-97
Pursuant to 47 U.S.C. § 160(c) in the Denver,
Minneapolis-St. Paul, Phoenix, and Seaitle
Metropolitan Statistical Areas

M vt gt "t et "t

SECOND PROTECTIVE ORDER

Adopted: May 31, 2007 Released: June 1, 2007
By the Chief, Wireline Competition Bureau:

1. Today, the Wireline Competition Bureau (Bureau) issued a Protective Order (First Protective
Order) regarding confidential or proprietary documents that may be submitted by Qwest Corporation
(Qwest) or other parties to this proceeding (individually, Submitting Party and collectively, Submitting
Parties).! We hereby adopt a Second Protective Order 1o ensure adequate protection for certain highly
confidential and competitively sensitive information that may be submitted by the Submitting Parties.

2. Accordingly, we will permit Submitting Parties submitting such documents and information and
those of a similarly competitively sensitive nature to designate those materials as Highly Confidential
and, as provided below, we will limit access to such materials to outside counsel of record, their
employees, and outside consultants and experts whom they retain to assist them in this proceeding.” We
conclude that a Second Protective Order will give appropriate access to the public while protecting the
Submitting Parties’ competitively sensitive information. This Second Protective Order covers only those
portions of documents or data that fall into one of the categories specified below. The remainder of the
document (or a redacted version of the document) is not entitled to the additional protection provided by
the Second Protective Order.

3. Any party seeking access to confidential documents subject to the Second Protective Order shall
request access pursuant to the terms of the Second Protective Order and must sign the Acknowledgement
of Confidentiality, attached as Appendix A {Acknowledgement).

' Petitions of Qwest Corporation for Forbearance Pursuant to 47 U.S.C. § 160(c) in the Denver, Minneapolis-St,
Paul, Phoenix, and Seattle Metropolitan Statistical Areas, WC Docket No. 07-97, First Protective Order, DA 07-
2292 (WCB, rel. June 1, 2007) (First Protective Order).

? On other occasions, the Bureau has granted similar protection to materials which, if released to competitors, would
allow those competitors to gain a significant advantage in the marketplace. See, e.g., Petition of the Verizon Local
and Long Distance Telephone Companies for Forbearance Under 47 US.C. § 160(c) with Regard to Ceriain
Dominant Carrier Regulations for In-Region, Interexchange Services, WC Docket No. 06-36, Second Protective
Order, DA 07-1625 (WCB rel. Apr. 3, 2007) (adopting a second protective order); Petition of Qwest
Communications International Inc. for Forbearance from Enforcement of the Commission’s Dominant Carrier
Rules as They Apply after Section 272 Sunsets, WC Docket No. 05-333, Second Protective Order, 22 FCC Red 115
{WCB rcl. Jan. 5, 2007) (same); SBC Communications, Inc. and AT&T Corp. Applications for Approval of Transfer
of Control, WC Docket No. 05-65, Order, 20 FCC Red 8876 {WCD rel. May 9, 2005) (same).
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4. Definitions. As used herein, capitalized terms, not otherwise defined herein, shall have the
following meanings:

“Stamped Highly Confidential Document” means any document, or any part thereof, that bears
the legend {or which otherwise shall have had the legend recorded upon it in a way that brings it to the
attention of a reasonable examiner) “HIGHLY CONFIDENTIAL INFORMATION — SUBJECT TO
SECOND PROTECTIVE ORDER IN WC DOCKET NO. 07-97 BEFORE THE FEDERAL
COMMUNICATIONS COMMISSION,” unless the Commission determines, sua spontc or by request
pursuant to sections 0,459 or 0.461 of its rules, that any such document is not entitled to such confidential
treatment, The term “document” means any written, recorded, clectronically stored, or graphic material,
whether produced or created by the Submitting Party or another person. By designating a document a
“Stamped Highly Confidential Document,” a Submitting Party signifies that it contains information that
the Submitting Party believes should be subject to protection under the Freedom of Information Act
(FOIA), the Commission’s implementing rules and this Second Protective Order.

“Highly Confidential Information” means information contained in Stamped Highly Confidential
Documents or derived theretrom that is not otherwise available from publicly available sources.
Specifically, Highly Confidential Information covered by the Second Protective Order refers to those
portions of documents or data — or entire documents, if ¢ligible in their entirety — that disclosc the
following: revenues or numbers of cuslomers disaggregated by customer type and a market arca smaller
than the nation (such as a Metropolitan Statistical Area (MSA) or wire center service area) including
carrier-specific E911 line count listings; details of the Submitting Party’s future plans to compete for a
customer or specific groups or types of customers (e.g., business or wholesale customers) specifically
including the Submitting Party’s future pricing strategies, product strategies, or marketing strategies;
detailed or granular engineering capacity information; information regarding the specitic locations where
an intermodal competitor is able to use its own network, including its own loop facilities, through which it
is willing and able, within a commercially rcasonable time, to offer substitute services for the incumbent
local exchange carrier’s {LEC) local service ofterings; the identity or characteristics of specific customers
or those with whom a company is negotiating; and those portions of documents that have some of the
characteristics of more than one category of competitive sensitivity listed above. To the extent that a
Submitting Party believes that future submissions fall into one of these categories, the Submitting Party
must file a letter explaining which category the information falls within, and the Submitting Party may
file under this Second Protective Order only those documents specifically authorized by the Bureau.

“Outside Counsel of Record™ or “Outside Counsel” means the firm(s} of attorneys, or sole
practitioner(s), as the case may be, representing a party in these proceedings, provided that such persons
are not involved in competitive decision-making, 7.e., Outside Counsel’s activities, association, and
relationship with a client do not involve advice about or participation in the business decisions of the
client or of any competitor of a Submitting Party nor the analysis underlying the business decisions.
Outside Counsel of Record includes any attorney representing a non-commercial party in these
proceedings, provided that such a person is not involved in the competitive decision-making activities of
any competitor of a Submutting Party.

“Qutside Consultants” means consultants or experts retained for the purpose of assisting Counsel
or a party in this proceeding, provided that the Outside Consultants are not involved in competitive
decision-making, 7.e., Outside Consultants’ activities, association, and relattonship with a client do not
invelve advice about or participation in the business decisions of the client or any competitor of a
Submitting Party nor the analysis underlying the business decisions. Outside Consultants include any
expert employed by a non-commercial party m these proceedings, provided that such a person is not
involved in the competitive decision-making activities of any competitor of a Submitting Party.
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“Reviewing Party” means a person who has obtained access to Highly Confidential Information
(including Stamped Highly Confidential Documents) pursuant to paragraphs 7 and 10 of this Second
Protective Order.

5. Use of Highly Confidential Information. Persons obtaining access to Highly Confidential
Information (including Stamped Highly Confidential Documents) under this Second Protective Order
shall use the mformation solely for the preparation and conduct of this forbearance proceeding before the
Commission as delimited in this and subsequent paragraphs, and any judicial proceeding arising directly
from this proceeding and, except as provided herein, shalt not use such documents or information for any
other purpose, including, without limitation, business, governmental, or commercial purposes, or in other
administrative, regulatory or judicial proceedings. Sheuld the Commission rely upon or otherwise make
reference to the contents of any of the Stamped Highly Confidential Documents or Highly Confidential
Information in its decision in this proceeding, it will do so by redacting any Highly Confidential
Information from the public version of the decision and by making the unredacted version of the decision
available only to a court and to those persons entitled to access to Highly Confidential Information under
this Second Protective Order.

6. Non-Disclosure of Stamped Highly Confidential Information. Except with the prior written
consent of the Submitting Party, or as hereinafter provided under this Second Protective Order, neither a
Stamped Highly Confidential Document nor any Highly Confidential Information may be disclosed by a
Reviewing Party to any person other than the Commission and its staff.

7. Permissible Disclosure. Subject to the requirements of paragraph 10, Stamped Highly
Confidential Documents may be reviewed by Outside Counsel and Outside Consultants. Qutside Counsel
and Qutside Consultants may disclose Stamped Highly Confidential Documents and other Highly
Confidential Information to: (1) paralegals or other employees of such Outside Counsei or Qutside
Consultants not described in clause 2 of this paragraph assisting Qutside Counsel or Outside Consuliants
in this proceeding; {2) employees of such Outside Counsel or Outside Consultants involved solely in one
or more aspects of organizing, filing, coding, converting, storing, or retrieving documents or data or
designing programs for handling data connected with this proceeding, or performing other cletical or
ministerial functions with regard to documents connected with this proceeding; and (3) employees of
third-party contractors performing one or more of the functions set forth in clause 2 of this paragraph.
Reviewing Parties may discuss and share the contents of the Stamped Highly Confidential Documents
and Highly Confidential Information with any other Reviewing Party and with the Commission and its
staff. A Submitting Party’s Stamped Highly Confidential Documents and Highly Confidential
Information may also be disclosed to employces and Counsel of the Submitting Party, as otherwise
permitted.

8. Protection of Stamped Highly Confidential Documents and Highly Confidential Information.
Persons described in paragraph 7 shall have the obligation to ensure that access to Stamped Highly
Confidential Documents and Highly Confidential Information is strictly limited as prescribed in this
Second Protective Order. Such persons shall further have the obligation to ensure that: (1) Stamped
Highly Confidential Documents and Highly Confidential Information are used only as provided in this
Second Protective Order; and (2) Stamped Highly Confidential Documents are not duplicated except as
necessary for filing at the Commission under seal as provided in paragraph 14 below.

9. Prohibited Copying. If, in the jJudgment of the Submutting Party, a document contains
mformation so sensitive (even given its Highly Confidential designation) that it should not be copied by
anyone, it shall bear the additional legend “Copying Prohibited” and no copies of such document, in any
form, shall be made. Application for relief from this restriction against copying may be made to the
Commission, with notice to Outside Counsel of Record for the Submitting Party.
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10. Procedures for Obtaining Access to Highly Confidential Documents. In all cases where access to
Stamped Highly Confidential Documents and Highly Confidential Information is permitted pursuant to
paragraph 7, before reviewing or having access to any Stamped Highly Confidential Documents or
Highly Confidential Information, each person seeking such access shall execute the attached
Acknowledgment of Confidentiality {Acknowledgment) and file it with the Bureau via the Commission’s
Electronic Comment Filing System (ECFS) for this docket. All such persons (except as described below)
shall serve the Acknowledgement upon each Submitting Party through its Outside Counsel of Record so
that the Acknowiedgment is received by each Submitting Party at least five business days prior to such
person’s reviewing or having access to such Submitting Party’s Stamped Highly Confidential Documents
or Highly Confidential Information. Where the person seeking access is one described in either clause 2
or 3 of paragraph 7, the Acknowledgment shall be delivered promptly prior to the person obtaining
access. Each Submitting Party shall have an opportumity to object to the disclosure of Stamped Highly
Confidential Documents to any persons secking access. Any objection must be filed at the Commission
and served on Counsel representing, retaining or employing such person within three business days after
receiving a copy of that person’s Acknowledgment (or where the person seeking access is one described
in either clause 2 or 3 of paragraph 7, such objection shall be filed and served as promptly as practicable
after receipt of the relevant Acknowledgment). Until any such objection is resolved by the Commission
and, if appropriate, any court of competent jurisdiction prior to any disclosure, and unless such objection
1s resolved in favor of the person sceking access, persons subject to an objection from a Submitting Party
shall not have access to Stamped Highly Confidential Documents or Highly Confidential Information.
The Submitting Party shall make available for review the Stamped Highly Confidential Documents of
such party at the offices of such patty’s Outside Counsel of Record or, if the Submitting Party does not
have Qutside Counsel of Record, at the offices of such party’s in-house counsel; provided, however, that
multiple Submitting Parties filing together shall make available for review all of their Stamped Highly
Confidential Documents at the offices of one of the Submitting Parties’ Outside Counsel of Record (the
Submitting Parties’ Custodian Counsel).

11. Information in Electronic Format. Upon written request as provided for in paragraph 10, a
Reviewing Party may review and analyze FHighly Confidential Information that is maintained in an
electronic format. The Submitting Party may require such electronic information be reviewed at the
office of Submitting Party’s Custodian Counscl. Any other party submitting Highly Confidential
Information in electronic format may require such electronic information be reviewed at the office of their
Qutside Counsel of Record. The Submitting Party must provide the Reviewing Party’s Qutside Counsel
of Record and Outside Consultants adequate and sccure computer capacity to load and run their software
and assist in obtaining any off-site software licenses that may be required. Submitting Party’s Custodian
Counsel must afford the Reviewing Party’s Outside Counsel and Outside Consultants a private and sccure
workplace, including private and secure storage and adequate shredding and disposal arrangements,
where they may review and analyze the data and prepare their analysis. The Reviewing Party’s Qutside
Counsel and Outside Consultants may use the secure workplace 24 hours a day, seven days a week, until
their analysis is complete and ready to be submitted to the Commission, and thereafter on an as needed
basis until this proceeding, including any appeal, is final and no longer subject to judicial review.

12. The Submitting Party must allow the Reviewing Party’s Qutside Counsel and Outside
Consultants to perform an integrated analysis of the Submitting Party’s Highly Confidential Information
at a single location in the offices of the Submitting Party’s Custodian Counsel. The Reviewing Party’s
Qutside Counsel and Outside Consultants may print four copies of their analysis, three that are to be
submitted to the Commission for purposes of this proceeding in accordance with paragraph 14 and one,
identical to the analysis submitted to the Commission, which they may retain and use solely in accordance
with the provisions of the First Protective Order and this Second Protective Order. The Reviewing
Party’s Outside Counsel and Outside Consultants may also print any intermediate steps or work product
necessary to perform their analysis, including charts and graphs, efc., and they may keep any printouts of

4
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that intermediate work product at the private, secure workplace at the offices of the Submitting Party’s
Custodian Counsel until this proceeding, including any appeal, is final and no longer subject to judicial
review: however, they are prohibited from removing any intermediate work product from the secure
workplace. The Reviewing Party’s Qutside Counsel and Outside Consultants may take notcs necessary to
perform their analysis, and they may retain such notes until this proceeding, including any appeal, is final
and no longer subject to judicial review. The Reviewing Party’s Outside Counsel and Outside
Consultants may, at their discretion, retain such notes at the secure workplace or remove them. If the
Reviewing Party submits in the record any analysis that uses Highly Confidential Information, it must
comply with the terms and conditions set forth in the First Protective Order and this Second Protective
Order. After their analysis is completed, the Reviewing Party’s Qutside Counsel and Qutside Consultants
may retain the data and analysis at a private, secure location in the offices of Submitting Party’s
Custodian Counsel, where they may have access on an as needed basis until this proceeding, including
any appeal, is final and no longer subject to judicial review. The Reviewing Party must submit an
affidavit in the record of this proceeding, at the time it submits integrated analysis pursuant to paragraph
14, certifying that, as pertains to the review and analysis of Highly Confidential Information that is
maintained in an electronic format pursuant to paragraphs 11 and 13, its Qutside Counsel and Qutside
Consultants have removed from the offices of the Submitting Party’s Custodian Counsel only their notes
and four copies of the final work product that is being submitted to the Commission, that they have not
removed any intermediate work product, and that they have filed everything {other than their notes and
one copy of their analysis) that they have removed.

13, Requests for Additional Disclosure. If any person requests disclosure of Highly Confidentiat
Information outside the terms of this Second Protective Order, such a request will be treated in
accordance with sections 0.442 and 0.461 of the Cominission’s rules.

14. Filings with the Commission. Persons described in paragraph 7 may, in any documents that they
file in this proceeding, reference Highly Confidential Information, but only if they comply with the
following procedure: Two copics of each filing that contains or references Highly Confidential
Information pursuant to this Second Protective Order (the Confidential Filing) must be delivered in
person to Gary Remondino, Wireline Competition Bureau, Federal Communications Commission, 445
12th Street, S.W., Washington, D.C. 20554. The filing should be accompanied by a cover letter
prominently stating “HIGHLY CONFIDENTIAL INFORMATION - SUBJECT TO SECOND
PROTECTIVE ORDER IN WC DOCKET NO. 07-97. Each page of the confidential or proprietary
document should be stamped “HIGHLY CONFIDENTIAL INFORMATION - SUBJECT TO SECOND
PROTECTIVE ORDER IN WC DOCKET NO. 07-97 BEFORE THE FEDERAL COMMUNICATIONS
COMMISSION.” In addition, the submitting party must file with the Secretary’s Office one copy of the
Confidential Filing and two copies of the Confidential Filing in redacted form (the Redacted Confidential
Filing). The two copies of the Redacted Confidential Filing and their accompanying cover ictters should be
stamped “*REDACTED — FOR PUBLIC INSPECTION.” The cover letter accompanying the Redacted
Confidential Filing should state that the Submitting Party 1s filing a redacted version of the particular
Confidential Filing. Parties should not provide courtesy paper copies of filings containing Highly
Confidential Information to Commission Staff unless the Bureau so requests, in which case the Submitting
Party may print as many copies as the Bureau requests in addition to the four specified in paragraph 12,
Auny such courtesy copies shall be submitted under seal. All parties should submit an electronic copy of
{ilings containing Highly Confidential Information to Jeremy Miller (Jeremy Miller@fce.gov) and Denise
Coca {Denise.Coca@fec.gov), but should not submit any additional unredacted clectronic courtesy copies
unless they are specifically requested by Bureau or Coramission staff.

15. Client Consultation. Nothing in this Second Protective Order shall prevent or otherwise restrict
Qutside Counsel from rendering advice to their clients relating to the conduct of this proceeding and any
subsequent judicial proceeding arising therefrom and, in the course thereof, relying generally on
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examination of Stamped Highly Confidential Documents or Highly Confidential Information; provided,
however, that in rendering such advice and otherwise communicating with such client, outside Counsel
shall not disclose Stamped Highly Confidential Documents or Highly Confidential Information.

16. No Waiver of Confidentiality. Disclosure of Highly Confidential Information as provided herein
by any person shall not be deemed a waiver by any Submitting Party of any privilege or entitlement to
confidential treatment of such Highly Confidential Information. Reviewing parties, by viewing this
material agree: (1) not to assert any such waiver; (2) not to use Highly Confidential Information to seck
disclosure in any other proceeding; and (3) that accidental disclosure of Highly Confidential Information
by a Submitting Party shall not be deemed a waiver of any privilege or entitlcment as long as the
Submitting Party takes prompt remedial action. ”

17. Subpoena by Courts, Departments or Agencies, If a court, or a federal or state department or
apgency issues a subpoena or orders production of Stamped Highly Confidential Documents or Highly
Confidential Information that a party has obtained under terms of this Second Protective Order, such
party shall promptly notity each Submitting Party of the pendency of such subpoena or order. Consistent
with the independent authority of any court, department or agency, such notification must be
accompiished such that the Submitting Party has a full opportunity to oppose such production prior to the
production or disclosure of any Stamped Highly Confidential Document or Highly Confidential
Information.

18. Violations of Second Protective Order. Should a person that has properly obtained access to
Highly Confidential Information under this Second Proteciive Order violate any of its terms, that person
shall immediately convey that fact to the Commission and to the Submitting Party. Further, should such
violation consist of improper disclosure of Highly Confidential Information, the violating person shail
take all necessary steps to remedy the improper disclosure. The Commission retains its full authority to
fashion appropriate sanctions for violations of this Second Protective Order, including but not limited to
suspension or disbarment of Counsel from practice before the Commission, forfeitures, cease and desist
orders, and denia! of further access to Highly Confidential Information in this or any other Commission
proceeding. Nothing in this Second Protective Order shall limit any other rights and remedies available
to the Submitting Party at law or in equity against any person using Highly Confidential Information in a
manner not authorized by this Second Protective Order.

19. Termination of Proceeding, The provisions of this Second Protective Order shall not terminate at
the conclusion of this proceeding. Within two weeks after conclusion of this proceeding and any
administrative or judicial review, persons described by paragraph 7 shall destroy or return to the
Submitting Party Stamped Highly Confidential Documents and all copies of the same. No material
whatsoever derived from Stamped Highly Confidential Documents may be retained by any person having
access thereto, except Outside Counsel (as described 1n paragraph 7) may retain, under the continuing
strictures of this Second Protective Order, one copy of the pleading containing Highly Confidential
Information prepared on behalf of that party. All Outside Counsel shall make certification of compliance
herewith and shall deliver the same to Outside Counsel for the Submitting Party not more than three
weceks after conclusion of this proceeding and any administrative or judicial review. The provisions of
this paragraph regarding retention of Stamped Highly Confidential Documents and copies of same shall
not be construed to apply to the Commission or its staff.
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20. Accordingly, IT IS ORDERED that pursuant to sections 4(i}, 4(j}, and 10 of the Communications
Act of 1934, as amended, 47 U.S.C. §§ 154(i), 154(}), 160, and pursuant to authority delegated under
scctions 0.91 and 0.291 of the Commission’s rules, 47 C.F.R. §§ 0.91, 0.291,” the Sccond Protective
Order IS ADOPTED, effective upon its release.

FEDERAL COMMUNICATIONS COMMISSION

Marcus Maher
Associate Chief, Wireline Competition Bureau

F See 47 US.C. § 155(c).
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APPENDIX A
Acknowledgment of Confidentiality

WC Docket No. 07-97

I hereby acknowledge that I have received and read a copy of the foregoing Second Protective
Order in the above-captioned proceeding, and I understand it. I agree that I am bound by the Second
Protective Order and that I shall not disclose or use Stamped Highly Confidential Documents or Highly
Confidential Information except as allowed by this Second Protective Order. T acknowledge that a
violation of the Second Protective Order is a violation of an order of the Federal Communications
Commission.

Without limiting the foregoing, to the extent that I have any employment, affiliation or role with
any person or entity other than a conventional private law firm (such as, but not limited to, a lobbying or
public interest organization), [ acknowledge specifically that my access to any information obtained as a
result of the Second Protective Order is due solely to my capacity as Outside Counsel of Record or
QOutside Consultant to a party or other person described in paragraph 7 of the foregoing Second Protective
Order and that I will not use such information in any other capacity nor will I disclose such mfornation
except as specifically provided in the Second Protective Order.

I acknowledge that it is my obligation to ensure that: (1) Stamped Highly Confidential
Documents and Highly Confidential Information are used only as provided in the Second Protective
Order; and (2) Stamped Highly Confidential Docurents are not duplicated except as specifically
permitted by the terms of paragraphs 8, 11, 12, and 14 of the Second Protective Order, and I certify that [
have verified that there are in place procedures at my firm or office to prevent unauthorized disciosure of
Stamped Highly Confidential Documents or Highly Confidential Information.

Capitalized terms used herein and not otherwisc defined shall have thc meanings ascribed to them
in the Second Protective Order.

Executed at BQN ver ﬂthisé. day of Sep Jems , Q0L

(s S (e pers

{Name] -
/ [Position]
[Address]
[Telephone]
[Email]
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Before the
Federal Communications Commission
Washington, D.C. 20554

In the Matter of

Petitions of Qwest Corporation for Forbearance WC Docket No, 0797
Pursuant to 47 US.C. § 160(c) in the Denver,
Minneapolis-St. Paul, Phoenix, and Seattle
Metropolitan Statistical Areas

T S T

SECOND PROTECTIVE ORDER

Adopted: May 31, 2607 Released: June 1, 2007
By the Chief, Wireline Competition Bureau:

1. Today, the Wireline Competition Bureau (Bureau} issued a Protective Order (First Protective
Order) regarding confidential or proprietary documents that may be submitted by Qwest Corporation
{Qwest) or other parties to this proceeding (individually, Submitting Party and collectively, Submitting
Parties).! We hereby adopt a Second Protective Order to ensure adequate protection for certain highly
confidential and competitively sensitive information that may be submitted by the Submitting Parties.

2. Accordingly, we will permit Submitting Parties submitting such documents and information and
those of a similarly competitively sensitive nature to designate those materials as Highly Confidential
and, as provided below, we will limit access to such materials to outside counsel of record, their
employees, and outside consultants and experts whom they rctain to assist them in this proceeding.” We
conclude that a Second Protective Order will give appropriate access to the public while protecting the
Submitting Parties’ competitively sensitive information. This Second Protective Order covers only those
portions of documents or data that fall into one of the categories specified below. The remainder of the
document {or a redacted version of the document) is not entitled to the additional protection provided by
the Second Protective Order.

3. Any party seeking access to confidential documents subject to the Second Proteciive Order shall
request access pursuant to the terms of the Second Protective Order and must sign the Acknowledgement
of Contidentiality, attached as Appendix A (Acknowledgement).

! Peritions of Owest Corporation for Forbearance Pursuant to 47 US.C. § 160fc) in the Denver. Minneapolis-St.
Paul, Phoenix, and Seatile Metropolitan Statistical Areas, WC Docket No. 07-97, First Protective Order, DA 07-
2292 (WCB, rel. Tune 1, 2007) (First Protective Order).

* On other occasions, the Bureau has granted similar protection to materials which, if released to competitors, would
allow those competitors to gain a significant advantage in the marketplace. See, e.g., Petition of the Verizon Local
and Long Distance Telephone Companies for Forbearance Under 47 US.C. § 160(c) with Regard to Certain
Dominant Carrier Regulations for In-Region, Interexchange Services, WC Docket No. 06-56, Second Protective
Order, DA 07-1623 (WCB rel. Apr. 5, 2007) (adopting a second protective order); Petition of Owest
Communications International Inc. for Forbearance from Enforcement of the Commission’s Dominant Carrier
Rules as They Apply after Section 272 Sunsets, WC Docket No. 05-333, Second Protective Order, 22 FCC Red 115
(WCB rel. Jan. 5, 2007} (same); SBC Communications, Inc. and AT&T Corp. Applications for Approval of Transfer
of Control, WC Docket No. 05-63, Order, 20 FCC Red 8876 {WCB rel. May 9, 2005) (same).
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4. Definitions. As uscd herein, capitalized terms, not otherwise defined herein, shall have the
following meanings:

“Stamped Highly Confidential Document” means any document, or any part thereof, that bears
the legend (or which otherwise shall have had the legend recorded upon it in a way that brings it to the
attention of a reasonable examiner) “HIGHLY CONFIDENTIAL INFORMATION — SUBJECT TO
SECOND PROTECTIVE ORDER IN WC DOCKET NO. 07-97 BEFORE THE FEDERAL
COMMUNICATIONS COMMISSION,” unless the Commission determines, sua sponte or by request
pursuant to sections 0.439 or 0.461 of its rules, that any such document is not entitied to such corfidential
treatment. The term “document” means any written, recorded, clectronically stored, or graphic material,
whether produced or created by the Submitting Party or another person. By designating a document a
“Stamped Highly Confidential Document,” a Submitting Party signifies that it contains information that
the Submitting Party believes should be subject to protection under the Freedom of Information Act
(FOIA), the Commission’s implementing rules and this Second Protective Order.

“Highly Confidential Information™ means information contained in Stamped Highly Confidential
Documents or derived therefrom that is not otherwise available from publicly available sources.
Specifically, Highly Confidential Information covered by the Second Protective Order refers to those
portions of documents or data — or entire documents, if eligible in their entirety — that disclose the
following: revenues or numbers of customers disaggregated by customer type and a market arca smaller
than the nation (such as a Metropolitan Statistical Arcu (MSA) or wire center service area) including
carmrier-specific E911 line count listings; details of the Submitting Party’s future plans to compete for a
customer or specific groups or types of customers (e g, husiness or wholesale customers) specifically
including the Submitting Party’s future pricing strategies, product strategies, or marketing strategies;
detailed or granular cagineering capacity information; information regarding the specific locations where
an intermodal competitor is able to use its own network, including its own loop facilities, through which it
is willing and abie, within a commercially reasonable time, to offer substitute services for the incumbent
local exchange carrier’s (LEC) local service offerings; the identity or characteristics of specific customers
or those with whom a company is negotiating; and those portions of documents that have some of the
characteristics of more than one category of competitive sensitivity listed above. To the extent that a
Submitting Party believes that future submissions fall into one of these categories, the Submitting Party
must file a letter explaining which category the information falls within, and the Submitting Party may
file under this Second Protective Order only those documents specifically authorized by the Bureau.

“Qutside Counsel of Record™ or “Outside Counsel” means the firm{s) of attorneys, or sole
practitioner(s), as the case may be, representing a party in these proceedings, provided that such persons
are not involved in competitive decision-making, i.¢., Outside Counsel’s activities, association, and
relationship with a client do not involve advice about or participation in the business decisions of the
client or of any competitor of a Submitting Party nor the analysis underlyving the business decisions.
Outside Counse! of Record includes any attorney representing a non-commercial party in these
proceedings, provided that such a person is not involved in the competitive decision-making activities of
any competitor of a Submitting Party.

“Outside Consultants” means consultants or experts retained for the purpose of assisting Counsel
or a party in this proceeding, provided that the Outside Consultants are not involved in competitive
decision-making, f.e., Outside Consultants’ activities, association, and refationship with a client do not
involve advice about or participation in the business decisions of the client or any competitor of a
Submitting Party nor the analysis underlying the business decisions. Outside Consultants include any
expert employed by a non-commercial party in these proccedings, provided that such a person is not
involved in the competitive decision-making activities of any competitor ot a Submitting Party.

S
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“Reviewing Party” means a person who has obtained access to Highly Confidential Information
{including Stamped Highly Confidential Documents) pursuant to paragraphs 7 and 10 of this Second
Protective Order.

5. Use of Highly Confidential Information. Persons obtaining access to Highly Confidential
Information (including Stamped Highly Confidential Documents) under this Second Protective Order
shall use the information solely for the preparation and conduct of this forbearance proceeding before the
Commission as delimited in this and subsequent paragraphs, and any judicial proceeding arising directly
from this proceeding and, except as provided herein, shall not use such documents or information for any
other purpose, mncluding, without limitation, business, governmental, or commercial purposes, or in other
administrative, regulatory or judicial proceedings. Should the Commission rely upon or otherwise make
reference to the contents of any of the Stamped Highly Confidential Documents or Highly Confidentiat
Information in its decision in this proceeding, it will do so by redacting any Highly Confidential
Information from the public version of the decision and by making the unredacted version of the decision
available only to a court and to those persons entitled to access to Highly Confidential Information under
this Second Protective Order.

6. Non-Disclosure of Stamped Highly Confidential Information. Except wilh the prior written
consent of the Submitting Party, or as hereinafter provided under this Second Protective Order, ncither a
Stamped Highly Confidential Document nor any Highly Confidential Information may be disclosed by a
Reviewing Party to any person other than the Commission and its staff.

7. Permissible Disclosure. Subject to the requircments of paragraph 10, Stamped Highly
Confidential Documents may be reviewed by Qutside Counsel and Qutside Consultants. Qutside Counsel
and Outside Consultants may disclose Stamped Highly Confidentiat Documents and other Highly
Confidential Information to: (1) paralegals or other employces of such Outside Counsel or Outside
Consultants not described in clause 2 of this paragraph assisting Qutside Counsel or Qutside Consultants
in this proceeding; (2) employees of such Outside Counsel or Qutside Consultants involved solely in one
or more aspects of organizing, filing, coding, converting, storing, or retrieving documents or data or
designing progrars for handling data connected with this proceeding, or performing other clerical or
ministerial functions with regard to documents connected with this proceeding; and (3) employees of
third-party contractors performing one or more of the functions set forth in ciause 2 of this paragraph,
Reviewing Parties may discuss and share the contents of the Stamped Highly Confidential Documents
and Highly Confidential Information with any other Reviewing Party and with the Commission and its
staff. A Submitling Party’s Stamped Highly Confidential Documents and Highly Confidential
Information may also be disclosed to employecs and Counsel of the Submitting Party, as otherwise
permitted.

8. Protection of Stamped Highly Confidential Documents and Highlv Confidential Information.
Persons described in paragraph 7 shall have the obligation to ensure that aceess to Stamped Highly
Confidential Documents and Highly Confidential Information is strictly limited as prescribed in this
Second Protective Order. Such persons shall further have the obligation to ensure that: {1) Stamped
Highly Confidential Documents and Highly Cenfidential Information are used only as provided in this
Second Protective Order; and (2) Stamped Highly Confidential Documents are not duplicated except as
necessary for filing at the Commission under seal as provided in paragraph 14 below.

9. Prohibited Copying. Tf, in the judgment of the Submitting Party, a document contains
information so sensitive (even given its Highly Confidential designation) that it should not be copied by
anyone, it shall bear the additional legend “Copying Prohibited” and no copies of such document, in any
form, shall be made. Application for relief fror this restriction against copying may be made to the
Commission, with notice to Outside Counsel of Record for the Submitting Party.
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10. Procedures for Obtaining Access to Highly Confidential Documents. In all cases where access to
Stamped Highly Confidential Documents and Highly Confidential Information is permitted pursuant to
paragraph 7, before reviewing or having access to any Stamped Highly Confidential Documents or
Highly Confidential Information, each person seeking such access shall execute the attached
Acknowledgment of Confidentiality (Acknowledgment} and file it with the Bureau via the Commission’s
Electronic Comment Filing System (ECFS) for this docket. All such persons (except as described below)
shall serve the Acknowledgement upon each Submitting Party through its Outside Counsel of Record so
that the Acknowledgment is received by each Submitting Party at least five business days prior to such
person’s reviewing or having access to such Submitting Party’s Stamped Highly Corfidential Documents
or Highly Confidential Information. Where the person seeking access is one described in elther clause 2
or 3 of paragraph 7, the Acknowledgment shall be delivered promptly prior to the person obtaining
access. Each Submitting Party shail have an opportunity to object to the disclosure of Stamped Highly
Confidential Documents to any persons seeking access. Any objection must be filed at the Commission
and served on Counsel representing, relainmy or employing such person within three business days after
receiving a copy of that person’s Acknowledgment (or where the person seeking access is one described
in ¢ither clause 2 or 3 of paragraph 7, such objection shall be filed and served as promptly as practicable
after receipt of the relevant Acknowledgment). Until any such objection is resolved by the Commission
and, if appropriate, any court of competent jurisdiction prior to any disclosure, and unless such objection
is resolved in favor of the person seeking access, persons subject to an objection from a Submitting Party
shall not have access to Stamped Highly Confidential Documents or Highly Confidential Information.
The Submitting Party shall make available for review the Stamped Highly Confidential Documents of
such party at the offices of such party’s Outside Counsel of Record or, if the Submitting Party does not
have Outside Counsel of Record, at the offices of such party’s in-house counsel; provided, however, that
multiple Submitting Parties filing together shail make available for review all of their Stamped Highly
Confidential Documents at the offices of one of the Submitting Parties” Outside Counsel of Record (the
Submitting Parties” Custodian Counsel).

11. Information in Electronic Format. Upon wrilten request as provided for in paragraph 10, a
Reviewing Party may review and analyze Highly Confidential Information that is maintained in an
electronic format. The Submitting Party may require such electronic information be reviewed at the
office of Submitting Party’s Custodian Counscl. Any other party submitting Highly Confidential
Information in electronic format may require such electronic information be reviewed at the office of their
Outside Counsel of Record. The Submitting Party must provide the Reviewing Party’s Outside Counsel
of Record and Qutside Consultants adequate and secure computer capacity to load and run their software
and assist in obtaining any off-site software licenses that may be required. Submitting Party’s Custodian
Counsel must afford the Reviewing Party’s Outside Counsel and Outside Consultants a private and secure
workplace, including private and secure storage and adequate shredding and disposal arrangements,
where they may review and analyze the data and prepare their analysis. The Reviewing Party’s Outside
Counsel and Qutside Consultants may use the secure workplace 24 hours a day, seven days a week, until
their analysis is complete and ready to be submitted to the Commission, and thereafter on an as necded
basis until this proceeding, including any appeal, is final and no longer subject to judicial review.

12. The Submitting Party must allow the Reviewing Party’s Outside Counsel and Qutside
Consultants to perform an integrated analysis of the Submitting Party’s Highly Confidential Information
at a single location in the offices of the Submitting Party’s Custodian Counsel. The Reviewing Party’s
Outside Counsel and Outside Consultants may print four copies of their analysis, three that arc to be
submitted to the Comunission for purposes of this proceeding in accordance with paragraph 14 and one,
identical to the analysis submitted to the Commission, which they may retain and use solely in accordance
with the provisions of the First Protective Order and this Second Protective Order. The Reviewing
Party’s Outside Counse! and Outside Consultants may also print any intermediate steps or work product
necessary to perform their analysis, including charts and graphs, efc., and they may keep any printouts of

4
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that intermediate work product at the private, secure workplace at the offices of the Submitting Party’s
Custodian Counsel untit this proceeding, including any appeal, is final and no longer subject to judicial
review; however, they are prohibited from removing any intermediate work product from the secure
workplace. The Reviewing Party’s Outside Counsel and Outside Consultants may take notes necessary to
perform their analysis, and they may retain such notes until this procceding, including any appeal, is final
and no longer subject to judicial review. The Reviewing Party’s Outside Counse! and Outside
Consultants may, at their discretion, retain such notes at the secure workplace or remove them. If the
Reviewing Party submits in the record any analysis that uses Highly Confidential Information, it must
comply with the terms and conditions set forth in the First Protective Order and this Second Protective
Order. After their analysis is completed, the Reviewing Party’s Outside Counsel and Qutside Consultants
may retain the data and analysis at a private, secure location in the offices of Submitting Party’s
Custodian Counsel, where they may have access on an as needed basis until this proceeding, inciuding
any appeal, is final and no longer subject to judicial review. The Reviewing Party must submit an
affidavit in the record of this proceeding, at the time it submits integrated analysis pursuant to paragraph
14, certifying that, as pertains to the review and analysis of Highly Confidential Information that is
maintained in an clectronic format pursuant to paragraphs 11 and 13, its Qutside Counsel and Outside
Consultants have removed from the offices of the Submitting Party’s Custodian Counsel only their notes
and four copies of the final work product that is being submitted to the Commission, that they have not
removed any intermediate work product, and that they have filed evervthing (other than their notes and
one copy of their analysis) that they have removed.

13. Requests Jor Additional Disclosure. If any person requests disclosure of Highly Confidential
Information outside the terms of this Second Protective Order, such a request will be treated in
accordance with sections 0.442 and 0.461 of the Commission’s rules.

14. Filings with the Commission. Persons described in paragraph 7 may, in any documents that they
file in this proceeding, reference Highly Confidential Information, but only if they comply with the
following procedure: Two copies of each filing that contains or references Highly Confidential
Information pursuant to this Second Protective Order (the Confidential Filing) must be delivered in
person to Gary Remondino, Wireline Competition Bureau, Federal Communications Commission, 445
12th Street, S.W., Washington, D.C. 20554, The [iling should be accompanied by a cover letter
prominently stating “HIGHLY CONFIDENTIAL INFORMATION - SUBJECT TO SECOND
PROTECTIVE ORDER IN WC DOCKET NO. 07-97.” Each page of the confidential or proprietary
document should be stamped “HIGHLY CONFIDENTIAL INFORMATION — SUBJECT TO SECOND
PROTECTIVE ORDER IN WC DOCKET NO. 07-97 BEFORE THE FEDERAL COMMUNICATIONS
COMMISSION.” In addition, the submitting party must file with the Secretary’s Office one copy of the
Confidential Filing and two copies of the Confidential Filing in redacted form (the Redacted Confidential
Filing). The two copies of the Redacted Confidential Filing and their accompanying cover letters should be
stamped “REDACTED — FOR PUBLIC INSPECTION.” The cover letter accompanying the Redacted
Confidential Filing should state that the Submitting Party is filing a redacted version of the particular
Confidential Filing. Parties should not provide courtesy paper copies of filings containing Highly
Confidential Information to Commission Staff unless the Bureau so requests, in which case the Submitting
Party may print as many copies as the Bureau requests in addition to the four specified in paragraph 12.
Any such courtesy copies shall be submitted under seal. All parties should submit an electronic copy of
filings containing Highly Confidential Information to Jeremy Miller (Jeremy.Miller@fcc.gov) and Denise
Coca (Denise.Coca@fcc.gov), but should not submit any additional unredacted electronic courtesy copies
unless they are specifically requested by Bureau or Commission staff.

15. Client Consulitation. Nothing in this Second Protective Order shall prevent or otherwise restrict
Outside Counsel from rendering advice to their clients relating to the conduct of this proceeding and any
subsequent judicial proceeding arising therefrom and, in the course thereof, relying generally on
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examination of Stamped Highly Confidential Documents or Highly Confidential Information; provided,
however, that in rendering such advice and otherwise communicating with such client, cutside Counsel
shall not disclose Stamped Highly Confidential Documents or Highly Confidential Information.

16. No Waiver of Confidentiality. Disclosure of Highly Confidential Information as provided herein
by any person shall not be deemed a watver by any Submitting Party of any privilege or entitlement to
confidential treatment of such Highly Confidential Information. Reviewing parties, by viewing this
material agree: (1) not to assert any such waiver; {2) not to use Highly Confidential Information to seek
disclosure in any other proceeding; and (3} that accidental disclosure of Highly Confidential Information
by a Submitting Party shall not be deemed a waiver of any privilege or entitlement as long as the
Submitting Party takes prompt remedial action.

17. Subpoena by Courts, Departments or Agencies. If a court, or a federal or state department or
agency issucs a subpoena or orders production of Stamped Highly Confidential Documents or Highly
Confidential Information that a party has obtained under terms of this Second Protective Order, such
party shall promptly notify each Submitting Party of the pendency of such subpoena or order. Consistent
with the independent authority of any court, department or agency, such notification must be
accomplished such that the Submitting Party has a full opportunity to oppose such production prior to the
production or disclosure of any Stamped Highly Confidential Document or Highly Confidential
Information.

8. Violations of Second Protective Order. Should a person that has properly obtained access to
Highly Confidential Information under this Second Protective Order violate any of its terms, that person
shall immediately convey that fact to the Commission and to the Submitting Party. Further, should such
violation consist of improper disclosure of Highly Confidential Information, the violating person shall
take all necessary steps to remedy the improper disclosure. The Commission retains its [ull authority to
fashion appropriate sanctions for violations of this Second Protective Order, including but not limited to
suspension or disbarment of Counsel from practice before the Commission, forfeitures, cease and desist
orders, and denial of further access to Highly Confidential Information in this or any other Commission
proceeding. Nothing in this Second Protective Order shall limit any other rights and remedies available
to the Submitting Party at law or in equity against any person using Highly Confidentiat Information in a
manner not authorized by this Second Protective Order.

19. Termination of Proceeding. The provisions of this Second Protective Order shall not terminate at
the conclusion of this proceeding. Within two weeks after conclusion of this proceeding and any
administrative or judicial review, persons described by paragraph 7 shall destroy or return to the
Submitting Party Stamped Highly Confidential Documents and all copies of the same. No material
whatsoever derived from Stamped Highly Confidential Documents may be retained by any person having
access thereto, except Outside Counsel (as described in paragraph 7} may retain, under the continuing
strictures of this Second Protective Order, one copy of the pleading containing Highly Confidential
Information prepared on behalf of that party. All Outside Counsel shall make certification of compliance
herewith and shall deliver the same to Qutside Counsel for the Submitting Party not more than three
weeks after conclusion of this proceeding and any admimstrative or judicial review. The provisions of
this paragraph regarding retention of Stamped Highly Confidential Documents and copies of same shall
not be construed to apply to the Commission or its staff.
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20. Accordingly, IT IS ORDERED that pursuant to sections 4(1), 4(j), and 10 of the Communications
Act of 1934, as amended, 47 U.5.C. §§ 154(1), 154}, 160, and pursuant to authority delegated under
sections 0.91 and 0.291 of the Commission’s rules, 47 C.F.R. §§ 0.91, 0.291," the Second Protective
Order IS ADOPTED, effective upon its release.

FEDERAL COMMUNICATIONS COMMISSION

Marcus Maher
Associate Chief, Wireline Competition Bureau

* See 47 U.8.C. § 155(c).
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APPENDIX A
Acknowledgment of Confidentiality

WC Docket No. 07-97

I hereby acknowledge that I have received and read a copy of the foregoing Second Protective
Order in the above-captioned proceeding, and I understand it. T agree that I am bound by the Second
Protective Order and that I shall not disclose or use Stamped Highly Confidential Documents or Highly
Confidential Information except as allowed by this Second Protective Order. 1 acknowledge that a
violation of the Second Protective Order is a violation ot an order of the Federal Communications
Commission.

Without limiting the foregoing, to the extent that [ have any employment, atfiliation or role with
any person or entity other than a conventional private law firm (such as, but not limited to, a lobbying or
public interest organization), I acknowledge specifically that my access to any information obtained as a
result of the Second Protective Order is due sclely to my capacity as Outside Counsel of Record or
Qutside Consultant te a party or other person described in paragraph 7 of the foregoing Second Protective
Order and that [ will not use such information in any other capacity nor will I disclose such information
except as specifically provided in the Second Protective Order.

I acknowledge that it is my obligation to ensure that: (1) Stamped Highly Confidential
Documents and Highly Confidential [nformation are used only as provided in the Second Prosective
Order; and (2) Stamped Highly Confidential Documents are not duplicated except as specifically
permitted by the terms of paragraphs 8, 11, 12, and 14 of the Second Protective Order, and I certify that I
have verified that there arc in place procedures at my firm or office to prevent unauthorized disclosure of
Stamped Highly Confidential Documents or Highly Confidential Information.

Capitalized terms used herein and not otherwise defined shali have the meanings ascribed to them
in the Second Protective Order.
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Betore the
Federal Communications Commission
Washington, D.C. 20554

In the Matter of

Petitions of Qwest Corporation for Forbearance WC Docket No. 07-97
Pursuant to 47 U.5.C. § 160(c) in the Deaver,
Minneapolis-St. Paul, Phoenix, and Scattle
Metropolitan Statistical Arcas

R L U

FIRST PROTECTIVE ORDER
Adopted: May 31, 2607 Released: June 1, 2007
By the Chiet, Wircline Competition Bureau:

1. Blocuments subritted to the Commission in the course of forbearance proceedings may represent or
contain confidential or proprietary information. This First Profective Order 1s intended to facilitate and
expedite the review of confidential information subnutted by parties to this proceeding, including privileged
and confidential information, such as trade secrets or financial information. To ensure that documents and
materials in the above-referenced procecding considered by Submitting Parties to be confidential and
proprietary are afforded protection, the Wireline Competition Bureau hereby enters this First Protective
Order

2. Non-Disclosure. Except with the prior written consent of the person originaily designating a
document to be stamped as a confidential document, or as hereinafter provided under this order, no stamped
confidential document may be disclosed to any person. A “stamped confidential document” means any
document which bears the legend (or which otherwisc has had the legend recorded upon it in a way that
brings it to the atiention of a reasonable cxaminer) “CONVIDENTIAL — SUBJECT TO FIRST
PROTECTIVE QRDER IN WC DOCKET NO. 07-97 BEIFORE THE FEDERAL COMMUNICATIONS
COMMISSION” o signify that it contains information believed to be subject to protection under the
Commission’s rules. For purposes of this order, the term “document” means all written, recorded, or
graphic material, whether produced or created by a party or another person, whether produced pursuant to
the Commission’s rules, pursuant to subpoena, by agreement, or otherwise. Documents that quote,
summarize, or contain materials cntitled to protection may be accorded status as a stamped confidential
document, but, to the extent feasible, shall be prepared in such a manner that the confidential information is
bound separately from that not entitled to protection.

3. Permissible Disclosure. Notwithstanding paragraph 2, stamped confidential documents may be
disclosed subject to the provisions of subparagraphs (a) and (b}, to the following persons if disclosure is
reasonably necessary for such persons to render professional services in this proceeding: counsel of record
for parties that may file in this procecding, including in-house counse! who are actively engaged in the
conduct of this proceeding; partners, associatcs, sceretanies, paralegal assistants, and cmployees of such
counsel; outside consultants or experts retained to render professional services in this proceeding, provided

"'We also adopt today a Second Protective Order to govern the submission and disclosurc of highly confidential
information in this proceeding. Petitions of Qwest Corpaoration for Forbearance Pursuani to 47 U.S.C. § 160(c} in
the Denver, Minneapolis-St. Panl, Phoenix, and Seattle Metropolitan Statistical Areas, WC Docket No. 07-97,
Second Protective Order, DA (47-2293 (WCB, rel. June 1, 2007} (Second Protective Order).
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that they are under the supervision of the counsel of record: and in-house cconomists and regulatory
analysts, provided that they are under the supervision ol the counsel of record. Such documents may also be
disclosed to rclevant employees of regulatory agencies, Commission employees involved in this procceding,
and to any person designated by the Commission In the interest of justice, upon such terms as the
Commisslon may decm proper.

(a) Notwithstanding any other provision of this order, before any disclosure shall occur, any
individual {other than a Commission employec) to whom confidential information is disclosed must certify
m writing that he/she has read and understands this First Protective Order, agrees to abide by its terms, and
undcrstands that unauthorized disclosures of the stamped confidential documents are prohibited. A copy of
each such certification shall be provided to the party that designated the information confidential. (See
Attachment A for a model certification.)

{b) Before disclosing a stamped confidential document to any person who is described in paragraph
3 (other than an attorney)} and who is employed by a competitor or potential competitor of the party that so
dosignated the document, the party seeking such disclosure shall give at least five days’ advance notice in
writing to the counsel who designated such inlormation as confidential, stating the names and addresses of
the person(s) to whom the disclosure will be made, identifying with particularity the documents to be
disclosed, and stating the purposes of such disclosure. Such notice shall also be filed in the Commission’s
Electronic Comment Filing System {ECFS}) for this docket. No such disclosure shall be made within the
five-day period. If, within the tive-day pertod, a motion is filed objecting to the proposed disclosure,
disclosure is not permissible until the Commission has denied such motion and disclosure is permitted under
47 CF R. § 0459, Any such motion shall be hand-served on the party seeking such disclosure,

4.  Access to Confidential Information. Any party producing confidential information pursuant to this
order shall designate a Washington, D.C., location and such other locations as may be convenient at which
all parties shall be permitted access to and review of requested confidential information pursuant to the
other terms of this order, or pursuant to alternative arrangements agreed upon by the parties. Any such
access or review may be limited to regular business hours after reasonable notice by the requesting party.

5. Confidential Information Filed in the Record. Stamped confidential documents and other
confidential information may be offered in the record of this proceeding, provided that such confidential
information is furnished under scal. The party submitting confidential documents shall ensure that each
page bears the legend “CONFIDENTIAL - SUBJECT TO FIRST PROTECTIVE ORDER IN WC
DOCKET NO. 07-97 BEFORE THE FEDERAL COMMUNICATIONS COMMISSION.”

6. Commission Trecatment of Confidential Information. If confidential documents are submitted to the
Cormmission in accordance with paragraph 5, the materials shall remain sealed while in the Secretary’s
office or such other place as the Commission may designate so long as they retain their status as stamped
confidential documents. The Commission may, sua sponte or by petition, determine that all or part of the
information claimed by the producing party to be confidential is not entitled to such treatment. See
generally 47 CF.R. § 0.459.

7. Usc. Persons obtaining access to stamped confidential docuements under this order shall use the
information only in the conduct of this proceeding and any judicial proceeding arising therefrom, and shall
not use such information for any other purpose, including business, governmental, commercial, or other
administrative or judicial proceedings. Persons obtaming access to confidential information under the terms
of this order may disclose, describe, or discuss the confidential information in any pleading filed in this
proceeding, provided that such pleading is stamped confidential and filed under seal, and provided that a
separate public version is filed from which all confidential information is redacted. Persons filing pleadings

2
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under seal based on confidential information: provided by others shall serve such pleadings by haod or
overnight delivery on the party originally requesting confidential treatment of the underlying information.

8. Subpocna by Courts or Other Agencies. If a court or another administrative agency subpoenas or
orders production of stamped contidential documents which a party has obtained under terms of this order,
such party shall promptly notify the party and any other person who designated the document as confidential
of the pendency of such subpoena or order,

rendering advice to their clients regarding the forbearance proceeding in which a confidential document is
submitted and, in the course thereof, relying generally on examination of stamped confidential documents
submitted in that proceeding; provided, however, that in rendening such advice and otherwise
communicating with such client, counsel shall not make specific disclosure of any item so designated except
pursuant to the procedures of paragraph 3 above.

10. Prohibited Copying. If a document contains information so sensitive that it should not be copied by
anyone, it shall bear the additional legend “Copying Prohibited.” Application for relief from this restriction
against copying may be made to the Commission, with notice to counsel so designating the document.

11. Non-Termination. The provisions of this order shail not terminate at the conclusion of this
proceeding.

12. Modification Permitted. Nothing in this order shall prevent any party or other person from
seeking modification of this order.

13. Responsibilify of Attorneys. The attorneys of record are responsibie for employing reasonable
measurcs to control, consistent with this order, duplication of, access to, and distribution of copies of
stamped confidential documents. Parties shall not duplicate any stamped confidential document except
working copics and for purposes of fifing at the Commission under seal,

(which inclndes administrative or judicial review), parties that have received stamped confidential
documents shall either return all copies of such documents in their possession to the party that submitted the
documents, or destroy all such confidential documents.

the Compmission’s rules, the common law or other source of law, any failure to abide by the terms of this
order may result in dismissal of a party’s pleadings, or censure, suspension, or disharment of the attorneys
involved, see 47 C.F.R. § 1.24, or possible reterral to the relevant local bar.
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16. Accordingly, iT IS ORDERED that pursuant to sections 4({), 4()), and 10 of the Communications
Act of 1934, as amended, 47 U.S.C. §§ 154(i), 154(])), 160, and pursuant to authority delegated under
sections 0.91 and 0.291 of the Commmission’s riles, 47 C.F.R. §§ 0.91, 0.291 ? the First Protective Order
IS ADOPTED, cffective upon its release.

FEDERAIL COMMUNICATIONS COMMISSION

Marcus Maher
Associate Chief, Wireline Competition Burean

* See 47 U.S.C. § 155(c).
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ATTACHMENT A
WC DOCKET NO. 07-97
I have received a copy of the First Protective Order tn WC Docket No. 07-97. 1 have read the order and
agree to comply with and be bound by the terms and conditions of the First Protective Order. The signatory

understands, in particular, that unauthorized disclosure, or the use of the information for competitive
commercial or business purposes, will constitute a violation of the First Protective Order.

SIGNATURE: /7

] I # i ‘
. \ .\);I-g t 1 5 ¥ . ., P
NAME PRINTED: f&r M7 5. e d
{,! §oaef T b g N |
' _ f."
i .-
~ - ol Pty o et s e £
ARV AU EORR U S IS AL I A
TITLE e 00 et 3 :-‘:_.; i Ly ¥
Cemt S ey i .
s s / 7 * l . '-.! . . -
ADDRESS: |7 £, fw 87 o A Cnde, o Fo oL
R . S " ,f . .o
Y .
- - 1 e
gﬁ;) AR SRR B G B I P
b i . --q,;
S S IR ETNE D P
REPRESENTING: (s |-lur | 1@ \Apidires s
~ b RS £ TR IR

. o
. i S ¥
gy, e Y R DR
EMPLOYER: 4. (% (miof=xX7
DATE:
i
f{r L/ Sl
el

.



Federal Communications Commission DA (7-2293

Before the
Federal Communications Comumuission
Washington, D.C. 20554

In the Matter of

Petitions of Qwest Corporation for Forbearance WC Docket No. 07-97
Pursuant to 47 U.S.C. § 160{c) in the Denver,
Minneapolis-St. Paul, Phoenix, and Scattle
Metropolitan Statistical Areas

R e Tl S S

SECOND PROTECTIVE ORDER

Adopted: May 31, 2007 Released: June 1, 2007
By the Chict, Wireline Competition Bureau:

1. Today, the Wircline Competition Bureau (Bureau) issued a Protective Order (First Protective
Order) regarding confidential or proprietary documents that may be submitted by Qwest Corporation
(Qwest) or other parties to this proceeding (individunally, Submitting Party and collectively, Submitting
Parties).! We hereby adopt a Second Protective Order to ensure adequate protection for certain highly
confidential and competitively sensttive information that may be submatted by the Submitting Parties.

2. Accordingly, we will permit Submitting Parties submitting such documents and information and
those of a similarly competilively sensitive nature to designate those materials as Highly Confidential
and, as provided below, we will limit aceess to such materials to outside counsel of record, their
employees, and outside consultants and cxperts whom they retain to assist them in this proceeding.” We
conclude that a Second Protective Order will give appropriate access to the public while protecting the
Submitting Parties” competitively sensitive information. This Second Protective Order covers only those
portions of documents or data that fall into one of the categories specified below. The remainder of the
document {or a redacted version of the document) 1s not cntitled to the additional protection provided by
the Second Protective Order.

3. Any party seeking access to confidential documents subject to the Second Protective Order shall
request access pursuant to the terms of the Second Protective Order and must sign the Acknowledgement
of Confidentiality, attached as Appendix A {Acknowledgement).

! Petitions of Qwest Corporation for Forbearance Pursuant to 47 U.S.C. § 160(c) in the Denver, Minneapolis-St.
Paul, Phoenix, and Seattle Metropolitan Statistical Areas, WC Dockel No. 07-97, First Protective Order, DA 07-
2292 (WCB, rel. June 1, 2007} (Firsr Protective Order).

* On other occasions, the Bureau has granted similar protection to materials which, if released to competitors, would
allow those competitors to gain a sigmficant advantage in the marketplace. See, e.g., Petition of the Verizon Local
and Long Distance Telephone Companies for Forbearance Under 47 US.C. § 160(c) with Regard to Certain
Dominanr Carrier Regulations for In-Region, Interexchange Services, WC Docket No. 06-56, Second Protective
Order, DA 07-1625 (WCB rel. Apr. 5, 2007) (adopting a second prolective order); Petition of Qwest
Communications International Inc. for Forbearance from Enforcement of the Commission’s Dominanmt Carrier
Rules as They Apply after Section 272 Sunsets, WC Docket No. 05-333, Second Prolective Order, 22 FCC Red 115
{WCB rel. Jan. 5, 2007) (same); SBC Communications, Inc. and AT&T Corp. Applications for Approval of Transfer
of Conirol, WC Docket No. 05-65, Order, 20 FCC Red 8876 (WCB rel. May 9, 20035) {same).
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4. Dcfinitions. As used hereln, capitalized terms, not otherwise defined herein, shall have the
following meanings:

“Stamped Highly Confidential Document”™ means any document, or any part thereof, that bears
the legend (or which otherwise shall have had the legend recorded upon it in a way that brings it to the
attention of a reasonable examiner) “HIGHEY CONFIDENTIAL INFORMATION - SUBJECT 1O
SECOND PROTECTIVE ORDER IN WC DOCKET NO. 3797 BEFORE THE FEDERAL
COMMUNICATIONS COMMISSION,” unless the Commission determines, sia sponte or by request
pursuant to sections §.439 or 0.461 of its rules, that any such document is not entitled to such confidential
treatment. The term “document” means any wrilten, recorded, electronically stored, or graphic material,
whether produced or created by the Submitting Party or ancother persen. By designating a document a
“Stamped Highly Confidential Document,” a Submitting Party signifies that 1t contains information that
the Submitting Party believes should be subject to protection under the Ireedom of Information Act
(FOIA), the Commission’s implementing rules and this Second Protective Order.

“Mighly Confidential Information™ means information contained in Stamped Highly Confidential
Documents or derived therefrom that is not otherwise available from publicly available sources.
Specifically, Highly Confidential Information covered by the Second Protective Order refers to those
portions of documents or data — or entire documents, if eligible in their entirety — that disclose the
following: revenucs or numbers of customers disaggregated by customer type and a market area smaller
than the nation (such as a Metropolitan Statistical Area (MSA) or wire center service area) including
carrier-specific ES11 line count listings; details of the Submitting Party’s future plans to compete for a
customer or specific groups or types of customers {e.g., business or wholesale customers} specifically
including the Submitting Party’s future pricing strategics, product strategies, or marketing strategies;
detailed or granular enginecring capacity information; information regarding the specific locations where
an intermodal competitor is able to use its own network, including its own Joop facilities, through which it
is willing and able, within a commercially reasonable time, to offer substitute services for the incumbent
focal exchange carrier’s (ILEC) local service offerings; the identity or characteristics of specific customers
or those with whom a company is negotiating; and those portions of documents that have some of the
characteristics of more than one category of competitive sensitivity listed above. To the extent that a
Submitting Party belicves that future submissions fall into one of these categories, the Submitting Party
must file a letter explaining which category the information falls within, and the Submitting Party may
fle under this Second Protective Order only those documents specifically anthorized by the Bureau.

“Qutside Counsel of Record” or “Outside Counsel™ means the firm(s) of attormeys, or sole
practitioner(s), as the case may be, representing a party in these proceedings, provided that such persons
are not involved in competitive decision-making, i.e , Outside Counsel’s activities, association, and
relationship with a client do not involve advice about or participation in the business decisions of the
client or of any competitor of a Submitting Party nor the analysis underlying the business decisions.
Outside Counsel of Record includes any attorney representing a non-commercial party in these
proceedings, provided that such a person is not invelved in the competitive decision-making activities of
any competitor of a Submitting Party.

~Qutside Consultants™ means consultants or experts retained for the purpose of assisting Counsel
or a party in this proceeding, provided that the Outside Consultants arc not invelved 1n competitive
decision-making, i.e., Outside Consultants’ activities, association, and relationship with a client do not
involve advice about or participation in the business decisions of the client or any competitor of a
Submitting Party nor the analysis underlying the business decisions. Qutside Consultants include any
expert employed by a non-commercial party in these proceedings, provided that such a person is not
involved in the competitive decision-making activities of any competitor of a Submitting Party.
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“Reviewing Party” means a person who has obtained access to Highly Confidential Intformation
(including Stamped Highly Confidential Documents) pursuant to paragraphs 7 and 10 of this Second
Protective Order.

5. Use of Highly Confidential Information. Persons obtaining access to Highly Confidential
Information (including Stamped Highly Confidential Documents) under this Second Protective Order
shall use the mformation solely for the preparation and conduct of this forbearance proceeding before the
Commission as delimited in this and subsequent paragraphs, and any fudicial procceding arising directly
from this procecding and, except as provided herein, shall not use such documents or information for any
other purpose, including, without limitation, business, governmental, or commercial purposes, or in other
administrative, regulatory or judicial proceedings. Should the Commission rely upon or otherwise make
refercnce to the contents of any of the Stamped Highly Confidential Documents or Highly Confidential
Information in its decision in this proceeding, it will do so by redacting any Highly Confidential
Information from the public version of the decision and by making the unredacted version of the decision
available only to a court and 1o those persons entitied to access to Highly Confideatial [nformation under
this Second Protective Order.

6. Non-Disclosure of Stamped Highly Confidential Information. Except with the prior written
consent of the Submitting Party, or as hereinafter provided under this Second Protective Order, neither a
Stamped Highly Confidential Document nor any Highly Confidential Information may be disclosed by a
Revicwing Party to any person other than the Commission and 1ts staff.

7. Permissible Disclosure. Subject to the requirements of paragraph 10, Stamped Highly
Confidential Docurments may be reviewed by Qutside Counsel and Outside Consultants. Outside Counsel
and Outside Consultants may disclose Stamped FHighly Confidential Docaments and other Highly
Confidential Information to: (1} paralcgals or other employees of such Outside Counsel or Qutside
Consultants not described in clause 2 of this paragraph assisting Outside Counsel or Qutside Consultants
in this proceeding; (2) employecs of such Outside Counsel or Qutside Consultants involved solely in one
or more aspects of organizing, filing, coding, converting, storing, or retrieving documents or data or
designing programs for handling data connected with this proceeding, or performing other clerical or
ministerial functions with regard to documents connected with this proceeding; and (3) employees of
third-party contractors performing one or more of the functions set forth in clause 2 of this paragraph.
Reviewing Parties may discuss and share the contents of the Stamped Highly Confidential Documents
and Highly Confidential Information with any other Reviewing Party and with the Commission and its
staff. A Submitting Party’s Stamped Highly Confidential Documents and Highly Confidential
Information may also be disclosed to cmiployees and Counsel of the Submitting Party, as otherwise
permitted.

8. Protection of Stamped Highly Confidential Documents and Highly Confidential Information.
Persons described in paragraph 7 shall have the obligation to ensure that access to Stamped Highly
Confidential Documents and Highly Confidential Information is strictly limited as prescribed in this
Second Protective Order. Such persons shall further have the obligation to ensure that: (1) Stamped
Highly Confidential Documents and Highly Confidential Information are used only as provided in this
Second Protective Order; and (2) Stamped Highly Confidential Documents are not duplicated except as
necessary for filing at the Commission under seal as provided in paragraph 14 below.

9, Prohkibited Copying. H, in the judgment of the Submitting Party, a document contains
information so sensitive (even given its Highly Confidential designation) that it should not be copied by
anyone, it shall bear the additional legend *Copying Prohibited” and no copies ot such document, in any
form, shall be made. Application for relief from this restriction against copying may be made to the
Commission, with notice to Outside Counsel of Record for the Submitting Party.
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10. Procedures for Obtaining dccess to Highly Confidential Documents, In all cases where access to
Stamped Highly Confidential Documents and Highly Confidential Information is permitted pursuant to
paragraph 7, before reviewing or having access to any Stamped Flighly Contidential Documents or
Highly Contfidential Information, each person seeking such access shall execute the attached
Acknowledgment of Confidentiality (Acknowledgment) and file it with the Bureau via the Commission’s
Electronic Comment Filing System (ECFS) for this docket. All such persons {cxcept as described below)
shalt serve the Acknowledgement upon each Submitting Party through its OQutside Counsel of Record so
that the Acknowledgment is received by each Submitting Party at lecast five business days prior to such
person’s reviewing or having access to such Submitting Party’s Stamped Highly Confidential Documents
or Highly Confidential Information. Where the person seeking access is one described in either clause 2
or 3 of paragraph 7, the Acknowledgment shall be delivered promptly prior to the person obtaining
access. Each Submitting Party shall have an opportunity 1o object to the disclosure of Stamped Highly
Confidential Documents to any persons seeking access. Any objection must be filed at the Commission
and served on Counsel representing, retaining or employing such person within three business days atter
recelving a copy of that person’s Acknowledgment (or where the person seeking access is one described
in ither clause 2 or 3 of paragraph 7, such objection shall be filed and served as promptly as practicable
after receipt of the relevant Acknowledgment). Until any such objection is resolved by the Commission
and, if appropriate, any court of competent jurisdiction prior to any disclosure, and unless such objection
is resolved m favor of the person seeking access, persons subject to an objection from a Submitting Party
shall not have access to Stamped Highly Confidential Documents or Highly Confidential Information.
The Submitting Party shall make available for review the Stamped Highly Confidential Documents of
such party at the offices of such party’s Qutside Counsel of Record o, if the Submitting Party does not
have Outside Counsel of Record, at the offices of such party’s in-house counsel; provided, however, that
multiple Submitting Parties filing together shall make available for review all of their Stamped Highly
Confidential Documents at the offices of one of the Submitting Parties” Outside Counsel of Record (the
Submitting Parties’ Custodian Counsel).

11. Information in Electronic Format. Upon written request as provided for in paragraph 10, a
Reviewing Party may review and analyze Highly Confidential Information that is maintained in an
electronic format. The Submitting Party may require such electronic information be reviewed at the
office of Submitting Party’s Custodian Counsel. Any other party submitting Highly Confidential
Information in electronic format may require such electronic information be reviewed at the office of their
Qutside Counsel of Record. The Submitting Party must provide the Reviewing Party’s Outside Counsel
of Record and Qutside Consultants adequate and secure computer capacity to load and run their software
and assist in obtaining any off-sitc software licenses that may be required. Submitting Party’s Custodian
Counsel must afford the Reviewing Party’s Qutside Counse! and Outside Consultants a private and secure
workplace, including private and sccure storage and adequate shredding and disposal arrangements,
where they may review and analyze the data and prepare their analysis. The Reviewing Party’s Qutside
Counsel and Outside Consultants may use the secure workplace 24 hours a day, seven days a week, until
their analysis is complete and ready to be submitted to the Commission, and thereafter on an as needed
basis until this proceeding, inciuding any appeal, is final and no longer subject to judicial review.

12. The Submitting Party must aliow the Reviewing Party’s Outside Counsel and Qutside
Consultants to perform an integrated analysis of the Submittimg Party’s Highly Confidential Information
at a single location in the offices of the Submithing Party’s Custodian Counsel. The Reviewing Party’s
Qutside Counsel and Outside Consultants may print four copies of their analysis, three that are to be
submitted to the Commission for purposes of this proceeding in accordance with paragraph 14 and one,
identical to the analysis submitted to the Commission, which they may retain and use solcly in accordance
with the provisions of the First Protective Order and this Second Protective Order. The Reviewing
Party’s Outside Counsel and Qutside Consultants may aiso print any intermediate steps or work product
necessary to perform their analysis, including charls and graphs, etc., and they may keep any printouts of
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that intermediate work product at the private, secure workplace at the offices of the Submitting Party’s
Custodian Counsel until this proceeding, including any appeal, is final and no longer subiect to judicial
review; however, they are prohibited from removing any intermediate work product from the secure
workplace. The Reviewing Party’s Outside Counsel and Outside Consultants may take notes necessary to
perform their analysis, and they may retain such notes until this proceeding, including any appeal, is final
and no longer subject to judicial revicw. The Reviewing Party’s Outside Counsel and Qutside
Consultants may, at their discretion, retain such notes at the secure workplace or remove them. [f the
Reviewing Party submits in the record any analysis that uses Highly Confidential Information, it must
comply with the terms and conditions set forth in the First Protective Order and this Second Protective
Order. After their analysis is completed, the Reviewing Party’s Outside Counsel and Outside Consultants
~ may retain the data and analysis at a private, secure location in the offices of Submitting Party’s
Custodian Counsel, wherc they may have access on an as necded basis until this proceeding, including
any appeal, is final and no longer subject to judicial review. The Reviewing Party must submit an
affidavit in the record of this proceeding, at the time it submits integrated analysis pursnant to paragraph
14, certifying that, as pertains to the review and analysis of Highly Confidential Information that is
maintained in an electronic format pursuant to paragraphs 11 and 13, its Outside Counsel and Qutside
Consultants have removed from the offices of the Submitting Party’s Custodian Counsel only their notes
and four copies of the final work product that is being submitted to the Cominission, that they have not
removed any intermediate work product, and that they have {iled everything {other than their notes and
one copy of their analysis) that they have removed.

13. Reguests for Additional Disciosure, 1f any person requests disclosure of Highly Confidential
Information outside the terms of this Second Protective Order, such a request will be treated in
accordance with sections 0,442 and 0.461 of the Commissijon’s rules.

14. Filings with the Commission. Persons described in paragraph 7 may, in any documents that they
file in this proceeding, reference Highly Confidential Information, but only if they comply with the
following procedure: Two copics of each filing that contains or references Highly Confidential
Information pursuant to this Second Protective Order (the Confidential Filing) must be delivered in
person to Gary Remondine, Wircline Competition Bureau, Federal Communications Commission, 445
12th Street, $.W., Washington, D.C. 20554. The filing should be accompanied by a cover letter
prominently stating “HIGHLY CONFIDENTIAL INFORMATION — SUBJECT TO SECOND
PROTECTIVE ORDER IN WC DOCKET NO. 07-97.” Each page of the confidential or proprietary
document should be stamped “HIGHLY CONFIDENTIAL INFORMATION -- SUBJECT TO SECOND
PROTECTIVE ORDER IN WC DOCKET NO. 07-97 BEFORE THE FEDERAL COMMUNICATIONS
COMMISSION.” in addition, the submitting party must file with the Sceretary’s Office one copy of the
Confidential Filing and two copies of the Confidential Filing in redacted form (the Redacted Cenlidential
Filing}. The two copies of the Redacted Confidential Filing and their accompanying cover lctters shouid be
stamped “REDACTED ~ FOR PUBLIC INSPECTION.” The cover letter accompanying the Redacted
Conlidential Filing should state that the Submitting Party is filing a redacted version of the particular
Confidential Filing. Parties should not provide courtesy paper copies of [ilings containing Highly
Confidential Information to Commission Staff unicss the Bureau so requcsts, in which case the Submitting
Party may print as many copies as the Bureau requests in addition to the four specified in paragraph 12,
Any such courtesy copies shall be submitted under seal. All parties should submit an electronic copy of
filings containing Highly Confidential Information to Jeremy Miller (Jeremy Miller(@ fce.gov) and Denise
Coca (Denise.Coca@fcc.gov), but should not submit any additional unredacted electronic courtesy copics
unless they are specifically reguested by Bureau or Commission staff.

15, Client Consultation. Nothing in this Second Protective Order shall prevent or otherwise restrict
Qutside Counsel from rendering advice to their clients relating to the conduct of this proceeding and any
subscquent judicial proceeding arising therefrom and, in the course thereof, relying gencrally on
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cxamination of Stamped Highly Confidential Documents or Highly Confidential Information; provided,
however, that in rendering such advice and otherwise communicating with such client, outside Counsel
shall not disclose Stamped Highly Confidential Documents or Highly Confidential Information.

16. No Waiver of Confidentiality. Disclosure of Highly Confidential Information as provided herein
by any person shall not be deemed a waiver by any Submitting Party of any privilege or entitlement to
confidential treatment of such Highly Confidential Information. Reviewing parties, by vicwing this
material agree: (1)} not to assert any such waiver; (2) not to use Highly Confidential Information to seck
disclosure in any other proceeding; and {3} that accidentat disclosure of Highly Confidential Information
by a Submitling Party shall not bc deemed a waiver of any privilege or entitlement as tong as the
Submitting Party takes prompt remedial action.

17. Subpoena by Courts, Departments or Agencies. If a court, or a federal or state department or
agency issues a subpoena or orders production of Stamped Highly Confidential Documents or Highly
Confidential Information that a party has obtained under terms of this Second Protective Order, such
party shall promptly notify each Submitting Party of the pendency of such subpoena or order. Consistent
with the independent authority of any court, department or agency, such notification must be
accomplished such that the Submitting Party has a tull opportunity to oppose such production prior to the
production or disclosure of any Stamped Highly Confidential Document or Highly Confidential
Information.

18. Violations of Second Protective Order. Should a person that has properly obtained access to
Highly Confidential Information under this Second Protective Order violate any of its terms, that person
shall immediately convey that fact to the Commission and to the Submitting Party, Further, should such
violation consist of improper disclosure of Highly Confidential Information, the violating person shall
take all necessary steps to remedy the tmproper disclosure. The Commission retains its full authority to
fashion appropriate sanctions for violations of this Second Protective Order, including but not limited to
suspension or disbarment of Counsel from practice before the Commission, forfertures, cease and desist
orders, and denial of further access to Highly Confidential Information in this or anv other Comumission
proceeding. Nothing in this Second Protective Order shall limit any other rights and remedies available
to the Submitting Party at law or in equity against any person using Highly Confidential Information in a
manmer not authorized by this Second Protective Order,

19. Termination of Proceeding. The provisions of this Second Protective Order shall not terminate at
the conclusion of this proceeding. Within two wecks after conclusion ot this proceeding and any
administrative or judicial review, persons described by paragraph 7 shall destrey or return to the
Submitting Party Stamped Highly Confidential Documents and all copies of the same. No material
whatsoever derived from Stamped Highly Confidential Documents may be retained by any person having
access therete, except Outside Counsel (as described in paragraph 7) may rctain, under the continuing
strictures of this Second Protective Order, onc copy of the pleading containing Highly Confidential
Information prepared on behalf of that party. All Outside Counsel shall make certification of compliance
herewith and shall deliver the same to Outside Counsel for the Submitting Party not more than three
weeks after conclusion of this proceeding and any administrative or judicial review. The provisions of
this paragraph rcgarding retention of Stamped Highly Confidential Documents and copies of same shall
not be construed to apply to the Commission or its staff.
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20. Accordingly, IT IS ORDERED that pursuant to sections 4(i), 4{)), and 10 of the Communications
Act of 1934, as amended, 47 U.S.C. §§ 154{1}, 154(j), 160, and pursuant to authority delegated under
sections 0.91 and 0,291 of the Commission’s rules, 47 C.F.R. §§ 0.91, 0.291," the Second Protective
Order IS ADOPTED, etfective upoen its release.

FEDERAL COMMUNICATIONS COMMISSION

Marcus Maher
Associate Chiet, Wireline Competition Burcau

* See 47 U.S.C. § 155(c).
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APPENDIX A
Acknowledgment of Confidentiality

WC Docket No. 67-97

I hereby acknowiedge that [ have received and read a copy of the forcgoing Second Protective
Order 1n the above-captioned proceeding, and | understand it. [ agree that T am bound by the Second
Protective Order and that 1 shall not disclose or use Stamped Highly Confidential Documents or Highly
Conlidential Information cxcept as allowed by this Second Protective Order. 1 acknowledge that a
violation of the Second Protective Order is a violation of an order of the Federal Communications
Commission.

Without limiting the foregoing, to the exient that 1 have any employment, affiliation or role with
any person or cntity other than a conventional private law firm (such as, but not limited to, a lobbying or
public interest organization), I acknowledge specifically that my access to any information obtained as a
result of the Second Protective Order s due solely to my capacity as Qutside Counsel of Record or
Outside Consultant to a party or other person described in paragraph 7 of the forcgoing Second Protective
Order and that [ will not use such information in any other capacity nor will T disclose such information
except as specifically provided in the Second Protective Order.

I acknowledge that it is my obligation to ensure that: (1) Stamped Highly Confidential
Documents and Highly Confidential Information are used only as provided in the Second Protective
Order; and (2) Stamped Highly Confidential Documents are not duplicated except as specifically
permitted by the terms of paragraphs 8, 11, 12, and 14 of the Second Protective Order, and 1 certity that I
have verified that there are in place procedures at my firm or office to prevent unauthorized disclosure of
Stamped Highly Confidential Decuments or Highly Confidential Information.

Capitalized terms used herein and not otherwise defined shall have the meanings ascribed to them
in the Second Protective Orde -'
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