
C~~Solutions

January 28, 2009

VIA ELECTRONIC COMMENT FILING SYSTEM (ECFS)

Ms. Marlene H. Dortch
Office of the Secretary
Federal Communications Commission
445 12'" Street, SW
Suite TW-A325
Washington, DC 20554

RE: EB Docket No. 06-36 - CPNI Certification and Accompanying Statement

Dear Ms. Dortch:

On behalfofTexas RSA I Limited Partnership d/b/a XIT Wireless (499 Filer ID # 808014),
please find the attached annual CPNl certification and accompanying statement for 2008 which
is being filed pursuant to Commission Rule 64.2009(e).

Should you have any questions or need further infonnation, please contact me at (512) 343-2544.

Sincerely,

~
Jean Langkop
Authorized Representative of
Texas RSA 1 Limited Partnership d/b/a XlT Wireless

JL/DM/pjf

Attaclunents

cc: Best Copy and Printing, Inc (via email FCC@BCPIWEB.COM)
Mr. Darrell F. Dennis, Texas RSA I Limited Partnership d/b/a XIT Wireless
Ms. Sandy Reynolds, Texas RSA I Limited Partnership d/b/a XIT Wireless

5929 Balcones Drive. Sul'te 200 Austin. TX 7873'-4200

voice 5'2,343.2.544 "ax 5.2.3...3.0119
_.chrsoludons.com
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AIIDual47 C.F.I{. § b4.2009(el CPNI Certificlltion

Eli Docket 06-36

AllllU;l1 tl-l.200Ylcl ePNI Ccrlificiltion I[lr 2008

lJate lilt:tl: January:l f. 2009

Naml; Ill' L'\)ml>anYls) covered by this certification: rexils RSA I Limited I'ann(:rship d/b/a XIT Wirdess

Form4\)9 Filer II): 808014

Nallle of signatory: Darrell F. Dennis

Tille of Si~lUltory:General Managt"f

I, Darrdl F. Dennis. certify Ihat I am illl officl.."f oftllc compan)' namc.-d abo"e, and acting as all agcllt ol'the
company. tlt.11 I have l>CfSOnal knowledge lhattbc compa.u)' has established operating procedures lhat are adequate
to ensure compliam:e wilh lhe Clmllnission's CPNI rules. S~t! 41 C.P.R. § M.2001l!1 seq.

AllachL-d 10 lhis co.=r1ification is an accompanying slat.~menl explaining how the Company's procedures
L'11SUrC Ihm the Company is in compliance wilh the nxluiremcnt::lo set fOT1h in seclion 64.:WO I ~" .~eq. of the
Conunission's rules.

'!11e Compnny has /lol laken any act ions lprl~cedillgs institutcd or pel iliol\.<; filed by a company al either stall:
ooml1lissions. the courl system. or allhe Commjssioll againsl dala brokers) agaillst data brokers in thc pasl year.
The ("LImp_lilY is IlIlt aware of any attempls by prelexters 10 access the CI'NI of(\lmpany l:IlSlomers aad has not
had to Inke any nctiolls against dala brokers.

Th..: I::cunpany has reccivoo nne customer complainl in lhe pasl >ear (2008) concerning the unauthorized nccl;SS and
disl.:!osurc. ofCPNltlml illVolved an employee accessing a relalive's nccoullI dming the course of a family dispute.
In accordance with FCC ruk.-s. wilhin the rt:quired seven (7) business dllyS after reasonable determination of:.l
brC:.lch. the Company electronically llOlilicd the United Stales Secrel Service 'llld the Federlll Bun;au of
Invcsligatiolllhrough Ihe cenlral reporling Illcility. Tltl: Company t'~civeJ il response lnllllihe reporting radlil)'
slaling llmtthc informatioll had beett rt'Ccivcd, reviewt..d by law cnforcclllt:1ll nnd no lunhcr action would be lakl;ll.
I he employee wns t~rminal\:X1 as a n::sult of tile CPNI breach.

Signed



STATEMENT OF COMPLIANCE WITH THE
FCC'S CUSTOMER PROPRIETARY NETWORK INFORMAnON (CPNI) RULES

To the best of my knowledge, Texas RSA 1 Limited Partnership d/b/a XIT Wireless (the
Company) is in full compliance with the FCC rules on CPNI and its requirements for the
safeguarding of such customer information. The Company's operating procedures ensure
that it is in compliance with the FCC'.s CPNI Rules because disclosure of, or permitting
access to, our customers' CPNI is not allowed without obtaining the requisite customer
approval, except as required by law. or the exceptions set forth in 47 U.S.C. §222, and
Subpart U of Title 47 of the Code of Federal Regulations; 47 C.F.R §64.200l through
§64.2011.

Appropriate safeguards on the disclosure of ePNI have been implemented in
accordance with C.F. R. §64.201O, including, but not limited to the following: Customers are
properly authenticated before disclosing CPNI on customer-initiated telephone calls or
business office visits. Authentication through the use of passwords and back-up
authentication questions in the event of lost or forgotten passwords has been implemented.
Passwords and back-up authentication questions are established in accordance with §
64.201O(e). At the present time customers do ~ot have online access to their accounts. The
Company has implemented procedures to notify customers of account changes.

The Company has internal procedures in place to educate our employees about CPNI
and the disclosure of CPNI. Employees with access to this information are aware of the
FCC's rules and are prohibited from disclosing or permitting access to CPNI without the
appropriate customer consent or as allowed by law and the FCC rules. Any employee that
discloses CPNI is subject to disciplinary action, and possible termination.

Use of CPNI for Marketing: To the best of my knowledge and belief, the Company does
not presently use, sell, or otherwise release CPNI for marketing or other commercial purposes. If
our customers' CPNI is to be used for sales and marketing campaigns in the future, the required
notification will be provided to customers, approval obtained as required, and appropriate
safeguards will be implemented in accordance with 47 C.F.R. §64.2009.


