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I, Doug Johnson, certify that I am an officer of the company named above, and
acting as an agent ofthe company, that I have personal knowledge that the company has established
operating procedures that are adequate to ensure compliance with the Commission's CPNI rules. See 47
C.F.R. § 64.2001 et seq.

Attached to this certification is an accompanying statement explaining how the company's
procedures ensure that the company is in compliance with the requirements set forth in section 64.2001 et
seq. of the Commission's rules.

The company has not taken any actions (proceedings instituted or petitions filed by a company at
either state commissions, the court system, or at the Commission against data brokers) against data
brokers in the past year. Companies must report on any information that they have with respect to the
processes pretexters are using to attempt to access CPNI, and what steps companies are taking to protect
CPNI.

The company has not received any customer complaints in the past year concerning the
unauthorized release of CPNI (number of customer complaints a company has received related to
unauthorized access to CPNI, or unauthorized disclosure of CPNI, broken down by category or complaint,
e.g., instances of improper access by employees, instances of improper disclosure to individuals not
authorized to receive the information, or instances of improper access to online information by individuals
not authorized to view the information).



STATEMENT OF CPNI OPERATING PROCEDURES
1. It is the policy of AccessLine ("the Company") not to use, disclose, or permit access to Customer

Proprietary Network Information ("CPNI"), as defined in the FCC's rules, for any purpose other
than the following, all of which are permitted under FCC rules without customer approval:

a. For the purpose of providing or marketing Company service offerings among categories of
service (i.e. local, interexchange) to which the customer already subscribes.

b. For the purpose of providing inside wiring installation, maintenance, and repair services.

c. For the purpose of marketing "adjunct-to-basic" services, such as speed dialing, computer
provided directory assistance, call monitoring, call tracing, call blocking, call return, repeat
dialing, call tracking, call waiting, caller LD., call forwarding and certain centrex features.

d. For the purpose of protecting the rights or property of the Company, or to protect users of
its services, and other carriers, from fraudulent, abusive, or unlawful use of, or subscription
to, such services.

2. The Company has established a program to inform and train personnel that they may not use,
disclose, or permit access to CPNI for any purpose other than those set forth above. The company
has an express disciplinary process in place to discipline violations of its CPNI policy.

3. Because the Company does not use, disclose, or permit access to CPNI except as described above,
it does not maintain a record of its, or it's affiliates, sales and marketing campaigns that use
customers' CPNI, or of instances where CPNI is disclosed or provided to third parties, or where
third parties were allowed access to CPNI

4. The company has in place a supervisory review process regarding compliance with its CPNI
policy.


