
Carolina Mobile Communications, Ltd.
700 N. Church Street
Rocky Mount, North Carolina 27804
252--442-0145

040309

".::'c I:.' t C~l Oi\lGINAL
l}OC'I'.t I _. Received & Inspected

APR - 6 Z009

FCC Mail Room

Dear Sir or Madam,
Attached you will find my Certification for 2007. 1 received a LOI from the F.C.C. concerning
this filing in September of 2008. I then wrote back to ask if our company was in fact required to
file. 1 never received an answer to my inquiry.

Sincerely,

q~Lf~
Joe 1. Brown Jr.
President

No. 01 Copies rec'd
UstABCDE



Annual 47 C.F.R. § 64.2009(e) CPNI Certification
EB Docket 06-36

Annual 64.2009(e) CPNl Certification for 2007

Received & Inspected

APR - 62009

FCC Mail Room
Date filed: 040309

Name of company(s) covered by this certification:

Carolina Mobile Communications, Ltd.

Form499Fil(~rlD: 812189

Name of signatory: Joe L. Brown Jr.

Title of signatory: President

I, Joe L. Brown Jr. ,certify that I am an officer of the company named
above, and acting as an agent of the company, that I have personal
knowledge that the company has established operating procedures that are
adequate to ensure compliance with the Commission's CPNl rules. See 47
C.F.R. § 64.2001 et seq.

Attached to this certification is an accompanying statement explaining how
the company's procedures ensure that the company is in compliance with the
requirements set forth in section 64.2001 et seq. of the Commission's rules.

The company did not take any actions against data brokers during 2007.

The company did not receive any customer complaints during 2007
concerning the unauthorized release ofCPNl.

The company did not experience any incidents of"pretexting" during 2007.

Signed:-4< L &1------



Attached Statement of Company's Procedures

Received & Inspected

APR - 6 2nnq

FCC Mail Koom

We follow the following procedures to make sure that we protect Customer
lnfonnation:

We only release customer infonnation over the phone when the customer
can provide their password.

If the customt:r is unable to provide their password, we only provide their
customer infonnation by sending it to their address of record or by calling
them at their telephone number of record.

We only release customer infonnation in person if the person can produce
valid identification.

We do not allow on line access ofcustomer infonnation.



Annual 47 C.F.R. § 64.2009(e) CPNI Certification
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Annual 64.2009(e) CPNI Certification for 2007

Received & Inspected

APR - 62009

FCC Mail Room

Date filed: 040309

Name of company(s) covered by this certification:

Carolina Mobile Communications, Ltd.

Form 499 FilerID: 812189

Name of signatory: Joe L. Brown Jr.

Title of signatory: President

I, Joe L. Brown Jr. , certify that I am an officer of the company named
above, and acting as an agent of the company, that I have personal
knowledge that the company has established operating procedures that are
adequate to ensure compliance with the Commission's CPNI rules. See 47
C.F.R. § 64.2001 et seq.

Attached to this certification is an accompanying statement explaining how
the company's procedures ensure that the company is in compliance with the
requirements set forth in section 64.2001 et seq. of the Commission's rules.

The company did not take any actions against data brokers during 2007.

The company did not receive any customer complaints during 2007
concerning the unauthorized release of CPNI.

The company did not experience any incidents of "pretexting" during 2007.



Attached Statement of Company's Procedures

Received &Inspected

APR - 6 20119

FCC Mail Room

We follow the following procedures to make sure that we protect Customer
Information:

We only release customer information over the phone when the customer
can provide their password. .

If the customer is unable to provide their password, we only provide their
customer information by sending it to their address of record or by calling
them at their telephone number of record.

We only release customer information in person ifthe person can produce
valid identification.

We do not allow on line access of customer information.


