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Securus Technologies, Inc. (“Securus”), pursuant to Public Notice DA 09-

1781,1 files this reply to the comments filed regarding its Petition for Declaratory Ruling.  

Only two organizations, Millicorp and Citizens United for Rehabilitation of Errants 

(“CURE”), filed comments opposing the Petition.2  Those oppositions attempt to create 

“disputed facts” as grounds to deny the Petition, but in fact CURE and Millicorp either 

admit its material facts or present, at best, barely a “scintilla” of evidence to establish a 

dispute.3  Further, the inmate telecommunications industry and law enforcement officials 

strongly support the Petition and verify the security risks that call diversion schemes 

create.4  Based on this clear record, the Commission should grant the Petition.      

SUMMARY 

Millicorp and CURE purport that “disputed facts” preclude the 

Commission from granting the Petition and affirming that inmate telecommunications 

service providers may block call diversion schemes as a form of dial-around.  The 

following facts are, however, either admitted by Millicorp and CURE or are not subject 

to reasonable dispute: 

• ConsCallHome was not registered with the FCC until July 9, 2009 (see 
infra at 5); 

                                                 
1  Comments Sought on Petition for Declaratory Ruling of Securus Technologies, Inc. (Aug. 10, 
2009). 
2  WC Docket No. 09-144, Comments of Millicorp (Aug. 28, 2009); Comments of Citizens United 
for Rehabilitation of Errants Regarding Securus Technologies, Inc. Petition for Declaratory Ruling (Aug. 
31, 2009).  Approximately 84 consumers filed brief comments via the FCC ECFS website; several 
comments were duplicates.  Many of the comments do not identify any particular inmate 
telecommunications service provider, and none of them display an understanding of the regulatory 
construct applicable to inmate telephones.  It is likely that many of the comments were instigated by a 
notice placed by ConsCallHome on the “Prison Talk” website (www.prisontalk.com).  See Exhibit 29 
appended hereto.  The notice provides no background information on the issue and contains material 
misrepresentations as to the relief which the Petition seeks. 
3  Anderson v. Liberty Lobby, 477 U.S. 242, 252 (1986) (“mere existence of a scintilla of evidence in 
support of” non-movant’s position insufficient to defeat motion for summary judgment). 
4  The list of commenters supporting the Petition is provided in the Appendix hereto.   

 



 

• ConsCallHome does not provide residential telephone service of any kind 
(see infra at 7-8; Declaration of Curtis L. Hopfinger (Sept. 3, 2009) 
(appended hereto); 

• ConsCallHome has not complied with its Universal Service obligations as 
it purports to have done (see infra at 6); 

• The Commission has permitted inmate telecommunications service 
providers to block dial-around from inmate phones since 1991.  Petition at 
15-17 (citing Billed Party Preference for InterLATA 0+ Calls, CC Docket 
No. 92-77, Second Report and Order and Order on Reconsideration, FCC 
98-9, 13 FCC Rcd. 6122 (1998); Policies and Rules Concerning Operator 
Service Providers, CC Docket No. 90-313, Report and Order, FCC 91-
116, 6 FCC Rcd. 2744, 2752 ¶ 15 (1991)); Millicorp Comments at 11-13; 
CURE Comments at 13; 

• The Commission recognized and did not challenge the fact that inmate 
telephones are provided through exclusive contracts due to “‘the special 
security requirements applicable to inmate calls.’”  Petition at 6 (quoting 
Billed Party Preference Order, 13 FCC Rcd. at 6156 ¶ 57); see also 
Millicorp Comments at 12; 

• ConsCallHome is not the party with which correctional authorities have 
executed agreements for the provision of inmate telephone service (see 
Petition at 15 and Exhs. 18-28 thereto); 

• ConsCallHome and other call diverters provide called parties with a 
telephone number that is local to the jail and is different from the called 
party’s registered terminating telephone number (Petition at 7-8; Millicorp 
Comments at 5-6); 

• Securus cannot trace the true terminating telephone numbers to which call 
diverters re-route inmate calls (see Petition at 12-13); 

• The “local” numbers that call diversion schemes such as ConsCallHome 
give to inmates are not registered in any telephone number database 
(Pickens Dec. ¶ 9; see Millicorp Comments at 6 & Affidavit of Timothy 
Meade ¶¶ 10-11 (Aug. 27, 2009)); 

• Dozens of law enforcement officials oppose call diversion schemes (e.g., 
Petition Exhs. 10, 11, 18-28; see also Appendix hereto); 

• Law enforcement officials cannot know which call diverters are diverting 
traffic from their facilities, and those entities do not reveal themselves to 
correctional officials (Petition at 7-8; infra n.11); 
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• Call diverters preclude, or at the least impede, Securus’s ability to comply 
with phone record subpoenas from law enforcement agencies (see infra at 
15); and 

• ConsCallHome is not certificated by any state agency to provide telephone 
service (Petition at 11-12; Millicorp Comments at 4). 

CURE and Millicorp can raise no reasonable dispute to any of these facts.  

Rather, they use carefully worded descriptions of how call diversion schemes operate in 

order to avoid the core issues posed in the Petition — that neither law enforcement nor 

Securus knows the true terminating phone number or the called party’s true location in a 

diverted call — and attempt the blur the discussion by likening call diversion to 

legitimate VoIP service, such as Vonage, or by focusing on call rates as the purported 

reason for which call diversion schemes arose.  As demonstrated herein, call diverters 

bear no resemblance to Vonage, and the use of call diversion schemes is premised more 

on the ability to circumvent security than to achieve lower calling rates.  Moreover, even 

if calling rates were the sole impetus for these schemes, that reason nonetheless is not and 

never has been accepted by the Commission as justification for endangering prison 

security or public safety. 

The threat to public safety that call diversion presents is real, and the 

security concerns of law enforcement officers, expressed in the Exhibits to the Petition 

and in the many comments filed in this docket, are legitimate and have long been 

recognized by the Commission and the Courts.  ConsCallHome has no right to divert any 

inmate call, and no party has the right to mask the telephone number to which inmate 

calls terminate.  The Commission therefore should grant the Petition. 
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I. CONSCALLHOME IS NOT A LEGITIMATE TELECOMMUNICATIONS 
SERVICE PROVIDER 

Securus explained in its Petition that the entities that engage in call 

diversion schemes do not appear to be certificated or registered as any type of service 

provider.  Petition at 11-12.  Indeed, the only call diversion website for which Securus 

could find any corporate provenance was ConsCallHome which, according to public 

records, was operated by either Teleware LLC or Millicorp.  Id.  As to the remaining call 

diversion websites that Securus uncovered, their operators remain unknown.  Id. at 11 

n.6; Declaration of Robert Pickens ¶ 15 (July 24, 2009).5

Of the 11 call diversion schemes identified in the Petition, only 

ConsCallHome filed comments; it filed through its operating company, Millicorp.6  The 

Millicorp comments purport to demonstrate that ConsCallHome is a legitimate calling 

service, comparing itself to Vonage and Google Voice, while simultaneously arguing that 

ConsCallHome is not attempting to circumvent the exclusive provider system that, it 

acknowledges, the FCC has long accepted for the inmate telephone industry.  Millicorp 

Comments at 9, 13.  In fact, ConsCallHome actually attempts to claim that Securus has 

violated Sections 201 and 253, of the Act, 47 U.S.C. §§ 201, 253, as well as Commission 

orders intending to protect legitimate VoIP-based telephone service from being impeded.  

Id. at 14-17. 

These arguments run headlong into each other and are unavailing: if 

ConsCallHome is a legitimate VoIP-based service provider, then it is attempting to be the 

                                                 
5  Securus has researched each of the call diverters listed in Paragraph 15 of the Pickens Declaration.  
Every one of those entities operates from a fictitiously named website, and the corporate operators remain 
unknown. 
6  Millicorp does not claim ownership of any website other than www.conscallhome.com.  Millicorp 
Comments at 2. 
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service provider to the jails from which it diverts traffic and thus is interfering with an 

exclusive public contract.  If, however, ConsCallHome is not a legitimate VoIP-based 

provider, then it is unlawfully holding itself out to the public as a service provider and 

has no right to carry any call traffic.  Both scenarios are equally damning for 

ConsCallHome and the other call diverters.  And all evidence shows that the latter 

scenario is the case. 

ConsCallHome trumpets that it “is registered with the FCC (FRN 

0018930511).”  Millicorp Comments at 2.7  What ConsCallHome does not provide is the 

date on which the registration was made or any documentation of it.  A query on the 

Commission’s website, however, revealed the date of registration: 

Search Public Information8

Return to FCC Registration Home  

Displaying Records 1 (of 1)  

FRN Registrant Contact Address City State Zip Country RegDate

0018930511 Millicorp  
Meade, 

Mr. 
Timothy  

9101 W. 
College Point 
Drive, Suite 2 

Fort 
Myers FL 33919 United 

States  07/09/2009 

 
ConsCallHome was registered only two months ago, on July 9, 2009, and 

yet it admits to having provided “service” since “early 2008.”  Meade Aff. ¶ 3.  Further, 

ConsCallHome was not registered when it asserted to the undersigned counsel that it 

                                                 
7  The Comments cite for this proposition to the Affidavit of Timothy Meade (Aug. 27, 2009) who is 
the “president, founder, and majority owner of Millicorp.”  Meade Aff. ¶ 1.  The Meade Affidavit never 
mentions any FCC registration. 
8  Source: <https://fjallfoss.fcc.gov/coresWeb/simpleSearch.do?btnSearch=true> (emphasis added). 
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conducts “legitimate business operations.”  Millicorp Comments Exh. D (Letter from 

William P. Cox to Stephanie A. Joyce (May 22, 2009)).   

ConsCallHome also asserts, without evidence, that it “complies with all 

applicable FCC regulations, including … universal service.”  Millicorp Comments at 4.9  

That statement cannot be accurate.  First, FCC Form 499-A, which is the 

Telecommunications Reporting Worksheet used for, among other things, satisfying a 

VoIP-based carrier’s Universal Service obligations, requires entry of a carrier’s FRN.  

ConsCallHome/Millicorp did not have an FRN until July 9, 2009, and thus could not 

have submitted a Form 499-A.  Secondly, queries on the Commission’s website for those 

carriers which have submitted a Form 499-A found no mention of Millicorp: 

FCC Form 499-A Telecommunications Reporting 
Worksheet10

SEARCH RESULTS 

No records were found matching your criteria. 
Name, Trade Name or DBA contains "Millicorp" 
Name, Trade Name or DBA contains "Teleware" 

Name, Trade Name or DBA contains "ConsCallHome" 
 
 

Evercom and T-Netix, the wholly owned operating companies of Securus, 

each can be found on the Commission’s website as having made the requisite Universal 

                                                 
9  ConsCallHome also complains that blocking its “service” is causing it to lose “approximately fifty 
to seventy percent of its average monthly customer revenues.”  Meade Aff. ¶ 23; see also Millicorp 
Comments at 11.  Companies have no right to obtain revenues for unlawful conduct, however, and this 
assertion is not a valid ground to deny the Petition.  See, e.g., Northwest Airlines, Inc. v. Bauer, 467 F. 
Supp. 2d 957, 959, 964 (D.N.D. 2006) (granting temporary restraining order against trademark 
infringement); United States v. RX Depot, Inc., 297 F. Supp. 2d 1306, 1310 (N.D. Okla. 2003) (denying 
preliminary injunction because movants “‘have no vested interest in an illegal business activity’ and any 
loss of income from an illegal activity is not an irreparable harm.”) (internal citation omitted).   
10  Source: <http://fjallfoss.fcc.gov/cgb/form499/499results.cfm>. 
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Service filings.  Vonage Holdings Corp., a legitimate provider of residential VoIP-based 

telephone service, also appears there as having filed.   

According to those same public records, however, ConsCallHome/ 

Millicorp has not made the required regulatory filings, and thus cannot have “complie[d] 

with all applicable FCC regulations.”   Millicorp Comments at 4.  As such, the purported 

“disputed fact” of whether Millicorp is a legitimate service provider, which CURE 

believes will defeat the Petition, CURE Comments at 15, is revealed as fantasy. 

Further, it appears that the 10 other call diverters whom Securus identified 

in the Petition have conceded the accuracy of Securus’s factual presentation.  These 

carriers surely are aware of the Petition which, as mentioned above, was discussed on 

public blogs such as PrisonTalk.com.  The fact that these entities have not come forward 

evidences their general disdain for the regulatory regime applicable to telephone 

companies.  This stance likely describes their treatment of “customers” as well and only 

underscores the reasons that the Commission should affirm that calls placed to such 

entities may be blocked under existing precedent.   

ConsCallHome also asserts that it “provides end-to-end interconnected 

VOIP service to friends and relatives of inmates[.]”  Millicorp Comments at 4.  This 

assertion is false.  “End-to-end” service means that an end user can use ConsCallHome to 

originate calls just as she would use Verizon or AT&T telephone service.  ConsCallHome 

does not and cannot provide such service.  Evidence demonstrates that nobody can be a 

subscribed end user of ConsCallHome. 

Curtis L. Hopfinger, Director – Regulatory and Government Affairs for 

Securus, relates in a sworn Declaration his experience in dealing with ConsCallHome.  
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Declaration of Curtis L. Hopfinger in Support of Petition for Declaratory Ruling (Sept. 3, 

2009).  Having read Millicorp’s representation as an “end-to-end” provider, he phoned 

the ConsCallHome consumer help number advertised on the website.  He spoke with a 

representative and “asked how I could establish residential telephone service from 

ConsCallHome.”   Hopfinger Dec. ¶ 4.  The representative stated that the request was 

impossible, because “ConsCallHome does not provide residential telephone service.”  Id. 

¶ 5.  Rather, ConsCallHome “can only re-route inmate calls from a local number, which 

is provided by ConsCallHome, to the called party’s existing terminating phone number.”  

Id.  One can use that service only if they “have existing telephone service.”  Id.  One 

cannot obtain that service to originate call traffic.  Id.  ConsCallHome is therefore not an 

“end-to-end” service as it purports.  Millicorp Comments at 4.   

ConsCallHome is thus nothing like Vonage as it pretends to be.  See 

Millicorp Comments at 9.  It is not a provider of telephone service other than to re-route 

calls from inmates via false, unregistered “local” numbers to a party’s actual terminating 

phone number which is unknown to the secure inmate calling platform and correctional 

authorities.  Moreover, ConsCallHome, as well as the other call diverters, rely on the 

called party’s local exchange carrier to carry the inmate calls to their residence, because 

the calls ring to the called party’s phone and not through a modem-like VoIP device.  

Nothing on the ConsCallHome website mentions the need to obtain such a device.  What 

ConsCallHome does is simply to forward calls using a VoIP connection, or “VoIP in the 

middle,” and it does so by using, for free, the calling platforms of legitimate service 

providers who expended the investment to win the service contract and install secure 

equipment.   
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The Commission should not view ConsCallHome or any other call 

diverter as a telephone common carrier attempting to serve the public in a legitimate 

manner.  The Commission also should remain mindful of the fact that legitimate service 

providers participate in public bidding processes and are thoroughly vetted in the 

contracting process, and thus compete vigorously and are given thorough review by the 

resident correctional and procurement agencies.  As such, the Commission should not 

entertain allegations that Securus, or any legitimate inmate telecommunications service 

provider, has sought to diminish competition or has violated any statute or Commission 

Rule.  Rather, it is ConsCallHome who is flouting federal, state, and local laws — 

including regulatory, procurement, and corrections-related laws — and who should be 

prohibited from continuing its unlawful conduct. 

II. OPPONENTS ARE UNABLE TO EXPLAIN WHY CALL DIVERSION 
SCHEMES ARE ANYTHING BUT DIAL-AROUND WHICH THE FCC 
HAS PERMITTED INMATE PHONES TO BLOCK SINCE 1991 

 
The Petition and supporting comments demonstrate that call diversion 

schemes are simply a new form of dial-around which the Commission permits inmate 

phone providers to block.  Petition at 15-17; CenturyLink Comments at 2-4; ITI Letter at 

1-2; PayTel Comments at 3.  As CenturyLink aptly states, “[b]y long standing precedent, 

and for entirely solid reasons, carriers serving correctional facilities are both authorized 

and expected to block dial-around calls.”  CenturyLink Comments at 2. 

ConsCallHome’s only purported authority for engaging in call diversion is 

the Consent Decree entered in 2005 between the Commission and Madison River 

Communications, LLC.  Millicorp Comments at 14 (citing Madison River 

Communications, LLC, File No. EB-05-IH-0110, Order (rel. Mar. 3, 2005)).  That 
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Consent Decree is inapposite, holds no precedential value, and in no way permits call 

diverters to re-route inmate calls to untraceable terminating telephone numbers. 

Consent decrees are not the resolution of an adjudication on the merits and 

thus are have no stare decisis or preclusive effect in disputes between parties other than 

those who signed the decree.  United Van Lines, Inc. v. United States, 545 F.2d 613, 618 

(8th Cir. 1976).  “[A] consent decree is effectively an agreement between the parties to the 

action to terminate that specific litigation under certain stipulated conditions.”  Id.  

Consent decrees are not “controlling precedent for later Commission action.”  Beatrice 

Foods Co. v. Federal Trade Commission, 540 F.2d 303, 312 (7th Cir. 1976) (rejecting 

challenge to FTC divestiture order based in part on consent decree in unrelated case).    

The Madison River Consent Decree therefore has no bearing on the Securus Petition 

which regards completely different parties, as well as services, than were reviewed in that 

case. 

Moreover, Madison River is factually inapposite to call diversion schemes.  

That case involved the blocking of call traffic to the residential end users of VoIP-based 

local exchange service.  More specifically, Madison River was deliberately blocking the 

terminating telephone numbers of Vonage end users.  As demonstrated above, call 

diverters are not legitimate telephone service providers like Vonage.  In fact, the blocking 

that Madison River conducted provides further evidence of why the Securus Petition 

must be granted.  There, Madison River knew the terminating telephone numbers 

associated with Vonage customers.  Those end users’ phone numbers and addresses could 

be found in public databases, most likely the LIDB database.  Here, by contrast, the local 

phone numbers of the ConsCallHome “customers” which the inmates dialed are not the 
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publicly registered telephone numbers where the calls terminate, and thus the only phone 

number on record is the false “local” number that the inmate dialed.  The fact that 

Madison River actually could block calls according to actual terminating numbers 

distinguishes that case from the Securus Petition, and it demonstrates why 

ConsCallHome’s call diversion is so dangerous. 

ConsCallHome and others like it circumvent key security features, and 

their assertions to the contrary are false.  It is undisputed that call diversion schemes give 

“subscribers” a telephone number that is local to the jail in which the calling inmate is 

incarcerated.  Petition at 6-7 & Exhs. 1, 2, 3; Millicorp Comments at 5.  It is undisputed, 

indeed it appears on the ConsCallHome website, that the called party actually has a 

different terminating telephone number.  Petition at 6-6 & Exh. 2, 17.  It is undisputed 

that the false local number given to the called party is not registered to the called party.  

Petition at 8; Declaration of Robert Pickens ¶ 10.  Finally, it is undisputed that the dialed 

number captured by the inmate calling systems, and on which correctional authorities 

rely in order to research inmate calls, is the false local number and not the actual 

terminating number.  Petition at 7& Exhs. 18-28; Millicorp Comments at 6.  These 

undisputed facts establish that call diversion schemes such as ConsCallHome are 

committing a serious security breach every time an inmate uses them. 

These facts also demonstrate that call diversion schemes are no different 

than the dial-around services which the FCC has permitted inmate telephone service 

providers to block since 1991.  Petition at 15-17.  No party could disagree that call 

diversion allows an inmate to use a telecommunications service other than the resident 

inmate telecommunications provider.  Yet when the Commission considered in 1991 
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whether to permit inmates to use alternative telecommunications service providers — 

there, alternative Operator Services Providers — it decided against that result due to the 

“exceptional set of circumstances” posed by inmate telephones.  Petition at 4-5 (quoting 

1991 TOCSIA Order, 6 FCC Rcd. at 2752 ¶ 15).  Or, as ConsCallHome summarizes that 

decision, the Commission held that “Section 226 does not require that phones used to 

provide inmate service be programmed so that each inmate caller may select the long 

distance carrier[.]”  Millicorp Comments at 12.  That result, however, is exactly what 

ConsCallHome has unlawfully, and without invitation, imposed on hundreds of 

correctional facilities throughout the United States: allowing inmates to use its “VoIP in 

the middle” diversion rather than the service of the legitimate inmate service provider 

with which the facility has executed a contract.11

In 1998, the Commission decided that those who receive inmate collect 

calls may not have a choice of long-distance service provider based on the same security 

concerns as underlie the 1991 TOCSIA Order.  Petition at 6 (quoting Billed Party 

Preference Order, 13 FCC Rcd. at 6156 ¶ 57).  ConsCallHome’s interpretation of that 

order focuses solely on the “investment local exchange carriers would need to make in 

BPP infrastructure,” Millicorp Comments at 12, but in so doing ignores the 

Commission’s plain statement that the correctional facilities use an exclusive-provider 

“‘approach’” because of “‘the special security requirements applicable to inmate calls.’”  

                                                 
11  Securus explained in the Petition that the first correctional facility in which ConsCallHome was 
detected was Lafayette County, Missouri.  Petition at 11; Pickens Dec. ¶ 8.  Inmates told officers at 
Lafayette County that they were using ConsCallHome.  Id.  ConsCallHome responds that it has diverted 
calls from only one inmate at that facility and has not done so recently.  Meade Aff. ¶ 22.  The point is 
immaterial to the relief that Securus seeks, for ConsCallHome does not deny operating in sites served by 
Securus.  Moreover, ConsCallHome’s choice to raise this dispute only underscores the problem that call 
diversion creates: neither Securus nor law enforcement officials know which call diverters are operating 
where.  The situation becomes a game of Whac-a-Mole, where Securus is forced to do extensive research to 
uncover the schemes, and perhaps will never know which call diverter is operating in which facility. 
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Petition at 6 (quoting Billed Party Preference Order, 13 FCC Rcd. at 6156 ¶ 57).  Thus, 

security concerns were again a key factor in the Commission’s decision to treat inmate 

phones differently than phones available to the general public. 

Thus, regardless of whether ConsCallHome chooses to recognize this fact, 

the Commission has twice declined to impose a regime on inmate phones that would 

allow a calling inmate or a called party to use an alternative service provider.  That is the 

law.  And what the Securus Petition requests, contrary to what CURE asserts, is the 

affirmance of that long-standing federal law and not a “rule change.”  CURE Comments 

at 14-15.  The use of different technology — VoIP routers rather than 0+ dialing — does 

not render this issue “new.”12  In fact, the Petition is even more basic than the TOCSIA 

and Billed Party Preference issues that faced the Commission previously: Securus seeks 

affirmance that it may block inmates’ use of an unlawfully interposed VoIP-based call 

router that sends inmate calls to terminating numbers other than the numbers dialed and 

for which the inmate received permission to call.  The entities that enable such call re-

routing are not registered, certificated, or tariffed, do not pay Universal Service 

contributions, and often operate solely via websites bearing fictitious names.  In brief, 

Securus seeks affirmance of its right to block unlawful activity.  It stretches credulity for 

CURE to assert that the Petition requests adoption of a new rule. 

III. CONSCALLHOME REFUSES TO ACKNOWLEDGE THAT THE 
SECURITY CONCERNS WHICH PROMPTED THE PETITION ARE 
REAL AND LEGITIMATE    

Both the Petition and the comments on the Petition explain that call 

diversion schemes are security risks.  E.g., Petition at 6-8 & Exhs. 18-28; PayTel 

                                                 
12  Nor does the Petition regard 10-XXX or 1-8XX dialing which likewise may be blocked on inmate 
telephones under the 1991 TOCSIA Order. 

 13



 

Comments at 2 & Exh. A; Letter from Mike Kyle, Ashland County Jail, Ohio, to Marlene 

H. Dortch (Aug. 24, 2009); Letter from Henry Pelfrey, Three Forks Regional Jail, 

Kentucky, to Marlene H. Dortch (Aug. 24, 2009).  As ICS summarizes the issue, 

“[c]ompanies that re-route or forward calls from jails to undisclosed destinations are a 

real security threat since they mask the true identity of the destination party thereby 

rendering them anonymous to any control measures.”  ICS Comments at 2.  

ConsCallHome’s answer to this inescapable conclusion is to belittle the security concerns 

of Securus, the industry, and law enforcement, and assert that “[n]o legitimate security 

concerns exist with regard to Millicorp’s service.”  Millicorp Comments at 17.  That 

assertion is incorrect. 

Capturing the actual terminating phone numbers that inmates call is the 

cornerstone of providing a secure calling platform.  See Petition at 2-3, 10 & Exh. 10, 11; 

CenturyLink Comments at 2; ICS Comments at 2; ITI Letter at 2; PayTel Comments at 2.  

Call diversion schemes prevent that result.  Petition at 14 & Pickens Dec. ¶¶ 9-10; 

CenturyLink Comments at 3; ICS Comments at 2; ITI Letter at 2; PayTel Comments at 3; 

VAC Letter at 1-2.  When an inmate places a call that is re-routed via ConsCallHome or 

other such schemes, the calling platform records the false “local” number as the 

destination telephone number.  Petition at 7.  As ConsCallHome admits, the dialed 

number is not the one to which inmate’s call terminates.  Millicorp Comments at 6 & 

Meade Aff. ¶ 11.  Thus, when a law enforcement officer must trace an inmate’s calls, for 

example in the event of an escape (Petition at 10 & Exh. 8), the only information the 

officer can use is a false local number that is not registered to the actual called party.  

Pickens Dec. ¶ 9.  Were the officer to rely on that “local” number to find the inmate’s 
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known associates, he would find nothing.  In addition, when that law enforcement officer 

comes to Securus for help in finding the inmate’s called parties, Securus is equally 

helpless — the dialed number belongs to nobody.   

Neither ConsCallHome nor CURE can refute any of these facts.  At best, 

ConsCallHome can state that it has “cooperated” with law enforcement officials “on at 

least three separate occasions with regard to call detail information for security 

purposes.”  Meade Aff. ¶ 18.  In support of this assertion, it appends evidence from two 

subpoenas without any documentation to indicate that they were satisfied appropriately.  

Securus cannot opine on whether ConsCallHome adequately responded to any request 

from law enforcement, but must express surprise that any law enforcement official 

deduced that ConsCallHome may have some inmate call records.  See supra note 11.  

ConsCallHome never announces itself to a correctional facility as a service provider, and 

does not hold any contracts with a correctional agency.  Further, Securus notes that it 

receives 30 to 50 such subpoenas every month and is expected to give complete and 

accurate information in response.  Plainly ConsCallHome cares not for Securus’s ability 

to comply with this obligation.  And indeed, ConsCallHome’s scheme prevents Securus 

from doing so effectively. 

ConsCallHome argues, as if to excuse its conduct, that Securus should 

know through its customer service records which locations inmates are calling.  Millicorp 

Comments at 18-19.  That is, in order to set up a prepaid account, which a called party 

must have in order to use ConsCallHome, a customer must give their billing name and 

address.  This fact does not, however, answer the problem.  For it remains the case that 

the false “local” number is the only called number that is captured in the calling platform.  
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In addition, the billing name and address for a prepaid account may not be the name and 

address of the number to which the inmate calls terminate.  It is not uncommon for 

someone to establish, and pay for, a prepaid account for another friend or family member 

of the inmate.  In this case, the account may show the name and address of the credit card 

holder or individual paying for the account but not the person actually receiving calls.  

Securus thus cannot know if the name and address provided are in fact the terminating 

location of the calls, because the only telephone number it is given at the time of account 

setup is the false “local” telephone number given by ConsCallHome.  Further, Securus’s 

billing records are maintained for “billing” purposes and not as an investigative tool to 

determine the true terminating location of inmate calls. 

Moreover, telling law enforcement officials that they should resort to 

several different sources when attempting to investigate or prevent criminal activity, 

which plainly is what ConsCallHome suggests, is grossly presumptuous.  The inmate 

telecommunications service industry meets the needs of law enforcement; law 

enforcement does not work around the business needs of service providers, and certainly 

not of sub rasa entities like ConsCallHome.   

ConsCallHome also asserts that correctional authorities are put on notice 

that an inmate is using a call diversion scheme when the inmate lists the false “local” 

telephone number together with, it purports, the actual address of the called party.  

Millicorp Comments at 18-19.  This statement is likewise not adequate to refute the 

security concerns of Securus and law enforcement officials.  Many times, jails do not use 

pre-approved calling lists, because of the administrative burden inherent in processing 

and maintaining them.  Rather, jails rely on the resident inmate telephone service 
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provider, like Securus, to block restricted numbers and make an accurate recording of all 

numbers dialed by inmates.  Further, and for the same reasons, even the jails that do rely 

on pre-approved calling lists may not have the resources to check to ensure that the 

inmate’s list of numbers maps geographically to the addresses provided.  As such, 

Securus has no basis or reason to believe that inmate call lists are indeed truthful and 

accurate.  That is to say, if an inmate is providing a false telephone number to 

correctional authorities, that inmate just as easily may provide a false address.13  Thus, 

the best source upon which Securus and law enforcement officials can rely in the LIDB 

database where, as ConsCallHome concedes, the “local” numbers that inmates dial are 

not registered to the address at which the diverted calls actually terminate.  Millicorp 

Comments at 6. 

The security breaches that call diversion schemes create has caused dozens 

of law enforcement officials to urge that ConsCallHome and other such entities be 

stopped.  Petition Exhs. 18-28; see also Appendix.  These pleas cannot be ignored.  If 

inmate phones become a tool for unsafe or criminal conduct, law enforcement officials 

may reconsider their efficacy as a penological tool.  For, as CenturyLink notes, the right 

to ongoing telephone access after conviction is not settled, and in Texas the state facilities 

did not permit inmates regular access to phones until 2008.  CenturyLink Comments at 2 

n.4; see also Petition at 4 (citing Lewis v. Casey, 518 U.S. 343, 390-91 (1996) (reversing 

district court order mandating increased telephone usage for inmates); Washington v. 

Reno, 35 F.3d 1093, 1100 (6th Cir. 1994) (“an inmate has no right to unlimited telephone 

use”); Carter v. O’Sullivan, 924 F. Supp. 903, 909 (C.D. Ill. 1996) (“Prisoners, of course, 

                                                 
13  For example, PayTel relates an experience in which an inmate “supplied a phone number local to 
the Wake County facility along with a non-verifiable address in Wilmington, North Carolina[.]”  PayTel 
Comments at 3. 
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are not entitled to the long-distance carrier of their choice.”)).  More fundamentally, 

inmate phone usage may be restricted to meet legitimate penological needs.  E.g., Pope v. 

Hightower, 101 F.3d 1382, 1384-85 (11th Cir. 1996) (requiring pre-approved inmate call 

lists does not infringe constitutional rights) (citing Turner v. Safley, 482 U.S. 78 (1987)); 

Reno, 35 F.3d at 1100 (holding same); Arney v. Simmons, 26 F. Supp. 2d 1288, 1289 (D. 

Kan. 1998) (holding same).  The requirement that all numbers called by inmates be 

known and recorded is certainly, under these precedent, a reasonable restriction.    

The 2007 memorandum from the Deputy Director of the Michigan 

Department of Corrections to which CURE cites does nothing to undercut the position of 

commenting law enforcement officials here.  See CURE Comments at 16.  Securus has 

obtained that statement and finds it striking for what it does not say.  Exhibit 31.  The 

memorandum notes only that “friends and families of prisoners are also switching to 

VOIP in order to save money,” and they are “obtaining a telephone number with the same 

area code that the prisoner is located.”  Id.  As explained above, legitimate residential 

VoIP-based service providers can provide subscribers with any telephone number they 

choose, but that number becomes the subscriber’s registered terminating telephone 

number.  It is that subscriber’s telephone number for all incoming calls, and can be traced 

to the called party’s residence.   

This Michigan DOC statement does not rely on any of the material facts 

present in this case, such as: 

• The inmates are dialing a number that is not the number used by the 
friends and family for other calls; 

• The calls are being dialed to a local number but are re-routed to a 
different terminating number; or 
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• The numbers recorded by the inmate calling system as being dialed by 
the inmate cannot assist law enforcement in finding the locations of 
called parties. 

Because none of these facts are acknowledged in the memorandum, it is inappropriate for 

CURE to rely on it as purported authority that sanctions the activity of call diverters. 

In a word, the Michigan DOC memorandum does not describe 

ConsCallHome or any type of call diversion scheme which the Petition addresses.14  

Indeed, ConsCallHome did not even exist in February 2007 when the memorandum was 

written (Meade Aff. ¶ 3), and thus the Michigan DOC could not have contemplated the 

call diversion schemes — not merely VoIP-based residential service — which Teleware 

and Millicorp were to begin in 2008.  As such, the support of law enforcement officials 

for the Securus Petition and against call diversion schemes has not been mitigated to any 

degree by the statement CURE has cited.  CURE’s argument, however, evidences a wish 

to achieve potentially below-cost calling rates for inmates regardless of the cost to public 

safety; that position is unfortunate. 

Even if ConsCallHome were a fully registered telecommunications 

provider and paying all appropriate regulatory fees, which it is not, ConsCallHome still is 

not permitted to provide a call diversion scheme that circumvents correctional facility 

security, nor is it permitted to provide a VoIP-based “dial-around” arrangement for use in 

correctional facilities.  Under the 1991 TOCSIA Order and the Billed Party Preference 

Order, even fully compliant carriers such as AT&T and Verizon are not permitted to 

                                                 
14  Contrary to ConsCallHome’s assertion, Securus is not blocking calls to Vonage or GoogleVoice 
subscribers.  Meade Aff. ¶ 22.  In fact, Securus has gone to considerable effort to avoid blocking calls to 
these legitimate VoIP-based service providers, for the reasons explained herein. 
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implement dial-around or call diversion schemes in correctional institutions.15    

Moreover, pursuant to the guidelines of virtually all inmate telecommunications service 

contracts, inmate telephone service providers must block any call forwarding 

arrangements of inmate’s calls, even the forwarding services of fully certified carriers.  

Therefore, ConsCallHome’s call diversion scheme is not permitted even if they should 

comply with regulatory requirements at some time in the future.  The fact that 

ConsCallHome is at this time demonstrably not in compliance only gives the Petition that 

much more urgency. 

IV. THE PETITION RAISES A SECURITY ISSUE, AND EVIDENCE 
DEMONSTRATES THAT THE LEVEL OF RATES IS NOT THE 
DISPOSITIVE FACTOR REGARDING CALL DIVERSION SCHEMES  

As Securus explained, the severe security risk that call diversion schemes 

present prompted law enforcement officials to urge Securus to “‘minimize the 

opportunity for an inmate to access’” them.  Petition at 14 (quoting Letter from Rick 

Brunson, Tarrant County Government, to John Viola, Vice President Securus (July 22, 

2009) (Exh. 26)).  The opponents of the Petition nonetheless insist on casting this public 

safety issue as a question of money.  CURE Comments at 4-7; Millicorp Comments at 3.  

Evidence demonstrates, however, that the anti-security advantages provided by call 

diversion schemes is a factor that outweighs the inmate’s consideration of the level of 

calling rates imposed by the legitimate providers of inmate telephone service.  As such, 

this Petition is and should remain wholly separate from the rate inquiry being conducted 

in CC Docket No. 96-128. 

                                                 
15   Billed Party Preference Order, 13 FCC Rcd. at 6156 ¶ 57; 1991 TOCSIA Order, 6 FCC Rcd. at 
2752 ¶ 15. 
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The ability to circumvent a core feature of secure inmate phone systems 

— more specifically, the ability to reach an unknown terminating phone number —  is a 

very attractive component of call diversion schemes.  Were that not the case, the 

Portal32.com website would not include a large banner on the first page reading “inmate 

calls get through collect call blocked numbers.”  Petition Exhibit 2 at p.2.  In addition, a 

recent story from Nassau County, New York illustrates the premium that inmates place 

on the ability to dial around an inmate calling system.  Police found that a woman had 

been operating a call diversion scheme to allow inmates “to make untraceable phone 

calls” from six correctional facilities in New York State.  Exhibit 30 (“DA: Brooklyn 

Woman Ran Inmate Phone Scam, North Country Gazette (July 16, 2009)).  The woman 

charged $195 per month for users of the “phone scam.”  As investigators stated, “[t]he 

danger in this crime is that these inmates could be talking to anybody about anything, and 

investigators going through call logs would have no idea.”  Id. 

What is particularly noteworthy about this crime is that calling rates in 

New York State have decreased substantially in the last few years.  As CURE has often 

highlighted to the Commission, in 2007 former Governor Eliot Spitzer issued an order 

precluding the New York Department of Corrections from accepting site commissions.  

As a result, rates have decreased to, according to CURE, “$0.135 per minute for a typical 

call.”16  CURE expected the rate to decrease further.  Id.  Thus, inmate calling rates in 

New York are already quite low.  This $195 “phone scam” thus could not have been 

instigated by high rates, but rather by the intent of inmates to call prohibited terminating 

numbers.   

                                                 
16  CC Docket No. 96-128, Petitioners’ Alternative Rulemaking Proposal at 21 (Mar. 1, 2007). 
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The question of rates is also minimized by the fact that these call diversion 

schemes do not operate within the bounds of regulation and thus will undercut the rates 

of legitimate service providers at every turn.  These entities do not pay regulatory fees or 

Universal Service contributions, nor do they comport with the registration and tariffing 

requirements imposed on Securus and other legitimate carriers, and thus their operating 

costs are virtually zero.  Moreover, entities like Millicorp that engage in call diversion do 

not hold the public contract at any facility and thus do not pay the site commissions 

which correctional authorities need in order to defray the costs of furnishing telephones 

to inmates.17  Under these circumstances, ConsCallHome and other schemes could 

operate profitably at rates below any legitimate provider’s costs.  Therefore, it is unlikely 

that addressing call diversion from a rate perspective will be at all effective in preventing 

this unlawful conduct.18  

Finally, complaining about rates is no excuse for deliberately flouting 

security requirements as ConsCallHome and the other call diverters have done.  Inmate 

calling rates have always been higher than residential calling rates, including in 1991 and 

1998, and yet the Commission did not impose TOCSIA or Billed Party Preference 

obligations on inmate phones.  Almost by definition, dial-around services such as 1-800-

                                                 
17  ConsCallHome trumpets the fact that legitimate inmate telephone service providers must “pay the 
relevant inmate confinement facility a percentage of their billed ICS service revenues, as much as sixty 
percent.”  Millicorp Comments at 3.  The clear implication of that statement is that ConsCallHome’s 
avoidance of paying site commissions is what enables it to charge lower rates.  It is questionable, however, 
whether ConsCallHome actually saves any consumer money, given that its fees must be paid in advance on 
a monthly basis via pre-approved automatic debit.  As A.C. Thompson wrote to the Commission on August 
17, 2009, he or she “lost over $200 on cons call home.” 
18  Securus also notes that the purported Evercom or “Correctional Billing” call rates recited in the 
consumer comments are inaccurate.  For example, several consumers assert that they must pay $50 to 
receive service.  That statement is misleading.  In order to use a call diversion scheme, called parties must 
use a prepaid, rather than a collect, service. Evercom and T-Netix offer a prepaid service called 
AdvanceConnect for which the minimum amount to open an account is $50.  Inmate calls are then 
decremented from that amount, as well as mandatory taxes and Universal Service amounts.  The unused 
balance is refunded upon request.     
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COLLECT and 10-10-321 carry lower rates than long-distance carriers that are 

presubscribed to payphones, and yet the Commission permits inmate phones to block 

them.   

Further, it does not lie in the mouth of ConsCallHome to claim to be 

assisting low-income inmate families when its “service” is priced several multiples above 

Millicorp’s cost.  Millicorp has no calling platform, no loops, no interoffice transport,19 

and pays no regulatory fees or Universal Service contributions.  Moreover, saving money 

cannot be a defense to masking the numbers that inmates dial and rendering law 

enforcement officials powerless to find the actual terminating number and address of 

those whom inmates call.  For all these reasons, it is incorrect and unhelpful to discuss 

the Petition as a rate issue, and the pure policy question in the Petition should not be 

consolidated with the pending rate inquiry in CC Docket No. 96-128. 

CONCLUSION 

For all these reasons, the Commission should grant this Petition and affirm 

that Securus may, in furtherance of its obligation to block dial-around calls from inmate 

phones, block attempts to place calls via known call diversion schemes such as 

ConsCallHome.  Further, the Commission should not consolidate this pure policy issue 

with the ongoing rate inquiry in CC Docket No. 96-128. 

By: s/Stephanie A. Joyce    
Stephanie A. Joyce 
ARENT FOX LLP 
1050 Connecticut Avenue, N.W. 
Washington, D.C. 20036 
202.857.6081 DD 

                                                 
19  Millicorp states only that it obtains phone numbers and VoIP transmission from a wholesale VoIP 
provider.  Millicorp Comments at 6. 
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Secretary, FCC (Aug. 25, 2009) 
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Dortch, Secretary, FCC (Aug. 24, 2009) 
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DECLARATION OF 
CURTIS L. HOPFINGER 
Director – Regulatory and 

Government Affairs 

 



Before the
Federal Communications Commission

Washington, D.C. 20554

In the Matter of Policies and Rules
Concerping Operator Service Providers

In the Matter of Amendment of
Policies and Rules Concerning Operator
Service Providers and Call Aggregators

In the Matter of Petition for Declaratory
Ruling of Securus Technologies, Inc.

CC Docket No. 90-313

CC Docket No. 94-158

ViC Docket No. 09-144

DECLARATION OF CURTIS L. HOPFINGER
IN SUPPORT OF PETITION FOR DECLARATORY RULING

I, Curtis L. Hopfinger, hereby attest to and declare the following under penalty of
perjury:

1. My name is Curtis L. Hopfinger. I am Director - Regulatory and Government
Affairs for Securus Technologies, Inc. ("Securus"). My business address is 14651
Dallas Parkway, Sixth Floor, Dallas, TX 75254.

2. I am over 18 years of age and could testify competently to the facts set forth
herein if requested.

3. This Declaration is being submitted in support of the Securus Petition for
Declaratory Ruling. Specifically, I will relate what I learned about the "services"
of ConsCallHome by calling their customer support line.

4. On Septemb~r1, 2009, I phoned ConsCallHome at 1-888-524-6151 which is the
customer support number listed on its website, www.conscallhome.com. I spoke
with a ConsCallHome representative, and asked how I could establish residential
telephone service from ConsCallHome.



5. The representative told me thatConsCallHome does not provide residential
telephone service. He stated that ConsCallHome can only re-route inmate calls
from a local number, which is provided by ConsCallHome, to the called party's
existing terminating phone number. He stated a customer must have existing
telephone service for ConsCallHome's re-routing service to operate.
ConsCallHome thus cannot originate calls from any end user or from any inmate.

I declare under the 18 U.S.C. § 1621 and the laws of perjury of Texas that the

foregoing is tme and correct to the best ofmy=~ r, ~

Dated: September 3, 2009 ~ /. /)
Curtis L. Hopfinger
Director - Regulatory and Government Affairs
Securus Technologies, Inc.
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From ConsCallHome.com: 
 
 
As you may know ConsCallHome.com has been working diligently against the 
intentional blocking of your calls by inmate calling service providers such as GTL, 
Securus, and others. We understand these blocks have created enormous financial 
and emotional burdens on thousands of you.  
 
Securus (Evercom, T-Netix and Correctional Billing) is seeking a ruling from the FCC 
on what they have deemed as ‘Call Diversion Schemes from Correctional Facilities’ 
that would prohibit you from using a local phone number from other 
telephone companies.  
 
Securus has filed this action with the FCC to make their blocking of numbers 
officially legal, thereby making it impossible for you to use a local number 
from us or any other provider of local telephone numbers!  
 
To retain your freedom of choice of using a local number from ALL telephone 
providers, it is imperative that you send your comments directly to the FCC.  

Please simply take a few minutes and send your comments directly to the 
FCC concerning the blocking of local phone numbers.

Go to the link below, and submit your letter or comments to the FCC. 
The Deadline for this is August 31st 2009!

 
Make your voice be heard to use a local number! 

 
Send your comments to the link below: YOU can Win this Battle of unfair 

blocking of your calls. 

http://fjallfoss.fcc.gov/cgi-
bin/websql/prod/ecfs/upload_v2.hts?ws_mode=proc_name&proc_id=09-144

NOTE: In field 12, leave the document type set to “Comment”. The FCC 
wants your comments as to why Securus should not be able to block the 

local phone numbers you use to talk to your loved ones. 

PS. Please post here, or send an email to support@ConsCallHome.com if you submit 
your comments to the FCC on this. The attorneys need an accurate count of filings 
for the continued fight on this matter. 
 

 

http://fjallfoss.fcc.gov/cgi-bin/websql/prod/ecfs/upload_v2.hts?ws_mode=proc_name&proc_id=09-144
http://fjallfoss.fcc.gov/cgi-bin/websql/prod/ecfs/upload_v2.hts?ws_mode=proc_name&proc_id=09-144
mailto:support@ConsCallHome.com
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North Country Gazette» DA: Brooklyn Woman Ran Inmate Phone Scam

North Country Gazette

Big savings on Fed prison calls home. Save Sign Up For Phone Service & Get 6 Months
on every call! Free Internet From Comcast

Posted on Thursday, 16 of July, 2009 at 1:00 pm

Page 1 of 13

NASSAU COUNTY-A Brooklyn woman has been charged with orchestrating a network of
phony telephone accounts that allowed inmates at the Nassau County jail and at least five other
correctional facilities throughout New York State, to make untraceable phone calls, all while
stealing thousands of dollars in services from numerous phone companies.

Amanda Coates, 25, of Brooklyn, has been charged with two counts of first
degree identity theft, first degree scheme to defraud, three counts of first degree
falsifying business records and three counts of theft of services. She faces up to
seven years in prison if convicted.

Coates was arrested in Brooldyn Wednesday by DA Investigators. She was
arraigned this morning in First District Court, Hempstead.

District Attorney Kathleen Rice said that between May 2008 and June 2009, Coates used stolen
identities to set up numerous telephone accounts with various telephone service providers. Then,
after setting up a telephone account's call-forwarding service, she would sell the account
information to inmates at the Nassau County Correctional Center and other correctional facilities.
Coates charged each inmate $195 per month for access to the phone line, taking on new inmates as
customers through a word-of-mouth network across the state.

The scam unraveled when an investigator from the District Attorney's Office posed as an inmate,
opened an account with Coates, and purchased various blocks of telephone time. This sting
operation, in conjunction with AT&T, Cablevision, Verizon, and the Nassau County Sheriff's
Department, led to the identification of Coates and the execution of a search warrant at her East
New York apartment Wednesday.

Those inmates would then be able to call the number on the account they had purchased, which
would then automatically forward their call to a predetermined number the inmate wished to
conceal. That second number would be unknown and unseen on jail telephone records. All phone
calls made by inmates at the jail are recorded. Since this scheme allowed the call recipient's
identity to be disguised, the inmate would be able to openly discuss ongoing and future criminal
activity without fear of exposing their co-conspirators' true identities to law enforcement.

"The danger in this crime is that these inmates could be talking to anybody about anything, and
investigators going through call logs would have no idea," Rice said. "This scheme created a
significant danger to corrections officers, fellow inmates, and the general public."

http://www.northcountrygazette.org/2009/07/16/inmate'-phones/ 9/8/2009
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Rice added that inmates could possibly use the phone information to intimidate witnesses in trials,
or speak to family members or friends about intimidating witnesses.

"We have to ask ourselves why an inmate would want an anonymous phone line," Rice said. "Who
are they talking to? What are they trying to hide?"

Rice said that after Coates opened a telephone account, she would make no payments until the
phone company eventually shut it down. The true number of the accounts Coates set up will not
be known until the investigation is complete.

Likewise, the monetary loss to the phone companies will not be fully known until the investigation
is complete, but may reach into the hundreds of thousands of dollars.

In addition to the Nassau County Correctional facility, Coates sold phone information to inmates
at Bare Hill, Franklin, Riverview, Collins, and Auburn correctional facilities. Rice said that
authorities believe that Coates has been operating the scheme for a number of years, though they
won't know the exact scope of the crime until their investigation is complete. 7-16-09

Investigative reports and commentaries of The North Country Gazette are now available only to
subscribers ofthe NCG Daily Digest or NCGfinancial supporters. To sign up, click on the ad at
w.J£J:Y,l1Jl.l.thpQuntrygqzettg.QXg/fyou wish to pay by check or money order rather than PayPal,please
contact us at l1gWs@)JJQrthpQHl1frygQze!te.Qrgfor a mailing address.

For the month of july, 2009, subscriptions to the NCG Daily Digest are available for tlte special rate
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EXHIBIT 31 
 

 



 

MICHIGAN DEPARTMENT OF CORRECTIONS 
 

“Expecting Excellence Every Day” 
 

MEMORANDUM 
 
 
 
DATE: February 1, 2007 
 
TO:  Wardens 

 
FROM: Dennis M. Straub, Deputy Director 

Correctional Facilities Administration 
 

SUBJECT:  VOICE OVER INTERNET PROTOCOL (VOIP) 
 
Voice Over Internet Protocol (VOIP) is a fairly new technology that allows phone calls to 
be transmitted over the internet.  Many phone companies are already routing many of 
their calls through a circuit switch to the internet protocol gateway to streamline their 
networks.  
 
Many friends and families of prisoners are also switching to VOIP in order to save 
money on long distance charges by obtaining a telephone number with the same area 
code that the prisoner is located. There have been questions raised from facilities as to 
whether VOIP is allowable or considered call forwarding.  After researching and learning 
more about this technology, VOIP is not call forwarding and is allowable.  It is expected 
that this type of service will eventually replace the traditional phone systems.  Prisoners 
are not to be subjected to disciplinary action nor have their telephone privileges taken as 
a result of calling numbers on their list that use this system.  If you currently have any 
prisoner restricted due to this reason, remove immediately. 
 
If there are questions or concerns, please contact Sean Lockhart.  This memo will be 
available in DAS under “Memos” and can be linked through PD-05.03.130, Prisoner 
Telephone Use.   
 
 
DMS/yrt 
cc:  Debra L. Scutt, Operations Manager, CFA 
      Heidi Washington, Administrative Assistant, Director’s Office 
      Richard Stapleton, Administrator, Office of Legal Affairs 
      Norma Killough, Administrative Assistant, CFA 
      File 
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