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I, Ashar Syed. CEO Of Tele Circuil Network Corporation, certify that I am an officer of
the company named above, and acting as an agent of the company, that | have personal
knowledge that the comnpany has established operating procedures that are adequate to
cnsure compliance with the Commission's CPNI rules. See 47 C.F.R. § 64.2001 et seq.

Adttached to this certification as Exhibit "A" is an accompanying statement explaining
how Tecle Circuit Network Corporation's procedures ensure that the company is in
compliance with the requircments set forth in Scetion 64.2001 ef seq. of (he
Comunission's rules.
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Tele Circuit Network Corporation has not taken any actions (proceedings
instituted or petitions filed by a company at either stalc commissions, the court system, or
al the Commission against data brokers) against data brokers in the past year. Companies
must report on any informalion that they have respect o the process pretexters are
using lo aliempts 1o access CPNI, and what steps companies are {aking to proicct CPNIL

Tele Circuit Network Corporation has not received any customer complaints in
{he past year concerning the unauthorized relcase of CPNI {number of customer
complaints a company has received related to unauthorized access o CPNI, or
unauthorized disclosure of CPNI, broken down by category or complaint. e.g. . instances
of improper access by emplovees. instances of iinproper disclosure (o individuals not
authorived 1o reccive the information, or instances of improper access to online
information by individuals not authorized to view the information).

Signed P
Asharsyed, CEO
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Exhibit A

Tele Circuil Network Carporation

Compliance Requirements



Tele Circuit Network Caorporation
3050 Royal Blvd., South, Suite 145

Alpharetta, Georgia 30022

Compliance Requirements

Tele Circuit Network Corporation ("Company”) maintains the [bllowing oparating procedures to ensute comphance
with the requirements set forlh in Section 64 2001 et seq. of the Commission's rules

Section 64.2005 Use of customer proprietary network information withoul customer
approval.

(a} Any telecommunications carrier may use, disclose, or permit access to CPNI for the purpose of
providing or marketing service ofterings among the calegories of service (i.c., local inicrexchange, and
CMRS) 1o which Lhe cuslomer already subsribes from the same carrier, without customer approval.

(1) Ifa(clecommunications carrier provides different calegories of service. and a customer
subscribes Lo more than one category of sarvice offered by the carrier, the carrier is permitled Lo share
CPNI among (he carrier's affiliated entitier that provide a service effermg to the customer.

(2) Ifatelecommunications carricr provides differant categories of service, but a customer does
nol subsribe Lo more than onc oflering by the carrier, the carrier is nol permilled to share CPNI with its
affiliates. excepl as provided in §64.2007(b).

(b) A lclccommunications camrier may not use, disclose, or permil access lo CPNI lo market to a
customer service ofterings thal are within a category of service lo which the subseriber does not already
subscribe from (hat carrier, unless that carrier has cuslomer approval 1o do so, cxcept as desenbed in
paragraph© ol this section.

(1) A wireless provider may use disclose, or permil aceess to CPNI devived from its provision of
CMRS, wilhout customer approval, for the provision of CPE and inlormation service(s). A wireline camier
may use, disclose or permit access to CPNI derived from its provision of local exchanpe service or
interexchange service, without customer approval, for the provision of CPE and call answering. voice mail
or messaging, voice slorage and retricval serviees, fax store and forward, and prolocol conversion,

(2} A telecommunications cantier may nol use, disclosc, or permit sccess 1o CPNI 10 identify or
track customers thal call competing service providers. For example. a local exchange camrier may nol use
local service CPNI w track all customens that call local sarviee competitors,

(¢} A telecommunications carrier may use, diselose, or permit access to CPNL wilhoul customer
approval, as described in his paragraph {c ).

(1) A telecommunications earrier may use, disclose, or permit access to CPNI, withoul customer
approval, in ils provision ol inside wiring installation, maintenance, and repair services.

(2)  CRMS providers may use. diselose. or permil access lo CPNI for the purpose of conducting
rescarch on the health eftects of CMRS.



(3) LECs, CMRS providers, and interconnected VolP providers may use CPNL. withoul customer
approval, lo market services tormerly known as adjunct-to-basic services, such as, bul not limited 10, speed
dialing, compuler-provided directory assistance, call monitoring, call iracing, call blocking, call relumn.
repcal dialing, call tracking, call waiting, caller 1.1)., call forwarding, and cerlain Centrex features.

(d) A telecommunications carrier may uee. discloss. or permil aceess 1o CPNI to protect the rights
or propexiy of the carrier, or 1o protect users of those services and other carriers from fradulent. abusive, or
unlawful use ol or subscription lo. such services.

The Company has adopted specific CPNI policies to ensure that, in the absence of customer approval,
CPN1 is only used by the Company fo provide or market service offerings among the categories of
service (i.e., local, interexchange, and CMRS) 1o whick the customer alreody subscribes. The
Company's CPNI policies prohibt the sharing of CPNI with affiliated companies, except as permitted
under Rule 64.2005(a)(l) or with cusiomer approval pursuant to Rule 64.2007(b). The only exceptions
to these policies ore as itted under 47 U.S.C. § 22(d) and Rule 64.2005,

Section 64.2007 Approval required for use of customer proprielary network information.

(a)  Alelecommunications carrier may obtain approval through written, oral or ¢lectronic
mothods.

(1) Alelecommunications carrier relying on oral approval shall bear the burden of demonstrating
that such approval has been given Lo compliance wilh the Commission's rules in this part.

(2)  Approval or disapproval o usc, disclosc. or permit aceess to a cuslomer's CPNL obtained by a
telecommunicalions carrier must remain in effecl until the customer revokes or limits such approval or
disapproval.

(3) A telccommunications carrier mmust maintain records ol approval, whether oral, wrilten or
electronic, for at leasl one year.

In alf circumstances where customer approval is required to use, disclose or permit uccess to CPNI, the
Compary's CPNI policies reguire that the Company obtain customer approval through written, oral or
electronic methods in compliance with Rule 64.2007. A castomer's approval or disapproval remains in
effect until the customer revokes or limits the approval or disapproval. The Company maintains records
of customer approval (whether written, oral or electronic) for a minimum of one year.

(by  Use of Opt-Out and Opt-In Approval Processes. A telecommunications carmier may, subject
1o opt-out approval or opl-in approval, use its ¢ustomer's individually indentifiahle CPNI for the purposc of
markeling communications-relaled services to that customer. A lelecommunications carrier may, subjoct lo
opl-out appraval or opt-in approval, disclose its cuslomer's individually identifiable CPNI, for the purpose
ol markeling communicarions-related services lo that customer, 1o ils agents and ils affiliates thal provide
communications-relaled services. A lelecommunications carrier may also permit such person or entities lo
ohlain access 1o such C'PN for such purposes. Excepl for use and disclosure of CPNI that is parmiticd
wilhoul cusiomer approval under seclion §64.2005, or that is described i this paragraph, or as otheraisc
provided in seclin 222 of the Communications Acl of 1934, a3 amended, a iclecommunications carrier
may only use. disclose, or permil access o its eustomer's individually indentifiahle CPNI subject o opt-in
approval.

The Company does not use CPNI for any purpose (including marketing ications-reldated
services) and does not disclose or grant access to CPNI to any panty (including to agents or affiliates that
provide communications-related services), except as permitted under 47 U.S.C § 222¢(d) and Rule
64.2008.



Section 64.2008 Nolice required for use of customer proprietary network information.

(a) Notification. Generally, (1) Prior W any solicitalion for customer approval, a
lelecommunications carrier must provide nolification o the customer of the customer's right 1o restrict use
of, disclese of, and access Lo thal customer’s CPNI.

(2)  Alclcoommunications carrier musi maintain records of notificatjon, whether oral, wrillen or
elcctronie, for at least one year.

(b) Individual notice to cusiomers must be provided when soliciting approval Lo use, disclose, or
permit access to cuslomers' CPNI.

(¢) Content of Notice. Customer nolificalion musl provide sufficient informatin to enable the
cuslomer 1o make an informed decision as 1o whether to permil a camier to usc, disclose, or permil access
to. the cuslomer's CPNIL

(1) The notification musi stale that the cusiomer has a right, and the carrier has a duly, under
federal law. 1o proiect the confidentiality of CPNI.

(2) Thenatification must specify the Lypes of information thal constitute CPNI and the specific
eniilies Lthal will receive Lhe CPNI, deserihe the purpose for which CPNI will be used. and inform the
cuslomer of his or ker nghl 10 disapprove Lhose uses, and deny or withdraw access to CPNI al any ime.

{3) The notification must advise the cuslomer af the precise sleps the customer musl take in order
Lo granl or deny access Lo CPNL and must clearly stale that a denial of approval will nod affect the
provisions of any service lo which Lhe customer subscribes. However, carriers may provide a briel’
statemend, in a clear and nculural language, descrihing consequences dircelly resulling from the lack of
accesy lo CPNL

{4)  The nolification must be comprehensible and must not be mislcading.

(5) I written notification is provided, the notice musi be clearly legible, use sutficiently large
1ype. and be placed in an area 5o as to be readily apparent (o a customes,

(6) If any portion of a notificalion is translated into another language, then all protions of the
nolification must he translated inte that language.

(7)  Acarrier may stalc in the nofification that the customer’s approval to use CPNI may enhance
the carrier's abilily 1o offer products and sarvices tailored to Lhe cusiomer's needs. A carier also may stale
in the notificalion that it may be compelled lo disclose CPNI (o any person upon affirmative written request
by the customer.

(B) A carrier may not include in the notification any stalement attempling lo encourage a customer
to fresse third-party access lo CPNL

(9} ‘Ihe nolification must stale that any approval, or denial of approval for the use of CPNI
outside of the service (o which the cusiomer already subscribes from thal canier is valid unlil the customer
affirmatively revokes or limils sueh approval or denial.

(1) A telecommunications carrier’s solicilation for approval must he proximalc to the
nolification of a customner's CPNI righls.

The Company's CPNI policies require that customers be notified of their rights, and the Company's
obligations, with respect te CPNI prior to any solicitation for custoner approval All required customer
natices (whether written, oral or dectronic) comply with the requirements of Rule 64.2008. The




Company maintains records of all reguired customer nolices (whether written, oral or electronic) for a
mininum of one year.

(d) Notice Recquurements Specific to Opt-Out. A lelecommunications carrier must provide
notification Lo obiain opl-out approval through electronic or written methods. but no by oral
communicalion {except as provided in paragraph (D of this section). The conlents of any such notification
must compmy with (he requirements of paragraph (¢ ) of this section.

(1)  Carrier must wail a 30-day minimum period of time after giving customers notice and an
opportunity to opl-out before assuming customer approval 1o use, disclose, or permit access 1o CPNL A
carrier may, in its discrction, provide for a longer pesiod. Camiers must notify customas as to the
apphcable waiting period for a response before approval is assumed,

(i)  Inthe case of an electronic form for notificalion. Lhe waiting period shall begin lo run from the
dale on which the nolification was sent; and

(i} In the case of notification by mail, the wailing period shall begin Lo run on the third day
following the date of the notification was mailed.

(2) Carriers using the opt-oul mechanism must provide notices that their cuslomers every two
years.

(3)  Telecommunications carriers thal use c-mail to provide opl-out notices must comply with the
following requirements in addition to the requirements generally applicable Lo notification:

(i)  Carricrs must obtain, express, verifiable, prior appreval from consumers Lo send notices via e-
mail regarding their service in general, or CPN] in particular;

() Camriers must allew customers to reply direclly to o-mails contaming CPNI tiotices in ordef to
opl-oul;

(iii) Opt-out e-mail notices Lhat are retumned 10 the camier as undeliverable must be sent to the
customer in another form before carriers may eonsider the cuslomer lo have received notice,

(iv) Carriers that usc ¢-mail io send CPN] notices must cnsure that the subject line of the message
clearly and aceurately identifies the subject matler of the e-mail; and

(v) Telecommunications carriers must make available to ever cuslomer a mcthod to opt-out that
is #f no additional cosl to the customer and that 15 available 24 hours a day. scven days a week, Carmiers
may saliafy this requirement through a combination of methods, so long as all customers have (he abilily to
opi-out at no cost and are able to effectuale that choice whenever they choose.

The Company does not currently solicit “opt-out” customer approval for the use of disclosure of CPNI.
The Company does not use CPNI for any purpose (including marketing communicutions-refated
services) and does not disdose or grant access to CPNI to any party (including to agents or affiliates that
provide communications-related services), except as permisted under 47 U.S.C § 222(d) and Rule
64.2008.

(e) Notice Requirements Specific to Opt-In. A lelecommunicalions carnier may provide
waotification to ohtain opt-in approval through oral, wrilten, or electronic methods, The conlents of any such
nolification must comply with the requirements of paragraph (c ) of this section.

The Company does not currently solicit “opt in" customer apgroval for the use of disclosure of CPNI.
The Company does not use, disclose or grant access to CPNI for any purpose. to any party or in any
manner that would require a customer's "opt in" approval under the Commission's CPNI Rules.




(F) Notice Requirements Specific to One-Time Use of CPNT . (1) Carriers may use oral nolice to
oblain limited. one~time use of CPNI for inbound and cutbound customer telephone contacts for the
duration of the call, regardless of whether carmars usc opi-oul or opl-in approval based on Uic nature of the
eontacl.

(2) The eomtenls of any such notification must comply with the requirements of paragraph (¢ ) of
the seclion,except thal felecommunicalions carriers may omit any of the following notice provisions il not
relevant to the limiled use [or whieh the carrier secks CPNI:

(i) Carricrs need not advise customers Lhat if they have opted-out previously, no aclion is needed
Lo maintain the opt-oul elechion;

(i1} Carriers need nol advisc customers Lhal Lhey may share CPNI with their affiliates of third
parties and need nol name Lthosc entitics, if the litmited CPNI usage will not resull in usc by, or disclosure
to. an affiliate or third party;

(iii) Carriers need nol disclose the means by which a eustomer can deny or withdraw filure acceas
to CPNL. so long as carricrs explain (o cusiomers that the scope of the approval the carrier secks is limited
10 one-lime use;, and

(1v) Carrriers may omit the diselosure of the precise steps a eustomer musl lake in order to grant or
deny access to CPNL, as long as (he carrier elearly comomunicares that the customer can deny aceess Lo his
CPNI for the cal.

In instances where the Company seeks one-time customer approval for the use or disclosure of CPNI,
the Company obiains suck approval in accordasce with the disclosures, methods and requirements
contained in Rule 2008()).

Section 64.2009 Salfcguards required for use of customer proprielary network information.

(a) Telecommuniealions carriers must implement a system by which the status of a customer's
CPNI approval can be clearly established prior to the use of CPNI.

The Company's billing system allows authorized company personnel to easidy determine the status of a
customer's CPNI approval on the customer gccount screen prior to the use or disclosure of CPNIL

(b) Telecommunications earrier must train their personnel as to when they are and are not
authorized to use CPNI, and camiers must have an express disciplinary process in place.

The Company has established CPNI compliance policies that include employee training on restrictions
on the use and disclosure of CPNI and required safeguards to protect against unauthorized use or
disclosure of CPNI. Employees have signed that they understand the CPNI policies and a violation of
rthaose policies will rexult in disciplinary action.

(¢ ) All carmiers shall maintain a recond, electtonically or in some other manner. of their own and
their afTiliates’ sales and marketing campaigns thal use their customers' CPNIL Al camicrs shall maintain a
record of all instances where CPNI was disclosed or provided Lo third parrics, or where third parties were
allowed access to CPNIL The record must include a descriplion of each campaign, the specific CPNI that
was used in the campaign. and what products and servicey were offered as a part of the campaign, Camiers
shall retain the record for a minimum of one year.

The Compuny's CPNI policies require that all sales and marketing campaigns including these utilizing
CPNI be recorded and kept on file for at least one pear. Records are also maintained for disclosure or
aceess to CPNI by third parties. The records include the required information listed in Rule 64.2009¢ ).




(d) Telecommunicalions carriers must cslablish a supervisory review process regarding carrier
compliance with the mles in this subpart for out-bound markciing siluations and maintain records of carrier
complance for 2 mininum period of onc year, Specifically, sales personncl musi oblain supervisory
approval of any proposcd outl-bouond markeling request for customer approval.

The Company's CPNI policies require employees to obtain approval from the Company's CPNI
Compliance Officer for all marketing campaigns, including those utilizing CPNI, prior to inifiating that
canmpaign. Record of the marketing campaigns, along with the appropriate supervisory approval is
muaintained for at least one year.

(e) A telecommunications carricr must have an officer, as an agenl of the carmrier, sign and lile
with the Commission a compliance certificale on an annual basis. The officer must state in the certification
that he or she has personal knowledge that the company has established operating procedures thal are
adequate to ensure compliance with the rules in this subpart. The carrier must provide a stalement
accompanying the certilicate explaining how its operating procedures ensure thal 1l is or is not in
compliance with the rules in this subpart. In addition, the carrier must include an explanation of any
actions taken against data hrokers and a summary of all customer complaints received in the past year
comcerning the unauthorized release of CPNI. This filing must be made annually with the Enforcement
Bureau on or before March 1 in EB Docket No. 06-36, [or data pertaining to the previous calendar year.

The reguired officer certification, uctions faken against duto brokers and sumnsary of customer
complaint documents are included with this accompanying t. The Company will file these
documents on an annual basis or or before Marck I for duata pertaining to the previous calendar year.

(f) Carriers must provide written notice within five business days (o the Commission of any
instance where Lhe opl-out mechanisms do nol work properly, Lo such a degree that consumers’ inahility Lo
opt-out is more than an anomaly.

(1) The nolice shall be in the form of a letler, and shall include the carrier's name, a descriplion ol
the opt-oul mechanism(s) used, Lhe problem(s) experienced, Ihe remedy proposed and when il will be/was
implemented, whether 1he relevant slate commission(s) has been nolified and whether it has taken any
action, a copy of the nolice provided to customers, and contact information.

(2) Such notice must be submitted cven if the camier offers other methods by which consumers
may opl-out.

The Company does not currently solicit " opt-out" customer approval for the use or disclosure of CPNL
Section 64.2010 Safeguards on the disclosurc of customer proprictary nelwork inforination.

(a) Safeguording CPNI. Telecommunicalions cartiers inust take reasonable measures Lo discover
and prolcct against atlempts Lo gain unauthorized aceess o CPNI. Telecommunications carriers must
properly authenticate a customer prior lo disclosing CPNI based on cuslomer-iniliated telephone contac,
online account access, ar an in-slore visil.

The Company's CPN] policies and employee training include ¢ bie es 1o discover and
prolect against activity that is indicative of pretexting and employees are instructed to notify the CPX]
Cempliarce Officer if any such activity is suspected.

(b) Telephone access to CPNI. Telecommunicalions carriers may oaly disclose call detail
infermation over the telephong, based on cusloma-initiated (clephone contact, il the customer first
pravides the caitier with a password, as descrihed in paragraph (e) of this section, that is not prompled by
the canier agking for readily available biegraphical information, or aecount information. If (he customer
does not provide a password, the lelscompmunications carmiar may only disclose call detail information by
sending it to the customer's address of recerd, or, by calling the cusiomer al the telephone number of
rocord. If the customer is able lo provide call detail information to the lelecommunications cairier during a




customer-initiated call witheut the telecommunications carricr’s assislance. then the lelecommunications
carnier is permitted to discuss the call detail information provided hy the customer.

The Company's CPNI policies ensure that a customer is only able 10 access call detail information sver
the telephone in one of the ways listed in Rule 64 2010(b). If the customer cannot remember their
password, they are prompied to answer a securily question. Neither the password mor the security
question are based on readily available biographical information or account information. Customer
service representatives are instructed to anthenticate customers over the telephone in oll instances except
in the case where the customer provides the call detail information without the assitance of the
Company.

(¢ ) Onitne access to CPNI. A telecommunications carmier must authenticale a customer withoul
the use of readily available biographical information, or account information, prior lo allowing the
cuslomer online access to CPNI relaled (o a telecommunications servics accounl, Onee authenticaled, the
customer may only obiain online access Lo CPNI relaled to a telecommunications service aceount through a
password, as described in paragraph () of this seetion, that is not prompled by Lhe camrier asking for readily
available biographical information or account infermation.
The coinpany authenticares customers without the use of readily avallable biographical or account information priot to
allowing on access to CPNI related fo an account. Once authenticated, the customer may only obtain accezs to CPNI
through a password, that is not prempted by readily avaitable blographical or account irformation.

(d) In-Store access to CPNI. A lelecommunications earrier may disciose CPNI 1o a customer
who, al a carrier's retail location, lirst prescats to the telcommunicalions carrier or its agent a valid pholo
ID matching the eustomer's account mformation.

The Companiy does not have retalf locations.

(c) Estublishment of a Password ond Back wp Awthentication Methods for L.ost or Forgotten
Passwords. To eslablish a password, a lelecommunicalions carrier must authenlicate ihe customer withoul
the use of readily available biographical information, or aecount information. Telecommunications carriers
may create a back-up customer authentication method in the event of a lost or forgotien password, but such
back-up eustomer authentication method may not prompl the customer for readily availahle biographical
informatien, or account information. IT a customer cannol provide the correct password or Lhe cormreet
response for the back-up cuslomer authenlicalion method, the cuslomer musi estahlish a new password as
descrihed in this paragraph.

The Company's CPNI policies allow for a few ways fo establisk a password, all of which ensure
compliance with the above paragraph. Eack method alse allows the customer to extablish a back-up or
secarity question in the event that they forget their pasoword. in no event does the Company use readily
available biographical information or account information as a back-wp question or as a means to
establish a § d or authenticate the cust

() Notification of account charges. Telecommunications carriers must notify customers
immedialely whenever a password, cuslomer response 1o a back-up mcans of authentication for last or
forgollen passwords, online acecunl. or address of record is created or changed. This notilication is not
required when the cuslomer iniliates sarvice, incloding the selection of a password al service initiaiton.
This notification inay be through a camer-originated voicemail or lext message lo he telephone number of
record, or hy mail o the address of record, and must not reveal the changed information or be sent to the
new accounl information.

The company will notify a customer immediately when account changes oceur, including a password, 2 response fo 2
back-up means of authetication, or address of record. The notification wili be through a carrier-originated voicemail or
text message (o the telephone number of record, or by malf to the address of record, and will not confain the changed
information or be sent ro the new account infarmation.




(g) Business Customer Fxempiion. Telecommunications carriers may bind themsehves
contractually to authentication regimes other than those described in this section for services Lhey provide
1o their business eustomer (hat have both a dedicaled account representative and a contract Lhat specifically
address the caniers' protection of CPNL

The Company does not wtilize the business customer exception ot this time.

Section 64.2011 Notification of cusiomer proprietary network information security
breaches

(2) A telecommunications carrier shall notify law enforcement of a breach of its customers’ CPNI
as provided in Lhis seclion. The carrier shall not notify ils customers or disclosc Lhe breach publicly,
whether voluntarily or under statc or Jocal law or these rules, until it has completed the procsss of notifying
law enlorcement pursuant to paragraph(h).

(b) As soon as practicable, and in no evenl later than seven (7) business dayz, afier reasonable
determination of the breach, the telccommunications carrier shall electronically notify the United States
Secret Service (USSS) and the Federal Burcau of Investigation (FBI) through a cenliral reporting facility.
The Commission will maintain a link to reporting facility at hitp://www.lgc govieb/cpni.

(1) Notwithstanding any staic law lo the contrary, the carrier shall not notify customers or
disclose the breach of the publie until 7 fuil business days have passed after notificalion to the USSS and
Lhe FIT except as provided in paragraphs (2) and (3).

(2) If the carrier believes that there 15 an extraordmarily urgent nced o notify any class of affected
customers sooner lhan otherwise allowed under paragraph (1), in order to avoid immediate and irreparable
harm, it shall so indicate in ils notification and my proceed to immediately notity its alfected cuslomers
only after consultation with the relevant investigation agency. The carrier shall cooperate with the relevant
investigation agency's requesl to minimize any adverse cffcels of such customer notification.

(2) If the relevanl investigationg agency determines that the public disclosure or nolice to
customers would impede or compromise an angoing or polential criminal investigation or nalional security.
such agency may direct the carmer not fo disclose or notily for an inilial period of up in 30 days. Such
period may be cxtended by the agency as reasonable necessary in the judgament of Lhe agency. If such
direction is given, the agency shall notify (he carrier when it appcars that public disclosure or notice to
affected cusiomers will no longer impede or compromise a eriminal investigation or nalional secusily
and such writings shall be contemporancously logged on the same reporting facility (hat contains records of
notifications filed hy carriers.

(¢ ) Recordkeeping. All cammiers shall maintain a record, elecironically or in some other manner, of
any breaches diseovered, notification made o USSS and the FBI pursuant to paragraph (b), and
notification made (o customers. The record must include, i available, dates of discovery and notificarion. a
detailed description of the CPNI that was the subject of the breach, and the circumstances of the hreach.
Carriers shall rctain the record for a minimum of 2 years.

The Company has policies and procedures in place to ensire compliance with Rule 64.2011 When it is
reasonably determined that a breach has occurred, the CPNI Compliance Officer will notify law
enforcement and its customer in the required timeframes. A record of the breach will be maintained for
a minimum of two years and will include all information required by Rule 64.2011.




