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I, Kent Charugundla, certify that ] am an officer of the company named above, and acling as an
agent of the company, that | have personal knowledge that the company has established operating

procedures that are adequate to ensure compliance with the Commissions CPNI rules. See 47 C.F.R. §
64.2001 er seq.

Below is a statement explaining how the company’s procedures ensure that the company 15 in
compliance with the requirements set forth in section 64.2001 ef seq. of the Commission’s rules.

« A policy 1s in place within the company not to release any information on
any customers uniess a subpoena or a court order document has been
mandated upon us.

« We do not supply data to any data brokers.

« All employees have signed Confidential Agreements.

« We keep cusiomers data In secure locked cabinets; all electronic data is

encrypied and password protected. Only authorized personnel have
access thru VPN Firewall.

The company has not taken any actions (proceedings instituted or petitions filed by a company al
either state commissions, the court system, or at the Commission aganst data brokers) agaimst data
brokers in the past year.

)
The company has not received any customer complaints in the past year concerning the unauthorized
release of CPNT (number of customer complatnts a company has received related to unauthorvized access
to CPNI, or unauthorized disclosure of CPNI, broken down by category or complaint, e.g., instances of
improper access by employees, instances of improper disclosure to individuals not authorized to recetve
the information, or instances of improper access to online information by individuals not avthorized (o
view the information).
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