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Dear Ms. Dortch:

Telephone: (770) 232-9200
Facsimile: (770) 232-9208

Email: lsteinhart@telecomcounsel.com

Pursuant to 47 C.F.R. § 64.2009(e), Wholesale Network Services, Inc. hereby
submits its Annual 64.2009(e) CPNI Certification.

If you have any questions or if I may provide you with additional infonnation,
please contact me at the above address, e-mail or telephone number. Thank you for your
attention to this matter.

JUitted,
/

.M. Steinhart
eyfor

olesale Network Services, Inc.
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Wholesale Network Services, Inc.

Compliance Requirements



Wholesale Network Services, Inc.
1650 Jefferson Road

Whippany, New Jersey 07981

Compliance Requirements

Wholesale Network Services, Inc. ("Company") maintains the following operating procedures to ensure compliance
with the requirements set forth in Section 64,2001 et seq. of the Commission's rules.

Section 64.2005 Usc of customer proprietary nefwOl"k informa-tion without customer
approval.

•

(a) Any leieconnnuJl;cations carrier may usc, disciose, or permit access to CPNI for the purpose of
providing or marketiJlg service offerings among the categories of service (i.e., local, intercxchange, and
CMRS) to which the customer already subscribes from the same carrier, without customer approval.

(I) If a telecommuuications carrier provides different categories of service, and a customer
subscribes to more than one category of service offered by the carrier, fue catrier is permitted to share
CPNI among the carricr's affiliated entities that provide a service offering to tl,e customer.

(2) If a teiecommunicatious carrier provides different categories of service, but a customer does
not subscribe to more than one offering by the carrier, tbe carrier is not perntitted to Share CPNI with its
affiliates, except as provided in §64.2007(b).

(b) A telecommlntications canier may not use, disclose, or permit access to CPNI to market to a
'customer service offerings that are within a caregory of service to which the subscriber does not already
subscribe from that carrier, unless that carrier has customer approval to do so, except as descn'bed in
paragraph(c) of this section.

(1) A wireless provider may use, disclose, or permit access to CPNI derived from its provision of
CMRS, without customer approval, for the provision of CPE and information service(s). A wireiine carrier
may use, disclose or permit access to CPNI derived from its provision of locil! exchange service.or
in.terexchange service, without customer approval, for the provision of ePE and call answering, VOIce mail
or messagin~ voice storage and re~'ieval services. fax store and forvvatd, and protocol conversion.

(2) A teleconnnuuications carrier may not use, disclose, or pennit access to CPNI to identify or
track customel~ that call competing service providers. For example, a local exchange can'ier may not use
local service CPNI to track aU customers that call local service competitors.

(e) A telecommunications carrier may use, disclose, or pennit access to CPNI, without customer
approval, as described in this paragraph (c).

(I) At~leconnnuujcations carrier may use, disclose, or permit access to CPNl, without customer
approval, in its provision of inside wiring instalIation. maintenance, and repair services.

(2) CMRS providers may use, disclose, or pennit access to CPNI for the purpose of conducting
research on the health effects of CMRS.



(3) LECs, CMRS providers, and interconnected VolP providers may use CPNI, Witllout customer
approval, to market services formerly known as adj1ll1ct-to-basic services, such as, but not limited to, speed
dialing, computer-provided directory assistance, call monitoring, caU tracing, call blocking, call return,
repeat dialing, call tracking, call waiting, caller I.D., call forwarding, and celtain Centrex features.

(d) A teiecommunications carrier may use, disclose, or pelmit access to CPNI to protect the rights
_._.. _.__. .._.().r.Jl!5!~ of tlle carrier, or to protect users of those services and other carriers from fraudulent, abusive, or

unlawful use ofl or SUbscription to) such services.

The Compally has adopted specific CPNI policies to ellsure thot, ill the absence ofcustomer approval,
CPNI Is only used by tlze Company to provide or market service offerings among tlze categories of
service (Le., local, illterexcltange, alld CMRS) to wlticlz tlze customer ulready subscribes. Tize
Company's CPNI policies prohibittlze sharing of CPNI with affiliated companies, except as permitted
ullder Rule M.2005(a)(l) at witlz customer approval pursuant to Rule 64.2007(b). Tize only exceptions
to these poUcies are as permitted TIIuler 47 U.S.c. § 221(d) and Rule 64.2005.

Section 64.2007 Approval required for use of customer proprietary uetwork information.

(a) A telecommunications carrier may obtain approval through written, orai or electronic
methods.

(1) A telecommunications carrier relying on oral approval shaH bear the burden of demonstrating
that such approval has been given ill compliance with the Commission's rules in this part,

(2) Approval or disapproval to use, disclose, or permit access to a customer's CPNl obtained by a
telecommunications carrier must remain in effect until the customer revokes or limits· such approval or
disapproval.

(3) A telecommunications calTier must maintain records of approval, whether oral, written or
electronic, for at least one year.

b, all circumstances where customer approval is required to use, disclose or permit access to CPNl, the
Company's CPNIpolicies reqllire Illat the Company obmin cllstomer appl'ovalthrouglz writtell, oral or
electronic methods in compliance wilh Rule 64.2007. A cllstomer's approval or disapproval remaim ill
effect ulltilthe customer revoke" or limits tlte approval or disapproval. The Company mailttaills records
ofcustomer approval (whether wrillen, oral or electrollic) for a millimllm ofOI,e year.

(b) Use ofOpt·Out and Opt-Ill Approval Processes. A telecollUnllnications carrier may, subject
to opt-out approval 01' opt·in approval, use its customer's individuaHy identifiable CPNl for the pm'pose of
mal'keting communications-related services to that customer. A telecommunications canier may, subject to
opt-out approval or opt-In approval, disclose its customer's hldlvidually identifiable ePNl, for the purpose
of marketing communications-related services to that customer, to its agents and its affi.liates tllot provide
communications-related services. A teleconununications carrier may also permit such person or entities to
obtain access to such CPNJ for such purposes. Except for use alld disclosure of ePNI that is permitted
without customer approval under section §64.2005, or that is described in this paragraph, Or as otherwise
provided in section 222 of the Communications Act of 1934, as amended, a telecommunications carrier
may only use, disclose, or permit access to its customer's individually idcntifiable CPNI subject to opt-in
approval.

Tlte Company does not use CPNI for any purpose (incll/ding marketing communications-related
services) allil does ltot disclose or grant aCCess to CPNlto any party (including to agents or affiliates tltat
prOVide comm'mications-related services), except as permit/cd under 47 V.S.c. § 222(d) and Rule
64.2005.
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Section 64.2008 Notiee required for use of customer proprietary network information.

(a) Notification Generally. (1) Prior to any solicitation for customer approvai, a
telecominunications carrier must provide notification to the- customer of the customer's right to restrict use
of, disclose of, and access to that customer', CPNl.

(2) A telecommunications catTier must maintain records of notification, whether oral, written or
eTectroiiic;-"fOr-arleast one year.

(b) Individual notice to customers must be provided when soliciting approval to use, disclose, or
permit access to customers' CPNl.

(e) Content ofNotice. Customer notification must provide sufficient information to enable the
customer to make an informed decision as to whether to permit a carrIer to use, disclose, or permit access
to, the customer's CPN!,

(1) The notification must state that the customer has a right, and the canier h"" a duty, uuder
federal law, to protect the confidentiality ofCPNl.

(2) The notification must specifY the types of infOlmation that constitute CPNl and the specific
entities that will receive the CPNI, describe the purposes ior which CPNI wili be used, and infonn the
customer ofhis or her right to disapprove those uses, and deny or withdraw access to CPNI at any time.

(3) The notification must advise the customer of the precise steps the customer must take in order
to grant or deny access 'to CPNI, and must clearly state that a denial of approval will not affect the
provision of any servi.ces to which the customer subscribes. However j carriers may provide a brief
st.tement, in a clear and neutral language, describing consequences directly resulting fi'om Ii,e lack of
access to CPN!.

(4) The notification must be comprehensible and must not be misleading.

(5) If written notification is provided, the notice must he c1eariy legible, use sufficiently large
type, and he placed in an area so as to be readily apparent to a customer.

(6) If any portion of a notification is translated into another language, then ali portions of the
notification must be translated into that language.

(7) A carrier may state in the notification that the customer's approval to use CPNl may erUlance
the carrier's ability to offer products and services tailored to the customer's needs. A carrier also may state
in the notification that it may be compeiled to disclose ePNT to any person upon affirmative written request
by the customer.

(8) A carrier may not include in the notification any statement attempting to encourage a customer
to fj'eeze tllird-palty access to CPN!.

(9) The notification must state that any approval, or denial of approval for tl,e use of CPNl
outside of the service to which iiI. customer already subscribes from that carrier is valid until the customer
affirmatively revokes or limits such approval or denial.

(10) Aiel.communications catTier's solicitation for approvai must be proximate to the
notification ofa customer's CPNI rights.

The Company's CRNI policies require that customers be notified Of their rights, and the Compauy's
obligations, with respect to eRNl prior to any solicitation jor customer upprovaL A.1I required cllsWmer
itO/ices (whether wrlttelt, oral or electronic) comply with the requirements of Rule 64.2008. The
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Compauy maintains records of all required customer /lotices (whether written, oral or electronic) for a
minimum ofone year.

(d) Notice Requirements Specific to Opt-Out. A telecommunications carrier must provide
notification to obtain opt-out approval tltrough electronic or written methods, but not by oral
communication (except as provided in paragraph (f) ofthis section). The contents of any such notification
must comply with the requirements of paragraph (c) of this section.----------- .._••....__ .... _...

(l) Carriers must wait a 30-day minimum period of time after giving customers notice and an
opportunity to opt-out before assuming customer approval to use, disclose, or permit access to CPNl. A
carrier maYI in its discretion, provide for a longer period. Carriers must notify customers as to the
applicable waiting period for a response before approval is assumed.

(i) In the case ofan electronic form of notification, the waiting period shall begin to run from the
date on which the notification was sent; and

(il) In the case of notification by mail, the waiting period shall begin to run on the third day
following the date that thenotification was maiied.

(2) Carriers using the opt·out mechanism must provide notices to their customers every two
years.

(3) Telecommunications carriers that use e-mail to prOVide opt·out notices must comply with the
following requirements in addition to ti,e requiremcnts generally applicable to notification:

(i) Carriers must obtain express, verifiable, prior approval from consumers to send notices via e·
mail regarding their service in general, or CPNI in paIticular;

(il) Can'jers must allow customers to reply directly to e·mails containing CPNI notices ;n order to
opt~out;

(iii) Opt-ont e·mailnotiees tbat are retumed to tbe carrier as undeliverable must be sent to the
.customer in another form before carders may consider the customer to have received notice;

(iv) Carriers that use e-mail to send CPNlnotices must enSUre that the subject line ofthe message
clearly and accurately identifies ti,e subject matter ofthe e-mail; and

(v) Telecommunications carriers must make available to every customer a method to opt·out that
is of no additional cost to the customer and that is available 24 hours a day, seven days a week. Canters
may satisfy tilis requirement through a combination of methods, so long as all customers have the ability to
opt-out at no cost and are able to effectuate that choicc whenever they choose.

The Company does /lot cllrrelllly solicit "opt Ollt" customer approval for the lise or di,cloS/lfe of CPNI.
Tlte Company does /lot lise CPNI for any pllrpose (inciJIdlng marketing c011UItl/llications-related
services) ann does not disclose or grollt access to CPNI to allY party (I/lcludlng to agems or affiliates tlrat
provine communications-related services), except as permitted ullder 47 U.S.c. {/ 222(il) and Rule
64.2005.

(e) Notice Requtrements Specific to Opt-In. A telecommunications canier may provide
notification to obtain opt-in approval through oral, written, or electronic methods. The contents ofany such
notification must comply with the requu'ements of paragraph (c) of this section.

Tire Company does not cllrrentlJ! solicit "opt in" cllstomer approvai for tile lise or disclosllre of CPNI.
Tire Company does Ilot use, disclose or grallt access to eRNl for any pllrpose, to any party or ill allY
manner tlzat would require a customer's "opt in" approval under Ihe Commission's CPNI Rules.
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(f) Notice Requirements Specific to One-Time Use ofCPN!. (1) CalTiers may use oral notice to
obtain limited, one-time nse of CPN] for inbound and outbound customer telephone contacts for the
duration'of the call, regardless of whether carriers use opt-out or opt-in approval based on the nature of the
contact.

(2) The contents of any such notification must comply with tile requirements of paragraph (c) of
this section, except that teleconununications c8lTiers may omit any ofthe following notice provisions if not

~,.,--,~_.,-----,". - ----:r"'erevant to tlieliffiitec['use for wfiIchtl1ecmTIerSeeKSCf5frF~"

(i) Carriers need not advise customers that if they have opted~out previously, no action is needed
to maintain the opt-out eleetion;

(li) Carriers need not advise customers that tlley may share CPN] with their affiliates or third
parties and need not name those entities, if the limited CPNI usage will uot result in use by, or disclosure
to, an affiliate or third party;

(iii) CatTiers need not disclose the mealls by which a customer call deny or withdraw futm'c access
to CPN], so long as carriers explaill to customers that the scope ofthe approval the carrier seeks is limited
to one~time use; and

(Iv) Carriers may omit disclosure of the precise steps a customer must take in order to grant or
deny access to CPNl, as long as the carrier clearly communicates that the customer can deny access to his
CPNI for the calL

III Illstances wllere the Compally seeks one-time customer approval for tlte use or disclosure of CFNI,
tlte Compally obtains such approval ill accordaltce with the disclosures, methods and requirements
contained in Rule 2008(j).

Section 64.2009 Safeguards required for use of customer proprietary network information.

(a) Telecommunications carriers must implement a system by which the status of a customer's
,CPN] approval can be clearly established prior to the use ofCPNI.

Tlte Company's billlllg system allows authorized company persollllel to easily determine the status of a
customer's CPNI approval on the customer account screen prior to the use or disclosure of("PNI.

(b) TelecOllllllunications carriers must train their persounel as to when they are and are not
authorized to use ePN], atld carriers must have atl express disciplinary process in place.

Tile Company has established CPNI compliallce policies that Illclude employee training on restrictions
on the use alld (lisclosure of CPNI and required safeguards to protect ((gaiust Ull((utltorized use or
disclosure of CPNL Employees I",ve signed tilat they umlersttmd the CPNI policies ((lid a vlol((tioll of
those policies will result ill disciplinary action.

(c) All calTiers shall maintain a record, electronically or in some other malmer, of their OWll and
their affiliates' sales and mal'keting campaigns that use their C\lstomers' CPN!. All carriers sbal! maintain a
record of al! instances where CPN] was disclosed or provided to third pmties, or where third parties were
allowed access to CPNL The record must includc a dcscription of each campaign, the specific CPN] that
was nsed in the campaign, and what products and services were offered as a part of the campaign, Carriers
shal! retain the record for a minimum ofone year,

Tile Company's CPNIpolicies require Ihat ail s((les and mflrketing campalglls Including those utiliZing
CPNI be recorded ((nd kept on fiie for ((I iel1fil Olle ye((r. Records are ((Iso maillfainedfor disclosure or
access to CPNI by t!rird parties. Tile records include tile required informat/olllisted In Rule 64.2009(c).
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(d) Telecolnmunications caniers must estabUsh a supervisory review process regarding carrier
compliancc with the rules in this subpart for out-bo\md marketing situations and maintain records of carrier
compliance for a minimum period of one year. Specifically, sales persOlmel must obtain supervisory
approval of any proposed out-bound markcting request for customer approval,

The Compally's CPNI policies require employees to obtaill approval from the Compally's CPNI
.,__, ~, (;Q!JJJ2.lla1!£f....Qff1cer (Q! all marketin.g campaigEbJ.r!.ruldi1!JJ those utili'?1!JJJ CPN.lJll:.ior to il/,itiatil/gjlla,,,t _

campaigl/. Record of tile marketillg campaigns, along with the appropriate supervisory approval is
mailltainedfor at least QIte year.

(e) A telecommunications canler must have an officer, as an agent of the canier, sign and file
with the Commission a compliance celtlficate on an annual basis. The officer must state in the celtification
that he or she has personal knowledge that tile company has established operating procedures that are
adequate to ensure compliance with the rules in this subpalt, The carrier must provlde a statement
accompanying the certificate explaining how its operating procedures ensure that it is or is not in
compliance with the rules in this subpart. In addltiolll the carrier must include an explanation of any
actions taken against data brokers alId a summary of all customer complaints received in the past year
concerning the unauthorized release of CPNl. Tllis filing must be made annually with the Enforcement
Bureau on 01' before March 1 in EB Docket No, 06·36, for data pertaining to the previous calendar year.

Tlte required officer certification, actions taken against data brokers and sUlIlmary Of customer
complalllt documellts are included witlt tlris accompanying statement. Tile Compal/y will fiie tllese
doclllllents on an mmual basis on 01' before Morch 1 for data pertaining to tlte previous calendar year.

(f) Cmiers must provide written notice within five business days to the Commission of ally
installce where the opt-ont mechanisms do not work properly, to such a degree that consumers' inability to
opt-ont is more than all anomaly,

(1) The notice shall be in the form ofa letter, and shall include the canier's name, a description of
the opt-out mechanislll(s) used, the problems(s) experienced, the remedy proposed and when it will be/was
implemented, whether the relevant state commission(s) has been notified and whether it has taken any
action. a copy ofthe notice provided to customers, and contact information.

(2) Such notice must be submitted even if the carrier offers other methods by which consumers
may opt-ant.

11le Company does not currelltly solicit "opt out" customer approvalfor tile use or discloSllre ofCPNL

Section 64.2010 Safcgnal'ds on the disclosure of customer proprietary network information.

(a) Safeguarding CPNI. Telecommunications call'iers must take reasonabie measures to discover
and protect against attempts to gain unauthorized access to CPNl, Tel<::communications caniers must
properly authenti.cate a customer prior to disclosing CPNI based On customer-initiated telephone contact,
online aCCDUJlt access. or an in~store visit.

The Company's CPNI policies and employee trail/ing include reasol/able measures to discover and
protect agaiust uctivity that is iudlcallve Ofpretexting and employees are lnstmcted to notifY the CPNI
Compliance Officer if any such activity is suspected.

(b) Telephone access to CPNJ, Telecommunications carriers may only disclose cali detail
information over the telephone, based On customer'initiated telephone contact, if the customer tirst
provides the carrier with a password, as described in paragraph. (e) of this section, that is not prompted by
the carrier asking for readily available biographical information, or account information, If the customer
does not provide a password, the telecommunications canier may only disclose cali detail information by
sending it to the customer's address of record, or, by caliing the customer at the telephone number of
record. If the customcr is able to provide call detail information to the telecommunications carrier during a
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customer-initiated call without the telecommunications carrier's assistance, then the telecommunications
canier is permitted to discuss the call detail infonnation provided by the customer,

The Company's CPNI policies ensure that a customer is only able to access call delail information over
the telephone in one of the ways listed in Rule 64.2010(b), If the customer call1lot remember their
password, they (Ire prompted to allswer a security question. Netther the password nor the security

___.__. IJ!!!-stion.-,!!.~ based OIl'E','!.!ly available blof{!!!Jiltical ill!'!!!.'!..a!!an O(:.!!.':E!!!!'i..EE1.ormat!£lI. eus!£,!!~::.r _
service representatives are instructed to authenticate customers over tlte telephone in all instances except
ill tlze case where the customer provides the call detail Iziformatioll without the assistance of the
CompallY·

(c) Online access to CPNI, A teleconmmnicatiolls carrier must authenticatc a customer without
the use of readily available biographical information, or account information, prior to allowing the
customer online access to CPNI related to a telecommunications service account. Once authenticated, the
customer may only obtain online access to CPNl related to a telecommmJiGations se!'Vice accomJt thr@gh a
password, as described in paragraph (e) of this section, that is not prompted by the calTier asking for readily
available biographical information, or account infonnation.

11te CompanyJs cllstonu~rs do not currently have access to their account online.

(d) In-Store access to CPN!. A telecommunications carrier may disclose CPN} to a customer
who, at a cau'jer's retaillocatiol1> first presents to the telecommunications catTIer or its agent a valid photo
lD matching the customer's account informatiou,

There are no retail locations.

(e) Establishment of a Password and Back-up Authentication Methods for Lost or Forgotten
Passwords. To establish a password, 'a teleconnnunications carrier Inust authenticate the customer without
the use of readily available biographical infolmation, or account information, Telecommunications caniers
may create a back-up customer authentlcation method in the event ofa lost or forgotten password, but such
,back-up customer autiJentlcation method may not prompt the customer for readily available biographical
'information, or account information. If a customer ealUlot provide the con-ect password or the correct
response fur the back-up customer authentic'ation method, the customer must establish a new password as
described in this paragraph.

Tile Company's CPNI policies aJlow for a few ways to establish a password, all of which ensure
compliance with the above paragraph. Each metEtod also allows the customer to establish a back-up or
security question ill tEte .event that tiley forget their password. In 110 event does the Compally use readily
available blograplzical illformation or account informatio/1 as a back-up question or as a mea/ts to
establish a'passJPord or authellticate tlte customer.

(I) Notification of account changes, Telecommunications carriers must notify customers
immediately whenever a password, custolller response to a back-up means of authentication for iost or
forgotten passwords, online account, or address of record Is created or cbanged, This notification is not
required when the customer initiates service, including the selection of a password at service initiation,
This notificatlonll1ay be through a catTier-originated voicemail or text message to tile telephone number of
record, or by mail to the address of record, and must not reveal the changed information or be sent to the
new account information.

17w Compa/lY's billi/lg system geMrates a notification letter wlze/l a/ly of the fielil~ listed III Rule
64.201O(f) Is created or cEtangeiL TEte Company Immediately mails out tEte IlOtiflcatioll to the address of
record (never a lIew aMress) wEten required by Rule 64.20JO(f). The cOlltent oftlze /lotlf/catloll complies
wltEt tEte requirements ofRule 64.2010(f).
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(g) Business Customer Exemption. Telecommunications carriers may bind themselves
contractually to authentication regimes other than those described in this section for services they provide
to their business customer that have both a dedicated account representative and a contract that specifically
addresses the carricrs' protection of CPNI.

Tile Company does not ull/ize Ille busil/ess cuslomer exceplion at IIIIs lime.

Section 64.2011 Notification of customer proprietary network informatron security
breaches.

(a) A teleconununications carrier shall notify law enforcement of a breach of its customers' CPNl
as provided in this section. The carrier shall not llOtify its customers or disclose the breach publicly,
whether voluntariiy or under state or local law or these rules, until it has completed the process of uotifying
law enforcement pursuant to pwagrapb (b).

(b) As soon as practicable. and in no event later than seven (7) business days, after reasonabie
determination of the breach, the telecommtmications carrier shall electronically notify the United States
Secret Service (USSS) and the Federal Bureau of lnvestigation (FBI) through a central reporting facility.
The Commission will maintain a link to tbe repOlting fucility at bttp://www.fcc.gov/eb/cllni.

(I) Notwirllstanding any state law to the contrwy, the carrier shall not notify customers or
disclose the breach to tbepublic until 7 f1tll business days bave passed after notification to the USSS and
the FBI except as provided in paragraphs (2) and (3).

(2) If the carrier believes fuat there is an emaordinarily urgent need to notify any class of affected
CUStomers sooner thau otilerwise allowed under paragraph (I), in order to avoid immediate and irreparable
barm, it sball so indicate in its notification and my proceed to immediately notify its affected customers
only after consultation with the relevant investigating agency. The carrier shall cooperate with the relevant
investigating agency's request to minimize any adverse effects of such customer notification.

(3) If the relevant investigating agency determines that the publlc disclosure or notice to
;customers would impede or compromise an ongoing or potential criminal investigation or national security)
such agency may direct the carrier not to so disclose or notify for an initial period of up to 30 days. Such
period may be extended by the agency as reasonable necessary ill the judgment of the agency. If such
direction is given, the agency sball notify the carrier when it appears that public disclosure or notice to
affected customers will no longer impede 01' compromise a criminal investigation or national security. The
agency shall provide in writing its initial diJection to the carrier, any subsequent extension, and any
notification that notice will no longer impede or compromise a criminal investigation or national secmity
and such writings shall be contemporaneously iogged on the same reporting facility that contains records of
notifications filed by carriers.

(c) Recordkeeping. All carriers shall maintain a record, electronically or in some other manner, of
any breacbes discovered, notification made to tile USSS and the FBI pursuant to paragraph (b), and
notification made to customers. The record must include, if available, dates ofdiscovery and notification, a
detailed description of the CPNI tbat was the subject of the breach, and the circumstances of tbe breach.
Carriers shall retain tbe record for a minimum of2 years.

Tlze Company lias policies and procedures in place 10 ensure compliance witlz RUie 64.:JOll. Wilen it is
reasonably determil/ed Ilzat a breach lias occurred, the CPNI Compliance Officer will /lOlifY law
enforcemenl and its cuslomer in lite required timeframes. A record of tlte breach will be mainlaltzedfor
a millimum of two years and will inclllde all Information required by Rille 64.2011.
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