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Introduction

1. I have a bachelors in computer science from Pace University. I have a Masters in Computer 
Science from New Jersey Institute of Technology. I have programmed on Univalve's, IBM, 
Digital, and probable some others that I don't remember anymore. My operating of choice is 
UNIX, and its many derivatives. I'm not a V.P., but I do manage my own home network, 
firewall, e-mail service, web service, ftp service, and .... .  

2.  I can see why its rather difficult for VERIZON to figure out that the “INTERNET” is.  Verizon 
appears to be claiming that anything, and everything that is connected to the Internet is the 
“INTERNET” .  So:
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◦ My computer is a part of Verizon Internet,
◦ My firewall is a part of Verizon's Internet, 
◦ eMail is a part of Verizons Internet,
◦ DNS is a part of Verizon Internet,
◦ Verizon browser servers are a part of the Internet,
◦ Spy Ware (or security) services is a part of Verizon's Internet,
◦ Parental controls are a part of the Verizon's internet,

Its not clear to me where Verizon would finally commit to a border that separates Internet Informational 
services and that of Internet access services.

3) Yet for many people, the internet is simply the browser1, and the e-mail2.  They just don't know 

where the data3 originates from. Just like most folks just don't know where their tap water 

comes from. Or where electricity comes from, other than an outlet on the wall. Or how the 

Telephone service is able to transport voice from one place to another.  For them this is all 

magic.

Verizon fails to explain the Internet magic.

4) For the Verizon representatives, I can only surmise that this is all magic to them also. That's 

what happens when one lives in the managerial ivory tower.  That's what happens with children 

when they don't understand the mechanics of the magical act.  Adults may know that its a magic 

act,  but know  that there is a reality behind the magic, even if they don't understand what the 

reality is. Verizon has shown little interest in showing the reality of the Internet, and regards all 

of it as magically “retrieve, store, utilize, process, acquire, generate, make available, and 

transform information”. Without this education, without any explanation, these myths will 

continue on unchallenged. 

5) Further, Verizon goes on to explain, “Indeed, broadband Internet access services would be 

useless to consumers without these capabilities.“4 And that is the dilemma. How do the 

marketeers at Verizon provide Internet informational services to the mass market? 10 years ago, 

broadband was the darling of emerging technology.  The new paradigm, as I perceive, is the 

1 Browser not owned by Verizon.  Generally installed by the Operating System.
2 Client eMail service program  not owned by Verizon. Generally installed by the Operating System.
3 The Internet only cares about the transportation of data. 
4  Not exactly true however. Those that understand the magic, can always setup their own informational services.
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Video ( or television ) over the Internet services. That is where Verizon hopes to find the 

Internet gold mine by becoming a new type of cable TV / video provider. On demand Internet 

TV, or even programmed5 demand will be costly in broadband bandwidth usage.  Better now to 

manage, and curtail internet usage before many new TV subscribers join. 

6) Verizon is not the only entity that has shown some inclination towards managing the Internet 

users experience.  Comcast has removed6 their Internet News Group service. The News Group 

offering has been completely eliminated by Verizon7 My e-mail service has been eliminated. 

Despite Verizon's statement that these services are all hopelessly intertwined, Verizon has found 

a means to eliminate them8. 

7) I am, therefor,  rather disappointed with the Joint Declaration of Jeannie H. Diefenbaker and 

Thomas K. Sanforized9 .  I was hoping that they, since their proclamations appear show some 

technical orientation, would help to define where the borders between programming 

applications ( internet information services ), and the Internet access services ( the method by 

which data from the information services are transported between computers ). IE. “The 

purpose of our declaration is to describe the technical manner in which Verizon provides wire 

line and wireless broadband Internet access services ...”

Verizon reads customers personal e-mail on a routine basis

8) I am also rather disturbed that Verizon, “for example, scans inbound and outbound email 

messages for spam and virus signatures” This goes a bit further than what Comcast reportedly 

did when it analyzed all data transmission looking for bit-torrent data transmissions. Why is 

Verizon scanning my e-mail? Who gave Verizon permission to do this? I certainly have not. I 

suppose now 

9) I am also rather disturbed that Verizon also employs a “reputation system” that processes e-

mails to develop profiles of e-mail senders that are then stored and retrieved as needed to block 

5 There is a pre-programmed ( or set ) schedule when video's, or movies, or shows will be delivered.
6 Then information was on the Verizon News group. Verizon News Groups has also been eliminated.
7 Its also surprising that Verizons Comment of July 15, does not realize that this long time Verizon provided service has 

been castrated, and then eliminated in its entirety.
8 This also goes against the marketing rational posed by Mr. Michael F. Ritter, Verizon Marketeer. Does not understand 

why an organization would want to eliminate services.

9 Verizon Attachment B. , GN Docket N. 10-127
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harmful inbound and outbound emails from suspicious IP addresses.  Unfortunately, this is not 

exactly what Verizon does. IP addresses given to residential customers are automatically 

classified, and advertised by Verizon as having a “poor reputation.” Verizon informs the whole 

world to that alleged fact10.  Verizon informs that these randomly assigned IP addresses should 

not be transmitting e-mail.  Other ISP's that believe this also do this same thing ( as this is the 

industry best practices mentioned by Verizon). Commercial accounts on the other hand, like the 

newspaper “The New York Times” receive no such classification, or disparagement.  Various 

ISP's are also immune from any such mus-classification.  Would The New York Times11 remain 

this silent if Verizon published such notices about them? 

Verizon blocks legitimate e-mail based on unfounded fear. 

10) “For example, consistent with standard industry best practices, the GWR may filter inbound 

traffic from known phishing websites to protect consumers from scams or limit outbound traffic  

on specific IP ports ( such as port 25 ) that are known to be used by spammers.” 12  Verizon in 

fact blocks all outbound e-mail from my residential 'home' e-mail service. Spammer or not, 

Verizon terminated all outbound traffic on port 25, based on pure unfounded speculation. At one 

time Industry best practice was to terminate accounts that failed to stop spamming.  Now its just 

easier to quash access to entire groups en-mass.  No appeals. No viable alternatives.  Not even 

guilty of anything.

All ISP, at the very least must provide the Internet access connection 

service. If they do not provide that fundamental service, then those businesses are 

just Data Centers accessible through the internet 

11) “Verizon's and other network operators Internet access service does not provide a pure 

transport function.”  I'm not too sure what “pure” means in this context, but it is clear that “over 

the internet” referred to by Verizon numerous times, is the Internet access service  (transport 

10 Attachment C. Spamhaus explains that Verizon does not allow users to send using Verizons network. Spamhaus makes 
no claim that anything illegal has been done. Neither does Verizon. 

11 I believe the NYT is a Verizon commercial account with a gigabit internet portal.
12 Port 25 is the Internet port used to transmit e-mail from one e-mail service to another e-mail service.
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function?) that are used by the various applications to transmit data to and from the various 

computers connected to the internet.  All ISP's provide, as a mandatory minimum, the ability for 

your computer to connect, and send and receive data to anywhere in the world, at the customers 

computers choosing. This is the one role that every ISP was hired, and paid to perform. 

Transport function, over the internet, internet access service, all appear to be synonyms for the 

internet function to transmit data from one network endpoint to another network endpoint. 

Without this fundamental internet access service, an ISP is no longer an ISP, but rather a 

computer data processing center13 ( or a data farm, or a web server, or a e-mail service, or ..... ) 

with access to an internet connection. 

12) Verizon appears to be severely confused at what are, or are not an integral part of the 

informational service capabilities provided by the ISP.  For instance, spam blocking14, 

13) I would like to think that Verizon does not engage in DNS cache poisoning15.  Since its 

mentioned at least twice, maybe Verizon does. But its more likely that Verizon engages in cache 

poisoning prevention.

14) Although DNS is a fairly essential tool in the determination of an IP address, it is not an 

absolute required internet informational service16.  The Internet access services work only with 

IP addresses, which are just numbers.  Humans, on the other hand do not work too well with 

remembering numbers.  Even if DNS never existed, just like if the Operator of the telephone 

never existed,  the Internet access service will still work, and similarly the telephone service 

will also continue to work. It just becomes harder for one to locate the resources ( informational 

services ) that are attached to the Internet. Even if one were to eliminate DNS, there are publicly 

available Internet search engines that could, if so designed, provide IP address of the web sites 

themselves rather than Domain names. 

Verizon Claims broken DNS as a Customer enhancement with opt-out, but is an 

13 Data processing centers like the New York Times, or newspapers.  Data is requested from these organizations, and the 
reply's are transmitted back to the requester.  The New York Times could become an ISP if it wanted to. With FIOS, one 
could build a local ISP wireless service to the public. 

14 Verizon still blocks all mail from my Verizon Internet connection. It does not block based upon spam, which means that 
Verizon would have to have had read the mail, to come to that conclusion. Verizon, like a lot of other ISP's that provide 
e-mail services, refuse to accept legitimate, and legal mail based on “reputation” of the  

15 Its the ability of some part of the DNS system that is providing incorrect Domain Name to IP address lookups. Once a 
name has been matched to a number, it is then stored in local cache. If the name is false, or non-authoritive ( ie you dont 
own it ) , then the false IP address ( presumable to some other site ) will be returned instead.  

16 DNS and BIND, Third Edition by O'REILLY.  Page 9, “Must I use DNS?” “Despite the usefulness of the Domain Name 
System, there are still some situations in which it does not pay to use it.” 
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advertisement,  with a refusal to allow  you to opt-out. 

15) Verizon's DNS informational services17 is violating long time standards in providing DNS 

results.  Traditionally, when the DNS service cannot locate the domain name, it is expected, and 

spec'd to return a NXDomain ( non existent domain ) error.  Verizon has taught its DNS service 

to return an IP address to a page, that looks terribly like a stolen domain web page18, and 

commercial advertisements19.  Programs that rely on the NXDomain error are now confused in 

believing that a legitimate domain exists, where if fact none really does. Verizon claims to have 

an opt-out of this broken, but profitable service2021 , but has not advertised, educated, or 

provided a means to do so22.  Clicking on the alleged opt out button, fails to connect to the 

machinery to do so.23

These components are not integrated into an unitary 

broadband service

16) Its really fictitious to believe that “these components has come to be integrated into a unitary 

broadband access service”.  Verizon eliminated the New Group offerings. Verizon blocks 

incoming port 80 ( web services ). Verizon blocks outgoing port 25 ( e-mail service ). 

Apparently Verizon can pick and choose at whim what defines this unitary broadband access. 

And because Verizon can pick and choose, one should realize that the alleged integration is not 

factual.

17) Its really fictitious to believe that “these components has come to be integrated into a unitary 

broadband access service”. Internet applications have come to rely on the individual building 

blocks needed, and provided by a host operating system.  The operating system then provides 

the secure connection access dialog with that of the internet communications device.  That 

dialog, in the form of data packets, is passed to the  Internet. The Internet takes the information 

17 Does anyone of the Verizon representatives know how a customers computer initially finds out where the Verizon 
provided DNS server is located? Hint – its not by requesting the address from a DNS service using a Domain Name.

18 Some Domain Name Registrar's appear to engage in hijacking expired domains, and similar named domain names. If 
you misspell the domain name, you request falls on a web page with links to various commercial sites. In my experience 
those links have nothing to do with the mistyped request.  

19 Exhibit D
20 Generates advertising revenue.
21 Exhibit E. There is no OPT-OUT on the page returned by the failed DNS inquiry. One has to select “about this page” 

button to get an explanation. 
22 At least not to me.
23 Exhibit F. 
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in the data packets and routes it to the designated IP address. The computer at the receiving end 

of the data transmission, disassembles the information in the packet, and forwards it to the 

application waiting for that data. The receiving computer then provides some acknowledgment 

back to the sender. The receiving process could then digest the received data, and sends a reply. 

This back and forth of transferring data goes on till either end  connection decides to terminate 

the connection.

The steps needed to request a numeric IP address from the 

DNS service

18) For instance, to make a DNS request to locate the IP address of a Domain Name, the computer:

• First tries to locate the number locally on a table ( /etc/host, lmhosts, ... )

• If the answer cannot be found there, it will request an Internet access service request to the 

IP address associated with a DNS service. 

• Once this connection has been established, the computer sends the data to the DNS service, 

and requests for the IP address information.  

• If the DNS service cannot find the information locally ( cache ) , it will attempt to find that 

information by requesting another Internet access connection to another DNS service this is 

more authoritative ( knowledgeable )  than itself.  

• This goes on till the DNS that is authoritative ( should know the answer ) responds with the 

information requested.  

• That answer is transmitted back to all the internet connected  DNS servers, and stored 

( cached ) with the DNS service(s) for quicker retrieval the next time the information is 

requested.

• Eventually the last DNS service to be informed of the answer will transmit the answer to the 

application.  

• Application closes the Internet access service connection to the DNS service.

• Application decides what to do next with the found numeric IP address result.

The steps needed to transmit an e-mail through the Internet 
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28) For an e-mail transmission, it get a bit longer in steps, but not more complicated for an Internet 

connection.

• A user e-mail application ( like Thunderbird email ) is used to create a message. The 'mail 

to', and 'mail from' fields are entered, and the user clicks on SEND.

• The application reviews the settings for the address of the users domain mail service. The 

application then forwards that name to the DNS service for resolution.

• If the address was translatable, the application initiates an Internet access connection to the 

clients e-mail service.

• The application negotiates with the email service ( login, passwords, encryption, and ... ) 

and then transmits the data to the service through the internet.

• Once the transmission is complete, the application terminates the connection. The 

application has finished its task.

• The e-mail service, on the other hand will store the information on the services disk drive.

• Then the e-mail service will queue up the e-mail to be transmitted at a later time. 

• Once the e-mail service selects that e-mail for transmission, the domain name of the 'send 

to' address is extracted

• An Internet service connection is made to the DNS service.

• The data ( the domain name, and what info is requested – MX record(s) ) is sent over the 

internet.

• The returned IP address is then used to request another Internet access connection to the 

domain that the email is addressed to.

• The receivers email service accepts the connection request and begins the negotiating 

process.

• Once both e-mail service applications are content ( security issues, spam issues, 

blacklist/greylist/whitelist issues ), the e-mail is transmitted.

•  Then the connection is terminated.

• If the transmission was successful, the sender will remove the file from the queue, and 

delete it. If the transmission failed, the email service will try to re-transmit  the e-mail at a 

later time . 

• The receiving e-mail service, will take the received e-mail and store it locally on the 
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services disk drive for the users e-mail account.

• SOME TIME LATER THE E-MAIL RECIPIENT initiates their favorite e-mail application

• The user then initiates the e-mail client applications fetch mail process. 

• The e-mail application retrieves the e-mail service's domain name for that account. 

• The e-mail application initiates an Internet access connection to the DNS service.

• The e-mail application send the name to the DNS service through the internet.

• The DNS service answers with the IP address though the internet.

• The e-mail application terminates the Internet connection to the DNS service.

•  The e-mail application now initiates a new Internet access service connection using the IP 

address returned by the DNS service.

• The e-mail application, and the e-mail service exchange settings ( ie account, password, 

encryption, ... ) through the internet connection.

• The e-mail service begins transmission through the internet connection all the e-mails stored 

on the disk drive for that e-mail account.

• Once the e-mails have been received, the connection is terminated.

• The e-mail service then begins e-mail clean-up, if so configured.

• The e-mail application stores the retrieved e-mails and places them on the local disk.

• The e-mail application updates the counters

• The user can now read the e-mails.

Its fairly easy to observe that the Internet is used to facilitate the transmission of 

digital data from one computer to another.

28.  Its fairly easy to observe that the Internet is used to facilitate the transmission of digital data 

from one computer to another.  Data is transmitted through the nebulous Internet network, from 

one end, to another end defined by numeric IP addresses.  Data is not transformed by the 

internet. Data is not stored by the internet.  DNS is just another application in the eyes of the 

internet. E-mail services is just another application in the eyes of the internet. And Bit-Torrent is 

just another application in the eyes of the internet. To an application, the internet is the means 

by which data is transmitted, indifferent to the distance, or the country that the Internet access 

connection is made to. 
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29. When Verizon suggests that everything ( applications, information services, and internet access 

service ) are integrated into a unitary service, is at best disingenuous. Claiming that the FIOS 

connection will be intertwined, and not separable appears to be false. Unless Verizon is willing 

to rewrite Internet protocol standards,  there will be some high school student in China capable 

of foiling the magic that Verizon so proudly professes.

Conclusion
30. In conclusion the Internet wont turn to chaos if some or all of Verizon's core offering's have 

been reduced or eliminated.  Verizon proves this with the total elimination of the News Group 

offerings.  Verizon proves this when it eliminated inbound traffic on port 80, and outbound 

traffic on port 25. Once Verizon's magic act has been set in a light of reality, one sees that the 

Internet is a system in which computers transfer data from one location to another, just like the 

POTS24 was created to transfer voice over long distances. No one would now believe that a 

FAX machine to be a part of the POTS. How about an answering machine – is it an integral 

component of the phone system?  For many customers the phone system starts at the wall phone 

jack. For many DSL customers, the Internet starts at that same phone jack. At one time the 

telephone was very much a part of the phone system monopoly, today it is no longer true. One 

goes to the local electronics store, and purchase a phone to plug into the phone system. Today 

one buys a computer and (essentially) plug that device into the internet. 

31. Unlike that of the regulated POTS, the unregulated internet has developed a darkness that 

threatens all customers. Its not only the malcontents that are out to harm the network, but the 

ISP's also out to harm the network. Verizon claims to violate copyright laws. Verizon claims to 

deny access to web sites that it claims as malicious. Verizon claims that the very own IP 

numbers it assigns to customers are of “poor reputation”. Verizon, it appears, are using the same 

tactics to entities that harm the Internet.  Since the ISP cannot regulate the customers computers, 

ISP exert control by manipulating the Internet access services. Comcast opted to terminate 

connections. Verizon has opted to blocking legitimate use of the internet. Verizon, 

unannounced, changed DNS behavior for commercial gain, claiming customer benefit. Its even 

rumored that Verizon and Google will soon agree to a preferential Internet service agreement. 

When will this end.  It will begin to end when the FCC finally has the authority to stop the 

24 POTS Plain Old Telephone System.
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manipulation of internet access services, and internet information services.  
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Exhibit F

-- Page 18 of 18 --

Problem loading page

1 of 1

about:neterror?e=netTimeout&u-http%3Nlnelser...

The connection has timed out

The server at netservices.verizon.net is
taking too long to respond.

• The site could be temporarily
unavailable or too busy. Try again in
a few moments.

• If you are unable to load any pages,
check your computer's network
connection.

• If your computer or network is
protected by a firewall or proxy.
make sure that Firefox is permitted
to access the Web.

[ Try Again
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