Annual 47 C.F.R § 64.200%{e} CPNI Certification
EB Docket 06-36

Annual 64,200%9(e) CPNI Certification for 2010,

Date Filed: February 247, 2011

Name of the Company covered by this centification: Arialink Telecom, LLC
Form 49% Filer ID; 825146

Name of signatory: Beu Bodwin

Title of signatory: Call Center Manager

I, Ben Bodwin, certify that I am an officer of Arialink, and acting as an agent of the
Arialink, that 1 have personal knowledge that the company has established operating procedures
that are adequate to ensure compliance with the rules governing CPNL

Attached to this certification is the siatement explaining how the Arialink’s procedures
ensure that the company is in compliance with the requirements set forth by the FCC.

As an offices of Arialink, | can canfirm that Arialink has not taken actions against data
brokers in the past vear. As an officer 1 can confirm alse that Arialink has nod seceived any
customer complaints in the past year concerning the unauthorized release of CPNL

Arialink represents and warrants that the above certification is consistent with the rules
set for govemning CPNL Arialink also acknowledges that false statements and migrepresentation
to the FCC are punishable under Title 18 of the U.S. Code and may subject it to enfarcement

action.
Signed 1 y EE B

— '
\J‘ﬁ%win
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Customer Proprietary Network [nformation (CPNI) Compliance Procedures

Arialink - Campetitive Local Exchange Carrier (CLEC) has established and implemented the
following policies and procedures that ensure compliance with the FCCs' rules governing
Customer Proprietary Network Information {“CPNI7).

The following procedures ensure that Arialink is in compliance with the FCC’s CPNI Rules:

Arialink anly uses CPNI w render, and bill for, the relecommunications services i
provides to iis customers, Arialink does not use its customers’ CPN! for any marketing
purpose, gither internal or external, or any unlawful purposes set forth in the FCC’s rules
governing CPNIL

Arialink has set forth the foliowing policies and procedures for governing the disclosure

of CENI:

1.

2.

=]

Arialink does not disclose or release CPNI through online access over the
inrernet,

Arialinks” main office can be accessed by customers, wha will be required to
provide picture ID for disclosure of any CPNI material.

Arialink daes not disclose or release CPNI upoen a customer’s telephone
request without the customer providing specific and sufficient infonnation to
coafirm the customer’s identity.

Arialink will autormatically notify a custotmers’ (at the customers’ orginal
telephone number or address on file) in any instance where changes have been
made to the customers primary account information.

Arialink 1$ prepared to notify the required government agencies in the event of
abreach of CPN] nites and to provide the required notice to affected
cuslemers of any such breach.

Arialink maiatains records of 4ll instances where CPNI1 was disclosed or
provided to third parties, or where third parties were allowed access w CPNI,
Arialink maintains these records in its offices for a minimum of one year,
Arialink maintains recards of customer approval and disapproval for use of
CPNIin its offices for a minimum of one year.

Arialink maintains records of a CPNI breach for 2 minimum of two years.
The records will include a description of the steps the company took 1o
prevent the breach, how the breach ocourred, the impact of the breach and
proof of notification v {aw enforcement and the customer, if applicable.
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Arialink has provided training 1o all employees as 1 when they are and are not
authorized to use CPNIL With relaticn to the training, Arialink has also set for a strict
dizciplinary process for the unauthorized use of CPNI.

It is a violation of Analinks' policies to disclose CPNI outside of Arialink. Any employee
that is found to have violated this palicy will be subject to disciplinary action up to and
including termipation.

Access to CPNI at Arialink is restricted and contrelled through the use of active security
and other measures, including the use of special autharization codes that are assigned on
a limited basis, Security practices are utilized whern CPNI is transmitied electronically per
the customers’ request.

Analink has chosen to prohibit the use or disclosure af CPN1 for marketing purposes, If
CPNI is 10 be used for Sales ar Marketing in the future, the required notice and opi-out
approval process will be conducted as required, and safeguards will be implemented in
accordance with the rules.
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