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Annual 47 C.F.R. § 64.2009(e) CPNI Certification 

EB Docket 06-36 

 

Annual 64.2009(e) CPNI Certification for 2010 

 

Date filed:  February 25, 2011 

 

Name of company covered by this certification
1
:  Coral Wireless, LLC 

 

Form 499 Filer ID:  825755 

 

Name of signatory: Barry Rinaldo 

 

Title of signatory: Chief Financial Officer 

 

I, Barry Rinaldo, certify that I am an officer of Coral Wireless, LLC (“Coral”), and acting as an 

agent of Coral, that I have personal knowledge that Coral has established operating procedures that are 

adequate to ensure compliance with the Commission’s CPNI rules.  See 47 C.F.R. § 64.2001 et seq. 

 

Attached to this certification is an accompanying statement explaining how the procedures of 

Coral ensure that Coral is in compliance with the requirements set forth in section 64.2001 et seq. of the 

Commission’s rules. 

 

 Coral has not taken any actions (proceedings instituted or petitions filed by a company at either 

state commissions, the court system, or at the Commission against data brokers) against data brokers in 

the past year.   

 

 Coral has not received any customer complaints in the past year concerning the unauthorized 

release of CPNI. 

 

 

Signed _____________________________  

 

 

                                                 
1
 This certification also covers Coral Wireless Licenses, LLC, a wholly-owned subsidiary of Coral Wireless, LLC 

that holds licenses issued by the Commission but does not have its own Form 499 Filer ID because it is included in 

Form 499 filings made by Coral Wireless, LLC. 
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Statement 

 Coral is a provider of Commercial Mobile Radio Service (“CMRS”) and does not offer 

telecommunications services to its customers in categories other than CMRS.  Coral does not currently 

use customer proprietary network information (“CPNI”) for the purpose of marketing services other than 

CMRS, customer premises equipment, information services, and adjunct-to-basic services (collectively, 

“CMRS-Related Services”) to its customers.   

 Coral does not share CPNI with affiliates or with any other third parties, except for the purpose of 

marketing CMRS-Related Services.  The provision of CPNI for the purpose of marketing CMRS-Related 

Services takes place under strict non-disclosure agreements and is accomplished in a tightly controlled 

information technology environment.  Other than for the purposes described above, Coral does not share 

CPNI with affiliates or with any other third parties, other than pursuant to requests by duly-authorized law 

enforcement officials.  Consequently, Coral is not required to maintain either an “opt-in” or “opt-out” 

system with respect to CPNI, although Coral has voluntarily implemented a process by which customers 

may opt out of marketing messages.  In the event that Coral were to change the ways in which it uses 

CPNI, any such change would be reviewed and approved by the company’s CFO, who is familiar with the 

FCC’s rules governing the use of CPNI and who is the certifying officer for CPNI purposes. 

 Coral has established procedures to maintain the security of CPNI of its customers.  For example, 

Coral requires that each customer supply a phone number and unique security code before accessing any 

information concerning his or her account.  Further, while Coral retains call detail records and stores data 

in a central location for the sole purpose of responding to valid law enforcement requests, these records 

are under no circumstances made available to Coral’s customers.  

 


