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1. Date filed: 2-14-2013 
2. Name of company(s) covered by this certification: VoxNet, LLC 
3. Fonn 499 Filer ID: 827710 
4. Name of signatory: William Quinlan 
5. Title of signatory: President 
6. Certification: 
I, William Quinlan, certify that I am an officer of the company named 
above, and acting as an agent of the company, that I have personal knowledge that the company 
has established operating procedures that are adequate to ensure compliance with the 
Commission's CPNI rules. See 47 C.F.R. § 64.2001 et seq. 

Attached to this certification is an accompanying statement explaining how the company's 
procedures ensure that the company is in compliance with the requirements (including those 
mandating the adoption of CPNI procedures, training, recordkeeping, and supervisory review) set 
forth in section 64.2001 et seq. of the Commission's rules. 

The company has not taken actions (i.e., proceedings instituted or petitions filed by a company 
at either state commissions, the court system, or at the Commission against data brokers) against 
data brokers in the past year. 

The company has not received customer complaints in the past year concerning the 
unauthorized release of CPNI 

The company represents and warrants that the above certification is consistent with 47 C.F.R. § 
1.17, which requires truthful and accurate statements to the Commission. The company also 
acknowledges that false statements and misrepresentations to the Commission are punishable 
under Title 18 of the U. ode and may subject it to enforcement action. 

Attachments: Accompanying Statement explaining CPNI procedures 



Accompanying Statement to Annual CPNI Compliance 
Certification for VoxNet, LLC. 
In compliance with 47 C.P.R.§ 64.2009(e), I, William Quinlan, acting on behalfofVoxNet, 
LLC., certifY the Company has taken the following actions: 

Employee Training and Discipline 
• Trained all employees and personnel as to when they are and are not authorized to use CPNI. 
• Instituted an express disciplinary process for unauthorized use of CPNI. 

Sales and Marketing Campaign Approval 
• Guaranteed that all sales and marketing campaigns are approved by management. 

Record-Kee,ping Requirements 
• Established a system to maintain a record of all sales and marketing campaigns that use their 
customers• CPNI, including marketing campaigns of affiliates and independent contractors. 
• Designed its customer service records in such a manner that the status of a customer•s CPNI 
approval can be clearly established. 
• Ensured that these records include a description of each campaign, the specific CPNI that was 
used in the campaign, and what products and services were offered as a part of the campaign. 
• Made certain that these records are maintained for a minimum of one ( 1) year. 

Establishment of a Supervisory Review Process 
• Established a supervisory review process for all outbound marketing situations. 
• Certified that under this review process, all sales personnel obtain supervisory approval of any 
proposed outbound marketing request for customer approval. 

Opt-In 
• Guaranteed that the Company only discloses CPNI to agents, affiliates, joint venture partners, 
independent contractors or to any other third parties only after receiving 110pt-in11 approval from a 
customer. 
• Verified that the Company enters into confidential agreements with joint venture partners, 
independent contractors or any other third party when releasing CPNI. 

Opt-Out Mechanism Failure 
• Established a protocol through which the Company will provide the FCC with written notice 
within five (5) business days of any instance where opt-out mechanisms do not work properly, to 
such a degree that consumers• inability to opt-out is more than an anomaly. 

Compliance Certificates 
• Executed a statement, signed by an officer, certifying that he or she has personal knowledge that 
the company has established operating procedures that are adequate to ensure compliance with 
the FCC's CPNI regulations. 
• Executed a statement detailing how operating procedures ensure compliance with CPNI 
regulations. 
• Executed a summary of all customer complaints rc.ccivcd 111 the past year concctn lllg 
unauthorized release of CPNI. 



Customer Authentication Methods 
• Instituted customer authentication methods to ensure adequate protection of customers' CPNI. 
These protections only allow CPNI disclosure in accordance with the following methods: 

-Disclosure ofCPNI information in response to a customer providing a pre-established 
password; 
-Disclosure of requested CPNI to the customer's address or phone number of record; and 
-Access to CPNI if a customer presents a valid photo ID at the carrier's retail location 

Customer Notification of CPNI Changes 
• Established a system under which a customer is notified of any change to CPNI. This system, at 
minimum, notifies a customer of CPNI access in the following circumstances: 
- password modification, 
-a response to a carrier-designed back-up means of authentication, 
- online account changes, or 
- address of record change or creation. 
~otification to Law Enforcement and Customers of Unauthorized Access 
• Established a protocol under which the appropriate Law Enforcement Agency ("LEA") is 
notified of any unauthorized access to a customer's CPNI. 
• Ensured that aiJ r~cords of any discovered CPNT breaches ar~ kept for a minimum of two (2) 
yec'lfs. 

Summary of Actions Taken Against Data brokers by VoxNet, LLC. 

In compliance with 47 C.F.R. § 64.2009(e), T, William Quinlan, acting on behalf ofYoxNet, 
LLC., summarize the 
actions that the Company ~as taken against data brokers within tho last yJar: 

~o f;uch actions t21,en against data brokers within the last year 

Summary cf Customer Complaints Recei\-ed b)· YoxNct, LLC. 

In comp!ianct: with 47 C.F.R. § 64.2009(e), T, William Quinlan, acting on behalfofVox'\'et, 
LLC .. .:.:;;rm·id~ a ruw.mary of customer cor..pla1nts rec~ived "ithin the last year: 
· \ f,; :: c,.,,;;');;•n ~ i'~" o.:-.c:.;:~ •·e:d <;O ecHn,Jla ;nl::. .:1s a r~ult of im:Hc-pc•· accc::,s by l)"llltJloycc:.. 
'!) The Co>npany ha5 rereiYed no complaint'S ::;s 2 re<:11lt of improper disclosl;•e -:-o indi"'"idue.ls not 

. - . - . - , ,...~,,. .... ~,, .......... ·-··---""!~+ ... - · .... 

3) The Com:~any ha5 re-:eiYe<i •10 as 2. res11lt of ir-s<:ances of i.mprope~ acc~ss to o~~ .. ~ine i:forma:i·ion 
l'h· H'"hJp·~;~h,f•.l;. ,,-:-,t fn;':·hr.f~? ~-·J tn ;- ! (:;'" 1< th~.:~ t~i1il~-rn::~ta ,-_p 


