
Februar) 25. 2013 
Via f:.CFS 
Marlene H. Dortch 
011ice of the Secretary 
Federal Communications Commission 
445 12th Street, SW. Suite TW-A325 
Washington. DC 20554 

Rc: Annual 47 C.f.R. S: 64.2009(e) CP~l Certification: EB Docket 06-36 
Annual 64.2009(e) CPNI Certification for 2012 
Date filed: Februar) 25.2013 
Name of Business Automation Technologies CO\ercd b}' this certification: 
Business Automation Technologies and Data Net\:<.'ork Solutions 
Form 499 Filer ID: 825587 
Name of signatory: Isaac Fajcrman 
Title of signator): President 

Dear Ms. Dortch: 
l. Isaac Fajcrma n. certif) that I am an ofliccr of the Business Automation Technologies 
named above. and acting as an agent of the Business Automation Technologies. that I have 
pcr:sonal kno'"" ledge that the Business Automation Technologic~ has established operating 
procedures that are adequate to ensure compliance '"ith the Commission's Customer 
Proprictal) Network Infom1ation (··CPNr) rules located at 47 C.f.R. §64.2001 et seq. 

Attached to this certification is a compliance statement e:\plaining hO\\ the Business 
Automation Technologies's procedures ensure that it is in compliance "'ilh the 
requirements (including those mandating the adoption ol'C'PNl procedures. training, 
rccordh.ccping. and supen iSOf) re' iev.) set forth in section 64.200 I et seq. of the 
Commission's rules. 

rhc Business Automation Technologies has not ta"-en actions (i.e., proceedings instituted 
or petitions tiled by at either state commissions, the court system. oral the Commission 
against data brokers} in the past year. The Business Automation Technologies has not 
rcceh cd customer complaints in the past )Car concerning the unauthori/ed release of CPNI. 

The Business Automation Technologies represents and v.arrants that the above certification 
is consistcm with 47 C.I .R. § 1.17 which requires truthful and accurate statements to the 
Commission. The Business Automation T echnologics also acknoY.lcdges that false 
statements and misrepresentations to the Commission arc punishable under Title 18 of the 
U.<;. Code and rna) subject it to enforcement action. 

I fan) funhcr information is required. please contact me or our regulator) counsel 
K · stophcr fworne) at 202 681-1850 or b.> email at kris@lokt.net. 

cer*. 

Vl~n 
P'risiilent 



CPNI Compliance Statement and Operating Procedures of Business Automation 
Technologies 

Pursuant to the requirements contained in lmplenumtatwn of thl! f'elec:ommunications Act 
of 1996 · Tt!lecommunicatwns Carrier,·' L sl! c~(Cu.\/Omer ProprietarJ .Vetwork 
!t?lormation am/ Other Customer lt~(ormalion. IP-Enabled Serwce\ . CC Docket No. 96-
115: WC Docket No. 04-36. Report and Order and Further Notice of Proposed 
Rulemaking. 2:! FCC Red 6927 (2007)( .. EPIC CPNJ Ordcr''). 11saac f ajennan, President 
of Business Automation Technologies and af1iliated entities makes the fo llowing 
srntcment: 

Business Automation Technologies has established policies and procedures to compl} 
vvith the Federal Communications Commission's (''FCC") ru les regarding the use. 
disclosure, and access to section 64.200 I et seq. or the Commission's rules. 4 7 C.F.R. § 
64.200 I ct seq. rhese procedures ensure that Business Automation Technologies is 
compliant with the FCC's customer proprietary net~ork inlbnnation (CPNI) rules. The 
purpose ofthts statement is to summari7e Business Automation Technologies's policies 
and procedures designed to safeguard CPNJ. 

Bus inc' s Automation T echnologies has implemented aS) stem by \\hich the status of a 
customer's CPNI appro\ al can be clear!} established prior to the use of CPNL Business 
Automation Technologies is engaged in training their personnel as to when they are and 
arc not authori7cd to use CPNI. and Business Automation Technologies has an express 
disciplinal') process in place. 

Busine~s Automation Technologies uses CPNJ for the limited purposes of initiating. 
rendering. billing. and collecting for telecommunicationc; 'iCrv ices. and may use CPNJ. if 
necessary, to protect its property rights. Business Automation Technologies does not 
disclose CPNI or permit access to such CPNI to any third parties other than as necessary 
to provide service. Business Automation T cchnologic.s has established a supervisory 
review process regarding its compliance with the CPNl rules regarding outbound 
marketing situations and maintains records for one year. Specifically. sales personnel 
must obtain supel"\ isory approval of an) proposed outbound marketing request for 
customer apprO\ al. 

Business Automation Technologies has established procedures to verif) an incoming 
caller's identity. Business Automation Technologies trains its personnel in both the use 

1 47 C.l R. ~. 64.2009(e) !>tales: "A tel~ommunications carrier must ha'e an omcer, as an agent of the 
carrier. "'ign and lite "ith the Commission a compliance certificate on an annual bas1s. The oflicer must 
state in the certification that he or she has personal kno\\ ledge that the Business \utomation Technologies 
has established operating procedure!> that are adequate to ensure compliance with the rules in Lh1s subpan. 
The carrier must provide a statement acBusiness Automation Technologiesing the cerufica1ion explaining 
ho\\ its operaling procedures ensure that it is or is not in compliance with the rules m this subpan. In 
addition. the carrier must include an explanatton of an) acuons taken against data brokers and a summar} 
of all customer complaints received in the past year concernmg the unauthonted release of CPN I. This 
lilmg must be made annuall) with the Enforcement Bureau on or before March I in LB Docker No. 06-36. 
for data pertaining to the previou-. calendar year." 



ofCPNI. and protection of its confidentiality. These procedures are detailed in Business 
Automation Technologies's CPNI Manual. Business Automation Technologies also 
limits the number of employees that have access to customer information and call data. 

Business Automation Technologies has implemented measures to discover and to 
protect against unauthorized attempts to access CPNJ. Business Automation 
Technologies also has implemented procedures pursuant to which it can track breaches 
ofCPNJ. and given such an event will notify lhc United States Secret Service and the 
Federal Bureau oflnvestigation in accordance with th<! FCC's rules. Business 
Automation Technologies \\ill Lrack customer complaints regarding CPNL notifY its 
customers in accordance with the FCC"s rules and will maintain a record of notifications 
to the USSS. FBI. for the time period specified in the FCC's rules. 

Business Automation Technologies has not taken any actions (proceedings instituted or 
petitions filed at either stale commissions, the coun S)stem, or at the Commission against 
data brokers) against data brokers in the past year. Pretexters have not attempted to 
access Business Automation Technologies's CPNI. There have been no customer 
complaints received in the past year concerning the unauthorized release of C PNI. 

Business Automation Technologies annually submits a CPNI certification to the FCC 
from an officer with personal knowledge of the policies and procedures that it has 
implemented to safeguard CPNI. 

lsaj}¢ Fajerman 
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