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FCC Mail Room 

Re: EB Docket 06-36, Annual47 C.F.R § 64.2009(e) CPNI Certification 

Dear Ms. Dortch: 

March 13, 2013 

Pursuant to Section 64.2009(e) of the Commission's Ruies, 47 C.F.R. § 64.2009(e), enclosed for 

filing in the above referenced docket is the executed annual CPNI Compliance Certificate of 
CBB Carrier Services, Inc. (the "Company"). Accompanying the certificate is a statement 
summarizing the Company's CPNI policies and procedures. 

Best Regards, . I A 
-~()ct~' 
Stephen D. Harrell 

Vice President 
CBB Carrier Services, Inc. 
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Annual47 § C.F.R. 64.2009(e) CPNI Certification 

EB Docket 06-36 

Annual64.2009(e) CPNI Certification for 2012 

Date Filed: March 13, 2013 

Name of company(s) covered by this certification: CBB Carrier Services, Inc. 

Form 499 Filer ID: 825728 

Name of Signatory: Stephen D. Harrell 

Title of Signatory: Vice President 

I, Stephen Harrell, certify that I am an officer of the company named above, and acting as an 
agent of the company, that I have personal knowledge that the company has established 
operating procedures that are adequate to ensure compliance with the Commission's CPNI rules. 
See C.F.R. §64.2001 et seq. 

Attached to this certification is an accompanying statement explaining how the company's 
procedures ensure that the company is in compliance with the requirements set forth in section 
64.2001 et seq. of the Commission's rules. 

The company has not taken any actions (proceedings instituted or petitions filed by a company at 
either state commissions, the court system, or at the Commission against data brokers) against 
data brokers in the past year. Companies must report on any information that they have with 
respect to the processes pretexters are using to attempt to access CPNI, and what steps 
companies are taking to protect CPNI. 

The company has not received any customer complaints in the past year concerning the 
unauthorized release of CPNI (number of customer complaints a company has received related to 
unauthorized access to CPNI, or unauthorized disclosures of CPNI, broken down by category or 
complaint, e.g., instances of improper access by employees, instances of improper disclosure to 
individuals not authorized to receive information, or instances of improper access to online 
information by individuals not authorized to view this information). 

Signed 



Statement of Compliance: 

CBB Carrier Sen>ices, Inc. 

March 13, 2013 

CBB Carrier Services, Inc. ("CBBCS" or the "Company") has established internal operating 
procedures pursuant to Section 222 of the Communications Act of 1934, as amended ( 4 7 U.S.C.§ 
222), and Section 64.2001 et seq. of the rules of the Federal Communications Commission 
("FCC") to safeguard the use and dissemination of customer proprietary network information 
("CPNI"). 

CBBCS provides data-only telecommunications services to business customers. The Company 
has not used CPNI for marketing purposes in the past, including 2011, and has not disclosed 
CPNI either to affiliates or unaffiliated third parties to date. In the future, CBBCS may disclose 
CPNI to its affiliates that offer communications-related services consistent with the customer 
notice and approval requirements of the FCC's CPNI rules. CBBCS does not share CPNI with, 
or disclose CPNI to, non-affiliated third parties, except as necessary to provide its services and as 
permitted in Section 222(d) of the Communications Act. 

CBBCS safeguards CPNI by following the procedures below: 

• Training employees regarding the Company's policy that prohibits the use ofCPNI to 
market the Company's services without appropriate customer consent; 

• Instructing employees not to conduct any marketing without internal oversight and 
approval to ensure the CPNI requirements are followed (and to establish appropriate 
customer consent mechanisms if they are required); 

• Taking disciplinary action against employees for any violation of the Company's CPNI 
policies; 

• Establishing a process to maintain any applicable CPNI-related records (including any 
sales and marketing campaigns that the Company may undertake in the future); 

• Designating a corporate officer who is responsible for overseeing the Company's 
compliance with the CPNI requirements; and 

• Establishing procedures for notifying the FCC, law enforcement and customers in the 
vent of nay breaches of CPNI. 

In accordance with Section 64.2009(3) of the FCC's rules, to CBBCS's knowledge no CPNI was 
obtained by any data broker or unauthorized third party in 2012. CBBCS took no actions 
(proceedings instituted or petitions filed at the state commissions, the court system, or at the 
FCC) against data brokers in 2012, and it received no customer complaints in 2012 regarding the 

unauthorized release of CPNI. 


