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1. Date filed: February 28lh, 2014 

2. Name of company(s) covered by this certification: Rocky Mountain Systems, 
Inc. 

3. Form 499 Filer ID: 828132 

4. Name of signatory: Jeffrey T. Korringa 

5. Title of signatory: President 

6. Certification: 

I, Jeffrey T. Korringa, certify that I am an officer of the company named 
above, and acting as an agent of the company, that I have personal knowledge 
that the company has established operating procedures that are adequate to J 

ensure compliance with the Commission's CPNI rules. See 47 C.F.R. § 64.2001 
et seq. 

Attached to this certification is an accompanying statement explaining 
how the company's procedures ensure that the company is in compliance with 
the requirements (including those mandating the adoption of CPNI procedures, 
training, recordkeeping, and supervisory review) set forth in section 64.2001 et 
seq. of the Commission's rules. 

The company has not taken actions (i.e., proceedings instituted or 
petitions filed by a company at either state commissions, the court system, or at 
the Commission against data brokers) against data brokers in the past year. 
[NOTE: If you reply in the affirmative, provide an explanation of any actions 
taken against data brokers. J 

The company has not received customer complaints in the past year 
concerning the unauthorized release of CPNI [NOTE: If you reply in the 
affirmative, provide a summary of such complaints. This summary must include 
the number of complaints, broken down by category or complaint, e.g., instances 
of improper access by employees, instances of improper disclosure to individuals 
not authorized to receive the information, or instances of improper access to 
online information by individuals not authorized to view the information.] 
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The company represents and warrants that the above certification is FCC Mail Room 
consistent with 47. C.F.R. § 1.17 which requires truthful and accurate statements 
to the Commission. The any also acknowledges that false statements and 
misrepresentations C mm· sion are punishable under Title 18 of the U.S. 
Code and may slAW ... ,.,.._ vuo ... ,..,.u 

Signed-~':#.~(? _____ _ 
Jeffrey T. 
Presiden 

Attachments: Accompanying Statement explaining CPNI procedures 



------------ - --------------··- .. 

Received & Inspected 

MAR 1 8 2014 
CPNI Compliance Statement and Operating Procedures of Rocky Mountain 
Systems, Inc. FCC Mail Room 

Pursuant to the requirements contained in Implementation of the Telecommunications Act 
of 1996: Telecommunications Carriers' Use of Customer Proprietary Network 
Information and Other Customer Information; IF-Enabled Services, CC Docket No. 96-
115; WC Docket No. 04-36, Report and Order and Further Notice of Proposed 
Rulemaking, 22 FCC Red 6927 (2007)("EPIC CPNI Order"), 1 I, Jeffrey T. Korringa, 
President of Rocky Mollrltain Systems, Inc. and affiliated entities makes the following 
statement: 

Company has established policies and procedures to comply with the Federal 
Communications Commission's (FCC) rules regarding the use, disclosure, and access to 
section 64.2001 et seq. of the Commission's rules, 47 C.F.R. § 64.2001 et seq. These 
procedures ensure that Company is compliant with the FCC's customer proprietary 
network information (CPNI) rules. The purpose of this statement is to summarize 
Company's policies and procedures designed to safeguard CPNI. 

Company uses CPNI for the limited purposes of initiating, rendering, billing, and 
collecting for telecommunications services, and may use CPNI, if necessary, to protect its 
property rights. Company does not disclose CPNI or permit access to such CPNI to any 
third parties other than as necessary to provide service. 

Company has implemented a system by which the status of a customer' s CPNI approval 
_can be clearly established prior to the use of CPNI. 

Company has established procedures to verify an incoming caller's identity. Company 
trains its personnel in both the use of CPNI, and protection of its confidentiality. These 
procedures are detailed in Company's CPNI Manual. Company also limits the number of 
employees that have access to customer information and call data. 

The Company has chosen to prohibit the use or disclosure of CPNI for marketing 
purposes. If CPNI is to be used for Sales or Marketing in the future, the required 
notice and opt-out approval process will be conducted as required, and safeguards 
will be implemented in accordance with 47 C.F.R. § 64.2009. 

1 47 C.F.R. S: 64.2009(e) states: "A telecommunications carrier must have an officer, as an agent of the 
carrier, sign and file with the Commission a compliance certificate on an annual basis. The officer must 
state in the certification that he or she has personal knowledge that the company has established operating 
procedures that are adequate to ensure compliance with the rules in this subpart. The carrier must provide a 
statement accompanying the certification explaining how its operating procedures ensure that it is or is not 
in compliance with the rules in this subpart. In addition, the carrier must include an explanation of any 
actions taken against data brokers and a summary of all customer complaints received in the past year 
concerning the unauthorized release ofCPNl. This filing must be made annually with the Enforcement 
Bureau on or before March 1 in EB Docket No. 06-36, for data pertaining to the previous calendar year." 
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The carrier has established a supervisory review process regarding carrier compliance 
with the rules in this subpart for outbound marketing situations and maintain records of 
carrier compliance for a minimum period of one year. Specifically, sales personnel must 
obtain supervisory approval of any proposed outbound marketing request for customer 
approval. 

The Company will provide written notice within five business days to the Commission of 
any instance where the opt-out mechanisms do not work properly, to such a degree that 
consumers' inability to opt-out is more than an anomaly. 

(1) The notice shall be in the form of a letter, and shall include the carrier's 
name, a description of the opt-out mechanism(s) used, the problem(s) 
experienced, the remedy proposed and when it will be/was implemented, whether 
the relevant state commission(s) has been notified and whether it has taken any 
action, a copy of the notice provided to customers, and contact information. 

(2) Such notice must be submitted even if the carrier offers other methods by 
which consumers may opt-out. 

Company will track customer complaints regarding CPNI, notify its customers in 
accordance with the FCC's rules and will maintain a record of notifications to the USSS, 
FBI, for the time period specified in the FCC's rules. 

The company has not taken any actions (proceedings instituted or petitions filed by a 
company at either state commissions, the court system, or at the Commission against data 
brokers) against data brokers in the past year. Companies must report on any information 
that they have with respect to the processes pretexters are using to attempt to access 
CPNI , and what steps companies are taking to protect CPNI. 

President, Rocky Mountain Systems, Inc. 
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Annual 64.2009(e) CP~I Certification for ~01-+ covering the prior calendar year 
~01:> 

l. Date filed: Februa:;y ~g:h . 2014 

2. ~ame of companylsl co\·e:·ed by this ceni!icatior:: Rocky :vloumain Systems. 
Inc. 

3. : or!-.1 499 ?Jer :D: 328132 

..J.. )Jane of signz.tory: .Te:':rey -.-. :.con·in~:l 

5. Title of signat:)ry: ?resident 

6. Certification: 

::. Jetirey ~:- . Kor:ingz.. certify mar I am an officer o:'the company na.rned 
above. and actir.g as a:.1 ag.:m o:::' the compa:1y. that I have personal know1edge 
that the company nas established operating procedures that are adequate to 
ens:.1re compEance wit~ :te Cocm~ission·s CP:\1 :-:.tles. S~::d 47 C.F.R. § 6!.~.2001 
e1 seq. 

Attached :o ::his certification is an accompa.1yi!lg statement explaining 
how the company·s prcce~ures ensure that tile company is in compliance with 
the :equiremems (incluC.ir.g tl:ose :uanda-ling the ajoption of CP::--.11 procedures. 
training. recordkeeping. ar:3 supen·isory :-eYiew) set forth in section 64.200 l er 
seq. c:'the Comrr:issio~:· s r:.tles. 

The company JWS no! taken ac:io:1s (i. e .. proceedings instituted or 
petitio:1s riled by a company at either stare commissions. tne court system. or at 
the Commission against da~a bwkers) against data brokers in the past year. 
[NOTE: If you reply :::. Ihe aftlr:rr.atiYe. provicc an explanation of any actions 
taken against data broke~·s.: 

The company has nor received customer compla:ms in the past year 
concerning the unauthorized re:ease o:· C??\1 ~NOTE: I:' you reply in the 
aftim1ative. provide e summar~ of such C(;mpiaints. This summary must include 
the nu:-nber of cor.1plaints. '6ro~~~n dC\\1! ":Jy category or cc:n ::>lain". e.g .. instar:ces 
of improper access ".Jy ~:1:picyecs. instances o:· improper disclosure to individuals 
nor wthorized :o ~·eceiYe t!:e in:ormation. m instances of i:nj)fOper access to 
online information by i1:diYidu~ls :1ot auucrized :o ,·iew :l~e information.] 
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:-he corq:,any represents a~.d \\·ar~·~mts that the ::.:::0\·e certification is 

consisien: with 4 i. C .F .R. ~ 1. ~ 7 which rcq:.t:res truthfui ~nd accurate statements 
to the Commission. Tl:c ':)~ny also ac~mowledges thai false stater.,1er~ts and 
rr.isrepresentations L C:?m_m · ?sior: arc ~urjsha"::>le .. .mder Title 18 of :he C .S. 
Ccce and may :;u :.,.< ,P emerJ acilcn. 

Signee ---,~z....r.-~r--------
Jeff:-ey T. 
Pres~dea 

Attachments: Accor:1pa.'1.yi::g S:atem.e:1: explaining CP:\I procedures 
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CPNl Corr.pliance Statement and Operating Procedures of Rock·T :\1ountain 

Pursuan~ to the requi~emens co:1tained in ImplememCl!ion ofrhe Telecommunications A.cr 
of 1996: Te!ecommzmicc::ian_;; Car-rier:;' C11e {~(Ci!siomer PraprieTaJ)' .Venrork 
lf?formation and Other Ci.i~ !Oii;er f'?tormwion: IP-Enabled Services. CC Docket 1\o. 96-
: 15: WC ~ocket 1\o. o..;.-.)6. Reporc and Orie:- and Furthe: :'\O!i~e of Propose<:: 
RulemaKing, 22 FCC Red 6927 (2007)("EP1C CP:'\I Order").· I. Jeffrey 'T. KmTinga. 
Presidem of Rocky Moun:ain Systems. Inc. and affiliated enti•ies makes the :allowing 
staten~~n·•: 

Company has estabiished policies and procedures ;:o comply with the Federal 
Communications Cor:1m:ssion's (FCC i !·ules regarding the use. disclosure. and access to 
section 64.2001 et se~. of the Comr'!lission's ruies. -+7 C.F.R. ~ 64.2001 et seq. These 
procecu::es ensure rhat C:>r:'!p~ny is complian·• wit:J the FCC's cusromer proprietary 
::ret\\'Ork informatica l C P:'\: : r:1les. Th~ purpose of this stateme1~t is to summarize 
Company's polic!es and procedures designed to safeguard CP:'\I. 

Company uses CP?\I for :r1e i:::1i:eri purposes of i::1itia~:;1g. rendering. biiEr1g. and 
collecting for teieccmn!t:.r:.ica:ions sen·ices. a:·td may !!Se CP'!\I. if necessary. to protect its 
property righ-::s. Con:par.y =.ocs not d:sc~ose CP\:i or perm:t access to such CP~JI to any 
third parties other tha.'1 as r:ecessary to provide sen·ice. 

Company has implen:emec z. sys:er:: i::y whicn the status of a customer's CP:.ll approval 
can oe clearly establis:hed p~~or w the use of CP:'\l. 

Company has established p:·..Jced:..lres to verit\ an incoming caller's identity. Company 
trains its personnel in bot~! :ie use of CPKI. and protection cf its confdentiality. These 
procedures are detailed i:: Company's CP~I :\1an:..al. Company also :imits tne number of 
employees that have ac.::ess :c (;'..1Stm:1er ir.fo:·.nation ar:d cal: da:a. 

·:he Company has cr.oscr. to prohibi: the use or disc!osur~ of CPNI :Or marke:ing 
?Urposes. If CPNI is to oe used fvr Sales or :.viark.eting in the :uture. the req uired 
:1otice and opt-out app:·oYa. p::-ocess \\·ili be conducted as required. and safeguards 
wiil be impiemented in ac.:::ordance w::h -+7 C.F.R. § 64.2009. 

· -+7 C.r.~. S: 64.2009(e) srares: .. A teieco:nr.:u::icaric:-.s carrier must have an orlicer. as an agenr of the 
carrier. sign and file with :he Co::-:.1~~issio:1 a c.:>r.~p.ia::ce certificate o:: a~ anr.ual basis. The of:1cer mLSt 
state in the certification that he cr she has ::>ers01~al knowledge that the company has established operating 
procedur~s t11ar are adequate to t:;s:.~:-e com?liance with the rules in rnis st.bpan. The carrier must prov:c.: a 
stateme!1t accompanying the ce:-<::~!c::.tion exp!aining ::.:.wits ope:-arir.g procdt..:es ensure :.~at it is or :s nv;: 
in compliance with the ru:es i:; ::.;s s.1opar:. Ir. adc;tio:1. the carrier must inciJde ar. explanz.rion o~· any 
actions taKen against data broKers and a sumr.:a!·) of aL cus:.:>mer comp;~ints received ir. the past yea:­
concerning the unauthorizeC: re:.:asc m'CP~I. This f:l:r.g :nusr be made annual:y with the Enforcement 
Bureau on or oefore March I in =:B Docket No. 06-35. for data pertaining ro the previous calendar yea:-:· 
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The ca!"~·ie:r !las estaolisb.ec z. supen:isory ~·e\·ie\Y pr0cess r~garding carrier c0m~~iance 
with ti1e ri.lies in this su·,par~ for outbound :r.arketing simations and ma:main reco;ds of 
carrier cornplia.J.ce for a m:r.~mum periori of one year. Spe~if:caiiy. sales personnel must 
obtain supen·isory app:·o,:a: of any proposea outbound marketing r~quest for cuswmer 
appro\·a .. 

:-he Compar.y \Vill }fOYide \\Titte!1 no:ice wi:!lin :!.\'e busir:ess aays to the Commission of 
any instance where the OF-out me.:hanis:ns do r.or work ?roperly. to such a degree that 
consumers' inability to opt-eta is m.Jre th:2.:1 an an0maly. 

\ 1) The ncti~e shall be i~: the rorm of a letter. and shall include the carrier's 
:1ame. a aescription 0fthe o~t-out :Y1e.:h~nism(s) used. the problem(s) 
experienced. the remedy propcsea and when it will be/v\·as implemented. whether 
the :-elevant state commissio:Jts} has been notiiied and Vl·hethe~· it has taken any 
s.crion. a copy of the :10tict proYiC:cd to CU:)tome;:s. ar.ri co:.tact informat~on. 

(2 ~ Sud1 r~otice r:1:..st b~ SL'~mitteO: even if the carrier offers other methods by 
which consun~ers may opr-out. 

Company will track custom~r ~Ol!').plain:s regarding CP~~- notify !<s customers in 
accoraance v;ith the FCC s :·;.:ies and ''"ill r.1ai:1~ain a record or notifications to the CSSS. 
FBI. tor the tin:e periori sp::c:fieC. in t~e FCC s ruies. 

The co:npa:1y has nor tc.ke:: a!ly c.ct:or,s lproceedi::1gs inst!tu:ec or :;>etitiOP.S filed by a 
company ai either sta:e co::1:nissions. ·:he cot.::1 system. or at the Commission against data 
brokers) aga:nst data !:>r.}kers in :ne past yea:·. Companies must report on any information 
that they have w!th respec: :o ~he processes prete:xters are using to attempt to access 
CPNI. z.nd 'vha~ steps companies are tak:::g :~ protect CPNi. 

Company annually s , rts a CP=" ~ertitication to the FCC rrom an cfiicer w:th person2.l 
olicies 1d ·proce3ures tha·: it has implemented w safeguard CPNI. 

,J -


