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1.2.2 NPAC/SMS Functionality 
In the decade and a half since the inception of the NPAC, the system has evolved to offer a wide array of capabilities 
that benefit the provider community. As the NPAC Administrator during this entire period. Neustar has aggressively 
and responsibly fostered the advancement of new or improved functionality within ihe NPAC system. Further, 
Neustar maintains a vision for the NPAC into the future to continue this record of constant improvement. 

The NPAC/SMS is a key component of the NPAC service and has evolved significantly over the last 15 years. 
NPAC/SMS functionality is developed in partnership with the Industry through various committees under the auspices 
of the NANC (for example, the LNPA WG). 

In this section we describe the functionality that enables NPAC transactions, administrative functionality required to 
operate the service. and new functionality for the next tenn that are either proposed by Neustar or referenced in the 
RFP with the potential to improve value for the Industry . 

Functionality That Enables NPAC 
Transactions 

Administrative Functionality 

New Functionality for the Next Term 
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1.2.2.1 Functionality that Enables NPAC Transactions 

Subscription Version Processing 
The majority of code in the Security-Related Information provides functionality that enables NPAC/SMS 
transactions. Records created in the NPAC/SMS by the users are called subscription versions (SV). SV processing 
can be divided into four main categories: 

1. Enforcement of business rules 

2. Data validations 

3. Dissemination of data 

4. Synchronization 

Enforcement of NPAC/SMS Business Rules 

Processing an NPAC/SMS transaction is a complicated process that considers thousands of potential scenarios and 
invokes various business rules based on the combination of scenarios involved. Just a few of the factors that must 
be considered include portability type (Inter-provider, Intra-Provider), existence of pool blocks, single-TN versus 
ranged-TN operations. support of optional capabilities (e.g. pseudo-LRN, optional data fields), timer settings for the 
involved carriers. and business hour calculations (days of the week, holidays). 

The NPAC/SMS uses a complex rules engine to manage over a thousand business rules that can interact in, literally, 
millions of ways. Integrating a new business rule to implement a new Industry rule requires a unique mix of skills, 
including a deep understanding of NPAC transactions, an understanding of the specific new feature, and intimate 
knowledge of how the rules engine works within the NPAC/SMS to determine the impact of the new rule on existing 
rules. Neustar has developed this expertise over the course of many years in its role as the NPAC Administrator. 

The following five business rules: timers, conflict status, first port notification, snapback, and code recovery, serve as 
examples of the complexity of enforcing the NPAC/SMS business rules. 

Enforcement of NPAC Business Rules: Timers 
The timers used by the NPAC to determine when to shift control of the port from the old SP to the new SP are 
referred to as the T1 and T2 timers. At the start of the T1 interval. at the end of the T1 interval (the start of the T2 
interval). and at the end of the T2 interval, the NPAC generates a notification to the old SP to remind it that a pending 
SV has been created by the new SP and to request a reaction (concurrence or objection to the impending port). 
There are three sets of T1/T2 timers: two sets ("long• and "short') are selected in advance by the Service Provider. 
Each Service Provider selects either of the timers for port-out transactions and either of the timers for its port-in 
transactions. These two selections become part of the Service Provider's NPAC/SMS profile. A third set of timers, 
referred to as "Medium Timers· is imposed on a porting transaction when the old SP determines that the port meets 
the FCC's One-Day Porting criteria. 
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The set of T 1-T2 ·short" timers involves a pair of one-hour intervals and typically is selected by wireless SPs. The 
set of T1-T2 "long" timers involves a pair of nine-hour intervals and typically is selected by wireline SPs. The longer 
interval is selected by wireline SPs to accommodate the added complexity of having to assign outside plant to 
implement service for their customers. The medium timers are a pair of three-hour intervals. Unless the medium 
timer has been determined by the old SP to apply to the port, the NPAC looks at the port-out timer shown on the old 
SP's profile and the port-in timer shown on the new SP's NPAC profile and selects the longer to determine how long 
the old SP remains in control absent the old SP reacting to the NPAC/SMS notification about the pending SV 
creation. 

The timers run during NPAC/SMS "business hours· and ''business days." The NPAC/SMS is available for use at all 
times. except during maintenance intervals, but the timers run only during "business hours." The SP selects either 
Sunday through Saturday or Monday through Friday for its business days. The Sunday-Saturday business days 
have business hours of 9:00 a.m. to 9:00 p.m., in the predominant time zone of the region. The Monday-Friday 
business days have business hours of 7:00 a.m. to 7:00 p.m., Central time. The SP's selection of business 
days/hours is noted on its NPAC profile. The business days/hours choice is independent of the short/long timers 
choices. Wireline SPs typically choose the Monday-Friday set while wireless SPs typically chose the Sunday­
Saturday set. 

When a port meets the FCC's criteria for a One-Day Port. the old SP invokes the medium timers, indicating the 
choice when it submits its matching •pending SV create• request to NPAC/SMS. The NPAC then ignores the 
business days/hours and long/short timer settings on the NPAC/SMS profile for the two SPs involved in the port and 
uses the medium timers: 

T-1/T-2 timers are each three hours 

• Business days are Monday through Friday 

Business hours are 7:00 a.m. to midnight. in the region's predominant time zone 

The new SP is not obligated to request a next day due date even though the One-Day Porting scenario requires that 
it be allo'Ne<l. 

Enforcement of NPAC Business Rules: Conflict 
When the new SP sends its "create pending sv· request to the NPAC/SMS, the NPAC/SMS sends a notification to 
the old SP. Thus if the LSR never made it to the SP actually serving the number, the NPAC/SMS notification serves 
as an alert that something is wrong. Likewise, if the old SP received the LSR, but has not issued its FOC, the 
NPAC/SMS notification serves as an alert that a port is being planned even without a FOC having been issued. 
Because the old Service Provider now is aware of the porting record being creaied in the NPAC/SMS. the old SP 
may have time to prevent or at least delay the port until it can contact the new SP to work out the problem. 

The NPAC/SMS process allows the old Service Provider to a put a pending port into "Conflict", thus preventing the 
new Service Provider from activating the port for 6 hours (or sooner, if the old SP removes the conflict). In cases 
where there has been no LSR received or no FOC issued, the old SP can put the pending SV record into conflict and 
prevent activation for an indefinite period. The design of the NPAC/SMS enforces the Industry's rules allowing the 
old SP to retain control of a port for a defined interval. The delay interval values also are defined by Industry. 
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In addition to the T 1-T2 timer process described above, the old SP can extend its control of a port by setting the 
conflict flag in its "old SP pending SV create" message to "false." For both long and short timer cases, this extends 
the interval by six hours from the time NPAC/SMS receives the conflict indication. If the port involves a "medium 
timers" scenario, this extension is 2 hours. Once the interval expires, the new SP can remove the conflict and 
proceed with the port. 

On occasion, the new SP may send its LSR to the wrong old SP or may fail to send it altogether. Should that new 
SP attempt to create a pending SV record, in anticipation of porting a telephone number away from the old SP, the 
NPAC/SMS (routinely) sends a notification lo the old SP to say that a pending SV has been created and to request 
the corresponding old SP "create pending SV request" message be generated. The old SP, realizing no LSR was 
received, can send its matching "create pending SV" request with conflict indicated and the conflict "cause code" 
marked ·so· (no LSR received). These indicate to the NPAC/SMS that the pending SV should be placed into a 
Conflict state and remain there unlU the old SP removes the conflict. The same conflict sequence could occur if the 
scenario were that the old SP received the LSR. but had not yet issued its FOC. In this case, the conflict cause code 
would be "51" (no FOC issued). 

Enforcement of NPAC/SMS Business Rules: First Port Notification 

Some SPs do not establish translations in their networks when an NPA-NXX code is defined as portable and instead 
wait for the first port to occur in the NPA-NXX (or for the first thousand block to be created and assigned lo a switch 
different from the one to which the NPA-NXX is assigned). The NPAC/SMS broadcasts a first-port notification when 
it receives the ''create pending SV" request and prevents activation of the SV or block for five business days. The 
Industry requires this delay to enable those carriers that have not yet prepared their network to recognize the NPA­
NXX code is portable to update their switch translators and begin doing data base dips for calls to numbers in the 
code. 

Enforcement of NPACISMS Business Rules: Snapback 
When a consumer abandons a number he has ported, the current SP is not permitted to use the number for another 
of its customers and must return it to the original SP. after providing intercept services. This is called snapback. This 
is accomplished by deleting the NPAC/SMS record of the ported number. When a ported number record is deleted. 
the NPAC/SMS notifies the code-assignee (or block assignee, if a pooled block is involved) that the number is being 
returned to its inventory. The NPAC message includes the date the number was removed from active service. as 
indicated lo the NPAC/SMS by the SP returning the number. thus enabling the code (or block) assignee to apply an 
appropriate aging interval. After the snapback message is sent. the NPAC/SMS broadcasts a delete message to an 
the LSMSs. 

Enforcement of NPAC/SMS Business Rules: Code Recovery 

The introduction of LNP has also impacted the NPA-NXX code recovery process, where a code is assigned to a 
Service Provider and then later is returned to the NANPA code pool. Before the introduction of LNP, a recovered 
code was not contaminated, i.e., all 10,000 telephone numbers associated with it would be available for use by the 
next code assignee. However, a code that is defined as portable, or pooling enabled, that is recovered after it has 
been assigned, is likely to have had numbers ported from it. If the code is returned to the NANPA, and no action is 
taken to clear out the ported number records. the recovered code will not be pristine. When the code is later re­
assigned, the new code assignee inadvertently may cause double assignments of telephone numbers that already 
are in service as ported numbers served by other SPs. To protect the code recovery process, the NPAC/SMS will 
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not allow deletion of network data when subordinate TN-level data exists, i.e., when there are ported numbers. 
Contaminated NPA-NXX codes are not returned to the NANPA pool until the NPAC's telephone number-level records 
are cleaned out. Because code recovery often involves a defunct SP, there may be no one available to agree to the 
deletion of the defunct SP's NPAC/SMS records. In these cases. the NANPA obtains written direction from the state 
regulator, requesting that the NPAC delete the defunct SP's code record and any associated records that must be 
deleted to allow the code's deletion. As a result of the NPAC's action. the recovered code contains the rull 10.000 
numbers for use by the new code-assignee when the code eventually is reassigned. 

Data Validation 

Beyond enforcing Industry-defined porting processes, the NPAC/SMS validates the data it receives before 
completing the transaction and making the data available for dissemination. Data validations can be divided into 
format validations. verifying that format of the data provided conforms to Industry practices. and relationship 
validations, verifying the data provided against other NPAC data, Industry standards. and data from other sources 
such as NECA and NANPA. 

Data Validation: Format Validations 

One type of format validation verifies the structure of the data; specifically number or characters and whether they 
are numbers letters or both. Examples are an LRN. which must be 10 numeric characters; an NPA-NXX code, which 
must be 6 numeric characters; a Destination Point Code, which must be 9 numeric characters; and a SPID. which 
must be 4 alphanumeric characters. 

Another type of format validation involves compliance with Industry rules. such as confirming a Subsystem Number is 
present when a Destination Point Code is present or that the Destination Point Code entry conforms to common 
channel signaling (SS?) address range restrictions. 

Data Validation: Relationship Validations 

Relationship validations involve verifying the data provided against existing data, such as whether the LRN entered 
on the ported number record exists and is associated wtth the New Service Provider involved in the record. Other 
examples are whether the value entered in the AltSPID or Last AltSPID field is a valid SPID in the NPAC's customer 
data, whether the value entered as the SV Type is among the defined SV Type values, and whether the NPA-NXX of 
the porting telephone number shown on the record exists in the NPAC's network data. 

Somewhat more complex relationship validations involve confirming the SPID from which the number is being ported 
actually is the Service Provider currently serving the telephone number. This validation requires the NPAC/SMS to 
determine whether there is a ported number record already for the telephone number and, if so, to confirm the SPID 
associated with that record represents the •porting from" Service Provider shown on the "porting to' Service 
Provider's port request. If no ported number record exists, the NPAC/SMS then must check to see whether the 
telephone number is part of a thousand block associated with the "porting-from• Service Provider's SPID. And failing 
to find such a thousand block record, the NPAC must then determine whether the telephone number's NPA-NXX 
code is associated with the "porting from• Service Provider's SPID. 
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More complex validations check for relationships such as whether the Destination Point Code used is among those 
lhe Service Provider has listed as its valid DPC codes for use on its NPAC/SMS records. Another of these complex 
validations occurs when a Service Provider attempts to open an NPA-NXX code in the NPACJSMS network data. 
Before the code can be opened, the NPAC/SMS determines to what Operating Company Number (OCN) the North 
American Numbering Plan Administrator (NANPA) has assigned the NPA-NXX code. That OCN then is compared 
with the list of OCNs associated with the SPID of the Service Provider attempting to open the code. The NPACISMS 
also confirms the code is being opened in the proper region. In two NPAC regions. this proper-region determination 
must be done at the rate area level because the regional boundary does not exactly track the state boundary. making 
it necessary to handle one NPA in two regions. Table 1.2.2-1 provides a summary of some of the validations 
performed by the NPAC/SMS. 

Table 1.2.2-1. Examples of Validations 

Field Validation 

Simple Format Validation 

LRN . 

NPA-NXX 
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. - ··;.: 
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:. 
- :.-·. 
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""' ~)'-; 11"1 •• •. ·:: .. . ~;· .• . .,~ .. ... • ! ~~ .. ~~: . .... ~·..: •• • • ~ .. ............ ... .. .,. ·.'t ..... ,. ...... ., ....... _ .., •• - ... ...... .... ·~· 

must be known to be valid for SP creating record 

:·.1 

• -1 

.. . 

NPA-NXX 
·"·' '·~ .. , ."' •• , ... <''·<., • .,,., " •--- · · · - •• ·-:-·--:- . . .. . ·"'~},.~~~ 

SP SPID must be associated with codes OCN'.;-t:r!.~~~'."'.~J:~~: __ ,~,:-:.._:'t;·".,,i,,;~ 
NPA-NXX allow open only in region serving the NPA • 

Network Data Relationships Tracked 
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NPA-NXX-Xs associated w ith a SPJO 

. " . ~ . . 
' LRNs associated with a SPlO,'.!<! •. \. ' ':"f); , . ... ~·' •,>. ~-·• • ·:•-.. :~:;.,. • H ....._, • ' 

U.\TA associated with each NPA-NXX 

NP.A.s associated with each regloO: . . 
each SPID's SP type 

Customer name.associated with each SPID 

• NPAC region boundary crosses state line in Kentucky. so proper region to open an NPA-NXX code is validated at 
t11e rate area level 

Dissemination of Data 

Once the NPAC/SMS has applied its processing rules on a request and updated its internal database, it must 
disseminate this information to the LSMS and SOA systems. Real-time broadcasting is the primary mechanism for 
this dissemination. Most broadcasts are sent to the subtending LSMSs. though some go to the SOAs as well. 

During the porting process, the NPAC{SMS acts as a hub, connecting pairs of Service Providers (SPs) that are 
coordinating the transfer of a telephone number. As each party performs a step in the process. the NPAC/SMS 
issues real-time notifications to their SOA systems to keep all parties abreast of the progress and make them aware 
of their obligations. Notifications are issued for object creation (port initiation). attribute value changes, status 
changes. and timer expirations. Though most NPAC/SMS messages to SOAs involve information pertinent to a 
single SOA. some NPAC/SMS transmissions are broadcasts to all SOAs; for example, the creation of SPIDs, NPA­
NXXs. and the dash-X representation of pooled blocks. 

NPAC/SMS users connect a system called a Local Service Management System (LSMS) for receiving and 
propagating NPAC/SMS transactions in their systems and networks. NPAC/SMS transactions are updates to the 
Industry on changes in status related to telephone numbers. These changes in status can be a move from one 
switch to another, one Service Provider to another, information for a non-ported TN different from that associated 
with the TN's NPA-NXX code. assignment of numbering resources (pooled bocks, NPA-NXX codes) to a Service 
Provider. as well as hundreds of other status changes. Once a transaction is validated and updated in the 
NPAC/SMS database. a broadcast of the SV is sent to NPAC/SMS users through the LSMS interface. The Service 
Provider's LSMS updates network databases and operations support systems. They can also distribute the data in 
turn to their clients, such as smaller SPs that cannot justify operating an LSMS system. 

In the case of an NPA split, the NPAC/SMS broadcasts an "add" of the new-NPA versions of the NPA-NXX codes 
impacted by the NPA split when the split is entered into the NPAC/SMS. At the end of the Permissive Dialing Period, 
the NPAC/SMS broadcasts a "delete• of the old-NPA versions of the NPA-NXX codes impacted by the NPA split. 
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Synchronization 

One can think of the LNP Ecosystem as fundamentally a complex distributed database. The NPAC/SMS itself 
maintains the master copy of the LNP data and one of its primary goals is to ensure that remote systems have an 
accurate copy of that data. To this end, synchronization with remote systems is critical and the NPAC/SMS provides 
many layers of mechanisms to ensure consistency. 

Synchronization: Recovery 

Local systems are not always online, and from time to time are not able to process messages correctly due to a 
variety of platfonn issues. The NPAC/SMS implements a feature called recovery that allows a local system to 
retrieve messages they have missed due to such a problem. The recovery process can be done for a specific time 
frame, or the system can ask the NPAC/SMS to deliver accumulated message that it has missed (this is called "Send 
What I missed" or SWIM recovery). 

In the .,"'"'"~""'""'"°""'""'' rather than using recovery. the NPAC/SMS will retransmit messages that either could not be • 
delivered or were not responded to. This simplifies the interface, reducing the burden on local system implementers. 

Synchronization: Failed Lists and Resend 

When an SV or pooled block broadcast is received by an LSMS, ii sends an acknowedgement to the NPAC/SMS. 
The NPAC/SMS keeps track of the LSMS responses for each broadcast. After a predefined interval. any LSMS that 
has not acknowledged ihe broadcast is placed on a "failed list.• Each night, during a period of low transaction 
volume, the NPAC/SMS resends the broadcast to any LSMS that is on the failed list. For modify broadcast failures, 
the NPAC/SMS notes whether the LSMS failure was due to a "no record" rejection and for those casts sends a 
create message rather than rebroadcasting the modify transaction. 

Synchronization: Bull< Data Downloads 

Bulk Data Downloads (BOD) provides data extracts from the NPAC/SMS to local systems requesting them. Local 
systems retrieve the BOD files from the NPAC/SMS and can use the files to validate their own database. re-populate 
their database after a loss of data. or build the initial database for a new system. 

There are several different types of BOD files. based on the type of data they represent. There are BOD files for 
Subscription Versions, Pooled Blocks, OashX, NPA-NXX, LRN, and Service Provider. For each of these files, the 
BOD can be generated with an •;active view" that includes currently active objects. or with a "latest view of activity" 
that captures all activity (including deletions and modifications) within a specified time frame. 

We also provide a BOD for SOA notifications. This is available based on a specific time-frame and contains only 
notifications for the provider requesting the data. 
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Synchronization: Audits 

The NPAC/SMS also supports audits of the LSMSs. With the audit feature, the NPAC/SMS queries one or more 
LSMSs. and compares the results of these queries with ils own data, issuing corrective downloads as necessary. 
Audits can be initiated for a single TN, a TN range, or for a time range. and can be initiated by a SOA system or by 
the NPAC Administrators. The NPAC/SMS issues random audits as part of its housekeeping processing as a pro­
active consistency measure. 

Synchronization: Query 

Users can initiate queries to the NPAC/SMS and use the results to reconcile their systems. Responses are provided 
immediately. Queries can be for any data in the NPAC/SMS Including TNs. ranges ofTNs. SPIDs, DPC/SSNs. etc. 

Facilitation of Industry Processes and Obligations 
Because the NPAC/SMS is an authoritative database for TN administration it must support various functions that 
impact numbering as well as various entities that rely on numbering data. The NPAC/SMS has software that 
supports: 

Mergers and acquisitions of communications companies-SPID migrations 

Area code splits-recognition of dual NPAs for TNs 

Reseller identification-altSPID. last altSPID 

Administrative services that rely on NPAC-LEAP and WDNC 

IP routing-URI 

Mergers and Acquisitions 

The NPAC/SMS facilitates mergers and acquisitions through SPID migrations. a process that allows the SPID 
associated with the ported telephone numbers, thousand blocks. LRNs, and NPA-NXX codes to be changed without 
requiring that the data be broadcast to the LSMSs. Instead, the NPAC/SMS distributes information that allows the 
migrating records to be identified. The record changes are then made independently by each SOA and LSMS 
operator and by the NPAC/SMS during a regular NPAC/SMS maintenance window. 

The NPAC/SMS offers on-line tools for both Service Providers and NPAC Administrators to define and manage these 
migrations. The tool implements the workflow of the migration, ensuring that both Service Providers in the migration 
have concurred with the activities. During the concurrence phase. automated e-mails are sent directly to the involved 
providers. After the migration is approved. automated emails are sent to all providers. The system also 
automatically validates the migration on a daily basis. and generates preliminary data files. making them available for 
providers at the FTP s~e. On the date of the migration. the system automatically cancels any pending subscription 
versions involved in the migration, provides reports to SPs impacted by the cancelled SVs, initiates message delivery 
and data updates for on-line migrations, and delivers files to Service Providers' FTP sites with instructions for 
handling the SPID migration off-line. 
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Area Code Splits 

The NPAC/SMS also performs automated processing for NPA splits. The system accepts data files from Industry 
sources that describe NPA split activity. When a new split is added to the system. the NPAC/SMS broadcasts all the 
codes involved with the split, but with their new NPAs. During the Permissive Dialing Period, the NPAC/SMS 
automatically translates incoming requests-queries, ports etc., changing references to the old NPA to the new NPA. 
At the end of the Permissive Dialing Period, the NPAC/SMS broadcasts a delete of the old-NPA versions of all the 
codes involved in the split. 

Reseller Identification 

There are instances where NPAC/SMS data can renect information pertinent to the provider behind a PSTN Service 
Provider. For example, a "class 2 interconnected VoIP" provider must rely on its PSTN partner as a source of 
telephone numbers and to act as a PSTN gateway. It also must rely on its PSTN partner to create information in the 
NPAC/SMS database to identify it as the serving provider for the telephone number as well as to indicate other 
information pertinent to the service arrangement. Neustar has augmented the NPAC system to allow for the optional 
provisioning of reseller information through the "altSPID" optional field. This field is used to identify the VoIP provider 
that is actually providing telephone service for the number. If the telephone number involved were native to the 
PSTN partner's switch. i.e .. not ported, then the PSTN partner would need to perform an intra-SP port at the 
NPAC/SMS to establish the number record in the NPAC/SMS database. If the telephone number already were 
ported. the PSTN partner would need to modify the NPAC/SMS record to populate the altSPID field. If the VoIP 
provider were prepared to accept calls directly in the form of internet traffic, the PSTN partner could indicate on the 
NPAC/SMS record that the ·sv type• is "class 2 interconnected VoIP." 

Administrative Services That Rely on NPAC 

The NPAC/SMS provides additional services to satisfy the needs of law enforcement to be able to accurately and 
immediately identify the ownership of any telephone number. These functionalities include access to additional 
interfaces such as Interactive Voice Response and Web and API access. 

The NPAC system provides an additional service to satisfy the needs of Telemarketers and Collection Agencies to 
avoid placing calls to wireless numbers using automatic dialers and recorded messages, which is expressly 
prohibited by the FCC. 

IP Routing 

The NPAC system supports the transition from TOM (PSTN) to non-TOM (IP) inter-carrier call routing. As the PSTN 
transition to IP unfolds, it will be necessary for every TN assigned to an ISP customer to be associated with both an 
LRN and a URI. The NPAC/SMS record for TNs and blocks includes fields for VoIP URI, SMS URI. and MMS URI. 
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Support for National Number Pooling 
Number Pooling is a process that is vital to the country because it conserves scarce numbering resources. Pooling is 
implemented using NPAC/SMS functionality. Neustar has evolved support for number pooling to a system that is • .. 
iully aware of pooling and the pooled block lifecycle. The NPAC/SMS has many features incorporated specifically to -
support number pooling which can be integrated with the Pooling Administration System (PAS). Specifically, the 
NPAC/SMS and PAS can communicate electronically to exchange information on pooling operations that need to be 
executed in the NPAC/SMS and automatically reflect said completion in PAS. This will result in increased accuracy 
and timeliness. 

Another evolution regarding Pooled Block processing concerns LSMS support for pooled blocks. Al the inception of 
number pooling, not all LSMS systems supported !he concept of pooled blocks, also known as Efficient Data 
Representation (EDR). EDR is a technique to represent 1.000 consecutive numbers as a single record, for example 
703-571-3 represents the numbers 3000-3999 associated with the 703-571 NPA-NXX. As a result, the NPAC had to • •. 
broadcast 1000 SVs to non-supported LSMS systems in lieu of the pooled block. Recently, the Industry achieved 
100% support for Pooled Blocks. leading to a request for SOW 86 lo remove support for non-EDR LSMS systems. 
Neustar complies with the requirement from RFP Section 7.1.3 to eliminate non-EDR support for SOA and LSMSs. 

The NPAC/SMS still must support some non-EOR features, such as the ability to respond to an NPAC use(s query 
for an individual pooled number. Although not a part of the EDR functionality, Neustar remains prepared to provide a ~ 
Bulk Data Download (BOD) that includes individual number data for pooled numbers in cases where the customer is ~ 
not yet able to process the now-standard EDR BOD. 

1.2.2.2 Administrative Functionality 
As the LNPA, Neustar needs certain administrative functionality to provide a high level of service to our users. To 
this end we have: 

• Developed a tool to update large volumes of NPAC/SMS data (MUMP} 

• Implemented a billing capability 

• Deployed a reporting function for the Industry 

Mass Update Mass Port (MUMP) 
Service Providers often have a need to port large volumes of numbers in a controlled manner. For various 
operational reasons, executing these projects over the SOA interface is inefficient. The MUMP subsystem was 
developed to provide the tools and processes to manage such projects. 

The initial version of MUMP allowed for updates of only existing records and could be used only by NPAC personnel. 
Over the course of many years, MUMP has evolved into a very complex subsystem that supports all types of 
portability operations (create. release. activate, modify, disconnect, and cancel). 

MUMP allows a user to express operations as a "job'. It uses a system of quotas and priorities to ensure that all 
work is done in an orderly fashion at reasonable transaction volumes and includes a dashboard to project completion 
dates for each job. The feature is available for both Service Providers and NPAC personnel. Jobs can be defined in 
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tenns of a list of TNs or as a query. The NPAC Portal can upload spreadsheets, breaking the data up into separate 
jobs as required. 

Many options are available to control the execution of the job. including an abili ty to control the start time and to 
suppress notifications that normally would be generated. Several types of reports are available to monitor the 
progress and results of each job. 

Billing 
Billing for the NPAC service has changed substantially over time. Fortunately. the system was designed modularly to 
accommodate these changes. 

The NPAC system can generate all data necessary to track system usage in a variety of ways to facilitate billing 
processes. The NPAC/SMS logs all transactions, recording the type of operation, the telephone number(s}, Service 
Provider, and date/time. A module extracts this information into a separate repository where it can be summarized 
and reported. Another module implements the actual generation of customer bills based on the current contract 
stipulations. 

The billing code within the NPAC/SMS is tested with every major release and results are provided to an independent 
auditor. 

Reports 
The NPAC/SMS provides a wide array of user-generated reports. From within the NPAC Portal, users can generate 
Standard Reports on the following types of data: 

Subscriptions 

SPIDs and User names 

Network data (NPA-NXX, NPA-NXX-X, LRN. NPA Splits) 

Number pooling 

Audits 

Notifications 

Security data 

Transactions 

Neustar. Inc. proprietary and confidential 1.2.2-12 



Neustar Response to LNPA 2015 Surveys neustar: 
Real Intelligence. Better Decisions: 

These reports include report-specific filters to target the desired data. The reports can be scheduled to run 
periodically. The NPAC Portal also provides the ability to generate Ad-Hoc reports on subscription versions. In 
these reports, the user can specify the fields desired and a complex filter can be created. Additionally. NPAC 
personnel provide reports to the Industry or to the NAPM LLC. Examples of these reports include: 

Standard reports, such as the customer's NPAC Profile 

Ad Hoc reports, which are individually designed to meet customer request 

Results of MUMP projects, such as completion counts and failed transactions details 

Results of SPID migrations, such SPID-specific reports of pending SVs canceled in support of the migration 

Bulk data download (BOD) reports (active and delta) to establish or re-build LNP databases 

• Root cause analyses (RCAs), to describe root cause of seNice interruptions 

Monthly ·billable" transactions 

Monthly "billable" transactions. broken into p-LRN and conventional categories 

1.2.2.3 New Functionality for the Next Term 

Proposed Enhancements: NPAC Portal 
Neustar has a record of consistent investment into the NPAC user experience, understanding that thousands of 
people across the Industry rely on the NPAC to accomplish critical business functions, from supporting customer port 
requests to network maintenance to number inventory administration. We also recognize that the LNPA is both a 
trusted resource for information regarding numbering policy and a common hub for collaboration and issue resolution 
between Service Providers and their partners. For these reasons, in 2011 Neustar, working with the Industry. 
implemented a complete technical and functional overhaul of the NPAC.com website. an improvement which 
received high marks from all user types. 

As usage of the NPAC grows in volume, scope. and complexity, further automation and optimization of the NPAC 
experience is required. To that end, Neustar is planning continued investment into the NPAC's online interfaces­
specitically, the creation of a single NPAC Portal (highlighted in Exhibit 1.2.2-1) which will be a one-stop shop and 
provide access to reports, billing information, secure and authenticated access to NPAC regions etc. The 
NPAC/SMS Portal will reduce NPAC User expenses by consolidating existing screens and intertaces. streamlining 
access to critical reports and Industry knowledge, and by automating customer support tasks. 
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New N PAC Portal 

....... _ 

~'?·''!'b~t\113 
Exhibit 1.2.2-1: The new NPAC Portal, available via computer, smartphone, or tablet , provides NPAC 
users more valuable capabilities and a streamlined experience. 
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The NPAC portal will be designed and implemented in partnership with the LNPA WG and the NAPM LLC prior to the 
start of the next NPAC contract tenn, with the following guiding principles in mind: 

Operational efficiency and ease of use 

Security and user authorization/authentication 

Effective Industry collaboration and communication 

Access to business-critical infonnation 

NPAC Portal: Operational Efficiency and Ease of Use 

The NPAC portal and all its functions should be accessible via an online interface securely accessible over the 
Internet. A single, unique. cross-regional user ID and password will be assigned to each authorized individual 
accessing the NPAC with the aim of eliminating the need for swivel-chair operations and reducing the number of 
logins required for an individual user. 

All porting functions supported by the NPAC/SMS will be available through the NPAC portal, as they are today via the 
existing NPAC L Tl. Added to the interface will be integrated. context-sensitive help, describing not only the system 
behavior and recommended usage, but also relevant Industry standards, best practices, and policy. The portal will 
also permit real-time, chat-based interaction with experts at the NPAC help desk for those users requiring additional 
assistance. 

As part of the design process for the user interface itself. given the complexity of information and processes 
supported by the NPAC, Neustar will convene dedicated user group meetings for the Industry in collaboration with 
the LNPA Working Group and will make available experts in human factors to consult with the Industry on the most 
efficient usage models. 

NPAC Portal: Security and User Authorization/Authentication 

Confidentiality of NPAC data and user behavior. along with verified authorization for porting activity. remain the 
highest priority for the user community. Therefore. the NPAC portal will leverage our comprehensive set of tools that 
fonn our identity and access management system. 

To maintain maximum flexibility along with security, the portal will employ the model of an Account Administrator for 
each NPAC User company, with privileges to control user access in partnership with LNPA personnel. The Account 
Administrator will manage all user access within that company, specifying the various levels of authorization 
permitted by the portal, including: 

Which NPAC regions each user can access 

• Which functions each user is permitted to perfonn. including: 

Query-only 
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Porting and pooling {i.e. Creates/Activates/ModificationsfDisconnects) 

Request reports and BDDs 

Large project and SPID migration scheduling 

Access to NPAC billing and system monitoring data 

The domains of the Account Administrators will be managed by LNPA personnel subject to the regional NPAC User 
Agreements as well as the various privileges assigned to types of users, i.e.. SPs and providers of 
telecommunications-related services (PTRS). This model also will permit ancillary applications such as LEAP and 
the lntennodal Ported TN Identification service to be securely offered using the same framework-given that 
appropriate restrictions on data access will be maintained centrally based on a flexible user authorization model. 

NPAC Portal: Effective Industry Collaboration and Communication 

The resources managed by the LNPA are a critical reservoir of Industry expertise and experience, relied upon by 
Service Providers and lay-people alike-for everything from basic definitions of Local Number Portability to the 
schedules for upcoming SPID migrations. The LNPA also is a neutral common meeting ground for Service Providers 
across the Industry. to collaborate on common requirements and optimize cross-Service Provider activities. In 
recognition of this ongoing requirement, the NPAC portal will offer additional tools for knowledge-sharing and 
communication across the Industry. 

To streamline communication between NPAC users. the Portal will allow for the online creation and maintenance of 
dedicated User Groups. These can act both as distribution lists for critical outbound notifications, and to control 
access to configurable user-managed "work-spaces", within which the Portal can facilitate the exchange of ideas and 
information between a subset of NPAC Users. This can be particularly beneficial to the NPAC innovation and 
change management process, as a way to accelerate collaboration between SPs. vendors, and the LNPA. 

NPAC Portal: Access to Business Critical Information 

The NPAC Portal will allow access to critical infonnation and processes. including: 

Real-time queries and audits of NPAC transactions 

Bulk..<fata downloads for SOA/LSMS audit 

Reports on: 

NPAC data including SVs, network data. network objects, users. and profile setting 

Inputs and outputs (file-upload, etc.} 

Basic reporting functions {scheduling, formats) 

Advanced analytics 

Dashboards 
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NPAC Portal: Transition and Continuity 

Following Neustar's record of innovation with maximum continuity and backward compatibility for all NPAC Users. all 
transfers of functionality between existing interfaces and the NPAC portal will occur subsequent to comprehensive 
user documentation and training and without additional cost to the Industry. 

RFP Required Enhancements 
The NPAC/SMS is constantly evolving and integrating new functionalities. Neustar and the Industry work togett1er to 
define. approve, and implement new iunctionality on a regular basis. This section describes required new 
functionality that was asked about in RFP Section 7. 

Security-Related Information 

RFP Required Enhancements: Support of IP Version 6 
Internet Protocol (IP) Version 6 is an evolution of the IP Version 4 that dominates the internet and communications 
networks today. It is important because it addresses the major concern that public IP addresses under version 4 are 
nearing exhaustion. Public addresses are expected to reach exhaustion in the United States in the next few years. 
IP Version 4 provides 32 bits for each address. while the newer IP version 6 provides 128 bits, allowing for many 
more unique addresses. 

Neustar has anticipated this issue well in advance of its arrival. Neustar has been using IP Version 6 natively for 
over 6 years with commercial services, and is well-versed in IP Version 6 configuration. security, troubleshooting. and 
architecture. Most Neustar services have to be offered in both IP Version 4 and IP Version 6 worlds, which has its 
own unique set of challenges. Our teams of CMIP and networking experts have already started work on planning for 
the evolution of NPAC into the realm of IP Version 6. Neustar has led discussions on this topic in the LNPA Working 
Group forum, and we expect that group to approve of a solution and for Neustar to complete implementation by lhe 
end of 2014, well in advance of IP Version 4 address exhaustion. 

The Neustar solution for IP Version 6 includes three important components: 

1. Network Engineering-Neustar has already implemented IP Version 6 inside its own network. As part of the 
NPAC implementation. Neustar's networking experts will work with any Service Providers wishing to move to IP 
Version 6 to plan and coordinate the transition as it relates to NPAC connectivity. 

2 CMIP Application Changes-the NPAC system conforms to RFC 1189 that defines the implementation of CMIP 
over TCP/IP. At the heart of the Neustar CMIP implementation is the Open Systems Interconnect (OSI) stack that 
provides CMIP functionality over TCP/IP. Neustar's CMIP protocol experts will integrate support for IP Version 6 
into this OSI stack. Specifically, the IP Version 6 addresses are bigger in size than IP Version 4 addresses, and 
this will affect how the IP addresses are mapped to OSI addresses. As part of the implementation, Neustar's 
Operations Team will offer testing services to ensure that both Provider and NPAC systems are functioning 
property end to end prior to production rollout. 
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3. Other lnterfaces-Neustar is committed to supporting IP Version 6 connectivity to all of the interfaces to the 
NPAC. This includes the secure FTP site, the new NPAC UI, the new Security-Related Information, as well as any 
future interfaces. 

Neustar views the transition to IP Version 6 as a slow evolution for the Industry. Consequently, all interfaces 'Nill 
remain backward compatible with IP Version 4. We expect that many Service Providers will decide to keep their 
NPAC related systems on IP Version 4 for many years to come. Neustar is well prepared for the transition as 
providers evolve their technologies. 

RFP Required Enhancements: Elimination of NPAC/SMS Support of Non·EDR 

Support for non-EDR functionality was eliminated under Statement of Work 86. The NPAC/SMS still must support 
some non-EDR features. such as the ability to respond to an NPAC user's query for an individual pooled number. 
Although not a part of the EDR functionality, Neustar remains prepared to provide an NPAC user with a Bulk Data 
Download (BOD) that includes individual number data for pooled numbers in cases where the NPAC customer is not 
yet able to process the now-standard EDR BOD. 

From the NPAC/SMS custome~s standpoint, the removal of non-EDR functionality is complete. 

Future Considerations 
This section describes required future considerations that were asked about in RFP Section 7. 

Future Considerations: Automation of processes between NPAC and PAS 

In collaboration with the Industry, Neustar will rely on its extensive experience as the LNPA and PA to further improve 
the interaction between the PAS and the NPAC/SMS. 

Service Providers rely on accurate information from the PAS and the NPAC/SMS. Based on our experience as the 
LNPA and PA, we recommend automating the interaction between PAS and NPAC to allow requests from PAS to 
flow through to the NPAC/SMS. Once processed, the NPAC/SMS can interact with PAS to reflect an update in the 
status. We also propose the following additional improvements to the coordinating interface: 

Automate change notifications from the NPAC to the PAS-NPAC/SMS and PAS can communicate 
electronically to exchange information on pooling operations that need to be executed in the NPAC/SMS and 
automatically reflect said completion in PAS. 

Automate validation of relevant fields in PAS-Currently, validation is a manual process conducted by the 
NPAC Pooling T earn. Automation will ensure that system checks are performed accurately and in a timely 
fashion and in keeping with the NPAC FRS while providing real-time and standard error codes for incorrect 
submissions. 

Enabling real-time, automated communication between these two disparate and independent systems will improve 
overall data integrity and response time. 

Neustar. Inc. proprietary and confidential 1.2.2-18 



Neu star Response to LN PA 2015 Surveys neustar: 
Real Intelligence. Better Decisions: 

Neustar is the only vendor with the breadth of knowledge and experience in this domain to recognize the need for 
and offer solutions to seamlessly link both the NPAC and PAS systems, ensuring that both remain in sync, allowing 
for significant improvements in pool block provisioning activities for the entire Industry. 

Future Considerations: Combining steps for Intra-Service Provider Ports 

New and expanded uses of the NPAC/SMS have evolved over the past several years, resulting in an increasing 
amount of information that can be stored in the NPAC database about a TN. It is common for SPs to perform an 
intra-SP port to provision data for NPAC records. The information about these numbers is established in the NPAC 
database and is disseminated to the Service Providers' LSMSs. 

Because intra-SP porting volumes are likely to grow and intra-SP porting is less complicated than inter-SP porting. 
(e.g., Intra-SP porting does not require coordination between two different Service Providers), there has been interest 
in consolidating the Create Pending SV request with the Activate Pending SV request for intra-SP ports. There has 
been interest in also allowing the Service Provider's SOA to specify that the activation is to be delayed until a 
specified day and time. 

In thinking about how best to accommodate the Industry's interest in allowing Service Providers to consolidate and 
schedule intra-SP Create and Activate requests, Neustar considered the impact of large quantities of simultaneous 
delayed activations and whether it might be necessary to coordinate these intra-SP porting activities. We considered 
suggesting scheduling be done at the LNPA WG, but concluded a Service Provider initiating these intra-SP ports 
might not want to prematurely indicate its plans publica!ly. We also considered proposing transaction quotas. much 
like the approach used with SPID migration planning, but concluded this would be overly complex for the Industry 
and difficult to administer. And we considered the use of the Mass Update/Mass Port (MUMP) process, since it 
would avoid publical!y revealing the Service Provider's plans and would allow throttling should the quantity of 
simultaneously scheduled activations have an adverse impact on the LNP ecosystem. However, the Industry's 
interest is in an improved approach for SOA initiation of intra-SP ports, not in further use of the MUMP processes. 

Based on our over 15 years of experience working with the Industry to develop NPAC/SMS functionality, we realized 
that the one-step SOA Create/Activate capability could be deployed without an artificial scheduling or quota system. 
This is because intra-SP ports driven by new or expanded uses of the NPAC/SMS should not require large quantities 
of simultaneous activations, unlike the case where transactions are perfonned for a network migration. The resulting 
design would avoid premature exposure of a Service Providers' neiwork plans, allow a reduced Service Provider 
effort by eliminating the second SOA request message. require only minor changes to the NPAC/SMS platfonn, and 
introduce no backward compatibility issues. 

Briefly described, the one-step feature would: 

Introduce a new attribute in the intra-SP Create Pending SV request 

Combine the Create and Activate requests to be performed as a single request 

Apply only to intra-SP ports 

Allow SOAs to include the new attribute on a per-request basis (i.e., no opt-in is required) 
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Allow SOA to indicate NPAC/SMS should activate the pending SV 

Allow SOA to include a day and time in the new attribute to schedule delayed NPAC/SMS activation 

Provide for immediate NPAC/SMS activation if no day and time value is specified in the new attribute 

Implementing a combined create and activate process for intra-SP transactions will greatly reduce the effort required 
by Service Providers to manage large jobs. 

Future Considerations: Inter-carrier Communications 

While the RFP referenced ICP only, we assume it intended to include LSR, therefore we will refer to this as ICP/LSR 
in this response. The NPAC/SMS architecture has the flexibility needed to incorporate the ICP/LSR processes that 
currently precede the NPAC/SMS LNP provisioning process. The existing NPAC/SMS architecture already has 
proven its flexibility by being able to support periodic changes required by the Industry. Examples include the 
introduction of Pooling, support of One Day Porting. pseudo-LRN, introduction of new optional fields, and the '~~-.. ·· 

Inclusion of ICP in the NPAC will re.quire the expansion of the current NPAC Create and Modify messages utilized for 
porting between carriers. Existing messages can be expanded easily to include necessary data/fields for pre-port 
validation. E911, and Directory Assistance. 

While the NPAC/SMS infrastructure can support and incorporate the functions periormed today in the ICP/LSR 
process. NANC flows will require changes which in tum will introduce a number of complexities that will need to be 
worked by the Industry via the LNPA WG. One such complexity is the current use of a Clearinghouse/Service Bureau 
model. The NPAC/SMS can perform Clearinghouse/Service Bureau functions, but not without major changes to the 
NPAC/SMS. In addition the NPAC/SMS will need to create ICP/LSR business rules for wireline, wireless. intermodal, 
reseller, and carrier-specific scenarios. All this functionality will need to exist in the NPAC/SMS. Carriers should keep 
in mind that ICP/LSR In the NPAC will create transition costs as back-end system changes will be required to support 
new porting flows. 

Wireless ICP can be assimilated into the NPAC/SMS process without difficulty. The"'""""'·"""'""' ""'~'"'" makes this change 
seamless as the addition of new fields to the schema can be published easily. However this requires major changes 
to carriers' back office systems and SOA systems as they will need to allow SOA/L Tl entry, validation, and 
transmission of a WPR. Carriers also will need to support the validation, acceptance. and rejection of a port request 
based on a set of agreed upon data fields during the pre-port process. 

In order to support Wireline and lnterrnodal porting (i.e., LSR). the Industry will need to address the standardization of 
the Wireless and Wireline porting process. Previous unsuccessful efforts at the LNPA WG to develop mapping 
between LSR/FOC data elements and Wireless/ICP data fields will require resolution to streamline the porting 
process and making it easy for the NPAC/SMS to support both Wireless and Wireline pre-port activities. 
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Other complexities are related to the support of non·bonded orders (orders submitted via a UI or fax). One solution 
can be the elimination of fax and e·mail support as we re-define porting flows. This will require small and medium 
size carriers to automate their SOA processes and use a mechanized interface into the NPAC/SMS or rely on service 
bureaus. This will help reduce the time it takes to port a number, but costs could outweigh benefits for small 
providers. 

The bigger question is will ICP/LSR in the NPAC/SMS evolve in the future? How will this work in an environment 
dominated by mobile and IP services? ICP/LSR is likely to change considerably as communications evolve to mobile 
and IP. Just as mobile is simpler than wireline, it's likely that the process will continue lo simplify as we move to IP. 

A broader view should be taken when developing a solution . The Industry should avoid trying to fit the ICP/LSR 
process as it exists today into the NPAC/SMS. We see no benefit of taking on the complexities of the past. 
especially while those processes will apply to fewer consumers over time. There are systems and companies that 
support the current processes and they should continue to do so. However, as the newer. simpler processes are 
designed, it is these that should be integrated into the NPAC. 

Neustar's suggestion is to open up the NANC flows and re-think the way porting is done today to accommodate open 
interfaces and the ability for carriers to authenticate port requests. This is an opportunity to simplify porting across the 
board and leverage existing NPAC/SMS functionality. A more comprehensive discussion is needed to ensure 
ICP/LSR in the NPAC/SMS is not simply taking existing ICP/LSR rules and standards and fitting them into the 
NPAC/SMS, but rather revamping and rewriting the NANC flows to accommodate future needs and porting in an all 
IP environment. 

We believe that the work developed by the Out-of-the-Box subcommittee of the LNPA WG is an excellent start. The 
subcommittee was tasked with looking at streamlining existing process to accommodate the FCC's One Day Porting 
Mandate. Neustar believes this is the right framework to build out an architecture that supports ICP in the NPAC/SMS 
and address some of the complexities related to this effort. 

Future Considerations: PSTN to IP Transition 

The NPAC will be the most important tool Service Providers will use as the Industry transitions from the current TOM 
(time division multiplex) infrastructure to the future IP (Internet Protocol) infrastructure. The NPAC will be a critical 
component both during the transition and after. An authoritative method of mapping a TN to some type of Internet 
address (e.g., DNS name, URI, IP addresses} will be a requirement of the PSTN Transition. Thousands of Service 
Providers rely on the NPAC today for call and message processing for both TOM and IP networks. VoIP and text 
messaging have been around for many years and every provider that processes those calls and messages has relied 
on the NPAC for routing and administrative support. Not only does the NPAC provide the infonnation necessary for 
these networks, it provides it in a manner that is familiar to companies that rely on advanced technologies for their 
day to day business operations. The NPAC is collaboratively managed by the Industry with a smooth change 
management process, it has a strong linkage to the authority of number administration, it has open APls that process 
transactions in real time. and it is easily extensible to new features and functionality. 
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TNs have gone through three generations over the past century: 

TN 1.0, TN is used as both a name and an address-The first generation of TNs lasted for most of the 20th 
Century. In this generation the TN was used as both a name and an address. People used the TN as a name, 
i.e., "cail this number to talk to me". Networks used the same TN as an address-the first six digits, the CO 
code, identified the terminating switch. Networks used the CO code to determine how to route the call. 

TN 2.0, Separation of the name and address-In the 1990s the Industry implemented LRN (location routing 
number) technology which associates a dialed TN with a separate routing TN, an LRN which identifies the 
terminating switch. Networks used IN (Intelligent Network) technology to perform a query on the dialed TN to 
obtain the LRN. If there was an LRN. the network would use that to route the call. LRN enabled local number 
portability, number conseNation via thousands block number pooling. and the ability for SeNice Providers to 
manage their networks in a more efficient manner. However it is important to note that the networks still use a 
CO Code for routing. 

TN 3.0, Mapping of the TN to an Internet address-When companies started implementing IP infrastructure in 
their networks they needed to map a TN to an Internet address because IP networks can't use TNs for routing. 
Right now this is mostly done by mapping the TN to the name of the SeNice Provider identified by tile NPAC. 
The network then translates the SeNice Provider name into an Internet address that the networks can use to 
route the call. This process typically is referred to as ENUM. Not only is lhis process cumbersome-TN->SP· 
>Internet address-it is typically done within a Service Provider's network, not between networks. That is, each 
Service Provider has to set up their own rules for the translation of TN->lnternet address and that Internet 
address is only usable on that Service Provider's network. This has to change to enable Industry-wide IP 
interconnection. 

Mapping TNs to Internet Addresses 

The creators of the Internet knew to separate the name from the address from the beginning: domain names resolve 
to IP addresses. Separation of name and address was implemented with TNs in the 1990s and this is a convention 
that must continue as TNs evolve to IP technology. There must be a method of mapping the TN to an Internet 
address. 

However TNs have needs that domain names do not. TNs are a limited international resource. they are considered 
sensitive from both a competitive and a privacy perspective, they are tightly linked to emergency seNices, and TNs 
will be required to be used by Service Providers and consumers who have both TOM and IP infrastructure for some 
time. 

TNs are a Limited International Resource 

Due to NAPM numbering conventions, there are 6.4 billion usable numbers in the North American Numbering Plan. 
However, because specific area codes are assigned to a state. exhaust of an area code occurs frequently, creating a 
great deal of work and disruption to consumers, Service Providers and regulators. The limited number of TNs 
requires that their utilization is closely scrutinized, and utilizations evaluated. This means the administrator must 
have the authority, skill, and experience to monttor, analyze and advise the Industry on use of the resource. Domain 
names on the other hand do not have the same concern. Second level domain names within a top level domain can 
have 63 characters and each character has 37 permutations. providing a virtually unlimited number of addresses. 
While there are about 100M names assigned in the .com domain, there are about 815M TNs assigned in the NANP. 
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TN Administration Contains Sensitive Information 

Blocks of TNs are assigned to Service Providers which in turn assign TNs to either consumers or to resellers who 
then assign them to consumers. The fact that they are assigned to Service Providers for inventory provides some 
insight into their business. The Industry has implemented a Do Not Call database, for people who don't want calls 
from telemarketers. and the FCC has ruled that entities using auto dialers or recorded messages can't call mobile 
phones. The NPAC provides a list of wireline numbers ported to mobile service. The registry provider for TN to IP 
mapping must understand the sensitivities that the consumers, the lndusiry. and regulators have regarding 
information about numbering resources. 

TNs Will Coexist on TOM and IP Networks 

TOM nodes and networks vAll be around for some time. There have been suggestions that there should be a date. 
around 2018. TOM interconnect is no longer required by Service Providers. Presumably the TOM Service Providers 
would have to make arrangements for their traffic to be handled by an !P provider, which could map TN->lnternet 
address. It's unclear if this will happen-it would require an FCC order-and if so. when it would happen. What is 
clear however is that the Industry is moving towards IP interconnection and a need to map TN->lnternet address. 
And therefore it is clear that there will be an overlapping need to provide routing for both TOM and IP interconnects. 
The Industry does not want to duplicate the registry functionality existing in the TOM world with an entirely different 
registry provider for the IP world. In addition to being inefficient, it would also introduce the opportunity for conflicting 
data in the separate systems. 

The Industry needs a TN->lntemet address mapping solution that meets the needs of both TOM providers and IP 
providers for the foreseeable future. This system would need to support a real tinie interface for both, i.e., CMIP 
(current interface), and more web centric interfaces, i.e., web services interface {planned as part of NANC 372). The 
provider would need to understand all of the complex issues that are related to TNs such as conservation. 
competition, privacy, emergency services and the needs and capabilities of both TOM and IP providers. 

The NPAC is the right tool and Neustar is the right provider to enable the transition of the PSTN from TOM to IP. The 
NPAC provides real lime addressing information for both types of providers today. It is the state of the art for 
providing addressing data related to TNs. In addition, Neustar is an active Industry participant in all matters related 
to numbering. Not only are we the LNPA. we are also the NANPA and the PA. The Industry, Service Providers, 
vendors. regulators and others rely on Neustar as a source for numbering information and expertise. We are industry 
thought leader in the future of numbering. And we have the operational expertise to manage consensus and 
implement new processes and procedures related to numbering. 
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• Incident management system-pertinent information about events is recorded and managed as incident 
tickets. Neustar uses Service-Now as the primary incident management system for ticketing incidents managed 
by the Neustar NOC. Service-Now integrates with Netcool, the event management system to track the event 
from beginning to resolution. 

NOC Monitoring Processes 
The NOC operates 24x7x365 and is managed by highly trained personnel Vvtlo monitor and manage the NPAC 
infrastructure, triage production events via Security-Related Information , as well as other Network 
Management tools. Security-Related Information 

Security-Related Information 

Security-Related Information 
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Security-Related Information 

Security-Related Information 

NOC processes are designed using proven methodologies derived from Information Technology Infrastructure 
Library (ITIL) foundations. ITIL is a set of practices. processes. procedures. tasks and checklists for IT service 
management. This streamlined and repeatable process ensures the proper response to an event. Automation of 
notifications provides the fastest method for addressing the event. Integration of the event management and incident 
management systems ensures the best possible documentation and mitigation of service affecting events. 

Monitoring at Each Layer 
Neustar has established monitoring for all Layers of the NPACiSMS architecture and NOC personnel quickly engage 
when appropriate. 

Data Center Layer Monitoring 
Neustar strictly monitors and control access to the data center facilities 24x7x365. Security-Related Information 
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Security-Related Information 

Network Layer Monitoring 
The Network Layer is v.tiere Neustar customers connecl lo the NPAC/SMS. This Layer is designed to be highly 
available because of its critical nature and because Neustar coordinates wilh our customer's local IXCs. 

Security-Related Information 

In addition to utilizing SNMP agents and traps, the network engineering and operations teams also employ the 
following tools to monitor the network: 

Security-Related Information 
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• Security-Related Information 

Security-Related Information 

The network operations team responds to all network alerts for the NPAC. The close collaboration between NOC 
and network operations allows for rapid response to events and the ability to predict problems before they occur. 
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NMT Architecture 
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Exhibit 1.2.3-6: NMT provides an overview of all NPAC/SMS service-critical metrics. 

As Mass Update Mass Port jobs are executed, the system tracks queues for LSMSs. If these queues rise above 
configurable thresholds, all jobs are suspended. This prevents failed LSMS broadcasts and ensures all LSMSs are 
synchronized. The system monitors the success rate of all work within each job. If a job has too many failures, it is 
paused so it can be reviewed and corrected. With both of these features, NPAC personnel are alerted whenever the 
system preempts a job. 

Neustar has developed an extensive set of queries that analyze the production system for logical inconsistencies and 
that identify potential problems with Service Provider systems. For example, if an LSMS remains on the failed list of 
a subscription version for tonger than one day then the subscription version is included in a report that is Ermailed to 
NPAC support personnel for investigation. This allows Neustar to remain in front of issues before they cause actual 
problems. Analysis of an issue is performed on copies of the production database to prevent interference with online 
processing. 

NeuStar. Inc. proprietary and confidentia.I 1.2.3-13 



Neustar Response to LNPA 2015 Surveys neusta[ 
Real Intelligence. Better Decisions: 

Security-Related Information 

Security-Related Information 

Securlty-Rela\ed Information 
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Security-Related Information 

Security-Related Information 
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Security-Related Information 

Security-Related Information 

Security-Related Information 
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1.3 Neustar's Approach to Operational Excellence 

Why Neustar 

• Detailed methodology to release management including over 60,000 regression test cases 

Exceptional results from operations; audited by a third-party 

Investment in simulation of actual traffic patterns and characteristics to ensure high-quality software 
releases 

New for the Next Term 

Implementing and certifying in: 

• TL 9000 audit, which is designed for and by the communications Industry 

• ISO 27001 Information Security Standard, which minimizes and defends against security threats in the 
ever changing ecosystem 

• ISO 22301 Business Continuity Standard, which serves to further strengthen our ability to continue 
operations when faced with catastrophic events 

QA Testing and Release Management Processes 

• Software security assurance 

• NPAC User Interface load test to assess capacity and plan for future expansion of users 

Continuous integration to improve software code velocity 

Operational excellence is often used to describe a company's total quality management (TQM) approach which 
usually includes at a minimum. measuring key processes, developing metrics and alerts, identifying anomalies or 
deviations from standard patterns, and driving continual improvement. Neustar's corporate-wide TQM includes those 
principles as well: however, we believe that most of our success is attributable to the following. 

Corporate and personnel-level commitment to rigor, continuous improvement, and innovation via the 
consistent use of and adherence to industry best practices in project management, software development 
and testing, change management, and service delivery while being agile enough to meet evolving needs. 
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Corporate and personnel-level commitment to the maintenance and satisfaction of various third-party 
audits, industry benchmarks, and certifications. 

Proactive and holistic approach to performance monitoring and management of not only the LNPA Service 
and system but also the LNP ecosystem, including Service Provider's LSMSs and SOAs, that could negatively 
impact NPAC/SMS performance and drive efficiency out of the system. 

Leveraging subject matter expertise and a corporate commitment to continually invest in human capital with 
training and certifications to ensure employee satisfaction. This expertise should be not only job specific (e.g .. 
software development, security. etc.) but also expertise in Numbering. LNP, the NPAC/SMS. and the ecosystem 
the NPAC/SMS supports. Neustar's team of experts has been the single most important factor in our success as 
a vendor for the Industry-not just for LNPA but also for other Industry-wide services like Thousands-block 
Number Pooling Administration and NANP Administration. Our personnel are active in many forums that seek to 
develop and implement policies that address the changing needs of the Industry-for example, PSTN to IP 
migration. IP interconnection etc. We describe our LNP expertise further in Proposal Section 2.4, LNP 
Expertise. 

Each element highlighted above. depicted in Exhibit 1.3-1, and described in further detail below, has enabled us to 
continually improve over the years to deliver reliable, predictable levels of performance thus allowing Service 
Providers to focus their resources and attention on revenue-generating objectives rather than expend energy to 
manage a poorly performing vendor. 

1.3.1 Rigor Through Consistent Use of and Adherence to Industry Best Practices 

Neustar's Project Management Approach 
The old adage rings true: failing to plan is planning to fail, particularly when implementing changes to an Industry­
wide infrastructure resource such as the NPAC/SMS where every SP must continue to be able to operate and affect 
portability seamlessly. Developing and implementing a solid, realistic plan requires both function-specific expertise 
and experience (e.g., certified project managers) and subject matter expertise and experience (e.g .. experience 
implementing NPAC!SMS changes). Without this, the LNP Administrator cannot develop a plan that adequately 
addresses the requisite activities/milestones. the resources required, dependencies, or the duration of these 
activities, including any environment considerations (e.g., Industry needs regarding testing times, documentation 
requirements, training requirements. etc.}. Neustar understands this and has invested in two corporate-wide project 
management organizations (PMO)-one for NPAC Infrastructure and Operations and one for NPAC Software 
Development and Testing-which are responsible for overall coordination of every change to the NPAC/SMS from 
the standard, routine maintenance-type changes up to major software release and technology refresh projects to 
ensure every change made to the NPAC/SMS is well managed, leverages the appropriate expertise and resources, 
and is governed by a set of documented. proven project management processes and methodologies. 
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Neust ar's Operational Excellence as the LNPA 

Exhibit 1.3-1: Neustar leverages unmatched expertise to take a proactive approach to managing with 
rigor to deliver predictable and reliable services to the Industry. 

Our PMBOK-based approach to project management for NPAC projects will continue to encompass the management 
of the following critical components: 

Project schedule 

Staffing 

Project organization 

Monitoring and control 
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Risk management 

Project planning and tracking 

Communication 

Issue escalation 

Quality assurance (QA) monitoring 

Neustar's Software Development Process 
Neustar follows custom ISO 9001 :2000 certified processes fineiy tuned from years of experience managing the 
NPAC to ensure successful production rollout that does not impact the LNP ecosystem or NPAC/SMS performance. 
Our NPAC Development team works closely with the NPAC QA and Operations teams from start to finish ensuring all 
teams are fully aware of the operational implications of the implementations provided by NPAC Development. This 
collaboration takes the form of joint planning sessions where the teams discuss the proposed feature/change and 
make joint decisions on high-level requirements, as well as transition meetings held prior to delivery. 

TMNG assesses Neustar"s Software Release Management 
process to be well above what is typically encountered in the 
industry. 

TMNG-2012 Article 14 audit 

The following is a high-level outline of the Customized NPAC Software Development and Testing Process and is 
shown in Exhibit 1.3-2. 

Requirements Definition and Statement of Work (SOW) · 

The NPAC Development process provides input and support to the NPAC SOW Development Process as described 
below. This phase is iterative in nature and comprises a two-way process. Neustar, as the LNPA. proposes 
requirements (driven by continuous improvement and refinement objectives) to the Industry and receives and 
processes feedback: 

LNPA·WG Change Management-Neustar's NPAC representatives participate in LNPA WG meetings as 
NPAC change order requirements are discussed, refined, prioritized. and documented. Our development team 
reviews and analyzes the requirements to ensure they are clearly defined, technically feasible, and can be 
implemented within the requested timeframe. 

NPAC Change Order Analysis and Estimation-Neustar gathers up technical inputs from various internal 
teams to draft the SOW. We analyze the NPAC release package to resolve issues. answer questions, verify the 
scope has not changed, assess impacts to the current NPAC/SMS. prepare level-of-effort estimates, and create 
draft schedules. This process may occur multiple times until a final, negotiated release package is approved by 
the NAPM LLC and Neustar. 

NPAC SOW Change Management-Neustar's Customer Relations team notifies NPAC Development/QA that 
the NPAC SOW is approved and development of the new release begins. The negotiated release package. 
including the approved change orders, is used throughout design and development. 
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Exhibit 1.3-2: Neustar's unique approach to NPAC SW development enables us to consistently perform over 25 iterations of testing cycles, 
running over 60,000 test cases, and deliver near-perfect application releases to production. 
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Software Design, Development, and QA Testing 

Our ISO-certified NPAC Software Design and Development Process has been refined and customized over the years 
to address the NPAC's specific needs. Most importantly, the NPAC Development team and the NPAC QA team are 
co-located and work hand in hand and concurrently during this phase. Near1y every activity in this phase that the 
Development team executes is mirrored by the QA team for testing purposes. The numerous benefits of this unique 
approach are discussed in the Neustar Difference below. This phase of the process includes: 

Requirements analysis-Development and QA teams perform a detailed review of the requirements to ensure 
requirements are understood and determine if development of derived requirements is necessary. This is an 
iterative process where many of the potential roadblocks are discovered and discussed with customers resulting 
in clarity. Customer and stakeholder involvement is essential to fine tuning the feature set even at late stages of 
Neustar Development. 

System design and detailed design-NPAC software engineers determine and document the high-level 
system design and the detailed design to meet the change order requirements. 

System Functional Testing-NPAC QA Team runs Automated Functional Tests developed to test the new 
features in Change Orders. 

Security·Retated lnformalion 
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The Neust ar Dif fe rence 
While there are very strong parallels between Neustar's custom approach to NPAC Software Development and the 
Agile Manifesto, our approach is customized for the NPAC/SMS and has proven to be very successful. The 
advantages of this tight integration between our Development and QA teams include: 

The ability to absorb any last minute changes with the sense of confidence that comes with executing Automated 
Testing-even for the new features in the release-no matter how late these changes are decided. Manual 
testing cannol achieve this level of confidence due to time pressures. 

• Software quality is an evolutionary process where software gets better after each iteration. Using f1Jlly 
automated testing enables many more iterations of internal releases and test cycles than can be achieved by 
segregated/out-of-synch software teams. Security-Related Information 

The QA/Dev Team·s early access to internal builds enables early detection of issues. allowing ample time for 
reliable fixes. In addition. early access reduces the amount of testing that the QA/Dev Team has to do, allowing 
us to move faster and focus on more sophisticated development problems. 

Security-Related Information 

QA Testing and Release Management 

Prior to the Integration Test phase. the NPAC Development Release Control Board (RCB} meets to review the status 
of NPAC code. decide on which defect fixes and enhancements to include in the release, and determine the most 
appropriate release type (e.g., major. point, patch). In addition, the NPAC Development Systems Architect prepares 
Release Notes that describe (for Applications Support) the release contents, any known issues included in the 
release (if applicable). and installation and back-out instructions as required. 'Known issues' are also documented in 
the Security-Related Information system for RCB consideration in a future release. 

Security-Related Information 

Neustar has studied the traffic patterns on Production Regions very closely over the years. and developed Load 
Generators that simulate predicted production load volumes. This helps with future capacity planning and flawless 
operations under spikes of volumes. whether it's network maintenance or launch of new phones by a Service 
Provider. 
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For the next term, we plan on implementing the following refinements: 

Security-Related Information 

• GUI Load Test to assess capacity and plan for future expansion of users-As more features are made 
available to SPIDs, the use of NPAC GUI is increasing. We will use Sec..srity-Related Information to develop load and 
performance tests to measure how fast it is expected to perform under real-life transaction volumes and measure 
the capacity of NPAC UI. By using this, we strengthen our ability to accurately anticipate future capacity needs. 

• Break Testing to assess and improve system's reliability even further-Developing a set of catastrophe 
scenarios, for example. killing processes in the middle of transactions, to assess the resilience of the NPAC 
system. Such testing would tell us potential data/transaction loss during unexpected catastrophic events. so that 
we prepare even better for such disastrous scenarios. 

• Continuous Integration to improve code velocity-Implementing a daily task that kicks off the build process 
automatically, integrating pieces each engineer is working on, and deploy the build on all Dev and QA servers. 
Continuous Integration allows integrating pieces more often and in smaller chunks so we can resolve integration 
problems faster. This would be followed by kicking-off a set of Automated Sanity Tests to test the build allowing 
Development Engineers to make use of Automated Tests during their Integration. 

The Neustar Difference 
During this phase. there are several things that Neustar does that sets us apart from our competitors. These include: 

Security-Related Information 
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Meticulous internal acceptance testing. For example, when making a major change that involves data 
conversion, the NPAC Applications Team receives a copy of the production data and runs through the actual 
upgrade on each region to make sure we don't encounter data-specific issues that could never be found in the 
QA environment due to the nature of the data. The added benefit of this exercise is that it gives the NPAC/SMS 
Application Team the opportunity to rehearse the procedures such that at deployment time they are just 
repeating steps they have executed successfully already. 

The following functions are aligned in support of these phases: 

• Tier 3 Support-NPAC developers assigned to Tier 3 Support investigate and verify a defect, evaluate the 
impact severity. open a ticket and maintain information about the problem in ALM, and determine the appropriate 
course of action. Potential actions include 1) identify a work-around solution and schedule fix for a future point 
release. 2) build an emergency patch release containing a code fix, and 3) provide an explanation for the system 
behavior. Tier 3 Support is available 24x7x365. 

Project Management (PM)-NPAC Software PMO is responsible for planning, coordinating. and oversight 
including task estimation, project scheduling, resource management. risk management. project cost and budget 
tracking, and project close-out. In addition, the NPAC Director, CMA. and NPAC Project Manager plan the 
manpower, training. hardware. facilities. and other resources needed to complete the project. The project 
schedule and cost estimates are updated at the end of system design and detailed design to factor in revised 
work-hour estimates and actual hours worked. 

Configuration Management (CM)-The CM Engineer manages the build and release process used for 
Integration. System, and Patch Release testing. This includes generating builds, installing builds on development 
boxes, releasing source code and contacting developers to resolve issues when builds fail. The System Architect 
is responsible for writing release notes. coordinating and conducting release readiness reviews with the 
assistance of the Project manager, moving approved releases. and supporting release notes to an FTP site for 
use by Application Support in their verification. validation, and Production implementation. In addition. the 
System Architect implements and maintains CM standards and procedures. reviews technical product 
specifications to ensure overall product quality, maintains CM documentation, and creates release packages and 
release notes. Records of all releases can be found in the Telelogic CM Synergy repository. 

Security-Related Information 
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The Neustar Difference 
In conclusion, typical software development programs have testing in place but not every vendor undertakes testing 
with the same approach and vigor. Security-Related Information 

As the current NPAC provider, Neustar has successfully implemented 11 major software releases to the NPAC 
system, each one in conformance with new requirements, provided on time and within budget. and with ~"""r"-"'"''"'""" 

Exhibit 1.3-3 provides a listing of third-party audits and shows how we have improved over the past years in 
Software Release Management. 

Neustar is ISO 9001:2000 certified for the NPAC system. Detailed region roll-out plans are developed and executed 
for the implementation of NPACISMS software releases in the production NPAC regions. Exhibit 1.3-4 is provided for 
reference as a sample of a region rollout plan. 

Security-Related Information 

This may not be intuitive to a less experienced vendor that might not appreciate the 
consequences of introducing errors. Problems that surface during implementation in production can take on a life of 
their own and very quickly overwhelm not just the NPAC but the entire ecosystem and can even cause carriers to 
lose their ability to transact with the NPAC. Security-Related Information 
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Software Release Management-Article 14 Audit Scores 

Category 2008 2012 Trend 

Software Release Management Overall Score 4.50 4.66 A 

Protecting Service Providers Operations 4.50 4.67 A 
Certification and Regression Testing 4.40 4.67 ... 
Interoperability Testing 5.00 5.00 -
Software Defect Management • 

Delivering New Software Releases 

Complete Release Life Cycle 4.50 4.59 -~ 
Requirements Analysis & System Design 5.00 5.00 -
Development 4.10 4.20 .. 
Neustar Quality Assurance 5.00 5.00 -
Industry Testing Support 4.50 4.60 A. 
Production Ro/lout and Rollback 4.30 4.50 • 
Project Management 4.40 4.40 -

Maintaining Release Management Support 4.30 4.36 ... 
Business & System Expertise 4.10 4.20 ... 
Trained Staff 4.10 4.20 ... 
System Architecture '•.50 4.50 -System Documentation 4.50 4.50 -
Infrastructure and Support Tools 4.50 4.50 --·· ·---··-···-·· _____ .... ·-·-----· ·-- ·-=i 

! 5 • CJ<c;:lh:nt p<:rtorrn:inc<i, t;.r c•<:eeds industry best practices 

; 4 - Above avcrag1:1 performance, g<meratly exceeds industry best practicea 

; 3 • Avera~e performance. meets industry best pmct1ces I 
j 2- Below ;ivarage performance, f<1ila to meet industry t>est practices j 
i 1 • Poor pertormance. falls far below industry best pr<ictices : 

Exhibit 1.3-3: Third-party audits validate our performance and provide vauable input on possible 
future enhancements. 
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Neustar's Internal Change Management Process 
Waiting for system components to fail or come to "end of life" is not a responsible strategy for ensuring carrier-grade 
performance. Once changes are deemed necessary, we follow an ISO-certified. NPAC-custornized Change 
Management process (shown in Exhibit 1.3-5) to virtually eliminate risk and maximize success. The following are 
highlights of Neustar's approach that we will continue to use in the next term: 

Security-Related Information 

Neustar Infrastructure & Operations Teams perform proactive maintenance on the NPAC/SMS to ensure 
optimal periormance. Examples include, database index rebuilds. storage array quarterly health checks, 
chassis hardware firmware upgrades, hardware server reboots. operating system upgrades, network upgrades, 
and security firewall upgrades. Security-Related Information 

Standardized and documented Change Requests are reviewed and approved by NPAC Product. Customer, 
and Technical Management teams at a weekly Change Management Advisory Board Meeting. .. ~"''""' 

Neustar's Operations T earn develops a Rollout Plan detailing the software application implementation 
steps and timefine for implementing NPAC/SMS software application releases in the NPAC Customer Test 
Environment (CTE) and Production Regions. Neustar performs comprehensive Acceptance and Region 
Readiness Testing, and coordinates and executes Industry certification Turn-up Testing with Service Providers 
and their vendors for software application releases prior implementing Production. 

The Neustar Difference 
Applying lessons learned throughout our tenure, Neustar has refined the CM process to introduce safeguards 
designed to execute releases and changes more seamlessly to the ln<iustry. Security-Related Information 
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Security-Related Information 
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Further, we use a customer-mirrored, internal production system for a few weeks prior to deploying to the customer 
facing production system. Whenever possible, we install the change in just one region for a "burn-in" time of two 
weeks and actively monitor any new component for anomalies to ensure there are no unwanted side effects or issues 
internally, or impacts on external systems-SOAs, LSMSs. and NPAC UI users. ff there are problems identified. they 
are addressed quickly, thus minimizing their impact. If the bum-in period has elapsed with no problems, we c!eploy 
the change into the remaining regions over several industry-defined maintenance windows. This approach has 
helped us eliminate virtually all risk to customer systems and NPAC performance. 

1.3.2 Rigor Through Third-party Audits, Benchmarks, and Certifications 
Audits and Benchmarks are an essential part of Operational Excellence. Neutral independent auditors allow Neustar. 
the NAPM, NPAC Users, and the FCC to see empirical data that Neustar, as the LNPA, is meeting and/or exceeding 
all obligations-service delivery, system performance. and contractual. Further. given the evolving nature of these 
audits, they provide valuable insights with recommendations to enable Neustar to design and implement solutions to 
improve operations. The following tables (see 1.3-1. 1.3-2 below) highlight the various third-party audits to which we 
are subject as part of our LNP Administration contract: our record of superior performance under those audits; and 
the certifications we have in place and are proposing for the next term to ensure we continue to meet the needs of 
the Industry going forward. 

In addition to the many yearly audits and benchmarks already performed, we are proposing adding several new 
audits for the next generation NPAC operations to continue to improve overall operations via the TL 9000 audit 
(specific to telecom vendors). as well as ISO 27001 "Information Security• and ISO 22301 "Business Continuance• 
audits. 

The Neustar Difference 
Supporting these audits isn't an exercise of simply checking the box to be contractually compliant. Neustar has 
found that there is real value in these audits. We also established effective relationships with the Industry 
representatives based on mutual respect and a commitment to use these audits and findings as a powerful tool to 
continue to improve the overall service we deliver and the systems and tools we use. This has significantly 
strengt.hened our approach and ability to deliver service. 

Table 1.3-1. NPAC Audit Overview 

Audit I RFP Section Value 

Gateway Evaluation 
Process "GEP• (RFP 
Section 4.1) 

tzµ~~;;·· ; ~ ·· 
... 

Neutrality Review (RFP 

Section 4.2) 

NeuStar. Inc. proprietary and confidential 

100% compliance over the last 5 years 

• Focuses the LNPA to deliver excellence in system performance and vital 
administrative activities. 

• Validates the LNPA's performance via a neutral third-party auditor 

• Foundation block of "Operational Excellence" 

100% compliance since inception in 2Po3 
• Provides · factual judgments" and "legal opinions" on Neustar.•s·compliance with the 

Neutrality Code of Conduct, and ether matters, from a neutral third part~~· 

Val)dates LNPA remains impartial and is not.aligned with any particuiar· 
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Audit I RFP Section Value 

NPAC/SMS Data Center 

Operations Audit i RFP 
Section 4 .4 ) 

Benchrparkins Proces$ :- · ·· : 
(RFP Section.4.6) . -

New User Evaluator (NUE) 
Process IRFP Section 5.1) 

lntermodal Ported 
Telephone Number 

Identification Service {RFP 
Section 11 .1 I 

LNP Enhanced Analytical 
Platform for Law 

Enforcement Agencies and 
Public Safety Answering 

Point Providers (RFP 
section 11 .2 ) 

NeuStar. Inc. proprietary and confidential 

¥ telecommunications industry segment. 

• Performed by a neutral, th ird-party auditor. 

• Validates access to the NPAC/SMS for all qualified Users 1s at all times 
evenhanded, imparMJ and nondiscriminatory. 

• VaJ;dates the entity is not subject to undue influence 

• Validates .the-LNPA's (and any sub-contractor's) adherence to a Neutrality Code o f, 
'Coi')chJct::·' . .,.-.. :. . . . 

• • . , ... f ........ , ;.,,· 

Above Average I Best in Class over the last 5 years 

• Validates the LNPA's Data Center operations against industry best practices. 

• Performed by a neutral. third-party auditor. 

• Ensures the LNPA's Data Center operations continually keep up with evolving 
standards. 

• Foundation block of "Operational Excellence" 
-~~·---1l,•--.... - .. --·~--~·~-.. ..._.. ·".-~ 

100% compliance· over the last 5 years •;.!' 

.• Allows the.Customer to s~ect ~ targete9 benchn:iari< of op.erati<ms that is.deeper 
Ul<'Ji).ottler coniractuaf audits. · · · 

" Valpates the LNPA's operations a~if\St ir)dµstry best pr-acti«es. 

., Performed by a neutral, third-party auditor.;. .. ···:. 

~ Ensures the LNPA's operationaraciivilies align w.ith evolving standards.,· . . . . . . 
• Foundatien block of ·operational Excellence· 

100% compliance since inception in 2009 

Neutral. third-party auditor reviews every use of User Data by Neustar's User 
Services, all other providers of telecommunicat1ons-related services are reviewed 
only for their initial proposed use of User Data. 

• Neutral. third-party auditor determines whether access to NPAC is necessary and 
intended use is a Permitted Use. 

• Neutral, third-party auditor ensures Neustar. in its activities as a User, is not 
advantaged because it is also the LNPA 

100% compliance since inception in 2004 

• Neutral; third-party auditors conduct neutrality, performance. and cost reviews. 

100% compliance since inception in 2006 

• Neutral. third-party auditors conduct neutrality, performance. and cost reviews. 
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ISO 9001 :2000 Quality 
Management System 

Sarbanes Oxley 

TL 9000 Quality 
Management System 

Replaces ISO 9001 

ISO 27001 - Information 
Secu:ity 

ISO 22301 - Business 
Continuity 

NeuStar. Inc. proprietary and confidenti;;il 

Real Intelligence. Better Decisions: 

Results from 2008-2012 

Security-Related Information 

• Validates the LNPA's performance via a rieutral third-party auditor 
>" • ·~ 

Results from .2008-2012 · 

0 Material Weaknesses;: o Significant Oeficiencies 
. : ' · ' -, • I 

• Validates the LNPA's performance via ;;i· lieutral, .third-party auditor . . ___ ,, . 
New for the next term: 

Built on ISO 9001's eight quality principles and is designed specifically for 
the communications industry by the communications industry. 

• Defines unique communications quality system requirements for design, 
development, production. delivery. and service. 

-.·~··--·~ 

• 
• Specifies measurements for companies to help evaluate effectiveness of quality 

implementation and improvement programs. 

• Validates the LNPA's performance via a neutral. third-party auditor. 

New forthe ne1d term: 

• , Systematically examines 'the organiza~~n's infomlation ~cucity. risks. 
· taking· account of the. threats. vulnerabllJties, . and impacts, . 

• , lncl,udes a cohe'rer'lt and comprehensive su~e of i nformation security controls 
and/or o.ther forms of risk treatment (such as risk avoidance. or risk tr.ansfer)'to be'. 
implemented.to address risks deemed unacceptable . • 

Adopts an oyerarching management process to e11sure information security 
controls continue to ·meet the Ofganization•s inrormation security needs ori an 
ongoing basis. . 

• Validates the LNPA's performanee via a neutral, third-party auditor. 

New for the next term: 

• Sets the standard for program development, and supporting policies: 
guidelines, and procedures needed to ensure a firm's business continuity 
regardless of adverse circumstances or events. 

• Validates the LNPA's performance via a neutral third party auditor. 
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1.3.3 Performance Monitoring, Reporting, and Management for the NPAC/SMS 
and the LNP Ecosystem 
Given the complexity of the service and system delivery. there are several large organizations within Neustar focused 
on our success. In order to ensure these organizations are working in lockstep towards overall operational 
excellence, we created a function solely responsible for the overall, holistic view of NPAC Operations and 
Performance. This team works with various NPAC teams (e.g., Operations, Technical Operations, Software 
Development, Security, Customer Relations. Product Management. etc.) to monitor, collect, review, report on, and 
proactively provide risk assessments and risk mitigation strategies for all activities surrounding the NPAC including 
real-time throughput, perfonnance and trending metrics, labor, technology. major projects, and customer support 
activities which include provisioning. performance, and stability of the entire LNP ecosystem, as well as audits and 
benchmarks. 

The team reviews in detail all NPAC metrics including the SLRs (see Table 1.3-3 below). audit results. labor, and key 
milestones during regular meetings scheduled with the Senior Vice Presidents of Infrastructure and Operations (l&O) 
and SW Development. Monthly meetings are held with the CEO, CFO, and SVPs of Human Resources and 1&0 to 
review all aspects of the NPAC service and prioritize activities. This ensures all parties have a common 
understanding of NPAC performance and activities and allows for open discussions of any concerns or issues to 
address the same before they become larger, more complex issues. 

Table 1.3-3. SLR Overview 

. ~~~ Description RFP Requirements Performance I Plans for 2015-2022 

2 
Scheduled Service 
Unavailability 

As Agreed by Parties All SLRs met in 2012 

""~~,"f;.~:!f'~.,.._~;x~~"'ff_~;·~~-\"JN,~~~M~Y'+Jl,f'l-'f"'~ei~:T-~~~~~~~;'(~$'~~¥".~·~_J'~~~~"ff.:;~t:.i:-,;.,~'~~~~;_~~~!.?.>'(.°'" 

Partial Service . ·· . See SLR 1; focal and s1te-failover. 
3 Unavailabiiity~}unutes to restore. service_-n~w ~~R ·. . automation .supports SLR. 3 as well 

4 
LSMS Broadcast 3 second average response time- Average 30 m111isecond response time in 

Time decreased from less than 60 seconds '.?012 

6 
NPAC to LSMS 
Interface Rates 

99.9% of transactions maintain a min of 7 
CMIP tps-increased from 95% 

~~~~1" 

7 SOA-LSMS . 99.99% Ava1lability..::.if\·cr'la-;·~(ftr6m' 
1·~(~t~, ,:A.Rlit~~1~~~~~·.,,:~~. !~:,~. 

NeuStar. Inc. proprietary and confidential 

Average above 99 9% in 2012 

New for 2015: Introducing additional 
application layer optimization to 
accommodate increased throughput 

100% availability in 2012 

New for 2015: Ethernet connectivitf ':•;;.- .; 
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~~~ Description RFP Requirements Performance I Plans for 2015-2022 

8 

9 .,., 

'·' 

10 

11 

12 

13 

14 

15 

16 

17 

18 

19 

20 

Unscheduled 
Backup Cutover 
Time 

Partial Disaster_ 
Restoral Interval , 

~ . . ... · .. • ,.. . . 
Full Disaster 
Restoral Interval 

User Problem 
Resolution. Average 
Speed of Answer 

User Problem 
Resolution, 

· Abandoned Call 
Rate 

User Problem 
Resolution. 

After Hours 
Callbacks 

User Problem 
Resolution, 

Commitments Met 

Log on 
Administration 

Unauthorized 
System Access • 

'. ... . ; .. ~ -, •' 

i. ·-.. 

.~ -·,, 

·.' . options avaffable to-sup}><?rt incr~sed 
,' . redu.nctaiicy and band.Yiictttr1· 

. . . . . ' • ·. .: 

Maximum of 10 minutes to cutover to the 
backup site 

EquqUo or less t1'an 4 hrs .:....dei:reased 
fro.,; 24 hours . 

Equal to or iess tha1l 6 hrs -decreased 
from 48 hours 

Minimum of 90% of calls answered by live 
operator within 10 secs (during normal 
business hours) 

Less than 1%abandoned call rate-­
decreased from 2% 

99% callback within 15 minutes (outside 
normal business hours)-decreased from 
30 minutes 

All SLRs met in 2012 

All SLRs met 1n 2012 

"':. ·-· < 
A 

J
:;~ 
. 

Average over 99% calls answered within 
10 seconds in 2012 

. :1% ~ndone(j .call rate in. Z.012 
·.i 

~{ 
. ' .•. ;J 

Two SLRs missed in 2012. due to failure 
of after-hours voice mail system (replaced 
30 2012) 

New for 2015: Migration to 24x7 Help 
Desk 

..... --..,_ -- . ........... , .. --.--· -~ .... ··-- .. - ... ., ....... _ ... ....... ..,._, __ ,_ - .. ...,...,. ... ---·· ·-··-· .. ·:· -· .. ·· •''> ·~ ··:· --··· ............. ..,. _____ .... ....... l""O~ 

100% commitment-to get· back to User­
increased from 99.5% 

99.5% of all approved request within 6 hrs 

100% compli~nce in 2012 
., 

:...; 
I~ 

of receipt-changed from 12hrs and 100% compliance in 2012 
increased from 99% 

Monitor and record unauthorized access All SLRs met.in 2012 . .~ 

..... ~.e~ .. ~rity ~E'~?..r Lo~,.--...... ~"'"~' :~ -..·~ .. _ ~.:- ........ ,..,,..:.,, --. .... 1 ......... ~-..:.::· · .. r •••• ~ ... -.. , .. , .... v.:-........ - ..... .,,~"'·'·-·,-.·-~ ·~'~ _,,..;.1 ....... ,.~ .... ~ .. )o,e-~·-'•.·"'4. : ... -c· ,,., __ ...,.(fl_j 
System Security 
Remedy Invalid 
Access Event 

NPA Split/Mass 
Changes 

Unscheduled 
Service 

Remedy logon security permission errors 
immediately after user notification 

Notify User within 10 days business days 
of rec~ipt of notification of the need tor 

All SLRs met in 2012 

Alf SLRs met in 2012 
., 

... ;J 

NPA SplitiMass Change ' 
. ..,,,...,_.~ , ..... '., .• ,.(!(,-,.•,._,, .......-•·.~~- • ..._.._..,,., , ''•·'~~._.;o ... ; , y,_ • ., •• 't ·•0.: • ._-. ~ • ...-. .. . 1,/ .• "'·'""'"'°"' .. •(_•"'1J ..... •_ .' .... .);••·• ~ -;._ ·. ,;,_ ,"·•' ~ . • ••H_ ... y;~ .... ; , ,.1:$'.-;w 

Notify User within 15 minutes of detection All SLRs met in 2012 
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~~~ Description RFP Requirements Performance I Plans for 2015-2022 

21 

Unavailability 
Notification -Upon 
Detection 

.. :, . ;_ 

.. . Uns.cheduled 
·· Seivi9e · .:· ;. · · 

Unavailability : ·;, ·. Provid~ 30.:minirte updates 
NotificatiQn -.. 
Upd,ate 

-·- ·· .....;._: __ -,:. ·- -- ·-·- -· ~ . ...... .... ·~. 

Security-Related Information 

NeuStar. Inc. proprietary and confidential 

.. ,;.· 
... · ··=-

.. _ ·,: ' -~ . ': 

~- .•" ....... 
:. '. . . ~ ... ·. · . . .. 

...... -

.. All SLRs'met in 2012.,. : . · · · ·' ' 
•, 

·-·~ _ _:::, ! .. _ _ ___ • .;..4: .• : ._·.~ 
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Security-Related Information 

Conclusion 
Neustar's Operational Excellence (OpEx") program, which combines rigor, commitment, industry best practices, and 
unmatched expertise in LNP Administration, has produced extraordinary results over the past five years and will 
ensure the highest levels of quality at the least risk, for the next term. If selected as the next LNPA, we will continue 
to demonstrate this same level of expertise and commitment to Operational Excellence. Exhibit 1.3-7 shows the 
impact that our Operational Excellence program has had on our image as a partner. 

Neustar's Image as a Partner 

. . . 
.. - : - - - - - - - - - - - - - - - - -· .. •• - ·~ . - .... - - - .. ~~.:...4;;.o' •. l.>-· .:~:,. < :_ 

r.~?::~!~0~\;f..~:\~;~-, .: ~ ~! , ·. 

-------
'3.4 - Strength 

Exhibit 1.3-7: Results from Neustar's 2012 NPAC User Survey, performed by a third-party, 
demonstrate our commitment to operational excellence. 

NeuStar. Inc. proprietary and confidential 

~ ~ ... -. . 
;, ... 
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1.4 Neustar's Security Program 

Why Neustar 

· Security-Related Information 

• Neustar security program uses the "defense-in-depth" approach, leveraging multiple layers of security to 
ensure system and information resiliency 

Neustar adheres to Industry best practices for securing information and systems 

Continued training and education for security experts to remain ahead of emerging cyber threats, and 
ongoing Information Security training and awareness campaigns for all Neustar employees 

Security operations are all based in the United States 

New for the Next Term 

Improved "threat intelligence" and response capability for NeuCIRT/SOC in 2013 

15027001 information security certification for NPAC 

• Continued investmer'lt in the Information Security program to ensure Neustar stays ahead of emerging 
threats (people, processes, and technologies) 

Neustar's approach to information security is a comprehensive, defense-in-depth program designed to mitigate all 
types of information security risks, while constantly evolving to stay ahead of the ever changing cyber threat 
landscape. Enabling secure customer access and protecting customer data are the primary goals of our information 
security program. 

Over the past several years. the world has seen a huge increase in both the number and complexity of cyber attacks 
against governments and business enterprises. Regardless of the motivations behind these ever-changing threats, 
Neustar has taken the necessary steps to not only protect against these threats, but to stay ahead of them. Through 
a robust. defense-in-depth corporate information security strategy, which encompasses requisite preventive, 
detective, and corrective security measures, along with a proven Information Risk and Compliance program, Neustar 
is well prepared for these current and emerging cyber threats. These programs were designed to protect Neustar 
and our customer's information systems and data, white providing a secure means for cusiomer access. Leveraging 
people, processes, and technologies, Neustar continuously assesses current capabilities against emerging threats 
and regularty updates security and privacy controls to ensure operational resiliency. 

NeuStar. Inc. proprietary and confidential 1.4-1 
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Neustar uses resources across the organization to quickly and effectively respond to information security threats. The 
following are highlights of some of our overarching principles and practices: 

Defense-in-depth approach-Neustar embraces a defense in in-depth or layered approach to security 
including strong physical. technical and administrative security controls. As shown in Exhibit 1.4-1, Neustar uses 
a diverse selection of security tools and vendors. which eliminates risk of any one vendor-specific security 
vulnerabilities. 

Threat intelligence capability-Neustar understands the ever-changing threat landscape and the increasing 
number of complex attacks being launched by hackers. In order to stay ahead of new attack methods, Neustar 
has implemented a ''threat-intelligence" capability that provides us with improved zero-day (a previously 
unknown vulnerability in a computer application. meaning that the attack occurs on "day zero" of awareness of 
the vulnerability.) rnalware detection through advanced threat-feeds. 

Security-Related Information 

Continued training and education-Neustar's information security team keeps up with the latest security best 
practices. by attending training , conferences, and networking with other security professional in various 
companies via industry working groups, organizations, and events. In addition, our security experts provide 
mandatory annual Information Security Awareness training for the entire work force. 

Industry best practices-Neustar's information security and risk management program aligns with the 
IS027001 standards and National Institute of Standards and Technology {NIST). Neustar is currently preparing 
for the IS027001 certification for the NPAC. The NPAC infrastructure is currently IS09001 :2000 certified. 

Security-Related Information 

Regular audits-Neustar is subjected to regular audits such as: Sarbanes Oxley. SSAE16, IS09001:2000, and 
self-imposed internal audits. 

NeuStar. Inc. proprietary ano confidential 1.4-2 
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Security-Related Information 

1.4.2 Information Security Framework 
Neustar's Information Security Framework consists of sophisticated measures that both proactively defend against 
attacks as well as rapidly respond to them for minimizing the impact of any attack. Security-Related Information 

Our detective and corrective measures are 
implemented and managed though the Neustar Cyber Incident Response Team/Security Operations Center 
(NeuCIRT/SOC). 

Neustar's infonnation security starts with comprehensive policies and standards utilizing industry best practices, 
including ISO and NIST. Policies and standards are reviewed semi-annually and updated as needed. Through 
adoption of recognized standards and the utilization of proven security solutions. Neustar has a cohesive and highly · 
effective approach in protecting against data loss, targeted advanced persistent threats, and distributed denial of 
service attacks. 

We have implemented enhanced security monitoring and threat prevention by developing a variety of techniques and 
systems to maintain awareness of emerging techniques and tools in the hacking community. 5""""~'·P.etai.., 1" 10"'''"'°" 

Neustar recognizes the vital need to secure the systems and the integrity of the data in commercial solutions. Our 
extensive background in carrier-grade solutions has led us to install and operate computing and communications 
systems in accordance with solid business and security practices, including the consideration of physical, network, 
server, and application elements. 

NeuStar. Inc. proprietary and confidential 1.4-4 
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1.4.2.1 Information Security Framework-Preventive Controls 
As the old saying goes, ·an ounce of prevention is worth a pound of detection," preventive measures are always 
better than a cure. Preventive-based security controls provide a higher level of efficiency whereas detective and 
corrective based security control is usually much more costly. While Neustar maintains solid detective/corrective 
controls, the foundation of the security program (shown in Exhibit 1.4-2) is built on time-proven preventive controls 
(administrative and technical). 

Security-Related Information 

NeuStar. Inc. proprietary and confidential 1.4-5 
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Endpoint Security 
Neustar's security teams have deployed a comprehensive approach to security for the endpoint: employee desktops. 
laptops, and other devices. Employee desktops and laptops are one of the largest targets for hackers. viruses, and 
malware. To safeguard our endpoints. we have deployed proven technologies in a defense-in-Oepth approach, 
which directly increases the security posture of NPAC. Some of the key security capabilities that protect the NPAC 
environment include: 

• Securily·Retaled tnroon~tlon 

• Security awareness training for the workforce-Neustar firmly believes that employees are the first fine of 
defense against security incidents; therefore. we have successfully developed a "culture of security" environment. 
Through specialized security and awareness training and focused security forums, employees are made aware of 
security-related threats and potential attack vectors (i.e. vulnerable applications, phishing attacks. social 
engineering, etc). thus providing an additional line of defense against malicious security activities. 

• Security-Related Information 

• Network access control-Neustar utilizes network access control (NAC). NAC gives us full visibility to every 
system on the network and allows us to limit access for different classes of users with the use of policies. 

• Security-Related Information 

NeuStar. Inc. proprietary and oonfldential 1.4-7 
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Operating Systems Security 
To protect our operating systems, we utilize the following preventive system controls: 

• Patch management-Neustar's formal patch management program was implemented to not only ensure timely 
security patching of systems. but also to provide improved system performance and compliance with regulatory 
requirements. 

Identity Management Security 
Neustar has implemented a comprehensive set of technologies to form our Identity and Access Management 
Program. This program has allowed us to centrally control the lifecycfe of all identities in the NPAC. s"".~"P-"•·• '•"""'"""" 

• Web access-Neustar offers Web Access Management and Policy controls to ensure only authorized users can 
access protecied resources and generate SSO tokens for seamless session experience. 5"""

0
ly·R"'·•1e<1 in<urm>;olion 

• SSO-Neustar offers a secure SSO capability to its partners or customers. Internal identity federation provides a 
standards-based approach to bridging identity silos and application domains. We support all federation standards 
such as SAML. OAuth, WS-Federation, STS, OpenlD. Security-Related Information 

• Centralized identity management-Security-Related Information 
This allows us to manage the life cycle of accounts more efficiency and gives us greater 

control over individual's access. Neustar practices the principle of least privilege for all accounts. 
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Security-Related Information 

Security-Related Information 

NeuStar. Inc. proprietary and confidential 1 4 -~·· 
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Security-Related Information 
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Security-Related Information 

• Proactive threat research on emerging threats 

• Security-Related Information 

• Focused reporting and briefings for advanced cyber threats and activity 

• Security-Related Information 
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• Security-Related Information 

Security-Related Information 

1.4.3 Information Risk and Compliance 
Neustar recognizes that effective security management includes not only technical and tactical defense, but also a 
security approach that encompasses security risk management and compliance to further strengthen Neuslar's 
infrastructure. 

With increasing global threats to financial and info!Tilation related industries, Neustar has enhanced its current 
security program to include an IT Risk and Compliance group (ITRC)-see Exhibit 1.4-4. This is a group of highly 
skilled professionals with decades of information risk and compliance experience in the telecommunication, new 
media, Internet, and government sectors. Security-Related Information 

In addition, the Business Continuity Management (BCM) program strategy (see 
Proposal Section 1.2.4} and execution is managed with oversight from the ITRC. 

Security-Related Information 
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NPAC Technical Neutrality Audit-Focus is on industry neutrality. Neustar provides a spotless record on 
neutrality and has passed all third-party audits of Neustar's neutrality. We are the only entity to have our 
neutrality confinned m a Commission order. 

• NPAC Article 14 Audit-Focus is on NPAC data center and operations in comparison with industry best 
practices. An independent, intensive third-party review of Neustar's NPAC data center and operations has 
found that these areas have consistently exceeded or far exceeded industry best practices in all tested areas 
year-over-year, including both Business Continuity Management and Security. See Exhibit 1.4-5 for our 
industry best perfonnance record with regard to security for the NPAC. 

1$09001-Focus is on NPAC's Quality Management System and documentation subject to a yearly external 
audit. Results from the annual ISO 9001 quality audits show consistent high performance and continual 
improvement. 

Sarbanes-Oxley (SOX)-Focus is on revenue, financially significant lines of business and systems. Neustar 
:onsistently has maintained a stable and compliant control environment, utilizing the COSO and COBIT 
frameworks. Since Neustar's public offering, Neustar has not had a materially significant deficiency found during 
any Section 404 testing for Sarbanes-Oxley. 
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Security-Article 14 Audit Scores 

Category 2009 2012 Trend 

Security Overall Score 

Security Governance 

Security Policy 

Security Awareness Training 

Security Compliance 

Firewall 

Remote Access 

Network Security 

Host Systems & Database Security 

Data Center Security 

4.50 

4.30 

4.30 

4.40 

4.20 

4.50 

4.37 

4.50 

4.40 

4.20 

---·-·-----·--- ·----- --------i :-, - t'.~cellent performance, far exceeds industry best practices J I'• -Above average performance, generally exceeds industry best practices 1 

: 3 - Average performance, meets industry best practices ! 
! 2 - Below average performance, tails to meet industry best practices 

; 1 - Poor performance, falls far betow industry best practices 

..... 

-
-
-
-
-

Exhibit 1.4-5: Third-party audits validate our performance and provide valuable input on possible 
future enhancements. 
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• Managing the Quality Management System (QMS)-This is comprised of highly skilled information security risk 
and compliance specialists. The QMS ensures an objective. independent review of internal processes. controls, 
and practices across the enterprise. Our ISO 9001 certification validates the effectiveness of the QMS. 

• Leveraging third·party automated tools to ensure high-quality performance-Neustar has implemented an 
industry-leading Security-Related Information 

The use of such automated tools provides for further 
business agility while providing risk, vulnerability, compliance, business continuity. and disaster recovery 
metadata management and tracking. 

Oversight not only includes information security, but also business processes. documentation, physical and 
environment controls, and other areas of the company that may have a downstream effect on the information and 
operational environments. Through a layered approach. Neustar's technical, administrative. and physical controls 
are designed to ensure Neustar's assets are properly protected, operate effectively. and remain in compliance with 
legal and regulatory requirements. 

Information Security Risk Management 
Neustar recognizes that security risk management is a critical component of its operations at the corporate and 
business unit levels. To properly manage corporate assets and to serve customers as expected. Neustar has 
incorporated regularly scheduled security risk assessments of its business units. The probability of each risk is 
assessed and an overall inherent risk rating is derived. The process considers both external and internal risk factors 
on each business unit. and management's capability to focus on the impact of those factors on operations. The 
findings from the information security risk assessments are distributed to our senior leadership and incorporated into 
the Neustar Enterprise Risk Management (ERM) reports, as required. 

Neustar has implemented an integrated approach to information security risk management throughout the enterprise. 
Under the leadership of Security-Related Information . the information 
security risk management teams are well positioned to provide the requisite oversight to ensure risk-benefit analyses, 
and security are applied throughout the risk management process. Neustar's assessment methodology is based on 
industry specifications such as 1$027001 . 1$027005 (shown in Exhibit 1.4-6). and the newer IS031000 standards, 
which allows for a comprehensive approach to be applied in the evaluation of mission security risks. including the 
identification of proper protections to safeguard information systems and customer data. 
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Security-Related Information 
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1.5 FUTURE NPAC/SMS INNOVATIONS 

Why Neustar 

Neustar's proposal addresses the most complex challenges facing the industry in the next contract term, 
including: 

• PSTN Transition to IP Networks 

• Telephone Number Security and Authentication 

• Information and Analytics 

Expanded capabilitites and services, all driving incremental value to Service Providers and consumers. 
including: 

• The creation of a comprehensive national IP interconnection registry 

• Standards-based M2M number administration and exhaust prevention 

• Cross-provider Equipment Registry to track and disable stolen devices 

• Transparent enablement of fixed-line telephone numbers for SMS interoperability 

• Certificate authority for TN-based communications over IP 

Neustar's proposal offers NPAC/SMS Users access to ElementOne, Neustar's market-leading data 
visualization and reporting platform, to provide complex analysis of NPAC/SMS data 

Neustar possesses an unmatched foundation of technical and management expertise, and a 15-year record of 
partnership with the Industry in addressing Service Provider challenges. Neustar experts are often the Industry's and 
the FCC's first call with respect to the way consumers and Service Providers interact with telephone numbers; 
together we have collaborated on issues as diverse as expanding portability requirements. telephone number 
conservation. public safety. and third party telecom compliance. In recent years. we have accelerated our corporate 
investment and market leadership into high-availability data center operations and cyber-security, as well as 
NPAC/SMS feature functionality. all to provide a best-of-breed approach that consistently exceeds customer 
expectations. Over the next contract term. the investments Neustar continues to make will provide an irreplaceable 
foundation for the Industry's requirements-<lesigned to unlock material cost savings and revenue opportunities for 
Service Providers. and to facilitate maximum benefit to consumers. 

Telephone number administration, addressing, and assignment in North America will undergo a significant 
reinvention over the next ten years. progressing in parallel with Service Providers' unprecedented investment into all­
IP network infrastructure. The resulting transition will be as transformative as that which introduced local number 
portability in 1997. As telecom services increasingly assume the benefits and burdens of IP technology, and the 
volume of connected devices skyrockets into the billions. Service Providers face a decade of disruption with regard to 
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business processes. interconnection protocols. and regulatory compliance. The NPAC/SMS will facilitate this 
transition by integrating capabilities to enable IP Interconnection, M2M, and authentication. as well as extensions to 
support number administration for the next decade. 

This section of our proposal provides an overview of the market and regulatory drivers that drive Neustar's proposed 
NPACiSMS roadmap, along with the projected value to the industry of our investments and innovations. The 
proposed enhancements each rely upon and assume the NPAC/SMS's unique architectural foundation and neutral 
governance. can be implemented with full backward compatibility, and will trigger no involuntary transition cost for the 
industry. We have focused our attention onto three related areas of opportunity: 

1. Public Switched Telephone Network (PSTN) to IP Transition-The Industry is investing billions of dollars in 
migrate to IP infrastructure to support consumers' ever-increasing demand for mobility. personalization, and 
convergence. At the same time, an unprecedented influx of devices connected to cellular networks is expected to 
rise over the next decade. These events require a rethinking of how teiephone numbers are assigned, 
administered, and authenticated in next generation networks and back offices. In order to fully realize the value 
of the transition. to the industry will need to evaluate the PSTN's various geographic constructs will be required as 
Service Providers define optimal points of network interconnection to accommodate subscriber growth and 
mobility. More efficient and cost-effective utilization and forecasting procedures can replace many of today's 
procedures, saving Service Providers significant costs of administration. The NPAC/SMS is the most 
sophisticated and powerful of the Industry's assets to address this next reinvention of numbering, and wilt provide 
a bedrock foundation to support this critical Service Provider transition. 

2. Telephone Number Security and Authentication-Consumers, enterprises, and even machines rely upon 
telephone numbers to direct sensitive transactions even beyond communications-for example. mobile finance, 
health care. and home security. This evolution, while heralding significant value for Service Providers. also raises 
the specter of new challenges with respect to identity verification. fraud, and abuse. As IP technology becomes 
more prevalent. it will become easier and cheaper to spoof telephone numbers (and by extension. impersonate 
individuals and businesses) in communications traffic. The NPAC/SMS provides a common platform to define 
and execute standard features for telephone number security and authentication (for example, digital certificates 
signifying duly assigned ownership). This will ensure that as telephone numbers increasingly migrate onto the 
Internet, opportunities for misrepresentation and other mischief can be discouraged and mitigated. 

3. Information and Analytics-The NPAC/SMS is currently an invaluable source for information related to 
subscriber acquisition, network utilization, and number inventory management. Even so, extracting the kinds of 
meaningful information that can facilitate better business decisions can put a material burden on Service 
Providers' IT departments. Neustar's unique understanding of our customers' needs has already led us to 
develop market leading information services tools for the Industry, which we have made avaYable at little to no 
cost. As part of the next contract term, we propose to expand that value by offering NPAC/SMS users access to 
Neustar's proprietary data visualization and reporting engine, ElementOne. ElementOne allows users to request 
and customize highly complex and user-friendly views into their NPAC/SMS data. including geographical and 
time-based trending reports. 

All the requirements described in this section are considered subject to review and refinement by the LNPA Working 
Group and the NAPM, LLC. Notwithstanding the Industry's role to develop, certify, and approve detailed 
requirements, Neustar's proposal, by way of fixed annual SOW allocations from which the Industry can draw, 
includes implementation and deployment of any required NPAC/SMS changes at no incremental cost to Service 
Providers. 
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1.5.1 PSTN-to-IP Network Transition: Telephone Number 3.0 
Telephone Number (TN) administration in the U.S. is on the brink of its second major evolution in twenty years. 
When it was first designed, the ten digit North American telephone number (NPA-NXX-XXXX) acted purely as a 
network address-geographically segregated, directly translatable to network routing instructions by virtue of its 
dialed digits. Numbers were allocated to Service Providers in blocks of 10,000 for a small geographic area­
regardless of the need-because originating networks were programmed to interpret the first six digits of a number 
(NPA-NXX) to identify the location and owning Service Provider of every number in the country. A device's TN was 
directiy linked to the Service Provider and switch location to which a call to that device would be delivered. We refer 
to this generation of telephone numbers as "TN 1.0." 

Following the Telecommunications Act of 1996 and the introduction of number portabttity, this direct link between the 
number and the networi< was broken, moving the Industry into the second phase of telephone numbers, or "TN 2.0: 
This was possible thanks to the implementation of Location Routing Number {LRN) technology. LRN technology 
changed the way networks operated in the U.S .. impacting the way virtually all calls are completed. In the TN 2.0 
network. a telephone number's dialed digits can be overridden by different routing instructions, assigned by the called 
party network as a result of a competitive port or a network modification. This was a fundamental change to call 
routing, necessitating upgrades to switches, inventory platfonns, billing systems. and Service Provider 
interoperability; it fundamentaUy altered the way telephone numbers were administered and assigned in North 
America. Most significantly, LRN required the deployment of the NPAC/SMS. wh_ich subsequently became a critical 
element of the U.S. communications infrastructure. and provided the American consumer with a pronounced 
economic benefit in the form of number portability. 

The Act of 1996 led to acceleration in demand for telephone numbers from the North American Numbering Plan 
(NANP). Because numbers were allocated to providers in large blocks. the threat of number exhaust became 
significant. To address that potential crisis, National Number Pooling was introduced in 2002, vastly improving the 
efficiency of telephone number assignment and extending the life of the NANP by decades. Today, thanks to the 
innovations in TN 2.0, the NANP is more resilient than ever. customers receive the benefit of choice and competition, 
and Service Providers have an asset in the NPAC/SMS that supports efficient and cost-effective network 
management. 

Soon however. the Industry's methods and practices around telephone number administration and assignment will 
require another evolution-one driven by another round of market and technological change in the communications 
Industry. Increasing demand for mobility. personalization. and rich communications experiences has led Service 
Providers to begin the long process of moving away from the current TDM Public Switched Telephone Network 
(PSTN) infrastructure, and toward an all-IP infrastructure. For fixed-line carriers, the deployment of cable, copper, 
and fiber-based broadband technologies has paved the way for IP-based communications services to be delivered 
directly to consumers and businesses, replacing the older circuit-switched infrastructure. For wireless carriers. the 
Industry's adoption of L TE and Voice-over-LTE (Vol TE) establishes IP as the central mechanism for core network 
management and transport, resulting in the convergence of multiple cellular protocols for the first time in the 
Industry's history. Moreover, the widespread deployment of WiFi networks in public places and municipalities has 
extended IP-based communications to a variety of enabled devices and applications. Over time, as these islands of 
IP networks become pervasive. the need to interconnect them for seamless end-t~nd communications becomes 
essential. 
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In light of the potential benefits to consumers from IP technology, the FCC is encouraging deployment of IP networks 
under the premise that certain core elements of the PSTN-universal access, Service Provider interoperability and 
public safety being paramount-be retained . In the FCC's USF/ICC Refonns Order released in late 2011, the 
Commission encouraged Service Providers to interconnect using IP in addition to existing technologies. The FCC 
also has ordered lhe Industry to eliminate terminating access charges by the year 2018; this is the same billing 
treatment used today for pure Internet traffic. 

In addition to rising demand on the network itself, the Industry is experiencing an explosion of connected devices: 
smart phones. e-readers, tablets, televisions, cameras, and a host of machine-to-machine (M2M). Tese devices 
support applications such as telematics. navigation, health care, energy conservation. and just about anything that 
developers can imagine operating over the telecommunications network. Over SOOM connected devices are 
projected to be connected to the North American networks from homes. businesses. infrastructure, and vehicles by 
2020-and a high proportion of these devices will require telephone numbers. 

Creating a Foundation for TN 3.0 
All these developments imply changes to the way telephone Why the NPAC/SMS 
numbers are administered. assigned to Service Providers. 
and used to authenticate devices and users on the network. The NPAC/SMS's unique characteristics make it essential 

TN 3.0 will involve three fundamental and related changes as a foundation for TN 3.o 
in the way the Industry interacts wit.h telephone numbers. 

First, the migration to IP networks opens opportunities for a 
more consolidated and efficient framework for 
interconnection. The PSTN's geographical constraints on 
TN allocation and assignment (e.g. central offices and LRNs 
per LAT A) will no longer be necessary, and will give way to 
the publication of IP endpoints for all TNs (designated either 
by Internet addresses such as URls). This will lower 
Service Provider interconnection costs, enable more 
efficient routing between Service Providers. and open up 
new opportunities for efficient number utilization. 

Second. TNs can be assigned to and returned by Service 
Providers as needed, based purely on the demand driven 
by consumers. enterprises. and connected devices on the 
network. As has been discussed by Service Providers in 
the past, Individual Telephone Number Pools can be 
established for IP-based Service Providers, to alleviate the 
need to allocate thousands blocks or Central Office codes 
for LRNs. This will extend the lifetime of the North 
American Numbering Plan indefinitely and provide 
maximum accommodation for growth. 

NeuStar. Inc. proprietary and confidential 

Carries information to the 10-digit level, allowing 
TNs to be assigned to consumers and network 
routes without the constraint of fixed ranges 

• Built upon a real-time universal broadcast 
ct1pability, with the power to authenticate and 
broadcast thousands of updates to the entire 
telecom network in seconds 

Supports multiple interface options, including C.MIP, 
XML. a web poral, and an expert-staffed help desk 
for manual tasks 

Supports both PSTN and IP routing technologies, to 
support carrier oeeds for at least the ne)(t ten years 

Guarantees neutral administration and prohibitions 
on commercial exploitation for all data shared bv its 
Users 

Operates under an fixed price business model with 
no inc.remental charges based on usage 
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Third. over time the complex processes for maintaining and synchronizing the nation's various numbering registries 
(NPAC/SMS, NANPA, SMS800, PA. and LERG) can be simplified and consolidated. eliminating the need for 
interfacing with multiple organizations and systems, and reducing Service Provider overhead. 

The implementation and Industry adoption of TN 3.0 is a multi-year effort. requiring the collaboration of Service 
Providers, technology vendors, state regulators. and the FCC. In actuality. the process is already underway, 
signaled by discussions at the NANC, the INC. and the LNPA working group regarding the future of telephone 
numbers. Neustar, in cooperation with Service Providers and regulators, has begun to explore and address the 
requirements of registry consolidation and IP address exchange under the umbrella of TN 3.0. (See 
.b1~P:i f\~yvw .neu~~a.r,b~f.t~ :}.Q for our presentation on NTN 3.0, created by Neustar Fellow Tom McGarry. given in 
May 2012}. Many of our customers have informed us that the highest priorities in the transition are to create 
maximum participation and adoption by Service Providers. al the lowest possible cost and risk of disruption. This is 
best accomplished by building upon the foundation of the Industry's existing numbering architecture and governance. 

The NPAC/SMS already supports connection to all Service Providers in the U.S. over standard and secure 
interfaces. in an environment of high performance and neutrality. Extending the NPAC/SMS to accommodate the 
requirements for TN 3.0 will accelerate the benefits of Service Providers· IP transitions, while also ensuring full 
backward compatibility and maximum participation at no incremental expense. By comparison. the cost of building a 
new telephone number registry, defining new user terms and conditions, and integrating it with thousands of Service 
Provider IT and network systems could generate hundreds of millions of dollars in new capital and operational costs 
for the Industry. 

Neustar's proposal for the next contract term includes, at no incremental cost, working with the various Industry 
groups to identify the appropriate pace and scope of the migration to TN 3.0. along with all development, testing, and 
deployment of Industry requirements. Given the broad implications, a subcommittee of the NANG' and/or LNPA 
Worl<ing Group (which Neustar is prepared to lead) should be established to evaluate Service Provider perspectives 
and finalize requirements. The following sub-sections describe Neustar's current assessment of TN 3.0 benefits and 
requirements. 

National IP Interconnection 
The first and most important requirement TN 3.0 must solve for is to develop an Industry-wide solution for translating 
TNs to Internet addresses. While both PSTN and IP networks are expected to coexist at least through 2020, IP will 
eventually replace TOM as the primary technology over which TN-addressed traffic is routed between networks. 
While LRNs can still be used to denote IP endpoints. most people familiar with this challenge have focused their 
attention on ENUM, a protocol created by the Internet Engineering Task Force (IETF) that converts a TN into an 
Internet domain name, and then uses DNS to obtain the Internet IP address for the point of interconnection (POI). 

An ENUM-based solution is the best alternative for implementing Industry-wide IP interconnection in the near term 
(i.e., within 1-3 years). To create an Industry-wide ENUM solution for country code t Service Providers and 
technology vendors must not only rely on a common registry. but also collectively determine the appropriate 
provisioning, discovery. and authentication protocols. There have been attempts made over the last five years to 
establish such a function outside the NPAC/SMS-but none have succeeded. given the challenges of driving wide 
participation at manageable costs. The NPAC/SMS, however, already includes built-in. high-performing connectivity 
to Service Provider networks and back-office systems, and is likely to inspire wide adoption at the lowest possible 
cost. All NPAC/SMS functionality that is required lo use the NPAC/SMS in this manner is already in place: 
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Secure and reliable provisioning and distribution interfaces between all Service Providers 

Attributes to carry IP addressing information as well as for the PSTN 

Support for all North American telephone numbers (including non-ported and non-pooled, based on Pseudo-LRN 
technology). 

Neustar has begun working with Service Providers and technology partners who wish to utilize the NPAC/SMS as the 
nation's common and trusted source for ENUM provisioning. In 2012, Neuslar conducted the Industry's first trials to 
prove the viability of NPAC/SMS-based IP Interconnection. In 2013, in its role as a neutral third party and partner in 
collaboration, Neustar has begun establishing the requisite community forums to develop and foster the broadest 
possible collaboration and participation in IP interconnection. These forums, which include Service Providers from all 
segments of the market plus a number of strategic technology partners. will establish the appropriate data fonnats 
and protocols for the Industry to use the NPAC/SMS URls. 

'*For additional details regarding Neustafs proposed approach for IP endpoint provisioning. see attached white 
paper .. Data Format Recommendations for Voice/SMSIMMS URI Fields in the NPAC. ··•• 

Consolidation of Points of Interconnect (POis) and Dynamic Route Provisioning 
In TN 2.0, LRNs are associated to Service Providers per switch. and per LATA-meaning that for each geographic 
area where a carrier provide service (approximately 200 nationwide), they must be assigned a 10K-block of TNs and 
must request an LRN. Maintaining these PSTN-based rules in TN 3.0 not only implies the use an ever rising quantity 
CO codes (leading to faster area code and NANP exhaust), but also forces Service Providers transitioning to IP to 
replicate the existing TOM infrastructure-that is, with an IP point-of-interconnect (POI) in every LATA across the 
country. This is unnecessary and inefficient. 

Instead of insisting that there be one point of interconnect for each Service Provider per LA TA, the Industry should 
use the transition to TN 3.0 as an opportunity to reduce the assignment of CO codes. and create greater flexibility for 
Service Providers to route calls based on the attributes such as location of the caller and agreements between the 
Service Providers - not simply based on the geography of the telephone number itself.. IP-based Service Providers 
in particular do not require 200 POis across the country: the assignment rules should recognize the potential 
efficiencies of allowing Service Providers to consolidate their POis based on an optimal organization of the network. 
Exhibit 1.5-1 illustrates the difference between the number of LA TAs (each requiring a PSTN point of 
interconnections) with the number of Internet Exchange Points, (IXPs) for three of the major commercial IXP 
providers. 
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This implies. over time, an elimination of the 
edits and business rules limiting telephone 
numbers and lRNs within geographically 
segmented boundaries. These edits have 
already been suspended on occasion (for 

..---------------·-------· .... - - ----. 

example, following Hurricane Katrina). ,,.;:, .• 
allowing telephone numbers to be assigned 1 ~ 

: ·~"*. ~ 
lRNs outside their LATAs. Over time, there 
should be no reason that an lRN cannot 
signify a point of connection on the IP network 
that terminates call traffic to multiple LAT As or 
even NPACISMS regions (presuming the 
NPAC/SMS remains national in scope. and is . .:.. • 

not divided among multiple vendors). - · 
Telephone numbers could then be assigned ~-.:. ! ,--~ 
the appropriate lRN based not upon their ;.,.;/ • · 
dialed digits, but based on the locations, ! ...... -__ _j -~ 

U.S. LATAs and IXPs 

' 

l'XP location depicted a rt tho&• or the th.rte major comme,c i•d UtPs. number m<fi:ates 
_ the q""nlity ollXPlooat!ono in that city, color-.! regions indicate LATAe 

l 

I 
I 
l 

.J 
service characteristics, and behaviors of the 
subscribers to which they are assigned. When 
lRNs give way to URls for direct IP 
addressing, the same principles hold-URls 
have no fixed and published geography, they 

Elthllllt 15-1: IP intwconnecliOne allowa piovid .... to Umitttle number of pointw ot lnten:a~; .. 
compare almott 200 LATAa vs. 23 ~jor Internet exhenge points . 

simply map to network endpoints as optimally defined by Service Providers. 

In the last fifteen years, the NPACiSMS has proven to be a highly reliable. always-on resource for the Industry, 
agnostic to underlying network technology for the telephone numbers under its stewardship. Recognizing this. a 
number of opportunities for cost savings and optimal routing are possible today that may not have seemed prudent 
during the initial NPAC/SMS deployment. One of these opportunities comes in the arena of dynamic. network-aware 
endpoint provisioning in the NPAC/SMS. For example. wireless Service Providers are currenUy in the midst of rolling 
out Vol TE application over their L TE networks, replacing the 3G infrastructure in phases. During this transition, 
which is expected to last several more years. mobile subscribers remain likely to move between 3G and Vol TE 
coverage areas with some frequency. Subscribers homed in Vol TE coverage areas are assigned LRNs that signal a 
device's eligibility for 4G coverage - and the lRN remains assigned even when those subscribers roam outside the 
Vol TE coverage area, and into a region still operating on 3G. When this occurs, terminating traffic will be sent first to 
the Vol TE network and then re-routed to the carrier's 3G network, using up capacity on gateway ports in the Vol TE 
network, and potentially degrading call quality. If. however, the wireless provider reacted to its subscriber's 
movement into the 3G area by publishing new routing instructions to the NPAC/SMS in real time, calling parties 
would then seamlessly begin sending traffic directly to the subscriber attached to the appropriate 3G network, 
bypassing the Vol TE network while the subscriber was out of the coverage range. Neustar has assessed the 
potential benefits of a dynamic route provisioning approach that reacts to subscriber movement. and has estimated 
industry savings of up to $95M in reduced capital and operational network expense, depending upon the overall pace 
of migration to Vol TE. 

**For additional details regarding Neustar's proposed approach for dynamic point-of-interconnect routing, see 
attached white papers ··Enhancing NPAC's Role in Dynamic Addressing and Routing· and "Optimal VoIP Call 
Routing Using NPAC. ••• 
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Accommodating the Demand from Machine-to-Machine 
One of the most recent sources of demand for numbering resources are connected devices, such as iPads. tablets, 
eBooks. etc. This is a precursor to a wider category of communications service known as machine to machine 
(M2M). M2M services cover a wide range of devices that have no direct human interaction, including meter readers, 
data collectors for utility services. sensors for health care monitoring devices. and more. Many of these devices 
operate over the cellular network. and therefore require the use of telephone numbers. These TNs are used for 
customer identification, billing, and auditing communications between M2M devices and application servers-but are 
typically not used for traditional voice and text interoperability. 

Nearly 500 million M2M devices are expected to be connected to U.S. Service Provider networks over the next ten 
years-a potentially significant consumption of North American Numbering resources. This increase in demand 
could prove disruptive to the management of conventional telephone numbers, if not managed property and with 
sensitivity to the consumer impacts of area code exhaust. Given the demand for M2M devices the Industry and the 
corresponding burden upon the NANP. the Industry is beginning to assess now the various mechanisms available to 
administer M2M numbering resources. and in so doing conserve geographic area codes. 

Neustar has recommended. as part of the TN 3.0 evolution. that the Industry work to guide M2M-related demand to 
the SYY series of non-geographic area codes, otherwise known as personal communications service (PCS) 
numbers. Demand for these resources has already begun to tick up, exhausting three PCS area codes in the past 
four years; to account for this, as a start 29 additional PCS area codes have been reserved in the NANP. 

There are still limitations. however-today, non-geographic numbers are not addressable between Service Provider 
netmrks. This has implications for Service Provider billing and ordering platforms. and Will require a solution to 
enable interoperability between networks (for example. consumers using SMS messaging to their home numbers to 
"wake up• energy saver or security devices). Neustar's proposal involves the provisioning of 5YY numbers assigned 
to Service Providers in the NPAC/SMS, along with the ability to populate a new M2MURI field for the purpose of 
Service Provider interconnection. 

Using the NPAC/SMS to allocate and administer non-geographic resources for M2M will permit the Industry to 
monitor usage and demand for these critical resources. In addition, since the vast majority of inter-Service Provider 
communication for M2M will traverse the IP netw:>rk. the NPAC/SMS's URI fields permit a secure, efficient. and 
auditable mechanism for exchanging endpoint information. 

*'For additional details regarding Neustar's proposed approac/1 for M2M. including how to leverage the NPACISMS 
to provide inter-carrier application services. see attached white paper "M2M Number Administration. Interoperability. 
and Service Enablement. ,.. 

Individual Telephone Number Pooling (ITN) 
The majority of telephone number demand over the next decade will be driven by mobile and IP-based service 
offerings. and by M2M. Currently. the FCC is considering mechanisms to allow pure VoIP Service Providers direct 
access to numbering resources. The best way to conserve consumer resources for the tong term, and to pave the 
way for removing geographic constraints for telephone numbers completely. is to allow exceptions to the 
requirements of assigning carriers blocks of telephone numbers in large ranges limited to specific rate centers. The 
Industry, in collaboration with state regulators and the FCC, has the opportunity now to begin the process of 
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developing the means to allocate telephone numbers to carriers in direct proportion to their need. We refer to this 
concept as just-in-time assignment, or Individual Telephone Number Pooling (ITN). This concept could be offered 
initially for the use of interconnected VoIP SPs, and subsequently expanded to allow all carriers to participate. Over 
time, numbers could be harvested from existing stands of stranded numbers presently assigned to specific rate 
centers. The process would require national standards, which could be developed by the appropriate industry 
numbering committees with guidance from the FCC. 

An ITN environment allows Seivice Providers the option of requesting numbers on an as needed basis, from a 
common pool stewarded by a neutral, non-Service Provider third party. such as the Pooling Administrator (PA} itself. 
These pools can be established in the NPAC/SMS with minimal effort within existing, unused ranges of TNs in 
designaied area codes, including TNs from blocks with contamination levels too high to permit their assignment 
today. 

Briefly. using largely existing functionality. the PAJNPAC/SMS telephone number assignment process can work as 
follows: 

Initial Start-up Activity: 

• PA will open ITN pools - telephone number ranges for specified rate areas in NPAC/SMS. under its own 
Service Provider ID (SPID) 

• NPAC/SMS will ensure each range of TNs opened for Service Provider assignments is available for 
immediate activation by addressing the "five-day. first-port notification" for the TNs' NPA-NXX 

• VoIP providers will apply for and be authorized by the relevant states to receive NANP numbers 

• NPAC/SMS will change the status of state-authonzed VoIP providers from "read-only" to "read-write• for the 
applicable regions 

• VoIP provider will open an LRN in the NPAC/SMS, drawn from an NPA-NXX code assigned to its PSTN 
connectivity partner (a CLEC or other facilities-based provider). 

Number Assignment Process: 

• Upon new customer acquisition (not a competitive port of an existing number), the VoIP provider will submit a 
Create Pending SV request to NPAC/SMS, to obtain a TN for its customer from the common ITN pool. This 
Pending SV will have an LRN provided by its PSTN connectivity partner. and a VoIP URI for pure IP traffic. 

• The NPAC/SMS will send notification to PA about the ISP's Create Pending SV request. 

• PA will compare SPID making request with any other restrictions at the NPA or state authorization level. 

• PA will respond with "release· message to NPAC/SMS, with concurrence flag set either to "true• or "false·. 

• If authorization fails, concurrence flag is set to •ta1se" and VoIP provider is notified by NPAC/SMS that it 
cannot take the TN. 
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• Once due date and time on the pending SV are reached. VoIP provider can send an Activation request to 
NPAC/SMS. If Activation before the Due Date is desired, VoIP provider will first send a Modify Due Date 
request to NPAC/SMS. Once activated, the NPACiSMS broadcasts the TN information to the rest of the 
Service Provider community and the telephone number is seen as now served by the VoIP provider. 

• When customer terminates service. the VoIP provider will send a Delete TN message to NPAC/SMS. 
Deleting the record restores it to the PA's TN inventory in NPACISMS. 

This entire process can be automated between the PA and the NPAC/SMS. resulting in an immediate assignment of 
the TN to the VoIP Provider. 

Over time, and with the addition of the universe of carrier telephone numbers, ITN can significantly reduce the 
frequency of area code exhaust by maximizing the utilization of existing resources. That is, there is no requirement 
for VoIP providers to maintain inventories of spare numbers for assignment. In addition, utilization and forecasting 
can be accomplished far more efficiently, without each Service Provider needing to report on the consumption of pre­
assigned ranges of TNs. 

Beyond ENUM: Telephone Number Related Queries (TeRQ) 
ENUM was originally created as a consumer solution, not one for Service Providers to connect networks. When 
Service Providers moved to incorporate ENUM, they put requirements on it that were inconsistent with ONS. For 
example. they wanted it to be on a secure network, rather than the open Internet, and wanted to authenticate the 
originator of queries. These and other ENUM shortcomings are covered in a document titled Architectural 
Considerations on Application Features in the DNS, .~!U!Jf.www. if:tf.Q.ml.!!laj!:ar<;bJ~~~bjj-d­
<lnnounce/cllr.I.E1QV.msg40967.html, issued by the Internet Architecture Board {IAB) that is the oversight committee for 
the IETF. 

In recognition of some of the long term shortcomings of ENUM, Neustar has been working on a long term solution for 
IP interconnect called Telephone Number Related Queries, or TeRQ for short. Jon Peterson, a Neustar Fellow, has 
been spearheading an effort at the IETF for creating a protocol independent framework and data model for queries 
related to telephone numbers and call routing that breaks through the limitations of ENUM, and can be a foundation 
for interconnection in the latter half of the decade. The latest draft is attached to this proposal, and can also be found 
at hitp:iitQ9!§.~i~~~<>.m£i.Qldr~f!::P.et~[.~On~J.Q:.02. txt. A presentation by Mr. Peterson given at IETF 85 in November 
2012 can be found at ~l!Q;//tools.ietf.q.rg/9.g§.ml.a/85/slides/_~I~g~..§:?5-disp.e!~h.:9J.l.9..f. 

Neustar's proposal for NPAC/SMS administration includes evolution toward protocols like TeRQ, including aspects 
for both provisioning and querying. In the future, the NPAC/SMS can be expanded to include a field for a provider's 
T eRQ information server {similar to the way Caller Name functionality works today with the user of SS7 OPC 
parameters). Alternatively. the NPAC/SMS can be enhanced to serve queries directly over the TeRQ protocol for 
telephone number-related data such as gee-location, subscriber presence. and enhanced caller-id. 

••For additional details regarding Neustar's proposed approach for TeRQ and its potential beneffts to Service 
Providers. see attached white paper "Telephony-related Queries ..... 
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1.5.2 The Telephone Nurn ber as Identity in an Internet 
Marketplace 
In addition to ensuring that telephone number administration keeps pace with and continues to provide essential 
value in an all-IP world, Service Providers are also uniquely positioned to expand their mindshare and wallet share by 
investing in the telephone number as a secure and reliable identifier for users on the Internet. Telephone numbers. 
unlike many other identifiers used over the Internet. are ubiquitous. globally unique, assigned as a public resource 
with neutrality in mind. and above all highly trusted. Service Providers' ability to efficiently leverage this key asset is 
critical. as they navigate the new landscape of non-traditional competitors and raised consumer expectations. 

The first step is to ensure that telephone numbers retain their status as secure and reliable identifiers. With the 
proliferation of IP technology, it is becoming easier for entities to impersonate any TN as !he calling TN. This is called 
spoofing. and is already a rising concern for Service Providers with regard to TNs. It is becoming quite common to 
spoof the originating telephone number for caller ID-in particular lo deliver spam text messages and telemarketer 
calls. As VoIP and IP interconnection become more common. and as access charges are accordingly reduced. 
spoofing has the potential to increase in severity and volume. This problem is of great concern when one considers 
ho TNs are used for two-factor authentication by web-based Service Provider, and given the reliance on TNs by the 
E911 public safety system. 

This problem can be addressed via a standard, secure, and repeatable means of detem1ining who owns a telephone 
number, and who retains responsibility for services originated from it. Interestingly, this problem of authentication is 
easier to solve in an all IP environment than it would be for just the current TOM network. The TOM network has the 
problem of "transitive trust'. in which each entity in the chain trusts the entity previous to them. Often there's no often 
no direct trust relationship between the originator and terminator of a call. 

On the Internet. however. digital certificates are commonly used between endpoints to ensure the veracity and 
trustworthiness of a transaction. They are used in DNS security to verify domain names. and in Resource Public Key 
Infrastructure (RPKI) to verify IP addresses. The same type of digital certificate. for Internet-based services. can be 
associated with a telephone number. which binds it to the assignee and allows third parties to assess the veracity of 
incoming transactions before completion. The TN can thus be authenticated at each link in the supply chain. 
including the end point. 

Neustar's proposal includes an extension to its current interface to enable the association of digttal certificates to 
NPACfSMS resources, specifically to TNs. Since the NPACfSMS is an authoritative registry. these certificates can 
be used to verify that the originator of any transaction is indeed responsible for the TN. Service Providers will be able 
to request that the NPAC/SMS issue digital certificates for any TN or range of TNs under their management. in such 
a way that will automatically keep pace with all porting and pooling transactions that impact Service Provider 
inventory. These certificates can be delegated to resellers and over-the-top providers, so that all elements of the 
telecommunications supply chain have the ability to securely and reliably authenticate their calls and messages from 
the TNs assigned to them. 

Over time all TNs in the NANP can be associated with an NPAC/SMS certificate; this will reduce nefarious actors' 
ability to spoof a provider's TNs as a means of disguising their identities. thereby improving quality of service and 
reducing the impact on subscribers. 
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This concept can even be extended to serve as a consumer's identity in cyberspace. There are many companies­
including but not limited to the same over-the-top Internet and social media providers currently acting as partners to 
Service Providers today-vying to be the consumer's primary provider of identity in cyberspace. These companies 
recognize the need for subscribers to aggregate personal information for mobile and IP-based transactions related to 
health care, finance, home security. and others, in such a way that is reliable and fully safe. The US government has 
even organized an effort called National Strategy for Trusted lden@es in Cyberspace (http_:!f.~~Y."!Y· 0i.st.goy/ns.tj<;'./} to 
evaluate this specific issue, and ensure that consumers have appropriate options as the technology environment 
evolves. The communications industry has an opportunity to proactively secure telephone numbers as a preferred 
subscriber identity for this very purpose-building upon their reputation as providers of high-performing, trustworthy. 
and reliable services. 

'*For additional details regarding Neustar's proposed approach for NPAC!SMS digital certificates. delegated 
authority, and identity management. see attached white paper ·reJep/1one Numbers as Secure Universal 
Identifiers. "** 

The concept of the NPAC/SMS providing an authoritative identity service in a changing market is further exemplified 
in two ongoing Industry discussions-SMS over fixed-line telephone numbers and stolen handset registries. 

SMS Interoperability for Fixed-line Providers 
In recent years. non-wireless SPs and their partners have developed mechanisms to send and receive text 
messages, similar to the manner of wireless operators. This has allowed for a variety of new services and 
applications to be delivered. including SMS to the set-top-box, SMS to iablet clients. and integration with social 
media. However, it has also introduced a greater potential for fraudulent or abusive messaging to wireless 
customers. 

Operators in the wireless and fixed-line communities, in cooperation with the CTIA, have in recent months been 
working to establish authoritative protocols for SMS interoperability for new entrants. particularly non-wireless 
providers with "over-the-top" resellers. The challenge has been to create a mechanism for transparent and 
authoritative whitelisting for telephone numbers that are eligible for SMS origination and delivery-with an aim toward 
maximizing the potential of interoperability between consumers. wtiile minimizing the potential for spamming and 
spoofing in what is now a relatively clean ecosystem. 

Neustar has recommended that non-wireless Service Providers use the SMSURI and/or MMSURI field in the 
NPAC/SMS to enable transparent, effective and efficient routing. Because the Industry already uses the NPAC/SMS 
for message routing for wireless numbers (by using a combination of SPID and service type), it is logical to include a 
designation within NPAC/SMS to identify non-wireless numbers that should be enabled for SMS. 

With this protocol adopted. messaging aggregators and wireless providers will rely on a combination of SPID and 
SMSURl/MMSURI to derive a route for SMS/MMS. This approach will provide a consistent. transparent, and most 
importantly trusted mechanism to enable fixed-line carriers to offer messaging services in a manner that is 
transparent and secure. and that allows for prompt reaction on behalf of Industry in the event of identified spamming. 
The solution also helps to aligns messaging services portability with voice portability. The SMSURl/MMSURI fields 
are configurable to the provisioner of SMS service. allowing for flexibility with respect to the identity of the underlying 
user. Finally, all information relevant to service routing can be stored in an Industry-approved registry with equal, 
consistent access and appropriate oversight. 
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.. For additional details regarding Neustar's proposal to use the NPACISMS SMSURI for whitelisfing. see attached 
white paper 'SMS Message Routing - Landline Numbers."* 

Equipment Identity/Stolen Handset Registries 
Given its ubiquitous connectivity across the Service Provider landscape, NPAC/SMS is the ideal location to store and 
distribute device identity and service information to serve the interests of the broader Industry. In particular. with the 
support of the FCC, the wireless community is moving towards a common platform to share information in a common 
Equipment Identity Register (EIR). to address fraud associated with stolen handsets. Individual carriers are currently 
moving forward with internal solutions. and the GSMA has begun offering a file transfer mechanism to support the 
exchange of infonnation between carriers. However, no single platform exists today for U.S. carriers to not only 
publish this information quickly and efficiently, but also provision the information about stolen devices directly into 
their networks in the same manner as LNP data is provisioned today, using an LSMS-like infrastructure already in 
place feeding Service Provider networks. A nationwide platform to address stolen handsets can reduce fraudulent 
activity by reducing the value of stolen devices, and save Service Providers significant expense in opportunity cost 
and customer support . 

.. For additional details regarding Neustar's proposal to offer an Equipment Identity Register as part of tile 
NPACISMS, see attached white paper ·Equipment Identifier Registry (EJR) Solution. .... 

1.5.3 NPAC/SMS and the Value of Information: The 
ElementOne A nalytics Platform 
Today's number administrators and network engineers need access to the right information at the right moment. in 
order to maximize the effectiveness of their operation. Neustar's suite of analytics solutions gives Service Providers 
the power to make better decisions based on the data housed in the NPACISMS, for the essential purposes of 
network planning, telephone number resource allocation and assignment, and subscriber management. 

The NPAC/SMS as administered by Neustar is already a source of invaluable reporting and analysis for NPAC/SMS 
users. The NPAC/SMS contains nearly half of the NANP's 1.58 telephone numbers allocated to Service Providers, 
and an even greater percentage of numbers in active service. It contains an authoritative picture of the movement of 
telephone numbers-and thus subscribers and devices-in and out of carrier inventories. More broadly. the 
NPAC/SMS also contains information that can illuminate the distribution and comparative density of telephone 
numbers across geographies and network facilities, along with the pace and trending of subscriber loss and 
acquisition. ln total. over 12 billion data elements related to networks. subscribers, and telephone numbers are 
stored in the NPAC/SMS. all of which Service Providers have access to today for the purposes of routing, rating, 
billing, and network maintenance. 

Over the last several years, Neustar has partnered with its customers to make NPAC/SMS data more accessible to 
users throughout a Service Provider's operations. To this end, we have developed the Port Power Search (Port PS} 
service, beginning with a free online service allowing authorized users to query individual or groups of telephone 
numbers and receive a consolidated ownership and routing disposition rrom all Industry numbering registries 
databases. Since its inception in 2006, Port PS has processed over 1.5 billion Service Provider queries, across over 
14,000 Industry users - all at no charge. Recognizing the need for more , Neustar has since enhanced the Port PS 
platform with an on!ine reporting tool known as Query Manager. The service offers a set of canned reports 
accessible to all users, and also offers the option of creating custom queries of a single virtual data model, that 
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includes all four Industry numbering registries {NANPA. PA, LERG. and NPAC/SMS). For the next contract term. 
and subject to review by the LNPA Working Group, functionality currently available in Port PS and Query Manager 
will be made available at no charge to all NPAC/SMS Users. as part of the NPAC/SMS User Agreement and 
accessible through the new NPAC/SMS Portal. 

Beyond the incorporation of services with which the Industry is familiar through Port PS. Neustar also proposes to 
include, free of charge, access to our proprietary and market-leading analytics engine as a means to derive meaning 
and value frorn the NPAC/SMS's enormous datastore: the ElementOne Analytics Platform. 1 

The ElementOne Analytics Platform (EAP) 
Neustar's ElementOne (E1) is a robust, scalable, and secure cloud-based Geographic Information System {GIS) 
platform that provides rich data and cutting edge analytics to help clients make better business decisions. 
ElementOne leverages Security-Related Information, spatial and Java EE technologies to provide a feature rich. 
secure and highly scalable application to end users. Validating its best-of-breed attributes. in 2011 the EAP won the 
highly coveted ~curlty·Relate<J intormation, out of a field of leading domestic and international entries in the GIS Industry. 

The key technical differentiators for EAP include: 

An Industry-leading cloud based geo-spatial query engine 

Sophisticated enterprise reporting, panels and dashboards 

Comprehensive and flexible area creation and manipulation functions (geography aggregations, non-overlapping 
component trade areas, configurable thresholds) 

Multiple topology views for accurate and granular geography relationships 

Improved base data precision with rate center, LAT A and ZIP+4 level data 

Cached tile maps for high performance, scalability and portability 

' Allltovgh 11\e implementation ol a new NPAC leal.ure relying on Neusiar·s pr()1ll'ietary Elemen\One Anaiyllcs Platlorm technology as descnbet1 in lhls Section 1.5 
wiQ be sul>iect to lhe SOW Allowance IJ(ocess set forU1 in Section 3 of lh1s Proposal, Neustar wift, if selected as Ille LNPA. Md as further accommooalion to the 
lndusl/y. exduoo from the SOW Allowance calculation the cost of licensing lhe technology to users; provided. h<1Ne'Je<, such underlying technology is not subject 
lo any limitations iY reslrictions other than io cooiunclion willl lhe IJ(ovisioo of NPACi'SMS Seivices. Ille code lo U\e l)llde1lying tech11<J109y is not sub!et:t atff 
escrow or additional ttceosing reQoirement. and the lechnolOgy is not subject to MY transition sen.~ces obligatiQn. 
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Information Services Available to all NPAC/SMS Users 
The E1 architecture provides a structured approach to assembling critical information. visualization and trending. In 
addition to offering automated, up-to-the-minute assessments of Service Provider inventories for the purposes of 
utilization forecasts and registry synchronizations, the E1 reporting and analytics package will offer. to all Users of the 
NPAC/SMS: 

Geographic Visualization-E1 offers the use of clickable "heat maps", which allows Service Provider users to 
navigate a clickable hierarchy of inventory or activity down to the Region, State, LAT A, central office switch, and Rate 
Center level. The NPAC/SMS E1 instance will offer users a near real-time view into porting and pooling data, to 
quickly identify areas: 

Which have the highest inventory density relative to the surrounding areas and facilities 

Which have experienced higher levels of porting or pooling over configurable time periods 

Which are approaching inventory exhaust. necessitating requests for replenishment 

Histograms and trending reports-While the heat maps described above excel at delivering a •snapshot view• 
based on geographical segmentation, the histogram function (also available as part of E1) allows for an even greater 
nexibility in organizing telephone number inventory according to configurable rules set by the Service Provider. In 
addition. E1's access to historical NPAC/SMS data allows the user to create trending reports that show, over time, 
the pace of Service Provider activity with regard to the NPAC/SMS-<:ompetitive porting, pool block activation and 
donation. and network management. E 1 can break this information down according to any attributes available to the 
analytics engine, including trading partner. customer type, service characteristics, or routing attributes (LRNs, URls, 
etc.} As a mechanism to refine and streamline operations like provisioning and network management. the E1 
analytics platform can be a valuable decision-making tool. 

As part of the implementation of the NPAC/SMS Portal (described in Proposal Section 1.1). Neustar will request 
participation from the LNPA Working Group to discuss the specific configuration of the E1 platform for NPAC/SMS 
Users. Service Providers will only be able to run queries and perform analysis on their own NPAC/SMS data. and as 
a beginning, will only have access to data already stored in the NPAC/SMS. As the Industry evolves to TN 3.0, and 
Service Providers recognize a need to analyze the existing dataset against other, proprietary information in their own 
systems, the E1 platform can evolve to provide exponentially more value to Service Providers. 

NeuStar. Inc. proprietary and confidential 1.5-15 



Neustar Response to LNPA 2015 Surveys neuscar: 
Real Intelligence. Better Decisions: 

Future Considerations 
NPAC/SMS data is used subject to strict pemiitted use constraints. Pending review by the NAPM. LLC, Neustar is 
prepared to continue improving the information services and analytics that we can provide to Service Providers, both 
inside and outside the NPAC/SMS Administrator contract. NPAC/SMS data reflects the distribution and movement of 
telephone numbers nationwide-combined with other data sources. it can unlock material insights into networks, 
communities, and economies-with value not only to Service Providers. but also regulators and other public interest 
groups. For example: 

Neustar could combine aggregated and anonymized portability data with demographic and economic data, to 
identify correlations between telecom service and various types of population shifts 

Anonymized and Aggregated NPAC/SMS data can also provide insights into commercial data sources. to 
investigate correlations between telecom usage and other market trends in real estate, consumption, and job 
growth. 

We took forward to continuing the discussion with the NAPM LLC on the value of NPAC/SMS-based information 
services in the next term. 

Conclusion 
Over the past 15 years Neustar has developed and demonstrated expertise in managing a complex. highly available 
service to support Number Portability. This service is hosted on state of the art platforms, which have been refined 
over time based on years of unique operational experience. Neustar has continuously invested in the NPAC/SMS's 
reliability and availability. utilizing best of class commercial hardware. storage and software products. We have also 
repeatedly partnered with the Industry to invest in and refine our operational and business processes, all to 
accommodate consistently rising volumes and expanded services. 

The telecommunications Industry will witness unprecedented change over the next decade. fueled by migration to IP 
networks, proliferation of devices. increased mobility. and further personalization of consumer services. These 
drivers underpin the importance and strategic relevance of NPAC/SMS innovation, building upon the unique 
characteristics that make the NPAC/SMS the Industry's most comprehensive and high-performing number 
management registry. Extending Neustar's partnership ensures that our current exceptional performance will be 
maintained. and further that the Industry will be able to focus on meeting the requirements of the future. Table 1.5-1 
describes the various innovations and investments proposed by Neustar in the next term. 
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1.6 Transition and Implementation 

Why Neustar 

Any transition to one or more new LNP Administrators places great financial and operational risks for Service 
Providers and consumers. Retaining Neustar as the U.S. LNPA eliminates: 

ALL the risks and expense of an unprecedented industry transition, estimated to cost at least $719 million 
for Service Providers 

• Material opportunity costs for Service Providers and regulators, as resources are pulled from other strategic 
initiatives to focus on migrating the full set of LNPA services to a new. untested vendor 

Lengthy "shake-out" period of degraded service and periodic system unavailability - affecting consumers 
and driving up customer care expense 

Risk of failed calls and texts from even a small error in migrating the NPAC/SMS's 12 billion data elements 

• Potential for reduced readiness in times of disaster and emergency, when first responders and regulators 
rely on the LNPA to restore service 

Declining consumer porting experience, blockecl access to numbering resources, and delayed or impeded 
network management activity - all of which are effected by NPAC/SMS performance 

Compounded Service Provider expense and uneven consumer experience caused by multiple LNPAs 

Loss of consumer and SP confidence in the LNPA's understa11ding of and commitment to neutrality 

Reduced attention on strategic priorities (i.e. IP Interconnection) as alternate vendors focus on replicating 
Neustar's performance rather than the needs of the future 

The Industry understands better than anyone else that there is a lot at stake when contemplating a transition to 
another vendor for LNP administration. As highlighted below and in Exhibit 1.6-1, delays, issues. and failures in 
transition will have numerous negative consequences for the Industry with potentially significant impact: 

• Misrouted telephone calls and misrouted traffic ror services such as SMS/MMS messages, causing increased 
Service Provider customer service calls and associated costs: and if long-term, customer retention problems 

• Failed or slowed competitive consumer porting with reduced or slowed revenue to Service Providers and 
increased Service Provider customer care and resolution costs 
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Risks of NPAC Transition 

. .-

Exhibit 1.6- 1: By selecting Neustar to serve the next term , the Industry eliminates all risks to the 
continuing success of Number Portability in the United States. 
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• Failed or slowed customer retention programs and new service/mobile device launches, again, with reduced or 
slowed revenue to Service Providers and further increased Service Provider customer care costs 

• Failed or slowed access to telephone numbers for Service Providers 

• Delayed law enforcement and public safety activity. putting citizens and property at risk 

• Impaired disaster recovery efforts that use porting, pooling, or network migration as a remedy 

• Failed or slowed Service Provider network migrations, potentially leading to customer service outages 

• Improper calls made by automated dialers to wireless telephone numbers. causing complaints to the FCC and 
State PUCs 

To provide another perspective for evaluators, Neu star sponsored the development of the following six studies 
published recently about U.S. LNP and U.S. LNP Administration: 

1. ·scale and Transactional Economies in NPAC Services,·· by Scott Masten, PhD-Professor of Business 
Economics and Public Policy, University of Michigan, which describes the advantages and cost savings provided 
to the Industry by having a single LNPA vendor nationwide. 

2. ·Telephone Numbers Are Portable: Is the NPA C?, ··by the Yankee Group, which describes how LNP in the U.S. is 
a model for the entire world. 

3. "India's Experience with Mobile Number Portability,• by W. Bruce Allen, PhD-Professor of Business and Public 
Policy, Wharton School at the University of Pennsylvania; Visiting Professor, Indian School of Business, which 
describes how the number portability ecosystem and infrastructure in the U.S. is vastly different and, in many 
ways superior to the number portability ecosystem and infrastructure in India. 

4. "Number Portability Through the Global Lens,• by the Yankee Group, which concludes that there are vast 
differences between LNP ecosystems and implementations worldwide and there is no LNP ecosystem or 
implementation in the world that directly compares to the U.S. 

5. "The Consumer Benefits of an Efficient Mobile Number Portability System: by Hal J. Singer, PhD. Managing 
Director and Principal, Navigant Economics, which found that Americans have the fastest wireless number 
portability system in the world, resulting in billions of dollars in annual savings for wireless consumers. The report 
also found that any disruption to the number portability system's efficiency could potentially have a significant 
impact on wireless consumers. 

6. "Carrier and Consumer Impacts Due to a Change in Local Number Portability Administration: by Hal J. Singer, 
PhD. Managing Director and Principal, Navigant Economics. in the Attachments Section of our proposal. which 
discusses the risks and potential costs associated with a transition to a new LNPA vendor. 

While Neustar, as the incumbent, is not required to provide a transition plan, we have included the following 
subsections to help the Industry evaluate a transition and a Respondent's transition and implementation plan­
specifically an overview of what needs to be transitioned and evaluating plans including transition strategies. 

NeuStar. Inc. proprietary and confidential 1.6-3 



Neustar Response to LNPA 2015 Surveys neustar: 
Real Intelligence. Better Oecisiona: 

What Needs to be Transitioned 
The transition to another vendor(s) is not a trivial task; it is not only all of the work and risk involved in implementing a 
technical infrastructure and transitioning the NPAC/SMS software and data and migrating both to their environment 
but also the transition or implementation and the continued operation of all of the services previously described in 
Proposal Section 1.1, LNP Administration Services. In addition. the following highlight some of the additional 
functions the LNP Administrator must manage andfor perform: 

• Industry-wide customer satisfaction surveys 

• Data and physical security functions 

• Gateway Evaluation Process (GEP) and audits 

• Business continuity planning and execution 

• LNP Neutrality Audit, conducted by a third party 

• Operations benchmarking and audit (Article 14 audit). conducted by a third party 

• New User Evaluation (NUE) process, performed by a third party 

• LNPA reporting to Industry and FCC 

• Corporate functions like human resources, contract management. and training 

Further, there are certain elements that are the foundation of Neustar's success such as practical expertise, 
NPAC/SMS customized processes. Neustar-developed tools, etc. that will not transfer; this increases the risk to the 
stability of the system and quality of service delivery. The following are two examples of what can go wrong and the 
potential impacts. 

1. Impacts to data integrity-There is a large amount of data to be transitioned. For example. the NPAC/SMS 
database-across all 7 regions-contains approximately 600 million Subscription Version (SV) records, each 
with about 20 fields, meaning that there are 12 billion data elements that need lo be converted and/or moved 
from the current seven regional NPAC/SMS to the new LNPA NPAC/SMS. Even a small error rate during the 
conversion or movement can lead to millions of potentially service-impacting, data integrity errors. These data 
errors likely will propagate over time to all downstream Service Provider LSMSs. Those errors will have to be 
dealt with in an ongoing fashion. Those are just the SV record data fields in the NPAC/SMS. There is other data 
in the NPAC/SMS and there is data associated with other systems such as the Billing and Collection system that 
must be converted and/or moved to any new U.S. LNPA during the transition period. 

2. Impacts to LNPA's Mass Update and Mass Porting (MUMP} operations-Neustar has an experienced team 
that processes incoming MUMP requests. This team catches and filters potential errors affecting millions of 
transactions each year. Similar to the initial Subscription Version data conversion or migration, a small error rate 
of fractions of a percentage can lead to millions of data errors, which then impact telephony and infonnalion 
services and routing. These errors will have to be resolved on an ongoing basis. If a potential LNPA vendor 
does not possess a thorough understanding of the various U.S. LNPA service elements. like the MUMP service. 
they will become quickly overwhelmed, data errors will occur, and Service Providers and consumers will be 
negatively impacted. 
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Evaluat ing Transition Plans 
There are risks inherent in any transition of services and data from one entity to another. When that transition is 
between two different and unrelated entities, those risks. and their likelihood of occurring, are magnified based on 
differences in approach, expertise. culture. and agenda notwithstanding any contractual protections. Specific to this 
procurement. and to further complicate matters, the transition will have to begin and end in less than 15 months-an 
extremely short period of time. It is important to note that when procurement for LNPA services was first 
contemplated, there was an allowance of approximately 30 months of transition planning and execution time. A 15-
month timeline is very tight and assumes no further delays to the procurement process. Further, this tight timeline is 
for not only a poiential new vendor but also for the industry who must organize themselves to manage the transition. 
Therefore, in order for the industry to make the most informed decision and assuage any concerns regarding risk, it is 
critical a Respondent provide a: 

• Detailed, logical, well though-out transition strategy that outlines clearly how the Respondent's strategy 
meets deployment objectives with the least amount of risk and costs to Service Providers and ongoing LNPA 
operations 

• Comprehensive Transition and Implementation Plan that details how the Respondent will execute on that 
strategy within the required timeline, with the least amount of risk and highest levels of quality 

Detailed, Logical, Well Thought-out Transition Strategy 
Before Respondents identify the details of their Transition and Implementation Plan, they must make a few threshold 
strategic decisions. For example. they must decide: 

• NPAC/SMS Applicat ion Strategy-Will a Respondent develop and deploy their own NPAC/SMS software or will 
it deploy the Neustar-developed NPAC/SMS software. lf a Respondent proposes to use Neustar's NPAC/SMS 
software, then it must quickly become an expert in all aspects of Neustar's software, which software the 
Respondent did not develop. This is very risky. From time to time, Neustar does hire new software engineers to 
maintain the NPAC/SMS software and develop upgrades, updates, and enhancements to the application. 
However. depending on the experience of the software developer, it generally takes them between 9 to 12 
months to be sufficiently trained to begin working on lower risk areas of the NPAC/SMS application. Because 
there are delicate inter-relationships between the hardware. network components. operating system ..... ~ .......... 

, third-party system software, and the NPAC/SMS application software. there are 
areas of the NPAC/SMS application software where we allow only experienced software engineers who have 
been working on Neustar's NPAC/SMS for several years to maintain or work on. 

• Overall approach for initial service cut-over-Depending on this decision, Service Providers and the industry 
are faced with either: 1) having the prospect of two LNPA vendors operational at the same time in the same 
region during the transition period or 2) having to cut-over all seven regions awarded to another vendor in a single 
NPAC maintenance window with no real ability to roll-back. 

Unless the Industry does a high-risk flash-cut in one NPAC 
maintenance window of all seven NPAC regions, a transition from 
one LNPA vendor to another vendor will have to occur over an 
extended period of time. bringing with it nearly all the attendant 
problems and costs with having two LNPA vendors throughout the 
transition period. 
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The Industry is well aware of the direct and indirect costs to Service Providers caused by having two LNPA vendors. 
These well-documented, well-understood risks and costs are at a minimum those associated with the following. 
Neustar submits that Respondents can solve for some of the direct Service Provider transition costs; they cannot 
cover indirect costs and their plan should detail clearly how they would mitigate the risks: 

• Service Provider efforts to connect their SOAs and LSMSs to multiple live LNPA NPAC/SMS platforms and test 
beds and maintain those multiple connections 

• New software release deployment complications 

• New carrier feature deployment complications 

• Failover testing complications 

• Internal Service Provider operational complexities in receiving services from two different LNPA vendors: 

Help desk services 

Reporting services 

New User services 

Tunable parameter maintenance 

SPID migration limitations and process coordination 

Resolution of differences among LNPA software implementations, some of which could be service-affecting 

Data and information from multiple LNPAs into one LNPA WG Website coordination 

Neutral change management administration 

Development of Service Provider internal processes to accommodate differences in multiple LNPA M&Ps 

Access, coordination, and management of Enhanced Law Enforcement Platform and lntermodal TN ID 
Service by multiple LNPAs 

Negotiation, execution. and reconciliation of differences in Master Agreements with multiple LNPAs 

Duplication of effort in changes under statements of work for modifying the NPAC platforms 

If a Respondent's transition strategy is to propose a •staged transition• that takes place over time during the 15-
monlh timeframe, that vendor needs to answer many of the questions posed by the Industry in RFP Section 14.1. 
These answers should be included in their submitted Transition and Implementation Plan as a part of their proposal. 
If the Respondent does not answer those questions then the Respondent does not understand the 
requirements and complexities of transitioning and operating a complex service like U.S. LNP Administration 
and is not up to the task of being the new LNPA vendor. 
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Comprehensive Transition and Implementation Plan 
The old adage "Failing to plan; planning to fail" applies to NPAC services as a whole and certainly applies to any 
transition of those important services and systems. This adage means more than the "mere existence· of a plan. 
This adage really means the ·existence of a thorough, sound, and achievable' plan. lf a Respondent cannot 
articulate a detailed and comprehensive. yet straightforward. Transition and Implementation plan. then it will have no 
chance of effectuating an error-free transition. A flawed transition will subject the Industry and public to all the 
negative consequence outlined above. some of which can cause irreparable damage and result in costs in the 
hundreds of millions of dollars. The Industry clearly understands this and has asked other Respondents to address 
the following in their submitted Transition and Implementation Plans: 

• Anticipated overall transition period 

• Implementation approach (e.g., tasks and milestones) 

• Transition time intervals for individual functions and services 

• Staff management approach (e.g., staff categories and hours per task} 

• Risk management approach 

• Change control approach 

• Quality assurance approach 

• A list of transition activities from the incumbent to the newly selected LNPA 

These are minimum requirements. 

ln order to assist the Industry in evaluating submitted Transition and Implementation Plans, Neustar submits that any 
detailed, competently developed Transition and Implementation Plan should include: 

• A transition strategy that mitigates as much risk to the Industry and their ability to effect porting 

• An overall, logical high-level transition timeline which is realistic and achievable 

• Reasonable assumptions/constraints regarding roles and responsibilities of the Industry, FCC, and incumbent 

• A critical path analysis 

• Sub-plans for the following that detail approach, tasks, resources, dependencies. durations, etc for each: 

LNPA vendor neutrality 

Database and facilities management 

Service Provider connectivity 
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• Business continuity planning and execution 

Hiringfstaffingftraining that includes: 

• Job descriptions 

• Number of personnel already available and those that need to be hired before and during the transition 

• Associated job-related training on LNP Administration. NPAC/SMS development and operations, etc. 

Risk managementfmitigation 

• Communications plan to address inquiries: from the FCC. State PUCs, Service Providers, and other 
interested parties 

Roll-back to include detailed steps to roll-back operations if initial regional cut-over(s) fail and steps to test 
the initial cut-over roll-back procedures? 

• Work breakdown structure that details tasks, durations. dependencies, resources to: 

• Transition all systems used for NPAC/SMS services-NPAC/SMS, Test Bed, Billing and Collection, 
Automated IVR. npac.com. LEAP, lntermodal Ported TN Identification. CRM (Help Desk and Trouble 
Ticketing) 

• Safeguard and guarantee data integrity of all current and historical data used by all NPAC/SMS service 
components, including identifying and addressing potential data package 

Procure all necessary hardware and networking equipment 

Install and provision all of the necessary hardware and networking equipment? 

• Perform testing (e.g .. connectivity, Interoperability. Fail-over testing, acceptance testing) 

Implement all LNPA operational functions identified in Proposal Section 1.1 LNP Administration Services and 
any additional services the Respondent is proposing to add 

Implement the Gateway Evaluation Process and its Audits 

Implement the NPAC/SMS Data Center Operations Audits and Benchmarks 

Implement the New User Evaluation process 

Implement LNPA reports to Industry and FCC 

Implement the Mass Update and Mass Porting (MUMP) service 

Transition and modify all NPAC User Methods and Procedures 
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An incomplete or abbreviated transition plan indicates a lack of understanding of the LNPA eco-system and the 
impacts of disruption. Prospective vendors should not rely on the industry to solve the hard problems associated with 
migrating the NPAC/SMS. Given the significance of the LNPA service to consumers and Service Providers, the 
industry should set a high bar for confidence on the transition plan when judging whether a vendor's submission is 
technically acceptable. 

Conclusion 
As depicted previously in Exhibit 1.6· 1. the industry is faced with making a very important choice: retain Neustar as 
the LNPA vendor for the next contract tenn and continue receiving outstanding service with seamless upgrades and 
innovation without any transition risk. or select a new LNPA vendor. which by necessity, subjects Service Providers 
and consumers to substantially high risk in transition with numerous negative and expensive consequences. By 
selecting Neustar to continue to serve, the industry avoids ALL: 

• Risk to the Industry, Service Providers. and consumers 

• Service Provider costs associated with managing a transition 

• Service Provider costs associated with operating in a mufti-vendor environment 

• Service Provider costs associated if the new vendor fails (amount dependent on type of failure) 
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2.0 MANAGEMENT FACTORS 

'Afhy Neustar 

Continued investment in the Industry's top resources in numbering, portability, and network evolution 

Corporate heritage administering trusted, neutral third party services for diverse constituents 

Fully U.S. based and operated; not subject to foreign control 

Financially sound, publicly traded company with stable and diverse revenue streams and ample free cash 
flow 

Demonstrated commitment to absolute neutrality, based on a proven Code of Conduct trusted by the 
Industry and the FCC 

• Experience administering the U.S.'s singular LNP requirements 

Highest possible rating for U.S. LNPA Customer Service since 2009, evaluated by external auditors and 
reporting a near-perfect 3.84 out of 4.0 overall satisfaction rating in 2012 

U.S. LNP administration is a unique service, requiring a unique set of skills and experience to deliver it. The service 
provided by Neustar has no equivalent worldwide for its supported functionality; its diverse regulatory, Service 
Provider, and technology partner constituents; its performance under heavy and rising transaction volumes; and its 
myriad compliance and neutrality requirements. The NPAC represents critical infrastructure for the U.S. 
communications industry (Industry), and impacts the communications experience of millions of consumers a year. 

• 500 million billable transactions on behalf of individuals and businesses in the U.S. in 2012 alone. 

• The NPAC provides an invaluable layer of network resiliency in times of natural or man-made disaster, restoring 
service continuity using LRN technology. 

• The NPAC is "always on', prepared to accommodate spikes in throughput to support Service Providers' product 
launches and customer acquisitions with zero risk of disruption or degradation. 

• NPAC personnel perform essential roles in all manner of Industry network management tasks, including customer 
cutovers, technology upgrades, mergers/acquisitions, and inventory assignments. 
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• Hundreds of competitive U.S. Service Providers rely on the NPAC as the primary source of their telephone 
number inventory: tens of millions of telephone numbers are activated and broadcast via the NPAC to support the 
national pooling process each year. 

• Accurate NPAC/SMS broadcasts are essential to over billions telephone calls and text messages each and every 
day. 

Degradation of any aspect of NPAC performance can result in disruptions to telecom competition, misrouted calls 
and text. inconsistent access to numbering inventory, and slow recovery from network outages or disaster. Service 
providers rely upon an available, high-performing NPAC to safeguard revenue opportunities, take advantage of 
network technology changes, and ensure regulatory compliance. Proposal Section 1.0. Technical Factors describes 
our service and technical proposal for the next term. This Proposal Section and subsections serve to describe the 
particular qualifications Neustar brings to the LNPA service. our corporate stability and commitment. our proven 
neutrality, and record of customer expertise we will to bring to bear to continue exceeding the Industry's expectations 
as it faces the challenges and opportunities of the next decade. 

Vendor Experience and Performance 
Neustar is the only company worldwide with any experience providing LNPA services in the U.S. and is the Industry's 
unrivaled expert in numbering administration. We offer a broad suite of commercial numbering, order management. 
and IP addressing and routing services to all segments of the communications market. We are an essential partner 
to the FCC and state regulators for all topics related to the management and assignment of numbering resources. 
Neustar also possesses a corporate character and mission that is intimately tied to the principles of data privacy and 
security, as witnessed by our management team and product portfolio. Neustar's unrivaled neutral third-party 
administration credentials and our track record of successfully delivering scalable. reliable, and secure services are 
detailed in Proposal Section 2.1, Neustar's Corporate Experience. 

Financial Stability 
The U.S. LNPA service processes millions of real-time transactions each day that are critical to healthy market 
competition and accurate call completion. As such. financial stability and corporate focus of the LNPA is paramount 
to the Industry's confidence and comfort. Neustar is large enough to offer stability and reliability, and small enough 
such that the LNPA service remains the primary focus of our company. We are a publically traded company that is 
fully U.S. owned and operated. as well as an independent company whose financial basis is not tied to a 
disconnected parent with a separate set of objectives. We possess a diversified revenue stream, and access to 
ample credit under excellent terms-illustrating the marketplace's confidence in Neustar's management and stability. 
Finally, we offer full transparency into our top level financials, through the quarterty attestations by our CFO, Paul 
Lalljie. As a testimony to our financial stability, we continuously provided outstanding U.S. LNPA service without 
disruption during both the Tech Bubble of 2000 and the Great Recession of 2008. For the next term, Neustar will not 
rely on 3ra party subcontractors for any material component of the LNPA service, offering the NAPM LLC and the 
FCC maximum visibility and confidence in our operation. As described in Proposal Section 2.2. Neustar's Financial 
and Operational Stability, we possess optimal financial stability with growing revenues. cash balances. and earnings 
per share to continue to provide superior U.S. LNPA service for the next contract term. 
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Neutrality 
Neustar was the U.S. Industry's first truly neutral. third party and, as such, not only do we understand ii better than 
any other prospective bidder for the LNPA contract. we have fully embraced it as part of our culture and corporate 
character. As detailed in Proposal Section 2.3. Neustar's Neutrality, we have successfully passed 10 annual NPAC 
Neutrality Audits and 50 quarterly NANPA/PA (through 20'1 2) Neutrality Audits conducted by independent third· 
parties; we have submitted 60 Neutrality Reports certifying the results of these audits: we certify the neutrality of each 
of our over 1.300 employees quarterly and conduct mandatory neutrality training for each employee annually; and we 
have a proven Neutrality Code of Conduct. Neustar's proposal will not include a ·cure plan· for neutrality. If Neustar 
is selected. the Industry and FCC will not be forced to evaluate the neutrality of a parent company or set of 
subcontractors, and there will be no ~undue influence· by any constituents of LNP administration. In short, the 
Industry can proceed with confidence that the neutrality rules will not be diluted under Neustar's tenure. 

LNP Experience 
As described in Proposal Section 2.4. Neustar's LNP Expertise, there is no LNP implementation in the wortd that 
compares to that of the U.S. and, as such, there is no LNP administration service in the world that compares to the 
service provided by Neustar. The NPAC/SMS processed over 3.1 Billion transactions since 1998. This number is 
more than all other centralized LNP database systems in the wortd combined. We have been a LMP administrator 
longer than any olher vendor in the world. and as such have the Industry's most trusted and knowledgeable staff 
dedicated to the LNPA service in place today-there will be zero risk in ensuring a competent and capable team is 
prepared and engaged to support the Industry. Unlike a majority of LNPA implementations internationally, Neustar is 
not proposing the use of any subcontractors or third-parties to augment our experienced staff. 

Customer Service 
The Industry understands the importance of the U.S. LNPA's customer service, making it the most important factor 
under the Management Criteria in RFP Section 14.1.1.b Evaluation Criteria. Neustar's U.S. LNPA customer service 
track record is unmatched. As detailed in Proposal Section 2.5. Neustar's Record of Customer Service. Neustar has 
been rated "Superior" by the Industry since 2009 and we rated a near flawless 3.84 out of 4.0 in 2012 for overall 
customer satisfaction. During the last five years, we have satisfied the 27-specific U.S. LNPA service level 
requirements a remarkable 99.94% of the time. 
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2.1 Corporate Experience 

Company Facts 

Neustar serves more than 14,000 customers around the world 

Delaware Corporation, headquartered in Sterling, Virginia 

17 office locations within the United States; 4 office locations in Europe, Asia, and Central America 

Over 1,300 employees with the majority in the United States 

Founded in 1998 

Publicly traded under the NYSE as NSR 

Data-Neustar provides real-time information and analytics for almost 7 billion physical and virtual addresses: 

3.8 billion Global Telephone Numbers 

2.8 billion Global IP Addresses 

5.8 million Global Domain Names 

13.9 million US Business Listings 

Answers-Neustar provides instantaneous answers to over 30 billion queries from the internet, communications, 
entertainment. and marketing industries. We answer almost 400 thousand queries every second. 

18 billion daily ONS query resolutions 

7 billion daily text messages (US) 

4 billion daily phone calls (US) 

3 billion daily geo-location searches 

2 billion daily on-demand real-time analytic queries 

Since our inception, Neustar has been trusted by the FCC and the U.S. telecommunications industry (Industry) to 
provide neutral, even-handed. and reliable third-party services such as LNP Administration, NANP Administration, 
National Thousands-block Pooling Administration, and more recently the iTRS Telephone Numbering Directory 
Administrator. 

Over the years. as shown in Exhibit 2.1-1. Neustar has grown from our flagship services to offer a broad range of 
innovative services, including registry services, managed domain name system (DNS) services, Internet Protocol (IP) 
services, Internet security services, and Web performance monitoring services. In late 2011 Neustar acquired 
Targus Information Corporation, or TARGUSinfo. The acquisition of TARGUSinfo, which formed our new Information 
Services segment. significantly extends our portfolio of services in the real-time information and analytics market. 

As discussed below. Neustar operates in three distinct segments: Carrier Services, Enterprise Services. and 
Information Services. In addition, the remainder of this section describes other attributes that define Neustar and 
provide value to the Industry including our: Key Corporate Capabilities, Approach to Privacy and Data Security, 
Industry Involvement. and Corporate Citizenship and Conduct. 
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Neustar's Portfolio of Services 

' } : 
Neustar's neutral, third-party stewardship of Industry resources allow organizations to !. }: 

find, connect, and authenticate customers as well as the data they seek. ' 
North American Numbering P\an Administrator since 1998 
National Thousands-Block PootingAdministrator since 2002 
Local Number Portability Administrator since 1998 
U.S. Common Short Code Administrator since 2003 

# ... ?"-, 

....,.. \ . 
~... • • I .I 

ITRS Telephone numbering Directory Administration since 2008 
GSMA Pathfinder Operator since 2008 
U.S. ccTLO Registry Operator since 2001 -.,· ·:. '' 
.biz TLC Registry Oparator sl nee 2000 
OECE UltraViolet"" Digital Locker Operator since 2010 -·---- -- ------------ - ---

Neustar·s policy management and analytics solutions allow companies to optimize 
management of their corporate services, systems, and data in an on-demand capacity 
with low up-front costs. 

Neustar Carrier Services 

9 NumberingServlcea 

Local Number Portability Administrator 
North American Numberin& Plan Administrator 
National Thousand-Block Pooling Administrator 
iTRS Telephone Numberlng Directory Administrator 
LNP Enhanced Analytical Platform 
lnt;irmodal Ported TN Identification Services 
Legal Compliance Services 
Fraud Management 
Port-PS and Number Analyzer 

Neustar Enterprise 5ervices 

.,.,~~ .... .... .... 
Domain Name Registry Services 
ONS ManagemenUlnternet Infrastructure Services 
OECE Ul traviolet"' 
Common Short Codes (CSC) 
NeuSertry 

0 Order Management Services 

ASR UDB/CNAM 
CARE LSR 
E911 WNP 
ESR SOA 
ICP 

A IP Servleea 
• GSMA Pathfinder 

Multi-Media Interconnect 
Services (MMIS) 

Neu star Information Services 

• 

Identification Services 
Verification and Analytics 
Services 
Local Search and Licensed 
Data Services 

Exhibit 2.1·1 Neustar is a trusted, neutral provider of real-time information and analytics to the 
communications, internet, entertainment, advertising, and marketing industries throughout the world. 
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Carrier Services 
Neustar's customers face increasingly complex technical and operating challenges, particularly as the 
communications Industry makes the transition to an all-IP network. Leveraging our set of unique databases and 
geographically dispersed data centers, Neustar helps our customers manage this complexity and ensures the 
seamless connection of their numerous networks while enhancing the capabilities and performance of their 
infrastructure. Neuslar enables our carrier customers to use, exchange, and share critical information such as 
telephone numbers. We facilitate order management and work How processing among carriers and allow operators 
to direct. prioritize. and optimize the addressing and routing of emerging IP communications. 

Numbering Services 
Numbering Services includes our role as the United States LNP administrator. our role as the LNP administrator in 
Canada, as well as our role as the provider of tailored LNP software solutions to the LNP administrators in Taiwan 
and Brazil (all set forth in Proposal Section 2.4, LNP Expertise}. Additionally, Neustar has been the North American 
Numbering Plan Administrator (NANPA) since 1999, the U.S. Thousands-Block Pooling Administrator (PA) since 
2002. and the iTRS Telephone Numbering Directory Administrator since 2008 under contracts with the FCC. These 
roles are described in Table 2.1-1 along with other Neustar Numbering Services. 

Table 2.1-1. Neustar's Numbering Services 

. Service. Description 

Local Number Portability 

Administrator ILNPA) 

North Arnencan Numbenng 

Plan Administrator (NANPA) 

Under agreements first executed in 1997, Neustar has served as the LNPA, 
operating the authorltative NPAC/SMS databases for all regions H1 the U.S. and 

Ca(l.ada. The NPAC/SMS is part of the infrastructure for the communications 
Industry, providing. the local number portability that supports the continued 
convergence of wireline. wireless. voice over Internet protocol (VoIP), and JP 
c-0mmunications. Today. the NPAC is the world's largest number portability 

registry, managing over 600 million telephone numbers for over 2.000 carriers 
across the U.S. and Canada Neustar, as the LNPA. earneo our highest-ever 

overall satisfaction rating of 3.84 out of 4.00 in ihe U S. LNPA Customer Survey 
Score in 2012. 

Neustar nas served as the North American Numbering Plan A.dm1rnstrator ! NANPA> 

since 1997 pursuant to a contract with the FCC. The NANPA 1s responsible for the 
neutral administration of North American Number Plan (NANP) numbering 

resources, subject to directives from regulatory authorities in countries that share 
the NANP. NANPA's responsibilities include the assignment of NANP resources. 

coordination of area code relief planning, and the collection of utilization and 
forecast data from Service Providers. The FCC has recognized Neustar's superior 

performance by twice awarding it new contracts, most recently in 2012. Every 
year. the NANC NOWG produces a detailed performance evaluation of the 
NANPA. In the most recent evaluation, for the year 2011. the NOWG rated 
Neustar's performance as NANPA as "EXCEEDED." 
..:; - - ... .... 

National Thousands-Block Neustar has served as·the Thousands-Block Pooling Administrator (National PA) 

Pooli_!1g Administrator (PA) sinee.2002, pu,tsuant to' a contract with' the FCC .. The National PA performs the :l 

.; , day-to-day activities. necessary for the assignment and ac:!ministration of numbering 'i 

resources .in thousands-block. which ind'udes ·~ain1aining ~system to support ~fl .. i 
·~· .~ . :·~· ... : ;day-t9.cf~y a~d long~term pooling functi9.nlt/ J'.he N~tional PA is also r~ponstQI~ ~ 
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. Service Description 
. .. ,:.: ... 

,. , · ~' . ··-·, 

···...: .,:. .. 
Internet-based 

Telecommunications Relay 
Service (iTRS) Telephone 
Numbering Directory 
Administrator 

Local Number Portability 

Enhanced Analytical Platform 
(LEAP) .· .-, 

;.-.. 

fot.t.he day-to-<tay aqministration and assig'riment qf p-ANls to wji:e~ss and VoIP . :1 
S~i\.:!ce Providers. Every year, the NANC NOWG ·~raduees a,~ai!~ perfo0nance ~­
e"1alo.ation of the Nati.onar PA. In the most (ei:ent e~at~ation. foi"the·'year 201 t . the ' 
NOWG. r~Hed Neustar's performance.'~s. ~lie ·N~tione}l PA.a.s "MORE THAN MET." 
.: ' ; J oY ... ~ ·• • • • ~ • • I - '°: ;° a, J.• ' :•/ .. • • • '.:..< < ,..: ' •-

The iTRS Telephone Numbering Directory provides a mapping between the 

telephone number assigned to hearing or speech impaired persons and the IP 
addresses of their videophones (for Video Relay Service, or VRS} and the screen 
names of their IM connections (for IP Relay). The Neustar iTRS Telephone 

Numbering Directory is based on the ENUM protocol. Under contract with the 
FCC. Neustar developed and deployed the directory and has operated 1t since 
2008. 

. : ; . . . ... ·, 
. Tfie·LEAP ~rvice is i:fesigi:ae<f to facilitate. authorized acces$ to p9rtability data for .. 

law e.nfercemeat. p1;1bljc safety dispatdl personnel, .anc:j .. authorized supporting . '-· " 

E. r · ali,ons._· .in an-'~nviro!Jryient whe(e. tim~. is often. of the ess.e.nQL The service.- ~ 
~~ 

s:yia,; Security-Related Information 
. i. . . ltpermifs qualified custoni·~~rs lo suom~·a-t~lephone - ,., 

~&~\$\-a· iist of up: to too nl!rnbers) and receiy~a, limited subs¢'t'cif NPAC. · , · ·.~ 
infOrmatiOll aSsOciate(t witfl those numbeCS;.SPe(,:ificaily·the identity.."and contact 
information.for the controlling network" Service Provider and (if available) tor the 

~~er or ~tternativ~ Service Provid~r, . _,. . .· :, . :· 

Inter-modal Ported TN Inter-modal porting is one of the key benefits offered to U.S. consumers via the 
Identification Services (IPTN) NPAC. and millions of subscribers have taken advantage of it The IPTN system 

delivers on a daily basis a comprehensive file of telephone numbers and telephone 
number ranges that have transferred from fixed line Service Providers to wireless 
ones. and vice versa. This makes 1t possible for telemarketers and 

crediUcollections agencies to quickly and reliably provision their systems to 
maintain compliance with the Telephone Consumer Protections Act (penalties for 
violations of the TCPA ca11 be over $11 .000 per incident) 

Legal Compliance Servi~~f~V~·reg!);Jdj£jj$Wl.'6'~ices provides cost-effective. busines~ solutions that reduce ' 

ihe compiexity and mitigate, the risk associated with managing a ,comprehensive 
legal compliance program. ·Nel!star, as-a Trusted Third Party, has C! dedicated, 

specialized area of practice that is staffed with attorneys, paralegals. and certified 
r.etwork engineers. to assist or fully man?ge these mandated services. In addition 

Fraud Management 

NeuStar. Inc. proprietary and confidential 

to working with carriers to.ensure compliance with subpoenas for the production of 

teiephone records, Neustar worl<s with carriers to implement a comprehensive 
GALEA compliance program. 

Fraud Management Services from Neustar helps Service Providers detect several 
areas of potential fraud in their business. such as. 

Subscription fraud 

Wholesale fraud 

Back-office fraud 

Bypass fraud 

Enterpnse fraud 

Sales Channel/Dealer fraud 
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Service Description 

Port PS and Number 
Ana!Yzer 

; . 

Port Power Seareh (Port PS} is a user friendly, web-based application ffiat provides Ji 
real-time access to_ authoritative. Industry teiephone number (TN) data and · 
seamless integration with the Pooling.Administration for block and code 
provisii,;ning. Port PS provides ~ one-step procesl! to query forprimary aiid 
alternative telephone number Service· Provider inforriiation. . ·: 

Number Ana!yzer is a feature of PortPS providing a graphical view of carne~ TN 
invent.Qry, viii standard interfaces to the NPAG/SMS, NANPA, and National PA in 
'near ~e~l-time .so customers may view the most accurate and up-to-<tate· 
inf~rmation ·available. For example, cust9niers can begin by viewing their number 
inventory by NPAC region and then:~nll down·to view details including: · 

, .. 
Telephone numJ?ers losf and gained due tp porting and pooling . . 
lnve~ by switch to identify load balancing needs 

• Utilization thresholds for ordering or donating .· 

,, 
' 

Order Management Services 
Neustar's Order Management Services (OMS) includes all operations necessary to manage number port activity. The 
process starts with an assessment or whether the change requires the updating of the NPAC, directory services, 
and/or E911. Neustar has automated nearly all of the steps required of carriers to port a telephone number. The 
entire process includes managing the physical interconnectivity among the networks and communications among the 
carriers. Neustar offers a tum-key, end-to-end porting solution to our customers. Our unique work.flow and 
transaction processing databases and systems (described in the Table 2.1-2) enable Service Providers to exchange 
essential operational data in a secured manner. 

Access Service Request 
(ASR) 

Customer Account Record 
Exchange (CARE> 

Enhanced 911 <E911) 

Ne.ustar provi9es an integrated solution for oroering access from multiple 
providers. Through a single Web-based interface, ASR helps Service Providers 
expedite customer provisioning or network capacity expansion through an "e­
bonding• process using Industry-accepted standards. ASR eliminates the need for 
one-to-one interfaces across trading partners to help lower operating and 'l'i 
adminisirative costs. .,_~ 

Neustar's CARE cieannghouse capabilities support all requirements set by the 
Ordering and Billing Forum {OBFl of the Alliance for Telecommunications Industry 
Solutions (ATIS). Neustar's CARE platform enables automated. timely exchange 
of records between local exchange carriers (LECs) as well as interexchange 
carriers (IXCs). 

~ .,.;~ 

Neustar's E911 module features an interface lhol allows continuous updates to the ·I 
Automatic Location Identification (ALI) database. The local public safety answering . 
point (PSAP) queries the ALI using the caller's telephone number. The PSAP 1s 
able to quickly identify the geographic location of the caller and accurately notify ~ 
first responders ' 
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Service Description 

Enhanced Service Request 
(ESR) 

·! ... 

Line lnfoniiation 
Database/Calling Name 
(LIDB/CN'AM). · 

~: ·. 

Neustar's ESR enables Emerging Service Providers (ESPs) and CLECs to manage 
subscriber expectations. process customer orders and generate revenue through 
automation. order uniformity and business rule validation. ESR allows ESPs to 
port numbers for their customers in a well-defined process with end-to-end flow­
through provisioning from CLECs. 

Ne~siar's-LI 08/CNA~{mcdul~ pr;vides gateways to ~ari9us i.100· and CNAM . -~:: ;1 
. ·~ 

databases. and supports the following subscriber record requests· ~ 

Calling Card (inse_!1 on:hange a calhng card record}. 

UDB (in?ert. charige or.delete a line nu~ber reco,rd}:.' 

CNAM (insert, chan~e Qr delete a ~·niri~ ~~~e/" · : .. 
·· .T'he_l.ibs contains subscriber':information su.ch as ·~-·servi.ce profile, 10-<ligit line 
: numbers; .~ervice Prov~der 10. equipment indicator, a.nd bil!ing specifications. The 

C NAM databases enable ,q:LrTiers to provision ~e calling name associated with a 

r:~JR>ft)Qffg·.:t!wAfffr%i1d2SiU£~Wr~f.\¥$rJ!{~llgz~mb!fw~~S);tt'tFMmw,e;i$i·m~~q.5fi56·Mr«~:}fWf~ 
Local Service Request (LSR) 

Wiretess Number Portability. 
(WNP) ... 

lntercarner Communications 
Process (ICP) 

Service Order Administration 
; SOA) 

lntermodal Manager (IMM) 

NeuStar. Inc. proprietary and confidential 

Neustar's LSR capabilities streamline the process whenever a Service Provider 
interfaces with an incumbent local exchange carrier (ILEC) to set up services for 
their customers. In addition to reducing change management expense. operational 
efficiencies are realized as provisioning personnel are able to submit and manage 
all LSR orders to all ILECs through a single automated interface. 
", . . . ·:r·.. ,· . . ....... 
Neustat's. WNP capabilities pennit VVireteSs Service Pro-.idera.- tp exchange 
wireless-to-wireless port requ.esfs., lntermodal port request$, a.nd interatt with the · · ·' 
NPAC while complying, with Industry standard;. WNP. is provided within th~ ·~· 
framework of Neustar'.s clearinghouse to allow Service Providers to turn up . . ~ 
accounts quickly with cost-effective; standards-compliant automated pOrting ' ~ 
proces$es. T;his solution provides and end,to-end wireless solution by supporting· ~ 
ICP, SO~. an.d lntermod~I type tran·sacti~ns. . j 
Neustar's ICP is an integral part of the company's Wireless Number Portability 
(WNP) Clearinghouse model. The ICP was designed to automate all wireless-to­
wireless port request transactions between Wireless Service Providers. 
Transactions are sent to Wireless Service Providers through a single, integrated 
service. which includes the following ICP transactions: 

Wireless Port Request (WPRJ 

Wireless Port Request Response (WPRRJ 

Supplemental Port Request (SPR\ 

Neustar's SOA interfaces with the NPAC to allow Service Providers to complete 
any number porting requests. When using SOA within Neustar's clearinghouse. 
S'E!rvice Providers realize the benefits of an end-to-end porting process - from LSR 
for wireline number porting and ICP for wireless number porting requests -
integrated with SOA. 

Neustar is the only provider of automated lntermodal porting services in the US. 
Our unique solution is designed to enable Wireless and Wireline Service Providers 
to port amongst each other regardless of the Service Provider type. The 
lntermodal Manager (IMM) solution interfaces with Wireline and Wireless Service 
Providers in the port request format they accept and adhere to. The Wireless ICP 
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Service Description 

IP Services 

requests will be enriched and translated to LSR format to the exact specifications 
acceptable by Wireline Service Providers. The Wireline LSR requests are also 
enriched and translated to 1CP Wireless requests and then sent to Wireless 
Service Providers ICP and LSR responses are all translated back to the proper 
format before sending to the originating party. All LSR and ICP type transactions 
are supported in this solution. 

Neustar provides scalable IP services to Service Providers that allow them to manage access for the routing of IP 
communications, such as multimedia messaging service. Our solutions, described in the Table 2.1-3, solve the 
complexity of mapping a telephone number to an IP address for accurate and reliable routing to a carrier's network. 
We also enable direct network-to-network peering between Service Providers for voice, video and content services. 

Table 2.1 -3. Neustar's IP Services 

Service Description 

GSMA Pathfinder 

lv1l1it1med1a Interconnect 
Services (MMIS) 

. . 
• °The vansition from the voice-centric circuit switct'led world to an all-Internet 

Protocaf.(IP) environment supporting voice and data brings both opportunities and 
challenges. As servl<;es migrate to a converged infrastructure, operators require 
sohitioos.that support route identificatlon and deliver iAteroperability for all new·· 
servi.ceS'. The Global System Mobile Assoeiation (GSMA} and Neustar have been 
working.with ieading

0 

operator$ to pro11lde a standards-based solution to this . ' . . 
problem. This solutiQn is a Number TranslatiOI) Service called PathFinqer, operated ' 
by Neustar on behalf·of the GSMA. The service·facilitates IP inter-operability by 
translating telephone numbers to IP-based addresses. ·Based on Carrier ENUM 
(E.16:4· Number Mapping). PatbF.inder is available to ·mobile operators. fiiced 
network operators, and related Service Providers. Pathfinder is provided as an off- . 
the-shelf managed service, inter-ope~able on a global basis, providing all the 
facili.tles and features- necessa,.Y to implement an operator's interconnect poliCies. 

Neustar s MMIS offers query-based access ior .-eal-time muling of r..,1u1t1med1a 
Messaging Service (MMS> traffic. This service provides the telephone to uniform 
resource locator (TN-to-URL) mapping for reliable message termination between 
Service Providers. The subscriber's application queries MMIS, which responds 
with terminating Service Provider Information. 

Neustar Enterprise Services 
We provide Internet infrastructure services {described in Table 2.14) that our customers use in order to direct, 
prioritize and manage Internet traffic. In addition. enterprise customers rely on our services to optimize their Website 
performance, including protecting against malicious traffic. Enterprises use our broad infrastructure and unique 
datasets to identify the location of their online customers for a variety of purposes, including fraud prevention and 
marketing. Our registry services provide reliable. fair and secured access used for resolving top-level domain name 
Internet queries. We also operate the authoritative Common Short Codes registry on behalf of the U.S. wireless 
Industry. 
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Table 2.1-4. Neustar's Enterprise Services 

Service Description 

Domain Name Registry 
Servic;es ~ 

·';-:~~~: . 

Internet lnfrastmcture 
Services 

OECE Ultraviolet™ 

Common Short Codes 
(CSC) 

NeuSentry 

. . . 
·. Neustar· operates the authoritative r&gistrieS. of Inter.net dOIT)ain -namas for the . BIZi· 

.US, .co:. ·::rE.L. at'ld .TRAVEL top-level domains: .In mid-2012 .. Neustar was selected 
a~:·Jh~,registry sel'Vic~s· provider for. 3512 n~w 9¢neric" Top-Le~ .1:1omairis: (gTLOs}. . .. 
undei.~onsiderciifi:;n b.:t lcANN .. Additionally; ~eustar has been se.lected by the City.. ·:i 
of Ne~·v·orf< as. the registrY: provider to manage the application pr~c;ess and operate 4 
the .NYC 91.Lo. All·tnternet cor.nn'iuniCatio~ rou~ng to. any 9f these dornai'ni rtiust 
quei:y a copy of ouc directory.to-ensure.that.the cominui:11~tion is.routed to the'· .. , 
approPflate destination'. We also provide internatiqnal registry gate~ys for China~s 
.CN an.d Taiwan's .TW country-code tcp--~xe1 domains. · · 

• ;\'. .• : • • • ·~- •• .r ... ~ • 

Neustar provides an innovative suite of network services for its enterprise customers. 
UltraDNS® is the industry-leading managed DNS and traffic management service. 
Built on a global platform, UltraDNS® directs. prioritizes and manages Internet traffic, 
and finds and resolves Internet queries and top-level domains on behalf of its 
enterprise customers. Neustar provides a suite of DNS services to our enterprise 
customers built on a global directory platform. These services play a key role in 
directing and managing Internet traffic flow, resolving Internet queries, providing 
security protection against Internet breaches called Distributed Denial of Service 
attacks. providing location services used to enhance fraud prevention and online 
marketing. and monitoring, testing and measuring the performance of websites and 
networks. Webmetri9s monitoring and load testing provides comprehensive reporting 
and data on the user experience of a web property including unique views of 
ecosystems and web mashups. 

The Ultraviolet™ media platform allciws.consumers to "buy once, play anywhere· 
convenience for all their digital entertainment contents. Neustar operates the digital . 
content authentication directory on bel!alf of DECE UltraViolet™ ecosystem. 
-~- _ .. .-.r~~.1 •• . · .-"1:.t . • : . _...,_ • ...., .,.ol/', .. -_,.. lb·~;. .....,lotr./~~~. """ .... ~ .. ~ ... .-~--~·'""'"'!-_.: ,..,,,<t"--~·. -~~.·~ .. . ..::.:_....i;., .. ~, .-t;.;w._.,.., __ .,-.,..., ~ 

Neustar provides directory services for the 5-digit and 6-digit number strings used for 
all U.S. Common Short Codes (CSC), which 1s part of the short messaging service 
relied upon by the U.S. wireless Industry. CSCs are short numeric codes to which text 
messages can be sent from a mobile phone when the subscriber's wireless carrier 
participates in the CSC registry. A content provider can lease a CSC online to tap the 
considerable potential of the mobile market with targeted campaigns and 
applications, including voting, polling, contests and sweepstakes. coupon redemption, 
gaming, database queries. and more 

NeuSentry is a new. innovative network security tool. Wrth NeuSentry, our experts 
work with customers to identify physical and electronic security events thar affect an 
organization's risk profile. Spec1ficafly, we· 

• Identify a set of likely signs. symptoms and trace evidence markers that indicate 
the occuJrence of a security threat/event 

• Customize Neustars Global Threat Monitoring Platform1"' (GTMP"") to alarm 
when any event within a customer's profile is detected by our sensor network 

• Notify customers when breaches occur in reaf-time, to minimize loss due to attack 

• W9"< ·with our customers, after the event, to address the severity of the attack, the 
damages involved', and the.identity of the attackers 

• Adapt the process to improve the identification ofevidenc_e markers 

NeuStar. Inc. proprietary and confidential 2.1 8 



REDACTED··FOR PUBLIC INSPECTION 

Neustar Response to LNPA 2015 Surveys neustar: 
Real Intelligence. Better Decisions: 

Neustar Information Services 
Neustar's Information Services segment provides a broad portfolio of real-time information and analytics services that 
enable clients to: 

1. Identify incoming customer contacts, verify customer-provided contact information, and customize the 
communications with customers and prospective customers/prospects-all in real time; and 

2. Understand and respond to customer interests and preferences based on insights derived from large groups of 
similar consumers. 

We are one of the largest non-carrier providers of Caller ID services, and provide a comprehensive market analytics 
platform that enables clients to access and apply rich insights about customers and prospects derived from hundreds 
of reliable sources for privacy-friendly real-time interactive marketing initiatives. Additionally, our business listings 
product suite provides local businesses and local search platforms with a single, trusted source of verified business 
listings for local searches. Our online audience marketing product suite enables online advertisers to display relevant 
advertisements to specific audiences without compromising user privacy. increasing the effectiveness of online 
advertising and delivering a more useful online experience for consumers. Neustar has three distinct product suites 
within our Information Services business as described in Table 2.1 -5. 

Table 2.1-5. Neustar's Information Services 

Neustar Information Description 
Services 
Identification Services 

V~rthca11on and Analyt1cs 
Services 

Local Search and Licensed 
Data Services 

NeuStar. Inc. proprietary and confidential 

OiJr Identification Services product suite provides Caller ID services to Gariiers in. 
the U _S. and real-time identification and loclltion services to O\ler 1,000 businesses 
in the U.S across multiple industries. Our location sen11ce enables clients to match 
a 10:.digit phone nu.rnber to a latitude and longitude location. and is used for a 
number of applications including intelligent site planning, evaluating the market 
potential for retail locations. and web-based location lookup 

Our Verification and Analyucs Services product suite provides lead veni1ca1ton 
services that allow clients to validate customer data, enhance leads. and 
understand the likelihood that a particular lead will convert. This lead verification 
application enables customers to maximize their return on inbound telephone and 
web leads, identify the prospects that are most likely to become loyal customers. or 
for current customers. select and present the most effective up-sell offer 

Neustar's Local Search and Licensed Data Services product suite provides an 
online local business listing. identity management solution that serves local search 
platfor'Jl.~· i1a'.ional brands, authorized channel partners and local businesses. This 
ser111ce gives b1,1sinesses and channel partners essential tools to verify, enhance 
and manage the identity of local business listings on local search platforms across 
the web, and offers sec;rch platforms an accurate, complete and up-to-date 
database of local business listings for online publishing. 
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Neustar's Key Corporate Capabilities 
Neustar's service offerings, regardless of segment, are customer-cenlered and founded on four key components: 

1. Reliability-Neustar's service offerings depend on complex technology configured to deliver high reliability 
consistent with stringent Industry and customer standards. We have made a commitment to our customers to 
deliver high quality services that meet or exceed numerous measured service level requirements. such as 
system availability. response times for help desk inquiries, and billing accuracy. 

2. Scalability-By design, Neustar's infrastructure enables capacity and functionality expansion without service 
interruption or quality of service degradation. 

3. Neutrality-Neustar provides its numbering administration services in a competitively neutral way to ensure no 
Service Provider or Industry segment is favored over any other. Our databases and capabilities provide 
competing entities with fair. equal, and secure access to essential shared resources. Neustar's performance 
with respect to neutrality and safeguarding customer and subscriber data are independently audited on a regular 
basis. 

-' Trustworthiness-The data Neustar collects is proprietary to our customers. Accordingly, we have 
implemented appropriate procedures and systems to protect the privacy and security of customer data, restrict 
access to Neustar IT systems, and protect the integrity of its databases. 

In addition to our demonstrated financial and operational stability as detailed in Proposal Section 2.2. Neustar's 
Financial and Operational Stability, and our proven neutrality as detailed in Proposal Section 2.3, Neustar's 
Neutrality, we have built and grown a large set of key, core corporate capabilities as shown in Table 2.1-6. Many of 
these corporate capabilities tie directly to the evaluation criteria set forth in the RFP. 

Meet schedule requirements and 
manage contract costs 

NPAC/SMS SOWs. (including development. quality ~ssurance, deployment, and , 
Service Provider certifications have been subject to Industry schedule and cost 
audits 

All NPAC/SMS SOWs have been completed to specification and on 'time 
.a.&:1.',.·~!<o--T.1 .. ' · ..:"'4'ltt ;. .. 1;-'~.r'.~I.,. •. C'.;...-JI>','.. - _ ·- ·- • ··- -~ .... •• , 

Provide full financial and operational 
reporting and insight 

Develop and implement escalation 
procedures 

NeuStar. lnc. proprietary and confidential 

Neustar publishes and provides an Annual Report to the FCC and NANG. and 
remains in constant contact with both organizations regarding ongoing 
performance and other activities 

Neustar provides a written report in conjunction with an oral presentation at 
every NANC meeting and responds to questions 

Neustar meets monthly with the NANC's NOWG to review its performance 
measurements 

We have provided the 2011 Neustar Annual Report and the 2012 10-K 

Effective escalation procedures are in p!ace for the NPACiSMS 

NPAC/SMS reports into the Senior Vice President, Carrier Services 

Short. clear lines of esca1a_i1on ensure timely address of issues as they arise 
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Corporate Capability Neustar's Experience 

Survey end users to gain feedback on 
help desk and user experience 

Administration of complex. vital U.S. 
public resour~s 

Facilitation of controlled, systematrc 
evolution. enhancement. and 
expansion of Industry functions 

Experience designing, developing, 
deploying, and supporting robust 
systems and databases 

Annual NPAC Customer Survey administered by independent third party 

Distributed to all NPAC Users 

Designed to assess neutrality, responsiveness, Industry knowledge. urgency. 
and accuracy of al l NPAC/SMS customer touchpoints 

• NANP Administration 

• National Thousands Block Pooling Administration 

• 

• 

.us ~cTLf? R,8tfmfift&?f¥WY''·r'~ 
Neustar performs the change management administration function for the 
NPAC/SMS on behalf of the communications Industry 

Neustar facilitated the transition of state number pooling trials to a national 
database. focusing on a systematic evolution allowing for growth and future 
enhancements 

Neustar works closely with Industry and the FCC to develop enhancements to 
the ex1st1ng NANPA process, including expansion of current functions 

---. ..... ,. -·--- ·----·- -·~::'4"~ ..... V...--t.;. ,."' ........ ~ ............ ~ U' :o.,.;..'W~$",·.,..,..~ ..... 

Neustar designed. developed, deployed, and expanded the NPACISMS 
database to its current support or more than 620 million telE!ptior:ie numbers. 

Neustar designed, developed, deployed, and support NANPA Administration 
Syste.m (NAS). 

Neustar designed, developed, deployed, enhanced. and support the Pooling 
Administration System (PAS). · 

Neustar designed and built the next generation CNS architecture for registries 

--" ··'~-~.;:-\'}-ffi:~~~U§_ ~ .biz . , ...,,..;> ... .,. " ,; ;i'!Jo 

Manage a high-availability system to 
contractual service levels 

Strong working relat1onsh1ps and 
communications with a wide­
spectrum of organizauons. 
customers. and stakeholders 

Facilitation of progress in a 
competitive environment with 
regulatory oversight 

NeuStar. Inc. proprietary and confidential 

The NPAC/SMS 1s sub1ect to 27 contractual service level requirements. 
developed jointly with the Industry. which are reported on monthly 

The !TRS Telephone Numbering Directory is required to maintain 99.999% 
availability for both its provisioning and its query functions 

The UltraONS service and all Neustar's TLD registries carry service level 
requirements of 100% uptime - zero planned or unplanned outages permitted 

The .biz registry has SLAs with several major channel partners covering system 
downtime and system performance measures 

Neustar ac!Jvely participates in various Industry forums. including LNPA WG. 
NOWG. Industry Numbering Committee (INC). Internet Engineering Task Force 
(IETF) Internet Corporation of Assigned Names and Numbers (ICANN) and 
International Telecommunications Union (ITU) 

Neustar provides assistance to both the communications Industry and 
regulators 1n an effort to resolve difficulties in the area of number assignment. 
reportrng, etc. 

Neustar provides the lnd1.;stry Change Management Function for the LNPA 

Neustar acted as interim pooling administrator rn several states prior to being 
selected as National Pooling Administrator. 

Neustar facilitates NPA relief planning meetings, resulting in a relief plan which 
meets the needs of the Industry and the regulators. 

Neustar provides objective information and assistance to the LNPA WG in an 
effort to resolve issues facing the entire communications Industry. 
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Corporate Capability Neustar's Experience 

Ability t~ addfess long-ferm resource~ :. . • 
planning issues 

}'F'f7t 
Experience in building scalable 
databases that ensure security and 
privacy of customer data 

Ability to understand, administer, and 
deploy services that implement 
telecommunications and Internet 
policy 

• 

Developed NI.Imber Reso"urce UtiJization Foreca$-ting (NRUF) tool, ensuring 
appropriate detailed carrier Jnfoimation is collected, stored,. ana!Yzed, and 
properly distributed to appropriate regulatory authorities . 

Work closely with INC NA~C. and LNPA WG to ensure th"at long term Number 
· Resource Optimizat!on _ rieeds ~·II continue to. be ach ieve~. 

Neustar developed, deployed, and maintains the Number Portability 
Adm1nistrat1on Center, which contains routing information for ported and pooled 
telephone numbers in the U.S. and Canada. 

Neustar developed, deployed. and supports the Customer Account Record 
Exchange database, which contains highly sensitive proprietary Service 
Provider information. 

Neustar has an in-depth"unde~tanding of all federal and state policy issues 
regarding number admini~tration, including the requirements developed by the 
Industry that are seen to be the guidelines und9f' which the LNPA. NANPA, and 
the PA operate; all services -areJully compliant with all regulatory and Industry 
mandates 

Neustar's experience in the policy-rich communications regulatory environment 
. provides· it with significant insight into policy identification and coordination of 
Internet policy " 

,. .• Neustar is active in !CANN, the IETF, and other Internet-related policy and 
standards. bodies. Neustar has a staff of experts on Internet policy and 

· _,_ ~technical matters. Neustar policy and legal experts participate heavily in 

JFANN activities' , --·----· __ _ 

Neustar's Approach to Privacy and Data Security: 
Coordinated, Comprehensive, Built-In 
Neustar's corporate heritage is grounded in the principle of neutrality, the building blocks of which are trust, privacy. 
and security. We understood from the very outset that the U.S. telecommunications Industry would not assign us 
responsibility for managing their critical assets (i.e. telephone number inventory) without absolute confidence that 
Neustar would aggressively defend those assets from unauthorized use. access, disclosure, or alteration. Neustar's 
goal, from its earliest days, is to be the relentlessly neutral, unassailably trustworthy, and demonstrably reliable 
provider of best-in-breed services and technology fueled by some of a provider's most important assets-ronfidential 
and competitively sensitive business information. 

We know privacy and security safeguards must be built into-not added onto-everything we do in order to achieve 
this goal. ensure that the information we receive as the LNP administrator remains the confidential information of the 
providing users, and prevent use of that data other than for the performance of our obligations as the NPAC 
administrator and as permitted by our User Agreements. Moreover, we believe that privacy and security are but two 
legs of a three legged stool that must include data governance. 

In recognition of the increasing complex issues surrounding data privacy and security, and the interdependence of 
these concepts. Neustar formally adopted an enterprise-wide "privacy and security by design" approach to safeguard 
data entrusted to us by our customers, and two individuals with extraordinary expertise and experience were brought 
in to spearhead this approach. 
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CONFIDENTIAL 

We have implemented, and continuously update, strict data privacy security policies throughout the company, 
including policies and practices applicable specifically to NPAC data that meet or exceed the administrative, 
technical, and physical security requirements of the Master Agreement. Compliance with these requirements is 
monitored and auditable under the terms of the Master Agreement, and the NPAC infrastructure is subject to an 
annual security assessment. User Data is, of course, segregated from data used by Neustar in connection with other 
services, and we have appointed both business and technical "data stewards" for that data. For example, .,., •. ..,...,. 

are business and technical data stewards, respectively. for the U.S. NPAC. Access is 
restricted to employees with a "need-to-know" for purposes of providing services under the Master Agreement and/or 
User Agreements who have received appropriate training to ensure adherence to the requirements of those 
agreements. 

Controls are further ensured by the company's data governance procedures. which require the Chief Privacy Officer 
and Deputy General Counsel to review and approve (or disapprove) all data access requests, and to maintain a 
running log of the disposition of all access requests. In conducting these reviews. the Chief Privacy Officer speaks 
directly with relevant data stewards and lawyers responsible for the Master Agreement and User Agreement. 

The results of our compliance monitoring program confirm the company's adherence to the privacy and security 
controls in place to protect NPAC data. For example, Neustar undertakes an annual audit of the security of IT 
Operations for the NPAC application. The annual Neutrality Audit reviews compliance with our obligation to limit 
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Users access to their own data. As part of Neustar's Sarbanes-Oxley obligations, we review NPAC access. change 
management procedures, and computer operations controls. 

Neustar is committed to continuous improvement and best-practices adherence. and provides Industry leadership as 
an active member of the Network Advertising Initiative (NAI) and the Digital Advertising Alliance (OAA). 

Neustar's Industry Involvement 
Neustar is committed to being actively involved in the industries we serve. We chair and co-chair several Industry 
forums and we are regular contributors. offering whitepapers and other submissions to several different working 
groups and committees. We strive to be thought leaders in the areas of our expertise and we take that role seriously. 
We know that a high degree of trust from our customers is required for us to be successful in working with the 
Industry to expand ideas in a professional transparent manner. Neustar is an active participant in the following 
forums, associations. and organizations: 

• Alliance for Telecommunications Industry 
Solutions (ATIS} 

• CTIA-The Wireless Association (CTIA) 

• Common Interest Group for Routing and Rating 
(CIGRR) 

• Communications Sector Coordinating Council 
(CSCC) 

• Competitive Communications Association 
(COMPTEL) 

• Emergency Services Interoperability Forum (ESIF) 

• Federal Communications Bar Association (FCBA) 

• Future of Numbering (FON) Working Group 

• Future of Privacy Forum 

• Global System for Mobile communications 
Association (GSMA) 

• GSMA Embedded Mobile Project 

• Industry Numbering Committee {INC) 

• Information Technology Sector Co-Ordinating 
Council 

• International Telecommunication Union (ITU) 

• Internet Engineering Task Force (IETF) 

• Kantara Initiative 

• local Number Portability Administration Working 
Group (LNPA WG} 

• Local Ordering Sub-Committee. OBF 

• Mid American Regulatory Commissioners 

• Mobile Marketing Association (MMA) 

NeuStar. Inc. proprietary and confidential 

• Murray State University Center for 
Telecommunications Systems Management 

• National Association of Regulatory Utility 
Commissioners (NARUC) 

• National Cable and Telecommunications 
Association (NCT A) 

• National Institute of Standards and Technology 
Smart Grid Interoperability Standards (NIST SGIP) 

• National Telecommunications Cooperative 
Association (NTCA) 

• National Security Telecommunications Advisory 
Committee (NSTAC) 

• New England Conference of Public Utility 
Commissioners 

• North American Numbering Council (NANC) 

• Numbering Oversight Working Group (NOWG) 

• Open Mobile Alliance (OMA) 

• Ordering and Billing Forum (OBF) 

• South Eastern Association of Regulatory Utility 
Commissioners 

• Tech America 

• Telecommunications Risk Management 
Association (TRMA} 

• Third Generation Partnership Project (3GPP) 

• United States International Telecommunication 
Union Association (USITUA) 

• USTelecom 

• Wireless Sub-Committee. OBF 
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We know that special care and conduct are required when being a thought leader while at the same time being a 
neutral, third-party administrator of an Industry-wide service like the U.S. LNPA. For example. Neustar has never, 
and would never, sponsor a change order at an Industry forum like the NANC LNPA Working Group. get the Industry 
to expend considerable resources to define, refine, and work the change order, and simultaneously seek a patent 
based on that change order. Doing so could potentially prevent the Industry from implementing the subject matter of 
the change order covered by the patent or enable the vendor doing so to monetize the change order later. 
Companies that do this just do not understand the conduct, the trustworthiness and, particularly, the neutrality 
required of the U.S. LNPA. 

Neustar's Corporate Citizenship and Conduct 
We will remain worthy of the Industry's trust. a particularly important qualification for an entity providing neutral third­
party services. In the LNPA Vendor Qualification document, the Industry requests infonnation from respondents. and 
any of their proposed subcontractors, with respect to pending lawsuits, contract terminations. past performance on 
contracts, and current contract references, all of which speak to a respondent's reputation. In Neustar's responses lo 
these questions, the Industry will find an outstanding record. Neustar is proud to say that it is not our practice to sue 
our customers. As a US. company, we respect and abide by U.S. law. We have never been fined by the U.S. 
government. We do not do business with. or in, foreign countries like Iran, Cuba. or Syria that are under sanctions 
from the U.S. government. During the next contract tenn and beyond, Neustar is committed to continue to be a good 
corporate partner and citizen to the communications Industry and all of our current and prospective customers. 

Additionally, Neustar recognizes it is our responsibility, as a good corporate citizen, to help enrich our surrounding 
communities in a way that leverages our experience as a technology leader. Through successful community 
initiatives such as the My Digital Life program. which teaches middle school students digital literacy and online safety 
and excites children about career opportunities in Science. Technology, Engineering. and Math (STEM) fields. 
Neustar can help prepare an innovative, competitive workforce by getting children interested in these subjects. To 
date, approximately 23,000 students are participating in the My Digital Life program in more than 220 schools. 
Neustar's CEO, Lisa Hook. is a passionate advocate for STEM education. She has participated in many programs 
promoting these fields, authored editorials encouraging the participation of her peers, and participated on a 
Congressional panel focused on the importance of STEM education to America's job growth and economic recovery. 
Also. through the leadership of Neustar's CTO, Mark Bregman, the company actively participates in the Anita Borg 
lnstitute's annual 'Grace Hopper Celebration" event. which supports and promotes the advancement of women in 
technology. 

Just as we believe we have a responsibility to help improve the STEM educational opportunities and to be an 
environmentally sound neighbor. we believe it is vital to support the relationship between our employees and the 
broader communities we live in. We offer each of our full-time employees one paid day off each year to volunteer for 
non-profit and community organizations. In effect, we allow our employees to contribute up to 10,000 hours of paid 
volunteer time each year. 
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We also support higher education initiatives that help students further their degrees with real-world experience. In the 
spring of 2012, Neustar Labs, our research and development ann, established the Neustar Innovation Center at the 
University of Illinois. Champaign-Urbana, one of the leading computer science schools in the country. Neustar offers 
internships at the Center, where students research and develop new solutions to real business problems, giving them 
valuable experience they can apply to future careers. In Kentucky, where we have a major operations center, we are 
actively working to support universities· engineering programs to help develop a strong pipeline of technical talent. In 
2012, we hired our first interns from area colleges and plan to continue offering training opportunities in that 
community. 

Neustar sponsored the CyberWatch Mid-Atlantic Collegiate Cyber Defense (CCDC), competition. where students 
from regional colleges try to protect networks that a team of ''hackers." or security professionals from Neustar and 
other companies. attempt to compromise. We also participated in The George Washington University's Teachers in 
Industry Project, which provides middle and high school teachers !he opportunity to experience the work environment 
for which they are preparing their students. This has led us to offer four-day "externships'' to STEM teachers at our 
~...., • ..,.H ..... -i '""'"'-, campus. 

Neustar is an enthusiastic supporter of Yearup'. an intensive training program that provides low-income young adults, 
ages 18-24, with a combination of hands-on skills development. college credits, and corporate internships­
particular1y in the technology sector. We have sponsored internships with a number of them becoming full-time 
Neustar employees. 

Neustar also has significant environmental conservation initiatives in place and recently received LEED certification 
by the U.S. Green Building Council (U.S.GBC) in recognition of Neustar's commitment to managing its energy 
consumption, water efficiency and material use during the construction process of our headquarters in '~~ .............. .. 

. We continue to work toward reducing the amount of energy consumed in our data centers through the 
incorporation of many eco-friendly systems. such as air flow controls and energy-efficient servers, and Neustar sites 
around the world have numerous recycling and conservation programs in place, including: traditional recycling of 
paper, glass, aluminum. and plastics; a papertess payroll option for employees; and GreenPrint to reduce paper 
consumption. 

Conclusion 
In conclusion, Neustar. as a corporation. offers the Industry: 

• Unmatched credentials as a neutral, third-party services partner for not only the communications Industry but also 
the internet industry 

• Proven core capabilities aligned with evaluation criteria set forth in the RFP 

• Enterprise-wide "privacy and security by design" approach to safeguard data entrusted to us by our customers 

• Active participation in Industry fora 

• Strong community involvement that benefits the industries we serve and the communities we operate in. 
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2.2 Neustar's Financial and Operational Stabi lity 

Why Neustar 

Financially strong with growing revenues, cash balances, and earnings per share 

Stable, with only one ownership change since incorporation in 1998 - going public 

Publicly traded company with CFO attestation/certification that provides superior financial transparency 

• Not proposing a special-purpose company, a newly formed company, or a wholly owned subsidiary; 
thereby providing an unclouded picture of our financial and operational stability 

U.S. company respecting and adhering to U.S. laws and regulations 

The Industry requires prospective bidders to provide three-years worth of audited financial statements and annual 
reports in their proposals, explain their financial position, and provide the same financial information for any 
subcontractors. 

Neustar posits that these are minimum requirements for prospective bidders. We have included the required 
information (as an attachment to VOS Section 3.2, Financial Responsibility and Stability) and in the remainder of this 
section. will more precisely describe our financial position. We understand that audited financial statements and 
annual reports do provide some measure to assess whether an entity has the financial resources to serve as the 
LNPA for the next term. Cursory review of the requested materials can provide some insight into the financial 
structure of a company; however, only a deeper inspection can reveal the precarious position of a company which 
otherwise appears fiscally sound. For example, prior to 2000, Industry professionals would not have predicted that 
Worldcom, Global Crossing, Adelphia Communications, or Nortel would all go bankrupt. Few financial professionals 
would have predicted that Lehman Brothers, Chrysler, and General Motors would go bankrupt and that over 400 U.S. 
banks would fail between 2008 and 2011 after only 25 banks had failed in the previous 7 years. 

Neustar the parent. not a wholly owned subsidiary of Neustar. serves as the current U.S. LNPA. The financials we 
state and provide are our own and are not dependent on a disconnected parent company. Additionally. the financial 
reports we provide adhere to strict laws with respect to publicly traded companies in the U.S. as discussed below. 

Respondents who operate as wholly owned subsidiaries may be beholden to their corporate parents for a number of 
items; demonstration of financial strength, approvals of strategic and operational decisions, and general support of 
business plans. On the surface. wholly owned subsidiaries may appear to be financially strong based on the financial 
strength of their parent company. However, to allow for deeper inspection. a wholly owned subsidiary must provide a 
detailed description of not just its own financial condition but also that of its parent company. In addition, a wholly 
owned subsidiary must provide detailed budgets and various financial guarantees from its corporate parent so the 
Industry can eliminate any concerns about the respondent's financial stability. 
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Likewise, financial statements of private companies can prove to be a challenge when conducting a similar 
assessment. Generally, privately held companies have less comprehensive reporting requirements for transparency 
than do publicly traded companies. Additionally, private companies are not subject to regulations like Sarbanes­
Oxley and, typically, do not have to operate under the financial rigors and controls. For example. privately held 
companies in the United States are generally not required to publicly disclose their financial statements. Private 
companies may make decisions to benefit only a small number of owners/shareholders while leaving the company at 
risk. At minimum, respondents that operate as privately held entities must provide financial reports and disclosures 
that are at par with those provided by public companies. 

Partnerships. like joint ventures, can prove to be problematic as well: particularly partnerships or entities formed just 
to bid on a specific project, program, or service. These types of ventures are known as special purpose vehicles or 
special purpose entities. Some non-neutral bidders may use this approach to create an entity that appears to be free 
of any neutrality concerns. but in attempting to cure neutrality concerns, they may end up with one that has no 
discernible financial track record or substance. 

Since our inception in 1998. Neustar has understood that financial stability is a vital pillar for providing LNPA services 
to the Industry. Our strong and stable financial position and our corporate commitment to serve as the U.S. LNPA 
has allowed us to provide consistent and high levels of LNPA customer service during trying economic times. 

As further detailed below, Neustar does not propose the use of any subcontractors to deliver U.S. LNPA services. 
Respondents that propose the use of subcontractors make it difficult, if not impossible, for the Industry to rely upon 
the financial disclosures offered by the primary vendor. Neustar is a U.S.-based company and is not foreign-based 
or foreign-controlled. Foreign·based/foreign- controlled companies have several inherent drawbacks. being subject 
to different financial reporting requirements. different corporate ethics, and different laws. 

Neustar's Financial Performance 
Neustar has been a public company since 2005 and has undergone only one change in ownership since 1998-
going public. Neustar is a financially strong and stable company with annual revenue growing from $242M in 2005 to 
$831M in 2012. Likewise. Neustar's annual free cash flow has almost quadrupled going from $48M to $251M during 
the same time frame. 

Neustar's principal source of liquidity is cash provided by our operating activities. Neustar's business segments have 
strong fundamentals and generate enough cash to meet all our obligations and make all necessary investments in 
our technology platforms. 

Neustar manages its business very conservatively with specific focus on long-term viability and financial stability. We 
have an exceptionally strong balance sheet, particularly in regard to working capital. As of December 31, 2012, our 
Wol1<.ing Capital (current assets minus current liabilities) equaled $368.3 million, including $343.9 million of liquid 
cash, cash equivalents, and short term investments. Financial ratios for financial stability exceed common 
performance benchmarks-our current ratio (ratio of current assets to current liabilities) of 3.3 and our quick ratio 
(ratio of liquid assets to current liabilities) of 3.0 exceed typical benchmarks for these ratios of 2.0 and 1.0. 
respectively. 
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In addition to strong liquidity. our debt to equity ratio of 0.9 is favorable when compared against a common 
benchmark of 1.5. Our net debt to equity ratio (debt minus cash and cash equivalents versus equity), which indicates 
the relative proportion of shareholders' equity and debt used to finance a company's assets, is under a benchmark of 
1.0 at 0.38. 

Neustar's Revenue Diversification 
Neustar's commitment is to improve U.S. LNPA services continually while judiciously taking advantage of strategic 
opportunities to diversify revenue and maximize overall long·term viability. During the last several years, Neustar has 
successfully diversified its business without losing sight of our role as the U.S. LNPA. 

Over the years. we've diversified our services portfolio and now offer a broad range of innovative services, including 
registry services, managed DNS services. IP services, fixed IP geolocation services, Internet security services, caller 
ID services. Web performance monitoring services. and real-time information and analytics services. This has been 
accomplished through acquisitions of strategic assets such as Neustar Information Services {formerly TARGUS info), 
as well as organic growth. 

It is also extremely important to note that our revenue growth has been entirely from "neutral" businesses. In fact, 
neutrality is a foremost investment/business review criteria for Neustar. We never will enter or acquire a business 
that makes us non-neutral and jeopardizes our role as the U.S. LNPA. Over the past 15 years. as discussed below 
in Proposal Section 2.3, Neustar's Neutrality. we have passed on business opportunities and acquisitions that would 
possibly have added annually hundreds of millions to our revenue annually and significantly increased shareholder 
value. We have never lost sight of the fact that the largest source of our strength and track record comes from our 
work as the U.S. LNPA. 

Neustar's Credit Facilities 
On January 22, 2013, we entered into a credit facility that provided for a $325 million senior secured term loan 
facility, or 2013 Term Facility, and a $200 million senior secured revolving credit facility, or the 2013 Revolving 
Facility, and togettier with the 2013 Term Facility, the 2013 Credit Facilities. In addition, we closed an offering of 
$300 million aggregate principal amount of 4.50% senior notes, or Notes. We used the proceeds received from the 
2013 Term Facility and Notes to repay our outstanding principal borrowings of $592.5 million under the 2011 Term 
Facility. Our 2011 Credit Facilities, which we used to purchase TARGUSinfo. were terminated in connection with this 
refinancing event. 

Our ability to raise debt on favorable terms in a weak economic environment speaks strongly of the confidence 
placed on us by the financial community, while our willingness to purchase strategic assets at a time when asset 
prices and interest rates are at their lowest levels in many years speaks to the business acumen and strategic vision 
of our management team and Board of Directors. 

Regardless of whether Neustar is in the process of diversifying our revenue or seeking to expand our access to credit 
or debt. adhering to Neutrality Requirements is of paramount importance. As such, specific provisions are included 
in our debt instruments to ensure no TSP can ever hold a majority of our debt. These debt documents are filed with 
the SEC and are publicly available. 
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Neustar's Public Financial Reporting and Transparency 
As a publicly held company since 2005, Neustar is fully compliant with all required financial reporting and disclosures 
required by the SEC and in accordance with U.S. Generally Accepted Accounting Principles (GAAP). The company 
has maintained effective disclosure controls and internal control over financial reporting based on the criteria 
established in Internal Control-Integrated Framework issued by the Committee of Sponsoring Organizations of the 
Treadway Commission. Further, we have designed accounting, IT and operational procedures that exceed the 
Sarbanes-Oxley requirements. Neustar has maintained a rigorous accounting and reporting practice with regular 
reviews by the company's Board of Director's Audit Committee and its registered public accounting firm, Ernst & 
Young. The company's approach to financial reporting, public disclosure and internal control is evidenced by the fact 
that the company has not disclosed any significant deficiencies or material weaknesses in internal control over 
financial reporting, nor has the company disclosed errors in its financial statements that have resulted in a 
restatement. 

Companies that are privately owned and operated. managed as part of a private investment fund or portfolio. 
operated as a division within a larger company, operated under foreign disclosure requirements. or any combination 
thereof, may be under no obligation to provide ongoing detailed disclosures about either their operations or their 
financial statements. 

Neustar Quarterly Certifications to the NAPM LLC 
At the close of each fiscal quarter, Neustar's Chief Financial Officer, in compliance with the various Assignment 
Agreements1• issues a certificate confirming Neustars financial standing. The certifications, filed without fail since 
execution of the Assignment Agreements, attest to the fact that no event has occurred that would permit a 
termination of the Master Agreement under Section 23.1(a) (for default) or Section 23.1(b) (for financial inability to 
perform) and that Neustars current financial resources will be sufficient to fund capital expenditures and working 
capital requirements for at least the next six months. including pending statements of work. Neustar's commitment to 
our customers and to our role as the U.S. LNPA is exhibited by the fact that only our CFO is allowed to provide such 
assurance. 

Oversight by Neustar's Board of Directors 
Neustars Board of Directors meets at least once per quarter to discuss matters pertinent to Neustars operations and 
to review financial results. The Board of Directors' Audit Committee, composed of four independent directors, meets 
quarterly and is responsible for reviewing: 

• Neustar"s financial results 

• Results of the reviews and audits of the external and internal auditors 

• Findings and recommendations identified as a result of internal and external audits 

• Risk assessment and monitoring 

1 On November 30, 1999, Lockheed Martin. Neustar. and the NAPM signed seven Assignment Agreements. one for each U.S. 
region. under which Lockheed Martin assigned to Neustar. and the NAPM LLC consented to such assignment, the Master 
Agreements. the User Agreements, and the material hardware and software used to provide NPAC services. 
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Unique to Neustar, our Board also includes a Neutrality Committee whose members are Neustar's CEO and two 
independent board members. The Committee is responsible for reviewing neutrality reports, neutrality audits, and 
the status of the corporate neutrality programs (such as annual training and quarterly certifications) and that they 
occur without exception and on time. The Committee is also responsible for investigating any potential neutrality 
violations and requiring necessary corrective action. 

Neustar Does Not Propose to Use Third-party Partners or Subcontractors 
The Industry is requesting detailed financial and neutrality information for any third-party partners or subcontractors 
proposed. Given that there are neutrality. operational, legal, and strategic risks. as well as financial risks when using 
third parties. Neustar will not delegate U.S. LNPA duties to third party partners or subcontractors. 

Some bidders may have no choice but to include partners or subcontractors in their bids due to a lack of technical 
expertise, cash-flow. available human resources, or particularly. lack of neutrality. Neustar understands the unique 
requirements of successful NPAC operation. which extends all the way to the building of a corporate culture around 
the concepts of reliability, confidentiality, and neutrality. 

Conclusion 
With Neustar. the Industry already has the best U.S. LNPA: Neustar has unquestioned neutrality: we are US-based: 
we are publically traded. not privately owned; we provide the utmost in financial reporting transparency and rigor; our 
financials are our own and not those of a disconnected or uninterested corporate parent: we are proposing to provide 
the entire LNPA service without the assistance of, and the risks associated with third party providers and 
subcontractors; and. importantly, Neustar's record of U.S. LNPA customer service is simply outstanding. 
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2.3 Neustar's Neutra lity 

Why Neust ar 

Meets or exceeds all VQS and Rf P Neutrality Criteria today 

Neutrality Code of Conduct, developed in collaboration with the FCC and Industry, is in place today 

Successful, corporate-wide Neutrality Compliance Program in place today 

More than 60 numbering-related neutrality audits passed since Neustar's creation in 1998 

Neutrality Legal Opinion provided by an independent law firm with more than a decade of experience in 
reviewing LNP neutrality 

Long history of neutrality can give Industry confidence of neutrality continuing into the future 

No complex or time-consuming neutrality cure required 

VQS Section 3.4 requires that the Primary Vendor and all Subcontractors must "at all times be Neutral Third Parties" 
and the RFP requires each of the regional LNP databases be managed by an LNPA that is ·neutral and independent 
from Telecommunications Carriers." Further, the RFP Section 4.2 requires an audit of an LNPA's neutrality to be 
conducted every six months. 

Neustar has an unquestioned record of neutrality in numbering administration that simply cannot be matched by any 
other entity. Created in 1998 specifically to be assigned North American Numbering Plan Administrator and LNPA 
contracts from the non-neutral Lockheed Martin, Neustar was born into an environment that mandated neutrality from 
telecommunications numbering administrators. From the outset, Neustar made neutrality an integral part of its 
corporate essence. Neustar was a Neutral Third Party when it was created in 1998 and Neustar remains a Neutral 
Third Party today. Indeed, Neustar's very name is a constant affirmation of the company's continuing commitment to 
neutrality. 

Neutrality, though, is more than just a name. Neutrality in numbering administration must be lived in practice 
constantly, not merely practiced when convenient. Since 1999, Neustar has been governed by a Neutrality Code of 
Conduct that was developed in consultation with the Commission and the Industry. This Code of Conduct was 
included in the Commission order approving the transfer of the NANPA contracts from Lockheed Martin to Neustar 
and was referenced in the agreement by which the Industry approved the assignment of the LNPA agreements to 
Neustar. To Neustar's knowledge, this is the only such Code of Conduct in existence today. 
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NEUSTAR CODE OF CONDUCT 

1. Neustar will never, directly or indirectly, show any preference or provide any special consideration to any 
company that is a telecommunications service provider, which term as used herein shall have the meaning set 
forth in the Telecommunications Act of 1996. 

2. No shareholder of Neustar shall have access to user data or proprietary information of the telecommunications 
service providers served by Neustar (other than access of employee-shareholders of Neustar that is incident to 
the performance of NANPA and LNPA duties). 

3. Shareholders of Neustar will ensure that no user data or proprietary information from any telecommunications 
service provider is disclosed to Neustar (other than the sharing of data incident to the performance of NANPA 
and LNPA duties). 

4. Confidential information about Neustar's business services and operations will not be shared with employees of 
any telecommunications service provider. Neustar shareholders will guard their knowledge and information 
about Neustar's operations as they would their own proprietary information_ 

5. No person employed by, or serving in the management of any shareholder of Neustar will be directly involved in 
the day-to-day operations of Neustar. No employees of any company that is a telecommunications service 
provider will be simultaneously employed (full-time or part-time) by. Neustar. 

6. Warburg Pincus will not control more than 40% of Neustar's Board. 

7. No member of Neustar's board will simultaneously serve on the board of a telecommunications services provider. 

8. No employee of Neustar will hold any interest, financial or otherwise, in any company that would violate the · .•. 

9. 

neutrality requirements of the FCC or the NPAC Contractor Services Agreements (the Master Agreements). 

Neustar will hire an independent party to conduct a neutrality review of Neustar, ensuring that Neustar and its 
shareholders comply with all the provisions of this Code of Conduct. The neutrality analyst will be mutually 
agreed upon by Neustar, the FCC, NANC and the LLCs. The neutrality review will be conducted quarterly. Neustar 
will pay the e><penses of conducting the review. Neustar will provide the analyst with reasonable access to 
information and records necessary to complete the review. The results of the review will be provided to the LLCs, ·,. 
to the North American Numbering Council and to the FCC and shall be deemed to be confidential and proprietary 
information of Neustar and its shareholders. 
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To ensure Neustar's compliance with the Neutrality Code of Conduct. the Code requires Neustar to undergo quarterly 
neutrality audits by a mutually agreed third party. Thus, Ernst & Young has conducted SO quarterly reviews of 
Neustar"s compliance with the Code of Conduct and other neutrality rules. Each of those SO quarterly audits 
confirmed Neustar's continuing neutrality and these audit reports are shared with the Commission. the NANC, and 
the NAPM LLC. Moreover, beginning in 2003, the law firm of Piper Rudnick, now known as DLA Piper, conducts 
annual neutrality audits and submits it findings to the NAPM LLC. Each of these 10 annual audits has also confirmed 
Neustar's compliance with the Code of Conduct. No other prospective vendor has ever been subjected to such 
rigorous neutrality audits. 

Below, Neustar will discuss the continuing importance of neutrality in the LNPA and then explain its neutrality 
compliance program in greater detail. 

Neutrality Remains Critical to the Success of Local Number Portability 

Neutrality in telecommunications numbering administration is not an idle academic exercise. The requirement in the 
Telecommunications Act of 1996 that the Commission ·create or designate one or more impartial entities to 
administer telecommunications numbering" originated out of concern that telephone numbers were such an integral 
component of a telecommunications service that a biased administrator could impede the development of 
telecommunications competition. With this directive from Congress, and sharing the Congressional concern, the 
Commission, in FCC 96-286 at ~92, determined that it was in the "public interest for the number portability databases 
to be administered by one or more neutral third parties.' The Commission continued: 

Neutral third party administration of the databases containing carrier routing 
information will facilitate entry into the communications marketplace by 
making numbering resources available to new service providers on an 
efficient basis. It will also facilitate the ability of local service providers to 
transfer new customers by ensuring open and efficient access for purposes 
of updating customer records ... . Neutral third party administration of the 
carrier routing information also ensures the equal treatment of all carriers 
and avoids any appearance of impropriety or anti-competitive conduct. Such 
administration facilitates consumers' access to the public switched network 
by preventing any one carrier from interfering with interconnection to the 
database(s) or the processing of routing and customer information. Neutral 
third party administration would thus ensure consistency of the data and 
interoperability of number portability facil ities. thereby minimizing any anti­
competitive impacts. 

When those words were written in 1996. competition in the local telecommunications market was still a vision. Fax 
machines and pagers were prominent. There were clear distinctions between Service Providers who were RBOCs. 
CLECs. IXCs, CMRS providers, and cable operators. There were only 60 million wireless subscribers in the United 
States and wireless Service Providers were initially exempt from the Telecommunication Act's LNP requirements. 
There were no smart phones. SMS and MMS were not in widespread use. The ITU· T had only just begun the 
development of standards for the transmission and signaling of voice communications over Internet Protocol (VoIP) 
networks with the H.323 standard. 
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Today. in part because of LNP, the telecommunications marketplace in the U.S. has grown into the largest and most 
competitively robust market in the world as traditional companies, cable operators. mobile providers. and new 
entrants square off to compete for business and residential subscribers. Wireless is exploding: there are now 330 
million wireless subscribers in the U.S. and more SMS and MMS messages are sent each month than voice calls are 
made. New mobile devices are appearing in the market with increasing velocity: seemingly, everyone today has a 
smart phone. a tablet, or both. There are hundreds of thousands of applications available for these devices and 
millions are downloaded each day. VoIP is commercially available and in use by consumers and corporations 
throughout the country. 

Innovation and change are the norm for the U.S. telecommunications market now and will be in the future. New 
handset devices are still being launched. More tablets and other devices are being developed. Convergence in 
voice, text. video, and Internet is increasing. Service providers are in the middle of developing and executing L TE 
plans and implementations. With this innovation and change, local number portability is more important today than 
ever. There are more than 600 million TNs contained across the seven regional NPAC/SMS systems. More than 
500 million NPAC/SMS transactions occurred in 2012 alone. The NPAC/SMS enables number conservation using 
Thousands-Block Pooling and is readily used by Service Providers to gain customers. retain customers, migrate 
customers to different networks, and to restore service to customers in the event of outages or disasters. Neustar. as 
the U.S. LNPA. processed billions of individual Common Management Information Protocol (CMIP) operations in 
2012 in support of those 500 million NPAC/SMS transactions. 

With the continuing importance of local number portability, even a relatively small failure in the administration of LNP 
would have a significant financial impact on carriers and damage consumer confidence in a system that is a linchpin 
for telecommunications competition. As the Industry knows, the NPAC/SMS is an extremely complex system the 
performance of which is instrumental in ensuring the success of LNP in enabling the delivery of every voice call and 
text message, and the provision of critical services such as telephone number management and the restoration of 
service in the event of a disaster. The NPAC/SMS is a critical part of the telecommunications infrastructure in the 
United States. Confidence in the neutrality of the LNPA is critical, not only because the LNPA is privy to 
competitively sensitive information. but also because all participants in the Industry must be able to trust the LNPA to 
operate in a manner that will not favor any particular Service Provider or Industry segment. particularly as the LNPA 
and Industry adapt the NPAC/SMS to accommodate the Industry's transition to all-IP networks, 

A Neutral Third Party administrator is essential to ensuring consumers and businesses are able to switch Service 
Providers without obstruction or undue delay in the process. Positive experiences with the porting process by 
consumers and businesses are vital to the success of communications competition. If consumers and businesses 
encounter unreasonable delays in their attempts to change Service Providers or if changing providers becomes an 
intolerable hassle. consumers and businesses will then become less likely to attempt switching providers. Thus. 
communications will be compromised if an LNPA, because of corporate affiliations or contractual relationships, acts 
in a non-neutral fashion. A non-neutral administrator may choose not to adequately support complex mass migration 
transactions or may selectively enforce transaction processing rules and Industry guidelines to give favored carriers 
or favored segments a competitive advantage. Similarly, since the LNPA and NPAC/SMS can play a major role in 
disaster recovery, a favored Service Provider could offer assurances to consumers and businesses that their 
services will be restored more rapidly than others after a natural disaster. 
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The LNP administrator must also be able to represent the porting Interests of the Industry at standards development 
committees impartially. A biased administrator can use its power to block or push for standards for the benefit of one 
customer or Industry segment. Indeed, such an administrator could change feature functionality of the NPAC system 
to benefit certain providers or Industry segments. such as by supporting certain technologies over others. This is the 
very essence behind the requirements that a numbering administrator not be aligned with any particular Industry 
segment. 

The Industry must be able to trust the integrity and neutrality of its LNPA for local number portability to function as 
intended. The porting process necessarily requires that Service Providers share confidential customer information 
and proprietary business plans with the LNPA. Service providers must have confidence that their competitively 
sensitive information will be tightly guarded and not shared with one or more of their competitors. If Ser1ice 
Providers lose this confidence because of real or perceived neutrality concerns with the LNPA, the entirety of the 
local number portability system will cease to function efficiently. If the portability system breaks down. then non­
favored Service Providers may lose business because they can no longer capture new customers. leading not only to 
diminished communications competition but also to reduced consumer benefit that flows from vibrant competition. 
Moreover. the mere perception that the LNPA is favoring an Industry member or segment, or has the incentive to do 
so, will result in the Commission. the NAPM, and carriers devoting increased resources to monitoring the LNPA. 

Given the increasing size of the U.S. communications market. the increasing level of competition, the increasing 
reliance on LNP for use beyond just competitive porting. and the volume of work the U.S. LNPA has to perform, the 
neutrality of the U.S. LNPA is more important than ever before and will be even more important in the future. 

Neustar's Unmatched Commitment to Neutral ity 
Commitment to neutrality in numbering administration permeates all aspects of Neustar's corporate existence. 
Neustar's Restated Articles of Incorporation. its corporate bylaws, and even its stock certificates all contain provisions 
reflecting the neutrality requirements imposed on Neustar by the Commission and the Industry. Neustar views every 
relationship that it undertakes, acquisition that it contemplates, investment that it examines, and debt that it incurs 
through the prism of neutrality. Contracts are declined; acquisitions and investments refused; and neutrality 
provisions negotiated into Neustar's debt instruments. No other company can make these claims, just as no other 
company can fully appreciate the full scope of what number administration neutrality entails. 

HIGHLY CONFIDENTIAL 
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HIGHLY CONFIDENTIAL 

HIGHLY CONFIDENTIAL . Neustar periodically looks to make investments 
in new companies that are developing promising new technologies, in part to help Neustar develop interesting new 
products that it can deliver to the communications Industry. Each of these potential investments is investigated to 
ensure the target company is not a TSP or a TSP affiliate. Moreover, even if the company salisfies that check. 
Neustar requires that a neutrality escape clause be negotiated in its investment agreement, so that Neustar will be 
bought out immediately if the target company becomes a TSP or TSP affiliate in the future. Unfortunately, a number 
of the companies in which Neustar has sought to make such investments have not wanted to be encumbered by the 
neutrality driven provision and the investments could nqt be made. 

The neutrality rules also affect entities that invest in Neustar. Pursuant to the Commission neutrality rules that apply 
to the NANPA and the PA, no TSP or TSP affiliate is pennitted to own more than 5% of Neustar's equity. Rather 
than waiting for its investors to file documentation with the Securities and Exchange Commission (SEC) indicating 
that their ownership went above the 5% threshold, filings that can lag significantly in time, Neustar actively monitors 
its investors' ownership stakes using third-party services. As soon as Neustar discovers an investor has reached a 
5% ownership stake, Neustar contacts the investor to ask for certification that it is not a TSP or a TSP affiliate, that is, 
that the investor itself is not on the Commission's list of TSPs (Fann 499 list) nor does it own 10% or more of any 
entity that appears on that list. If they are not able or willing to provide such a certification, Neustar asks that the 
investor either reduce its investment in any TSP to below a level below 10% and provide the certification, or maintain 
its TSP lnvestment but reduce its investment in Neustar to below 5%. Most investors that cross the 5% Neustar 
investment threshold have been able to provide Neustar with certification that they are neither TSPs nor TSP 
affiliates. In other instances. however. investors have chosen to draw down their TSP investments and. in others, 
reduce their stake in Neustar. 

From a major transaction such as HIGHLY CONFIDENTIAL to the occasional investment opportunities that 
must be reviewed. to the standard day-to-day monitoring of our investors, Neustar's commitment to neutrality is clear 
and unmatched. 

Neustar is the only vendor in the Industry with an effective and comprehensive neutrality compliance 
program in place today to ensure our Neutrality through the next contract term. 

Neustar has been able to undergo the extensive scrutiny of its neutrality auditors without significant issue because it 
has a comprehensive neutrality compliance program in place throughout the company. Overseeing Neustar's 
neutrality is the Neutrality Committee of Neustar's Board of Directors. This committee. composed of Neustar's CEO 
and two independent board members, establishes the company's neutrality compliance program and reviews the 
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reports of the neutrality auditors. The committee adopted the Neustar Neutrality Compliance Procedures, which 
provides a plan for compliance with the Neustar Code of Conduct. the Commission's neutrality orders and regulations 
governing the NANPA, PA and LNPA, and the current LNPA Master Agreements. Reporting to this committee and 
responsible for implementing the Neutrality Compliance Procedures and handling day-to-day neutrality issues is 
Neustar's Neutrality Officer. currently CONFIDENTIAL. 

Neustar's neutrality compliance procedures begin with neutrality training for every one of Neustar's employees and 
directors. no matter where located or how removed from numbering administration. Employees and directors first 
undergo neutrality training as part of their onboarding process into the company and then go through a mandatory 
neutrality training program once a year thereafter. Additionally, prospective directors are vetted for neutrality before 
being permitted to join Neustar's Board of Directors. Employees and directors are required to certify !heir neutrality 
when they begin employment and their continuing neutrality every quarter thereafter. 

Neustar feels that it is critical all employees and directors are given this training and required to provide the 
certifications because neutrality issues can arise in a number of ways. and given the global nature of 
communications. can come up anywhere in the world. All employees must understand Neustar's neutrality 
obligations so that we can avoid violations and so the employees can bring potential neutrality issues to the attention 
of the Neutrality Officer. For example: 

A Neustar employee in Europe who may want to make an investment in a 
European company needs to understand that Neustar must be assured that 
the target company is not and will not become an affiliate of a U.S. TSP. 
Similarly, in 2011. a Neustar finance department employee recognized a 
potential neutrality issue when she received a notice of a Service Provider's 
annual meeting. Because of her neutrality training, she immediately brought 
the issue to the attention of the Neutrality Officer. It was determined that 
Neustar had inadvertently become the holder of a small number of shares of 
this SP, possibly as the result of a bankruptcy settlement in favor of a 
company acquired by Neustar. Because the Neustar employee recognized 
the neutrality issue, Neustar was able to notify the Commission and its 
auditors of the issue. and quickly disposed of the Service Provider's shares 
by donating them to the American Red Cross. Corporate-wide neutrality 
compliance training enables the prevention of neutrality issues before they 
occur and the rapid identification and resolution of such issues if one does 
occur. 

The quarterly neutrality certifications by Neustar's employees and directors, along with a quarterly neutrality 
certification submitted by Neustar's CEO on behalf of the company, are an important part of the neutrality audits that 
Neustar undergoes. These audits, which cover all of Neustar, are performed annually in accordance with Neustar's 
current NPAC contract and quarterly as part of Neustar's NANPA and PA contracts. As noted above. the audits 
review Neustar's compliance with the Neutrality Code of Conduct. developed in collaboration with the Commission 
and the Industry, and with the Commission's rules and orders and the LNPA Master Agreements. ln the course of 
the audits. Neustar makes available the necessary documents for the auditors including: neutrality compliance 
certifications from each employee, board member, and executive officer; a management assertion letter and 
management compliance certification: new hire certifications; and the results of the neutrality tests given annually to 
every Neustar employee. The auditors also review LEAP service agreements, NPAC end user agreements, NPAC 
access and security. and customer transactional documentation from the NPAC. NANPA, and PA to ensure Neustar 
has treated each user or applicant fairly and in an unbiased manner. The auditors review certifications from each 
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shareholder holding a 5 percent or greater share of Neustar"s outstanding stock, notices to the FCC of any 
organizational and board changes, as well as our debt and revenue information. Our auditors then conduct extensive 
internal review of the audit proceedings. findings, and reports to ensure all appropriate audit procedures were 
followed. 

The auditors' reports are reviewed by the Neutrality Committee of Neustar's Board of Directors. The full Board of 
Directors also reviews the results of the audits for independence, integrity. accuracy. and irregularities, and certifies 
its acceptance of the audit report by attestjng and forwarding it to the FCC's Wireline Competition Bureau, 
Enforcement Bureau, the NANG, and the NAPM LLC. 

As noted above, the results of this corporate-wide focus on neutrality speak for themselves. To date. Neustar has 
passed all 10 annual LNPA Neutrality Audits and all 50 quarterly NANPA/PA Neutrality Audits. In the highly 
competitive and volatile communications Industry. this is a significant achievement. Congress anticipated the 
neutrality challenges facing numbering administrators when it mandated that such administrators must be impartial. 
Neustar faces those challenges every day. Neustar's seasoned and highly expert team minimizes those challenges 
and, when they arise. effectively addresses all such neutrality challenges to the satisfaction of the FCC and the 
Industry. Neustar will continue to place the highest importance on our neutrality compliance during the new contract 
tenn so that the NAPM and the FCC can be confident that the Industry can trust its LNP administrator not to allow its 
business relationship or close ties with Industry members or an Industry segment to override its obligation or cloud its 
judgment. 

The Neutrafity Legat Opinion provided by DLA Piper confirms Neustar's compliance with the Neutrality 
Criteria set forth by the NAPM LLC without requiring Neustar to make any structural or procedural changes. 
No compfex neutrafity cure that may require a time-consuming approval process is needed for Neustar to 
continue to serve as the U.S. LNPA. 

DLA Piper LLP has furnished a Legal Opinion confinning Neustar's compliance with the Neutrality Criteria set forth in 
the Section 3.4 of the VQS. By mutual agreement between Neustar and the NAPM LLC, DLA Piper has for the last 
10 years evaluated Neustar's compliance with neutrality requirements and so is uniquely qualified to issue a Legal 
Opinion regarding Neustar's neutrality. Better than any other law finn could. DLA Piper understands what to 
evaluate, the questions to ask, and the issues to raise in connection with an entity's compliance with the unique 
requirements for LNP neutrality. It is also important to note that these periodic neutrality audits represent the only 
business relationship that DLA Piper has with Neustar. Thus. DLA Piper truly is a neutral third party auditor. as it can 
evaluate Neustar's neutrality without any fear of losing other business. 

The DLA Piper Legal Opinion does not require Neustar to make any structural changes to its corporate structure or 
make any other changes in order to be a Neutral Third Party. Because Neustar meets or exceeds the Neutrality 
Criteria. and because Neustar is not proposing the use of any subcontractors to provide LNPA services for the next 
contract term, neither Neustar nor any Neustar subcontractor must develop and adhere to any complex neutrality 
cure. Thus, when considering Neustar for the next LNPA contract term, the NAPM and the Commission will not have 
to evaluate the efficacy of a neutrality cure, a time and resource intensive effort. When Lockheed Martin announced 
its intent to purchase a subsidiary of COMSAT 1998, for example. it took approximately eleven months for the 
Commission and the Industry to resolve the neutrality issues satisfactorily. 
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If a Respondent is a unit or a wholly owned subsidiary of another entity, the Respondent is not neutral if the 
parent company is not neutral. Likewise, a parent cannot be neutral if one of its units or subsidiaries is not. 

Some Respondents. whose parent companies or subsidiaries are either non-neutral. or likely to be found non-neutral, 
may attempt to restructure themselves in creative ways. Regardless of the creative structure proposed, unless a 
Respondent is substantially divested from its non-neutral parent company or subsidiary and is out of the non-neutral 
parent company's control or no longer affiliated with the non-neutral subsidiary. the Respondent will be non-neutral 
as well. The only true neutrality cure. if the parent company or subsidiary is non-neutral, is the substantive divestiture 
of the business unit or wholly owned subsidiary that intends to be the LNP Administrator from the non-neutral entity, 
with additional protective measures like a voting trust and code of conduct. These are similar to the neutrality cures 
and safeguards that were applied to the assignment of the stringent NANPA and LNPA contracts to Neustar in 1999. 

Additionally, a Respondent may attempt to weaken the protections and assurances provided to the Industry by a 
strong neutrality regime and undermine the robust competitive marketplace by proposing unique corporate structures 
that will allow a large public company to more easily cloak itself in the role of Neutral Third Party administrator. 
However. without full. corporate-wide neutrality compliance procedures, the initial neutrality protections will be difficult 
to sustain. Such a Respondent may argue that only a subsidiary or portion of the company need comply with 
neutrality provisions or that only some contractual relationships need to be subject to neutrality review. Such 
arguments reveal a lack of understanding of the seriousness and complexity of neutrality compliance. 

A large corporation has as much an obligation to be neutral as any other potential Respondent. In fact. the tendency 
of large corporations to have operational areas that do not know what other operational areas are doing. 
demonstrates that a corporate-wide neutrality compliance program is a necessity. Each corporate group, line of 
business, and operational area must be monitored continuously for neutrality compliance: otherwise a serious 
neutrality problem may be identified only after significant resources (time, money, marketing efforts. public 
commitments, etc.) have been committed to the source of the neutrality concern. When discovered. it may be too 
late to rectify the problem. Such a situation may result in breach of contract and a complete breakdown of the 
nation's LNP system. To ensure the continued stability of the nation's LNP system, neutrality compliance must be 
required of all components of the LNPA and neutrality compliance must be monitored at all times. 

The Industry should use broad discretion to determine whether a Respondent is subject to undue influence 
by parties with a vested interest in the outcome of LNP administration activities. 

As explained by the Commission in FCC Order 99-346. neutrality requirements are designed to set a clear standard 
to measure the LNPA's impartiality, to ensure entities seeking to participate in the communications marketplace 
obtain timely and efficient access to numbering resources, that no particular Industry segment, consumer group, or 
technology is unduly favored or disadvantaged. and that the LNPA remains neutral in order to maintain the trust and 
confidence of the entities that must submit sensitive data to the LNPA in its administration activities. The first two 
Neutrality Criteria set out in the VOS serve as objective, quantifiable measures intended to prevent the LNPA from 
maintaining financial or equity relationships with telecommunications Service Providers and/or affiliates that could 
exert control over the decisions and activities of the LNPA or otherwise compromise its impartiality. The third 
Neutrality Criterion requires the Industry and the Commission to exclude, if left unresolved. a Respondent that is 
determined to be subject to undue influence by parties with a vested interest in the outcome of numbering 
administration and activities, regardless of whether a Respondent satisfies the first two Neutrality Criteria. In other 
words, depending on the type and size of business that a Respondent has with a single TSP or a group of separate, 
similarly aligned TSPs (i.e., same Industry segment), the Respondent could be subject to undue influence even if the 
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Respondent is not a TSP or TSP affiliate and does not obtain a majority of its revenue from a TSP or issue a majority 
of its debt to a TSP. 

For example, if a Respondent. or an affiliate of a Respondent, is providing telecommunications network operations 
outsourcing services to a TSP through a multi-year contract for Wiich it receives billions of dollars and under which it 
accepts the transfer of thousands of TSP employees, then it would be hard to argue that such a Respondent. or an 
affiliate of the Respondent. is n.Q~ subject to undue influence even if the first two neutrality criteria are satisfied­
particulariy if the Respondent or its affiliate is performing the day-to-day operations of the TSP. Likewise. if a 
Respondent. or an affiliate of a Respondent, derives a substantial amount of its revenue from a particular Industry 
segment, it would once again be hard to argue that such a Respondent is not subject to undue influence from that 
segment even if the first two criteria are met. 

Fortunately for lhe Industry, the NAPM LLC. and the Commission, as attested to by the DLA Piper Neutrality Legal 
Opinion. neither Neustar, nor any of its affiliates. manages the network operations of any TSP. Neustar also does not 
derive a majority of its revenue from any particular Industry segment. 

Neutrality requirements must apply equally to prime vendors and subcontractors. 

The 2015 LNPA Vendor Qualification Survey makes clear that the Neutrality Criteria apply to subcontractors involved 
in providing U.S. LNPA services. This is consistent with the Commission's rule governing the use of subcontractors 
for NANPA and Thousands Block Pooling Administration (47 CFR 52.12(a)(2)) and with the Commission's recent 
LNPA procurement. The Industry must be diligent when reviewing Respondent proposals that rely on the use of 
subcontractors or other third parties to provide the LNPA services. Subcontractors involved in the day-to-day 
delivery of LNPA services must be held to the same Neutrality Criteria as the prime contractor, including the 
possibility of having to develop and adhere to a neutrality cure and provide relevant neutrality audits and reports. 
Otherwise, a non-neutral entity could use the subcontractor loophole to circumvent the NAPM and FCC's neutrality 
requirements. There are many areas within the provision of LNPA services where a subcontractor that is subject to 
undue influence is just as able as a non-neutral prime vendor to skew performance in a manner that advantages 
particular entities, with the same negative impact on the Industry and telecommunications competition. 

Neustar does not propose to use any subcontractors in the provision of the services required by the RFP. so there 
are no subcontractors associated with Neustar's bid whose neutrality must be examined by the Industry or the 
Commission. 

Conclusion 
The NPAC/SMS is ingrained into the U.S. telecommunications market and infrastructure more than ever before, to 
the point that LNP is taken for granted and expected by consumers and business seeking to change Service 
Providers. The NPAC/SMS is relied upon to implement the very important number conservation measure of 
Thousand-Block Pooling and is used by Service Providers to optimize their networks and restore service to 
customers in case of extended network outages. NPAC/SMS information impacts all services attached to a 
telephone number, including voice services and SMS and MMS messaging. LNP administration is a vital under1ying 
serviGe that is essential for these services to work effectively and efficiently. The unquestioned neutrality of the 
LNPA vendor continues to be of the utmost in importance, now more than ever. 
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Neustar embodies what it means to be neutral. We have been neutral since our inception over a decade ago. For 
Neustar, neutrality is not a simply a platitude; it is the essence of Neustar as a corporation. At Neustar, our neutrality 
is not sheltered. fenced-off. or confined to certain groups and organizations, but is deeply ingrained throughout the 
entire company. Our neutrality has been inspected, audited, and verified. By retaining Neustar as the U.S. LNPA, the 
Industry. the NAPM LLC, the NANC, and the Commission can be assured that the neutrality of LNPA services will be 
maintained into and through the next contract term. 
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2.4 Neustar's LNP Expertise 

Why Neustar 

Meets or exceeds all LNP Neutrality Criteria 

USA's only LNP Administrator under contracts first executed in 1997 

Canada's only LNP Administrator under contracts first executed in 1998 

Processed and managed over 500 million transactions in the US NPAC/SMS in 2012 alone 

Propose providing all U.S. LNPA services without the use of subcontractors or third parties 

The Industry in its 2015 LNPA Vendor Qualification has asked respondents to identify: 1} any U.S. LNPA service 
experience or U.S. LNP experience: 2) any other LNPA-like or LNP experience (presumably from other countries); 
and 3} any other LNP-related product experience so the Industry can assess and evaluate whether a given 
respondent possesses sufficient experience and technical and operational capabilities to deliver the U.S. LNPA. 

Under contracts first executed in 1997, Neustar has been the only U.S. LNP Administrator since LNP was introduced. 
We provided the service initially as part of Lockheed Martin and then on our own as of late 1999. As the U.S. LNPA, 
Neustar has accomplished the following: 

• Enhanced the NPAC/SMS platform including the successful management of 452 NANC change orders, over 100 
Illinois change orders, and eleven major software releases 

• Successfully implemented Thousands Block Pooling starting in 1998 

• Successfully implemented Wireless Number Portability starting in 2003 

• Successfully implemented One-Day Porting in 2011 

• Processed over 12 billion CMIP Operations in 2012 alone 

• Processed over 40.000 Pooled Block Requests with over 99.9% accuracy in 2012 alone 

• Processed over 55,000 Mass Change Requests for over 175 companies in 2012 alone 

• Refreshed the entire NPAC/SMS hardware and ne!'.vork multiple times 
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• Earned -superior" (highest possible) rating for U.S. LNPA Customer Survey Score since 2009 

• Earned highest ever Overall Satisfaction rating (3.84 out of 4.00) in the 2012 U.S. LNPA Customer Survey 

• Satisfied 27 U.S. LNPA SLRs 99.94% of the time during the last five years 

There is a vast difference between 'being qualified to bid" versus actually being "qualified to serve." As detailed 
below, U.S. LNP is unique with no directly comparable LNP system worldwide except. arguably, Canada, where 
there are many similarities in NPAC/SMS business rules and processing. Neustar is the sole LNPA in Canada as 
well. If the U.S. LNPA selected for the next contract term cannot transition and operate the service competently, 
there will be several negative impacts, such as: 

• Misrouted telephone calls and misrouted traffic for services such as SMS/MMS messages, causing increased 
Service Provider customer service calls and associated costs; and if long-term, customer retention problems 

• Failed or slowed competitive consumer porting with reduced or slowed revenue to Service Providers and 
increased Service Provider customer care and resolution costs 

• Failed or slowed customer retention programs and new service/mobile device launches, again, with reduced or 
slowed revenue to Service Providers and further increased Service Provider customer care costs 

• Failed or slowed access to telephone numbers for Service Providers 

• Delayed law enforcement and public safety activity. putting citizens and property at risk 

• Impaired disaster recovery efforts that use porting, pooling, or network migration as a remedy 

• Failed or slowed Service Provider network migrations, potentially leading to customer service outages 

• Improper calls made by automated dialers to wireless telephone numbers. causing complaints to the FCC and 
State PUCs 

Aside from having the requisite U.S. LNPA experience, Neustar also has unmatched staff expertise whereby we have 
hired many individuals with service provider and regulatory experience to serve in leadership positions to provide 
value to the Industry and the FCC. The Industry will recognize many of these people as U.S. LNP pioneers. 

This approach also translates into providing superior customer service in the critical role as the nation's only LNP 
administrator. Over the years, Neustar has continuously improved its LNP administration service to achieve a near 
flawless rating in 2012. Given that a new vendor will have to focus on getting only the basic service off the ground. it 
is highly unlikely that any other respondent can match the level of service that the Industry has come to expect of 
Neustar. 
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The U.S. LNPA's aggregate characteristics are not duplicated in respondents whose products or services 
they claim are comparable. 

Respondents will attempt to say that their International LNP experience (either from an individual country or through 
a combination of countries) is comparable to the United States. However, despite other international 
implementations of LNP since 1997. the U.S. LNP ecosystem and U.S. LNPA service continue to be unique due to: 

• Large telecommunications market 

• High value (life-time and monthly ARPU) of an individual telephone customer 

• Number of participants connected to the centralized LNP database (NPAC) and receiving data 

• Number of facilities-based service providers 

• The complexity of NPAC data models 

• Huge volume of transactions 

• Governance structure between Industry and regulatory stakeholders 

• Complexity of portability business rules and short porting timeframes 

• NPAC/SMS CMIP interface requirements 

• Cost-recovery requirements 

• Large number of Service Providers billed 

• Strict neutrality requirements 

International LNP deployments span the gamut of: 1) using a centralized file cabinet approach with daily batch 
uploads and downloads of ported telephone numbers to 2) using a distributed LNP methodology whereby no 
centralized LNP database exists and carriers send messages to each other when a telephone number ports to 3) 
being more sophisticated through the use a centralized database system that does possess some real-lime 
broadcast capability. International LNP deployments are generally less demanding than the U.S. For example, 
many International LNP deployments do not broadcast routing updates in real-time; do not allow telephone numbers 
to be ported between wireline and wireless providers: only identify the service provider ported to and from. and not 
the underlying network; and involve porting intervals of days or weeks instead of minutes and hours as in the U.S. 

From an operational perspective. the various aspects of international number portability offerings typically are 
handled with a partnership of companies or through the use of sub-contractors. A typical International LNP 
deployment uses a local. in-country vendor to operate the LNP service but uses an out-of-country vendor to develop 
the LNP system. This approach means that much of a vendor's LNP experience in those markets is incomplete as 
the vendor does not perform all aspects of the administration. These types of arrangements work with varying 
degrees of success throughout the world, though all under far less complex and demanding circumstances than 
required in the U.S. The inherent problem associated with harmonizing focus and priorities. guaranteeing stability, 
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and applying strict neutrality rules across multiple entities, makes this approach risky and often problem-ridden. This 
approach becomes far riskier as the size and complexity of the system increase. 

The following Exhibit 2.4-1 shows the major system functions and contract characteristics of two LNP deployments­
the U.S. and India-and the substantial differences between the LNP deployments. 

It is important to note that the Canadian NPAC shares a great deal of commonality with the U.S. NPAC, although the 
systems differ in that Canada has not implemented number pooling and annual transaction levels are significanUy 
lower-just 4M for Canada versus over 500M for the U.S. The platforms and business rules are similar arguably 
making the Canadian NPAC the only comparable LNP implementation in the world. Neustar is the sole administrator 
of the Canadian NPAC. 

LNP experience from a country like Ghana or from a collection of countries like Mexico. Chile, and Pakistan is not 
comparable to experience necessary to serve as the U.S. LNPA. To demonstrate just one of many differences 
between international LNP deployments, Exhibit 2.4-2 shows the timeframe to port a mobile numbers between 
various countries that have LNP. Please note that the timeframe in the U.S. is extremely low-less than 2 hours­
whereby the timeframe in the rest of the world is much longer. Even if experience from international LNP 
deployments were comparable, respondents would likely not be using the same staff and management team for the 
U.S. LNPA. 

Development of SOAs and/or LSMSs. or an operation of an ICP service bureau is not sufficient experience to deliver 
the Service required by the RFP. Although these services are complementary to that of the U.S. LNPA. the 
experience from such is not directly comparable. There are several differences: 1) the development of these LNP­
related systems and operation of LNP-related service bureaus are not subject to strict FCC-mandated neutrality 
requirements; 2) providers of such systems are beholden to the one or two corporate entities that provide a bulk of 
their revenues as opposed to being service neutral to an entire Industry 3) these systems do not have to process 
high porting transaction volumes; and 4) these LNP-related systems and service bureaus are not subject the GEP, 
SLRs. and audits required of the U.S. LNPA service. 

Neustar non-U.S. LNPA/LNP Experience 
Neustar also successfully serves as the sole LNP Administrator in Canada under contracts first executed in 1998. As 
shown above. the Canadian NPAC is arguably the only LNP system worldwide that is remotely comparable to the 
U.S. LNPA. 

Neustar is also responsible for NPAC implementations in both Brazil and Taiwan: however. not as the LNP 
Administrator. In Brazil, as a subcontractor to the NPAC Administrator (ClearTech), we designed and built the NPAC 
system. We continue to provide software enhancements and Tier 3 support for that NPAC system. Similarly. our 
contract in Taiwan called for us to build the NPAC system and operate it for the first year, while training a government 
entity to take over operations after the first year. Neustar now provides system maintenance and Tier 3 support for 
the Taiwan NPAC system. 

As with all foreign LNP implementations other than Canada's, these implementations do not resemble the U.S. LNP 
implementation at all. either in administration services. business rules, functionality. system perfonnance 
requirements, or transaction volumes, and should not be considered as comparable experience. 
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Comparison of LNP Deployments -U.S. Versus India 

U.S. :. Contract or System Attribute a India 
~~~~~~~~~~~~~~~~~~~~~~~~~~~~~~~~~~-

. . . NPAC/LNP Administrator Governance . 

Yes 
Yes 

Single National LNP Administrator 

Regulated Neutrality Requirements 

No 
Yes 

, . . . Portability/N~mber Pooling Implemented . 

Yes Fixed TN Portability Implemented No 
Yes Mobile TN Portability Implemented Yes 
Yes Intra-carrier TN Porting Implemented No 
Yes Mass TN Porting Tool Implemented No 

Yes Porting Across Technologies (Fixed, Mobile, VOiP) Implemented No 
Yes Number Pooling Implemented No 

Porting Rules and Volumes 

425+ Million Annual Fixed TN Porting Volumes 0 
80+ Million Annual Mobile TN Porting Volumes 40 Million 

1,000+ N1,1mber of Carriers Connected/Supported 15+ 

Minutes Wireless Porting Intervals 7 Days 
ACQ/LRN Call Routing Method ACQ 

Yes Recipient Carrier-Controlled Porting Yes 
, NPAC Features and Functionality 

Yes Detailed NPAC/LNPA Service Levels No 
Yes Severe NPAC/LNPA Performance Penalties No 
Yes NPAC Database Supports Enhanced Features No 
Yes NPAC Database lden~ifies Reseller Relationships No 
Yes Separate law Enforcement Platform Implemented No 
Yes Mechanized NPAC Data Access Yes 
Yes Real-Time NPAC Data Distribution No 
Yes Service Provider NPAC UI Access Yes 

- . 

Exhibit 2.4-1: Differences in the deployment of LNP between the U.S. and India span functionality, 
porting rules, and volumes. In many critical areas there is no comparison-the U.S. deployment is far 
more complex. 

Neustar. Inc. proprietary and confidential 2.4-5 



REDACTED-FOR PUBLIC INSPECTION 

Neustar Response to LNPA 2015 Surveys neustar. 
Real Intelligence. Better Decision.: 

International Porting Times 

USA 
Ireland 

Australia 
Ghana 

Canada 
Israel 
Matta 

Channel Islands 
Chile 

Japan 
Jordan 
Korea 

lwcemboorg 
Singapore 

s~o~gA~~=g 
Belarus 
Belgium 

UK · 
Latvia 

A:a~~e 
Malaysia 

Netherlands 
Oman 

Poland 
Slovenia 
Thailand 
Portugal 

Cyprus 
Ecuador 
Nigeria 

Croatia ----• 
Czech Rap •--• 

Finland ----• 
Italy •--• 

Lithuania •--• 
Mexico •--• 

Saudi Arabia -i---• 
Slovakia •--• 

Spain a Sweden 
Hungary 

Turkey -;.---• Dominican Rep. _. ___ _ 

France •---­
Germany ------

India •---­
Norway•----

... '. 

Peru .,_ ____ _ 
Bulgaria _,.. _____ _ 

Estonia 
Iceland•------

Romania •------Greece_,.. _______ _ 

Pakistan .. --------

1 ..... 

Switzerland ----------------• 

Australia -······ 

Ghana·ll••••• 
Canada-= 

Israel · 

~~...-~~..-~~~~....----, 

0 2 3 4 5 

Oenmark i'!!!!!!!!!!!!!!!!!!!!!!!!!!!'~!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!l"'-~11!! ... -~!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!!~!!!!!!!!!!!!l!..------i 
0 10 20 30 40 50 

Days to Port 

·. 

Exhibit 2.4-2: The time to port t imeframe in the U.S. is extremely low- less than 2 hours-whereby 
the timeframe in the rest of the world is much longer. 
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Neustar Executive Team 

Neustar's management team (shown in Table 2.4-1) provides corporate oversight of NPAC services as well as sets 
the strategic direction of the company. 

Table 2.4-1. Neustar's Management Team 

Name, Title Profile 

Lisa Hook 

President and Chief Executive 
Officer 

., 

·. 
·. 

Paul Lalljie 

Senior Vice President and Chief 
Financial Officer 

Mark F. Bregman 

Senior Vice President and Chief 
T eohnology Officer 

~ President and Chief Executive OffiC9r of Neust~t. Inc. and is a director of 
Ne1,1st·ar · ·' " 

• .P.i'eviously served as President and Chief Operati;:;g Offiter from January io.os· 
to 6cto~F 2010 · · , · : . . . . · ; . 

Held leadership positions at a number of Fortune 500 coinpanies !nclud.ing : 
AO(, Time Warner and Viacom over a distinguished. cateer spanning more than 
25 years 

- • Senior advisor at the Federal Communications Commission 

• • Ser:ves·Qn a number of other corporate and non-profit boards, incruding Reed· ':~ 
Elsevier PLC, Reed Elsevier NV, Reed Elsevier Group PLC, the Gec;irge Mason .. · 
H~Or$ College External Advisory Board and The Ocean Foundation. . ' 

• Oversees Neustar's worldwide finance organization, which includes treasury, 
accounting. financial planning and analysis, real estate management and 
investor relations 

• Prior to becoming CFO. served in a variety of increasingly expansive roles 
within Neustar's Corporate Finance department, including Vice President, 
Financial Planning & Treasurer and other positions within accounting, financial 
planning and analysis, treasury and investor relations 

• Northern Virginia Technology Council's (NVTC) Public Company CFO of the 
Year2012 

• Responsible ,f~r Neustar's product technology strategy and product ~:~ 
development efforts : '~ 

• Previously served as Executive Vice President and Ch~f Technology Officer of 
·Symantec sini;:e 2006 

• Priorto"Symantec. served as Executive Vice President, Product Operations at 
Veritas Corporation · 

Prior to Veritas, served as CEO of AlrMedia, a mobile content distribution · 
company ' 

• Previously served in a vanety of Seiiior Management roles at IBM - fore g.,. 
General Manager of IBM's Pervasive Computing division, General Manager of 
IBM's RS/6000 business 

• Serves on 1he Board of the Bay Area Science & Innovation Consorticm and the 
Anita Bo:g Institute, which focuses on increasing the l:l'pact of women on all 

. .-'<·~~""'>c;>~tic12's ofy~~.!10.'~Y,_, . .· , ,.~ ~. _ ,,,. __ ., _._.,_-u ~. 
Steve Edwards 

Senior Vice President, Carrier 
Services 

Neuslar. Inc. proprietary and confidential 

• Oversees North America earner sales. product management, marketing and 
channel partnerships for Neustar's global Numbering Services 

• Prior to joining Neustar, was chief operating officer at Regenesis Power LLC 

• Previously served as chief marketing officer for Sonus Networks Inc., vice 
president of indirect sales and channel development at AT&T Business 
Services; and president of BT Visual Images 
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CONF1DENTIAL 

Neustar's U.S. LNPA Experts 
Neustar not only believes that highly relevant and directly comparable corporate experience is necessary to be 
successful. but that specific personnel and staff proposed for the U.S. LNPA also must be diverse. highly capable, 
and experienced. In this regard. Neustar's U.S. LNPA experience is unmatched. Table 2.4-2 provides concise 
biographies of many of Neustar's U.S. LNPA experts from the various disciplines-product management. Industry 
relations, regulatory, customer support, software development, billing and collections, IT operations, and Industry 
change management-that comprise the U.S. LNPA service. 

CONFIDENTIAL 
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CONFIDENTIAL 
Bill Reidway. 

VP, Product Management, 
Numbering Services 

Over 6 years Direct LNP 
experience, 11 years telecom 
experience 

Responsible for NPAC roadmap and user experience 

Responsible for administration and customer relationships for NPAC 
Administrator Products (law Enforcement Enhanced Analytical Platform & 
Wireless Do-Not-Call) 

• Responsible for product management for ancillary Numbering Inventory and 
Information Services (Port PS. Resource Inventory Management System) 

CON Fl DEJ\JTIAL 
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CONFIDENTIAL 

While not fully dedicated to the NPAC, Neustar leverages the following experts as necessary (see Table 2.4-3). 
These employees are either recognized thought leaders in their respective fields or have been Numbering experts, 
either with the Industry or with Neustar. 

CONFIDENTIAL 
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2.5 Neustar's Record of Customer Service 

Why Neustar 

• Received 3.84 out of 4.00 Overall Customer Satisfaction rating for U.S. LNPA Service in 2012 

• 80% resolution of calls to the NPAC Help Desk within the first contact 

• Satisfied 27 monthly U.S. LNPA regional SLR measurements 99.94% of the time during the last five years 

• No GEP penalties incurred in the last five years of U.S. LNPA service 

Providing excellent customer service is a core function of the LNPA and requires: 

• Leveraging LNP and LNPA expertise-to proactively mitigate potential issues before they become a customer 
problem and to resolve NPAC user issues accurately and in a timely manner. 

• Continual improvements to the service and the system-either as a result of direct customer and audit 
feedback or through identification as part of our Continuous lmprovemenVOperational Excellence program. 

• Maintaining neutrality-a very careful balance between customer focus and aim to please versus maintaining 
impartiality in attending to requests for help or activities and protecting user information. Sometimes, providing 
the best customer focus and service occurs when we have to tell the NPAC user •no·. 

Neustar strives to provide the highest levels of customer service. As explained previously in Proposal Section 1.2.3, 
NPAC/SMS Monitoring, and Proposal Section 1.3, LNPA Operational Excellence. all aspects of Neustar's LNPA 
customer services are measured using a comprehensive set of metrics. including: 

• System metrics 

• 27 regional and monthly NPAC SLRs 

• External benchmarking 

• An annual confidential NPAC customer survey, administered by an unbiased third-party approved by the NAPM 
LLC. 
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The entire operation of the service-every component and function-is reviewed daily, monthly, quarterly, and 
annually and receives attention from our executive team as well. Our recent overall satisfaction score on the annual 
NPAC User Survey-a 3.84 out of 4.0 is our highest score ever-reflects the high standard to which we hold 
ourselves:. As discussed below, we scored high in every individual attribute of the survey, such as Customer Service 
Responsiveness. Accessibility, Knowledge. and System Performance of the survey. 

Neustar's record of customer service also is reflected in our other industry-wide, neutral third-party number 
administration services: the North American Numbering Plan Administrator (NANPA) and the National Thousands­
Block Pooling Administrator (PA} where we have earned high customer satisfaction scores of ·exceeded" and "More 
Than Met" respectively from the NANC NANPA Oversight Working Group for 2011. 

We will continue to remain customer focused in the next term. 

Neustar's U.S. LNP Administration Customer Service Philosophy 
Neustar has achieved high customer service scores across all of our neutral. third-party numbering administration 
services to the telecommunications industry due to a customer-centered corporate heritage. Our company was 
founded to serve as the U.S. LNP Administrator and to provide other neutral third-party number administration 
services like NANPA and the National PA. 

As detailed in Proposal Section 2.4, LNP Expertise, Neustar has made it a practice to hire individuals with service 
provider and regulatory experience to serve in leadership positions to provide value to the industry and the FCC. The 
industry will recognize many of these people as U.S. LNP pioneers. 

Additionally, we do not intend to engage sub-contractors to perform any component of the U.S. LNPA duties as we 
believe that the use of sub-contractors creates substantial risks with respect to potential neutrality violations. security, 
and requires increased oversight. 

Neustar has implemented employee retention programs with features designed to retain talent and experience. 
Towards that endeavor. we conduct quarterly employee surveys to ensure we continuously take the pulse of our 
most valuable asset-our employees-to inform our compensation philosophy and further enhance our employee 
retention programs. thereby ensuring the stability. reliability, and performance of U.S. LNP administration. Many of 
our employees have been with us for several years-a number of our U.S. LNPA experts identified in Proposal 
Section 2.4. Neustar's LNP Experience, have been with Neustar over 10 years. 

Neustar has invested in tools and programs to enable employee education and training. Each position in Neustar 
has specific training requirements. Employees have the option to avail themselves of several training vehicles such 
as on-site hands-on training, online training, offsite training. and mentor training. Additionally, we send our technical 
operations and development staff to specific vendor training; e.g. Security-Related Information 

, etc. In practice. in addition to specific education, 
we require that our staff be fully trained and acquire all required skills prior to being allowed access to the production 
environment or interaction with NPAC customers. As an example, software developers must prove themselves 
before they can touch certain components of the NPAC/SMS software, database, system. or network. Further, every 
Neustar employee undergoes annual "neutrality" training regardless of their position in the company. Finally. we offer 
formal training on security awareness, an overview of the NPAC, LNP 101, SLRs, and the GEP. 
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As mentioned earlier in this section, our performance as the U.S. LNPA is reviewed daily, monthly, quarterly, and 
annually. This ensures quick and accurate response to any problems that might arise and allows Neustar to mobilize 
resources as necessary to maintain high U.S. LNPA service levels. 

In general. our U.S. LNPA customer service success is a result of our focus on quality and continuous improvement. 

User Satisfaction Survey 
As shown in Exhibit 2.5-1, Neustar has achieved improved ratings in every category of our service and has scored a 
minimum of 3.8 out of 4 in every attribute surveyed. This demonstrates that we take no area or component of the 
U.S. LNPA service lightly. The Industry has several requirements with respect to the planning, formulation, and 
conduct of an annual NPAC user satisfaction survey. Neustar meets all of the Industry's requirements. Further, 
Neustar's NPAC Customer Survey is administered by an independent auditor. We will continue to rely on an 
independent auditor to conduct this survey over the next tenn. 

As part of our focus on continuous improvement. we propose changes to the survey for the next contract term. Two • 
examples for the Industry to consider: 1) certain categories of the survey, such as New Services Rollout, would be 
emphasized with additional. specific questions if a greater than usual amount of category of activity was performed 
during the survey period: and 2) specific feedback on the NPAC Portal. As always. we will work collaboratively with 
and obtain approval from the NAPM LLC before making any changes to the survey or the process. 

In conclusion. over the years. Neustar has continuously improved its U.S. LNP administration customer service with a 
near-flawless execution in 2012. The industry can be confident that superior customer service from Neustar will 
continue into the next contract term. 
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Overall Customer Survey Scores 

C t . 2008 2012 Trend 
a egones Score Score 

Customer Service 2.5 3.9 A 

Billing 3.34 3.8 .A 

Industry Forums 3.38 3.8 £. 

New Service Rollout 3.4 3.8 A 

Operations 3.46 3.8 • 
Overall Client Focus 3.43 3.9 A 

Overall Survey Average 3.46 3.84 A 

Exhibit 2.5-1: Neustar's overall customer survey scores have consistently improved through the years 
thereby delivering more predictable levels of high-quality service to the Industry. 
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